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AXIS Camera Station 5

Uzivatelska priruc¢ka



AXIS Camera Station 5 je kompletni monitorovaci a zaznamovy systém pro malé a stfedné velké instalace.

AXIS Camera Station 5 Server - zajiStuje veSkerou komunikaci s kamerami, videokodéry a pomocnymi
zafizenimi v systému. Celkova dostupna Sitka pasma omezuje pocet kamer a koder(, se kterymi jednotlivé servery
mohou komunikovat.

AXIS Camera Station 5 Klient - poskytuje pfistup k zdznam(im, zivému videu, protokolim a nastaveni. Klienta
je mozné nainstalovat do libovolného pocitace pro vzdalené sledovani a ovladani ze kteréhokoli mista na
internetu nebo ve firemni siti.

Aplikace AXIS pro zobrazovani na mobilnich zafizenich - poskytuje pfistup k zaznam{m, zivému videu na vice
systémech. Aplikaci je mozné nainstalovat do zafizeni Android a iOS a aktivovat vzdalené zobrazovani z jinych
umisténi. Ke komunikaci se serverem AXIS Camera Station 5 vyuziva protokol HTTPS. Port mobilni komunikace
a port streamovani nakonfigurujte podle popisu v ¢asti Nastaveni serveru v dokumentu Obecné. Dalsi informace
0 pouzivani aplikace naleznete v ndvodu pro uzivatele mobilni aplikace AXIS Camera Station.

Video tutorialy

Podrobnéjsi priklady pouZiti systému jsou uvedeny zde: Video tutoridly k systému AXIS Camera Station.
Funkce systému

Vice informaci o funkcich systému naleznete v Pravodci funkcemi systému AXIS Camera Station.

Co je nového?

Informace o novych funkcich jednotlivych verzi systému AXIS Camera Station jsou uvedeny zde: Co je nového
v systému AXIS Camera Station.


https://help.axis.com/axis-camera-station-mobile-app
https://help.axis.com/axis-camera-station-tutorial-videos
http://help.axis.com/axis-camera-station-feature-guide
https://help.axis.com/what-is-new-in-axis-camera-station
https://help.axis.com/what-is-new-in-axis-camera-station

AXIS Camera Station 5

Uziteéné odkazy pro sprdavce

Zde je uvedeno nekolik témat, které by vas mohly zajimat:

Pfipojeni k serveru, on page 8

Konfigurace zafizeni, on page 40
Konfigurovdni uloZisté, on page 67
Konfigurace zdznamu a uddlosti, on page 72
Konfigurace pfipojenych sluzeb, on page 107
Konfigurace serveru, on page 110
Konfigurace licenci, on page 118

Konfigurace zabezpedeni, on page 121

Dalsi pfiru¢ky

Priru¢ka AXIS Camera Station Integrator

Novinky systému AXIS Camera Station

Prirucka pro instalaci a migraci systému AXIS Camera Station
Mobilni aplikace AXIS Camera Station

Privodce funkcemi systému AXIS Camera Station

Video tutoridly k systému AXIS Camera Station

Priru¢ka pro feseni problémi systému AXIS Camera Station

Priivodce hardeningem systému AXIS Camera Station


http://help.axis.com/axis-camera-station-integrator-guide
http://help.axis.com/what-is-new-in-axis-camera-station
http://help.axis.com/axis-camera-station-installation-and-migration-guide
http://help.axis.com/axis-camera-station-mobile-app
http://help.axis.com/axis-camera-station-feature-guide
http://help.axis.com/axis-camera-station-tutorial-videos
http://help.axis.com/axis-camera-station-troubleshooting-guide
http://help.axis.com/axis-camera-station-system-hardening-guide

AXIS Camera Station 5

Uzite¢né odkazy pro operdatora

Zde je uvedeno nekolik témat, které by vas mohly zajimat:

Priru¢ka Zacindme pro AXIS Camera Station pro operdtory
*  Pripojeni k serveru, on page 8

®  Konfigurace klienta, on page 102

e Zivy pohled, on page 12

®  Pfehrdvdni zdznamd, on page 22

e [Exportovat zdznamy, on page 24

«Jahdk” AXIS Camera Station - kontrola a export


https://www.axis.com/dam/public/6d/60/96/how-to--getting-started-guide-for-operators-en-US-388713.pdf
https://www.axis.com/dam/public/d3/41/f0/axis-camera-station-cheat-sheet--review-and-exportpdf-en-US-388709.pdf

Tento tutorial vas provede kroky pfi uvadéni systému do provozu.
Nez zaCnete:

®  Provést nastaveni sité v zavislosti na instalaci. Viz ¢ast Konfigurace sité.
®  Provést nastaveni portl serveru, je-li to treba. Viz ¢ast Nastaveni portu serveru.
e /Zvazit otazky zabezpeceni. Viz ¢ast BezpeCnostni aspekty.
Pro spravce:
1. Spustte systém pro sprdvu videa
2. Pridat zafizeni
3. Nastaveni metody zdznamu, on page 5
Pro operatory:
1. Video se Zivym zobrazenim, on page 5
Prohlizeni zdznamd, on page 6

Exportovat zdznamy, on page 6

> N

Prehrdvdni a ovéfovdni zdznamda v prehrdvaci AXIS File Player, on page 6

Spustte systém pro spravu videa

Poklepejte dvakrat na ikonu klienta AXIS Camera Station 5, ¢imz klienta spustite. Po prvnim spusténi se klient
pokusi prihlasit k serveru AXIS Camera Station 5, ktery je nainstalovany na témze pocitadi jako klient.

K nékolika serveriim AXIS Camera Station 5 se mliZete pfipojit rliznymi zpUsoby. Viz ¢ast Pripojeni k serveru.
Pridat zafizeni

PFi prvnim spusténi systému se otevie stranka Add devices AXIS Camera Station 5 (Pfidat zafizeni). AXIS Camera
Station 5 vyhleda v siti pfipojena zafizeni a zobrazi seznam nalezenych zafizeni. Viz ¢ast Pridat zafizeni.

1. Ze seznamu vyberte kamery, které chcete pridat. NemiZzete-li kameru nalézt, kliknéte na moznost Ruéni
vyhledavani.

2. Kliknéte na Pridat.

3. Vyberte moZnost Rychlé nastaveni nebo Nastaveni nastroje Site Designer. Kliknéte na tlacitko Dal3i. Viz
¢ast Importovdni projektu ndstroje Site Designer, on page 43.

4. Pouzijte vychozi nastaveni a zkontrolujte, Ze je u polozky Metoda zaznamu vybrana moznost Zadna.
Kliknéte na tlacitko Instalovat.

Nastaveni metody zdznamu

1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Metoda zaznamu.
Vyberte kameru.

Zapnéte Detekce pohybu, nebo Nepretrzité, nebo oboji.

> N

Kliknéte na Pouzit.
Video se Zivim zobrazenim

1. Otevfete kartu Zivé zobrazen.

2. Vyb&rem kamery zobrazite jeji zivé zobrazeni.



Daldi informace naleznete zde: Zivy pohled, on page 12.

ProhliZzeni zGznamu

1.
2.

Otevrete zalozku Zaznamy.

Vyberte kameru, ze které chcete prohlizet zaznamy.

DalSi informace naleznete zde: Zdznamy, on page 22.

Exportovat zdznamy

1.
2.

5.
6.

Otevrete zalozku Zaznamy.

Vyberte kameru, ze které chcete zaznamy exportovat.

Kliknutim na r.F mUzete zobrazit znacky volby.

Pfetazenim znacek volby miZzete zahrnout zaznamy, které chcete exportovat.

Kliknutim na af otevrete kartu Export.

Kliknéte na tlacitko Export....

DalSi informace naleznete zde: Exportovat zdznamy, on page 24.

Pfehravani a ovéfovani zaznamu v piehravaci AXIS File Player

1.

Prejdéte do slozky s exportovanymi zaznamy.

2. Kliknéte dvakrat na prehravac¢ AXIS File Player.
Kliknutim na . zobrazite poznamky k zaznamu.
4. Postup ovéfeni digitalniho podpisu:
4.1.  Prejdéte do nabidky Nastroje > OvéFit digitalni podpis.
4.2.  \lyberte moznost Validate with password (OvéFit pomoci hesla) a zadejte heslo.
4.3. Kliknéte na OvéFit. Zobrazi se stranka vysledk( ovéfeni.
Poznamka

Digitalni podpis se lisi od podepsaného videa. Podepsané video umoziuje vysledovat video az ke kamere,
ze které pochazi, a ovéfit, ze se zaznamem nebylo manipulovano. Dal3i informace najdete na karté
Signed video (Podepsané video) a v uzivatelské priruc¢ce kamery.

Pokud uloZené soubory nemaji Zadné spojeni s databazi AXIS Camera Station (neindexované soubory), je
tfeba je prevést, aby je bylo mozné prehravat v nastroji AXIS File Player. Pro pomoc s pfevodem soubor(
se obratte na technickou podporu spole¢nosti Axis.

Konfigurace sité

Pokud se klient AXIS Camera Station 5, server AXIS Camera Station 5 a pfipojena sitova zafizeni nachazeji
v rliznych sitich, miZe byt nutné pfed pouzitim aplikace AXIS Camera Station 5 provést nastaveni proxy serveru
nebo brany firewall.

Zastupna nastaveni klienta

Kdyz mezi klientem a serverem stoji proxy server, je tfeba provést nastaveni proxy u klienta.

1.

> N

Otevrete klienta AXIS Camera Station 5.

Kliknéte na moZnost Zménit nastaveni proxy u klienta.

Zmente nastaveni proxy u klienta. Viz &ast Zdstupnd nastaveni klienta.
Kliknéte na tlacitko OK.


https://www.axis.com/solutions/built-in-cybersecurity-features

Nastaveni proxy u serveru
Kdyz mezi sitovymi zafizenimi a serverem stoji proxy server, je tfeba provést nastaveni proxy u serveru.

1. Otevrete fizeni sluzeb AXIS Camera Station 5.
2. Vyberte moznost Upravit nastaveni.

3.V ¢&asti Nastaveni proxy pouzijte vychozi MozZnost internetu systémového uctu nebo vyberte moznost
Pouzit manualni nastaveni proxy. Viz ¢ast Obecné.

4. Kliknéte na Save (Ulozit).
NAT a firewall

Kdyz stoji mezi klientem a serverem NAT, firewall apod., je tfeba nastavit NAT nebo branu firewall tak, aby bylo
zajisténo, ze porty HTTP, TCP a streamovaci port zadané v fizeni sluzeb AXIS Camera Station 5 mohou prochazet
pres firewall nebo NAT. Pokyny ohledn& nastaveni NAT nebo firewallu vam poskytne vas spravce sité.

Vice informaci naleznete v ¢asti Seznam porti pro AXIS Camera Station 5, on page 179.

Nastaveni portu serveru

Server AXIS Camera Station pouZiva pro komunikaci mezi serverem a klientem porty 55752 (HTTP), 55754 (TCP),
55756 (mobilni komunikace) a 55757 (mobilni streamovani). V pfipadé potfeby mizete porty zménit v nastroji
AXIS Camera Station Service Control.

Dal$i informace naleznete v sekci Obecné nebo Casté dotazy.

Bezpecnostni aspekty

Chcete-li zabranit neopravnénému pfistupu ke kameram a zadznamGm, pamatujte na nasledujici:

e Pouzivejte silna hesla pro vSechna sitova zafizeni (kamery, videokodéry a pomocna zafizeni).

* Nainstalujte server AXIS Camera Station 5, kamery, videokodéry a pomocna zafizeni v zabezpecéené siti
oddélené od kancelarské sité. Klienta AXIS Camera Station 5 mizete nainstalovat do pocitace v jiné siti,
napfiklad v siti s pfistupem k internetu.

®  Ujistéte se, Ze vSichni uzivatelé pouzivaji silna hesla. Sluzba Windows® Active Directory poskytuje
vysokou uroven zabezpeceni.


https://faq.axis.com/s/article/firewall-allow-acs-pro-cloud-connect?language=en_US

Pomoci klienta AXIS Camera Station 5 se mGzete pripojit k vice serverim nebo k jedinému serveru
nainstalovanému v mistnim poc¢itaci nebo jinde v siti. K serverim AXIS Camera Station 5 se mizete pfipojit

rGznymi zplsoby:

Posledni pouzité servery - Pripojeni k serveriim pouZitym v predchozi relaci.

Tento poéitac - Pripojeni k serveru nainstalovanému na stejném pocitadi jako klient.

Vzdaleny server - Viz ¢ast Pripojeni ke vzddlenému serveru, on page 8.

Zabezpeceny vzdaleny pristup Axis - Viz Cast Prihldsit se k zabezpecenému vzddlenému pristupu AXIS, on page

9.

Poznamka

Pri prvnim pokusu o pfipojeni k serveru klient kontroluje ID certifikatu serveru. Chcete-li se ujistit, ze se
pfipojujete ke spravnému serveru, ovérte ru¢né ID certifikatu s ID zobrazenym v nastroji AXIS Camera Station

5 Service Control. Viz ¢ast Obecné, on page 178.

Seznam serveru

Chcete-li se pfipojit k serverlim ze seznamu serverd,
vyberte néktery z rozbalovaciho menu Seznam

o
severdi. Kliknéte na ikonu ¢ , jestlize chcete vytvofit
nebo editovat seznamy server(. Viz ¢ast Seznamy
serverd.

Importovat seznam serverd

Pokud chcete importovat soubor seznamu serverg,
ktery byl exportovan ze systému AXIS Camera Station
5, kliknéte na moznost Import server list (Importovat
seznam serverd) a vyhledejte soubor .msl. Viz ¢ast
Seznamy serverd.

Vymazat uloZena hesla

Jestlize cheete odstranit uloZena uZzivatelska jména a
hesla vSech pfipojenych server(, kliknéte na moznost
Odstranit uloZena hesla.

Zmeénit nastaveni proxy serveru klienta

Pro pfipojeni k serveru bude mozna nutné zménit
nastaveni proxy serveru klienta, kliknéte tedy na
tla¢itko Zménit nastaveni proxy serveru klienta. Viz
¢ast Zdstupnd nastaveni klienta.

Pfipojeni ke vzddlenému serveru

1. Vyberte moznost Vzdaleny server.

2. Zvolte server z rozvinovaciho seznamu Remote server (Vzdaleny server) nebo do pole zadejte IP nebo

r‘
DNS adresu. Pokud server na seznamu neni, kliknutim na —=* obnovte seznam v3ech dostupnych
vzdalenych server(. Jestlize je server konfigurovan tak, aby prijimal klienty na jiném portu nez na
vychozim portu ¢islo 55754, zadejte IP adresu, za kterou bude nasledovat &islo portu, napfiklad

192.168.0.5:46001.

3. Mate nasledujici moznosti:

- Vlyberte moznost Log in as current user (Pfihlasit se jako aktualni uzivatel) pro pfihlaseni jako

aktudlni uzivatel Windows®.

- Zruste vybér moznosti Log in as current user (PFihlasit jako aktualni uzivatel) a kliknéte na
moznost Log in (Pfihlasit). Vyberte moZnost Other user (Jiny uZivatel) a zadejte jiné uZivatelské
jméno a heslo, pokud se cheete pfihlasit pomoci jinych pfihlasovacich udaju.




Pfihldsit se k zabezpedenému vzddalenému pfistupu AXIS

Dalezité
V zajmu zlepseni zabezpedeni a funkénosti aktualizujeme Zabezpeceny vzdaleny pFistup Axis (v1) na
Zabezpeceny vzdaleny pristup Axis v2. Stavajici verzi pfestaneme pouZivat od 1. prosince 2025 a dlrazné
doporucujeme, abyste na Zabezpeceny vzdaleny prFistup Axis v2 presli jesté predtim.

Co to znamena pro vas systém AXIS Camera Station 57

Po 1. prosinci 2025 jiz nebude mozné vzdalené pfistupovat k systému pomoci Zabezpe€eného
vzdaleného pFistupu Axis (v1).

Chcete-li pouzivat Zabezpeceny vzdaleny pristup Axis v2, musite provést upgrade na AXIS Camera
Station Pro verze 6.8. Tento upgrade je v soucasné dobé zdarma pro vechny uzivatele AXIS Camera
Station 5 do 1. bfezna 2026.

Poznamka

> N

Pfi pokusu o pfipojeni k serveru pomoci Axis Secure Remote Access nemize server automaticky
aktualizovat klienta.

Pokud je proxy server umistén mezi sitovym zafizenim a serverem AXIS Camera Station 5, je tfeba
nakonfigurovat nastaveni proxy serveru v systému Windows na serveru AXIS Camera Station 5, aby bylo
mozné k serveru pfistupovat pomoci zabezpeceného vzdaleného pfistupu AXIS.

Kliknéte na odkaz Prihlasit k zabezpe¢enému vzdalenému pristupu AXIS.

Zadejte pfihlasovaci udaje k u¢tu My Axis. Viz ¢ast Zabezpeceny vzddleny pristup Axis.
Kliknéte na Prihlaseni.

Kliknéte na Grant (Povolit).

Zastupna nastaveni klienta

Tato nastaveni se vztahuji na proxy server, ktery lezi mezi klientem AXIS Camera Station 5 a serverem AXIS
Camera Station 5.

Poznamka
Pomoci Fizeni sluzeb AXIS Camera Station 5 nakonfigurujte nastaveni proxy pro proxy server, ktery lezi mezi
serverem AXIS Camera Station 5 a sitovymi kamerami. Viz ¢ast AXIS Camera Station 5 Rizeni sluzeb.

Zvolte prislusSnou moznost pro vase nastaveni.

PFimé pfipojeni:: Tuto moZnost zvolte, jestlize mezi klientem AXIS Camera Station 5 a serverem AXIS
Camera Station 5 neni Zadny proxy server.

Pouzit nastaveni MozZnosti internetu (vychozi): Tuto moznost zvolte, pokud chcete pouzit nastaveni
systému Windows.

Pouzit manualni nastaveni proxy:: Tuto moznost zvolte, pokud chcete nakonfigurovat nastaveni proxy
manualné. V ¢asti Manualni nastaveni zadejte poZzadované udaje.

- Adresa: Zadejte adresu nebo nazev hostitele proxy serveru.
- Port: Zadejte Cislo portu proxy serveru.

- Nepouzivat proxy server pro adresy, které zacinaji: Zadejte servery, které chcete z pfistupu
k proxy vyloucit. Pro oddéleni jednotlivych polozek pouzivejte stfedniky. V adresach nebo
hostitelskych jménech je mozné pouzivat zastupné znaky, napfiklad: ,192.168.*" nebo
.mojedomena.com”.

- Vzdy pfemostit proxy server pro mistni adresy: Tuto moznost zvolte pro pfemosténi proxy
serveru pfi pfipojeni k serveru na mistnim pocitaci. Mistni adresy nemaji pfiponu nazvu domény,
napfiklad http://webserver/, http://localhost, http://loopback nebo http://127.0.0.1.



AXIS Camera Station 5

AXIS Camera Station 5 Klient

PFi prvnim spusténi systému AXIS Camera Station 5 se otevre stranka Add devices (Pfridat zafizeni) na karté

Configuration (Konfigurace). Viz ¢ast Pridat zafizeni.

Karty

QZivy pohled

Zobrazit zivé video z pFipojenych kamer. Viz &ast Zivy
pohled.

& Zaznamy

Vyhledavani, pfehravani a exportovani zaznam. Viz
¢ast Zdznamy.

@ Chytré vyhledavani 1

Lokalizace dlilezitych udalosti v zaznamenaném videu
uzitim vyhledavani pohybu. Viz ¢ast Chytré
vyhleddvdni 1.

QVthedévénl' dat

Vlyhledejte data z externiho zdroje nebo systému
a sledujte, co se stalo v dobé€ kazdé udalosti. Viz ¢ast
Vyhleddvdni dat, on page 37.

ﬁ Konfigurace

Sprava a udrzba pfipojenych zafizeni a nastaveni
klienta a serverd. Viz ¢ast Konfigurace.

% Horké klavesy

Seznam horkych klaves pro akce. Viz ¢ast Horké
kldvesy.

Protokoly

Protokoly poplachd, udalosti a audith. Viz ¢ast
Protokoly.

ﬂ Sprava pfistupu

Konfigurace a sprava drzitell karet, skupin, dvefi, zon
a pravidel pfistupu v systému. Viz ¢ast Sprdva
pfistupu, on page 153.

@Chytré vyhledavani 2

Pomoci pokroéilych filtri mlzete vyhledavat vozidla
a osoby podle jejich vlastnosti. Viz ¢ast Chytré
vyhleddvdni 2, on page 33.

“Sledovani stavu systému

Monitorovani dat o stavu z jednoho nebo vice
systém( AXIS Camera Station 5. Viz ¢ast Sledovdni
stavu systému BETA, on page 161.

! Poplachy v Zivém zobrazeni

Automaticky pfejde na kartu poplachl v zivém
zobrazeni kamery nebo pohledu, kdyZ je spusténa
akce Zivého zobrazeni. Viz ¢ast Vytvdreni akei Zivého
zobrazeni.

A . Na karté Poplachy nebo Protokoly vyberte jeden
= Poplachy nahravani
poplach a kliknéte na moznost & Pfejit na
zaznamy, abyste otevreli kartu Poplachy zaznamu. Viz
Alarmy a Protokoly.
Hlavni menu
= Otevreni hlavni nabidky.
Servery Pfipojte se k novému serveru AXIS Camera Station 5

a zobrazte seznamy serverd a stav pfipojeni pro
vSechny servery. Viz ¢ast Konfigurace serveru.
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Akce Spustte nebo zastavte zaznam ru¢né a zméntet stav
vstupnich/vystupnich portl. Viz Manudlni zdznam a
Sledovdni stavu porti vstupi/vystupd.

Napovéda Otevrete moznosti souvisejici s napovédou. Prejdéte
na nabidku Help (Napovéda) > About (Informace),
kde naleznete verzi pouZivaného klienta AXIS Camera
Station 5.

Odhlasit Odpojte se od serveru a odhlaste se od klienta AXIS
Camera Station 5.

Konec Ukoncete a zavrete klienta AXIS Camera Station 5.

Lista titulku

Otevreni napovédy.
? nebo F1 P Y
57 Prejdéte do rezimu celé obrazovky.
: Ukoncete rezim celé obrazovky.
nebo ESC

Stavova lista
Stavova lista miize obsahovat nasledujici udaje:

®  Pokud je ¢asova neshoda mezi klientem a serverem, zobrazi se vystrazna ikona. Vzdy musite zajistit, aby
byl ¢as na klientu synchronizovan s ¢asem na serveru, aby se predeslo problémim s ¢asovou osou.

e Stav pripojeni serveru ukazuje pocet pfipojenych serverd. Viz ¢ast Stav pfipojeni.
e Stav licence ukazuje pocet nelicencovanych zafizeni. Viz éast .

® \lyuziti bezpe¢ného vzdaleného pristupu ukazuje, kolik dat zbyva nebo kolik jste za tento mésic prenesli
nad limit pouzivané urovn€ sluzby. Viz ¢ast Zabezpeceny vzddleny pristup Axis.

® Kdyz je k dispozici nova verze a jste pfihlaseni jako administrator, zobrazi se zprava AXIS Camera
Station 5Update available (K dispozici je aktualizace). Viz ¢ast Aktualizovat AXIS Camera Station 5, on
page 113.

Poplachy a tkoly

Zalozky poplachii a tloh zobrazuje spusténé udalosti a poplachy v systému. Viz Alarmy a Ukoly.
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Zivé zobrazeni zobrazuje pohledy a kamery a Ziva videa z pfipojenych kamer a v pfipadé€ pFipojeni k vice nez
jednomu serveru AXIS Camera Station 5 se zobrazuji vSechny pohledy a kamery z pfipojenych server( seskupené
podle nazvu serveru.

Pohledy poskytuji pfistup ke vSem kameram a zafizenim pfidanym k systému AXIS Camera Station 5. Pohled se
muze skladat z jedné nebo nékolika kamer, sekvence polozek, mapy nebo webové stranky. Pfi doplnéni nebo
odstranéni zafizeni ze systému se Zivé zobrazeni aktualizuje automaticky.

K pohlediim maji pfistup vSichni uzivatelé. Informace o uzivatelskych pristupovych pravech najdete v tématu
UZivatelskd oprdvnéni, on page 121.

Dalsi pokyny tykajici se konfigurace Zivého zobrazeni naleznete zde: Nastaven/ klienta.
Vice monitora

Pro otevreni pohledu na jiné obrazovce:

1. Oteviete kartu Zivé zobrazeni.
2. Ze seznamu zvolte jednu nebo vice kamer, pohledd nebo sekvenci.
3. Pretahnéte je na druhou obrazovku.

Otevreni zobrazeni na monitoru pfipojeném k videodekodéru Axis:

1. Oteviete kartu Zivé zobrazeni.
2. Ze seznamu zvolte jednu nebo vice kamer, pohledd nebo sekvenci.

3. Kliknéte pravym tlacitkem na své kamery, pohledy nebo sekvence a vyberte Zobrazit na AXIS T8705
nebo Zobrazit na AXIS D1110, v zavislosti na tom, jaky videodekodér pouzivate.

Poznamka
e AXIS T8705 podporuje pouze kamery Axis.

e AXISD1110 podporuje az 9 streami v jednom rozdéleném zobrazeni.

Sprava pohledu v Zivém zobrazeni

+ Pfidejte novy déleny pohled, sekvenci, pohled kamery,
mapu, webovou stranku nebo slozku.

V4 Uprava pohledu nebo nazvu kamery. Informace o
Upravach nastaveni kamery naleznete v ¢asti Uprava
nastaveni kamery

Odstranit pohled. Pro odstranéni pohledu potfebujete
opravnéni k jeho upravé a uprave vsech sekundarnich
pohledd. Informace o odstranéni kamer ze systému
AXIS Camera Station 5, viz Kamery, on page 46.

a8 Jako spravci miZete zalmknout pohled a zabranit tak
operatorlim nebo pohledim v jeho pfesouvani nebo
upravovani.

12



Sprava obrazu v Zivém zobrazeni

Navigovat

Abyste presli na zobrazeni kamery, kliknéte pravym
tlacitkem na obraz v dé€leném pohledu a vyberte
moznost Navigate (Navigovat).

Pofidit snimek

Pokud chcete pofidit snimek, kliknéte pravym
tlacitkem na obraz a vyberte moznost Pofidit snimek.
Systém ulozi snimek do slozky snimku zadané v ¢asti
Configuration > Client > Settings (Nastaveni >
Klient > Nastaveni).

Pridat snimek k exportu

Chcete-li do seznamu poloZek k exportu v karté
Export pfidat snimek, kliknéte pravym tlacitkem na
obraz a zvolte moznost Add snapshot to export
(Pfidat snimek k exportu).

Zobrazit na

Chcete-li otevrit zobrazeni na jiné obrazovce, kliknéte
v obrazu pravym tlacitkem a zvolte Show on
(Zobrazit na obrazovce).

Pouzit mechanické PTZ

K dispozici pro kamery PTZ a pro kamery, u kterych je
na webovém interfacu aktivovan digitalni systém PTZ.
Jestlize chcete pouzivat mechanicky systém PTZ,
kliknéte v obrazu pravym tlacitkem a zvolte Pouzivat
mechanicky systém PTZ. Pomoci mysi mlizete
priblizovat/vzdalovat, otacet a naklapét.

Priblizeni

Pomoci kole¢ka mySi miZete provadét priblizovani a
vzdalovani. Nebo stisknéte CTRL + (+) pro pfiblizovani
a CTRL + (-) pro vzdalovani.

Priblizeni oblasti

Chcete-li zvétsit oblast v obrazu, nakreslete v oblasti,
kterou chcete zvétsit, obdélnik. Pro oddaleni pouzijte
kolecko mysi. Jestlize chcete zvétsSit oblast v blizkosti
stfedu obrazu, pouZijte prave tlacitko mysi a
pretazenim nakreslete obdélnik.

Natoceni a naklapéni

Kliknéte na obraz, kam chcete fotoaparat nasmérovat.
Pro nepfetrzité otaceni a naklapéni v Zivém obrazu
presunte kurzor do stfedu obrazu, aby se zobrazila
navigacni Sipka. Potom kliknéte a pfidrzte tlacitko pro
otaceni ve sméru navigacni Sipky. Jestlize chcete
otacet a naklapét obraz vyssi rychlosti, kliknéte a
pridrzte tlacitko, aby se naviga¢ni Sipka prodlouzila.

Nastavit ostreni

Chcete-li upravit zaostfeni kamery, kliknéte pravym
tlacitkem mysi na obrazek a zvolte Set focus
(Nastavit ostfeni). Jestlize chcete kameru zaostfit
automaticky, kliknéte na AF. Pokud chcete ostfit
manualné, vyberte ¢arky na stranach Blizko a Daleko.
Pomoci Blizko miizete zaostfit na objekty blizko
kamery. Pomoci Daleko mUzZete zaostfit na vzdalené
objekty.

Zbna vyvolani zaostfeni

Chcete-li vybrat nebo odebrat oblast vyvolani ostreni,
kliknéte pravym tlacitkem na obraz a vyberte polozku
Focus recall zone (Oblast vyvolani ostfeni).

Zapnutifvypnuti automatického sledovani

Chcete-li zapnout nebo vypnout autotracking pro
kameru Axis PTZ s nakonfigurovanym autotrackingem
AXIS PTZ, kliknéte pravym tlac¢itkem mysi na snimek
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a vyberte moznost Autotracking on/off
(Autotracking zapnuty/vypnuty).

Predvolby

Chcete-li vybrat predvolbu, na kterou se ma preji,
kliknéte pravym tlacitkem na obraz, vyberte polozku
Presets (Pfedvolby). Informace o vytvareni predvoleb
najdete v ¢asti Pfednastaveni PTZ.

Pridat prepozici

Chcete-li pfidat pfedvolbu, pfetahnéte zobrazeni
obrazku na pozadované misto, kliknéte pravym
tlagitkem mysi a vyberte Presets > Add preset
(Pfedvolby > Pridat pfedvolbu).

Absolutni pohyb PTZ

K dispozici pro zafizeni ONVIF, ktera podporuji
absolutni polohovani PTZ. Pouzijte tuto funkeci k
presunuti kamery na presné soufadnice pro
opakovatelné polohovani.

Chcete-li pouzit funkei absolutniho PTZ, kliknéte
pravym tlacitkem mysi na kameru v zZivém zobrazeni a
vyberte moznost Absolute PTZ Move (Absolutni
pohyb PTZ). Viyberte soufadnicovy systém: Generic
(Obecny) pro standardni soufadnice nebo Spherical
(Sféricky) pro soufadnice zaloZené na stupnich.
Zadejte hodnoty polohy pro otoceni [ naklonéni /
priblizeni, nastavte rychlost pohybu a kliknéte na OK
nebo Send (Odeslat).

Profil streamu

Chewte-li nastavit profil streamu, kliknéte pravym
tla¢itkem na obrazek, zvolte moznost Stream profile
(Profil streamu). Viz ¢ast Profily streamu.

Poznamka

Chcete-li prehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Priddni digitdlnich prepozic

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Ovldddni PTZ

Spravci mohou mechanické PTZ pro vybrané uzivatele deaktivovat. Viz ¢ast UZivatelskd oprdvnéni.
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AXIS Camera Station 5

Zdznam a okamzité pfehravani v zivém zobrazeni

&

Chcete-li pfejit na kartu Recordings (Zaznamy),
vyberte kameru nebo déleny pohled a kliknéte na

ikonu @’

Indikuje souvislé zaznamenavani v Zivych
zobrazenich.

O

=i
_—

Indikuje, Ze je detekovan pohyb.

S

Jestlize si chcete prehrat probihajici zaznam, nastavte

ukazatel mysi na obraz a kliknéte na moznost ®
Instant replay (Okamzité pfehrani). Karta Recordings
(Zaznamy) otevie a prehraje poslednich 5 sekund
zaznamu.

REC

Jestlize chcete nahravat manualné z Zivého zobrazeni,
nastavte kurzor na obraz a kliknéte na tlacitko REC.
Tla¢itko zezloutne, coz znamena, ze nahravani
probiha. Op&tovnym kliknutim na tladitko REC
zaznam zastavite.

Jestlize chcete konfigurovat nastaveni manualniho zaznamu, jako napfiklad rozliseni, kompresi nebo snimkovou
frekvenci, viz Metoda zdznamu. Dalsi informace o zaznamu a prehravani viz Pfehrdvdni zdznamd.

Poznamka

Spravci mohou manualni nahravani pro uzivatele deaktivovat. Viz ¢ast UzZivatelska oprdvnéni.

Audio v Zivém zobrazeni

Audio je k dispozici, jestlize ma kamera audio moznosti a aktivovali jste audio v profilu pouzivaném pro Zivé

zobrazeni.

Prejdéte do nabidky Configuration > Devices > Stream profiles (Nastaveni > Zafizeni > Profily streamu)
a nastavte audio kamery. Viz ¢ast Profily streamu, on page 47.

Hlasitost

Chcete-li zménit hlasitost v zobrazeni, najedte na
obrazek, poté najedte na tlaCitko reproduktoru

a pomoci posuvného prepinace zménte hlasitost.
Chcete-li ztiSit nebo zrusit ztiSeni zvuku, kliknéte na

Poslouchat pouze toto zobrazeni

Chcete-li ztlumit ostatni pohledy a poslouchat pouze

tento pohled, najedte na obrazek a kliknéte na .
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Mluvte fes reproduktor Chcete-li mluvit pomoci nakonfigurovaného
P P reproduktoru v pIné duplexnim rezimu, najedte na

obrazek a kliknéte na tlacitko .

' Chcete-li mluvit pomoci nakonfigurovaného
A -to-
. Push-to-talk reproduktoru v simplexnim a poloduplexnim rezimu,

najedte na obrazek a kliknéte a podrzte tlacitko .
Chcete-li zobrazovat tlaéitko Push-to-talk pro
vsechny rezimy duplexniho spojeni, v nabidce
Configuration > Client > Streaming > Audio
(Konfigurace > Klient > Streamovani > Audio)
zvolte moZnost Use push-to-talk for all duplex
modes (Pouzivat push-to-talk ve viech duplexnich
rezimech). Viz ¢ast Streamovdni, on page 106.

Poznamka
Jako spravce mUzete zvuk pro uzivatele vypnout. Viz ¢ast UZivatelskd oprdvnéni.

Ovladaci prvky na obrazovce Zivého zobrazeni

Poznamka
Ovladaci prvek na obrazovce vyZaduje firmware verze 7.40 nebo novéjsi.

© Pro ziskani pfistupu k dostupnym funkcim kamery

v Zivém zobrazeni kliknéte na ee-.

Déleny pohled

Déleny pohled zobrazuje nékolik pohledl ve stejném okné. V déleném okné miizete pouzivat pohledy kamery,
sekvence, webové stranky, mapy a dalsi délené pohledy.

Poznamka

Jestlize se pfipojujete k nékolika serveriim AXIS Camera Station 5, mizete do svého déleného pohledu pridat
libovolny pohled, kameru, zafizeni nebo zvukovou zénu z jinych serverd.

Pfidani déleného pohledu:

1. Na karté Zivé zobrazeni kliknéte na moznost + .

Zvolte Novy déleny pohled.

Zadejte nazev déleného pohledu.

Z rozeviraciho seznamu Template (Sablona) zvolte 3ablonu, kterou cheete pouzit.

Pfetahnéte jeden nebo vice pohledd, zvukovych zén nebo kamer do mfizky.

ST T

Kliknéte na tlacitko Save view (Ulozit pohled) pro uloZeni déleného pohledu na aktualni server.
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Nastavit hotspot

Chcete-li definovat snimek hotspotu, kliknéte na ngj
pravym tlac¢itkem a zvolte Set hotspot (Nastavit
hotspot). Kdyz kliknete na jiny snimek, otevre se

v hotspotu. Hotspoty jsou uzitec¢né pro asymetrické
délené pohledy s jednim velkym a né€kolika malymi
snimky. Nejvétsi snimek je obvykle hotspotem.

Profil streamu

Pro nastaveni profilu streamu pro kameru kliknéte
pravym tlacitkem na kameru v zobrazeni mfizky

a vyberte moznost Stream profile (Profil streamu) ,
Viz Profily streamu.

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Pridat déleny pohled

Ridici panel dvefi v déleném pohledu

Pokud jste nakonfigurovali dvefe, mlZete asistovat drzitelGm karet a sledovat stav dvefi a posledni transakce

v déleném pohledu.

1. Pfidejte dvefe. Viz ¢ast Priddni dvefi, on page 131.

2. Pridejte fidici panel dvefi do déleného pohledu, viz Déleny pohled, on page 16.

Ridici panel

Chcete-li zobrazit podrobnosti o dvefich, stav dvefi
a stav zamku, otevrete kartu Dashboard (Ridici
panel).

Ridici panel zobrazuje nasledujici informace:

e Udalosti rizeni pfistupu s podrobnostmi
drzitele karty véetné fotografie, napfiklad
v pfipadg, ze drzitel karty protahl kartu.

®  Poplachy s informacemi o spoustécich,
napriklad v pfipadg, Ze jsou dvere otevieny
pfilis dlouho.

e  Posledni transakce.

Pokud chcete vytvofit zalozku pro udalost
a zpfistupnit ji na karté Transactions (Transakce),

kliknéte na . .

Pristup

Chcete-li udélit pfistup ruéné, kliknéte na moznost
Access (PFistup). To odemkne dvefe stejnym
zpUsobem, jako kdyby nékdo predlozil své pfihlasovaci
udaje, coz obvykle znamena, Ze se automaticky
zamknou po nastavené dobé.

Zamek

Chcete-li dvere zamknout rucné, kliknéte na moznost
Lock (Zamknout).
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Odemknout Chcete-li dvefe odemknout ruéné, kliknéte na Unlock

(Odemknout). Dvefe zlstanou odemcené, dokud je
znovu ru¢né nezamknete.

Uzamceni Chcete-li zabranit prFistupu ke dvefim, kliknéte na

moznost Uzamknout.

Transakce Pro zobrazeni nedavnych a uloZenych transakci

otevrete kartu Transactions (Transakce).

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Sledovdni a asistence v Fidicim panelu dverfi

Sekvence

Sekvence prepina mezi rliznymi pohledy.

Poznamka

Jestlize se pfipojujete k nékolika serverdm AXIS Camera Station 5, mlzete do své sekvence pfidat libovolny
pohled, kameru nebo zafizeni z jinych server(.

Pridani sekvence:

Na karté Zivé zobrazeni kliknéte na moznost + .

2. Zvolte Nova sekvence.
3. Zadejte nazev sekvence.
4. Pretdhnéte jeden nebo vice pohledl nebo kamer do sekvenéniho pohledu.
5. Usporadejte pohledy do poradi, ve kterém chcete sekvenci mit.
6. VoliteIné mlzete pro kazdy pohled nastavit jednotlivé doby prodlevy.
7. Ukamer s moznostmi PTZ vyberte pfedvolbu PTZ z rozeviraciho seznamu Pfedvolba PTZ. Viz ¢ast
Prednastaveni PTZ
8. Kliknutim na tla¢itko Save view (UloZit pohled) uloZte sekvenci na aktualnim serveru.
Doba prodlevy Doba prodlevy pfedstavuje pocet sekund, po ktery se

ma pohled zobrazovat, nezZ se prepne na nasledujici.
Toto Ize nastavit jednotlivé pro kazdy pohled.

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Priddni sekvence
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AXIS Camera Station 5

Pohled kamery

Pohled kamery zobrazuje zivé video z jedné kamery. Pohledy kamery Ize pouzivat v délenych pohledech,
sekvencich a mapach.

Poznamka
V pfipadé pfipojeni k vice neZ jednomu serveru AXIS Camera Station 5 se v seznamu zobrazuji vdechny
kamery ze viech pfipojenych serverd.

Postup pfidani pohledu kamery:

1. Na karté Zivé zobrazeni nebo Zaznamy kliknéte na moznost +
2. Zvolte Novy pohled kamery.

3. Zrozeviraci nabidky vyberte kameru a kliknéte na OK.

Mapa

Mapa je importovany obraz, do kterého Ize umistovat pohledy kamer, délené pohledy, sekvence, webové stranky,
dal3i mapy a dverfe. Mapa poskytuje vizualni prehled a umozniuje lokalizaci jednotlivych zafizeni a pFistup k nim.
V pfipadé velkych systém( mudZete vytvofit nékolik map a uspofadat je do jedné celkové prehledné mapy.

V mapovém zobrazeni jsou k dispozici také viechna akéni tlacitka. Viz ¢ast Viytvdreni spoustécd tlacitek akce.

Poznamka
Jestlize se pfipojujete k nékolika serverlim AXIS Camera Station 5, miZete do svého pohledu mapy pridat
libovolny pohled, kameru nebo zafizeni z jinych serverd.

Pfidani mapy:

1. Na karté Zivé zobrazeni kliknéte na moznost +

2. Zvolte Nova mapa.

3. Zadejte nazev mapy.

4. Kliknéte na moznost Choose image (Vybrat obrazek) a prejdéte k souboru mapy. Maximalni velikost
souboru je 20 MB a jsou podporovany formaty BMP, JPG, PNG a GIF.

5. Pretahnéte na mapu pohledy, kamery, dalSi zafizeni a dvere.

6. Chcete-li upravit nastaveni, kliknéte na ikonu na mapé.

7. Kliknéte na moznost Add label (Pfidat Stitek), zadejte nazev Stitku a nastavte jeho velikost, otoceni, styl
a barvu.

Poznamka
Néktera nastaveni je mozné upravovat pro vice ikon a Stitkd soucasné.

8. Kliknutim na tladitko Save view (UloZit pohled) uloZte mapu na aktualnim serveru.

I Fyzicky stav dvefi v pfipadg, ze jsou dvere
nakonfigurovany s monitorem dveri.

& Fyzicky stav zamku v pfipadg, ze jsou dvere
nakonfigurovany bez monitoru dvefi.

Ikona Zvolte ikonu, kterou chcete pouzit. Tato moznost je
dostupna pouze u kamer a dalSich zafizeni.

Velikost Chcete-li zménit velikost ikony, pouzijte posuvnik.

Barva . . ® .. - .
Kliknutim na muzete ménit barvu ikony.
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Jméno

Tuto moZnost zapnéte, cheete-li zobrazovat jméno
ikony. Umisténi jména ikony mazete ménit kliknutim
na Dole nebo Nahote.

Oblast pokryti

Tato moZnost je dostupna pouze u kamer a dalSich
zarizeni. Po zapnuti této moznosti se bude na mapé
zobrazovat oblast pokryti zafizeni. MiZete upravovat
Range (Dosah), Width (Sitku), Direction (Smér)

a barvu oblasti pokryti. Pokud chcete, aby oblast
pokryti zablikala, kdyZ kamera nahrava na zakladé
detekce pohybu nebo jinych pravidel akci, zapnéte
Flash (Blesk). Na strance nastaveni klienta mizete
signalizaci oblasti pokryti globaln€ vypnout pro
vSechna zafizeni, viz Nastaveni klienta, on page 103.

Odebrat N [ P .
Kliknutim na muzete ikonu z mapy odstranit.
Chcete-li prehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.
Priddni mapy
Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.
Spousténi zvuku z mapy
Webova stranka

Pohled webové stranky zobrazuje stranku z internetu. Webovou stranku mizete pfidat napfiklad k d€lenému

pohledu nebo k sekvenci.

Pridani webové stranky:

1. Na karté Zivé zobrazeni kliknéte na moznost + .

o K L

Zadejte nazev webové stranky.
Zadejte plnou adresu URL webové stranky.
Kliknéte na tlacitko OK.

Zvolte moznost New webpage (Nova webova stranka).

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.
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AXIS Camera Station 5

Slozky

Pouzijte slozky k roztfidéni poloZek do kategorii ve stromové navigaci. Slozky mohou obsahovat délené pohledy,
sekvence, pohledy kamery, mapy, webové stranky a dalSi slozky.

Postup pfidani slozky:

1. Na karté Zivé zobrazeni nebo Zaznamy kliknéte na moznost +

2. Zvolte moznost Nova slozka.

3. Zadejte nazev slozky a kliknéte na tlacitko OK.
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AXIS Camera Station 5

Zaznamy

Na karté Recordings (Zaznamy) muZete pracovat s vyhledavanim, pfehravanim a exportem zaznamu. Tato karta
obsahuje pohled na zaznam a dva panely, kde najdete pohledy, obrazky, nastroje pro pfehravani a kamery
pfipojenych server(, seskupené podle nazvu serveru, viz Zivy pohled.

V hlavnim zobrazeni zaznamu miZzete obraz spravovat stejnym zplsobem jako v Zivém zobrazeni. Dalsi
informace naleznete na Sprdva obrazu v Zivém zobrazeni, on page 13.

Chcete-li zménit metodu nahravani a nastaveni nahravani, jako napfiklad rozliSeni, komprese a snimkové
frekvence, viz Metoda zdznamu.

Poznamka
Ze systému AXIS Camera Station 5 se zaznamy nedaji odstranit ru¢né. Je nutné zménit dobu uchovavani

zaznami v nabidce Configuration > Storage > Selection (Konfigurace > Ulozisté > \lybér) a smazat tak staré
zaznamy.

Pfehravani zaznamu

Zaznamy z vice kamer Ize prehravat soucasn€, pokud na ¢asové ose umistite znacku prehravani na nékolik
zaznam.

Pfi pouZiti vice monitorl mizete souCasn€ zobrazovat Zivé i nahrané video.
Casova pfimka prehravani

Pomoci ¢asové osy se mizete pohybovat v prehravani a najit, kdy doslo k zaznamu. Cervena ¢ara na ¢asové ose
znazornuje zaznam detekce pohybu. Modra ¢ara na ¢asové ose znazoriuje zaznam spustény pravidlem akci.
Umisténim ukazatele mysi na zaznam na Casové ose zobrazite typ a ¢as zaznamu. Chcete-li ziskat lepsi prehled
a najit zaznamy, mlzete si je pfiblizit, oddalit a pfetahnout ¢asovou osu. Pfi pfetahovani ¢asové osy bude
prehravani docasné pozastaveno a po uvolnéni bude obnoveno. V zaznamu posufite ¢asovou osu (scrubbing),
abyste ziskali pfehled o obsahu a nasli konkrétni vyskyty.

Viyhledani zaznami

Kliknutim vyberte datum a ¢as na ¢asové ose.

Y Pomoci filtru nakonfigurujte, jaky typ zdznami se ma
zobrazit na ¢asové ose.

. Pouzijte k vyhledani uloZenych zalozek, viz ZdloZky.

Pro vyhledavani zaznam pouzijte Chytré

@ Chytré vyhledavani 1 vyhledavani, viz Chytré vyhleddvdni 1.

Pfehravani zaznamu

P Prehraje zaznam.
1! Pozastavi prehravani zaznamu.
44 Pfeskoci na za¢atek probihajiciho nebo pfedchoziho

zaznamu nebo udalosti. Klepnutim pravym tlacitkem
mysi pfejdete na zaznamy, udalosti nebo oboji.

(4 4| Preskoéi na zadatek dal$iho zaznamu nebo udalosti.
Klepnutim pravym tlacitkem mysi pfejdete na
zaznamy, udalosti nebo oboji.
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|4 Prejde na pfedchozi snimek v zaznamu. Chcete-Ii
pouzit tuto funkci, pozastavte nahravani. Kliknutim
pravym tlacitkem nastavite, kolik snimkd se ma
preskoCit (az 20 snimka).

Y| Prejde na dalsi snimek v zaznamu. Chcete-li pouzit
tuto funkci, pozastavte nahravani. Kliknutim pravym
tlacitkem nastavite, kolik snimkd se ma preskodit (az
20 snimka).

Zménte rychlost prehravani pomoci nasobitell
v rozbalovacim menu.

CD) Ztlumit zvuk. Tuto funkci maji pouze zaznamy se
zvukem.

Posuvnik zvuku Posunutim zménite hlasitost zvuku. Tuto funkci maji
pouze zaznamy se zvukem.

Zobrazit vSechna metadata zafizeni na téle Zobrazeni metadat pro systém nositelnych kamer
a zobrazeni poznamek a kategorii z aplikace AXIS
Body Worn Assistant.

Panorama, sklon a pfiblizeni Kliknutim na obrazek a posunutim nahoru nebo dold
muZete obrazek pfiblizit nebo oddalit a posunout
zobrazeni, abyste vidéli dalSi ¢asti obrazku. Cheete-li
oblast priblizit, umistéte kurzor do pozadované
oblasti a otacenim kolecka mysi provedte pFiblizeni.

Z&lozky

Poznamka
® Uzamceny zaznam nelze odstranit, pokud ji ruéné neodemknete.

e Systém odstrani uzamcené zaznamy, kdyZ kameru odeberete ze systému AXIS Camera Station 5.

Kliknutim zobrazite vSechny zalozky. Chcete-li
filtrovat zalozky, kliknéte na ikonu.

Pridat novou zalozku.

D B

Znamena to, ze se jedna o zamceny zaznam. Zaznam
obsahuje nejméné 2,5 minuty videa pfed a po zaloZce.

/7 Upravte nazev zalozky, popis a odemknéte nebo
zamknéte zaznam.

i‘ Odstrante zalozku. K odstranéni vice zaloZek vyberte
vice zaloZek a podrzte klavesu CTRL nebo SHIFT pro
odstranéni vice zalozek.

Zabranéni ve vymazani zaznamu Vybérem nebo vymazanim zaznam uzamknete nebo

odemknete.

Pfidavani zalozek
1. Prejdéte na zaznam.

2. Na Casoveé ose kamery priblizujte a oddalujte obraz a pohybujte ¢asovou osou tak, aby se znacka umistila
na pozadované misto.
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3. Kliknéte na .

4. Zadejte nazev a popis zalozky. V popisu pouzivejte klicova slova, ktera usnadni vyhledani a rozeznani
zalozky.

5. Uzamknéte zaznam volbou polozky Zabranit ve vymazani zaznamu.

Poznamka
Uzamdceny zaznam neni mozné smazat. Jestlize chcete zaznam odemknout, vymaZzte moznost nebo odstrarite
zalozku.

6. Zalozku ulozte kliknutim na OK.

Exportovat zdznamy

Ze karty Export mizete exportovat zaznamy na mistni ulozisté nebo do sitového umisténi. Zde také naleznete
informace a nahled zaznamu. Je mozné exportovat vice soubor(i najednou a miizete zvolit export do soubor( .
asf, .mp4 a .mkv. K pfehravani zaznamu pouzijte Windows Media Player (.asf) nebo AXIS File Player (.asf, .mp4, .
mkv). AXIS File Player je bezplatny software pro prehravani videa a zvuku, ktery nevyzaduje instalaci.

Poznamka
V AXIS File Player mlizete ménit rychlost pfehravani zaznam0 ve formatech MP4 a MKV, ale ne ve formatu
ASF.

NeZ zaCnete, ujistéte se, zda mate opravnéni k exportu. Viz &ast Povoleni uZivatele pro export, on page 27.
Exportovat zaznamy

1. Na karté Zaznamy zvolte kameru nebo nahled.

2. Pridejte zaznamy do seznamu polozek k exportu. Nahravky na ¢asové ose, které nejsou zahrnuty do
exportu, budou mit pruhovanou barvu.
2.1. Kliknutim na r.F si mlzete nechat zobrazit znacky volby.

2.2. Presunutim znacéek volby mdzete zahrnout zdznamy, které chcete exportovat.

2.3. Kliknutim na af otevrete kartu Export.

3. Kliknéte na tla¢itko Export... (Exportovat...).

4. \Vyberte slozku, do které se maji zaznamy exportovat.

5. Kliknéte na tla¢itko OK. Uloha exportu zaznamii se zobrazi na karté Tasks (Ukoly).
Slozka Export obsahuje:

e Zaznamy ve vybraném formatu.

e Soubor .txt s poznamkami, pokud vyberete moznost Include notes (Zahrnout poznamky).

e Prehravac¢ AXIS File Player, pokud zvolite moznost Zahrnout AXIS File Player).

e Soubor .asx se seznamem stop, pokud vyberete moznost Create playlist(.asx) (Vytvofit seznam stop (.
asx)).

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Exportovat zdznamy
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Karta Zaznamy

g

Chcete-li vybrat vice zaznam{, kliknéte na r.F
a presunte vybérové znacky na pozadovany zacatek
a konec.

g

Chcete-li exportovat nahravky v ramci znacek sekci,

kliknéte na U

Pridat zaznamy

Chcete-li exportovat jeden zaznam, kliknéte na
zaznam pravym tlacitkem a vyberte Export > Pridat
zaznamy.

Pridat zaznamy udalosti

Chcete-li pfidat vSechny zaznamy, ke kterym doslo
v dobé udalosti, kliknéte pravym tlacitkem na zaznam
a vyberte Export > Pfidat zaznamy udalosti.

Odebrat zaznamy

Chcete-li odstranit zdznam ze seznamu exportd,
kliknéte na zaznam pravym tlacitkem

a vyberte Export > Remove recordings (Export >
Odebrat nahravky).

Odebrat zaznamy

Chcete-li ze seznamu exportovanych zaznami
odstranit vice zaznami v ramci znacek volby, kliknéte
pravym tlacitkem mySi mimo zaznam a vyberte
moznost Export > Remove recordings (Odstranit
zaznamy).

Karta Export

Zvuk

Chcete-li vyloudit zvuk v exportované nahravce,
zruste zaskrtnuti poli¢ka ve sloupci Audio (Zvuk).
Chcete-li do exportovanych nahravek vzdy zahrnout
zvuk, prejdéte na Configuration (Konfigurace) >
Server > Settings (Nastaveni) > Export a vyberte
Include audio when adding recordings to export
(Zahrnuti zvuku pfi pfidavani nahravek do exportu).

Chcete-li upravit zdznam, vyberte zaznam a kliknéte

na ?)‘. Viz ¢ast Upravit zdznamy (redakce) pred
exportem, on page 27.

Chcete-li upravit poznamky k zaznamu, vyberte

zaznam a kliknéte na .

Chcete-li zaznam odstranit ze seznamu polozek

k exportu, vyberte zaznam a kliknéte na _ N

Prepnout na export

Chcete-li prejit na kartu Export, pokud je oteviena
karta Incident report (Zprava o incidentu), kliknéte
na Switch to export (Pfepnout na export).

Uprednostiovany profil streamu

V poli Preferred stream profile (Upfednostiovany
profil streamu) zvolte profil streamu.

Nahled

Chcete-li si prohlédnout zaznam, kliknéte na ngj
v seznamu polozek k exportu a prehrajte jej. Nahled

25




AXIS Camera Station 5

Karta Export

u vice zaznamU je mozné zobrazit pouze tehdy,
pochazeji-li zaznamy z jedné kamery.

Ulozit Chcete-li ulozit seznam polozek k exportu do
souboru, kliknéte na tla¢itko Save (Ulozit).
Nadist Pokud chcete zahrnout dfive uloZzeny seznam polozek

k exportu, kliknéte na Nadist.

Zahrnout poznamky

Chcete-li zahrnout poznamky k zaznamdm, vyberte
moznost Zahrnout poznamky. Poznamky jsou

k dispozici jako soubor ve formatu TXT v exportované
slozce i jako zaloZka v zaznamu systému AXIS File
Player.

Upravte ¢as zacatku a konce

Chcete-li upravit ¢as zacatku a konce zaznamu,
prejdéte na ¢asovou osu v nahledu a upravte ¢as
zaCatku a konce. Na Casové ose se zobrazi az tficet
minut zaznamu pred a po vybraném zaznamu.

Pridat snimek

Chcete-li pfidat snimky, pfetahnéte ¢asovou osu
v nahledu na konkrétni misto. Kliknéte pravym
tlacitkem na nahled a vyberte moznost Pfidat snimek.

Pokroé¢ila nastaveni

Zahrnout prehravac¢ AXIS File Player

Chcete-li zahrnout AXIS File Player k exportovanym
zaznamum, vyberte moznost Zahrnout AXIS File
Player.

Vytvofit seznam zaznamu (.asx)

Chcete-li vytvofit seznam stop ve formatu .asx
pouzivaném aplikaci Windows Media Player, vyberte
moznost VytvoFit seznam stop (.asx). Zaznamy se
budou pfehravat v poradi, ve kterém byly
zaznamenany.

Pridat digitalni podpis

Chcete-li zabranit manipulaci s obrazem, vyberte
moznost PFidat digitalni podpis. Tato moznost je

k dispozici pouze u zaznami ve formatu .asf. Viz ¢ast
Prehrdni a ovéfeni exportovanych zdznamd, on page
28.

Exportovat do souboru ZIP

Chcete-li soubor exportovat do formatu ZIP, zvolte
moznost Export to Zip file (Exportovat do souboru
ZIP) a vyberte moznost zadani hesla pro exportovany
soubor ZIP.
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Pokrocila nastaveni

Format exportu V rozbalovacim menu Export format (Format

exportu) zvolte format, do kterého chcete své
zaznamy exportovat. Jestlize vyberete format MP4,
exportované zaznamy nebudou obsahovat zvuk ve
formatu G.711 nebo G.726.

Upravené kodovani videa Pro upravena videa nastavte format kédovani videa

na Automatic, H.264 nebo M-JPEG v ¢asti
Edited video encoding (Kddovani upraveného videa).
Vlyberte Automatic (Automaticky) pro pouziti M-
JPEG pro format M-JPEG a H.264 pro ostatni formaty.

Povoleni uzivatele pro export

Chcete-li exportovat zaznamy nebo generovat zpravy o incidentech, musite mit opravnéni. Mizete mit

opravnéni pro jedno nebo oboji. Po kliknuti na ot na karté Recordings (Zaznamy) se otevfe pfipojena karta
exportu.

Chcete-li nakonfigurovat opravnéni, pfejdéte na UZivatelskd oprdvnéni, on page 121.

Upravit zaznamy (redakce) pfed exportem

Rozmazani pohybujiciho se objektu

@o

Na karté Export nebo Incident report (Zprava o incidentu) zvolte zaznam a kliknéte na .

2. Posunte ¢asovou osu na prvni vyskyt pohybujiciho se objektu, ktery chcete zakryt.

3. Kliknutim na Bounding boxes > Add (Ohranicujici ramecky > Pridat) pfidate novy ohranicujici ramecek.

4. Chcete-li upravit velikost, prejdéte do nabidky Bounding box options > Size (MozZnosti ohranicujiciho
ramecku > Velikost).

5. Presunte ohranicujici ramecek a umistéte jej nad objekt.

6. Prejdéte do nabidky Bounding box options > Fill (MoZnosti ohranicujiciho ramecku > Vyplnit)
a vyberte moznost Pixelated (Pixelovano) nebo Black (Cerna).

7. Pri prehravani zaznamu kliknéte pravym tlacitkem na objekt a vyberte Add key frame (Pfidat kli¢ovy
snimek).

8. Chcete-li pfidat souvislé kli¢ové snimky, pfesurite ohranicujici ramecek tak, aby béhem prehravani
zaznamu zakryval objekt.

9. Posunte ¢asovou osu a ujistéte se, zda ohranicujici ramecek zakryva objekt v celém zaznamu.

10. Chcete-li nastavit konec, klepnéte pravym tlacitkem na tvar kosoctverce v poslednim kli¢ovém snimku
a vyberte Set end (Nastavit konec). Tim se odstrani kli¢ové snimky za koncovym bodem.

Poznamka

Ve videu mudzete pridat vice ohrani¢ovacich rameck(. Pokud se ohranicujici ramecky prekryvaji, vyplini se
prekryta ¢ast v poradi Cerna, Pixelovana a Prihledna.

Odebrat vse Chcete-li odstranit vSechny ohranicujici ramecky,

kliknéte na Bounding boxes > Remove all
(Ohranicujici ramecky > Odebrat v3e).

Odstranit klicovy snimek Pokud chcete klicovy snimek odebrat, kliknéte pravym

tlacitkem na kli¢ovy snimek a vyberte moZnost
Remove key frame (Odstranit klicovy snimek).
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Zobrazeni pohybujiciho se objektu s rozmazanym pozadim

Vytvoreni ohraniCujiciho ramecku, viz Rozmazdni pohybujiciho se objektu, on page 27.

2. Prejdéte do nabidky Bounding box options > Fill (Moznosti ohranicujiciho ramecku > Vypln) a vyberte
moznost Clear (Priihledna).
3. Prejdéte do nabidky Video background (Video pozadi) a vyberte moznost Pixelated (Pixelovédno) nebo
Black (Cerna).
Pixelovat vSe kromé tohoto Ze seznamu vyberte vice ohranicujicich rameck(,

kliknéte pravym tlacitkem a vyberte moznost Pixelate
all but this (Pixelovat v3e ostatni). Vybrané
ohranicujici ramecky se zméni na Prihledné

a nevybrané se zméni na Pixelované.

Vygenerovat ohranicujici ramecky

Chcete-li z analytickych dat vygenerovat ohranicujici ramecky, zapnéte analyticka data kamery. Viz &ast Profily
streamu, on page 47.

> N

Y

Kliknéte na moznost Generate bounding boxes (Vygenerovat ohranicujici ramecky).

Na karté Export (Export) nebo Incident report (Zprava o incidentu) kliknéte na

Ujistéte se, zda ohranicujici ramecky zakryvaji pohybujici se objekt, v pfipad€ potfeby provedte upravu.

Vyberte vyplh ohranicujicich ramecki nebo pozadi videa.

Zlepseni uprav videa pomoci aplikace AXIS Video Content Stream

Chcete-li zlepsit editaci videa, nainstalujte aplikaci AXIS Video Content Stream 1.0 do kamer s firmwarem 5.50
az 9.60. AXIS Camera Station 5 zahaji instalaci automaticky po pfidani kamery do systému. Viz ast Instalace
aplikace kamery.

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Upravit zdznamy pred exportem

Pfehrani a ovéfeni exportovanych zaznamu

Chcete-li zabranit manipulaci s obrazem, mlzete k exportovanym zaznam(m pfridat digitalni podpis s heslem
nebo bez néj. Pomoci aplikace AXIS File Player mlzete ovéfit digitalni podpis a zkontrolovat zmény zaznamu.

1.

Prejdéte do slozky s exportovanymi zaznamy. Pokud je exportovany soubor ZIP chranén heslem, otevrete
slozku zadanim hesla.

Otevrete aplikaci AXIS File Player, exportované zaznamy se automaticky prehraji.

Chcete-li v prehravaci AXIS File Player zobrazit poznamky v zaznamech, kliknéte na . .
V pfehravadi AXIS File Player ovérte digitalni podpis zaznam{i pomoci moznosti Pridat digitalni podpis.
4.1.  Prejdéte do nabidky Nastroje > Ovéfit digitalni podpis.

4.2.  Zvolte moznost Validate with password (Ovéfit pomoci hesla) a zadejte heslo, pokud je chranén
heslem.
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4.3.  Chcete-li zobrazit vysledky ovéfeni, kliknéte na Verify (Ovéfit).
Export zprav o incidentu

Na karté Zprava o incidentu muiiZete exportovat zpravy o incidentu do mistniho Ulozisté nebo sitového umisténi.
Zde mizete do zprav o incidentu zahrnout zaznamy snimky a poznambky.

Nez zaCnete, ujistéte se, zda mate opravnéni k exportu. Viz ¢ast Povoleni uZivatele pro export, on page 27.

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Zdznamy o incidentech
Viytvoreni zpravy o incidentech
1. Na karté Zaznamy zvolte kameru nebo nahled.
2. Pridejte zaznamy do seznamu polozek k exportu. Viz ¢ast Exportovat zdznamy, on page 24.
3. Kliknutim na Pfepnout na hlaseni o incidentu prejdéte na kartu hlaseni incidentu.
4. Kliknéte na tlacitko Create report (Vytvofit zpravu).
5. Vyberte slozku, do které chcete ulozit zpravu o incidentu.
6. Kliknéte na tlacitko OK. Uloha hladeni o incidentu exportu se zobrazi na karté Tasks (Ukoly].

Slozka Export obsahuje:

e Prehravac AXIS File Player.

®  Zaznamy ve vybraném formatu.

e Soubor .txt, pokud vyberete Zahrnout poznamky.
® /prava o incidentu.

® Seznam stop, pokud exportujete vice zaznami.

Zvuk Chcete-li vylou¢it zvuk v exportované nahravce,
zruste zaskrtnuti poli¢ka ve sloupci Audio (Zvuk).
Chcete-li do exportovanych nahravek vzdy zahrnout
zvuk, prejdéte na Configuration (Konfigurace) >
Server > Settings (Nastaveni) > Export a vyberte
Include audio when adding recordings to export
(Zahrnuti zvuku pfi pfidavani nahravek do exportu).

& Chcete-li upravit zaznam, vyberte zaznam a kliknéte

na @'. Viz ¢ast Upravit zaznamy (redakce) pfed
exportem, on page 27.

Chcete-li upravit poznamky k zaznamu, vyberte
zaznam a kliknéte na .

'i' Chcete-li zaznam odstranit ze seznamu polozek
k exportu, vyberte zaznam a kliknéte na | .
Pfepnout na zpravu o incidentu Chcete-li pfejit na kartu Incident report (zprava

o incidentu), pokud je oteviena karta Export, kliknéte
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na Switch to incident report (Pfepnout na zpravu
o incidentu).

Upfednostnovany profil streamu

V rozeviraci nabidce Preferred stream profile
(Uptednostrniovany profil streamu) zvolte profil
streamu.

Nahled

Chcete-li si prohlédnout zaznam, kliknéte na ngj

v seznamu polozek k exportu a zaznam se zacne
prehravat. Nahled u vice zaznami je mozné zobrazit
pouze tehdy, pochazeji-li zaznamy z jedné kamery.

Ulozit

Chcete-li uloZit zpravu o incidentu do souboru,
kliknéte na tlacitko Save (UloZit).

Nadist

Pokud chcete zahrnout dfive ulozenou zpravu
o incidentu, kliknéte na Naéist.

Popis

Pole Description (Popis) se automaticky vyplni
preddefinovanymi daji ze Sablony Popis. Mlzete také
pridat dalSi informace, které chcete do zpravy

o incidentu zahrnout.

Kategorie

Vlyberte kategorii, do které zprava patfi.

Referencni ID

Referencni ID se generuje automaticky a v pripadé
potreby jej mizete ruéng€ zménit. Referenéni ID je
jedine¢né a identifikuje hlaseni o incidentu.

Zahrnout poznamky

Chcete-li zahrnout poznamky k zaznamdm a ke
snimkim, vyberte moznost Include notes (Zahrnout
poznamky). Poznamky jsou k dispozici jako soubor ve
formatu TXT v exportované slozce i jako zalozka

v zaznamu systému AXIS File Player.

Upravené kodovani videa

Pro upravena videa nastavte format kédovani videa
na Automatic, H.264 nebo M-JPEG v Casti
Edited video encoding (Kddovani upraveného videa).
Vyberte Automatic (Automaticky) pro pouziti M-
JPEG pro format M-JPEG a H.264 pro ostatni formaty.

Upravte ¢as zacatku a konce

Chcete-li upravit ¢as zac¢atku a konce zaznamu,
prejdéte na Casovou osu v nahledu a upravte ¢as
zaCatku a konce. Na ¢asové ose se zobrazi az tficet
minut zaznamu pred a po vybraném zaznamu.

Pridat snimek

Chcete-li pfidat snimky, pfesurite ¢asovou osu
v nahledu na konkrétni misto. Kliknéte pravym
tlacitkem na nahled a vyberte moznost Pfidat snimek.

Manudlni zdznam

Poznamka
Pokud se pripojite k vice serverdm AXIS Camera Statio

n 5, mazete ruéné spustit a zastavit zdznam na

kterémkoli pfipojeném serveru. Chcete-li to provést, vyberte server z rozbalovaciho seznamu Selected

server (Vybrany server).

Manualni spusténi a zastaveni zaznamu z hlavni nabidky:

1.

2. Zvolte jednu nebo vice kamer.

Pfejdéte do nabidky = > Actions > Record manually (Akce > ManualIni zdznam).
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3. Kliknutim na Start spustite zaznam.
4. Kliknutim na Stop mlzete zdznam zastavit.

Spusténi a zastaveni manualniho zaznamu Ize provést na karté Zivé zobrazeni:
1. Pfejit na Zivé zobrazeni.

Presunte ukazatel mysi na Zivy snimek kamery.

Kliknutim na REC mizete zaznam spustit. BEhem zaznamu se ve snimku zobrazeni ¢erveny indikator.

> LN

Kliknutim na REC mizZete zaznam zastavit.
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Pomoci chytrého vyhledavani 1 miZzete vyhledat ¢asti zaznamu, které obsahuji pohyb v definované oblasti
obrazu.

Chcete-li zvysit rychlost vyhledavani, zvolte moznost Include analytics data (Zahrnout data analyzy) v profilech
streamu. Viz ¢ast Profily streamu.

PouzZiti chytrého vyhledavani 1:

1. Kliknéte na + a otevrete kartu Smart search 1 (Chytré vyhledavani 1).
2. Vyberte kameru, kterou chcete prohledat.

3. Upravte oblast zajmu. K obrazci mdzete pfidat az 20 bodd. Kliknutim pravym tla¢itkem na bod jej
odeberete.

4. \Nfiltrujte nechténé vysledky polozkami Short-lived objects filter (Filtr kratkodobych objektd) a Small
objects filter (Filtr malych objektd).

5. Zvolte Cas zacatku a konce a datum pro vyhledavani. Pomoci klavesy SHIFT vyberte rozsah dat.
6. Kliknéte na Vyhledat.

Vlysledky hledani se zobrazi na karté Results (Vysledky). Zde mGzete kliknutim pravym tlacitkem na jeden nebo
vice vysledkd exportovat zaznamy.

Short-lived objects filter (Filtr kratkodobych Minimalni doba, po kterou musi byt objekt v oblasti

objektt) zajmu, aby byl zahrnut do vysledki hledani.

Small objects filter (Filtr malych objektt) Minimalni velikost, kterou musi objekt mit, aby byl
zahrnut do vysledkl hledani.

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Chytré vyhleddvdni 1
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Pouzijte Chytré vyhledavani 2 k nalezeni pohybujicich se osob a vozidel v zaznamech.

Kdyz zapnete chytré vyhledavani 2 pro kameru Axis, AXIS Camera Station 5 za¢ne nahravat metadata z této
kamery. Chytré vyhledavani 2 pouziva metadata ke klasifikaci objekt(i ve scéné a umoznuje vam pomoci filtri
najit véci, které vas zajimaji.

Poznamka
Chytré vyhledavani 2 vyZaduje nasledujici:

Streamovani metadat analyz pres protokol RTSP.

AXIS Video Content Stream na kamerach se systémem AXIS OS starSim nez 9.60. Viz Instalace aplikace
kamery, on page 62.

Synchronizace ¢asu mezi serverem AXIS Camera Station 5 a kamerami.

Poznamka
Obecna doporuceni:

Doporuéujeme pouzivat nepretrzité nahravani. PouZiti detekce pohybu mize zplisobit detekci bez videa.
Pokud chcete ve vysledku vyhledavani zobrazit nahled zaznam0, doporucujeme pouzit format H.264.

Pro optimalni klasifikaci barev se ujistéte, zda jsou svételné podminky v ramci specifikaci kamery. Je-li
treba, zajistéte dodatecné osvétleni.

Pracovni postup

1.

Konfigurace chytrého vyhleddvdni 2, on page 150

2. Nakonfigurujte synchronizaci ¢asu mezi serverem AXIS Camera Station 5 a kamerami. Viz ¢ast
Synchronizace ¢asu, on page 66.

3. Vytvorte filtr nebo nactéte stavajici filtr. Viz ¢ast Hleddni s filtry, on page 33.

4. Prace s vysledky vyhledavani. Viz ¢ast Vysledky chytrého vyhleddvadni, on page 35.

Hledani s filtry

1. Prejdéte do Konfigurace > Chytré hledani 2 > Nastaveni a vyberte kamery, které chcete pouzit
v Chytrém vyhledavani 2.

2. Kliknéte na + a otevfete kartu Smart search 2 (Chytré vyhledavani 2).

3. Definujte kritéria vyhledavani.

4. Kliknéte na Vyhledat.

Pokud vyhledavani trva déle, nez se ocekavalo, zkuste jej urychlit jednou nebo vice z nasledujicich metod:

Zapnéte zpracovani na pozadi u dllezitych nebo ¢asto pouzivanych kamer.
Pouzijte na kamery filtry pfichozich signall, abyste omezili irelevantni detekce.
Zkratte dobu vyhledavani.

Snizte pocet kamer pouzitych ve vyhledavani.

Definujte oblast, smér objektu, velikost a dobu trvani, abyste zuzili mnozstvi dat.

Kamery Chcete-li omezit vyhledavani podle kamery, kliknéte

na Cameras (Kamery) a vyberte kamery, které chcete
zahrnout do vyhledavani.

Interval vyhledavani Chcete-li vyhledavani omezit podle ¢asu, kliknéte na

moznost Search interval (Interval vyhledavani) a
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vyberte ¢asovy rozsah, konkrétni ¢asovy interval v
ramci vice dni nebo vytvorte vlastni interval.

Osoba Pro detekovani osoby kliknéte na Object
characteristics (Charakteristika objektu) > Pre-
classified (Pfedbézné klasifikované), vyberte Person
(Osoba) a barvy odévu. Miizete zvolit vice barev.

Vozidlo Chcete-li detekovat vozidla, kliknéte na Object

characteristics (Charakteristika objektu) > Pre-
classified (Pfedbézné klasifikované) a vyberte typy
a barvy vozidel. Mizete zvolit rGizné typy a barvy
vozidel.

Vizualni podobnost

Vysledek vyhledavani s osobou na obrazku miiZete
pouzit k vyhledani vizualné podobnych osob. Otevrete
kontextovou nabidku * v polozce vysledku
vyhledavani a vyberte Use as visual similarity
reference (Pouziti jako reference vizualni podobnosti).
Poté kliknéte na Search (Hledat).

Poznamka
Vyhledavani podle podobnosti vytvafi abstraktni
reprezentace z ofiznutych obrazki osob s nizkym
rozliSenim a porovnava je s jinymi reprezentacemi.
Pokud jsou si dvé reprezentace podobné, ziskate
shodu pfi vyhledavani. Vyhledavani podle
podobnosti nepouziva k identifikaci osoby
biometrické udaje, ale dokaze napfiklad rozpoznat
celkovy tvar a barvu obleceni osoby v daném
okamziku.

Oblast

Chcete-li filtrovat podle oblasti, kliknéte na Area
(Oblast), vyberte kameru a zapnéte Filter by area on
this camera (Filtrovat podle oblasti na této kamere).
Upravte oblast zajmu v obraze a pridejte nebo
odeberte body, které potfebujete.

Prekroceni linie

Pro filtrovani podle prekroceni linie kliknéte na
moznost Line crossing (Pfekroceni linie), vyberte
kameru a zapnéte moznost Filter by line crossing on
this camera (Filtrovat podle ptekroceni linie na této
kamefe). Upravte linii v obraze a pfidejte nebo
odstrante body, které potfebujete.

Velikost a doba trvani

Pro filtrovani podle velikosti a doby trvani kliknéte na
moznost Size and duration (Velikost a doba trvani),
vyberte kameru a zapnéte moznost Filter by size and
duration on this camera (Filtrovat podle velikosti

a trvani na této kamere). Upravte minimalni Sirku

a vysku v procentech celého obrazu. Upravte
minimalni dobu trvani v sekundach.

Rychlost

Pro filtrovani podle rychlosti kliknéte na moznost
Speed (Rychlost), vyberte kameru a zapnéte moznost
Filter by speed on this camera (Filtrovat podle
rychlosti na této kamefe). Zadejte rozsah rychlosti,
ktery chcete zahrnout do filtru.
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Poznamka
Filtr rychlosti je k dispozici pro produkty, jako jsou
radary a kombinované kamery, které mohou
detekovat rychlost.

Detekce neznamych objektu

Chcete-li zahrnout detekce, které Chytré vyhledavani
2 klasifikuje jako neznamé, vyberte Object
characteristics (Charakteristika objektu) a pak
Unknown object detections (Detekce neznamych
objektd).

&

Cheete-li filtr ulozit, kliknéte na ikonu E8, zadejte
nazev filtru a kliknéte na tlacitko Save (Ulozit).

Chcete-li nahradit stavajici filtr, klikn€te na ikonu

Ea, zvolte stavajici filtr a kliknéte na Replace
(Nahradit).

&

o)

Chcete-li na¢ist posledni vyhledavani, kliknéte na L@
> Recent searches (Nedavna vyhledavani) a vyberte

vyhledavani.

Chcete-li nacist uloZeny filtr, kliknéte na ikonu EB >
Saved filter settings (UloZena nastaveni filtrQ) a
vyberte filtr.

Q

Chcete-li filtr obnovit, kliknéte na ikonu Q a poté
kliknéte na Reset (Obnovit).

Visledky chytrého vyhledavani

e

XZ

Chcete-li seskupit detekce, které pravdépodobné patfi
ke stejné udalosti, miZzete je seskupit do ¢asovych

e

. o , Xz
intervald. Z rozbalovaciho menu ¥ vyberte
interval.

Nejdfive posledni \Z

Chytré vyhledavani 2 zobrazuje vysledky vyhledavani
v sestupném poradi s nejnov€jSimi detekcemi jako
prvnimi. Chcete-li zobrazit nejstarsi detekce, kliknéte

na moznost \Z Oldest first (Nejprve nejstarsi).

Uroven spolehlivosti

Jestlize chcete vysledky vyhledavani dale filtrovat,
kliknéte na moznost Confidence level (Uroven
spolehlivosti) a nastavte Uroven spolehlivosti. Vysoka
spolehlivost ignoruje neurcité klasifikace.

(m]m]
Sloupce OO

Chcete-li upravit velikost miniatur ve vysledku
vyhledavani, kliknéte na moznost Columns (Sloupce)
a zménte pocet sloupcd.

Pohled na detekci

Chcete-li zobrazit ofiznuté zobrazeni detekovaného
objektu jako miniaturu, vyberte moznost Detection
view (Pohled na detekei).
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Omezeni

e Chytré vyhledavani 2 podporuje pouze primarni (neofiznutou) oblast zobrazeni.
e Chytré vyhledavani 2 podporuje pouze rezimy snimani bez ofezu.

e Pouziti funkce Chytrého vyhledavani 2 se zrcadlenymi a oto¢enymi kamerovymi streamy u zafizeni s
ARTPEC-7 nebo vyssi a firmwarem nizsi verze nez 10.6 mize zplsobit uréité problémy.

® \lysoka nebo velmi proménliva odezva v siti mize zplisobit problémy se synchronizaci ¢asu a mit vliv na
klasifikaci detekce na zakladé metadat analyzy.

e Kilasifikace typl objektl a presnost detekce jsou negativné ovlivnény nizkou kvalitu obrazu kvali vysoké
hladin€ komprese, povétrnostnim podminkam, jako je silny dést nebo snézeni, a kamerami s nizkym
rozliSenim, silnym zkreslenim, velkym thlem pohledu nebo nadmérnymi vibracemi.

®  Chytré vyhledavani 2 nemusi detekovat malé a vzdalené objekty.
e Klasifikace pomoci barev nefunguje v temném prostredi nebo pfi pouziti IR pFisvitu.
® Kamery nosené na téle nejsou podporovany.

e Radar dokaze detekovat pouze osobu a jiné vozidlo. Pro radar neni mozné povolit klasifikaci serverd na
pozadi.

e Kilasifikace objektli ma neznamé chovani pro termo kamery.

o Chytré vyhledavani 2 nedetekuje pohybujici se objekty pfi zméné prepozice PTZ a po kratkou dobu
rekalibrace po zméné polohy.

e  Filtry pfekroCeni linie a oblasti nezohledfuji zmény pozice PTZ.
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Vyhledavani dat vam umoznuje najit data z externiho zdroje. Zdroj je systém nebo zafizeni, které generuje data,
pomoci nichZ Ize zjistit vice o tom, co se v dané udalosti stalo. DalSi informace naleznete zde: Externi zdroje daft,
on page 65. Zde je né€kolik prikladd:

e Udalost generovana systémem Fizeni pristupu.
e Registracni znacka zachycena nastrojem AXIS License Plate Verifier.
®  Rychlost zachycena nastrojem AXIS Speed Monitor.

Chcete-li zménit dobu, po kterou si systém AXIS Camera Station 5 uchovava externi data, pfejdéte na
Configuration > Server > Settings > External data (Konfigurace > Server > Nastaveni > Externi data).

Chcete-li vyhledat data:
1. Kliknéte na + a vyberte Data search (Vyhledavani dat).

2. \Vyberte interval vyhledavani EE‘;".
3. Vyberte typ zdroje dat z rozbalovaciho menu.

—-

4. Kliknéte na moznost vyhledavani =

v zavislosti na typu zdroje dat.

a v pfipadé€ potreby pouzijte dalsi filtry. Filtry se mohou liSit

5. Do vyhledavaciho pole zadejte libovolna kli¢ova slova. Viz ¢ast Optimalizace vyhleddvdni, on page 38.
6. Kliknéte na Vyhledat.

Vlyhledavani dat uklada do zalozek data vygenerovana ze zdroje, pokud jste jej nakonfigurovali s nahledem.
Kliknutim na data v seznamu prejdete na zaznam spojeny s danou udalosti.

o

Casovy interval

Zivé Chcete-li vyhledavat data v realném Case, vyberte
Live (Zivé) jako Casovy interval. Vlyhledavani dat maze
zobrazit maximalné 3 000 zivych datovych udalosti.
Zivy reZim nepodporuje operatory vyhledavani.

Viysledky vyhledavani miizete filtrovat podle rliznych typl zdroji:

Typ zdroje dat

All data (VSechna data) Tato moznost zahrnuje data z komponent i externich
zdroju.

Kontrola pfistupu Rizeni pFistupu je prikladem komponenty, ktera
vytvari data. Tuto moznost pouzijte, pokud chcete
zahrnout data pouze z této komponenty. Rizeni
pristupu umoznuje filtrovat podle dvefi a zdn, drziteld
karet a typl udalosti.

Third party (Treti strana) Tuto moznost pouzijte, pokud chcete zahrnout data
z jinych zdroju tfetich stran, nez jsou
nakonfigurované komponenty.

V zavislosti na zdroji dat mizete ve vysledku vyhledavani ziskat rGzné polozky. Zde je nékolik prikladi:
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Wsledky vyhledavani

Server Server, na ktery jsou data udalosti odesilana. K dispozici pouze pfi
pripojeni k vice serveriim.
Poloha Nazev dvefi a nazev ovladace dvefi s IP adresou.

Rychlost pfi vstupu

Rychlost (kilometry za hodinu nebo mile za hodinu), se kterou objekt
vstoupi do zony radarové detekce pohybu (RMD).

Klasifikace

Klasifikace objektu. Pfiklad: Vozidlo.

Chcete-li exportovat vysledky vyhledavani do souboru PDF nebo textového souboru, kliknéte na Download
search result (Stahnout vysledek vyhledavani). Tato funkce exportuje pouze informace o udalostech, nikoli

zaznamy nebo obrazky.

Optimalizace vyhledavani

Pro presnéjsi vysledky mlzete pouzit nasledujici vyhledavaci operatory:

Pokud chcete vyhledat pfesné shody s kli¢ovymi slovy,
pouZzijte uvozovky " ".

Vyhledavani vyrazu "door 1" vrati vysledky
obsahujici vyraz ,dvere 1".

Vyhledavani vyrazu door 1 vrati vysledky
obsahujici oba vyrazy ,dvere" a 1"

Pokud chcete vyhledat shody obsahujici vSechna
klicova slova, pouzijte operator AND.

Vyhledavani vyrazu door AND 1 vrati
vysledky obsahujici oba vyrazy ,dvere” a ,1".

Vyhledavani vyrazu "door 1" AND "door
forced open" vrati vysledky obsahujici
oba vyrazy ,dvere 1" a ,door forced open”
(nucené otevfeni dveFi).

Pomoci OR nebo | vyhledate shody obsahujici
jakékoli klicové slovo.

Vyhledavani vyrazu "door 1" OR "door
2" vrati vysledky obsahujici vyraz ,dvere 1"
nebo ,dvere 2".

Vyhledavani vyrazu door 1 OR door 2 vrati
vysledky obsahujici vyraz ,dvere” nebo ,1"
nebo ,2".

PouzZijte zavorky ( ) spolu s AND nebo OR.

Vyhledavani (door 1 OR door 2) AND
"Door forced open™ vrati vysledky
obsahujici jednu z nasledujicich polozek:

- .dvefe 1" a ,"vynucené otevieni dveri"
- .dvefe 2" a ,vynucené otevieni dvefi"

Vyhledavani door 1 AND (door (forced
open OR open too long) ) vrati vysledky
obsahujici jednu z nasledujicich polozek:

- .dvefe 1" a ,vynucené otevieni dvefi"

- «dvefe 1" a ,dvefe otevieny pfilis
dlouho”
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K filtrovani Cisel v uréitém sloupci pouzijte >, >=, < ® \lyhledavani [Max speed] > 28 vrati

nebo <=. vysledky obsahujici ¢islo vySSi nez 28 ve
sloupci Maximalni rychlost.

® \lyhledavani [Average speed] <=28
vrati vysledky obsahujici ¢islo mensi nebo
rovné 28 ve sloupci Primérna rychlost.

K vyhledani textu v urc¢itém sloupci pouzijte vyraz * \lyhledavani [Cardholder] CONTAINS
CONTAINS. Oscar vrati vysledky, které ve sloupci Drzitel
karty obsahuji slovo ,Oskar".

* \Vyhledavani [Door] CONTAINS "door
1" vrati vysledky, které ve sloupci Dvere
obsahuji slovo ,dvere 1".
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Na karté Konfigurace mlzete spravovat a udrZovat pfipojena zafizeni a také nastaveni klienta a server(. Kliknéte

na + a vyberte polozku Configuration (Konfigurace), abyste otevreli kartu konfigurace.

Konfigurace zafizeni

V systému AXIS Camera Station 5 znamena termin zafizeni sitovy produkt s IP adresou. Kamera oznacuje zdroj
videa, jako sitovou kameru nebo port videa (s pfipojenou analogovou kamerou) na kodéru videa s nékolika porty.
Video kodér se 4 porty je napfiklad jedno zafizeni se ¢tyfmi kamerami.

Poznamka
e AXIS Camera Station 5 Systém podporuje pouze zafizeni s adresami |Pv4.

® Nekteré video enkodéry maji jednu IP adresu pro kazdy video port. V tomto pripadé systém AXIS Camera
Station 5 povazuje kazdy video port bere jako jedno zafizeni s jednou kamerou.

V systému AXIS Camera Station 5 muize zafizeni byt:

® sjtova kamera
® video enkodér s jednim nebo vice video porty

e pomocné zafizeni mimo kamery, jako je napfiklad vstupni/vystupni audio zafizeni, sitovy reproduktor
nebo ovladac¢ dvefi

® interkom
U zafizeni mdZete provadét nasledujici akce:
® Pridat kamery a zafizeni bez schopnosti videa. Viz ¢ast Pfidat zafizeni.
®  Upravit predvolby pfipojenych kamer. Viz ¢ast Kamery.
e  Upravit predvolby zafizeni jinych nez kamer. Viz ¢ast Jind zafizeni.
e  Upravit profily streamu, jako je rozliSeni, format apod. Viz ¢ast Profily streamu.
e Upravit nastaveni obrazu v realném case. Viz ¢ast Nastaveni obrazu.
® Pridat nebo odebrat pfedvolby PTZ. Viz &ast Prednastaveni PTZ
®* MizZete spravovat pfipojena zafizeni. Viz &ast Sprdva zafizen.

® Spravovat externi zdroje dat. Viz ¢ast Externi zdroje dat, on page 65.
Pridat zafFizeni

Poznamka
e  Systém povaZuje oblasti za samostatné kamery. Pfed pouzitim kamer musite oblasti vytvofit. Viz ¢ast
Pouzivdni oblasti.

e  KdyzZ pridate zafizeni, zafizeni synchronizuje svij ¢as se serverem AXIS Camera Station 5.
e Doporucujeme, abyste v ndzvu hostitele zafizeni nepouzivali specialni znaky, jako jsou &, 3 a 6.

1. Najdéte sva zafizeni, video streamy nebo predem nahrana videa.
- Nalezeni vasich zafizeni, on page 42

- Nalezeni video streamd, on page 42
- Vyhleddni pfedem nahranych videi, on page 43
2. Priddni zafizeni, video streami nebo pfedem nahranych videi, on page 43

Pred pfidanim zafizeni musite vyresit vSechny problémy zobrazené ve sloupci stavu zafizeni.
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AXIS Camera Station 5

(prazdny)

Pokud neni uveden zadny stav, mlzete zafizeni pfidat
do systému AXIS Camera Station 5.

Probiha komunikace

AXIS Camera Station 5 Server se snazi pfipojit
k zafizeni.

Certifikat zafizeni neni divéryhodny

AXIS Camera Station 5 Systém nemUze ovérit, zda je
certifikat HTTPS na tomto zafizeni podepsany
divéryhodnym vydavatelem. Kliknutim na odkaz
vystavite novy certifikat HTTPS nebo feknete AXIS
Camera Station 5, aby divéroval stavajicimu
certifikatu.

Certifikacni autorita vyprsela

Certifika¢ni autorita, ktera vydala certifikat zafizeni,
jiz neni platna. Kliknutim na odkaz vystavite novy
certifikat HTTPS nebo feknete AXIS Camera Station 5,
aby dlvéroval stavajicimu certifikatu.

Neshoda adresy v certifikatu zafizeni

Adresa zafizeni neodpovida adrese v certifikatu.
Kliknutim na odkaz vystavite novy certifikat HTTPS
nebo feknete AXIS Camera Station 5, aby dUvéroval
stavajicimu certifikatu.

Chyba komunikace

AXIS Camera Station 5 Systém nemUze kontaktovat
zafizeni.

Zadat heslo

AXIS Camera Station 5 Systém nevi, jaké pfihlasovaci
Udaje pouzit pro pristup k zafizeni. Kliknéte na odkaz
pro zadani uzivatelského jména a hesla pro ucet
spravce zafizeni. Ve vychozim nastaveni pouzije
systém AXIS Camera Station 5 uZivatelské jméno

a heslo pro vSechna zafizeni, na kterych uzivatel
existuje.

Nestaveni hesla

Kofenovy ucet a heslo nejsou nastaveny nebo zafizeni
stale pouziva vychozi heslo. Kliknutim na odkaz
nastavite heslo kofenového uzivatele.

e  Zadejte své heslo nebo kliknéte na Generate
(Generovat), abyste ziskali heslo.
Doporucujeme si vygenerované heslo nechat
zobrazit a vytvofit si jeho kopii.

®  Zvolte, aby bylo toto heslo pouzito na vSech
zafizenich se stavem Set password.

Model neni podporovan

AXIS Camera Station 5 Systém nepodporuje tento
model zafizeni.

Zastaraly firmware

Firmware zafizeni je zastaraly a pfed pfidanim
zafizeni jej musite aktualizovat.

Chybné zarizeni

Parametry zafizeni nactené systémem AXIS Camera
Station 5 jsou poskozené.

Nastavit orientaci sklonu

Kliknutim na odkaz vyberte orientaci Strop, Sténa
nebo Stal podle toho, jak je kamera nainstalovana.
Orientace sklonu je u nékterych modeld kamer
pozadovanym nastavenim.
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Nepodporované zafizeni tfeti strany AXIS Camera Station 5 Systém nepodporuje toto
zafizeni treti strany.

Pouziti je mozné pouze se systémem AXIS Zarizeni je uréeno pouze pro AXIS Companion.
Companion

Poznamka
Nové certifikaty HTTPS vydava AXIS Camera Station 5 a jejich platnost se automaticky obnovuje.

Nalezeni vasich zafizeni

Chcete-li vyhledat zafizeni, ktera nejsou uvedena v seznamu:
1. Prejdéte do nabidky Nastaveni > Zafizeni > Pfidat zaFizeni.
Kliknéte na moznost Zrusit, pokud chcete prerusit probihajici prohledavani sité.

Kliknéte na tlacitko Manual search (Manualni vyhledavani).

> LN

Jestlize cheete vyhledat vice zafizeni v jednom nebo vice rozsazich IP adres:
4.1. Vlyberte moznost Search one or more IP ranges (Prohledat jeden nebo vice rozsaht IP).

4.2.  Zadejte rozsah IP adres. Pfiklad: 192.168.10.%, 192.168.20-22.%, 192.168.30.0-50
- Pro v3echny adresy ve skupin€ pouzijte zastupny znak.

- Pro rozsah adres pouzijte pomlcku.
- Pomoci nékolika rozsahi oddélenych ¢arkou.

4.1.  Chcete-li zménit vychozi port 80, zadejte rozsah portt. Pfiklad: 80, 1080-1090
- Pro rozsah porti pouzijte pomicku.

- Pomoci nékolika rozsahi oddélenych ¢arkou.
4.1. Kliknéte na Vyhledat.

5. Jestlize chcete vyhledat jedno nebo vice konkrétnich zafizeni:

5.1.  Vyberte mozZnost Enter one or more hostnames or IP addresses (Zadejte jeden nebo vice nazvi
hostitelt nebo IP adres).

5.2.  Zadejte nazvy hostitell nebo IP adresy oddélené ¢arkou.
5.3. Kliknéte na Vyhledat.
6. Kliknéte na tlacitko OK.

Nalezeni video streamu

MUzete pfidat video streamy, které podporuji nasledujici:
®  Protokol: RTSP, HTTP, HTTPS
e Kodovani videa: M-JPEG pro protokoly HTTP a HTTPS, H.264 pro RTSP
e  Kddovani audia: AAC a G.711 pro RTSP

Podporovana schémata URL video streamu:

® rtsp://<address>:<port>/<path>
Priklad: rtsp://<address>:554/axis-media/media.amp

®¢ http://<address>:80/<path>
Priklad: http://<address>:80/axis-cgi/mjpg/video.cgi?date=1l&clock=
l&resolution=1920x1080

® https://<address>:443/<path>
Priklad: https://<address>:443/axis-cgi/mjpg/video.cgi?date=1&clock=
l&resolution=1920x1080
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1. Prejdéte do nabidky Nastaveni > Zatizeni > Pridat zafizeni.

2. Kliknéte na moznost Enter stream URLs (Zadat adresy URL stream) a zadejte jednu nebo vice adres
URL streamu oddélenych &arkou.

3. Kliknéte na tlacitko PFidat.
Vyhledani predem nahranych videi

Do systému AXIS Camera Station 5 mlizete pfidat predem nahrana videa ve formatu .mkv.
Pozadavky na soubor .mkv:

e Kodovani videa: M-JPEG, H.264, H.265
Kodovani audia: AAC

Vytvorte slozku PrerecordedVideos v C: \ProgramData\Axis Communications\AXIS
Camera Station Server.

—_

2. Pridejte do slozky soubor MKV.

3. Chcete-li predem nahrané video narovnat, pfidejte do slozky narovnavaci soubor (.dewarp) se stejnym
nazvem, jako ma soubor MKV. Dal3i informace naleznete zde: Nastaveni obrazu, on page 52.

4. Prejdéte do nabidky Configuration > Devices > Add devices (Konfigurace > Zafizeni > Pridat zafizeni)

a zapnéte funkcei Include prerecorded video (Zahrnout pfedem nahrané video).
MiiZete najit své pfedem nahrané video a nékolik predem nahranych videi poskytnutych systémem.

Pfidani zafFizeni, video streamu nebo pfedem nahranych videi
1.V systému s vice servery vyberte server z rozbalovaciho seznamu Selected server (Vybrany server).
Prejdéte do nabidky Nastaveni > Zafizeni > Pfidat zafizeni.
Jestlize chcete zménit nazev zafizeni, kliknéte na jeho nazev v seznamu a zadejte novy nazev.

2

3

4. \lyberte zafizeni, video streamy nebo predem nahrand videa. Kliknéte na tlacitko Pridat.

5. Zvolte, zda se v pfipadech, kdy je to mozné, u zafizeni maji pouzivat nazvy hostitell misto IP.
6

Vlyberte Quick configuration (Rychla konfigurace), pokud chcete pouze nakonfigurovat zakladni
nastaveni.
Pokud importujete projekt Site Designer, viz Importovdni projekti ndstroje Site Designer.

7. Zvolte své preference pro moznosti Retention time, Recording storage (Doba zaznamu, Ulozisté
zaznamu) a Recording method (Metoda zaznamu).

Poznamka

Pokud zvolite moznost Automatic (Automaticky), bude kazdé kamefe pokud mozno pfifazeno uUlozisté s
kapacitou alespori 32 GB na jednotce, ktera neni soucasti operaéniho systému. Systém automaticky vybira
UloziSt€ s minimalné 15 GB dostupného prostoru, nasledovana UloZisti s mensim poctem kamer nastavenych
pro zaznam na né a vSemi ulozisti jiZ nainstalovanymi na AXIS Camera Station 5.

8. Kliknéte na tlacitko Install (Instalovat). Systém AXIS Camera Station 5 automaticky povoli HTTPS
u zafizeni, ktera jej podporuji.

Importovani projekti nastroje Site Designer

AXIS Site Designer je internetovy nastroj, ktery vdm pomdze pfi ndvrhu umisténi s produkty a prislusenstvim
Axis.

Po vytvoreni stranky v nastroji AXIS Site Designer mGzete nastaveni projektu importovat do systému AXIS
Camera Station 5. K projektu mizete pfistupovat pomoci pristupového kddu nebo stazeného souboru nastaveni
pro Site Designer.

Importovani projektu nastroje Site Designer do systému AXIS Camera Station 5:

1. Vygenerujte pfistupovy kdd k projektu nastroje Site Designer nebo vyhledejte soubor projektu.
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AXIS Camera Station 5

1.1. Pfihlaste se na adrese http://sitedesigner.axis.com pomoci svého Gc¢tu MyAxis.

1.2.  Zvolte projekt a pfejdéte na stranku projektu.
1.3.  Kliknéte na polozku Share (Sdilet).

1.4. Kliknéte na Generate code (Generovat kod), jestlize vas server AXIS Camera Station 5 ma
pfipojeni k internetu. Nebo kliknéte na Download settings file (Stahnout soubor nastaveni),
jestlize vas server nema pfipojeni k internetu.

2.V klientovi AXIS Camera Station 5 pfejdéte na Configuration > Devices > Add devices (Konfigurace >

Zafizeni > Pfidat zafizeni).

3. Vyberte kamery a kliknéte na tlacitko Pridat.

4. \lyberte nastaveni Site Designer a kliknéte na tlacitko Dalsi.

5. Vyberte moznost PFistupovy kod a pfistupovy kdd zadejte. Nebo vyberte moznost Choose file (Vybrat

soubor) a najdéte soubor nastaveni Site Designer, ktery jste stahli.

6. Kliknéte na Import. Pfi importu se AXIS Camera Station 5 pokusi pfifadit projekt Site Designer k
vybranym kameram podle IP adresy nebo nazvu produktu. Pokud se shoda nezdafi, miizete vybrat
spravnou kameru rozbalovaciho menu.

7. Kliknéte na tlacitko Instalovat.

AXIS Camera Station 5 Systém importuje nasledujici nastaveni z projektu Site Designer:

Enkodéry, videodekodéry, ovladace
dvefi, radarové detektory
a reproduktory:

Kamery, interkomy a sérii F/FA:

Rozvrhy s nazvem a ¢asovymi sloty | ¢ v
Mapy s nazvem, barvou ikony, v v
umisténi ikony a nazvem polozky

Jméno v v
Popis e v
Zaznam aktivovany pohybem: v
rozvrh a profil nahravani v€etné

snimkové frekvence, rozliseni,

kodovani videa a komprese

Nepretrzity zaznam: rozvrh a profil v
nahravani v€etné€ snimkové

frekvence, rozliSeni, kddovani videa

a komprese

Sila nastroje Zipstream v
Nastaveni zvuku pro Zivé zobrazeni v
a zaznam

Doba uchovavani zaznamd v
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Poznamka
®  Pokud jste definovali pouze jeden z profilG zdznamu nebo pokud jsou v projektu Site Designer dva stejné
profily zaznamu, systém AXIS Camera Station 5 nastavi profil na stredni.

e  Pokud jste v projektu Site Designer definovali oba profily zaznamu, systém AXIS Camera Station 5
nastavi profil nepretrzitého nahravani na stredni a profil zaznamu spousténého pohybem na vysoky.

e AXIS Camera Station 5 Systém optimalizuje pomér stran, coz znamena, Ze rozliSeni se miize lisit mezi
importem a projektem ze aplikace Site Designer.

e AXIS Camera Station 5 Systém m0ze nastavit zvuk, pokud je zafizeni vybaveno vestavénym mikrofonem
nebo reproduktorem. Chcete-li pouzivat externi zvukové zafizeni, musite je po instalaci ru¢né povolit.

e AXIS Camera Station 5 Systém nepouzije nastaveni zvuku na interkomy, i kdyZ se nastaveni v aplikaci
Site Designer lisi. Na interkomech je zvuk vzdy zapnuty pouze v Zivém zobrazeni.

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Pfidani zaFizeni treti strany
Zafizeni tretich stran miZete do systému AXIS Camera Station 5 pfidavat stejnym zplisobem jako produkty Axis.
Viz Cast Pridat zarizeni.

Poznamka

Do systému AXIS Camera Station 5 miZete také pfidat zafizeni tfetich stran jako video streamy. Viz ¢ast
Nalezeni video streamd, on page 42.

Informace o podpore zafizeni tfeti strany naleznete v aktudinich technickych listech.

Poznamka

Muzete si stahnout a spustit nastroj AXIS Camera Station Device Compatibility Tool k ovéfeni kompatibility
pro vase sitové video zafizeni se systémem AXIS Camera Station 5 ¢&i jeho novéjSimi verzemi. Nastroj
zkontroluje, zda systém dokaze pfijimat video stream z vaseho sitového video zarizeni. Viz ndstroj k povéreni
kompatibility se systémem AXIS Camera Station.

AXIS Camera Station 5 Systém nesplniuje normu ONVIF, nicméné vyZaduje, aby zafizeni jinych vyrobcl byla
kompatibilni s profilem ONVIF Profile S a aby byla ovéfena nastrojem k ovéreni kompatibility se systémem AXIS
Camera Station.

AXIS Camera Station 5 Systém podporuje nasledujici funkce pro zafizeni jinych vyrobet podle norem IEC62676-
2-31 a IEC62676-2-32:

e Vyhledani kamery

e Kddovani videa: M-JPEG, H.264

e Kodovani audia: G.711 (jednocestné, ze zafizeni do systému AXIS Camera Station 5)
® Jeden video profil na kameru

e Zivy pohled

® Nepretrzité a ru¢ni zaznamenavani

®  Prehravani

®  Export zaznamd

®  Spoustéée udalosti zafizeni

o PTZ
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Pouzivani oblasti

Nékteré modely kamer podporuji oblasti. Systém AXIS Camera Station 5 uvadi viechny oblasti jako individualni
kamery na strance Add devices (Pfidat zafizeni). Viz ¢ast Pridat zafizeni.

Poznamka

® Vechny oblasti pohledu v sitové kamere se v celkovém poctu kamer povolenych licenci AXIS Camera
Station 5 poditaji jako jedna kamera.

®  Pocet kamer, které miZete pfidat, zavisi na licenci.
® Kazda licence na systém AXIS Camera Station 5 dovoluje pouzivani ur€itého poctu kamer.
Chcete-li pouzit oblasti v systému AXIS Camera Station 5, musite je nejprve povolit v kamere:
1. Prejdéte do nabidky Nastaveni > Zatizeni > Kamery.
2. Zvolte kameru a kliknéte na odkaz ve sloupci s adresami.
3. Na strance konfigurace kamery zadejte uzivatelské jméno a heslo pro pfihlaseni.
4. Kliknutim na tlacitko Napovéda ziskate instrukce, kde najit nastaveni, které se lisi v zavislosti na modelu
kamery a firmwaru.

Kamery

Prejdéte do Konfigurace > Zafizeni > Kamery pro zobrazeni seznamu viech kamer pfidanych do systému.
Na této strance mizete:

e Kliknutim na adresu kamery otevrit jeji webové rozhrani. To vyzaduje, aby mezi klientem AXIS Camera
Station 5 a zafizenim nebyl Zadny NAT nebo brana firewall.

®  Mdlzete editovat nastaveni kamery. Viz ¢ast Uprava nastaveni kamery.

e (Qdstranit kamery. Systém AXIS Camera Station 5 pfitom odstrani vSechny zaznamy, véetné uzaméenych,
spojené s odstranénymi kamerami.

Uprava nastaveni kamery

Uprava nastaveni kamery:

1. Prejdéte do nabidky Nastaveni > Zartizeni > Kamery.

2. Vyberte kameru a kliknéte na Editovat.

Povoleno Chcete-li zabranit nahravani a sledovani video
streamu, zruste vybér Povoleno. Nadale mGzete
nastavit nahravani a zivé zobrazeni.

Kanal Pokud je u enkodéri videa s vice porty k dispozici
Kanal, zadejte ¢islo portu.

Pokud je u oblasti k dispozici Channel (Kanal),
zadejte Cislo odpovidajici oblasti.

UzZivatelské jméno UZivatelské jméno pro ucet spravce na kamere.

Heslo Heslo pro ucet spravce kamery. AXIS Camera Station
5 pouziva heslo ke komunikaci s kamerou.

Jina zafizeni

Pfejdéte do Configuration > Devices > Other devices (Konfigurace > Zafizeni > Jina zafizeni), chcete-li zobrazit
seznam zafizeni bez funkci videa. Seznam obsahuje ovladace dvefi, audio zafizeni a V/V moduly.
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Informace o podporovanych vyrobcich najdete na adrese www.axis.com. Viz PouZivdni audia z dalSich zafizeni.

Na této strance muzete:

e Kliknutim na adresu zafizeni oteviete jeho webové rozhrani. To vyZaduje, aby mezi klientem AXIS
Camera Station 5 a zafizenim nebyl zadny NAT nebo brana firewall.

e Upravit nastaveni zafizeni, napfiklad nazev zafizeni, adresu a heslo.

e  (Qdstranit zarizeni.
Editace nastaveni dalSich zafizeni

Uprava nastaveni jinych zafizeni, nezZ je kamera:

1. Prejdéte do nabidky Nastaveni > Zatizeni > DalSi zafizeni.

2. Zvolte zatizeni a kliknéte na moznost Editovat.

Uzivatelské jméno UZivatelské jméno pro ucet spravce v zafizeni.

Heslo Heslo pro ucet spravce v zafizeni. AXIS Camera
Station 5 pouziva heslo ke komunikaci se zafizenim.

Profily streamu

Profil streamu je skupina nastaveni, ktera ovliviiuji video stream, jako rozliSeni, format videa, snimkovou
frekvenci a kompresi. Prejdéte do nabidky Configuration > Devices > Stream profiles (Nastaveni > Zafizeni >
Profily streamu) a otevrete stranku Profily streamu. Stranka zobrazuje seznam vSech kamer.

V nastaveni zivého zobrazeni a zaznami jsou k dispozici nasledujici profily:
Vysoka - Optimalizovano pro nejvyssi kvalitu a rozliSeni.
Sttedni - Optimalizovano pro vyvazeni vysoké kvality a vykonu.
Nizka - Optimalizovano pro vykon.
Poznamka )
Profil streamu je nastaven na Automaticky ve vychozim nastaveni v Zivém zobrazeni a zaznamech, coz

znamena, ze profil streamu se automaticky zméni na Vysoky, Stfedni nebo Nizky v zavislosti na dostupné
velikosti pro video stream.

Editovani profili streamu
1. Prejdéte do nabidky Configuration > Devices > Stream profiles (Konfigurace > Zafizeni > Profily
streamu) a vyberte kamery, které chcete nakonfigurovat.

2.V polozce Video profiles (Profily videa) nakonfigurujte rozliseni, format videa, snimkovou frekvenci
a kompresi.

3.V polozce Audio (Zvuk) nakonfigurujte mikrofon a reproduktor.

4. 'V poloZce Advanced (Pokrocily) nakonfigurujte analyticka data, streamovani FFmpeg, indikatoru
automatického sledovani objektl PTZ a vlastni nastaveni streamu. Tato nastaveni nejsou dostupna pro
vsechny produkty.

5.  Kliknéte na Pouzit.

Videoprofily
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Kodér ®  Dostupné moznosti zaviseji na konfiguracich
video kodéru zafizeni. Tato moZnost je
k dispozici pouze u zafizeni tfetich stran.

e  Konfiguraci enkodéru videa mlzete pouzit
pouze pro jeden profil videa.

e Jestlize zafizeni obsahuje pouze jednu
konfiguraci enkodéru,bude dostupny pouze
profil Medium (Stfedni).

Rozliseni Moznosti, které jsou k dispozici, zaviseji na modelu
kamery. VyS3i rozliSeni poskytuje obraz s vétSim
mnozstvim detaill, ale vyzaduje vice z Sitky pasma a
vetsi prostor na ulozisti.

Format MozZnosti, které jsou k dispozici, zaviseji na modelu
kamery. VétSina kamer podporuje formaty H.264 a
M-JPEG. Format H.264 vyZzaduje méné Sitky pasma a
ulozisté nez M-JPEG. Nékteré kamery také podporuji
format H.265, ktery nabizi o néco lepSi kompresi, ale
vyzaduje vétsi vypocetni vykon. Nase kamery
nejnovejsi generace podporuji format AV1, ktery
nabizi dobrou kompresi a fadu novych funkci, jako
napfiklad prepinatelna prekryti.

Obnovovaci kmitocet Skute¢ny obnovovaci kmitocet zavisi na modelu
kamery, podminkach sité a konfiguraci pocitace.

Komprese Nizka komprese zvy3uje kvalitu obrazu, ale vyzaduje
vetsi Sitku pasma a vice mista na uloZisti.

Poznamka
e V\/rozeviracich seznamech zvuku se zobrazuji pouze kamery s firmwarem 5 a vysSim.

®  Pokud vice nez 5 kamer pouziva stejny zdroj zvuku, mlize dojit k pretizeni zdrojové kamery a snizeni jeji
ucinnosti.

Zipstream
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Intenzita

Intenzita Zipstreamu
urcuje Uroven shizeni
datového toku ve
streamu H.264 nebo
H.265 v realném case.
Tato moznost je k
dispozici pouze u
zarizeni Axis
podporujicich funkci
Zipstream.

Vychozi

PouzZijte nastaveni Zipstream
nakonfigurované na strance webového
rozhrani zafizeni.

Vypnuto Zadné

Nizka Zadny viditelny efekt na vétsiné scén

Sttedni Viditelny efekt v nékterych scénach: mensi
Sum a o néco nizsi uroven podrobnosti
v oblastech nizSiho zajmu

Vysoka Viditelny efekt v mnoha scénach: mensi
Sum a o niz3i uroven podrobnosti
v oblastech nizSiho zajmu

Vyssi Viditelny efekt v jeSté vice scénach: mensi
Sum a o nizsi uroven podrobnosti
v oblastech nizsiho zajmu

Extrémni Viditelny efekt ve vétsiné scén: mensi Sum

nizsiho zajmu
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Optimalizovat
pro ulozisté

Nastroj Zipstream
optimalizuje video
stream pro UloZisté
pomoci profilu
Optimize for storage
(Optimalizovat pro
ulozisté). Moznost
Optimalizovat pro
UloZisté pouziva
pokrodilejsi kompresni
nastroje pro vetsi
usporu ulozného
prostoru ve srovnani
s vychozim
nastavenim nastroje
Zipstream. Tento
profil mlze dale snizit
datovy tok i u scén
s velkym mnoZstvim
pohybu.
® Format .asf
nepodporuje
B-snimky
pouzivané
touto funkei.

e Tato funkce
nema vliv na
video
zaznamenané
na rekordéry
fady AXIS S30.

e Tato funkce
vyzaduje
operacni
systém AXIS
0S verze
11.7.59 nebo
novejsi.

Zvuk
Mikrofon: Chcete-li ke kamefe pfidruzit mikrofon, zvolte Built-
in microphone or line in (Vestavény mikrofon nebo
linkovy vstup) nebo mikrofon jiného zafizeni. Viz ¢ast
Pouzivdni audia z dalSich zafizeni.
Reproduktor: Chcete-li ke kamere pridruzit reproduktor, zvolte

Built-in speaker or line out (Vestavény reproduktor
nebo linkovy vystup) nebo reproduktor jiného zafizeni.
Pro provadéni mluvenych oznameni miizete pouzivat
mikrofon pfipojeny k pocitadi. Viz ¢ast PouZivdni
audia z dalSich zafizeni.

Pouzit mikrofon pro:

Zvuk z mikrofonu mUzZete aktivovat pro jeden nebo
dva streamy. Zvuk miZzete povolit pro zivé zobrazeni
a zaznamy, pouze pro Zivé zobrazeni nebo pouze pro
zaznamy.
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Pokrocilé

Zahrnout analyticka data Chcete-li povolit shromazdovani dat pro Chytré
vyhledavani béhem streamovani videa, vyberte
moznost Include analytics data (Zahrnout analyticka
data). Tato moznost je k dispozici pouze pro zafizeni
Axis, ktera podporuji analyticka data. Shromazdovani
dat pro Chytré vyhleddvdni 1 mlize zvySit odezvu pfi
streamovani Zivého videa.

Pouzit FFmpeg V zajmu lepsi kompatibility se zafizeni tfetich stran
muzete vybérem moznosti Pouzit FFmpeg povolit
streamovani FFmpeg. Tato moznost je k dispozici
pouze u zafizeni tretich stran.

Zobrazeni indikatorl autotrackingu objektt PTZ Chcete-li zobrazit indikatory objektd, které jsou
detekovany kamerou PTZ v Zivém zobrazeni, vyberte
moznost Zobrazeni indikatori automatického
sledovani objekttl PTZ a nastavte ¢as zasobniku video
streamu (az 2000 milisekund). Tato moznost je

k dispozici pouze pro kameru PTZ Axis PTZ

s autotrackingem AXIS PTZ. Uplny postup nastaveni
autotrackingu AXIS PTZ v AXIS Camera Station 5
naleznete v ¢asti Nastaveni autotrackingu AXIS PTZ.

PFizplsobeni streamu Chcete-li upravit nastaveni streamu pro konkrétni
profil, zadejte nastaveni oddélena znakem & pro
profil. Napfiklad pro skryti pfekryvi na dané kamere
zadejte overlays=off&color=0.

Vlastni nastaveni je nadfazeno vSem stavajicim
nastavenim. Do vlastnich nastaveni nezahrnujte
citlivé informace.

Jestlize chcete pfizpusobit nastaveni profilu pro rozliseni, snimkovou frekvenci, kompresi, format videa a zvuku,
zvolte kameru, kterou chcete nastavit. V pfipad€ kamer stejného modelu, které maji stejné konfiguracni
moznosti, lze nakonfigurovat n€kolik kamer soucasné. Viz ¢ast Nastaveni konfigurace.

Pfizplisobeni nastaveni profilu pro zaznamy, viz Metoda zdznamu.

MUzete omezit rozliseni a snimkovou frekvenci pro Zivé zobrazeni, abyste snizili spotfebu Sitky pasma,
napriklad pokud je pfipojeni mezi klientem AXIS Camera Station 5 a serverem AXIS Camera Station 5 pomalé. Viz
Vyuziti Sitky pasma v ¢asti Streamovdni.

Pouzivani audia z dalSich zafizeni

Audio z dalSich (mimo kameru) ¢i pomocnych zafizeni mlzete pouzivat s videem ze sitové kamery nebo video
enkodéru pro Zivé prohlizeni nebo nahravani.

1. Pridejte zafizeni, které neni kamerou, k systému AXIS Camera Station 5. Viz ¢ast Pridat zafizen.
2. Nakonfigurujte kameru na pouzivani audia ze zafizeni. Viz &ast Profily streamu.
3. Aktivujte audio z Zivého zobrazeni nebo Zaznamu. Viz &ast Profily streamu.
Nasledujici pfiklady najdete ve videondvodech AXIS Camera Station:
®  Pripravte audio zafizeni a udélejte Zivé oznameni.
® \lytvorte si akéni tlacitko, jimz ruéné prehrajete audio, kdyz bude detekovan pohyb.
®  P¥i detekci pohybu nechte automaticky prehrat audio.

®  Pfidani zvukového zaznamu do reproduktoru a systému AXIS Camera Station 5
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Nastaveni obrazu

Nastaveni obrazu miZzete konfigurovat u kamer pfipojenych k systému AXIS Camera Station 5.
Poznamka
Zmény nastaveni obrazu se projevi okamzité.

Konfigurace nastaveni obrazu:

1. Prejdéte do nabidky Configuration > Devices > Image configuration (Konfigurace > Zafizeni >
Nastaveni obrazu). Zobrazi se seznam vsech kamer, které byly do systému AXIS Camera Station 5
pridany.

2. Po vybéru kamery se pod seznamem spusti video v realném ¢ase. Pomoci pole Napiste, co hledate
muZete v seznamu najit uréitou kameru.

3. Nakonfigurujte nastaveni obrazu.

Nastaveni obrazu
Jas: Upravuje jas obrazu. Vlyssi hodnota poskytuje jasn€jsi obraz.

Urovef barevnosti: Upravuje sytost barev. Jestlize chcete nasyceni barvy snizit, zvolte niz3i hodnotu. Uroven
barvy 0 poskytuje Cernobily obraz. Maximalni hodnota dava maximalni nasyceni barvy.

Ostrost: Upravuje intenzitu ostrosti obrazu. ZvySovani ostrosti mlze zvysit Sum obrazu, obzvlasté v situacich s
nizkym osvétlenim. Viysoka ostrost mlze také zavadét obrazové artefakty kolem oblasti s vysokym kontrastem,
napriklad ostré okraje. Nizka ostrost snizuje Sum obrazu, ale ¢ini obraz méné ostrym.

Kontrast: Upravuje kontrast obrazu.

Vyvazeni bilé: V rozeviraci nabidce nastavte moznost vyvazeni bilé. Vlyvazeni bilé se pouziva pro upravu barev
obrazu tak, aby vypadaly stejn€ bez ohledu na teplotu barvy zdroje svétla. Pfi vybéru moznosti Automaticky
nebo Auto kamera identifikuje zdroj svétla a automaticky kompenzuje jeho barvu. Jestlize vysledek nebude
uspokojivy, zvolte moZnost odpovidajici typu zdroje svétla. MoZnosti, které jsou k dispozici, zaviseji na modelech
kamery.

Otodit obraz: Nastavte uhly otaceni obrazu.
Automatické otaceni obrazu: Zapnutim této funkce automaticky upravite otaceni obrazu.
Zrcadleni obrazu: Zapnutim spustite zrcadleni obrazu.

Kompenzace svétla na pozadi: Zapnéte, pokud urcity jasny bod svétla, napfiklad Zarovka osvétleni, zplsobuje, ze
dalsi oblasti obrazu se budou zdat pfiliS tmavé.

Dynamicky kontrast (Siroky dynamicky rozsah): Zapnéte, pokud chcete pouZzit Siroky dynamicky rozsah ke
zlepSeni expozice, kdyz je v obrazu zna¢ny kontrast mezi svétlymi a tmavymi oblastmi. Pro nastaveni
dynamického kontrastu miZzete pouzit posuvny pfepina¢. Dynamicky kontrast aktivujte za podminek
intenzivniho svétla v pozadi. Za podminek nizkého osvétleni dynamicky kontrast deaktivujte.

Vlastni nastaveni narovnani: MiZete importovat narovnavaci soubor, ktery obsahuje parametry objektivu,
optické stfedy a orientaci naklapéni kamery. Kliknutim na tlacitko Reset (Obnovit) obnovte plvodni hodnoty
parametrd.

1. Vytvorte narovnavaci soubor, ktery bude obsahovat nasledujici parametry:

- PoZzadovano: RadialDistortionX, RadialDistortionY, RadialDistortion?Z, a
TiltOrientation. Mozné hodnoty pro TiltOrientation jsouwall, deska
ceilinag.

- Volitelné: OpticalCenterX a OpticalCenterY. Pokud checete nastavit optické stredy,
musite zahrnout oba parametry.

2. Kliknéte na tlacitko Import a prejdéte k narovnavacimu souboru.

Toto je priklad narovnavaciho souboru:
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RadialDistortionX=-43.970703 RadialDistortion¥=29.148499 RadialDistortionz=715.732193
TiltOrientation=Desk OpticalCenterX=1296 OpticalCenterY=972

Pfednastaveni PTZ

Otaceni, naklapéni a zoom (PTZ) je schopnost otacet (pohybovat vlevo a vpravo), naklapét (pohybovat nahoru a
doll) a priblizovat a vzdalovat.

Prejdéte do nabidky Nastaveni > Zafizeni > Pfedvolby PTZ. Zobrazi se seznam vsech kamer, které Ize s PTZ
pouzit. Kliknutim na kameru zobrazte vSechny predvolby, které jsou pro kameru k dispozici. Kliknéte na moznost
Obnovit, aby se aktualizoval seznam predvoleb.

PTZ m0zete pouzit s:
e kamerami PTZ, to znamena kamerami se zabudovanym mechanickym systémem PTZ
®  pevnymi kamerami, na kterych je aktivovan digitalni systém PTZ

Digitalni systém PTZ se aktivuje ze zabudované stranky konfigurace kamery. Dalsi informace viz navod pro
uzivatele kamery. Abyste mohli otevfit stranku konfigurace, prejdéte na stranku Sprava zafizeni, zvolte kameru
a kliknéte na odkaz ve sloupci Adresa.

Pfedvolby PTZ je moZné nakonfigurovat v systému AXIS Camera Station 5 a na strance konfigurace kamery.
Doporuéujeme nakonfigurovat pfednastaveni PTZ v systému AXIS Camera Station 5.

e Je-li na strance konfigurace kamery nakonfigurovana predvolba PTZ, mizete zobrazit pouze stream
v predvolbé. PTZ pohyby v Zivém zobrazeni Ize zobrazovat i zaznamenavat.

e Je-li pfedvolba PTZ nakonfigurovana v systému AXIS Camera Station 5, mGzZete si prohlédnout uplny
stream kamery. PTZ pohyby v Zivém zobrazeni nelze zobrazovat ani zaznamenavat.

Poznamka

Jestlize je aktivovana kontrolni fronta kamery, systém PTZ nelze pouzivat. Pokud se tyka informaci o kontrolni
front€ a jak ji aktivovat a deaktivovat, viz navod pro uzivatele kamery.

Jestlize cheete pfidat predvolbu:

1. Prejdéte do nabidky Nastaveni > Zafizeni > Pfedvolby PTZ a v seznamu kamer zvolte kameru.

2. U kamer vybavenych mechanickym systémem PTZ mizete posunout pohled kamery na pozadované misto
pomoci ovladani PTZ. U kamer s digitalnim PTZ pak pouZzijte kolecko mysi. Tim Ize zobrazeni pfiblizit a
posunout pohled kamery na pozadované misto.

3. Kliknéte na Pridat a zadejte nazev nové predvolby.
4. Kliknéte na tlacitko OK.

Jestlize chcete predvolbu odstranit, vyberte ji a kliknéte na Odstranit. Tim se pfedvolba odstrani ze systému AXIS
Camera Station 5 i z kamery.

Sprava zarizeni
Sprava zafizeni poskytuje nastroje pro spravu a udrzbu zafizeni pfipojenych k systému AXIS Camera Station 5.

Stranku Sprava zarizeni oteviete z nabidky Nastaveni > Zafizeni > Sprava.

Pokud jste v Nastaveni upgradu firmwaru, on page 107 nastavili automatickou kontrolu dostupnosti novych
verzi firmwaru, zobrazi se v pfipadé dostupnosti nové verze firmwaru pro zafizeni odkaz. Verze firmwaru
upgradujete kliknutim na odkaz. Viz ¢ast Upgradovdni firmwaru.

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.
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Aktualizace verzi firmwaru

Pokud jste v Aktualizovat AXIS Camera Station 5, on page 113 nastavili automatickou kontrolu dostupnych
novych verzi softwaru, zobrazi se v pfipadé dostupnosti nové verze softwaru AXIS Camera Station 5 odkaz.
Kliknutim na odkaz nainstalujete novou verzi softwaru AXIS Camera Station 5.

Chcete-li prehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Instalace nové verze softwaru AXIS Camera Station 5

Zobrazi se seznam zafizeni pfidanych do systému AXIS Camera Station 5. Pro vyhledani zafizeni v seznamu
pouzijte pole Typ, ktery se ma vyhledat. Jestlize chcete skryt nebo zobrazit sloupce, kliknéte pravym tlacitkem v
zahlavi a zvolte, které sloupce se maji zobrazit. Jestlize chcete sloupce zobrazit v odliSném poradi, pretahnéte a

upustte zahlavi.

Seznam zafizeni obsahuje nasledujici informace:

e Nazev: Nazev zafizeni nebo seznam nazvl vsech spojenych kamer, jestlize dané zafizeni je kodérem
videa s nékolika pfipojenymi kamerami nebo sitovou kamerou s nékolika oblastmi.

e MAC adresa: MAC adresa zarizeni.

e  Status (Stav): Stav zafizeni.

OK: Standardni stav zafizeni s navazanym pfipojenim.
Udrzba: Zafizeni prochazi udrzbou a doCasné neni pristupné.
NepFistupné: Se zafizenim nelze navazat pfipojeni.

Neni pFistupné pres nastaveny nazev hostitele: Se zafizenim nelze navazat spojeni pres jeho
nazev hostitele.

Server neni pristupny: Nelze navazat pfipojeni se serverem, ke kterému je zafizeni pfipojeno.

Zadat heslo: Pripojeni k zafizeni se navaze az po zadani platnych pfihlasovacich udaji. Kliknéte
na odkaz a zadejte platné pfihlasovaci udaje. Pokud zafizeni podporuje Sifrované pfipojeni, heslo
bude standardné& odeslano zasifrované.

Nastaveni hesla: Korenovy ucet a heslo nejsou nastaveny nebo zafizeni stale pouziva vychozi
heslo. Kliknutim na odkaz nastavite heslo kofenového uzivatele.

- Zadejte své heslo nebo kliknéte na tlacitko Generate (Generovat) pro automatické
vygenerovani hesla az do délky povolené zafizenim. Doporucujeme automaticky
vygenerované heslo zobrazit a zkopirovat.

- Zvolte, aby bylo toto heslo pouzito na viech zafizenich se stavem Set password.

- Chcete-li povolit HTTPS, zvolte moznost Enable HTTPS, pokud zafizeni tuto moznost
podporuje.

Typ hesla: neSifrované: Se zafizenim se nenavaze pfipojeni, protoZe zafizeni dfive pouzivalo

k pfipojeni Sifrované heslo. Z bezpe¢nostnich divodl systém AXIS Camera Station 5 neumoziuje
pouziti nezaSifrovaného hesla u zafizeni, u kterych se dfive pouZivalo Sifrované heslo. V pfipadé
zafizeni podporujicich Sifrovani se typ pfipojeni nastavuje na strance konfigurace zafizeni.

Chyba certifikatu: Certifikat na zafizeni obsahuje neznamou chybu.
Certifikat brzo vyprsi: Platnost certifikatu na zafizeni brzy vyprsi.
Platnost certifikatu vyprsela: Platnost certifikatu na zafizeni vyprsela.

Certifikat HTTPS neni divéryhodny: Certifikat HTTPS na zafizeni neni pro software AXIS Camera
Station 5 divéryhodny. Kliknutim na odkaz vystavite novy certifikat HTTPS.
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- HTTP selhalo: Se zafizenim nelze navazat pfipojeni HTTP.
- Protokol HTTPS selhal: Se zafizenim nelze navazat spojeni HTTPS.

- Protokol HTTP a HTTPS selhal (ptikaz ping nebo UDP OK): Se zafizenim nelze navazat spojeni
HTTP ani HTTPS. Zafizeni reaguje na pikaz ,ping" a komunikaci UDP (User Datagram Protocol).

® Adresa: Adresa zarizeni. Kliknéte na odkaz, jestliZze chcete prejit na stranku konfigurace zafizeni.
Zobrazuje IP adresu nebo nazev hostitele (podle mozZnosti zvolené pfi pfidani zafizeni). Viz ¢ast Karta
konfigurace zafizeni, on page 65.

e Nazev hostitele: Nazev hostitele zafizeni, je-li k dispozici. Kliknéte na odkaz, jestlize chcete prejit na
stranku konfigurace zafizeni. Zobrazeny nazev hostitele je nazvem pliné kvalifikované domény. Viz ¢ast
Karta konfigurace zafizeni, on page 65.

®  Vyrobce: Vyrobce zafizeni.

® Model: Model zafizeni.

®  Firmware: Verze firmwaru, kterou zafizeni momentalné pouziva.

® DHCP: Zda je zafizeni pfipojeno k serveru pomoci DHCP.

e HTTPS: Stav HTTPS zafizeni. Viz stav HTTPS v Zabezpeceni, on page 63.

e |EEE 802.1X: Stav IEEE 802.1X zafizeni. Viz stav IEEE 802.1X v Zabezpeceni, on page 63.
e Server: Server AXIS Camera Station 5, ke kterému je zafizeni pfipojeno.

e Oznaceni: (ve vychozim nastaveni skryta) Oznaceni pfidana k zafizeni.

e Pratelsky nazev UPnP: (ve vychozim nastaveni skryté) Nazev UPnP. Toto je popisny nazev pouzivany pro
usnadnéni identifikace zafizeni.

U zafizeni mdZete provadét nasledujici akce:
e  Priradit IP adresu zafizenim. Viz ¢ast Prifazeni IP adresy.
® Nastaveni hesla pro zafizeni. Viz ¢ast Sprdva uZivateld.
e Upgrade firmwaru zafizeni Viz ¢ast Upgradovdni firmwaru.
® Nastaveni data a Casu na zafizenich. Viz ¢ast Nastaveni data a éasu.
®  Restart zafizeni.

® QObnoveni vétSiny nastaveni zafizeni, v€etné hesla, na vychozi hodnoty. Nasledujici nastaveni se
neresetuji: nahrané aplikace kamery, zavadéci protokol (DHCP nebo staticky), staticka IP adresa, vychozi
router, maska podsité a systémovy cas.

Poznamka
® Aby se zabranilo v neopravnéném pfistupu, diirazné se doporucuje po obnoveni zafizeni nastavit heslo.

e Pokud zafizeni, které resetujete, pouziva cloudové ulozisté, prejdéte do nabidky Cloud storage (Cloudové
Glozisté) v sekci My Systems (Mé systémy) a vypnéte cloudové Ulozisté pro dané zafizeni jesté pred
resetovanim. Po resetovani zafizeni restartujte sluzbu na serveru AXIS Camera Station 5a zapnéte
cloudové ulozisté pro zafizeni v ¢asti My Systems (Mé systémy). Viz Zapnuti cloudového uloZisté pro
Jjednotlivé kamery.

® Nainstalovat aplikaci kamery do zafizeni. Viz ¢ast Instalace aplikace kamery.

®  Znovu nacist zafizeni, jestlize nastaveni bylo zménéno ze stranky konfigurace zafizeni.

e  Konfigurovat zafizeni. Viz ¢ast Konfigurace zarizeni.

e Sprava uzivatell. Viz €ast Sprdva uZivateld.

e Sprava certifikat(. Viz ¢ast Zabezpeéeni, on page 63.

® Shromazdit data zafizeni. Viz ¢ast ShromaZdovdni dat o zafizeni.

® Tuto moznost zvolte, jestlize chcete pouzit IP adresu nebo nazev hostitele. Viz ¢ast Pripojeni, on page 64.

®  Oznadit zarizeni. Viz ¢ast Znacky.
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Zadat pfihladovaci udaje zafizeni. Kliknéte pravym tla¢itkem na zafizeni a vyberte moznost Pokro¢ilé >
Zadat prihlasovaci udaje zafizeni k zadani hesla k zafizeni.

Prejdéte na kartu Konfigurace zafizeni a nakonfigurujte zafizeni. Viz ¢ast Karta konfigurace zafizeni, on
page 65.

Prifazeni IP adresy

AXIS Camera Station 5 Systém miZe pfifazovat IP adresy i nékolika zafizenim. Nové IP adresy je mozné ziskat
automaticky ze serveru DHCP nebo pfifadit z rozsahu IP adres.

Prifazeni IP adres

1.

Prejdéte do nabidky Nastaveni > Zafizeni > Sprava a vyberte zafizeni, ktera chcete konfigurovat.

Kliknéte na ikonu =4 nebo kliknéte pravym tlacitkem a zvolte Prifadit IP adresu.

2.

3. Jestlize néktera ze zafizeni nelze nakonfigurovat, napfiklad kdyZ jsou zafizeni nepfistupna, zobrazi se
dialogové okno Invalid devices (Neplatna zafizeni). Kliknutim na Continue (Pokracovat) muzete zafizeni,
ktera nelze nakonfigurovat, preskocit.

4. Pokud vyberete jedno zafizeni k pfifazeni IP adresy, kliknutim na moZnost Pokrocilé otevrete stranku
Priradit IP adresu.

5. Vyberte moznost Ziskat IP adresy automaticky (DHCP), jestliZze chcete, aby zafizeni ziskalo IP adresu
z DHCP serveru automaticky.

6. \Vyberte moznost PFifadit nasledujici rozsah IP adres a zadejte rozsah IP adres, masku podsité a vychozi
smérovac.

Zadani rozsahu IP adresu:
- Pouzivejte zastupné znaky. Pfiklad: 192.168.0.* nebo 10.*.1.*
- Napiste prvni a posledni IP adresu oddélené pomlckou. Priklad: 192.168.0.10-192.168.0.20
(tento rozsah Ize zkratit na 192.168.0.10-20) nebo 10.10-30.1.101
- Pomoci kombinace zastupnych znakl a rozsahu. Priklad: 10.10-30.1.*
- Pomoci nékolika rozsah(i oddélenych ¢arkou. Priklad: 192.168.0.,192.168.1.10-192.168.1.20
Poznamka

Aby bylo mozné pfifadit rozsah adres IP, musi byt zafizeni pfipojena ke stejnému serveru AXIS Camera

Station 5.

7. Kliknéte na tlacitko Dalsi.

8. Zkontrolujte aktualni IP adresy a nové IP adresy. Jestlize chcete IP adresu urCitého zafizeni zménit, zvolte
pozadované zafizeni a kliknéte na moznost Editovat IP.

- Aktualni IP adresa, maska podsité a vychozi smérovac jsou zobrazeny v ¢asti Aktualni IP adresa.
- Upravte moznosti v ¢asti Nova IP adresa a kliknéte na tlacitko OK.
9. KdyZ budete s novymi IP adresami spokojeni, kliknéte na Dokonéit.

Konfigurace zafizeni

Zkopirovanim nastaveni z jednoho zafizeni nebo pouZitim konfigura¢niho souboru mlZete upravit néktera
nastaveni nékolika zafizeni sou€asné.

Poznamka
Chcete-li nakonfigurovat viechna nastaveni na jediném zafizeni, pfejdéte na stranku konfigurace zafizeni. Viz
¢ast Karta konfigurace zafizeni, on page 65.

Dalsi informace tykajici se nastaveni zafizeni naleznete zde: Metody konfigurace.

Informace o postupu vytvoreni konfiguracniho souboru naleznete zde: Viytvofeni konfiguraéniho
souboru.

DalSi informace o tom, ktera nastaveni Ize zkopirovat, naleznete zde: Nastaveni konfigurace.

56



Metody konfigurace

Zarizeni mlzete konfigurovat za pouziti riznych metod. Sprava zafizeni AXIS se pokusi o nastaveni viech
zafizeni v souladu s nastavenim v ramci dané metody. Viz ¢ast Konfigurace zafizeni.

Pouziti konfigurace zvoleného zafizeni

Poznamka

Tato metoda je dostupna pouze v pfipadé konfigurace jednoho zafizeni za pouziti ¢asti nebo kompletniho
stavajiciho nastaveni.

1. Prejdéte do nabidky Nastaveni > Zafizeni > Sprava.
Kliknéte pravym tlacitkem na jedno zafizeni a vyberte moznost Konfigurovat zafizeni > Konfigurovat.

Zvolte nastaveni, které chcete pouzit. Viz ¢ast Nastaveni konfigurace, on page 58.

> 0N

Kliknutim na tlaéitko DalSi ovérte nastaveni, ktera se chystate pouzit.
5. Kliknutim na tlacitko Dokonéit nastaveni v zafizeni pouZijete.

Kopirovani konfigurace z jiného zafizeni

1. Prejdéte do nabidky Nastaveni > Zafizeni > Sprava.

2. Kliknéte pravym tlacitkem na zafizeni a vyberte moznost Konfigurovat zafizeni > Konfigurovat. Podle
potfeby mlzete vybrat i zafizeni odliSnych modeld nebo s odliSnym firmwarem.

3. Kliknutim na tlagitko ZafFizeni zobrazite zafizeni s pouzitelnou konfiguraci.

4. \Vyberte zafizeni, ze kterého chcete nastaveni zkopirovat, a kliknéte na tlacitko OK.
5. Zvolte nastaveni, které chcete pouzit. Viz ¢ast Nastaveni konfigurace, on page 58.
6. Kliknutim na tlac¢itko DalSi ovérte nastaveni, ktera se chystate pouzit.

7. Kliknutim na tlac¢itko Dokon¢it nastaveni v zafizeni pouzijete.

Pouziti konfigurac¢niho souboru

Konfiguracni soubor obsahuje nastaveni jednoho ze zafizeni. Je mozné ho pouzit ke konfiguraci vice nastaveni
najednou a prekonfigurovani zafizeni, napfiklad, kdyz je zafizeni obnoveno do vychoziho nastaveni. Konfiguracni
soubor vytvoreny ze zafizeni je mozné pouzit také u zafizeni odliSného modelu nebo s odliSnym firmwarem bez
ohledu na to, Ze néktera z nastaveni nemusi byt v nékterych zafizenich k dispozici.

Pokud néktera z nastaveni neexistuji nebo je nelze pouzit, zobrazi se jako Error (Chyba) na karté Tasks (Ukoly) ve
spodni ¢asti klienta AXIS Camera Station 5. Kliknéte pravym tla¢itkem na ulohu a vyb&€rem moznosti Zobrazit
muzete otevfit informace o nastaveni, ktera nebylo mozné pouzit.

Poznamka
Viyuzivani této metody doporu€ujeme pouze zkusenym uzivatellim.
1. Prejdéte do nabidky Nastaveni > Zafizeni > Sprava.
2. Kliknéte pravym tlacitkem na zafizeni a vyberte moznost Konfigurovat zafizeni > Konfigurovat.

3. Kliknutim na tla¢itko Konfiguracni soubor prejdete ke konfiguracnimu souboru. Informace, jak vytvofrit
konfiguracni soubor, naleznete v tématu Vytvoreni konfiguraéniho souboru, on page 57.

4. Vlyhledejte soubor .cfg a kliknéte na tlacitko Oteviit.
Kliknutim na tla¢itko DalSi ovéfte nastaveni, ktera se chystate pouzit.

6. Kliknutim na tlacitko Dokon¢it nastaveni v zafizeni pouZijete.
Vytvoreni konfiguraéniho souboru

Konfiguraéni soubor obsahuje nastaveni jednoho ze zafizeni. Tato nastaveni miZzete pouzit i v ostatnich
zafizenich. Dalsi informace o tom, jak konfiguraéni soubor pouZzivat, naleznete zde: Metody konfigurace.
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Uvedena nastaveni jsou nastaveni zafizeni dostupna prostrednictvim spravy zafizeni AXIS. Pokud budete chtit
najit konkrétni nastaveni, pouzijte pole Zac¢néte psat hledany vyraz.

Postup vytvoreni konfiguracniho souboru:

1. Prejdéte do nabidky Nastaveni > Zafizeni > Sprava.

2. Vyberte zarizeni, ze kterého chcete vytvorit konfigurac¢ni soubor.

3. Kliknéte pravym tlacitkem a vyberte moznost Konfigurovat zafizeni > Vytvofit konfiguraéni soubor.

4. UrCete nastaveni, které chcete pouzit, a upravte podle potfeby zadané hodnoty. Viz ¢ast Nastaveni
konfigurace.

5. Kliknutim na tla¢itko Dalsi ovéfte nastaveni.

6. Kliknutim na tlac¢itko Dokoncit vytvofite konfiguracni soubor.

7. Kliknutim na tla¢itko Ulozit uloZite nastaveni do souboru .cfg.
Nastaveni konfigurace

Pfi konfiguraci nastaveni miizete konfigurovat parametry, pravidla akce a dalsi nastaveni zafizeni.
Parametry

Parametry pfedstavuji interni hodnoty zafizeni pouzivané k ovladani chovani zafizeni. Obecné informace
0 parametrech naleznete v uzivatelské pfirucce k produktu dostupné na strance www.axis.com

Poznamka
e Upravovat parametry doporuc¢ujeme pouze zkuSenym uzivatellm.

e  Nékteré z parametr( zafizeni nemusi byt z nastroje pro spravu zafizeni AXIS dostupné.

Do nékterych textovych poli je mozné vkladat promé&nné. Proménné se pfed pouZitim v zafizeni nahradi za text.
Promé&nnou vlozite kliknutim pravym tlacitkem do textového pole a vybé&rem moznosti:

® VloZit proménnou vyrobniho Cisla zafizeni: Tato proménna se nahradi za sériové ¢islo zafizeni, ve
kterém se chystate pouzit konfiguracni soubor.

e Zadat proménnou nazvu zarfizeni: Tato promé&nna se nahradi nazvem zafizeni pouZitého pfi zavadéni
konfiguraéniho souboru. Nazev zafizeni naleznete ve sloupci Nazev na strance Sprava zafizeni. Pokud
chcete zafizeni prejmenovat, prejdéte na stranku Kamery nebo Jina zafizeni.

® VloZit proménnou nazvu serveru: Tato proménna se nahradi nazvem serveru pouzitého pfi zavadéni
konfiguracniho souboru. Nazev serveru naleznete ve sloupci Server na strance Sprava zafizeni. Jestlize
chcete server pfejmenovat, prejdéte do nastroje AXIS Camera Station 5.

e Vlozit proménnou ¢asového pasma serveru: Tato proménna se nahradi ¢asovym pasmem POSIX serveru
pouZzitého pfi zavadéni konfigura¢niho souboru. Tato hodnota je uzite¢na ve spojeni s parametrem
Casového pasma POSIX pro nastaveni spravného ¢asového pasma viech zafizeni v siti v pfipadg, ze se
servery nachazi v odliSnych ¢asovych pasmech.

Pravidla akei

Pravidla akci je moZné kopirovat mezi zafizenimi. Upravovat pravidla akci doporu¢ujeme pouze zkusenym
uZivatelm. Obecné informace o pravidlech akei viz Pravidla akci.

Dopliikova nastaveni

e Profily streamovani: Profil streamovani je pfedem naprogramovanym profilem nastaveni Zivého
zobrazeni s nastavenim kodovani videa, obrazu a zvuku. Profily streamovani je mozné kopirovat mezi
zafizenimi.

® Okna detekce pohybu: Okna detekce pohybu slouzi k definovani konkrétnich oblasti v ramci uhlu

pohledu kamery. Obvykle se pfi zjisténi pohybu (nebo jeho zastaveni) v uréenych oblastech spusti
poplach. Okna detekce pohybu je mozné kopirovat mezi zafizenimi.
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Sprava uzivatelu

Prejdéte do nabidky Nastaveni > Zafizeni > Sprava. Zobrazi se stranka Sprava zafizeni, kde mGzete spravovat
uZivatele zafizeni.

Kdyz nastavite heslo nebo odstranite uzivatele u vice zafizeni, uzivatelé, ktefi nejsou pfitomni na vsech

zafizenich, jsou oznaceni ikonou . Kazdy uzivatel je uveden pouze jednou, i kdyZ je pfitomen na riznych
zafizenich s rliznymi rolemi.

Poznamka
Ucty jsou specifické pro jednotliva zafizeni a nevztahuiji se k uzivatelskym uétiim v systému AXIS Camera
Station 5.

Nestaveni hesla
Poznamka
e  Zafizeni s firmwarem 5.20 a pozdé&jSim podporuji hesla skladajici se az z 64 znakd. Zafizeni s dfivéjSimi

verzemi firmwaru podporuji hesla skladajici se z 8 znaki. U zafizeni se starSim firmwarem doporuc¢ujeme
nastavit hesla samostatné.

®  Pri nastavovani hesla na vice zafizenich, ktera podporuji rizné délky hesla, se musi heslo vejit do
nejkratsi podporované délky.

® Aby se zabranilo neopravnénému pfistupu a zlepsilo se zabezpeceni, diirazn€ doporucujeme, aby viechna
zafizeni pfidana do systému AXIS Camera Station 5 byla chranéna heslem.

V heslech Ize pouzivat nasledujici znaky:

e Pismena A-Z, a-z

e (Cisla0-9
e Mezeru, ¢arku (,), tecku (), dvojtecku (:), stfednik (;)
o L"#9%.%¢&" (+%-)l<>=2L\"-"{]l~@.]}

Nastaveni hesla pro uzivatele na zafizenich:

1. Prejdéte na stranku Configuration > Devices > Management > Manage devices (Nastaveni > Zafizeni
> Sprava > Sprava zafizeni).

2. \Vyberte zafizeni a kliknéte na o Také mUzete na zafizeni kliknout pravym tlaéitkem a vybrat moZnost
User Management > Set password (Sprava uzivateli > Nastavit heslo).
3.  Vyberte uZivatele.
4. Zadejte své heslo nebo kliknéte na moZnost Generate (Generovat) pro vygenerovani silného hesla.
5. Kliknéte na tlacitko OK.
Pridat uzivatele
Pfidani mistnich uZzivatell nebo uzivatelli ze sluzby Active Directory do systému AXIS Camera Station 5:
1. Prejdéte na stranku Configuration > Devices > Management > Manage devices (Nastaveni > Zafizeni
> Sprava > Sprava zarizeni).

2. Kliknéte pravym tlacitkem na zafizeni a vyberte moznost User Management > Add user (Sprava
uzivatelt > Pfidat uzivatele).

3. Zadejte uzivatelské jméno a heslo a potvrdte je. Seznam platnych znak( naleznete v ¢asti Nastaveni
hesla vyse.

4. Zrozeviraci nabidky policka Role vyberte prava uzivatelského pristupu:
- Spravce: neomezeny pfistup k zafizeni.

- Operator: pristup k video streamu, k udalostem a ke vSem nastavenim s vyjimkou moznosti
systému.
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- Dohlizitel: pfistup k video streamu.

5. Vyberte moznost Aktivovat ovladani PTZ, pokud chcete uZzivateli umoznit otaceni, naklapéni
a priblizovanifvzdalovani v Zivém zobrazeni.

6. Kliknéte na tlacitko OK.

Odstranéni uzivatele
Odstranéni uzivatell ze zafizeni:

1. Prejdéte na stranku Configuration > Devices > Management > Manage devices (Nastaveni > Zafizeni
> Sprava > Sprava zafizeni).

2. Kliknéte pravym tlacitkem na zafizeni a vyberte moznost User Management > Remove user (Sprava
uZivatell > Odstranit uZivatele).

3. Zrozeviraci nabidky poli¢ka Uzivatel vyberte uZivatele, ktery ma byt odstranén.
4. Kliknéte na tla¢itko OK.

Seznam uzivatell
Zobrazeni viech uzivatell na zafizenich a jejich pfistupova prava.

1. Prejdéte na stranku Configuration > Devices > Management > Manage devices (Nastaveni > Zafizeni
> Sprava > Sprava zafizeni).

2. Kliknéte pravym tlacitkem na zafizeni a vyberte moznost User Management > List users (Sprava
uzivatell > Seznam uZivatelt).

3. Pomoci pole Napiste, co hledate mlizete v seznamu najit konkrétni uzivatele.

Upgradovani firmwaru

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Firmware je software, ktery urCuje funkénost vyrobku Axis. Pouzivani nejnovejsiho firmwaru zajistuje, Ze vase
zafizeni bude mit nejnove€jsi funkce a aktualizace.

Novy firmware Ize stahnout pomoci systému AXIS Camera Station 5 nebo importovat ze souboru na pevném
disku nebo pamétové karté. U verzi firmwaru dostupnych ke stazeni je za Cislem verze uveden text (Download
(Stahnout)). U verzi firmwaru dostupnych v ramci mistniho klienta je za ¢islem verze uveden text (File
(Soubor)).

Pfi upgradovani firmwaru muizete zvolit typ upgradu:

e Standardni: Upgrade na vybranou verzi firmwaru a zachovani stavajicich hodnot nastaveni.

® Vychozi nastaveni: Upgrade na vybranou verzi firmwaru a obnoveni vSech nastaveni na vychozi
hodnoty.

Upgradovani firmwaru:

1. Prejdéte do nabidky Nastaveni > Zafizeni > Sprava a vyberte zafizeni, ktera chcete konfigurovat.

4
2. Kliknéte na ikonu 7= nebo kliknéte pravym tlaéitkem a zvolte moznost Upgradovat firmware.

3. Jestlize néktera ze zafizeni nelze nakonfigurovat, napfiklad kdyZ jsou zafizeni nepfistupna, zobrazi se
dialogové okno Invalid devices (Neplatna zafizeni). Kliknutim na Continue (Pokracovat) muzZete zafizeni,
ktera nelze nakonfigurovat, preskodit.
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4. Zafizeni neni béhem procesu upgradu firmwaru pfistupné. Pokracujte kliknutim na tla¢itko Ano. Pokud
jste tuto moznost potvrdili a nechcete, aby se znovu zobrazovala, vyberte moznost Toto dialogové okno
znovu nezobrazovat a kliknéte na moznost Ano.

5.V dialogovém okné Upgrade firmwaru je uveden model zafizeni, poet zafizeni od kazdého modelu, verze
aktualniho firmwaru, dostupné verze firmwaru k upgradu a typ upgradu. Pokud Ize stahnout noveé verze
firmwaru, pfislusné zafizeni je ve vychozim nastaveni vybrano pfedem. Pro kazdé zafizeni je predem
vybrana nejnovéjsi verze firmwaru.

5.1. Chcete-li aktualizovat seznam verzi firmwaru dostupnych ke stazeni, kliknéte na tlacitko
Zkontrolovat aktualizace. Chcete-li prfejit k jednomu nebo vice souborim firmwaru uloZzenym
v mistnim klientovi, kliknéte na tlacitko Prochazet.

5.2.  Vyberte zafizeni, verze firmwaru, které chcete upgradovat, a typ upgradu.

5.3.  Kliknutim na tlacitko OK spustite upgrade zafizeni na seznamu.

Poznamka
Ve vychozim nastaveni se provadi aktualizace firmwaru souc¢asné pro vSechna vybrana zafizeni. Pofadi
upgradu lze zménit. Viz ¢ast Nastaveni upgradu firmwaru.

Nastaveni data a ¢asu

Nastaveni data a ¢asu pro vase zafizeni Axis Ize synchronizovat s ¢asem pocitace serveru, se serverem NTP nebo
je nastavovat manualné.

Nastaveni data a ¢asu na zafizenich:

1. Prejdéte do nabidky Nastaveni > Zafizeni > Sprava.

2. Vyberte zafizeni a kliknéte na ikonu " nebo na zafizeni kliknéte pravym tlacitkem a vyberte moznost
Set date and time (Nastavit datum a ¢as).

3. Cas zafizeni udava aktualni datum a Cas vaseho zarizeni Axis. Pfi vybéru vice zafizeni neni polozka Cas
zafizeni k dispozici.
4. \lyberte ¢asové pasmo.
- Z rozeviraci nabidky Casové pasmo vyberte ¢asové pasmo, které chcete u produktu Axis
pouzivat.
- Jestlize vas vyrobek je umistén v oblasti, ve které se pouziva letni ¢as, vyberte moznost
Automaticky nastavovat pfi zménach nastaveni letniho a zimniho ¢asu.

Poznamka
Casové pasmo Ize nastavit pfi vybéru rezimu ¢asu Synchronizovat s NTP serverem nebo Nastavit rucné.
5.V casti Rezim cCasu:
- Pokud chcete synchronizovat datum a ¢as produktu s hodinami v pocitaci serveru, to znamena

pocitaci, v némz je nainstalovan server , vyberte moznost Synchronize with server computer
time AXIS Camera Station 5 (Synchronizovat s ¢asem pocitace serveru).

- Vyberte moznost Synchronizovat se serverem NTP , pokud chcete synchronizovat datum a ¢as
produktu s NTP serverem. Zadejte IP adresu, DNS nebo hostitelské jméno NTP serveru do
uvedeného pole.

- Vlyberte moznost Nastavit manualné, pokud chcete datum a ¢as nastavovat manualné.

6. Kliknéte na tlacitko OK.

Chcete-li pfehrat toto video, prejdéte na webovou verzi tohoto dokumentu.
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Nastaveni data a éasu
Instalace aplikace kamery

Aplikace kamery je software, ktery lze zavadét a instalovat do sitovych video vyrobkl Axis. Aplikace pridavaji
zarizeni funkci, napfiklad moznosti detekce, rozeznavani, sledovani nebo pocitani.

Nékteré aplikace Ize instalovat pfimo ze systému AXIS Camera Station 5. Dalsi aplikace je nutné nejprve
stahnout na adrese www.axis.com/cz/cs/products/analytics-and-other-applications nebo z webu poskytovateli
pfislusnych aplikaci.

Aplikace Ize instalovat do zafizeni s podporou platformy aplikaci pro kamery AXIS. Nékteré aplikace také
vyzaduji konkrétni verzi firmwaru nebo model kamery.

Jestlize aplikace vyZzaduje licenci, soubor licenéniho klice Ize nainstalovat s aplikaci, nebo jej Ize nainstalovat
pozdgji pomoci stranky konfigurace zafizeni.

K ziskani souboru s licenénim klicem je nutné licen¢ni kod dodavany s aplikaci zaregistrovat na adrese www.axis.
com/se/sv/products/camera-applications/license-key-registration#/registration

Jestlize aplikaci nelze nainstalovat, prejdéte na adresu www.axis.com a zkontrolujte, zda dany model zafizeni
a verze firmware podporuji platformu AXIS Camera Application Platform.

Dostupné aplikace kamery:

AXIS Video Motion Detection 4 - Aplikace, ktera detekuje pohybujici se objekty v oblasti zajmu. Tato aplikace
nevyzaduje zadnou licenci a Ize ji nainstalovat na kamery s firmwarem 6.50 a nové;jSim. Informace, zda vyrobek
podporuje aplikaci AXIS Video Motion Detection 4, najdete také v poznamkach k vydani firmwaru.

AXIS Video Motion Detection 2 - Aplikace, ktera detekuje pohybujici se objekty v oblasti zajmu. Tato aplikace
nevyzaduje Zadnou licenci a Ize ji nainstalovat na kamery s firmwarem 5.60 a nove;jSim.

AXIS Video Content Stream - Aplikace umoZiujici kameram Axis odesilat data o sledovani pohybu objektd do
systému AXIS Camera Station 5. Midze byt nainstalovana do kamer s firmwarem verzi 5.50 az 9.59. Pouzivani
aplikace AXIS Video Content Stream je mozné pouze v kombinaci se systémem AXIS Camera Station 5.

DalSi aplikace - Libovolna aplikace, kterou chcete nainstalovat. Pfed instalaci si aplikaci stahnéte do mistniho
pocitace.

Instalace aplikaci kamery:

1. Prejdéte do nabidky Nastaveni > Zafizeni > Sprava.

2. Vyberte kamery, do kterych chcete aplikace nainstalovat. Kliknéte na ikonu u nebo kliknéte pravym
tlacitkem a zvolte moznost Nainstalovat aplikaci kamery.

3. Vyberte aplikaci kamery, kterou chcete do kamer instalovat. Jestlize chcete instalovat dalSi aplikace,
kliknéte na moznost Prochazet a vyhledejte mistni soubor aplikace. Kliknéte na tlacitko Dalsi.

4. Pokud mate aplikaci nainstalovanou, miizete vybrat moznost Povolit prepsani aplikaci a aplikaci
preinstalovat nebo vybrat moZnost Povolit downgrade aplikaci a nainstalovat starsi verzi aplikace.

Poznamka
Pfi downgradu a pfepsani aplikaci se obnovi plvodni nastaveni aplikaci v zafizenich.

5. Pokud je pro licenci vyZzadovana licence, zobrazi se dialogové okno Instalace licenci.
5.1. Kliknéte na tlacitko Ano a zaénéte instalovat licenci. Poté stisknéte tlacitko Dalsi.

5.2.  Kliknéte na tlacitko Prochazet a prejdéte k licenénimu souboru a poté kliknéte na tlacitko Dalsi.

Poznamka

Instalace aplikace AXIS Video Motion Detection 2, AXIS Video Motion Detection 4 ani AXIS Video Content
Stream nevyZaduje licenci.

6. Zkontrolujte udaje a kliknéte na Dokondit. Jakmile bude instalace dokonéena, stav kamery se zméni z OK
naMaintenance a zpét na OK.
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Zabezpeceni

Certifikacni autorita AXIS Camera Station 5 automaticky podepisuje a distribuuje klientské a serverové
certifikaty do zafizeni, kdyz povolite HTTPS nebo IEE 802.1X. CA ignoruje pfedinstalované certifikaty. DalSi
informace o konfiguraci certifikatl naleznete zde: Certifikdty, on page 125.

Sprava certifikatd HTTPS nebo IEEE 802.1X

Poznamka

Pfed povolenim IEEE 802.1X zajistéte, aby Cas na zafizenich Axis byl synchronizovany se systémem AXIS
Camera Station 5.

1. Prejdéte do nabidky Nastaveni > Zafizeni > Sprava.

2. Kliknéte pravym tlacitkem na zafizeni:

- Chcete-li povolit HTTPS nebo aktualizovat nastaveni HTTPS u zafizeni, zvolte mozZnost
Zabezpeceni > HTTPS > Povolit/Aktualizovat.

- Chcete-li povolit IEEE 802.1X nebo aktualizovat nastaveni IEEE 802.1X u zafizeni, zvolte
moznosti Zabezpeceni > IEEE 802.1X > Povolit/Aktualizovat.

- Chcete-li u zafizeni zakazat HTTPS, zvolte moznosti Zabezpeéeni > HTTPS > Zakazat.

- Chcete-li u zafizeni zakazat |IEEE 802.1X, zvolte moZnosti Zabezpeceni > IEEE 802.1X >
Zakazat.

- Vybérem moznosti Certificates... ziskate prehled, mizete odstranit certifikaty nebo ziskat
podrobné informace o konkrétnim certifikatu.

Poznamka

| kdyz je néktery z certifikatd nainstalovany na nékolika zafizenich, zobrazuje se jako jedina polozka.
Odstranénim certifikatu se certifikat smaze ze vSech zafizeni, na kterych je nainstalovany.

Stav HTTPS a IEEE 802.1X

Na strance Sprava zafizeni naleznete seznam stavi HTTPS a IEEE 802.1X.

Stav Popis
HTTPS Zapnuto AXIS Camera Station 5 pro pfipojeni k zafizeni pouziva
protokol HTTPS.
Vypnuto AXIS Camera Station 5 pro pfipojeni k zafizeni pouZziva
protokol HTTP.
Neznamy Zafizeni je nedostupné.
Nepodporovany firmware HTTPS neni podporovano, protoze firmware zafizeni je pfilis
stary.
Nepodporované zafizeni HTTPS neni na tomto modelu zafizeni podporovano.
IEEE 802.1X: Povoleno Na zafizeni je aktivni IEEE 802.1 X.
Zakazano IEEE 802.1X na zafizeni neni aktivni, ale je pfipraveno
k aktivaci.
Nepodporovany firmware IEEE 802.1X neni podporovano, protoze firmware zafizeni je
prilis stary.
Nepodporované zarizeni IEEE 802.1X neni timto modelem podporovano.

Shromazd'ovani dat o zarizeni

Tato moZnost se obvykle pouziva k odstrafiovani potizi. Pomoci této moZnosti vygenerujete soubor .zip se
zpravou o shromazdovani dat pro konkrétni misto v zafizenich.
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Shromazdéni dat zafizeni:
1. Prejdéte do nabidky Nastaveni > Zafizeni > Sprava.
2. Kliknéte pravym tlacitkem na zafizeni a vyberte moznost Shromazdit data zafizeni.

3.V ¢asti Zdroj dat u zvolenych zafizeni:
- Kliknéte na moZnost Pfedvolba a z rozeviraciho seznamu ¢asto pouzivanych pfikazl jeden
vyberte.

Poznamka
Nékteré predvolby nemusi fungovat na vsech zafizenich. Napfiklad stav PTZ nefunguje na zvukovych
zafizenich.

- Kliknéte na moznost Vlastni a zadejte cestu URL ke zdroji pro shromazdovani dat na vybranych
serverech.

4. 'V Casti UlozZit jako zadejte nazev souboru a slozku pro umisténi souboru .zip se shromazdénymi daty.

Vyberte Automaticky otevrit slozku, jakmile bude zprava pfipravena, pokud chcete otevfit zadanou
slozku po dokoncéeni shromazdovani dat.

6. Kliknéte na tlacitko OK.
Pfipojeni
Pro komunikaci se zafizenimi pomoci IP adresy nebo nazvu hostitele:

1. Prejdéte do nabidky Nastaveni > Zafizeni > Sprava.

2. Zvolte zafizeni, kliknéte pravym tlacitkem a zvolte Connection (Pfipojeni).
- Chcete-li se pripojit k zafizeni pomoci IP adresy, zvolte moznost Use IP (Pouzit IP).

- Chcete-li se pfipojit k zafizeni pomoci nazvu hostitele, zvolte moznost Use hostname (Pouzit
nazev hostitele).

Znacky
Oznaceni se pouzivaji pro usporadani zafizeni na strance Sprava zarizeni. Zafizeni miize mit nékolik oznadeni.

Zafizeni mohou byt oznacena napriklad podle modelu nebo podle mista. Pokud jsou napfiklad zafizeni oznacena
podle modelu kamery, mGzete rychle vyhledat a upgradovat vSechny kamery tohoto modelu.

Oznaceni zafizeni:
1. Prejdéte do nabidky Nastaveni > Zafizeni > Sprava.

2. Kliknéte pravym tlacitkem na zafizeni a zvolte moZnost Oznacit zafizeni.

3. Zvolte Pouzit stavajici oznaceni a vyberte oznaceni, nebo zvolte Vytvofit nové oznaceni a zadejte nazev
oznaceni.

4.  Kliknéte na tlacitko OK.
Odstranéni oznaceni ze zafizeni:
1. Prejdéte do nabidky Configuration > Devices > Management (Nastaveni > Zafizeni > Sprava)
a v pravém hornim rohu kliknéte na ikonu @
2. Ve slozce Oznaceni, vyberte oznaceni. Nyni se zobrazi vSechna zafizeni spojena s timto oznacenim.
3. Zvolte zarizeni. Kliknéte pravym tla¢itkem a zvolte moznost Zrusit oznaceni zafizeni.
4. Kliknéte na tlacitko OK.
Sprava oznaceni:
1. Prejdéte do nabidky Configuration > Devices > Management (Nastaveni > Zafizeni > Sprava)

a v pravém hornim rohu kliknéte na ikonu é .
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2. Na strance Sprava oznaceni:

- Kliknéte pravym tlaéitkem na moznost Oznaceni a zvolte Nové oznaceni, pokud chcete vytvorit
nové oznaceni.

- Jestlize chcete oznaceni pfejmenovat, kliknéte na n€j pravym tlacitkem a zvolte moznost
Pfejmenovat oznaceni.

- Jestlize checete nékteré oznaceni odstranit, kliknéte na n€j pravym tlacitkem a zvolte moznost
Odstranit.
- Jestlize budete chtit pripnout polozku Oznaceni zafizeni ke strance, kliknéte na ikonu !‘

- Pokud chcete zobrazit viechna zafizeni spojena s danym oznacenim, kliknéte na n¢j. Pokud
chcete zobrazit vSechna zafizeni spojena se systémem AXIS Camera Station 5, kliknéte na
moznost VSechna zafizeni.

- Jestlize cheete zobrazit zafizeni, ktera vyzaduji pozornost, napfiklad zafizeni, ktera jsou
nepfistupna, kliknéte na Varovanifchyby.

Karta konfigurace zafizeni

Konfigurace veskerého nastaveni na jediném zafizeni:

1. Prejdéte do nabidky Nastaveni > Zafizeni > Sprava.

2. Kliknéte na adresu nebo nazev hostitele zarizeni a prejdéte na kartu konfigurace zafizeni.
3. Zménte nastaveni. Informace o tom, jak konfigurovat zafizeni, naleznete v uzivatelské pfirucce zafizeni.
4. Zavrete kartu a zafizeni se znovu nacte. Tim se zajisti implementace zmén do systému AXIS Camera
Station 5.
Omezeni

® Automatické ovérovani zafizeni jinych vyrobcd neni podporovano.
® Nelze zarucit obecnou podporu zafizeni tfetich stran.

e  Karta konfigurace zafizeni s aktivnimi streamy videa zvySuje zatizeni a mdZze mit vliv na vykon pocitace
serveru.

Externi zdroje dat

Externi zdroj dat je systém nebo zdroj, ktery generuje data, ktera Ize pouzit ke sledovani toho, co se stalo v dobé
kazdé udalosti. Viz ¢ast Viyhleddvdni dat, on page 37.

Prejdéte na Configuration > Devices > External data sources (Konfigurace > Zafizeni > Externi zdroje dat) a
zobrazi se seznam vSech externich zdroji dat. Kliknutim na zahlavi sloupce provedete sefazeni podle obsahu
sloupce.

Polozka Popis

Jméno Nazev externiho zdroje dat.

Zdrojovy kli¢ Jedine¢ny identifikator externiho zdroje dat.

Zobrazit Pohled, se kterym je externi zdroj dat propojen.

Server Server, ke kterému je zdroj dat pfipojen. K dispozici
pouze pfi pfipojeni k vice servertim.

Externi zdroj dat se prida automaticky, jakmile

eV ¢asti Configuration > Access control > Doors and zones (Konfigurace > Rizeni pfistupu > Dvefe
a zony) vytvorite dvefe.
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Uplny pracovni postup pro nastaveni ovladate AXIS A1601 Network Door Controller v systému AXIS
Camera Station 5 naleznete v ¢lanku Nastaveni ovladaée AXIS A1601 Network Door Controller.

Prvni udalost je pfijata zafizenim, které je nakonfigurovano s nastrojem AXIS License Plate Verifier.
Cely postup nastaveni nastroje AXIS License Plate Verifier v systému AXIS Camera Station 5 naleznete
v tématu Nastaveni ndstroje AXIS License Plate Verifier.

Pokud byl externi zdroj dat nakonfigurovan s pohledem, data vygenerovana z takového zdroje dat se v ¢asové
ose pohledu na karté Vyhledavani dat automaticky oznaci zalozkou. Pfipojeni zdroje dat k pohledu:

1.

2.
3.
4,

Prejdéte na Configuration > Devices > External data sources (Konfigurace > Zafizeni > Externi zdroje
dat).

\lyberte externi zdroj dat a kliknéte na tlacitko Edit (Upravit).
Z rozeviraciho seznamu View (Pohled) vyberte pohled.
Kliknéte na tlacitko OK.

Synchronizace casu

Otevrete stranku synchronizace ¢asu prechodem do ¢asti Configuration > Devices > Time synchronization
(Konfigurace > Zafizeni > Synchronizace ¢asu).

Zobrazi se seznam zafizeni pfidanych do systému AXIS Camera Station 5. Kliknéte pravym tla¢itkem na radek
zahlavi a zvolte sloupce, které se maji zobrazit. Jestlize chcete sloupce zobrazit v odliSném poradi, pretahnéte a
upustte zahlavi.

Seznam zafizeni obsahuje nasledujici informace:

Nazev: Nazev zafizeni nebo seznam nazv( vSech spojenych kamer, jestlize dané zafizeni je kodérem
videa s nékolika pfipojenymi kamerami nebo sitovou kamerou s nékolika oblastmi.

Adresa: Adresa zafizeni. Kliknéte na odkaz, jestlize chcete prejit na stranku konfigurace zafizeni.
Zobrazuje IP adresu nebo nazev hostitele (podle moznosti zvolené pfi pfidani zafizeni). Viz ¢ast Karta
konfigurace zarizeni, on page 65.

MAC adresa: MAC adresa zafizeni.
Model: Model zafizeni.
Enabled (Povoleno): Ukazuje, zda je synchronizace ¢asu povolena.

Zdroj NTP: Zdroj NTP nakonfigurovany pro zafizeni.

- Static (Staticky): NTP servery na zafizeni se zadavaji rucné v ¢asti Primary NTP server (Primarni
NTP server) a Secondary NTP server (Sekundarni NTP server).

- DHCP: Zarizeni prijima NTP server dynamicky od sité. Moznosti Primary NTP server (Primarni
NTP server) a Secondary NTP server (Sekundarni NTP server) nejsou k dispozici, kdyZ je zvolena
moznost DHCP.

Primary NTP server (Primarni NTP server): Primarni NTP server nakonfigurovany pro zafizeni. K dispozici
pouze tehdy, je-li zvolena moZnost Static (Staticky).

Secondary NTP server (Sekundarni NTP server): Sekundarni NTP server nakonfigurovany pro zafizeni.
K dispozici pouze pro zafizeni Axis podporujici sekundarni NTP a kdyZ je vybrana moZnost Static
(Staticky).

Server time offset (Casov{/ posun serveru): éasovy rozdil mezi zafizenim a serverem.
UTC time (Cas UTC): Koordinovany svétovy &as zafizeni.

Synchronizovano: Ukazuje, zda je nastaveni synchronizace ¢asu skutecné pouZito. Toto je k dispozici
pouze pro zafizeni s firmwarem 9.1 nebo novéjSim.

Time to next sync (Doba do pFisti synchronizace): Zbyvajici doba do pfisti synchronizace.

Sluzba Windows Time (W32Time) pouziva k synchronizaci data a ¢asu pro server AXIS Camera Station 5 protokol
NTP (Network Time Protocol). Zobrazuji se nasledujici informace:

66


https://help.axis.com/axis-camera-station-integrator-guide#set-up-axis-a1601-network-door-controller
https://help.axis.com/axis-camera-station-integrator-guide#set-up-axis-license-plate-verifier

e  Server: Server AXIS Camera Station 5, na kterém je spusténa sluzba Windows Time.
e  Status (Stav): Stav sluzby Windows Time. Bud Running, nebo Stopped.

e Server NTP: NTP server nakonfigurovany pro sluzbu Windows Time.
Konfigurace synchronizace ¢asu

1. Prejdéte do ¢asti Configuration > Devices > Time synchronization (Konfigurace > Zafizeni >
Synchronizace ¢asu).

2. \Vyberte sva zafizeni a zvolte moznost Enable time synchronization (Povolit synchronizaci ¢asu).

3. Vyberte zdroj NTP Static (Staticky) nebo DHCP.

4. Pokud jste vybrali moznost Static (Staticky), nakonfigurujte primarni a sekundarni NTP server.

5

Kliknéte na Pouzit.

Send alarm when the time difference between Tuto moZnost vyberte, chcete-li pfijmout poplach,
server and device is larger than 2 seconds (Odeslat pokud je ¢asovy rozdil mezi serverem a zafizenim
poplach, kdyz je €asovy rozdil mezi serverem a delSi nez 2 sekundy.

zafizenim vétsi nez 2 sekundy)

Konfigurovani Glozisté

Stranku Sprava ulozisté oteviete z nabidky Nastaveni > UloZisté > Sprava. Na strance Manage storage (Sprava
ulozisté) ziskate prehled o mistnim a sitovém uloZisti, které existuje v systému AXIS Camera Station 5.

Seznam

Poloha Cesta a nazev uloziste.

Pridéleno Maximalni velikost ulozisté pfidélena pro zaznamy.

Pouzito Prostor na ulozisti, ktery se momentalné€ vyuziva pro zaznamy.
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Seznam

Stav Stav ulozisté. Mozné hodnoty jsou:
e OK
o Uloziité je pIné: Ulozisté je plné. Systém prepide nejstardi odeméené
zaznamy.

e Neni k dispozici: Udaje o tlozisti nejsou momentalné dostupné.
Napriklad tehdy, kdyZ bylo sitové uloZisté odebrano nebo odpojeno.

e Narusena data: Data z jinych aplikaci pouzivaji ulozisté pridélena pro
systém AXIS Camera Station 5. Pfipadné v prostoru ulozisté
vyhrazeném pro systém AXIS Camera Station 5 existuji zaznamy bez
pfipojeni k databazi, takzvané neindexované zaznamy.

e Zadna opravnéni: Uzivatel nema opravnéni ke &teni ani zapisu do
UloZiste.

e Malo mista: Na disku je méné nez 15 GB volného prostoru, coz AXIS
Camera Station 5 povazuje za pfili$ nizkou hodnotu. Pro zabranéni
chybam nebo poskozeni dat a ochranu disku AXIS Camera Station 5
provede vynucené vyCiSténi bez ohledu na umisténi posuvniku
Ulozisté. Béhem vynuceného vycisténi AXIS Camera Station 5 brani
nahravani, dokud nebude k dispozici vice nez 15 GB ulozného
prostoru.

¢ Nedostatecna kapacita: Celkova velikost disku je mensi nez 32 GB,
coz neni pro AXIS Camera Station 5 dostacujici.

Rekordéry AXIS OS podporujici RAID mohou mit také tyto stavy:

®  Online: Systém RAID funguje tak, jak by mél. Existuje redundance pro
pfipad, ze jeden z fyzickych diskd v systému RAID selze.

® Degradovano: Jeden z fyzickych diski v systému RAID je poskozen.
Stale je mozné nahravat a pfehravat zaznamy z ulozistg, ale neni
k dispozici zadna redundance. Pokud dojde k selhani dalSiho fyzického
disku, zméni se stav systému RAID na Failure (Selhani). Poskozeny
fyzicky disk doporucujeme co nejdfive vymenit. Po vyméné
poskozeného disku se stav systému RAID zméni z Degraded
(Degradovano) na Syncing (Synchronizace).

® Synchronizace: Disky RAID se synchronizuji. Je mozné zaznamenavat
a prehravat zaznamy z ulozisté, ale neni k dispozici redundance pro
pfipad, ze fyzicky disk selze. Po dokonceni synchronizace fyzickych
diskl v systému RAID vznikne redundance a stav RAID se zméni na
Online.

Dilezité
Nikdy neodstranujte disk RAID béhem synchronizace. Mohlo by to zpisobit
selhani disku.

e Selhani: Nékolik fyzickych diski v systému RAID selhalo. Dojde-li
k této situaci, budou vSechny zaznamy v uloZisti ztraceny a nahravani
bude mozné pouze po vyméné poskozenych fyzickych diskd.

Server Server, na kterém se lokalni nebo sitové tGlozisté nachazi.
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Celkovy prehled

Pouzito Prostor na ulozisti, ktery je momentalné vyuzivan pro indexované zaznamy.
Pokud se soubor nachazi v adresari zaznamd, ale neni indexovan v databazi,
patfi do kategorie Other data (Dalsi data). Viz ¢ast Shromazdit neindexované
soubory v kapitole Spravovat ulozZisté, on page 69.

Free (Volné) Mnozstvi prostoru na ulozisti, ktery zbyva v umisténi ulozisté. Jedna se o
stejné mnozstvi jako u polozky ,Volné misto" zobrazované ve vlastnostech
umisténi ulozisté v systému Windows.

Dalsi data Prostor na ulozisti zabrany jinymi soubory nez indexovanymi zaznamy -
velikost tohoto prostoru tedy neni systému AXIS Camera Station 5 znama.

DalSi data = Celkova kapacita - vyuzité misto - volné misto

Celkova kapacita Celkovy prostor na uloZisti. Jedna se o stejné mnoZstvi jako u polozky ,Celkova
velikost" zobrazované ve vlastnostech umisténi ulozisté v systému Windows.

Pridéleno Velikost prostoru na ulozisté, ktery mize systém AXIS Camera Station 5
pouzivat pro zaznam. Velikost pfidéleného prostoru mizete upravit posunutim
jezdce a kliknutim na moznost Pouzit.

Sitové ulozisté

Cesta Cesta k sitovému uloZisti.
UzZivatelské jméno UZivatelské jméno pouZivané k pfipojeni k sitovému ulozisti.
Heslo Heslo k uzivatelskému jménu pouzivanému k pfipojeni k sitovému ulozisti.

Spravovat ulozisté

Stranku Sprava ulozisté oteviete z nabidky Nastaveni > Ulozisté > Sprava. Na této strance mizete zadat slozku,
do které se budou ukladat zaznamy. Aby se zabranilo zaplnéni Ulozi$t€, nastavte maximalni procento celkové
kapacity, které maze byt vyuzivana systémem AXIS Camera Station 5. Za ucelem zajisténi bezpecnosti a zvétSeni
prostoru Ize pfidavat dalSi lokalni uloZzisté a sitové jednotky.

Poznamka
e  Jestlize jste pfipojeni k nékolika serverGm AXIS Camera Station 5, v rozbalovacim menu Selected server
(Vybrany server) zvolte server, jehoz Ulozisté chcete spravovat.

®  Kdyz sluzba k pfihlaseni pouziva ucet systému, nemizete pridavat sitové disky odkazujici na sdilené
sloZky na jinych pocitacich. Viz &ast Sitové dlozisté je nepfistupné.
e |okalni nebo sitové Ulozisté nemlizete odebrat, existuji-li kamery, které na néj zaznamenavaji, nebo kdyz
obsahuje zaznamy.
Pridani lokalniho ulozisté nebo sdilené sitové jednotky

Pfejdéte do nabidky Nastaveni > Ulozisté > Sprava.

—_

2. Kliknéte na Pridat.

3. Chcete-li pfidat lokalni uloZisté, zvolte moznost Local storage (Lokalni ulozisté) a v rozbalovacim menu
vyberte uloziste.

4. Jestlize cheete pridat sdilenou sitovou jednotku, vyberte moznost Sdilena sitova jednotka a zadejte
cestu ke sdilené sitové jednotce. Priklad: \\ip_adresa\jednotka.

5. Kliknéte na tlacitko OK a zadejte uZivatelské jméno a heslo ke sdilené sitové jednotce.

6. Kliknéte na tlacitko OK.
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Odebrani lokalniho ulozisté nebo sdilené sitové jednotky

Chcete-li odebrat lokalni ulozisté nebo sdilenou sitovou jednotku, vyberte lokalni tloZisté nebo sdilenou sitovou
jednotku ze seznamu ulozist a kliknéte na moznost Odebrat.

Pfesunout zaznamy do nové slozky

1. Piejdéte do nabidky Nastaveni > Ulozisté > Sprava.
2. Ze seznamu uloZist vyberte mistni uloziSté nebo sdilenou sitovou jednotku.

3.V Casti Overview (Prehled) zadejte nazev slozky do pole Move recordings to a new folder (Pfesunout
zaznamy do nové slozky), ¢imz zménite umisténi uloZisté zaznamu. Tim se také presunou stavajici
zaznamy z predchozi slozky do nové slozky.

4. Kliknéte na Pouzit.

Uprava kapacity dlozisté

Prejdéte do nabidky Nastaveni > Ulozi$té > Sprava.

N =

Ze seznamu ulozist vyberte mistni ulozisté nebo sdilenou sitovou jednotku.

w

V ¢asti Overview (Prehled) nastavte posuvnikem maximalni prostor, ktery bude moci systém AXIS
Camera Station 5 vyuzivat.

4. Kliknéte na Pouzit.

Poznamka
®  Pro optimalni vykon doporucujeme ponechat alespon 5 % volného mista na disku.

® PoZadavek na minimalni misto na uloZisté pridané do systému AXIS Camera Station 5 je 32 GB
s minimalné€ 15 GB volného prostoru.

®  Pokud bude k dispozici méné nez 15 GB volného prostoru, systém AXIS Camera Station 5 automaticky
odstrani staré zaznamy, aby se prostor uvolnil.

Shromazdit neindexované soubory

Neindexované soubory mohou zabirat na Glozisti podstatnou ¢ast segmentu Other data (Dal3i data).
Neindexované soubory jsou data nachazejici se ve sloZzce zaznamd, kterd neni souéasti aktualni databaze. Soubor
muze obsahovat zdznamy z pfedchozich instalaci nebo data ztracena pfi pouziti bodu obnoveni.

Systém shromazdéné soubory neodstrani, ale shromazdi a umisti je na uloZisti zaznamu do slozky Non-indexed
files (Neindexované soubory). V zavislosti na konfiguraci se tlozisté mlze nachazet ve stejném pocitaci, ve
kterém je klient, nebo na vzdaleném serveru. Pfistup do slozky Non-indexed files (Neindexované soubory)
vyzaduje pFistup na dany server. AXIS Camera Station 5 umisti data do sloZek v pofadi, v némz byla nalezena,
nejprve podle serveru a poté podle zafizeni pfipojenych k danému serveru.

Muzete vyhledat urcity ztraceny zdznam nebo protokol, pfipadné mizete odstranit obsah za ucelem uvolnéni
mista.

Shromazdovani neindexovanych soubor( pro revizi a odstranéni:

1. Pfejdéte do nabidky Nastaveni > Ulozisté > Sprava.
2. Ze seznamu ulozist vyberte mistni uloziSté nebo sdilenou sitovou jednotku.

3. V ¢asti Collect non-indexed files (Shromazdit neindexované soubory) kliknéte na moznost Collect
(Shromazdit), a ulohu tak spustte.

4. Po dokonceni lohy prejdéte na kartu Alarms and Tasks > Tasks (Poplachy a tlohy > Ulohy) a dvojitym
kliknutim zobrazte vysledek.

Vybér zafizeni ulozisté k pripojeni
Poznamka
Zaznamy jsou ulozeny jako soubory .acsm a pred jejich pfehravanim je tfeba je prevést. Pro pomoc s

pfevodem soubor( se obratte na technickou podporu spoleénosti Axis.
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Stranku Vybér ulozisté oteviete z nabidky Nastaveni > Ulozisté > Vybér. Na této strance je seznam vSech kamer
v systému AXIS Camera Station 5. Mlzete zadat pocet dni, po které se maji uchovavat zaznamy pro konkrétni
kamery. Po zvoleni naleznete informace o ulozisti v éasti Ukladani zaznamG. Mlzete nakonfigurovat nékolik

kamer soucasné.

Jméno Nazev zafizeni nebo seznam nazvi viech spojenych kamer, jestlize dané
zafizeni je kodérem videa s nékolika pFipojenymi kamerami nebo sitovou
kamerou s nékolika oblastmi.

Adresa Adresa zafizeni. Kliknéte na odkaz, jestlize chcete prejit na stranku
konfigurace zafizeni. Zobrazuje IP adresu nebo nazev hostitele (podle
moznosti zvolené pfi pfidani zafizeni). Viz ¢ast Karta konfigurace zafizeni, on
page 65.

MAC adresa: MAC adresa zafizeni.

Vyrobce Viyrobce zafizeni.

Model Model zafizeni.

Vyuziti ulozisté

Prostor na ulozisti, ktery se momentalné vyuziva pro zaznamy.

Poloha

Cesta a nazev ulozisteé.

Doba uchovavani

Doba uchovavani nastavena pro kameru.

Nejstarsi zaznam

Cas nejstarsiho zaznamu z kamery uchovavaného v uloZisti.

Nouzovy zaznam

Ukazuje, zda kamera pouZiva nouzovy zaznam.

Zalozni nahravani

Ukazuje, zda kamera pouziva zalozni nahravani.

Server

Server, na kterém se lokalni nebo sitové tlozisté nachazi.

Reseni lozisté pro kazdou z kamer se nastavuje béhem pridavani kamer do systému AXIS Camera Station 5.
Postup zmény nastaveni ukladani zaznam pro kameru:

—_

Prejdéte do nabidky Nastaveni > Ulozi$té > Volba.

Vyberte kameru, u které chcete nastaveni ulozist€ upravit.

2
3.V ¢asti Recording storage (Ulozisté zaznam() nastavte umisténi tlozisté a dobu uchovavani.
4

Kliknéte na Pouzit.

Ukladani zaznamu

Store to (UloZit na)

V rozbalovacim menu vyberte ulozistg, do kterého
chcete ukladat zaznamy. Moznosti, které jsou

k dispozici, zahrnuji vytvorena lokalni a sitova
Ulozisteé.

Nouzovy zaznam

Tuto mozZnost zvolte, chcete-li ukladat zaznamy na
SD kartu kamery, pokud by do3lo k preruseni spojeni
mezi systémem AXIS Camera Station 5 a kamerou.
Jakmile se spojeni obnovi, nouzovy zaznam se prenese
do systému AXIS Camera Station 5.

Poznamka

Tato funkce je k dispozici pouze pro kamery, které
maji SD kartu a firmware verze 5.20 nebo novéjsi.

Neomezeno

Tuto moZnost zvolte, jestlize chcete uchovavat
zaznamy aZ do Uplného zaplnéni ulozisté.
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Ukladani zaznamu

Omezena Tuto moznost zvolte, pokud chcete nastavit
maximalni poéet dnli pro uchovavani zaznamd.

Poznamka
Jestlize se prostor na ulozisti vyhrazeny pro
systém AXIS Camera Station 5 zaplni, systém
zaznamy vymaze pred uplynutim stanoveného
poctu dnd.

Maximum days to keep recordings (Maximalni pocet | MUZete zadat pocet dnii pro uchovavani zaznama.
dnti pro uchovavani zaznamuy)

Konfigurace zdznamu a uddlosti

Po pfidani kamer do systému AXIS Camera Station 5 se automaticky nakonfiguruje zaznamendvani pfi pohybu
nebo nepretrzité zaznamenavani. Pozdéji mlzete zménit zplsob nahravani, aby vyhovoval vasim potrebam,
prejdéte na Metoda zdznamu, on page 76.

Zaznamenavani pohybu

Detekci pohybu je mozné pouzivat se vSemi sitovymi kamerami a enkodéry Axis. Zaznam pouze tehdy, kdyZz
kamera detekuje pohyb, vyrazné Setfi misto v ulozisti ve srovnani s nepfetrzitym nahravanim. V polozce
Recording method (Metoda zaznamu) mUzete zapnout a nakonfigurovat funkci Motion detection (Detekce
pohybu). Nastaveni mlzete naptiklad upravit, pokud kamera detekuje pfilis mnoho nebo malo pohybujicich se
objektl, nebo pokud je velikost zaznamenanych soubor( pfilis velka vzhledem k dostupnému mistu na dlozisti.

Konfigurace nahravani pfi pohybu:
1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Metoda zaznamu.

Vyberte kameru.

Zaskrtnéte politko Motion detection (Detekce pohybu).

> N

Kliknéte na Motion settings (Nastaveni pohybu) pro konfiguraci nastaveni detekce pohybu, jako je
pocet detekovatelnych objektl. Nastaveni pohybu, kterd jsou k dispozici, jsou riizna pro rlzné kamery.
Viz Editovdni zabudované detekce pohybu a Editovdni aplikace AXIS Video Motion Detection 2 a 4.

5. Vrozbalovacim menu vyberte polozku Profile (Profil), profil High (Vysoky) je vychozi.

6. Vyberte rozvrh nebo kliknutim na New shedule... (Novy rozvrh...) vytvofte novy viastni rozvrh.
7. Nastavte Casova nastaveni pro pre-buffer a post-buffer, stejn€ jako interval spoustéce.

8. Kliknéte na Pouzit.

Poznamka

Ke konfiguraci nahravani pohybu miizete pouzit Pravidla akci. NeZ pouzijete pravidla akci, nezapomente
vypnout funkci Motion detection (Detekce pohybu) v poloZce Recording method (Metoda zaznamu).

Profil Pro zmen3eni velikosti zaznamu pouzijte nizsi
rozliSeni. Pokud chcete upravit profil, viz Profily
streamu.

Harmonogram Rozvrh zaznami, ktery se stane. Chcete-li snizit

dopad na misto v ulozisti, nahravejte pouze béhem
ur€itych ¢asovych obdobi.

Pre-buffer Pocet sekund pred detekovanym pohybem, které se
maji zahrnout do zaznamu.
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Post-buffer Pocet sekund po detekovaném pohybu, které se maji
zahrnout do zaznamu.

Interval spoustéce Casovy interval mezi dvéma po sobé jdoucimi
spoustédi, abyste snizili pocet po sobé€ jdoucich
zaznam{. Pokud béhem tohoto intervalu dojde

k dalSimu spousténi, zaznam pokracuje a interval
spousténi se restartuje.

Vyvolani poplachu Spusti poplach, kdyz kamera detekuje pohyb.

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Nastaveni detekce pohybu

Nepretrzité a planované zaznamenavani
Souvisly zaznam uklada snimky nepretrzité a vyzaduje vice mista v UloZisti nez jiné moznosti zaznamu. Chcete-li
zmenSit velikost souboru, zvazte zaznam pfi detekci pohybu.
Chcete-li pouzit nepfetrzity zaznam:

1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Metoda zaznamu.

2. Vyberte kameru.

3. Chcete-li pouZzit nepretrzity zaznam, zaskrtnéte politko Continuous (NepfretrZity).
4. Nakonfigurujte nastaveni. Tabulka s vice informacemi viz nize.
5

Kliknéte na Pouzit.

Profil V rozbalovacim menu vyberte polozku Profile (Profil).
Profil High (Vysoky) je vychozi. Pro sniZeni velikosti
zaznamu pouZijte nizsi rozliseni. Pokud chcete upravit
profil, viz Profily streamu.

Harmonogram Nastavte rozvrh zaznami, ktery se stane. Chcete-li
snizit dopad na misto v ulozisti, nahravejte pouze
bé&hem urcitych ¢asovych obdobi.

Pramérny datovy tok Zapnéte a nastavte maximalni ulozisté. Systém
zobrazuje odhadovany primérny datovy tok na
zakladé zadané maximalni doby ukladani

a uchovavani zaznamu. Maximalni primérny datovy
tok je 50 000 kb/s. Viz Konfigurace primérného
datového toku, on page 76.

Ruéni zaznam

Dalsi informace o ru¢nim nahravani, viz Manudini zdznam.
Konfigurace nastaveni zaznamenavani manualné:

1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Metoda zaznamu.

2. Vyberte kameru.
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3. Zaskrtnéte policko Manual (Manualni).
4. Nakonfigurujte nastaveni. Tabulka s vice informacemi viz nize.

5. Kliknéte na Pouzit.

Profil V rozbalovacim menu vyberte polozku Profile (Profil),
profil High (Vysoky) je vychozi. Pro snizeni velikosti
zaznamu pouzijte nizsi rozliseni. Pokud chcete upravit
profil, viz Profily streamu.

Pre-buffer Nastavte pocet sekund pred stisknutim tlacitka
zaznamu, které se maji zahrnout do zaznamu.

Post-buffer Nastavte pocet sekund po zastaveni zaznamu, které
se maji zahrnout do zaznamu.

Zalozka pfi zaznamu Vyberte tuto moZnost, chcete-li pfidat podrobnosti
zalozky pokazdé, kdyz spustite manualni zaznam.
Zalozky vam pomohou pozdgji najit a identifikovat
konkrétni zaznamy. Toto nastaveni se vztahuje pouze
na operatory a administratory a ve vychozim
nastaveni je vypnuto.

Maximalni doba trvani Nastavte maximalni délku kazdého zaznamu, bez
zahrnuti ¢asu pre-bufferu a post-bufferu. Nastavte na
0 pro neomezenou dobu trvani.

Zaznamenavani spousténé pravidlem

Nahravani spusténé pravidlem se spousti a zastavuje podle pravidla vytvofeného v ¢asti Pravidla akci. Pravidla
mUZete pouzivat napfiklad pro generovani zaznamu spousténych signaly ze vstupnich/vystupnich port, pro
pokusy o neopravnénou manipulaci nebo systémem detekce prekroceni linie AXIS Cross Line Detection. Urcité
pravidlo mze mit nékolik spoustéca.

Chcete-li vytvofit zaznam spoustény pravidlem, viz Pravidla akci.
Poznamka

Pokud pouzivate pravidlo pro konfiguraci nahravani pfi pohybu, nezapomente vypnout nahravani pfi pohybu,
abyste zabranili duplicitnim zaznamdm.

Nouzovy zaznam

Pouzijte nouzovy zaznam, abyste zajistili, Ze zaznamy budou uloZeny i v pfipadé ztraty pfipojeni k AXIS Camera
Station 5. Pokud je povolen nouzovy zaznam, kamera ulozi zaznamy na SD kartu, pokud je pfipojeni pferuseno
déle nez 20 sekund. Kamera musi mit nainstalovanou SD kartu a funkce musi byt povolena. Nouzovy zaznam
ovlivni pouze zaznamy H.264.

Postup zapnuti nouzového zaznamu:
1. Prejdéte do nabidky Nastaveni > Ulozisté > Volba.
2. Vyberte kameru, ktera podporuje nouzovy zaznam.

3. Vyberte Failover recording (Nouzovy zaznam).

4. Kliknéte na Pouzit.

Poznamka
® Restartovani serveru AXIS Camera Station 5 nouzovy zaznam nespusti. Napfiklad kdyZ spustite program
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pro udrzbu databaze, restartujete fizeni sluzeb AXIS Camera Station 5 nebo restartujete pocita¢, na
kterém je server nainstalovan.

®  Povoleni nouzového zaznamu prepise veskera stavajici nastaveni pro tuto kameru na jinych serverech.

®  Nouzovy zdznam mize byt aktivni pouze pro jeden server AXIS Camera Station 5 najednou pro kazdy
zabé&r kamery.

Po obnoveni pfipojeni AXIS Camera Station 5 provadi automaticky import nouzovych zdznam( a oznacuje je
tmavé Sedou barvou na ¢asové ose.

Kamera pouziva 20sekundovy pre-buffer a post-buffer, aby minimalizovala mezery v zaznamu, ale i tak se
mohou objevit kratké mezery v délce pfiblizné 1-4 sekundy. Pro nouzové zaznamy se vzdy pouziva profil streamu
High. Zvuk je zahrnut, pokud je povolen na kamefe a je soucasti streamu pfed zapnutim nouzového zaznamu.

Metody zaznamu

Detekce pohybu s predbéznym ukladanim Pokud je pfipojeni preruseno na déle nez 20 sekund,
kamera nepretrzité zaznamenava na SD kartu, dokud
neni pfipojeni obnoveno nebo dokud se SD karta
nezaplni.

Detekce pohybu bez predbézného ukladani e Pokud dojde k preruseni pfipojeni na déle nez
20 sekund, kdyZ neni spustén zaznam pohybu,
nouzovy zaznam se nespusti.

®  Pokud dojde k preruseni pfipojeni na déle nez
20 sekund b&hem zaznamu pohybu, spusti se
nouzovy zaznam, ktery pokracuje, dokud neni
pripojeni obnoveno nebo dokud se SD karta
nezaplni.

Souvisly zéznam Pokud je pfipojeni preruseno na déle nez 20 sekund,
kamera nepretrzité zaznamenava na SD kartu, dokud
neni pfipojeni obnoveno nebo dokud se SD karta
nezaplni.

Poznamka
Zafizeni s AXIS OS starSim nez verze 11.11.42 pouZivaji starSi metodu nouzového zaznamu. Hlavni rozdily
jsou:
®  Kamera spusti nouzovy zaznam po 10 sekundach od ztraty pfipojeni.

e Kamera pouziva 10sekundovou interni pamétovy zasobnik namisto 20sekundového pre-bufferu a post-
bufferu.

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Pro nouzovy zdznam pouzijte SD kartu
Zalozni nahravani
Na zafizeni, které pouziva AXIS S3008 Recorder jako Ulozisté zaznamu, mizete zapnout zalozni zaznam. Jakmile
zapnete zalozni nahravani, zafizeni automaticky spusti nepfetrzity zaznam pfi ztrat€ spojeni mezi systémem

AXIS Camera Station 5 a rekordérem. Zafizeni pouziva profil proudu se stfednim datovym tokem pro zalozZni
nahravani.
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Poznamka

VyZaduje AXIS Camera Station 5.36 nebo novéjsi, AXIS S3008 Recorder s firmwarem 10.4 nebo novéjsim

a firmware zafizeni AXIS 5.50 nebo novegjsi.

Pokud v okamzZiku spusténi zaloZniho nahravani probiha kontinualni nahravani, spusti se nové
kontinualni nahravani. Systém vytvori duplikaty datového streamu na rekordéru.

Postup zapnuti zaloZniho nahravani:

1.

2.

3.
4.

Ujistéte se, Ze jste pridali rekordér AXIS S3008 Recorder a zafizeni a Ze jste vybrali rekordér jako
zaznamové Ulozisté pro zafizeni. Viz Nastaveni rekordéri AXIS OS Recorder.

Prejdéte do nabidky Nastaveni > Ulozisté > Volba.
Vlyberte zafizeni a zvolte mozZnost Fallback recording (Zalozni nahravani).

Kliknéte na Pouzit.

Metoda zaznamu

AXIS Camera Station 5 Systém po pfidani zafizeni automaticky nakonfiguruje zaznamenavani pfi pohybu nebo
nepretrzité nahravani.

Symbol zaskrtnuti v seznamu ukazuje, jakou metodu zaznamu zafizeni pouziva. Pokud chcete prizplsobit
nastaveni profilu pro video a zvuk, prec¢téte si téma Profily streamu.

Pro zménu zplisobu nahravani:

1.

Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Metoda zaznamu.

2. Vyberte jedno nebo vice zafizeni.
U zarizeni stejného modelu mlzete konfigurovat vice zarizeni souéasné.
3. Na obrazovce Recording method (Metoda zaznamu) zapnéte nebo vypnéte metodu zaznamu.
Poznamka

Oblasti pohledu detekci pohybu nepodporuji.

Konfigurace prumérného datového toku

Pfi primérném datovém toku se datovy tok automaticky upravuje po deli dobu. Diky tomu se miZete dostat na
pozadovanou hodnotu datového toku a zajistit dobrou kvalitu videa na zaklad€ uréeného ulozisté.

Poznamka

o 0 &~ w

Tato moznost je k dispozici pouze pro nepretrzité nahravani a kamery musi podporovat priimérny datovy
tok a mit firmware verze 9.40 nebo novéjsi.

Nastaveni primérného datového toku ovliviiuji kvalitu zvoleného profilu streamu.

Prejdéte do nabidky Configuration > Storage > Selection (Nastaveni > Ulozisté > Vybér) a ujistéte se,
Ze jste na kamere nastavili omezenou dobu uchovavani zaznamd.

Prejdéte do nabidky Configuration > Devices > Stream profiles (Konfigurace > Zafizeni > Profily
streamu) a ujistéte se, zda pro profil pouZivany pro nepretrzité nahravani pouZivate format H.264 nebo
H.265.

Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Metoda zaznamu.
Vlyberte kameru a zapnéte moznost Continuous (Nepretrzity).
V nabidce Video settings (Nastaveni videa) zvolte profil videa, ktery jste nastavili.

Zapnéte Average bitrate (Primérny datovy tok) a nastavte Max storage (Maximalni Ulozisté). Systém
zobrazuje odhadovany primérny datovy tok na zakladé zadané maximalni doby ukladani a uchovavani
zaznamu. Maximalni primérny datovy tok je 50 000 kbit/s.
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Poznamka
Max storage (Maximalni tloZisté) pfedstavuje maximalni prostor pro ulozeni zaznamu v ramci doby
uchovavani zaznamu. Zarucuje pouze, ze nahravky neprekroci stanovené misto, nezarucuje dostatek mista
pro zaznamy.

7. Kliknéte na Pouzit.
Editovani aplikace AXIS Video Motion Detection 2 a 4

AXIS Video Motion Detection 2 a 4 jsou aplikace kamery, které |ze nainstalovat ve vyrobcich s podporou
platformy AXIS Camera Application Platform. Jestlize na kameru nainstalujete aplikace AXIS Video Motion
Detection 2 nebo 4, detekce pohybu detekuje pohybujici se objekty v oblasti zajmu. Motion detection 2 vyZaduje
firmware 5.60 nebo nov€jsi a AXIS Video Motion Detection 4 vyZaduje firmware 6.50 nebo novgjsi. Informace,
zda vyrobek podporuje aplikaci AXIS Video Motion Detection 4, najdete také v poznamkach k vydani firmwaru.

Jestlize pfi pridavani kamer k systému AXIS Camera Station 5 zvolite zaznamenavani pfi pohybu, aplikace AXIS
Video Motion Detection 2 nebo 4 se nainstaluje na kamery s pozadovanym firmwarem. Kamery bez potfebného
firmwaru vyuZivaji vestavénou detekci pohybu. Aplikaci mizete nainstalovat ru¢né ze stranky spravy zafizeni. Viz
Cast Instalace aplikace kamery.

Pomoci aplikace AXIS Video Motion Detection 2 a 4 mizZete vytvaret tyto polozky:

e  Oblast zajmu: Oblast v zaznamu, kde kamera detekuje pohybujici se objekty. Tato funkce ignoruje
objekty mimo oblast zajmu. Tato oblast se zobrazi nad obrazem videa ve formé mnohouhelniku. Oblast
muze mit 3 az 20 vrchold (rohd).

e Oblast vyjmuti: Oblast v oblasti zajmu, ktera ignoruje pohybujici se objekty.
®  Filtry ignorace: Vytvorte filtry pro ignorovani pohybujicich se objekt(i detekovanych aplikaci. Filtry byste
méli pouzivat co nejméné a mély by byt nakonfigurovany opatrng, aby bylo zajiSténo, Ze nebudou
ignorovany dllezité objekty. Pouzijte a nakonfigurujte pouze jeden filtr v jednom okamziku.
- Kratkodobé objekty: Tento filtr ignoruje objekty, které se na obraze objevuji pouze na kratkou
dobu. Napfiklad svételné paprsky z projizd€jiciho auta a rychle se pohybujici stiny. Nastavte
minimalni dobu vyskytu objektu na obraze potfebnou k tomu, aby se spustil poplach. Odpocet

Casu se spusti ve chvili, kdy aplikace objekt zjisti. Filtr zpozdi poplachy a nespusti je, pokud
objekt béhem zadaného ¢asu zmizi z obrazu.

- Malé objekty: Tento filtr ignoruje objekty, které jsou malé (napfiklad mala zvifata). Nastavte
Sirku a vysku jako procento celého obrazu. Filtr ignoruje objekty, jejichz rozméry neprekracuji
nastavenou Sitku a vySku a nespoustéji poplachy. Objekt musi byt mensi nez hodnota Sirky i
vysky, aby jej filtr ignoroval.

- Kyvajici se objekty: Tento filtr ignoruje objekty, které se pohybuji pouze na kratké vzdalenosti,
napriklad kyvajici se listi ¢i vlajky a jejich stiny. Nastavte vzdalenost jako procento celého
obrazu. Filtr ignoruje objekty pohybujici se na vzdalenost kratsi, nez je vzdalenost od stfedu
elipsy k jedné ze Sipek. Elipsa slouzi k méfeni pohybu a vztahuje se na vSechny pohyby v obraze.

Konfigurace nastaveni pohybu:
Poznamka
Zde provedena nastaveni zméni nastaveni v kamere.
1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Metoda zaznamu.

2. Vyberte kameru s aplikaci AXIS Video Motion Detection 2 nebo 4 a kliknéte na moznost Nastaveni
pohybu.

Upravte oblast zajmu.
Upravit vyloucenou oblast.

Vytvorte filtry ignorace.

o o &~ »

Kliknéte na Pouzit.
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Add a new point (Pfidat novy bod)

Chcete-li do oblasti zajmu pfidat novy bod, kliknéte
na ¢aru mezi dvéma body.

Remove Point (Odstranit bod)

Chcete-li odebrat bod ze své oblasti zajmu, kliknéte
na bod a kliknéte na Remove Point (Odstranit bod).

Add Exclude Area (Pfidat vymezovaci oblast)

Chcete-li vytvofit vymezovaci oblast, kliknéte na
moznost Add Exclude Area (Pfidat vymezovaci
oblast) a kliknéte na ¢aru mezi dvéma body.

Remove Exclude Area (Odebrat vymezovaci oblast)

Jestlize chcete vyloucenou oblast odstranit, kliknéte
na Odstranit vyloucenou oblast.

Short-lived objects filter (Filtr kratkodobych
objektt)

Chcete-li pouzit filtr pro kratkodobé objekty, vyberte
moznost Short lived objects filter (Filtr
kratkodobych objektl) a pomoci posuvniku Time
(Cas) upravte minimalni dobu, po jakou musi byt
objekt v obraze, aby se spustil poplach.

Small objects filter (Filtr malych objektd)

Chcete-li pouzit filtr malych objektd, vyberte moznost
Small objects filter (Filtr malych objektl) a pomoci
posuvniki Width (Sitka) a Height (Vy$ka) upravte
velikost ignorovanych objektd.

Swaying objects filter (Filtr kyvajicich se objektu)

Chcete-li pouzit filtr pro kyvajici se objekty, vyberte
moznost Swaying objects filter (Filtr kyvajicich se
objektti) a pomoci posuvniku Distance (Vzdalenost)
upravte velikost elipsy.

Editovani zabudované detekce pohybu

Diky vestavéné detekci pohybu kamera detekuje pohyb v jedné nebo vice zahrnovacich oblastech a ignoruje
vSechny ostatni pohyby. Zahrnovaci oblast je oblast, ktera detekuje pohyb. Do zahrnovaci oblasti miizete umistit
vymezovaci oblast ignorujici pohyb. Je mozné pouzit nékolik zahrnovacich a vymezovacich oblasti.

Pfidani nebo uprava zahrnovaci oblasti:

Poznamka

Zde provedena nastaveni zméni nastaveni v kamefre.

1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Metoda zaznamu.

Vyberte kameru s integrovanou detekei pohybu a kliknéte na moznost Nastaveni pohybu.

V ¢asti Window (Okno) kliknéte na Add (Pridat).

2
3
4. \lyberte moznost Include (Zahrnout).
5

Chcete-li vidét pouze oblast, kterou upravujete, vyberte moznost Show selected window (Zobrazit

vybrané okno).

o

Presunte a zménte velikost tvaru v obraze videa. Toto je zahrnovaci oblast.

7. Upravte polozky Object size (Velikost objektu), History (Historie) a Sensitivity (Citlivost) rucné.

8. Poutziti predem definovanych nastaveni. Vlyberte moznost Low (Nizka), Moderate (Stfedni), High
(Vysoka) nebo Very High (Velmi vysoka). Nizka detekuje vétsi objekty s kratsi historii. Velmi vysoka

detekuje mensi objekty s delSi historii.

9. V &asti Activity (Cinnost) zkontrolujte detekovany pohyb v zahrnovaci oblasti. Cervené vrcholy indikuji
pohyb. Pouzijte pole Activity (Cinnost), kdyZ upravujete Object size (Velikost objektu), History

(Historie) a Sensitivity (Citlivost).
10. Kliknéte na tlac¢itko OK.
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Velikost objektu Velikost objektu vzhledem k velikosti oblasti. Kamera
pfi vysoké urovni detekuje pouze pouze velmi velké
objekty. PFi nizké urovni detekuje i velmi malé
objekty.

Historie Délka objektu v paméti definuje, jak dlouho musi byt
objekt v oblasti, aby mohl byt povazovan za
nepohybujici se. Pfi vysoké Urovni objekt spusti
detekci pohybu na dlouhou dobu. PFi nizké drovni
objekt spusti detekci pohybu na kratkou dobu. Pokud
by se v oblasti nemé&ly objevit Zzadné objekty, zvolte
velmi vysokou uroven historie. To spusti detekci
pohybu, pokud je v oblasti pfitomen objekt.

Citlivost Rozdil ve svitivosti mezi pozadim a objektem. P¥i
vysoké citlivosti kamera detekuje nevyrazné zbarveny
objekt na nevyrazném pozadi. PFi nizké citlivosti
detekuje pouze velmi svétlé objekty na tmavém
pozadi. Jestlize chcete detekovat pouze blikajici
svétlo, zvolte nizkou citlivost. V ostatnich pfipadech
doporucujeme pouze vysokou uroven citlivosti.

Jestlize chcete pfidat a upravit vymezovaci oblast:

1. Na obrazovce Edit Motion Detection (Upravit detekci pohybu) kliknéte na Add (Pfidat) v ¢asti Okno.
2. Vyberte moznost Exclude (Vyloudit).

3. Presunte a zmé&nte velikost stinovaného tvaru v obraze videa.

4. Kliknéte na tlacitko OK.

Odstranéni zahrnovaci nebo vymezovaci oblasti:

1. Na obrazovce Edit Motion Detection (Upravit detekci pohybu) vyberte oblast, kterou chcete odstranit.
2. Klepnéte na Remove (Odstranit).
3. Kliknéte na tlacitko OK.
Porty vstupu/vystupu
Mnoho kamer a video enkodéri ma vstupnifvystupni porty pro pfipojeni externich zafizeni. Néktera pomocna
zafizeni maji také vstupni/vystupni porty.
Existuji dva typy vstupnich/vystupnich portd:
Vstupni port - Pouzijte pro pfipojeni zafizeni, ktera dokdzou prepinat mezi otevienym a zavienym obvodem.
Napf. kontakty dvefi a oken, detektory koure, detektory rozbiti skla a PIR (pasivni infracervené detektory).

Vystupni port - PouZijte pro pfipojeni zafizeni, jako jsou relé, dvere, zamky a poplachy. Systém AXIS Camera
Station 5 mUze ovladat zafizeni pfipojena k vystupnim portim.

Poznamka
®  P¥i pfipojeni k vice serverGm AXIS Camera Station 5 midZzete vybrat libovolny pfipojeny server
z rozbalovaciho menu Selected server (Vybrany server) a pfidavat a spravovat V/V porty.

e Spravci mohou vstupnifvystupni porty pro uzivatele vypnout. Viz ¢ast UZivatelskd oprdvnéni.

Pravidla akci pouzivaji V/V porty jako spoustéce nebo akce. Spoustéce pouzivaji vstupni signaly, napfiklad, ze
kdyz systém AXIS Camera Station 5 obdrzi signal ze zafizeni pfipojeného ke vstupnimu portu, provede stanovené
akce. Akce pouzivaji vystupni porty, kdyZ se napfiklad aktivuje pravidlo, systém AXIS Camera Station 5 dokaze
aktivovat nebo deaktivovat zafizeni pfipojené k vystupnimu portu. Viz &ast Pravidla akci.
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Informace, jak pfipojovat zafizeni a jak konfigurovat vstupni/vystupni porty, naleznete v navodu pro uZivatele
vyrobku Axis nebo navodu k instalaci. Nékteré vyrobky maji porty, které mohou fungovat jako vstup nebo vystup.

Vlystupni porty mGzZete ovladat ruéné. Viz ¢ast Sledovdni stavu porti vstupi/vystupd.
Pfidani vstupnich/vystupnich port
Pridani vstupnich/vystupnich porti:
1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Vstupni/vystupni porty.
Kliknutim na moznost Add (Pfidat) zobrazite vSechny vstupni/vystupni porty, které Ize pfidat.
Zvolte port a kliknéte na tlacitko OK.

2
3
4. Zkontrolujte informaci v ¢asti Type (Typ) and Device (Zafizeni). V pripadé potreby informace zménte.
5

Zadejte nazev v Casti Port, Active State (Aktivni stav) a Inactive State (Neaktivni stav). Nazvy se také
zobrazuji v ¢astech Action rules (Pravidla akci), Logs (Protokoly) a I/0 Monitoring (Monitorovani V/V).

6. U vystupnich portd mizete nastavit poc¢ateéni stav pro to, kdy se systém AXIS Camera Station 5 pfipoji
k zafizeni. Vyberte moznost On startup set to (PFi spusténi nastavit na) a vyberte pocatecni stav
v rozbalovacim menu State (Stav).

Upravit Jestlize cheete upravit port, vyberte jej a kliknéte
na Upravit. Ve vyskakovacim okn€ upravte udaje
o portu a kliknéte na tlacitko OK.

Odebrat Jestlize chcete port odstranit, vyberte ho a kliknéte
na Odstranit.

Reload I/O Ports (Nové nahrani vstupnich/ Jestlize nakonfigurujete vstupni/vystupni porty ze

vystupnich portt) stranky konfigurace zafizeni, aktualizujte seznam

kliknutim na Reload 1/O Ports (Nové nahrani
vstupnich/vystupnich porta).

Sledovani stavu portu vstupu/vystupu

Poznamka

P¥i pfipojeni k vice serverlim AXIS Camera Station 5 miZete vybrat libovolny pfipojeny server v rozbalovacim
menu Selected server (Vybrany server) a monitorovat tak V/V porty.

Ruéni ovladani portl vstupu/vystupu:

1. Prejdéte do nabidky = > Actions > I/O Monitoring (Akce > Dohled na vstupy/vystupy).
2. Vyberte vystupni port.
3. Kliknéte na Change state (Zménit stav).

Pravidla akci

Pomoci pravidel akci mlzete automaticky reagovat na udalosti. Napriklad mlzete odeslat e-mail, kdyz kamera
zaznamena pohyb mimo pracovni dobu, komunikovat se zafizenimi pfipojenymi k V/V portim a upozornit
operatory na dlilezité udalosti.

Kazdé pravidlo ma spoustéce (udalosti, které pravidlo aktivuji), akce (co se stane pfi spusténi pravidla) a volitelny
rozvrh. KdyZ se aktivuji spoustéce, pravidlo provede vSechny akce.

Poznamka
®  P¥i pfipojeni k vice serverGm AXIS Camera Station 5 miZzete vybrat libovolny pfipojeny server
z rozbalovaciho menu Selected Server (Vybrany server) a vytvaret a spravovat pravidla akci.

® U zafizeni tretich stran se dostupné akce mohou mezi zafizenimi lisit. Mnohé z téchto akci mohou
vyZzadovat dalSi nastaveni zafizeni.
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Pfidani spoustécu

Spoustéce aktivuji pravidla a pravidlo miize mit vice spoustéc¢d. Dokud jeden ze spoustécl zlstane aktivni,
pravidlo zlstane aktivni. Pokud musi byt vSechny spoustéce aktivni, aby bylo pravidlo aktivni, vyberte

moznost All triggers must be active simultaneously to trigger the actions (Pro spusténi akci musi byt vSechny
spoustéce aktivni soucasn€). Pokud toto nastaveni pouzivate u pulznich spoustécl, zvyste periodu spoustéce.
Pulzni spoustéce jsou spoustéce, které jsou aktivni na okamzik.

K dispozici jsou nasledujici spoustéce:

Detekce pohybu - Registrovany pohyb v definované oblasti aktivuje spoustéc detekce pohybu. Viz ¢ast Vytvoreni
spoustééu detekce pohybu, on page 81.

Vzdy aktivni - Tento spoustéc je vzdy zapnuty. Tento spousté¢ muizete naptiklad zkombinovat s rozvrhem, ktery
je vzdy zapnuty, a akci zaznamu s nizkym profilem, abyste ziskali druhy nepfetrzity zaznam vhodny pro zafizeni
s omezenym vykonem.

Aktivni poplach tamperingu - Spousté¢ manipulace se aktivuje, kdyz zménite polohu zafizeni, néco zakryje
objektiv nebo je objektiv vyrazné rozostreny. Viz ¢ast Vytvoreni spoustééa aktivnich poplachi pfi neoprdvnéné
manipulaci, on page 82.

2iv{/ pohled - Spoustéc¢ Zivého zobrazeni se aktivuje, kdyZ uzivatel otevre video stream konkrétni kamery. Tuto
funkénost mizete vyuzit napfiklad k tomu, abyste dali lidem v blizkosti kamery védét, Ze je nékdo sleduje, a to
pomoci LED diod kamery. Viz .

AXIS Cross Line Detection - AXIS Cross Line Detection je aplikace pro kamery a video kodéry. Tato aplikace
detekuje pohybujici se objekty, které prekro¢i virtualni linii, a mGzete ji pouzit napfiklad pro sledovani vstupnich
a vystupnich bod0. Viz éast Viytvoreni spoustécii AXIS Cross Line Detection, on page 82.

Udalost a chyba systému - Udalost systému a spoustéc pfi chybé se aktivuji, kdyz dojde k chybé
zaznamenavani, kdyz dojde k zaplnéni Ulozist€, kdyz nelze kontaktovat sitové ulozisté nebo kdyz dojde ke ztraté
spojeni s jednim nebo vice zafizenimi. Viz ¢ast Vytvdreni spoustéce systémovych uddlosti a chyb, on page 83.

Vstup/vystup - Spoustéc vstupt/vystupl (V/V) se aktivuje, kdyZ vstupnifvystupni port zafizeni obdrzi signal
napfiklad z pfipojenych dvefi, detektoru koufe nebo spinace. Viz ¢ast Viytvdreni spoustéci vstupu/vystupu, on
page 84. Pokud je to mozné, doporucujeme pouzivat spoustéce udalosti zafizeni namisto spoustéci vstupu/
vystupu.

Udalost zafizeni - Tento spoustéc¢ vyuziva udalosti pfimo z kamery nebo pomocného zafizeni. PouZijte jej, kdyz
v systému AXIS Camera Station 5 neni Zadny vhodny spoustéc. Viz éast Vytvdreni spoustéci uddlosti zafizeni, on
page 84.

Tladitko akce - Pouzijte akéni tlacitka pro spousténi a zastavovani akci v Zivém zobrazeni. Jedno tlacitko
muzete pouzit v ramci rGznych pravidel. Viz ¢ast Vytvdreni spoustéca tlacitek akce, on page 89.

Udalost AXIS Entry Manager - Tento spoustéc se aktivuje, kdyz AXIS Camera Station 5 pfijme signaly od dvefi
nakonfigurovanych v nastroji AXIS Entry Manager. Napfiklad dvere nucené k otevreni, pfilis dlouhé otevieni nebo
odepreny pristup. Viz ¢ast Vytvorte spoustéce uddlosti AXIS Entry Manager, on page 90.

Externi HTTPS - Externi spousté¢ HTTPS umoznuje externim aplikacim spoustét udalosti v softwaru AXIS
Camera Station 5 prostfednictvim komunikaéniho protokolu HTTPS. Viz ¢ast Vytvoreni externich spoustécu
HTIPS, on page 91.

Vytvoreni spoustécu detekce pohybu

Spoustéc detekce pohybu se aktivuje tehdy, kdyz kamera detekuje v definovaném prostoru pohyb. Vzhledem
k tomu, Ze detekci zpracovava kamera, neni pfidano zadné zpracovaci zatizeni na systému AXIS Camera Station
5.

Poznamka

Nepouzivejte spoustéle detekce pohybu pro spousténi zaznamenavani spolu se zaznamenavanim pohybu
v kamere. Pfed pouzitim spoustécl detekce pohybu vypnéte zaznamenavani pohybu. Pro vypnuti
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zaznamenavani pohybu prejdéte do nabidky Configuration > Recording and events > Recording method
(Konfigurace > Zaznam a udalosti > Metoda zaznamu).

Vlytvoreni spoustéce detekce pohybu:
1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akci.
2. Kliknéte na New (Nové).
3. Kliknéte na moznost Pridat a vyberte moznost Detekce pohybu.
4. Kliknéte na tlacitko OK.
5

Na vyskakovaci obrazovce:
5.1.  Vyberte kameru, ktera ma detekovat pohyb.

5.2.  Nastavte asovy interval mezi dvéma po sobé€ jdoucimi spoustéci, abyste snizili pocet po sobé
jdoucich zaznamu. Pokud béhem tohoto intervalu dojde k dalSimu spousténi, zaznam pokracuje
a interval spousténi se restartuje.

5.3.  Nakonfigurujte nastaveni detekce pohybu kliknutim na Nastaveni pohybu. Nastaveni, ktera jsou
k dispozici, jsou riizna pro rlizné kamery. Viz Editovdni zabudované detekce pohybu a Editovdni
aplikace AXIS Video Motion Detection 2 a 4.

6. Kliknéte na tlacitko OK.
Vytvoreni spoustécu aktivnich poplachu pfi neopravnéné manipulaci

Aktivni spoust poplachu proti neopravnéné manipulaci se aktivuje, kdyz zménite polohu kamery, néco zakryje
objektiv nebo je objektiv vyrazné rozostreny. Vzhledem k tomu, ze detekci tamperingu zpracovava zafizeni, neni
pfidano zadné zpracovaci zatiZeni na serveru AXIS Camera Station 5.

Aktivni poplach neopravnéné manipulace je k dispozici pro kamery, které podporuji neopravnénou manipulaci
kamery, s firmwarem verze 5.11 nebo novgjsi.

Vlytvoreni spoustéce aktivniho poplachu pfi neopravnéné manipulaci:
1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akeci.
Kliknéte na New (Nové).
Kliknéte na moZnost Pridat a vyberte moZnost Aktivni poplach neopravnéné manipulace.
Kliknéte na tlacitko OK.
V &asti Trigger on (Spustit pfi) vyberte kameru, ktera se ma pouzit.
Kliknéte na tlaéitko OK.

o a0 & WD

Vytvoreni spoustécu AXIS Cross Line Detection

AXIS Cross Line Detection je aplikace pro kamery a video kodéry. Aplikace detekuje pohybujici se objekty, které
prekrodi virtualni ¢aru, a aktivuje spoustéc. Mizete ji také napfiklad pouzit ke sledovani vstupnich a vystupnich
bodii. Vzhledem k tomu, Ze detekci zpracovava kamera, neni pridano zadné zpracovaci zatizeni na serveru AXIS
Camera Station 5.

Aplikaci |ze nainstalovat pouze na zafizeni s podporou platformy AXIS Camera Application. Pokud chcete
aplikaci AXIS Cross Line Detection pouZzit jako spousté¢, musite si ji stahnout z adresy axis.com a nainstalovat ji
do zafizeni. Viz ¢ast Instalace aplikace kamery.

Vlytvoreni spoustéce AXIS Cross Line Detection:

1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akci.

2. Kliknéte na New (Nové).

3. Kliknéte na moZnost Pridat a vyberte moznost AXIS Cross Line Detection.
4. Kliknéte na tlacitko OK.
5

Jestlize chcete tento seznam aktualizovat, kliknéte na Obnovit.
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6. Zrozbalovaciho menu Trigger on (Zapnuti spoustéce) vyberte kameru, ktera se ma pouzit.
Miizete vybrat pouze kamery s nainstalovanou funkci AXIS Cross Line Detection.

7. Nastavte Casovy interval mezi dvéma po sobé jdoucimi spoustéci v poli Trigger period (Interval
spoustéce), abyste sniZili pocet po sobé jdoucich zaznamu.
Pokud béhem tohoto intervalu dojde k dalSimu spousténi, zaznam pokracuje a interval spousténi se
restartuje.

8. Kliknutim na AXIS Cross Line Detection settings (Nastaveni AXIS Cross Line Detection) oteviete
stranku Applications (Aplikace) kamery ve webovém prohliZe¢i. Informace o dostupném nastaveni
naleznete v dokumentaci dodané s aplikaci AXIS Cross Line Detection.

Poznamka

Jestlize chcete aplikaci AXIS Cross Line Detection nakonfigurovat, pouzijte Internet Explorer a nastavte
prohlize¢ tak, aby se aktivovaly kontrolni prvky ActiveX. Na vyzadani kliknéte na Yes (Ano), aby se
nainstalovala aplikace fizeni médii AXIS Media Control.

Vytvareni spoustéce systémovych udalosti a chyb

Zvolte jednu nebo vice udalosti a chyb v systému pro pouziti jako spoustéce. Priklady systémovych udalosti jsou
chyby zaznamu, plné ulozisté, selhani spojeni se sitovym ulozistém a ztrata pfipojeni jednoho nebo vice zafizeni.

Vlytvoreni spoustéce systémovych udalosti a chyb:

1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akci.

2. Kliknéte na New (Nové).

3. Kliknéte na mozZnost Pfidat a vyberte moZnost Systémova udalost a chyba.
4. Kliknéte na tlaéitko OK.

5. Vytvoreni spoustéée vybranim systémové udalosti nebo chyby.

6. Kliknéte na tlacitko OK.

P¥i chybé zaznamenavani Vyberte moznost PFi chybé zaznamenavani, jestlize
chcete aktivovat spousteg, kdyz dojde k chybé béhem
zaznamenavani, napfiklad kdyz kamera prestane
streamovat.

PFi zaplnéni ulozisté Vlyberte moznost Pfi pIném ulozisti, jestlize chcete
spoustéc aktivovat, kdyZ je ulozisté zaznam( piné.

Kdyz neni kontakt se sitovym tlozZiStém Vyberte moznost On no contact with network
storage (KdyZ neni Zadny kontakt se sitovym
uloZistém), jestlize chcete spoustéc aktivovat, kdyz
dojde k problému s pfistupem na sitové uloziste.

P¥i ztraté spojeni s kamerou Vlyberte moznost On lost connection to camera (Pfi

ztraté spojeni s kamerou) k aktivaci spoustéce, kdyz
je problém kontaktovat kamery.

e \lyberte moznost All (Vse), jestli chcete
zahrnout viechny kamery, které byly pfidany
do systému AXIS Camera Station 5.

e  \lyberte Viybrany (Selected) a kliknéte na
Cameras (Kamery) pro zobrazeni seznamu
vsech kamer pfidanych do systému AXIS
Camera Station 5. Pouzijte Select all (Vybrat
ve) pro vybér viech kamer nebo Deselect all
(Zrusit vybér vsech) pro zruseni vybéru vsech
kamer.
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Vytvareni spoustécu vstupu/vystupu

Spoustéc vstupd/vystup (1/0) se aktivuje, kdyZ vstupni/vystupni port zafizeni obdrzi signal napfiklad
z pfipojenych dvefi, detektoru koufe nebo spinace.

Poznamka
e Pred pouzitim spoustéce V/V pFidejte V/V port do systému AXIS Camera Station 5. Viz ¢ast Porty vstupd/
vystupd.

e Pokud je to mozné, pouzivejte misto spoustécu vstupu/vystupu spoustéce udalosti zafizeni. Spoustéce
udalosti zafizeni nabizeji lepSi celkovy uzivatelsky zazitek. DalSi informace naleznete zde: Vytvdren/
spoustécu uddlosti zafizeni, on page 84.

Vlytvoreni spoustéce vstupu/vystupu:

1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akeci.
Kliknéte na New (Nové).
Kliknéte na moznost Pfidat a vyberte moznost Vstup/vystup.
Kliknéte na tlacitko OK.

V ¢asti Trigger port and state (Port a stav spoustéce) nastavte nastaveni V/V portu a spoustéce.
Kliknéte na tlacitko OK.

o o &~ WD

Port a stav spoustéce

V/V port V ¢asti Vstupnifvystupni port vyberte vstupni nebo
vystupni port.

Stav spoustéce V Casti Trigger state (Stav spoustéce) zvolte stav
vstupniho/vystupniho portu, ktery provede aktivaci
spoustéce. Dostupné stavy zavisi na konfiguraci portu.

Interval spoustéce Nastavte Casovy interval mezi dvéma po sobé
jdoucimi spoustéci v ¢asti Trigger period (Interval
spoustéce), abyste snizili pocet po sobé jdoucich
zaznam.

Pokud b&hem tohoto intervalu dojde k dalSimu
spousténi, zaznam pokracuje a interval spousténi se
restartuje.

Vytvareni spoustécu udalosti zaFizeni

Tento spousté¢ vyuziva udalosti pfimo z kamery nebo pomocného zafizeni. Pouzijte jej, kdyz v systému AXIS
Camera Station 5 neni zadny vhodny spoustéc. Udalosti se u jednotlivych kamer 1iSi a maji jeden nebo vice filtrd,
které je tfeba nastavit. Filtry jsou podminky, které musi byt spinény, aby se spousté¢ udalosti zafizeni aktivoval.
Informace o udalostech a filtrech pro produkty Axis jsou k dispozici v dokumentaci VAPIX® na adrese axis.com/
partners a axis.com/vapix

Vlytvoreni spoustéce udalosti zafizeni.
1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akci.
Kliknéte na New (Nové).

2

3. Kliknéte na moznost Pridat a vyberte moznost Udalost zafizeni.
4. Kliknéte na tlaéitko OK.
5

V ¢asti Configure device event trigger (Konfigurovat spousté¢ udalosti zafizeni) nakonfigurujte spoustéc
udalosti.
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AXIS Camera Station 5

Poznamka
Dostupné udalosti zavisi na zvoleném zafizeni. U zafizeni jinych vyrobcd mnoho z téchto udalosti vyzaduje
dalsSi konfiguraci v zafizeni.
6. V Casti Filters (Filtry) vyberte filtry.

7.V Casti Activity (Cinnost) naleznete aktualni stav spoustéce udalosti zafizeni jako funkei ¢asu. Udalost
muZe byt se stavem nebo bez stavu. Krokova funkce predstavuje ¢innost udalosti se stavem. Pfimka
s impulsy od okamzik(, kdy byla udalost spusténa, predstavuje ¢innost udalosti bez stavu.

8. Kliknéte na tlacitko OK.

Konfigurovat spoustéc udalosti zafizeni

Zarizeni V ¢asti Device (Zatizeni) vyberte kameru nebo
pomocné zafizeni.

Udalost V casti Event (Udalost) vyberte udalost, ktera se ma
pouzit jako spoustec.

Interval spoustéce Nastavte Casovy interval mezi dvéma po sobé
jdoucimi spoustéci v poli Trigger period (Interval
spoustéce), abyste sniZili pocet po sobé jdoucich
zaznam.

Pokud béhem tohoto intervalu dojde k dalSimu
spousténi, zaznam pokracuje a interval spousténi se
restartuje.

Priklady udalosti zafizeni

Kategorie Udalost zafizeni
Zesilovac Pretizeni zesilovace
Rizeni zvuku Stav digitalniho signalu

AudioSource

Detekce zvuku

Autorizace

Zadost o pFistup udélena

Zadost o pfistup zamitnuta

Volani

Stav

Zména stavu

Kvalita sité

Stav uctu SIP

Pfichozi video

Kryt

Otevreni krytu

Zarizeni

Ochrana proti nadproudu prstencového napajeni

Snimace zafizeni

Systém pfipraven

Snimac PIR

Stav zafizeni

Systém pfipraven

Dvere

Dvefe otevieny nasilim

Zjisténa neopravnéna manipulace s instalaci dvefi
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Dvefe zamknuty

Dvere otevreny pfilis dlouho

Poloha dveri

Dvefe odemknuty

Zasobnik udalosti

Zahajit

Protokol udalosti

Ztracené poplachy

Ztracené udalosti

Poplach

Ventilator

Stav

GlobalSceneChange

Sluzba obrazu

Selhani hardwaru

Chyba ulozisté

Porucha ventilatoru

Vyhfivani

Stav

Vstupni porty

Virtualni vstup

Digitalni vstupni port

Rucni spoustec

Hlidany vstupni port

Digitalni vystupni port

Externi vstup

Svétlo Stav
LightStatusChanged Stav
Média Profil zménén

Nastaveni zménéno

Monitorovani

Prezencni signal

MotionRegionDetector

Pohyb

Sit

Ztraceno pfipojeni k siti

Plati pouze pro udalosti pouzivané zafizenim, neplati pro
udalosti pouzivané systémem AXIS Camera Station 5.

Adresa pridana

Adresa odebrana

PTZ pohyb

PTZ pohyb na kanalu <channel name>

Prednastaveni PTZ

Dosazeni prepozice PTZ na kanalu <channel name>

PTZController

Automatické sledovani

Fronta fizeni PTZ

Chyba PTZ
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PTZ pfipraveno

Konfigurace zaznamu

Vytvofit zaznam

Odstranit zaznam

Nastaveni sledovani

Nastaveni zaznamu

Nastaveni zaznamu

Vzdalena kamera

Stav rozhrani Vapix

Poloha PTZ
Harmonogram Impuls

Interval

Planovana udalost
Stav Aktivni
Ulozisté Chyba ukladani

Probiha zaznam

Systémova zprava

Akce se nezdafrila

Tampering

Detekovano sklonéni

Detekce narazu

Snimace teploty

Prekroeni maximalni provozni teploty

Prekro€eni minimalni provozni teploty

Provozni teplota neprekrocena

PrekroCeni provozni teploty

Spoustéc

Relé a vystupy

Digitalni vstup

video detekce pohybu,

VMD 4: profil <nazev profilu>

VMD 4: libovolny profil

Video detekce pohybu 3

VMD 3

Zdroj videa

Poplach pohybu

Pristup ke streamu zivého vysilani

Neopravnéna manipulace s kamerou

Primérny pokles datového toku

Zdroj videa pfipojen
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Udalosti zarizeni ovladace dveri AXIS A1601 Network Door Controller

Udalost zafizeni

Spusténi pravidla akci

Autorizace

Zadost o pfistup udélena

Systém udélil pfistup drziteli karty, kdyZ se identifikoval pomoci svych
prihlaSovacich udaju.

Tisnovy stav

Nékdo pouzil svij tisfiovy kod PIN. Pomoci této funkce miZete
napfiklad spustit tichy poplach.

Zadost o pristup zamitnuta

Systém zamitl pFistup drziteli karty, kdyz se identifikoval pomoci
svych pfihladovacich udaju.

Detekce Anti-passback

Nékdo pouzil pfihlasovaci udaj patfici drziteli karty, ktery vstoupil do
z6ny pred nimi.

Kryt

Otevreni krytu

Nékdo otevrel nebo odstranil kryt sitového ovladace dvefi. Slouzi
napfiklad k odeslani oznameni spravci, pokud je kryt otevien za
ucelem udrzby, nebo pokud nékdo manipuloval s krytem.

Stav zafizeni

Systém pripraven

Systém je ve stavu pfipravenosti. Produkt Axis napfiklad detekuje stav
systému a po spusténi systému odesle spravci oznameni. Viyberte
moznost Yes (Ano), chcete-li spustit pravidlo akei, je-li zafizeni ve
stavu pfipravenosti. Pamatujte, Ze pravidlo se spusti pouze v pfipadé,
Ze jsou spustény viechny nezbytné sluzby, napfiklad systém udalosti.

Dvere

Dvefe otevieny nasilim

Dvefe byly otevieny nasilim.

Zjisténa neopravnéna manipulace
s instalaci dvefi

Kdyz systém zjisti nasledujici:
e  Kryt zafizeni byl otevien nebo zavren

®  Pohyb zafizeni
e Qdstranéni pfipojené ctecky ze zdi

® Neopravnéna manipulace s monitorem dvefi, ¢teckou nebo
zarizenim REX. Chcete-li pouzit tento spoustéc¢, nezapomente
zapnout Supervised inputs (Hlidané vstupy) a zkontrolovat
instalaci koncovych odporl na pfislusnych vstupnich portech
konektoru dvefi.

Dvere zamknuty

Zamek dvefi je zamceny.

Dvere otevieny pfiliS dlouho

Kdyz jsou dvere pfilis dlouho oteviené.

Poloha dveri

Dvefni monitor signalizuje, Ze jsou dvere oteviené nebo zaviené.

Dvere odemknuty

Zamek dvefi zlistane odemceny. Tento stav mizete pouzit napfiklad v
pripadé, kdy je navstévnikiim dovoleno otevfit dvere bez nutnosti
predloZit své pfihlasovaci udaje.

Vstupni porty

Virtualni vstup

Jeden z virtualnich vstupli zméni stav. Klient, napfiklad management,
jej mlze pouzit ke spusténi riznych akci. Vyberte vstupni port, ktery
ma spustit pravidlo akci, kdyZ se aktivuje.
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Digitalni vstupni port

Digitalni vstupni port zméni stav. PouZijte spouste¢ ke spusténi
rGznych akei, napriklad k odeslani upozornéni nebo zablikani stavové
LED. Viyberte vstupni port, ktery ma spustit pravidlo akci, kdyz se
aktivuje, nebo zvolte moznost Any (Kterykoli) pro spusténi pravidla
akci, pokud dojde k aktivaci nékterého vstupniho portu.

Rucni spoustec

Aktivuje rucni spousté¢. Pouzijte tento spousté¢ k ru¢nimu spusténi
nebo zastaveni pravidla akci prostfednictvim rozhrani APl VAPIX.

Externi vstup

Nouzovy vstup je aktivni nebo neaktivni.

Sit

Ztraceno pfipojeni k siti

Sit ztratila spojeni.

Plati pouze pro udalosti pouzivané zafizenim, neplati pro udalosti
pouzivané systémem AXIS Camera Station 5.

Adresa pridana

Byla pfidana nova IP adresa.

Adresa odebrana

IP adresa byla odebrana.

Harmonogram

Planovana udalost

Kdyz se zméni stav preddefinovaného rozvrhu. SlouZzi k zaznamu
videa v ur€itych ¢asovych usecich, napfiklad béhem pracovni doby, o
vikendech atd. V rozbalovacim menu Schedule (Rozvrh) vyberte
rozvrh.

Systémova zprava

Akce se nezdafila

Pravidlo akce selze a spusti systémovou zpravu ,Akce selhala”.

Spoustéc

Digitalni vstup

Fyzicky digitalni vstupni port je aktivni nebo neaktivni.

Vytvareni spoustécu tlacitek akce

Pouzijte tlacitka akci pro spousténi a zastavovani akci v Zivém zobrazeni. Ak¢ni tlacitka naleznete ve spodni
¢asti Zivého zobrazeni nebo v mapé. Jedno tlacitko mlZete pouzit pro vice kamer a map a pro jednu kameru
nebo mapu mulze byt k dispozici vice akénich tlaéitek. Tlac¢itka pro kameru mlzete uspofadat pfi pfidavani nebo

Uprave akeniho tlacitka.

Existuji dva typy tlacitek akei:

Prikazova tlacitka - Pouzivaji se pro manualni spusténi akce. Prikazova tlacitka pouzivejte pro akce, které
nevyzaduji tlacitko zastaveni. Prikazové tlacitko ma Stitek tlacitka a bublinovy popisek. Stitek tlacitka je text
vyobrazeny na tlacitku. Bublinovy popisek se zobrazi, kdyZ na tlacitko najedete mysi.

Priklad: Vlytvoreni tlacitka pro aktivaci vystupu na predem definovanou dobu, vyvolani poplachu a odeslani e-

mailu.

Pfepinaci tlacitka - Pouzijte pro manualini spusténi akce. Tlac¢itko ma dva stavy: pfepnout a nepfepnout.
Kliknutim na tlagitko pfepinejte mezi t€mito dv€ma stavy. Ve vychozim nastaveni pfepinaci tla¢itka spousté;ji
akcei, kdyz jsou ve stavu prepnuti, ale je mozné ji spustit i ve stavu nepfepnuti.

Prepinaci tla¢itko ma Stitek pfepnuti, Stitek nepfepnuti a bublinovy popisek. Texty zobrazené na tlacitkach ve
stavu prepnuti a nepfepnuti jsou Stitky pfepnuti a nepfepnuti. Bublinovy popisek se zobrazi, kdyz na tlacitko

najedete mysi.
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Priklad: Viytvorte tla¢itko pro otevieni a zavreni dvefi, pouzijte akci vystupu s impulsem nastavenym na ,tak
dlouho, dokud bude jakykoliv spousté¢ aktivni”.

Vlytvoreni spoustéce tlacitka akce:

1.

o o &~ WD

Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akci.

Kliknéte na New (Nové).

Kliknéte na moznost Pfidat a vyberte moznost Tlacitko akce.

Kliknéte na tlacitko OK.

Viyberte moznost Vytvorit nové tlacitko nebo Pouzit stavajici tladitko. Kliknéte na tlacitko DalSi.

Pokud jste vybrali moznost Create new button (Vytvofit nové tlacitko):

6.1. Zvolte Ptikazové tlacitko nebo Prepinaci tlacitko. Pokud chcete pouzit tlacitko prepinace ke
spusténi akce ve stavu vypnuti, zvolte moZnost Spustit pfi vypnuti.

6.2. Kliknéte na tlacitko Dalsi.

6.3. Pridejte oznaceni a bublinovou napovédu k tlacitku.

Poznamka
Pismeno nebo ¢&islo za prvnim podtrzitkem v oznaceni tlaCitka akce predstavuje pristupovou klavesu k tlacitku
akce. Stisknéte klavesu ALT a pfistupovou klavesu, abyste aktivovali tlacitko akce. Pokud napfiklad nazvete
tlac¢itko akce A_BC, nazev tladitka akce se v Zivém zobrazeni zméni na ABC. Stisknéte klavesy ALT + B a
aktivuje se tlacitko akce.

7.

10.

11.

Pokud jste vybrali moznost Use existing button (PouZit stavajici tlacitko):
7.1.  Tlacgitko vyhledejte nebo kliknéte na tlacitko, které chcete pouzit.

7.2.  Pokud vyberete stavajici pfepinaci tlacitko, musite vybrat moznost Trigger on toggle (Spustit pfi
prepnuti) nebo Trigger on untoggle (Spustit pfi nepfepnuti).

7.3.  Kliknéte na tlacitko Dalsi.
7.4.  Upravte oznaceni a bublinovou napovédu k tlacitku.
Z rozbalovaciho menu vyberte kameru nebo mapu.

Jestlize chcete tlacitko pridat k vice kameram nebo mapam, kliknéte na moznost Pfidat k vice kameram
nebo Pfidat k vice mapam.

Jestlize ma kamera nékolik akénich tlacitek, kliknéte na Arrange (Uspofadat), abyste zménili pofadi
tlacitek. Kliknéte na tlacitko OK.

Kliknéte na tlacitko Dalsi.

Vytvoite spoustéce udalosti AXIS Entry Manager

AXIS Camera Station 5 Tento spoustéc se aktivuje, kdyZ pfijme signaly od dvefi nakonfigurovanych v nastroji
AXIS Entry Manager. Napfiklad nasilné oteviené dvere, pfilis dlouho oteviené dvefe nebo odepreni pfistupu.

Poznamka

Spoustéc udalosti AXIS Entry Manager je k dispozici pouze po pridani sitového ovladace dveri AXIS A1001
Network Door Controller k systému AXIS Camera Station 5.

1.

o oA WD

Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akci.

Kliknéte na New (Nové).

Kliknéte na moznost Add (Pfidat) a vyberte AXIS Entry Manager event (Udalost AXIS Entry Manager).
Kliknéte na tlaéitko OK.

Chcete-li aktivovat spoustéé, zvolte udalost a dvere.

Kliknéte na tlacitko OK.
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VytvoFeni externich spoustécia HTTPS

Externi spousté¢ HTTPS umoziuje externim aplikacim spoustét udalosti v softwaru AXIS Camera Station 5
prostfednictvim komunikacniho protokolu HTTPS. Tento spousté¢ podporuje pouze komunikaci pres protokol
HTTPS a vyzaduje, abyste do pozadavkd HTTPS uvadéli platné uzivatelské jméno AXIS Camera Station 5

i s nazvem domeény a heslem.

Jsou podporovany nasledujici poZzadavky prostfednictvim protokolu HTTP metodou GET*. Také je moZné pouzit
metodu POST s daty JSON uvedenymi v téle pozadavku.

Poznamka
e Pozadavky na externi spousté¢ HTTP je mozné testovat jediné v prohlize¢i Google Chrome.

e  Externi spousté¢ HTTPS pouziva stejné porty jako aplikace pro prohlizeni na mobilnich zafizenich, viz
¢asti Port mobilni komunikace a Port mobilniho streamovani v sekci Obecné.

e  Aktivace spoustéce s ID ,trigger1": https://[address] :55756/Acs/Api/
TriggerFacade/ActivateTrigger?{"triggerName":"triggerl"}

®  Deaktivace spoustéce s ID ,trigger1": https:// [address] :55756/Acs/Api/
TriggerFacade/DeactivateTrigger?{"triggerName":"triggerl"}

e  Aktivace spoustéce s ID ,trigger1" a nasledna deaktivace tohoto spoustéce po uplynuti 30 sekund:
https://[address] :55756/Acs/Api/TriggerFacade/
ActivateDeactivateTrigger?

{"triggerName":"triggerl", "deactivateAfterSeconds":"30"}

Poznamka
Casova¢ automatické deaktivace se zrusi v pfipad€ vydani jiného pfikazu pro stejny spoustéc.

® Impuls spoustéce s ID ,trigger1” (aktivace spoustéce nasledovana okamzitou deaktivaci): https://
[address] :55756/Acs/Api/TriggerFacade/PulseTrigger?{"triggerName
":"triggerl"}

Vytvoreni externiho spoustéée HTTPS:

1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akci.
Kliknéte na New (Nové).

Kliknéte na moznost Pridat a vyberte moznost Externi HTTPS.
Kliknéte na tlacitko OK.

Do Trigger name (Nazev spoustéce) zadejte nazev spoustéce.

ISR

Zkontrolujte, ze ukazkova adresa URL uvedena v dialogovém okné pouziva stejnou adresu serveru, jakou
pouZzil klient pfi pfihlasovani. Adresy URL funguji pouze po dokonceni pravidla akce.

7. Kliknéte na tlacitko OK.

Vhodné akce pro externi spoustéce HTTPS

® PoZadavky na aktivaci a deaktivaci spoustéce se hodi napfiklad ke spousténi a zastavovani zaznam(.

e Pozadavky na impuls spoustéce se hodi napriklad ke Raise Alarm (Spusténi poplachu) nebo Send Email
(Odeslani e-mailu).

Pfidani akci

Jedno pravidlo miize mit vice akci. Akce se spusti po aktivaci pravidla.

K dispozici jsou nasledujici akce:

Zaznam - Tato akce spusti zaznam z kamery. Viz ¢ast Vytvoreni akci zdznamu.

Vyvolani poplachu - Tato akce odesle poplach viem klientlim pfipojenym k systému AXIS Camera Station 5. Viz
¢ast Vytvdreni akcel pfi vyvoldni poplachu.
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Nastaveni vystupu - Tato akce nastavuje stav vystupniho portu. Pouzijte ji pro ovladani zafizeni pfipojeného
k vystupnimu portu, napfiklad pro zapnuti svétla nebo zamknuti dvefi. Viz ¢ast Viytvorfeni akci vystupu.

Odeslani e-mailu - Tato akce odesle e-mail jednomu nebo nékolika pfijemcim. Viz éast Vytvdreni akei odesldni
e-mailu.

Odeslani upozornéni HTTP - Tato akce odesila pozadavek HTTP do kamery, ovladace dvefi nebo externiho
webového serveru. Viz ¢ast Vytvoreni akei HTTP notifikace.

Siréna a svétla - Tato akce spusti sirénu a svételny vzor na kompatibilnim zafizeni podle predem
nakonfigurovaného profilu. Viz ¢ast Vytvorte akce sirény a svétla, on page 97.

Spravce vstupu AXIS - Tato akce mizZe byt pouzita pro udéleni pfistupu, odemceni nebo zamceni dvefi
pfipojenych k ovladadi dvefi nakonfigurovanému pomoci AXIS Entry Manager. Viz ¢ast Vytvorte akce AXIS Entry
Manager, on page 97.

Odeslat oznameni o mobilni aplikaci - Tato akce odesle do mobilni aplikace AXIS Camera Station vlastni
zpravu. Viz ast Viytvdreni akci odesldni ozndmeni mobilni aplikace, on page 97.

Zapnéte nebo vypnéte pravidla - Pomoci této akce miizete zapnout nebo vypnout dalsi pravidla akei. Viz ¢ast
Viytvoreni akce, kterd zapne nebo vypne jind pravidla akci, on page 98.

Odeslat do dekodéru videa - Tato akce slouzi k odeslani zabéru do dekodéru videa, aby se zobrazil na monitoru
po urcitou dobu. Viz ¢ast

Kontrola pfistupu - Tato akce zahrnuje akce dvefi a akce zon v systému AXIS Camera Station Secure Entry. Viz
¢ast Vytvdreni akci Fizeni pfistupu, on page 98.

Vytvoreni akci zaznamu

Akce zaznamu spusti zaznamenavani z kamery. Pfistup k nahravce a jeji pfehrani je mozné na karté Recordings
(Zaznamy).

Vytvoreni akce zaznamu:

1. Zadejte umisténi, do kteréh’o se ma zaznam ulozit, pfejdéte do nabidky Configuration > Storage >
Selection (Konfigurace > UlozZisté > Volba).

Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akci.

Kliknéte na New (Nové).

Kliknéte na tlacitko Pfidat a vytvorte spoustéc. Kliknéte na tlacitko Dalsi. Viz ¢ast Priddni spoustéci.
Kliknéte na moznost Pfidat a vyberte moznost Zaznam.

Kliknéte na tlacitko OK.

V casti Camera (Kamera) vyberte kameru, ze které se ma nahravat.

V ¢asti Nastaveni videa (Video setting)konfigurovat profil, pre-buffer a post-buffer.

Kliknéte na tlacitko OK.

© ©° N o o s W DN

Nastaveni videa

Profil Z rozbalovaciho menu Profile (Profil) vyberte profil.
Pokud chcete upravit profil, viz Profily streamu.

Pre-buffer Nastaveni poctu sekund pred detekovanym pohybem,
které se maji zahrnout do zaznamu.

Post-buffer Vyberte pocet sekund, které maji byt zahrnuty do
zaznamu, kdyZ akce jiz neprobiha.
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Vytvareni akcei pfi vyvolani poplachu

Akce vyvolani poplachu odesle upozornéni vdem pfipojenym klientlim AXIS Camera Station 5. Poplach se zobrazi
v zaloZzce Alarms (Poplachy) a jako upozornéni listy ukolu. K poplachu je mozné pfipojit pokyny ve formé
souboru s postupy pfi poplachu. Postup pro pfipad poplachu je k dispozici na kartach Poplachy a Protokoly.

Vlytvoreni akce pfi vyvolani poplachu:
1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akci.
Kliknéte na New (Nové).
Kliknéte na tlacitko Pfidat a vytvorte spoustéc. Kliknéte na tlacitko Dalsi. Viz ¢ast Priddni spoustéci.
Kliknéte na moznost Pfidat a vyberte moznost Vyvolat poplach.
Kliknéte na tlacitko OK.

V ¢asti Alarm message (Zprava poplachu) nakonfigurujte nazev, popis a dobu trvani.

A L A o

V ¢asti Alarm procedure (Postup v pfipadé poplachu).
7.1.  Zvolte P¥i poplachu zobrazit postup pro ptipad poplachu.

7.2.  Kliknéte na Upload (Nahrat) a vyhledejte pozadovany soubor.
7.3.  lJestlize chcete zavedeny soubor zobrazit v okné nahledu, kliknéte na Nahled.
7.4, Kliknéte na tlacitko OK.

Vlystrazné hlaseni

Nazev Zadejte nazev poplachu. Tento nazev se zobrazi v poli
Alarms (Poplachy) v zalozce Alarms (Poplachy)
a jako upozornéni listy uloh.

Popis Zadejte popis poplachu. Tento nazev se zobrazi v poli
Alarms > Description (Poplachy > Popis) v zalozce
Alarms (Poplachy) a jako upozornéni listy uloh.

Doba trvani (s) Nastavte dobu trvani v rozmezi od 1 do 600 sekund
pro vyskakovaci poplachy.

Vytvoreni akci vystupu

Akce vystupu nastavuje stav vystupniho portu. PouZijte ji pro ovladani zafizeni pfipojeného k vystupnimu portu,
napriklad pro rozsviceni svétla nebo zamknuti dvefi.

Poznamka

Pred pouzitim vystupni akce pfidejte vystupni port do systému AXIS Camera Station 5. Viz ¢ast Porty vstupd/
vystupd.

Jestlize cheete vytvofit akei vystupu:
1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akei.
Kliknéte na New (Nové).
Kliknéte na tlacitko Pfidat a vytvorte spoustéc. Kliknéte na tlacitko Dalsi. Viz ¢ast Priddni spoustéci.
Kliknéte na mozZnost Pfidat a vyberte moZnost Nastavit vystup.
Kliknéte na tlacitko OK.
V ¢asti Vystupni port vyberte vystupni port.

N o g k& e

V &asti Stav pii akei vyberte stav, na ktery se ma port nastavit. MoZnosti, které jsou k dispozici, zavisi na
konfiguraci portu.

8. Pomoci moZnosti Impuls miiZete definovat, jak dlouho by mél vystupni port zdstat v novém stavu.
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Poznamka
Abyste port po akci udrzeli v novém stavu, zruSte moznost Impuls.

9. Kliknéte na tlacitko OK.

Po dobu, kdy je aktivni jakykoli spoustéc Jestlize cheete port udrzet v novém stavu tak dlouho,
dokud vsechny spoustéce v pravidle budou aktivni,
zvolte Dokud bude jakykoliv spoustéc aktivni.

UdrZovani stavu po stanovenou dobu Jestlize chcete port udrZzet v novém stavu po
stanovenou dobu, zvolte druhou moZnost a zadejte
pocet sekund.

Vytvareni akci odeslani e-mailu
E-mailova akce odesle e-mail jednomu nebo nékolika prijemcdm. K e-mailu je mozné pfipojit snimky z kamery.
Poznamka

Chcete-li odesilat e-maily, musite nejprve nastavit SMTP server. Viz ¢ast Nastaveni serveru.

Vytvoreni akce odeslani e-mailu:

1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akei.

Kliknéte na New (Nové).

Kliknéte na tlacitko Pfidat a vytvorte spoustéc. Kliknéte na tlacitko Dalsi. Viz ¢ast Priddni spoustéci.
Kliknéte na moznost Pridat a vyberte moznost Odeslat e-mail.

Kliknéte na tlaéitko OK.

ISR

Pridejte pfijemce v ¢asti Recipients (Pfijemci):
6.1.  Zadejte e-mailovou adresu do pole New Recipient (Novy p¥ijemce) a zvolte moznost To (Komu),
cc (Kopie) nebo Bec (Skryta kopie).

6.2.  Kliknutim na Add (PFidat) pfidejte k poli Recipients (Pfijemci) e-mailovou adresu.
7.V casti Contents (Obsah) zadejte predmét e-mailu a zpravu.
8. V casti Advanced (Pokrodily) nastavte pfilohy, pocet e-mailG a intervaly.
9. Kliknéte na tlac¢itko OK.

Pokrocilé

PfiloZeni snimku Pokud chcete k e-mailovym oznamenim jako prilohy
pfiloZit snimky z kamer v podobé obrazki jpg, vyberte
moznost Attach snapshots (PFilozit snimky)

a kliknéte na moznost Cameras (Kamery). Zobrazi se
seznam vSech kamer pfidanych do systému AXIS
Camera Station 5. MUZete Select all (Vybrat vse) pro
vybér vSech kamer nebo Deselect all (Zrusit vybér
vSech) pro zruseni vybéru vSech kamer.

Odeslat jeden e-mail na kaZzdou udalost Chcete-li zabranit v odesilani nékolika e-maild ke
stejné udalosti, vyberte moznost Odeslat jeden e-
mail na kazdou udalost.

Neodesilat dalsi e-mail po Zabranéni odeslani e-maill rychle po sobé. Vyberte
moznost Don't send another email for (Neodesilat
dalSi e-mail po) a z rozbalovaciho menu nastavte
minimalni dobu mezi e-maily.
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Vytvareni akcei Zivého zobrazeni

Akce zivého zobrazeni otevira kartu Live view (Zivé zobrazeni) s uréitou kamerou, pohledem nebo prepozici
polohy. Karta Live view (Zivé zobrazeni) se otevie u viech pfipojenych klientd AXIS Camera Station 5. Jestlize

karta Live view (Zivé zobrazeni) ukazuje déleny pohled s hotspotem, kamera zvolena v akei Zivého zobrazeni se
zavede do hotspotu. DalSi informace o hotspotech najdete zde: Déleny pohled.

Akci zivého zobrazeni mlzete pouzivat také pro obnoveni otevienych klientli AXIS Camera Station 5 z liSty uloh
nebo nastaveni klientli pfed dalSi oteviené aplikace.

Vlytvoreni akce Zivého zobrazeni:
1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akci.
Kliknéte na New (Nové).
Kliknéte na tlacitko Pfidat a vytvorte spoustéc. Kliknéte na tladitko Dalsi. Viz ¢ast Priddni spoustéci.
Kliknéte na moznost PFidat a vyberte moznost Zivé zobrazeni.
Kliknéte na tlacitko OK.
V ¢asti Live view actions (Akce Zivého zobrazeni) nakonfigurujte, co se ma zobrazit, kdyZ je akce aktivni.

V ¢asti Shown in (Zobrazeno v) nastavte zplsob zobrazeni vybraného zobrazeni.

© N o g kDN

Pokud chcete pfi spusténi akce Zivého zobrazeni obnovit oteviené klienty z listy tloh nebo nastavit
klienty do popfedi pfed dalSi oteviené aplikace, vyberte v ¢asti Bring to front (Pfenést do popredi)
moznost On trigger bring application to front AXIS Camera Station 5 (Pfi spusténi nastaveni aplikace do
popredi).

9. Kliknéte na tlacitko OK.

Akce Zivého pohledu

Zobrazit Pohled otevfete zvolenim moznosti View (Pohled)
a vybérem pohledu z rozbalovaciho menu.

Kamera Kameru otevrete zvolenim moznosti Camera
(Kamera) a vybérem kamery z rozbalovaciho menu.
Pokud ma kamera predvolbu PTZ, vyberte moznost Go
to preset (Pfejit na pfedvolbu) a z rozbalovaciho
menu vyberte jednu oblast k otevieni prepozice.

Z4dn3 akce Vlyberte moznost No action (Zadna akce), aby se
neotevrel zadny pohled.

Zobrazeno v

Karta Zivé vystrahy Zvolte kartu Live alert (Zivé vystrahy) a oteviete na

karté Live alert (Zivé vystrahy) zvoleny pohled nebo
pohled kamery.

Hotspot v pohledu Zvolte moznost Hotspot in view (Hotspot v pohledu)
a z rozbalovaciho menu zvolte pohled s hotspotem.
Pokud je hotspot viditelny v Zivém zobrazeni pfi
spusténi akce, zobrazi se v hotspotu pohled kamery.

Cheete-1i oteviit kartu Live view (Zivé zobrazeni), prejdéte do zobrazeni hotspotu, zobrazte v hotspotu pohled
kamery a nakonfigurujte dvé akce Zivého zobrazeni ve stejném pravidle akci:

1. Vytvorte akei Zivého zobrazeni, ktera zobrazi zobrazeni hotspotu na karté Live alert (Zivé vystrahy).
1.1.  V Casti Live view actions (Akce Zivého zobrazeni) vyberte View (Pohled).
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1.2.  Vyberte Hotspot view (Hotspot pohledu).
1.3.  V &asti Show in (Zobrazit v) zvolte kartu Live alert tab (Zivé vystrahy).

1.4, Zvolte moznost On trigger bring application to front (P¥i spusténi nastavit aplikaci do

popredi).
2. Vytvorte dalSi akei zivého zobrazeni, které pfechazi na zobrazeni hotspotu, a zobrazte pohled kamery
v hotspotu.
2.1.  V casti Live view actions (Akce Zivého zobrazeni) zvolte moznost Camera (Kamera) a vyberte

pohled kamery.
2.2.  V casti Show in (Zobrazit v) zvolte Hotspot in view (Hotspot v pohledu).
2.3.  Vyberte Hotspot view (Hotspot pohledu).

Vytvoreni akci HTTP notifikace

Akce upozornéni HTTP odesila pozadavek HTTP pfijemci. Pfijemcem maze byt kamera, ovladac¢ dvefi, externi
webovy server nebo jakykoliv server, ktery dokaze pfijmout pozadavky HTTP. HTTP notifikace mohou byt pouzity
napfiklad pro povoleni nebo zakazani urcité funkce v kamere, nebo pro otevirani, zavirani, zamykani nebo
odemykani dvefi pfipojenych k ovladaci dveri.

Jsou podporovany metody GET, POST a PUT.
Poznamka

Chcete-li odesilat HTTP notifikace pfijemcim mimo mistni sit, miZze byt nutné upravit nastaveni proxy
serveru systému AXIS Camera Station 5. Viz ¢ast Obecné.

Vytvoreni akce HTTP notifikace:

1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akci.

Kliknéte na New (Nové).

Kliknéte na tlacitko Pridat a vytvorte spoustéc. Kliknéte na tladitko Dalsi. Viz ¢ast Priddni spoustéci.
Kliknéte na moznost Pfidat a vyberte moznost HTTP notifikace.

Kliknéte na tlacitko OK.

o o &~ WD

Do URL zadejte adresu pfijemce a skript, ktery reSi pozadavek. Priklad: https://
192.168.254.10/cgi-bin/notify.cgi.

7. Vyberte moznost VyZadovano ovéreni, jestlize pfijemce vyZaduje ovéreni. Zadejte uzivatelské jméno a
heslo.

8. Jestlize chcete zobrazit pokroéila nastaveni, kliknéte na Pokrogily.
9. Kliknéte na tlacitko OK.

Pokrodilé

Metoda Z rozbalovaciho menu Method (Metoda) vyberte
profil.

Typ obsahu U metod POST a PUT z rozbalovaciho menu vyberte
Content type (Typ obsahu).

Hlavni ¢ast U pozadavki POST a PUT zadejte do Body (T€lo)
pozadavek.

Data spoustéce Z rozbalovaciho menu mUzete také vlozit
preddefinovana data spoustéce. Vice informaci viz
nize.
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Data spoustéce

Typ Spoustéc, ktery aktivoval toto pravidlo akci.

ID zdroje ID zdroje je ID zdroje, ktery spustil pravidlo akci,
a Casto predstavuje kameru nebo jiny typ zafizeni. Ne
vsechny zdroje maji ID zdroje.

Nazev zdroje Nazev zdroje je nazev zdroje, ktery spustil pravidlo
akei, a Casto predstavuje kameru nebo jiny typ
zafizeni. Ne vSechny zdroje maji nazev zdroje.

Cas (UTC) Datum a ¢as UTC, kdy bylo pravidlo akei spusténo.

Cas (mistni) Datum a Cas serveru, kdy bylo pravidlo akci spusténo.

Vytvorte akce sirény a svétla

Akce sirény a svétla aktivuje vzor sirény a svétla na AXIS D4100-E Network Strobe Siren podle nastaveného
profilu.

Poznamka
Aby bylo mozné tuto akci pouzit, musi byt profil nakonfigurovan na strance konfigurace zafizeni.
1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akci.
Kliknéte na New (Nové).
Kliknéte na tlacitko Pfidat a vytvorte spoustéc. Kliknéte na tlacitko Dalsi. Viz ¢ast Priddni spoustéci.
Kliknéte na tlacitko Add (Pfidat) a zvolte moznost Siren and light (Siréna a svétlo).
Kliknéte na tlacitko OK.
Z rozbalovaciho menu Device (Zafizeni) vyberte zafizeni.
Z rozbalovaciho menu Profile (Profil) vyberte profil.
Kliknéte na tlacitko OK.

© N o o & w0 DN

Vytvoite akce AXIS Entry Manager

Akce softwaru AXIS Entry Manager miZze byt pouzita pro udéleni pfistupu, odeméeni nebo zamceni dveri
pfipojenych k ovladadi dvefi nakonfigurovanému pomoci AXIS Entry Manager.

Poznamka

Akce softwaru AXIS Entry Manager je k dispozici pouze v pfipadé, Ze je v systému AXIS Camera Station 5
dostupny radi¢ AXIS A1001 Network Door Controller.

1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akci.

Kliknéte na New (Nové).

Kliknéte na tlacitko Pfidat a vytvorte spoustéc. Kliknéte na tladitko Dalsi. Viz ¢ast Priddni spoustéci.
Kliknéte na tlacitko Add (Pfidat) a vyberte moznost AXIS Entry Manager.

Kliknéte na tlacitko OK.

Vyberte akci a dvere, u kterych se ma akce provést.

Kliknéte na tlacitko OK.

N o o k& D

Vytvareni akci odeslani oznameni mobilni aplikace
Akce odeslani oznameni mobilni aplikace posle vlastni zpravu do mobilni aplikace AXIS Camera Station.

Kliknutim na pfijaté oznameni mizete pfejit na konkrétni pohled kamery. Viz ndvod pro uzivatele mobilni
aplikace AXIS Camera Station.
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Postup vytvoreni akce odeslani oznameni mobilni aplikace:

> N

o

8.

Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akci.
Kliknéte na New (Nové).
Kliknéte na tlacitko Pfidat a vytvorte spoustéc. Kliknéte na tlacitko Dalsi. Viz ¢ast Priddni spoustéci.

Kliknéte na moznost Add (Pfidat) a vyberte moznost Send mobile app notification (Odeslat oznameni
mobilni aplikace).

Kliknéte na tlacitko OK.
Do ¢asti Message (Zprava) zadejte svou zpravu, ktera se zobrazi v mobilni aplikaci.

V ¢asti Click notification and go to (Kliknéte na oznameni a pfejdéte na) nastavte, co se ma zobrazit
po kliknuti na oznameni.

Kliknéte na tlacitko OK.

Click notification and go to (Kliknéte na oznameni a pfejdéte na)

Kamera V rozbalovacim menu Camera (Kamera) vyberte

zobrazeni kamery, které by se mélo zobrazit po
kliknuti na oznameni v mobilni aplikaci.

Vychozi Vlybérem moznosti default (Vychozi) prejdete na

Uvodni stranku mobilni aplikace po kliknuti na
oznameni v mobilni aplikaci.

Vytvoreni akce, ktera zapne nebo vypne jina pravidla akci

Pouzijte akci ,Turn rules on or off (Zapnout nebo vypnout pravidla)”, napfiklad pokud chcete vypnout detekci
pohybu v kancelafi, kdyZz zamé&stnanec pouzil pfistupovou kartu.

Vlytvoreni akce zapnuti nebo vypnuti pravidla:

1.

> LN

© © N o o

Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akci.
Kliknéte na New (Nové).
Kliknéte na tlacitko Pfidat a vytvorte spoustéc. Kliknéte na tlacitko Dalsi. Viz ¢ast Priddni spoustéci.

Kliknéte na tlacitko Add (Pfidat) a vyberte moznost Turn rules on or off (Zapnout nebo vypnout
pravidla).

Kliknéte na tlacitko OK.

Vyberte jedno nebo vice pravidel akci.

Vyberte, zda chcete vybrana pravidla akci zapnout nebo vypnout.

Pokud chcete nastavit urcity ¢as mezi spoustééem a zménou stavu, zadejte zpozdéni.

Pokud nechcete, aby se vybrané pravidlo akce zménilo, kdyz spoustéc¢ neni aktivni, vyberte moznost
Return to the previous state when the trigger is no longer active (Vratit se do pfedchoziho stavu, kdyz
uz spoustéc neni aktivni). Ve vyse uvedeném prikladu to znamena, Ze detekce pohybu se znovu zapne,
pokud zaméstnanec vyjme pfistupovou kartu ze ¢tecky.

10. Kliknéte na tlacitko OK.

Vytvareni akci Fizeni pfistupu

Akce fizeni pristupu mGze v systému AXIS Camera Station Secure Entry provadét tyto akce:

Akce dvefi: udéleni pristupu, zamknuti, odemknuti, uzamceni vybranych dvefi.

Akce zon: zamknuti, odemknuti nebo uzamdceni vybranych dvefi ve vybranych zonach.
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Poznamka
Akce Fizeni pfistupu je k dispozici pouze u systému AXIS Camera Station Secure Entry.

Vlytvoreni akce fizeni pfistupu:
1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akci.
Kliknéte na New (Nové).
Kliknéte na tlacitko Pfidat a vytvorte spoustéc. Kliknéte na tlacitko Dalsi. Viz ¢ast Priddni spoustéci.
Kliknéte na tla¢itko Add (PFidat) a vyberte Access control (Rizeni pFistupu).
Kliknéte na tlacitko OK.

ST T o

Chcete-li provadét akce dvefi:
6.1.  V nabidce Access control (Rizeni pfistupu) vyberte Door actions (Akce dvefi).
6.2.  V nabidce Configure action (Konfigurovat akci) vyberte dvere a akci.
7. Chcete-li provadét akce zony:
7.1.  V nabidce Access control (Rizeni pfistupu) vyberte Zone actions (Akce zony).
7.2.  V nabidce Configure action (Konfigurovat akci) vyberte zony, typy dvefi a akci.
8. Kliknéte na tlacitko OK.

Harmonogramy

Stranka Schedules (Rozvrhy) obsahuje vSechny rozvrhy, které Ize pouzit pro zaznam, pravidla akci a komponenty,
jako je napriklad AXIS Secure Entry. AXIS Site Designer vytvori nékteré rozvrhy béhem instalace.

Rozvrhy umoZziuji vytvaret a upravovat viastni denni a tydenni rozvrhy a také specifické rozvrhy potlaceni, které
se pouziji misto denniho nebo tydenniho rozvrhu ve zvlastnich terminech, jako jsou statni svatky.

Karta Schedules (Rozvrhy) je hlavni zobrazeni pro spravu vsech dennich a tydennich rozvrhi:

e Name (Nazev): Nazev rozvrhu.
e Type (Typ): Znaci, zda se jedna o denni nebo tydenni rozvrh.

e In use (Pouziva se): Zobrazuje, zda komponenta, pravidlo zaznamu nebo pravidlo akci aktualné pouziva
tento rozvrh.

e Override schedules (Rozvrhy potlaceni): VypiSe seznamy, které rozvrhy potlaceni se vztahuji k tomuto
rozvrhu.

Karta Override schedules (Rozvrhy potlaceni) je hlavnim zabérem pro spravu rozvrhi potlaceni, kde vidite, na
které denni a tydenni rozvrhy byly pouzity.

Poznamka

P¥i pfipojeni k vice serverlim AXIS Camera Station 5 mi{Zete pfidavat a spravovat rozvrhy na kterémkoli
pfipojeném serveru. Pro spravu rozvrh( vyberte server z rozbalovaciho menu Selected server (Vybrany
server).

Sprava dennich a tydennich rozvrht
Chcete-li spravovat denni a tydenni rozvrhy, prejdéte na kartu Schedules (Rozvrhy).
Chcete-li vytvofit novy denni nebo tydenni rozvrh, kliknéte na New schedule (Novy rozvrh).

Chcete-li odstranit rozvrh, vyberte ho ze seznamu a kliknéte na Delete (Odstranit). Pfed pokusem o odstranéni
rozvrhu se ujistéte, Ze neni pouzivan.

Vytvorte nebo vyberte denni nebo tydenni rozvrh a pouZijte jej pro zobrazeni jeho podrobnosti.

e Pokud se jedna o denni rozvrh, kliknéte na Add dates (Pfidat data) a pfidejte do rozvrhu novy rozsah
data. Ke stejnému dennimu rozvrhu mizete pfidat vice rozsahl data.

e Chcete-li pfidat ¢asovy usek, kliknéte na + nebo dvakrat kliknéte na radek.
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®  Chcete-li upravit rozsah data nebo ¢asovy usek, kliknéte na néj levym tla¢itkem mysi.

e Chcete-li pfidat rozvrh potlaceni, vyberte jej z rozbalovaciho menu a kliknéte na tlacitko Add (Pfidat).
Chcete-li odebrat rozvrh potlaceni, vyberte jej v seznamu a kliknéte na tlacitko Remove (Odebrat).

e Kliknutim na Apply (Pouzit) ulozte zmény.

Sprava rozvrht potlaceni

Chcete-li spravovat rozvrhy potlaceni, pfejdéte na kartu Override schedules (Rozvrhy potlaceni).

Kliknutim na Add dates (Pfidat data) pfidate do rozvrhu novy rozsah data. Ke stejnému rozvrhu
potlaceni mlzete pridat vice rozsahi data.

Chcete-li pfidat ¢asovy usek, kliknéte na + nebo dvakrat kliknéte na radek.

Chcete-li upravit rozsah data nebo ¢asovy Usek, kliknéte na n€j levym tlacitkem mysi.

Kliknutim na Apply (Pouzit) ulozte zmény.

Priklady pravidel akci

Dvere otevieny nasilim
Priklad nastaveni pravidla akce v systému AXIS Camera Station 5, které spusti nahravani a poplach, kdyz nékdo
otevre vstupni dvere.

Nez zactneme, mlize byt treba:
® |nstalace ovladace dvefi AXIS A1601 Network Door Controller. Viz ¢ast Pridat zafizeni, on page 40.
® Konfigurace ovladace dvefi. Viz ¢ast Priddni dvefi, on page 131.

Vlytvoreni pravidla akei:

1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akci.

2. Kliknéte na New (Nové).

3. Pridejte spousté¢ udalosti otevieni dvefi nasilim.
3.1.  Kliknéte na moznost Pfidat a vyberte moznost Udalost zafizeni.
3.2. Kliknéte na tlacitko OK.

3.3.  Vcasti Configure device event trigger (Konfigurovat spousté¢ udalosti zafizeni) nakonfigurujte
nastaveni spoustéce.

3.4.  V casti Filters (Filtry) nakonfigurujte nastaveni filtru.
3.5.  V casti Activity (Aktivita) se ujistéte, zda spoustéc zobrazuje aktivitu na signalové lince.
3.6.  Kliknéte na tlacitko OK.

4.  Kliknéte na tlacitko Dalsi.

5. Pridejte akci zaznamu.
5.1. Kliknéte na moznost Pfidat a vyberte moznost Zaznam.

5.2. Kliknéte na tlacitko OK.

5.3. Z rozbalovaciho menu Camera (Kamera) vyberte kameru.

5.4. V Casti Nastaveni videa (Video setting)konfigurovat profil, pre-buffer a post-buffer.
5.5.  Kliknéte na tlacitko OK.

6. Pridejte akci vyvolani poplachu.
6.1. Kliknéte na moZnost Pfidat a vyberte moznost Vyvolat poplach.

6.2. Kliknéte na tlacitko OK.

6.3.  V casti Alarm message (Zprava poplachu) zadejte nazev a popis poplachu. Napt. ,Hlavni vchod
je otevien nasilim".
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6.4. Kliknéte na tlac¢itko OK.
7. Kliknéte na tlacitko Next (Dalsi) a jako rozvrh zvolte moznost Always (Vzdy).

8. Kliknéte na moznost Dokon¢it.

Konfigurovat spoustéc udalosti zafizeni

Zarizeni V rozbalovacim menu Device (Zafizeni) zvolte
ovladac¢ AXIS A1601 Network Door Controller.

Udalost Z rozbalovaciho menu Event (Udalost) vyberte Door
> Door forced (Dvefe > Dvefe otevieny nasilim).

Interval spoustéce Jako Trigger period (Interval spoustéce) nastavte 10
sekund.

Filtry

Nazev dvefi Vlyberte z rozbalovaciho menu Door name (Nazev

dvefi) poZzadované dvere.

Stav dvefi Z rozbalovaciho menu Door status (Stav dvefi)
vyberte Forced (Otevieny nasilim).

Nastaveni videa

Profil Z rozbalovaciho menu Profile (Profil) vyberte
moznost High (Vysoky).

Pre-buffer Jako Prebuffer nastavte 3 sekundy.

Post-buffer Jako Postbuffer nastavte 5 sekund.

Kdyz vstoupi duleZita osoba
Priklad vytvoreni pravidla akei v systému AXIS Camera Station 5, které prehraje uvitaci zpravu a pfivola vytah,
kdyz vstoupi dilezita osoba.
Nez zaCneme, je tfeba proveést nasledujici ukony:
® |Instalace a konfigurace ovladace dvefi AXIS A1601 Network Door Controller a pridani drziteld karet. Viz
Konfigurace fizeni pFistupu, on page 129 a Sprdva pristupu, on page 153.

® Instalace sitového zvukového zafizeni Axis a pfifazeni zvukového zafizeni ke kamere. Viz ¢ast Profily
streamu, on page 47.

e Instalace modulu AXIS A9188 Network I/O Relay Module, pfipojeni V/V k vytahu a pfidani V/V portd
sitového V/V reléového modulu do systému AXIS Camera Station 5. Viz ¢ast Porty vstupd/vystupd, on
page 79.

Vytvoreni pravidla akci:
1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akei.
2. Kliknéte na New (Nové).
3. Pridejte spousté¢ udalosti zafizeni.
3.1.  Kliknéte na moznost Pfidat a vyberte moznost Udalost zafizeni.
3.2. Kliknéte na tlacitko OK.

3.3.  V<casti Configure device event Nastaveni Konfigurovat spousté¢ udalosti zafizeni)
nakonfigurujte nastaveni spoustéce

3.4.  V Casti Filters (Filtry) nakonfigurujte nastaveni filtru.
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3.5.  V casti Activity (Aktivita) se ujistéte, zda spoustéc zobrazuje aktivitu na signalové lince.

3.6. Kliknéte na tlacitko OK.

4.  Kliknéte na tlacitko Dalsi.

Chcete-li pfehrat uvitaci zpravu, pfidejte akci Send HTTP notification (Odeslat HTTP notifikaci).
5.1.  Kliknéte na moznost Add (Pfidat) a vyberte moznost Send HTTP notification (Odeslat HTTP

notifikaci).
5.2. Kliknéte na tlacitko OK.

5.3. Do ¢asti URL zadejte adresu URL zvukoveého souboru uvitaci zpravy.

5.4.  Vyberte moZnost Authentication required (VyZadovano ovéfeni) a zadejte uzivatelské jméno

a heslo audio zafizeni.
5.5. Kliknéte na tlacitko OK.

6. Pridejte Set output action (Nastavena vystupni akce).
6.1.  Kliknéte na moznost Pridat a vyberte moznost Nastavit vystup.

6.2. Kliknéte na tlacitko OK.

6.3.  Zrozbalovaciho menu Output port (Vystupni port) vyberte vystupni port V/V modulu, ktery je

pfipojen k vytahu

6.4.  Zrozbalovaciho menu State on action (Stav p¥i akci) zvolte stav V/V modulu pro pfivolani

vytahu.

6.5.  Vyberte moznost Pulse (Pulz) a nastavte 60 sekund pro udrZeni portu v daném stavu.

6.6. Kliknéte na tlacitko OK.

7. Kliknéte na tlacitko Next (Dalsi) a jako rozvrh zvolte moznost Always (Vzdy).

8. Kliknéte na moznost Dokon¢it.

Konfigurovat spoustéc udalosti zafizeni

Zarizeni V rozbalovacim menu Device (Zafizeni) zvolte
ovlada¢ AXIS A1601 Network Door Controller.
Udalost V rozbalovacim menu Event (Udalost) zvolte moZnost

Authorization > Access request granted (Autorizace
> Zadost o prFistup udélena).

Interval spoustéce

Jako Trigger period (Interval spoustéce) nastavte 10
sekund.

Filtry

Nazev dvefi

Vlyberte z rozbalovaciho menu Door name (Nazev
dvefi) pozadované dvere.

Strana dvefi

Z rozbalovaciho menu Door side (Strana dvefi)
vyberte stranu dveri.

Cislo karty

Vyberte Card number (Cislo karty) a zadejte &islo
karty pfislusné dllezité osoby.

Konfigurace klienta

Prejdéte do nabidky Nastaveni > Klient, kde najdete tyto moZnosti

* Editovani specifickych nastaveni klienta, jako je napfiklad motiv a jazyk. Viz ¢ast Nastaveni klienta, on

page 103.
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® Editovani nastaveni specifickych pro uzivatele, jako jsou upozornéni a moznosti spusténi. Viz ¢ast

Nastaveni uZivatele, on page 104.

e Editovani nastaveni vykonu streamovani tykajici se klienta, jako je Skalovani videa a hardwarové

dekodovani. Viz ¢ast Streamovdni, on page 106.

Nastaveni klienta

Tato nastaveni plati pro vSechny uzivatele systému AXIS Camera Station 5 v pocitaci. Chcete-li provést
nastaveni klienta , pfejdéte do nabidky Configuration > Client > Settings AXIS Camera Station 5 (Konfigurace >

Klient > Nastaveni klienta).

Motiv

Systém, Svétly, Tmavy

Vyberte motiv pro klienta. U novych instalaci je
vychozim motivem System (Systémovy).

Pokud vyberete moznost System (Systémovy), systém
pouzije svétly nebo tmavy motiv v zavislosti na
motivu systému Windows.

Obecné

P¥i spusténi Windows spustit aplikaci

Zapnéte, pokud chcete, aby se aplikace AXIS Camera
Station 5 spoustéla automaticky pfi kazdém spusténi
systému Windows.

Zivy pohled

Zobrazit nazvy kamer v Zivych zobrazenich

Zobrazeni nazvu kamery v Zivém zobrazeni.

@®

Chcete-li indikovat jakykoliv typ nahravani , zapnéte
funkci Show recording indicators in live views and
maps (Zobrazit indikatory nahravani v Zivych
zobrazenich a mapach).

o

-

Jestlize cheete indikovat zaznamy pfi detekci pohybu
nebo zaznamy zahajené pravidlem akci, zapnéte
moznost Show event indicators in live views and
maps (Zobrazit indikatory udalosti v Zivych
zobrazenich a mapach).

Mapy

Povoleni signalizaci oblasti pokryti pro vSechny

Slouzi ke globalnimu zakazu nebo povoleni

mapy signalizace vSech oblasti pokryti pomoci moZnosti
Flash (Blesk). Toto globalni nastaveni nema vliv na
mistni nastaveni na urovni mapy. Viz ¢ast Mapa, on
page 19.

Jazyk

Zméni jazyk klienta AXIS Camera Station 5. Tato zména se projevi po restartovani klienta.
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Zpétna vazba

Sdilejte anonymni udaje o pouZivani klientu se
spoleénosti Axis Communications. Pomuzete nam
tim zlepSovat aplikaci a uzivatelské moznosti.

Sdilejte anonymni udaje se spolecnosti Axis za
ucelem zlepSeni uzivatelskych zkusSenosti. Chcete-li
zménit moznost pro server, viz Nastaveni serveru, on
page 110.

Nastaveni uzivatele

Tato nastaveni plati pro pfihlaSeného uZivatele aplikace AXIS Camera Station 5. Chcete-li provést nastaveni
klienta , pfejdéte do nabidky Configuration > Client > User settings AXIS Camera Station 5 (Konfigurace >

Klient > UZivatelské nastaveni).

Systém navigace

Systém navigace pomoci stromové struktury

Ve vychozim nastaveni zapne navigacni panel
stromového zobrazeni s pohledy a kamerami.

Zobrazit v navigaci

V rozbalovacim menu vyberte, zda chcete zobrazit
pohledy, kamery nebo oboji.

Zobrazit navigacni cestu pfi prochazeni v ramci
pohledu

Zapnutim zobrazite naviga¢ni cestu v horni ¢asti
zobrazeni pfi navigaci v rozdéleném zobrazeni.

Oznameni

Zobrazeni oznameni na hlavnim panelu p¥i poplachu

Zapnéte pro oznameni na hlavnim panelu systému
Windows pfi spusténi poplachu.

Zobrazeni oznameni na hlavnim panelu pro ulohy

Zapnuti zobrazeni oznameni na hlavnim panelu
systému Windows, kdyz nékdo pfida ulohu nebo ji
dokonci.

Zobrazovat oznameni na strance Sprava zarizeni

Zapnutim zobrazite oznameni o dostupnosti nového
firmwaru ke stazeni.

Zobrazit okno oznameni interkomu

Zapnutim zobrazite okno s upozornénim, kdyz nékdo
stiskne tlacitko volani na pfipojeném systému
interkomu.

Snimek

Kdyz je pofizen snimek, zobrazi se hlaseni

Zapnéte zobrazeni zpravy, kdyz nékdo pofidi snimek.

KdyZ je pofizen snimek, otevie se slozka snimku

Zapnuti otevieni slozky snimkd, kdyz nékdo pofidi
snimek.

Prochazet

Kliknéte na moznost Browse (Prochazet) k zadani
slozky, kam se maji ukladat snimky.
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Spusténi

Spustit v reZimu celé obrazovky

Zapnutim spustite AXIS Camera Station 5
v celoobrazovkovém rezimu.

Zapamatovat posledni pouzité karty

Zapnutim se spusti aplikace AXIS Camera Station 5 se
stejnymi otevienymi kartami, zobrazenimi a pohledy
kamery jako pfi poslednim zavreni aplikace AXIS
Camera Station 5.

Zapamatovat posledni pouzité monitory

Zapnutim spustite aplikaci AXIS Camera Station 5 na
stejném monitoru, ktery byl pouzit pfi poslednim
zavieni aplikace AXIS Camera Station 5.

Poznamka

e  Systém uklada pohledy a pohledy kamery na kartu. Systém si to pamatuje pouze tehdy, kdyz se klient

znovu pfipoji k témuz serveru.

® Pamatujte si karty, abyste si mohli zapamatovat monitory, pohledy a pohledy kamery.

e Systém si nikdy nepamatuje dynamické pohledy, které pretahnete do Zivého zobrazeni.

e P¥i pfipojeni k vice serverlim s rGznymi uzivateli systém nepodporuje Remember last used tabs

(Pamatovat si naposledy pouZité karty).

Spusténi poplachu

Bez zvuku Zvolte, pokud nechcete, aby byl pfi poplachu vydavan
zvuk.
Pipnuti Zvolte, zda chcete, aby alarm poplach vydaval typicky

zvukovy signal.

Zvukovy soubor

Pokud chcete mit s poplachem vlastni zvuk, vyberte
moznost Sound file (Zvukovy soubor), kliknéte na
moznost Browse (Prochazet) a zvukovy soubor
vyhledejte. Pouzijte libovolny format souboru, ktery
podporuje prehrava¢ Windows Media Player.

Prehrat

Kliknutim vyzkousSejte zvuk.

Vyzvanét pfi pfichozim hovoru

Bez zvuku Vyberte, pokud nechcete, aby byl pfi pfichozim
hovoru vydavan zvuk.
Pipnuti Vlyberte, zda chcete, aby pfi pfichozim hovoru byl

vydavan typicky zvukovy signal.

Zvukovy soubor

Pokud chcete mit s pfichozim hovorem vlastni zvuk,
vyberte moznost Sound file (Zvukovy soubor), kliknéte
na moznost Browse (Prochézet) a zvukovy soubor
vyhledejte. PouZijte libovolny format souboru, ktery
podporuje prehrava¢ Windows Media Player.

Prehrat

Kliknutim vyzkousejte zvuk.

Charakteristiky

Zobrazit chytré vyhledavani 1

Ve vychozim nastaveni se zobrazi Chytré vyhledavani
1. Vypnutim tuto funkci skryjete.
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Zobrazit dialogova okna s varovanim

Upozornéni na neplatny certifikat

Zapnutim se toto upozornéni v pfislusnych pfipadech
zobrazi.

Streamovani

Prejdéte do nabidky Configuration > Client > Streaming (Konfigurace > Klient > Streamovani) a nakonfigurujte

moznosti streamovani klienta AXIS Camera Station 5.

Zména méritka videa

Zménit méritko na nejvhodnéjsi

Vlyberte, zda chcete video zobrazit v celém
dostupném prostoru a neztratit pomér stran nebo
obraz ofiznout.

Vyplnit oblast videa (muzZe dojit k ofezani nékterych
¢asti videa)

Vybérem pfizplsobite video dostupnému prostoru
a zachovate pomér stran. Pokud ma dostupny prostor
jiny pomér stran nez video, systém video ofizne.

Hardwarové dekddovani

Rezim

e  Automaticky Pouziva grafickou kartu (pokud
je podporovana) k dekodovani stream0 s
rozlisenim nad 3840x2160p@25fps (znamé
také jako 4K nebo UHD).

e  Zapnuto Pouziva grafickou kartu (pokud je
podporovana) k dekddovani streamu s
rozlidenim nad 1920x1080p@25fps (znamé
také jako 1080p nebo HD).

e  Off (Vypnuto) - Hardwarové dekodovani je
vypnuto a systém AXIS Camera Station 5
pouziva k dekddovani videa procesor.

Graficka karta

Z rozbalovaciho menu vyberte grafickou kartu.

Poznamka

e Hardwarové dekodovani vyuziva grafickou kartu k dekédovani videa. Pokud mate vysoce vykonnou
grafickou kartu, hardwarové dekodovani predstavuje ucinny zplsob zvySeni vykonu a snizeni zatéze
procesoru, obzvlasté pokud streamujete videa ve vysokém rozliseni. Hardwarové dekédovani podporuje

M-JPEG a H.264.

e Kamery s rozliSenim nizSim nez 1080p nemohou pouzivat hardwarové dekddovani, i kdyz je hardwarové

dekodovani On.

e  Pokud vase graficka karta nepodporuje dekodovani 4K, hardwarové dekddovani funguje pouze u stream(
1080p, i kdyZ je hardwarové dekodovani Zapnuto.

Vyuziti Sitky pasma

Na tomto klientovi vZdy pouzit Nizky profil streamu

Zapnéte, chcete-li pouzivat profil nizkého streamu
pro Zivé zobrazeni. Viz ¢ast Profily streamu.

Toto nastaveni ovliviuje video H.264 a M-JPEG
a snizuje vyuzivani Sifrky pasma.

Pozastavit video streamy na neaktivnich kartach

Zapnutim pozastavite videostreamy na neaktivnich
kartach. Tim se snizuje vyuzivani Sirky pasma.
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PTZ (Panorama, sklon, pfiblizeni)

Zvolte zobrazeni prvnim kliknutim misto zapnuti
funkce PTZ.

Zapnutim aktivujete vybér zobrazeni pfi prvnim
kliknuti v pohledu. VSechna dalsi kliknuti v obraze
budou ovladat funkci PTZ.

Zvuk

Push-to-talk release delay (ms) (ZpoZdéni uvolnéni
ve sluzbé Push-to-talk (ms))

Nastavte pocet milisekund, po které ma po uvolnéni
tlagitka Push-to-talk pokracovat prenos zvuku
z mikrofonu.

Pro vSechny duplexni reZimy pouZivejte push-to-
talk

Zapnutim spustite funkci push-to-talk pro simplexni,
poloduplexni a pIné duplexni rezimy.

Vzdy povolit zvuk pro interkomy

Zapnete-li moznost, budete moci poslouchat a mluvit
skrze interkomy, i kdyZ z nich zrovna nebude probihat
hovor.

Okamzité prehravani

Doba trvani prehravani (s)

Chcete-li pfeskoCit zpét na Casoveé ose a znovu
prehrat zaznam, nastavte dobu trvani prehravani
v rozmezi od 1 do 600 sekund.

Konfigurace pfipojenych sluZzeb
Nastaveni upgradu firmwaru

Poznamka

P¥i pfipojeni k vice serverlim AXIS Camera Station 5 vyberte libovolny pfipojeny server z rozbalovaciho menu
Selected server(Vybrany server) a nakonfigurujte nastaveni aktualizace firmwaru.

1. Prejdéte do nabidky Nastaveni > Pfipojena zafizeni > Nastaveni upgradu firmwaru.

2.V ¢asti Automatic check for updates (Automaticky zkontrolovat aktualizace) nakonfigurujte, jak ¢asto
a jakym zpisobem se maji kontrolovat aktualizace firmwaru.

3.V casti Upgrade order (Pofadi upgradu) nakonfigurujte poradi aktualizace zafizeni.

Automaticka kontrola aktualizaci

Zkontrolovat aktualizace

V policku Every start-up (Pfi kazdém spusténi)
vyberte moznost Pri kazdém spusténi, pokud chcete
noveé verze firmwaru na serveru kontrolovat pfi
kazdém spusténi. Ve vychozim nastaveni je AXIS
Camera Station 5 nastaven na poloZku Never (Nikdy).

Zkontrolovat nyni

Kliknutim zkontrolujete na serveru dostupné verze
firmwaru.
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Objednavka upgradu

Soucasné Vlyberte moznost Soucasné, kdyz chcete upgradovat
vSechna zafizeni soucasné. Tato moznost je rychlejsi
nez Sequential (Postupné), ale vSechna zafizeni
budou soucasné ve stavu offline.

V sekvenci Vyberte moznost Postupné pro postupny upgrade
jednotlivych zafizeni. Tato moznost trva déle, ale
zafizeni nejsou soucasné v rezimu offline. Viyberte
moznost Cancel remaining upgrades if one device
fails (Zrusit zbyvajici upgrady, pokud dojde k selhani
jednoho zafizeni), pokud chcete zrusit sekvenéni
upgradovani, jestlize se vyskytne problém.

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Zapnuti automatickych kontrol dostupnosti firmwaru
Zabezpeceny vzdaleny pristup Axis

Dalezité
V zajmu zlepseni zabezpeceni a funkcnosti aktualizujeme Zabezpeceny vzdaleny ptistup Axis (v1) na
Zabezpeceny vzdaleny pristup Axis v2. Stavajici verzi prestaneme pouzivat od 1. prosince 2025 a dlrazné
doporucujeme, abyste na Zabezpeceny vzdaleny pfistup Axis v2 presli jeSté predtim.

Co to znamena pro vas systém AXIS Camera Station 57
e Po 1. prosinci 2025 jiz nebude mozné vzdalené pristupovat k systému pomoci Zabezpeceného
vzdaleného ptistupu Axis (v1).

e Chcete-li pouZivat Zabezpeceny vzdaleny pfistup Axis v2, musite provést upgrade na AXIS Camera
Station Pro verze 6.8. Tento upgrade je v soucasné dobé zdarma pro v3echny uzivatele AXIS Camera
Station 5 do 1. bfezna 2026.

Zabezpeceny vzdaleny pfistup Axis umoziiuje pfipojit se k serveru AXIS Camera Station 5 prostfednictvim
zabezpeceného a Sifrovaného internetového pripojeni. Axis Secure Remote Access nespoléha pfi pfistupu ke
kamere na pfesmérovani portl ve smérovadi.

Poznamka
®  Zabezpeceny vzdaleny pfistup Axis je k dispozici pouze pro verzi AXIS Camera Station 5.12 nebo novéjsi.

®  P¥i pfipojeni k vice serverim AXIS Camera Station 5 vyberte libovolny pfipojeny server z rozbalovaciho
menu Selected Server (Vybrany server) a nakonfigurujte zabezpeceny vzdaleny pfistup Axis.

Povoleni zabezpeceného vzdaleného pristupu Axis

Zabezpeceny vzdaleny pfistup Axis mate k dispozici, kdyZ jste pfihlaseni ke svému uctu My Axis. Zabezpeceny
vzdaleny pFistup Axis je nutné povolit ru¢né. Tato funkce umoziuje vzdalené prihlaseni k serveru, viz Pfipojeni k
serveru.

1. Prejdéte do nabidky Nastaveni > Pfipojena zafizeni > Zabezpeceny vzdaleny server Axis.
V ¢asti My Axis zadejte pfihlaSovaci udaje k u¢tu My Axis.

Kliknéte na Pouzit.

> N

Vzdaleny pfistup aktivujete, kdyz v ¢asti zabezpeceného vzdaleného pfistupu Axis kliknete na polozku
Enable (Povolit).
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Zabezpeceny vzdaleny pristup Axis v mobilnim zatizeni
Pfihlaseni k vasemu serveru pomoci zabezpeceného vzdaleného pfistupu na mobilnim zafizeni (i0S a Android):

1. Pomoci svého mobilniho zafizeni pfejdéte na adresu axis.com/products/axis-camera-station/overview a
stahnéte si mobilni aplikaci AXIS Camera Station.

2. Nainstalujte a oteviete mobilni aplikaci.

3. Prihlaste se do zabezpeceného vzdaleného pristupu Axis stejnym uctem My Axis, jaky jste pouzili
k aktivaci vzdaleného pfistupu.

4. Vyberte server, ke kterému se chcete pfihlasit.
5. Prihlaste se pomoci pfihlaSovacich Udaji k serveru.

Poznamka
PrihlaSovaci udaje serveru se lisi od pfihlasovacich udaji uc¢tu My Axis.

V mobilni aplikaci vidite celkovy objem prenesenych dat vyuZitych v ramci uctu My Axis za dany mésic. Pro vice
informaci si pre¢téte ndvod pro uZivatele mobilni aplikace AXIS Camera Station.

Pouziti zabezpeceného vzdaleného pfistupu Axis

Pouziti zabezpeceného vzdaleného pFistupu Axis je zobrazeno na stavovém radku dole v klientovi AXIS Camera
Station 5. Kliknutim na odkaz ziskate prehled o tom, jak pouZivat zabezpecené vzdalené pfipojeni.

Urove sluzby Uroven predplatného zabezpeceného vzdaleného
pristupu Axis.

Data pouZita tento mésic Zobrazuje, kolik dat jste pouzili v aktualnim mésici.
Pocitadlo se resetuje vzdy prvniho dne v mésici
o pllnoci.

Nad limit Zobrazuje, kolik dat jste v aktualnim mésici vyuzili

a kolik jich pfesahlo objem zahrnuty do urovné
sluzeb. Tato mozZnost je k dispozici pouze, kdyZ mate
v ramci svého predplatného nastavenu moznost Nad
limit.

Pfipojeni Zobrazuje servery pfipojené prostfednictvim
zabezpeceneého vzdaleného pristupu.

Nastaveni cloudové sluzby pro sledovani stavu systému AXIS

Cloudova sluzba sledovani stavu systému AXIS umoznuje sledovat stavova data ze systémd umisténych
v rGznych sitich. DalSi informace naleznete zde: Organizace, on page 109.

Musite vytvofit My Axis account (Uget My Axis) pred nastavenim sluzby AXIS System Health Monitoring Cloud
Service (Sledovani stavu systému). Viz my.axis.com.

1. Prejdéte do Configuration > System Health Monitoring > Settings (Konfigurace > Sledovani stavu
systému > Nastaveni).

2. Kliknéte na Manage (Sprava).

3. Prihlaste se pomoci uc¢tu My Axis a postupujte podle pokyni na obrazovce.
Organizace

Organizace je v centru vasSich cloudovych sluzeb.

®  Spojuje vas systém AXIS Camera Station 5 s uzivateli riznych cloudovych sluzeb.

e  Aktivuje cloudové sledovani stavu systému. Dal3i informace naleznete v kapitole Nastaveni cloudové
sluzby pro sledovdni stavu systému AXIS, on page 109.
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e Definuje rlizné role uzivatele, jako je spravce servisu a operator.

e  Organizaci mizete strukturovat do slozek, které napriklad predstavuji systémy umisténé na rlznych
mistech. Chcete-li vytvofit organizaci, potfebujete ucet My Axis. Viz my.axis.com.

Odpojeni systému od organizace

V nékterych pfipadech miize byt nutné odpojit systém od jeho stavajici organizace. Napfiklad pfi pfesunu
systému z jedné organizace do jiné.

1. Prejdéte na Configuration > Connected services > AXIS System Health Monitoring Cloud Service
(Konfigurace > Pfipojené sluzby > Cloudova sluzba pro sledovani stavu systému AXIS).

2. Kliknéte na moznost Disconnect (Odpojit).
Pozvani uzivatele k organizaci

1. Prejdéte do nabidky Configuration > System Health Monitoring > Settings (Nastaveni > Sledovani
stavu systému > Nastaveni).

2. Kliknéte na Otevrit cloudovou sluzbu pro sledovani stavu systému AXIS.

Vyberte organizaci, ke které chcete uzivatele pozvat.

Otevrete uzivatelska nastaveni a kliknéte na moznost * Manage organizations (Sprava organizaci).

4

5. Otevrete kartu Users (UZivatelé).

6. Kliknéte na Generate (Vygenerovat).
7

Zkopirujte kod pozvanky a odeslete jej uZivateli, kterého chcete pozvat.

Poznamka
P¥i sdileni kddu pozvanky s uzivatelem uvedte v pozvance nazev organizace.

Pfipojeni k organizaci
Kdyz po vas nékdo chce, abyste se pfipojili k organizaci, obdrzite zvaci kod. Postup pfipojeni k organizaci:

1. Zkopirujte kod pozvanky.

2. Prejdéte do nabidky Configuration > System Health Monitoring > Settings (Nastaveni > Sledovani
stavu systému > Nastaveni).

Kliknéte na Otevfit cloudovou sluzbu pro sledovani stavu systému AXIS.

4. Vyberte organizaci, ke které chcete uzivatele pozvat.

Otevrete uZivatelska nastaveni a kliknéte na moznost e Manage organizations (Sprava organizaci).

5
6. Otevrete kartu Users (UZivatelé).
7. Vlozte kdd pozvanky.

8

Kliknéte na moznost Join (Pfipojit se).
Konfigurace serveru
Nastaveni serveru

Ke konfiguraci vSeobecnych nastaveni serveru prejdéte do nabidky Configuration > Server > Settings AXIS
Camera Station 5 (Konfigurace > Server > Nastaveni).

Poznamka

Pfi pfipojeni k vice serveriim AXIS Camera Station 5 vyberte libovolny pfipojeny server z rozbalovaciho
menu Selected Server (Vybrany server) a nakonfigurujte nastaveni serveru.
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Export

Zahrnout zvuk p¥i pfidavani nahravek k exportu

Zvolte, pokud chcete pfi pridavani zaznamu do
seznamu pro export zahrnout zvuk.

Protokoly

Zadejte pocet dni pro uchovani poplachd, udalosti a auditd. Nastavte hodnotu mezi 7 a 1 000 dny.

Externi data

Zadejte pocet dni pro uchovani externich dat. Nastavte hodnotu mezi 1 a 1000 dny.

Servery SMTP

Pridani SMTP serveru pro odesilani e-mailG pfi poplachu v systému nebo pfi aktivaci pravidla konfigurace

udalosti.

Pridani SMTP serveru:

1.V Casti SMTP servers (SMTP servery) kliknéte na Add (PFidat).

2.V casti Server nakonfigurujte adresu serveru, port, ovéfovani a protokol TLS.

3.V casti Sender (Odesilatel) zadejte e-mailovou adresu a jméno, které chcete zobrazit v e-mailu

odesilatele.
Server
Adresa Zadejte adresu SMTP serveru.
Port Zadejte port. 587 je vychozim portem pro pfipojeni
TLS SMTP.
Pouzit TLS Vyberte, jestlize SMTP server pouziva TLS. Protokol

TLS je vychozim protokolem.

Pouzit ovéreni

Vyberte tuto moznost, jestlize je pro tento server
vyzadovano uzivatelské jméno a heslo. Zadejte
uZivatelské jméno a heslo k pfistupu na server.

Upravit Jestlize chcete editovat SMTP server, zvolte jej
a kliknéte na moznost Upravit.
Odebrat Jestlize chcete SMTP server odstranit, vyberte jej a

kliknéte na Odstranit. Kliknutim na moznost Ano ve
vyskakovacim okné€ server odstranite.

Testovat vse...

Jestlize chcete SMTP server otestovat, vyberte jej

a kliknéte na Test all... (Testovat v3e...). Ve
vyskakovacim dialogovém okné zadejte e-mailovou
adresu do pole Recipient (Pfijemce) a kliknéte na OK,
¢imz dojde k odeslani testovaciho e-mailu. SMTP
server otestuje seznam vysledk( a moznych opatreni,
které je tfeba provést.

Sipky

Vlyberte server a pomoci Sipek zménte poradi server(i
v seznamu. Systém pouziva servery ve stejném poradi,
v jakém jsou uvedeny.
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Vysledky testu serveru

oK Spojeni s SMTP serverem bylo uspé&3né navazano.
Ujistéte se, Ze pfijemci testovaci e-mail obdrzeli.

Neznama chyba Pfi pokusu o odeslani e-mailu doslo k neo¢ekavané
chybé. Zkontrolujte, zda SMTP server funguje spravné.

Zédny kontakt AXIS Camera Station 5 Systém nemUze k ziskat
pristup k SMTP serveru. Ujistéte se, ze SMTP server
funguje spravné a ze vSechny smérovace a proxy
servery mezi systémem AXIS Camera Station 5

a SMTP serverem umoznuji provoz.

Chyba konfigurace Byl pozadovan protokol TLS, ale server nepodporuje
StartTLS nebo ovéfovani nebo neni k dispozici
kompatibilni ovéfovaci mechanismus.

Chyba handshake TLS/SSL Béhem vyjednavani protokolu TLS/SSL doslo k chybé,
jako je napfiklad neplatny certifikat serveru.

Je vyzadovano ovéreni Server pro odeslani e-mailu vyZaduje ovéreni.

Chyba ovéfovani Pfihlasovaci Udaje jsou nespravné.

Spojeni bylo preruseno Pfipojeni bylo navazano, ale poté ztraceno.

Poplach systému

K poplachu v systému dojde, pokud kamera ztrati pfipojeni, je odepren pfistup k tloZisti zaznamu, dojde k
neoCekavanému vypnuti serveru nebo se vyskytnou chyby zaznamu. Je mozné odesilat e-mailova oznameni pfi
poplachu systému.

Poznamka
Chcete-li odesilat e-maily, musite nejprve pfidat SMTP server.
Odeslani e-mailu pfi poplachu systému:
1. Vyberte moznost Odeslani e-mailu pfi poplachu systému nasledujicim pfijemecim k aktivaci e-mailu pfi
poplachu systému.
2.V casti Recipients (PFijemci):
2.1.  Zvolte, zda ma byt adresa v polictku To (Komu), Ce (Kopie) nebo Bee (Skryta kopie) e-mailu.
2.2. Zadejte e-mailovou adresu.

2.3.  Kliknutim na PFidat pridejte k poli Pfijemci e-mailovou adresu.

Pfipojeni zafizeni

Nazvy hostitelt pouzivejte, i kdyZ se stanou Pro pfipojeni pouzijte nazev hostitele. Chcete-li
nedosazitelnymi. automaticky prepnout na pouZiti IP adresy pro
pripojeni, zruSte zaskrtnuti policka. Mate moznost
rucné zvolit, zda se pro pfipojeni k zafizeni pouZije
nazev hostitele nebo IP adresa. Viz ¢ast Pripojeni, on
page 64.
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Jazyk

Zménte jazyk serveru

Zméni nazev aplikace AXIS Camera Station 5 Service
Control a AXIS Camera Station Secure Entry.
Napfiklad: poplachy v systému, zpravy protokolu
auditl, externi data na karté Data search
(Vyhledavani dat). Tato zména se projevi po
restartovani.

Nositelné technologie

Disk
Slozka

Vyberte jednotku a slozku, do které chcete pfijimat
odmitnuty obsah ze systému nositelné technologie.
Dalsi informace naleznete v ¢asti Pfenos zdznamii do
ulozisté odmitnutého obsahu v uZivatelské prirucce k
feSeni Axis pro noSeni na téle.

Pocet dni, po které se ma odmitnuty obsah

uchovavat v systému nositelné technologie.

Jedna se o dobu uchovavani odmitnutého obsahu.

Zpétna vazba

Sdilet anonymni tidaje o pouzivani serveru se
spoleénosti Axis Communications

Vyberte, abyste pomohli zlepsit aplikaci a uzivatelské
prostfedi. Chcete-li zménit moznosti klienta, viz
Nastaveni klienta, on page 103.

Pokrocila nastaveni

Nastaveni byste méli ménit pouze na pokyn podpory spolecnosti Axis. Zména pokrocilého nastaveni:

1. Zadejte nastaveni a jeho hodnotu.
2. Kliknéte na Pridat.

Chcete-li aktivovat protokolovani ladéni pro ucely odstrafovani problém, zvolte Enable server side debug
logging (Povolit protokolovani ladéni na strané serveru). Toto nastaveni vyuZiva vice mista na disku a soubor

logdnet.config v adresafi ProgramData je prepiSe.

Aktualizovat AXIS Camera Station 5

Chcete-li ziskat nejnovejsi verzi systému AXIS Camera Station 5:

1. Prejdéte do nabidky Configuration > Server > Update (Nastaveni > Server > Aktualizace).

2. Kliknéte na Stahnout a nainstalovat....

Poznamka

e Jakmile se aktualizace spusti, at uz ru¢n€, nebo podle rozvrhu, nelze ji zrusit.

® Naplanované aktualizace se spusti automaticky.

e  Systém neaktualizuje klienty pfipojené prostrednictvim zabezpe¢eného vzdaleného pristupu.

® Vsystému s vice servery vzdy aktualizujte mistni server jako posledni.

e P¥i aktualizaci mistniho serveru se do¢asné ukonci ovladani klienta a sluzby. Béhem aktualizace se
nezobrazuje uZivatelské rozhrani ani indikator prib&hu. Podita¢ se serverem nechte zapnuty, dokud se

klient i server nerestartuji.

e Tato funkce pouZiva instalaéni program systému Windows (msi) bez ohledu na typ, ktery pravé

pouzivate.
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Zprava o incidentu

Pokud zapnete opravnéni k vytvareni zprav o incidentech, mizete vytvaret zpravy o incidentech véetné zaznamd,
snimkl a poznamek k incidentlm. Viz ¢ast Export zprdv o incidentu, on page 29.

Postup upravy nastaveni zprav o incidentu:

1. Prejdéte na Configuration (Nastaveni) > Server (Server) > Incident report (Zprava o incidentu).
2.V ¢asti Location (Umisténi) zvolte, kam se maji ulozit sestavy pfipadd.

3. Vrozbalovacim menu Export format (Format exportu) zvolte format, do kterého chcete zaznamy
exportovat.

4, 'V Casti Categories (Kategorie) je mozné pridavat i odstrafiovat kategorie a tfidit tak zpravy o incidentu
do skupin. Nastavite-li kategorii jako prom&nnou v cesté k serverovému adresafi, je mozné jako kategorii
zvolit nazev slozky v umisténi pro export.

4.1. Do pfislusného pole zadejte nazev kategorie, napriklad Nehoda nebo Kradez.
4.2. Kliknéte na Pridat.
4.3.  Chcete-li kategorii odstranit, zvolte ji a kliknéte na tlacitko Remove (Odstranit).

5.V Casti Description template (Sablona popisu) zadejte informace, které se maji zobrazit v poli
Description (Popis) pfi generovani hlaseni o incidentu. Priklad: Nahlaseno kym: <Zadejte své jméno, e-
mail a telefonni Cislo>.

6. Kliknéte na Pouzit.

Poloha

Cesta k adresa¥i serveru Vlyberte a zadejte cestu k adresafi pro ulozeni
zaznam( o incidentech do slozky v po¢itadi. Jako
proménné mlzete pouzit nazev serveru, kategorii
nebo uzivatelské jméno. Pfiklad: C: \Reports\
$ (Server Name) \$ (Category) \$ (User
Name) \.

Cesta k adresafri serveru Zvolte ulozeni zaznami o incidentech do slozky v
sitovém ulozisti. Zadejte cestu k adresari nebo
pouZzijte pfihlasovaci udaje pro sitové ulozist€. Sdilena
slozka musi byt ze serveru AXIS Camera Station 5
dosazitelna. Postup pfidani ulozisté pro zaznam
naleznete v ¢asti Spravovat dloZisté.

Format exportu

ASF Pokud je vybrano, mizete vybrat Add digital
signature (Pridat digitalni podpis) pro pouziti
digitalniho podpisu, ktery znemoznuje manipulaci s
obrazem. Viz ¢ast Digitalni podpis v Exportovat
zdznamy. Jestlize chcete pro digitalni podpis pouzivat
heslo, miZete zvolit moznost Use password (PouZivat
heslo).

MP4 Exportované nahravky neobsahuji zvuk ve formatu
G.711 nebo G.726.

Planovany export

Prejdéte na Configuration > Server > Scheduled export (Konfigurace > Server > Planovany export) pro
vytvoreni planl pro export nahravek.
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Ve zvoleném Case se spusti export vSech zaznamU od predchézejiciho exportu. Pokud je predchozi export starsi
nez jeden tyden nebo pokud Zadny predchozi export neexistuje, budou exportovany pouze zaznamy, které jsou
staré méné nez jeden tyden. Jestlize chcete exportovat starsi zaznamy, prejdéte na kartu Recordings (Zaznamy)
a exportujte je manualné€. Viz ¢ast Exportovat zdznamy.

Poznamka
PFi pfipojeni k vice serverim AXIS Camera Station 5 vyberte libovolny pfipojeny server z rozbalovaciho
menu Selected Server (Vybrany server) pro zapnuti a spravovani planovanych exportd.

Export planovanych zaznam(

1.V ¢asti Scheduled export (Planovany export) zvolte moznost Enable scheduled export (Povolit
planovany export), pokud ho chcete pouzivat.

2.V casti Cameras (Kamery) vyberte kamery, ze kterych chcete zaznamy exportovat. Systém vybere
vsechny uvedené kamery jako vychozi. Zruste Use all cameras (Pouzit vSechny kamery) a vyberte v
seznamu konkrétni kamery.

V Casti Export nastavte misto uloZzeni nahravek, format a vytvoreni seznamu stop.
4. V casti Weekly schedule (Tydenni plan) vybrat ¢as a dny, kdy se maji zaznamy exportovat.

Kliknéte na Pouzit.

Export

Cesta k adresafi serveru Vyberte a zadejte cestu k adresafi pro uloZeni
nahravek do slozky v pocitaci.

Cesta k adresafti serveru Zvolte ulozeni nahravek do slozky v sitovém ulozisti.
Zadejte cestu k adresafi nebo pouzijte prihlasovaci
Udaje pro sitové ulozisté. Sdilena slozka musi byt ze
serveru AXIS Camera Station 5 dosaZitelna. Postup
pridani uloziSté pro zaznam naleznete v ¢asti
Spravovat uloZisté.

Vytvofit seznam zaznamu (.asx) Chcete-li vytvofit seznam stop ve formatu .asx, ktery
pouziva prehrava¢ Windows Media Player, vyberte
tuto moznost. Zaznamy se prehravaji v poradi, ve
kterém byly zaznamenany.

Format exportu Vyberte format, do kterého chcete nahravky
exportovat.

ASF - Vybrat Add digital signature (Pfidat digitalni
podpis) pro pouziti digitalniho podpisu, ktery
znemozhuje manipulaci s obrazem. Viz ¢ast Digitalni
podpis v Exportovat zdznamy. Jestlize chcete pro
digitalni podpis pouzivat heslo, mizete zvolit
moznost Use password (PouZivat heslo).

MP4 - Exportované nahravky neobsahuji zvuk ve
formatu G.711 nebo G.726.

Server Microsoft Windows 2008

Abyste mohli exportovat zaznamy ze serveru se systémem Microsoft Windows 2008 Server, musite nainstalovat
aplikaci Desktop Experience:

1. Kliknéte na Start > Administrativni nastroje > Spravce serverl a oteviete Spravce server(.
V Casti Features Summary (Shrnuti funkcei) kliknéte na Add features (Pfidat funkce).
Vlyberte Desktop Experience, kliknéte na tlacitko Next (Dalsi).

> N

Kliknéte na tlacitko Instalovat.
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Server Microsoft Windows 2012

Abyste mohli exportovat zaznamy ze serveru se systémem Microsoft Windows 2012 Server, musite nainstalovat

aplikaci Desktop Experience:

1. Kliknéte na Start > Administrativni nastroje > Spravce serverl a oteviete Spravce server(.

2. Vyberte polozku Spravovat > Pridat pravidla a funkce a spustte Privodce pfidavanim roli a funkci.

3.V casti Features Summary (Shrnuti funkei) vyberte User Interfaces and Infrastructure (UZivatelska

rozhrani a infrastruktura).

4. \lyberte Desktop Experience, kliknéte na tlacitko Next (Dalsi).

Kliknéte na tlacitko Instalovat.

Nové pripojeni

Chcete-li se pfipojit k serveru AXIS Camera Station 5, pfejdéte do nabidky == >Servers > New connection
(Servery > Nové pfipojeni). Viz ¢ast Pripojeni k serveru.

Stav ptipojeni

Piejdéte na = > Servers > Connection status (Servery > Stav pfipojeni) pro zobrazeni seznamu stav(i pfipojeni

serveru.

Pomoci posuvniku pred nazvem serveru se mizete k serveru pfipojit nebo se od néj odpojit.

Stavové kody

Popis

Mozna resSeni

Probiha pfipojovani

Klient se pokousi pfipojit k tomuto
serveru.

Pfipojeno

Klient pfi pfipojeni k tomuto
serveru pouziva protokol TCP.

Pfipojeno (pomoci zabezpeceného
vzdaleného pfistupu)

Klient pfi pfipojeni k tomuto
serveru pouziva zabezpeceny
vzdaleny pfistup.

Pfipojeno (pomoci HTTP)

Klient pfi pfipojeni k tomuto
serveru pouziva protokol HTTP.
Tento protokol je méné efektivni
nez protokol TCP a pfi pfipojeni k
vice server(im je pomalejsi.

Odpojovani Klient se od tohoto serveru
odpojuje.
Odpojeno Mezi klientem a timto serverem

neni pripojeni.

Opakované pfipojovani

Klient ztratil pfipojeni k tomuto
serveru a snazi se o obnoveni
pfipojeni.

Opakované pfipojeni se nezdafrilo

Klientovi se nepodarilo opakované
pfipojit k tomuto serveru. Server je
nalezen, ale opravnéni uzivatele
nebo heslo se mohlo zménit.

e Vdialogu povoleni
uzivatele pridejte
uzivatele.

e  Ovéfte uzivatelské jméno
a heslo.

Prihlaseni zruseno

UZivatel prihlaseni zrusil.
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Nespravné uzivatelské jméno nebo
heslo

Kliknéte na odkaz ve sloupci
Action (Akce) a zadejte spravné
pfihlaSovaci udaje.

UZivatel nema opravnéni k serveru

Server nepovoluje uzivateli
prihlaseni.

V dialogu povoleni uZivatele
pridejte uzivatele.

Bezpecnostni ovéfeni se nezdafilo

Kontrola bezpecnosti tykajici se
WCF se nezdafila. Nezapomente
synchronizovat ¢asy UTC
klientského pocitace a serveru.

Zadny kontakt s pocitacem serveru

Podita¢ serveru na pouzité adrese
neodpoveédel.

e Zkontrolujte, zda sit
spravné funguje.

e  Zkontrolujte, zda server
bézi.

Zadny server nebézi

Pocitac se serverem je pfistupny,
ale server nebézi.

Spustte server.

Porucha komunikace

Pfipojeni k serveru se nezdafilo.
Zkontrolujte, zda je pocita¢ serveru
pfistupny.

e  Zkontrolujte, zda sit
spravné funguje.

e  Zkontrolujte, zda server
bézi.

Neplatné jméno hostitele

Systém DNS nedokaze prelozit
nazev hostitele na adresu IP.

e  Zkontrolujte, zda je nazev
hostitele spravné napsany.

e  Zkontrolujte, zda DNS ma
informace, které potrebuje.

Jiz pfipojeno ke stejnému serveru

Klient je jiz k tomuto serveru
pfipojen.

Odstrante duplikujici zadani
serveru.

Nejedna se o oCekavany server

Na této adrese zareagoval odlisny
server nez oCekavany.

Aktualizujte seznam serverli na
pripojeni k tomuto serveru.

Verze klienta (x) neni kompatibilni
s verzi serveru (y).

Klient je ve srovnani se serverem
bud pfilis stary, nebo p¥ilis novy.

Ujistéte se, ze je v klientském

i serverovém pocitadi
nainstalovana stejna verze
aplikace AXIS Camera Station 5.

Server je pfilis zaneprazdnény

Server nemohl reagovat kvili
problémim s vykonem.

Dbejte na to, aby nedoslo k
pretizeni serverového pocitace
a sité.

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Seznamy serveru

Vice serverti

Servery AXIS Camera Station 5 mlzete usporadat do seznami server(. Urcity server miize patfit do vice seznam(i
server(. Seznamy server( je mozné importovat, exportovat a pouzivat v jinych klientech AXIS Camera Station 5.

117



AXIS Camera Station 5

Jestlize chcete zobrazit dialogové okno Server lists (Seznamy serveril), prejdéte do nabidky = > Servers >
Server lists (Servery > Seznamy serveri).

Zobrazi se vychozi seznam Recent connections (Posledni pfipojeni), ktery obsahuje servery pouZité v predchozi
relaci. NemUZete odstranit Recent connections (Posledni pfipojeni).

o Vyberte seznam server(i a kliknéte na LN

+ Novy seznam servert Kliknutim pridate novy seznam server(i a zadate jeho
nazev.

Pridat Chcete-li pfidat server do seznamu serverd, vyberte

seznam serverl a kliknéte na tladitko Add (PFidat).
Zadejte pozadované informace.

Exportovat seznamy Kliknutim exportujete vSechny seznamy serverti do
souboru .msl. Seznam serverl mdzete importovat
k prihlaseni k serveriim. Viz ¢ast Pripojeni k serveru.

Upravit Chcete-li upravit server v seznamu serverd, vyberte
server a kliknéte na tlacitko Edit (Upravit). Je mozné
editovat vzdy pouze jeden server.

Odebrat Pokud chcete servery ze seznamu server( odstranit,
vyberte je a kliknéte na moznost Remove (Odstranit).

Pfejmenovani serveru Dvakrat kliknéte na seznam a zadejte novy nazev
seznamu.

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Uspordddni serverti v seznamech serverd
Konfigurace pfepinace

Pokud mate zafizeni AXIS Camera Station S22 Appliance, mate moznost konfigurovat zafizeni z aplikace AXIS
Camera Station 5. Pfejdéte do nabidky Configuration > Switch > Management (Konfigurace > Pfepinac >
Sprava) a zadanim pfihlasovacich udajl oteviete stranku pro spravu prepinaci v klientovi AXIS Camera Station
5. Postup konfigurace pfepinace naleznete v uzivatelské pfirucce k zafizeni AXIS Camera Station S22 Appliance
series na adrese axis.com.

Poznamka
AXIS Camera Station 5 Systém se muze pfipojit pouze k adrese https://192.168.0.1/, coZ je vychozi IP adresa
prepinace.

Konfigurace licenci

Na strance Licence mGzete zobrazit licenéni kli¢e a stav licence a spravovat licence pfipojenych zafizeni.
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Poznamka
®  P¥i pfipojeni k vice serverGm AXIS Camera Station, Station servers, vyberte libovolny server z
rozbalovaciho menu Selected Server (Vybrany server), abyste mohli spravovat licence.

®  Doporucujeme si licen¢ni kli¢e poznamenat nebo uloZit v digitalni podobé& na jednotku USB pro pfipadné
pozdejsi pouziti. Ztracené licencni klice nelze obnovit.

e Jestlize zaregistrujete sviij sitovy videorekordér Axis na licenénim portalu AXIS License Portal, obdrzite
licenci NVR Core. Licence NVR Core jsou pevné spojeny s hardwarem zafizeni a nelze je pfesunout.
Licenci NVR Core mUZete upgradovat na Univerzalni stejné jako licence Core. Licence na upgrade mlzete
presouvat a pouzivat pro jakykoli systém.

Sprava licenci

Prejdéte do nabidky Nastaveni > Licence > Sprava, kde najdete prehled o poctu nelicencovanych zafizeni
pfipojenych k serveru. Licence mlzete spravovat online i offline. Nezapomente pfidat licence pro vSechna
zafizeni pred koncem 30denni zkusebni doby. Viz How to purchase licenses (Postup ndkupu licenci). Prehled
licenci zafizeni miiZete zobrazit také kliknutim na odkaz Stav licence ve stavovém radku.

Jako spravce licence miZete do systému AXIS Camera Station pfidat vice Uétd My Axis.

Pfidani uctu My Axis do systému online

—_

Prejdéte do nabidky Nastaveni > Licence > Sprava.
Zkontrolujte, zda je zapnuta funkce Manage licenses online (Spravovat licence online).
Kliknéte na moznost Prejit na licenéni portal AXIS License Portal.

Na licenénim portalu AXIS se pfihlaste pomoci nového Uctu My Axis, ktery cheete pfidat.

o > L

Prejdéte na Edit license admins (Upravit spravce licenci) a zkontrolujte, zda byl tcet pfidan jako
spravce licence.

Pfidani G¢tu My Axis do systému offline
1. Prejdéte do nabidky Nastaveni > Licence > Sprava.
Vlypnéte Manage licenses online (Spravovat licence online).
Kliknéte na moznost Exportovat soubor systému.

UloZte soubor systému na jednotku USB flash.

Pfihlaste se pomoci nového uctu My Axis, ktery chcete pfidat.

2
3
4
5. Prejdéte na licen¢ni portal AXIS License Portal, license-portal.lp.axis.com.
6
7. Nahrajte sviij systémovy soubor.

8

Prejdéte na Edit license admins (Upravit spravce licenci) a zkontrolujte, zda byl ucet pfidan jako
spravce licence.

V zavislosti na pfipojeni k internetu Ize systém licencovat rGznymi zplisoby.

e licence pro systém online
e [ijcence pro systém offline

e Pfesunuti licenci mezi systémy, on page 120
Stav zafizeni

Prejdéte na stranku Configuration > Licenses > Device status (Konfigurace > Licence > Stav zafizeni), kde
najdete seznam vsech pfipojenych zarizeni spolecné se stavem licence.

Klavesy
Prejdéte na stranku Konfigurace > Licence > Klice, kde najdete seznam kli¢l jednotlivych licenci viech

pfipojenych zafizeni.
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Licence pro systém online

Klient AXIS Camera Station i server museji mit pfipojeni k internetu.

1.

ISR L

Prejdéte do nabidky Nastaveni > Licence > Sprava.

Zkontrolujte, zda se zapne funkce Manage licenses online (Spravovat licence online).
Prihlaste se s pomoci u¢tu My Axis.

V nabidce Add license key (Pfidat licencni kli€) zadejte svdj licenéni klic.

Kliknéte na Pridat.

V klientu AXIS Camera Station zajistéte, aby vase licencni klice byly uvedeny v nabidce Configuration >
Licenses > Keys (Nastaveni > Licence > Klice).

Licence pro systém offline

N o g kDN

©

10.

11.

12.

13.

Prejdéte do nabidky Nastaveni > Licence > Sprava.

Vlypnéte Manage licenses online (Spravovat licence online).

Kliknéte na moZnost Exportovat soubor systému.

UloZte soubor systému na jednotku USB flash.

Prejdéte na licen¢ni portal AXIS License Portal, license-portal.lp.axis.com.
Prihlaste se s pomoci uctu My Axis.

Kliknéte na moznost Upload system file (Nahrat systémovy soubor) pro nahrani systémového souboru,
jenz jste exportovali na jednotku USB flash.

V nabidce Add license key (PFidat licencni kli¢) zadejte svij licenéni klic.
Kliknéte na Pridat.

V nabidce License keys (Licencni klice) kliknéte na moznost Download license file (Stahnout licenéni
soubor) a uloZte soubor na jednotku USB flash.

Z klienta AXIS Camera Station prejdéte do ¢asti Configuration > Switch > Management (Konfigurace >
Pfepina¢ > Sprava).

Kliknéte na moznost Import license file (Importovat licen¢ni soubor) a zvolte licen¢ni soubor uloZeny
na jednotce USB flash.

Ujistéte se, zda je vas licencni kli¢ uveden v nabidce Configuration > Licenses > Keys (Konfigurace >
Licence > Klice).

Pfesunuti licenci mezi systémy

Poznamka
Licence NVR Core nelze presouvat, protoZe jsou svazané s hardwarem zafizeni.

Jestlize chcete presunout licence z jednoho systému do jiného se stejnym uctem My Axis, postupujte takto:

1.

2
3
4.
5
6

Prejdéte na licen¢ni portal AXIS License Portal, license-portal.lp.axis.com.

V ¢asti My systems (Moje systémy) kliknéte na nazev systému, ze kterého chcete presunout licenci.
V ¢asti License keys (Licencni klice) najdéte licencni kli¢, ktery checete presunout.

Kliknéte na i a na Move (Pfesunout).

V rozbalovacim menu To system (Do systému) zvolte systém, do kterého chcete licenci presunout.

Kliknéte na moznost Move license key (Pfesunout licen¢ni kli€) a kliknéte na Close (Zav¥it). Detaily akci
najdete v ¢asti History (Historie).

Prejdéte do casti My systems (Moje systémy) a zkontrolujte, zda se licence zobrazuji ve spravném
systéemu.
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Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Presunuti licenci do jiného systému

Jestlize chcete uvolnit licence ze systému a pridat je k jinému systému s jinym u¢tem My Axis uctu, postupujte
takto:

—_

Prejdéte na licen¢ni portal AXIS License Portal, license-portal.lp.axis.com.

2.V casti My systems (Moje systémy) kliknéte na nazev systému, ze kterého chcete presunout licenci.
3.V (asti License keys (Licenéni kli¢e) najdéte licenéni kli¢, ktery chcete pfesunout.

4. Nejprve vytvorte kopii licencniho klice.

5. Kliknéte na i a Release (Uvolnit).

6. Odhlaste se a opét prihlaste pomoci jiného ué¢tu My Axis.

7.V casti My systems (Moje systémy) kliknéte na nazev systému, ktery chcete licencovat

8. 'V nabidce Add license key (Pridat licencni kli¢) zadejte licencni kli¢, ktery jste uvolnili.

9. Kliknéte na Pridat. Detaily akei najdete v ¢asti History (Historie).

10. Prejdéte do ¢asti My systems (Moje systémy) a zkontrolujte, zda se licence zobrazuji ve spravném

systému.
Konfigurace zabezpedeni
UZivatelska opravnéni

Prejdéte do nabidky Configuration > Security > User permissions (Konfigurace > Zabezpeceni > Uzivatelska
opravnéni) pro zobrazeni uzivateli a skupin, které existuji v systému AXIS Camera Station 5.

Poznamka
Spravcim pocitace, na kterém je spustén server AXIS Camera Station 5, jsou automaticky pfidélena
opravnéni spravee k AXIS Camera Station 5. Opravnéni skupiny Administrators nelze zménit ani odebrat.

Pred pridanim uzivatele nebo skupiny je tfeba uzivatele nebo skupinu zaregistrovat v mistnim pocita¢i nebo se
ujistit, Ze maji uzivatelsky ucet ve sluzbé Windows® Active Directory. Jestlize chcete pfidat uzivatele nebo
skupiny, viz Priddni uzivateld nebo skupin.

Pokud je uzivatel soucasti skupiny, ziska nejvyssi opravnéni role pfifazené jednotlivci nebo skupiné. Uzivatel také
ziska pfistup udéleny jako jednotlivec a ziska prava jako ¢len skupiny. Uzivatel ma napfiklad pfistup ke kamefe X
jako jednotlivec. Uzivatel je také ¢lenem skupiny, ktera ma pfistup ke kameram Y a Z. UZivatel ma tedy pfistup ke
kameram X, Y a Z.

2 Oznacuje, Ze zadani je jeden uZivatel.

20 Oznaduje, Ze zadani je skupina.

Jméno UZivatelské jméno tak, jak je zobrazeno na mistnim pocitaci nebo ve sluzbg
Active Directory.

Doména Doména, do které uZivatel nebo skupina patfi.

Role Role pfistupu pridélena uzivateli nebo skupiné.
Mozné hodnoty: Spravce, Operator a Pozorovatel.
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Detaily Podrobné udaje o uzivateli tak, jak jsou uvedeny v mistnim pocitaci nebo

sluzbé Active Directory.

Server

Server, ke kterému uZzivatel nebo skupina patfi.

Pfidani uzivateli nebo skupin

UZivatelé a skupiny Microsoft Windows® a Active Directory mohou pristupovat do systému AXIS Camera Station
5. Pokud chcete pfidat uzivatele do systému AXIS Camera Station 5, musite pfidat uzivatele nebo skupinu
v systému Windows®.

Pridani uzivatele v systému Windows® 10 a 11:

Stisknéte klavesy Windows + X a vyberte Computer Management (Sprava pocitace).

V okné Computer Management (Sprava) pocitace prejdéte na Local Users and Groups > Users (Mistni
uzivatelé a skupiny > UZivatelé).

Kliknéte pravym tlacitkem na Users (UZivatelé) a vyberte moznost New User (Novy uzivatel).

Ve vyskakovacim okné zadejte udaje nového uZivatele a zruSte zaskrtnuti policka User must change
password at next login (UZivatel musi pfi pfistim pfihlaseni zménit heslo).

Kliknéte na moznost Create (Vytvofit).

Pokud pouzivate doménu Active Directory, obratte se na spravce sité.

Pfidani uzivatelG nebo skupin

1.

Prejdéte do nabidky Configuration > Security > User permissions (Nastaveni > Zabezpeceni >
UZivatelska opravnéni).

2. Kliknéte na Pridat.
V seznamu se zobrazi dostupni uzivatelé a skupiny.
V ¢asti Scope (Prostor) vyberte, kde chcete vyhledavat uZivatele a skupiny.
4. V ¢asti Show (Zobrazit) vyberte, zda chcete zobrazit uzivatele nebo skupiny.
Pokud je uZzivatell nebo skupin prilis mnoho, vysledek vyhledavani se nezobrazi. Pouzijte funkci
filtrovani.
5. Zvolte uzivatele nebo skupiny a kliknéte na Pridat.
Prostor
Server Vyberte, chcete-li vyhledat uzivatele nebo skupiny v
mistnim pocitadi.
Doména Vyberte, zda chcete vyhledat uzivatele nebo skupiny
sluzby Active Directory.
Zvoleny server Jestlize jste pFipojeni k né€kolika serverim AXIS
Camera Station 5, zvolte server z rozbalovaciho
menu Selected server (Vybrany server).

Nastaveni uzivatele nebo skupiny

4.

V seznamu vyberte uZivatele nebo skupinu.
V casti Role zvolte moznost Administrator (Spravce), Operator (Operator) nebo Viewer (Prohlizec).

Pokud jste zvolili moznost Operator (Operator) nebo Viewer (ProhliZzec), mizete nakonfigurovat
opravnéni uzivatele nebo skupiny. Viz éast Oprdvnéni uZivatele nebo skupiny.

Kliknéte na Save (Ulozit).

Odebrani uzivatele nebo skupiny

122




1. Vyberte uzivatele nebo skupinu.
2. Klepnéte na Remove (Odstranit).

3. Kliknutim na moznost OK ve vyskakovacim okn€ uZivatele nebo skupinu odstranite.
Opravnéni uzivatele nebo skupiny

UZivateli nebo skupiné miizete pridélit tfi role. Informace o tom, jak definovat roli pro uzivatele nebo skupinu,
naleznete v ¢asti Priddni uZivatelt nebo skupin.

Spravce - Plny pristup k celému systému, véetné pfistupu k Zivym a nahranym videim vSech kamer, vSem
vstupnim/vystupnim portim a pohlediim. Tato role je nutna pro konfiguraci ¢ehokoli v systému.

Operator - Vybérem kamer, zobrazeni a porti vstupt/vystupi ziskate pristup k zivému vysilani a zaznamim.
Obsluha ma plny pfistup ke vSem funkcim systému AXIS Camera Station 5 s vyjimkou konfigurace systému.

Divak - Pfistup k zivym videim vybranych kamer, vstupnim/vystupnim porttim a pohlediim. Pozorovatel nema
pfistup k nahranym videim nebo ke konfiguraci systému.

Kamery

Pro uzivatele s roli Operator (Operator) nebo Pozorovatel (Viewer) jsou k dispozici nasledujici opravnéni
pristupu.

Pristup Povolit pfistup ke kamere a vSem funkcim kamery.
Video Povolit pfistup k Zivému videu z kamery.

Poslech zvuku Povolit pfistup k poslechu zvuku z kamery.
Reproduktory Povolte pfistup k hovoru prostrednictvim kamery.
Manualni nahravani Povolit manualné spoustét a zastavovat zaznamy.
Mechanicky systém PTZ Povolit pfistup k mechanickému ovladani PTZ.

K dispozici pouze pro kamery s mechanickym PTZ.

Priorita PTZ Nastavte prioritu PTZ. NizSi hodnota znamena vysSi
prioritu. Neni nastavena zadna pridélena priorita pro
0. Spravce ma nejvyssi prioritu. Bude-li kameru PTZ
ovladat uZivatel v roli s vy3Si prioritou, nemohou ve
vychozim nastaveni ostatni uzivatelé ovladat
prislusSnou kameru po dobu 10 sekund. K dispozici
pouze pro kamery s mechanickym PTZ a vybranou
moznosti Mechanicky systém PTZ (Mechanical PTZ).

Pohledy

Pro uzivatele s roli Operator (Operator) nebo Pozorovatel (Viewer) jsou k dispozici nasledujici opravnéni
pfistupu. MiZete vybrat vice pohledi a nastavit pfistupova privilegia.

Pristup Umozhuje povolit pFistup k pohledim v systému AXIS
Camera Station 5.

Upravit Umoznuje povolit upravu pohledd v systému AXIS
Camera Station 5.

1/0

Pro uzivatele s roli Operator (Operator) nebo Pozorovatel (Viewer) jsou k dispozici nasledujici opravnéni
pristupu.
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Pristup Povolit pIny pfistup ke vstupnimu/vystupnimu portu.

Cist Povolit prohliZeni stavu vstupniho/vystupniho portu.
UZivatel nem(ize ménit stav portu.
Zapis Povolit zménu stavu vstupniho/vystupniho portu.
Systém

V seznamu nelze nastavit Sedé oznaéena pfistupova prava. Opravnéni se zaskrtnutim znamenaji, Ze uZivatel nebo
skupina maji toto opravnéni ve vychozim nastaveni.

Pro uzivatele nebo skupiny s roli Operator (Operator) jsou k dispozici nasledujici opravnéni pfistupu. Take
snapshots (PoFidit snimek) je také dostupny pro roli Pozorovatel (Viewer).

Poridit snimky Povolte pofizovani snimkd v rezimu Zivého zobrazeni
a zaznamd.

Exportovat zaznamy Povolte export zdznamd.

Vytvofit zpravu o incidentech Umoznéte generovani sestav incident(.

Zabranit v pfistupu k zaznamim starsim nez Zabranéni v pfistupu k zdznamdm starSim nez

stanoveny pocet minut. Pfi pouzivani vyhledavani
uzivatel nenalezne zaznamy starsi nez je zadana
doba.

Poplachy, ukoly a protokoly pfistupu: Ziskavani upozornéni na poplachy a umoznéni
pristupu na listu Alarms and tasks (Poplachy
a ulohy) a zaloZku Logs (Zaznamy).

Vyhledavani dat o pfistupu Umoznuje vyhledavat data za tucelem sledovani toho,
co se stalo v dobé udalosti.

Kontrola pfistupu

Pro uzivatele nebo skupiny s roli Operator (Operator) jsou k dispozici nasledujici opravnéni pristupu. Access
Management (Rizeni pfistupu) je také dostupny pro roli Pozorovatel (Viewer).

Konfigurace Fizeni pFistupu Umoznéni konfigurace dvefi a zdn, profill
identifikace, formatl karet a kod( PIN, Sifrované
komunikace a vice serverd.

Sprava pfistupu Povoleni spravy pfistupu a pfistup k nastaveni sluzby
Active Directory.

Pro uzivatele s roli Pozorovatel jsou k dispozici nasledujici opravnéni pfistupu.
Sledovani stavu systému

Pro uzivatele nebo skupiny s roli Operator (Operator) jsou k dispozici nasledujici opravnéni pfistupu. Access to
system health monitoring (Pfistup ke sledovani stavu systému) je také dostupny pro roli Pozorovatel (Viewer).

Konfigurace sledovani stavu systému Umoziuje konfiguraci systému sledovani stavu
systéemu.
PFistup ke sledovani stavu systému: Povoleni pfistupu ke sledovani stavu systému.
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Certifikaty

Chcete-li spravovat nastaveni pro certifikaty mezi serverem AXIS Camera Station 5 a zafizenimi, prejdéte do
nabidky Configuration > Security > Certificates (Konfigurace > Zabezpeceni > Certifikaty).

Dalsi informace o zapnuti, odstranéni a zobrazeni certifikatl HTTPS a IEEE 802.1X naleznete v ¢asti Zabezpeceni,
on page 63.

AXIS Camera Station 5 MoZnosti pouziti systému:

e Kofenova certifikacni autorita (CA): Pokud pouZzivate AXIS Camera Station 5 jako kofenovou
certifikacni autoritu, znamena to, ze systém AXIS Camera Station 5 pouziva sviij vlastni kofenovy
certifikat pro vydavani serverovych certifikatl a do procesu neni zapojena Zadna jina kofenova
certifika¢ni autorita.

e Prechodna certifikacni autorita: V takovém pripadé je kvili podepisovani a vydavani certifikatd pro
zafizeni Axis nutné importovat certifikat CA a jeho privatni kli¢ do systému AXIS Camera Station 5.
Tento certifikat certifikaéni autority midze byt kofenovy certifikat nebo certifikat zprostredkujici
certifikacni autority.

Poznamka

Odinstalujete-li AXIS Camera Station 5, odebere své certifikaty CA z divéryhodnych korenovych
certifikacnich autorit systému Windows. Neodstrani importované certifikaty certifika¢nich autorit; ty je tfeba
odstranit ruc¢né.

Certifikaéni autorita (CA)

CA vam umoziuje povolit certifikaty HTTPS a IEEE 802.1X na zafizenich bez jakychkoli nainstalovanych
klientskych/serverovych certifikatl. Certifikat certifikacni autority AXIS Camera Station 5 mize automaticky
vytvaret, podepisovat a instalovat certifikaty klient/server na zafizenich, pokud pouzivate protokol HTTPS nebo
IEEE 802.1X. Jako kofenovou certifika¢ni autoritu mizete pouzit AXIS Camera Station 5 nebo miizete importovat
certifikat certifika¢ni autority a nechat AXIS Camera Station 5 fungovat jako zprostredkujici certifika¢ni
autoritu. Pri instalaci serveru systém vygeneruje korenovou certifikacni autoritu.

Import Kliknutim importujete existujici certifikat certifikacni
autority a jeho soukromy kli¢. AXIS Camera Station 5
ulozi jeho heslo.

Vygenerovat Kliknutim vygenerujete novy verejny a soukromy kli¢

a certifikat certifikacni autority s vlastnim podpisem,

ktery je platny 10 let. Pfi generovani nové certifikacni
autority se nahradi vdechny certifikaty komponent

a vSechny komponenty se restartuji.

Zobrazit Kliknutim na moZnost Zobrazit se zobrazi podrobnosti
certifikatu CA.
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Export Kliknutim exportujete certifikacni autoritu do
souboru. Exportovat ji miizete dvéma zpUdsoby:

e Bez soukromého klice: Ulozi certifikat ve
formatu .cer nebo .crt. Tuto moZznost pouzijte,
pokud potrebujete pouze instalaci vefejného
certifikatu do jinych systémd, které by mély
dlvérovat certifikatim podepsanym AXIS
Camera Station 5.

e Se soukromym kli¢em: UlozZi certifikacni
autoritu ve formatu PKCS#12 (.pfx nebo .
p12). Tuto moznost pouzijte, pokud
potfebujete importovat certifikacni autoritu
do jiného serveru AXIS Camera Station 5.

Pocet dni platnosti, po které budou podepsané Nastaveni poctu dni platnosti automaticky
certifikaty klienta/serveru platné. vytvofenych certifikatd klient/server. Maximalni délka
je 1095 dni (ti roky). VSimnéte si, Ze certifika¢ni
autorita nepodepisuje certifikaty, které jsou platné po
uplynuti jeji vlastni platnosti.

Vytvofeni kofenové CA

Kdyz se spusti AXIS Camera Station 5, vyhleda certifikacni autoritu. Pokud chybi, vygeneruje kofenovou
certifikaéni autoritu automaticky. Obsahuje vlastni kofenovy certifikat a soukromy kli¢ chranény heslem. AXIS
Camera Station 5 uklada heslo, ale nezobrazi ho. Certifikat CA vytvoreny systémem AXIS Camera Station 5 plati
po dobu 10 let.

Informace o ru¢nim generovani nové CA nahrazujici starou viz Nahrazeni CA, on page 126.

Pokud provedete upgrade z verze 5.45 nebo starsi, ktera pouziva ru¢né instalovany certifikat v zafizeni, AXIS
Camera Station 5 automaticky pouzije stavajici kofenovou certifikacni autoritu k instalaci nového certifikatu,
jakmile vyprsi platnost ruéné instalovaného certifikatu.

Poznamka

Po vygenerovani certifikatu CA je tento certifikat pfidan do divéryhodnych kofenovych certifikatd systému
Windows.

Import CA

Pfi instalaci certifikatu certifika¢ni autority od jiné certifikacni autority mizete jako zprostredkujici certifikacni
autoritu pouzit AXIS Camera Station 5. Importujte existujici certifikaéni autoritu sestavajici z certifikatu a
soukromého klice a umoznéte tak serveru AXIS Camera Station 5 podepisovat certifikaty jménem této
certifikaéni autority. Soubor musi byt soubor PKCS#12, certifikat musi mit zakladni

omezeni (2.5.29.19) oznacujici, Ze se jedna o certifikat certifikacni autority, a musi byt pouZit v dobé jeho
platnosti. Pokud chcete importovat CA a nahradit tu stavajici, viz. Nahrazeni CA, on page 126.

Poznamka
®  Pokud importovana certifikacni autorita nevyzaduje heslo, zobrazi se dialogové okno pokazde, kdyz néco
vyzaduje heslo. Pokud napfiklad v zafizeni pouzivate protokoly HTTPS nebo IEEE, pfipadné pfidate néjaké
zafizeni. Pokracujte kliknutim na tlacitko OK.

® Po importovani certifikatu CA je tento certifikat pfidan do diivéryhodnych kofenovych certifikat
systému Windows.

®  Po odinstalovani AXIS Camera Station 5 musite importované certifikaty CA z diivéryhodnych kofenovych
certifikacnich autorit systému Windows ru¢né odebrat.

Nahrazeni CA

Nahrazeni certifikacni autority, ktera vydava podepsané certifikaty pouzivané v zafizenich s pfipojenim HTTPS:
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1. Prejdéte do nabidky Configuration > Security > Certificates > (Konfigurace > Zabezpeceni >
Certifikaty > HTTPS).

Zapnéte Temporarily ignore certificate validation (Docasné ignorovani ovérovani certifikatu).

V ¢asti Certificate authority (Certifikacni autorita) kliknéte na Generate (Vytvofit) nebo na Import.
Zadejte své heslo a kliknéte na OK.

Zvolte pocet dn0, po které budou podepsané klientské/serverové certifikaty platit.

Prejdéte do nabidky Nastaveni > Zafizeni > Sprava.

N o g k& DN

Kliknéte pravym tlacitkem na zafizeni a zvolte Security > HTTPS > Enable/Update (Zabezpeceni >
HTTPS > Povolit/Aktualizovat.

8. Prejdéte na Configuration > Security > Certificates > HTTPS (Konfigurace > Zabezpeceni > Certifikaty
> HTTPS a vypnéte Temporarily ignore certificate validation (do¢asné ignorovat ovéfeni certifikatu.

HTTPS

Systém AXIS Camera Station 5 ve vychozim nastaveni ovéfuje u kazdého pfipojeného zafizeni podpis certifikatu
aktivniho serveru HTTPS. Systém se tak nepfipoji k zafizeni, jehoz certifikat neni ovéfeny. Certifikat serveru musi
byt podepsan aktivni certifika¢ni autoritou v systému AXIS Camera Station 5, nebo ovéfen prostrednictvim
Windows Certificate Store. Systém AXIS Camera Station 5 také ovéfuje, zda se adresa v certifikatu HTTPS
zafizeni shoduje s adresou pouZzitou ke komunikaci se zafizenim, pokud je zapnuta moznost Validate device
address (Ovéfit adresu zafizeni).

Kamery s firmwarem 7.20 nebo nov€jSim jsou dodavany s certifikatem podepsanym samotnym uzivatelem. Tyto
certifikaty nejsou divéryhodné. Namisto toho vygenerujte nebo importujte certifikaéni autoritu, aby mohla
aplikace AXIS Camera Station 5 vydavat zafizenim nové certifikaty pfi pouZziti protokolu HTTPS.

Docasné ignorovat ovéfeni certifikatu Zapnutim povolite, aby systém AXIS Camera Station 5
prijimal jakykoli certifikat HTTPS a umoznil
konfiguraci nezabezpecenych zafizeni.

Vypnéte, aby systém AXIS Camera Station 5 ovéroval
platnost certifikatd zafizeni. Pokud neni dGvéryhodny,
zobrazi se varovna zprava v Casti Status (Stav) v
Device management (Sprava zafazeni) a zafizeni
nebude dostupné.

Ovérte adresu zafizeni Vypnéte, aby bylo zajisténo stabilni chovani v sitich
DHCP bez pouziti nazvi hostiteld.

Zapnutim této moznosti vyZadujete, aby se adresy
shodovaly, coz zvySuje bezpecnost. Toto nastaveni
doporucujeme zapnout pouze v sitich, kde zafizeni ke
komunikaci pouZivaji pfedevsim nazev hostitele, nebo
kde maji zafizeni statickou IP adresu.

Poznamka
e Pokud neni zabezpecené pfipojeni (HTTPS) k dispozici, miZzete vystavit novy certifikat HTTPS. Viz Pridat
zafizeni, on page 40

®  Chcete-li pouzit standard HTTPS, video vyZaduje firmware ve verzi 5.70 nebo novéjsi. Pro zafizeni
pouzivana k fizeni pFistupu a pro audio zafizeni je nutny firmware ve verzi 1.25 nebo novejsi.

Omezeni
e Nevychozi porty (jiné nez 443) nejsou podporovany.
e \Sechny certifikaty v jedné davce instalaci musi mit stejné heslo.

e QOperace s certifikaty pres neSifrované kanaly, napfiklad ,Basic”, nejsou podporovany. Nastavte zafizeni

£

na ,Sifrované a nesifrované” nebo ""Pouze Sifrované"”, abyste umoznili komunikaci typu ,Digest”.
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® Nasitovém prepinaci fady AXIS T85 PoE+ nelze zapnout HTTPS.
IEEE 802.1X:

V pfipadé€ ovérovani AXIS Camera Station 5 IEEE 802.1X je Zadatelem sitové zafizeni Axis, které se chce pfipojit
k siti LAN. Ovéfovatelem je sitové zafizeni, napfiklad ethernetovy pfepina¢ nebo bezdratovy pristupovy bod.
Ovérovacim serverem je obvykle hostitel se softwarem podporujicim protokoly RADIUS a EAP.

Chcete-li zapnout IEEE 802.1X, musite importovat certifikat certifika¢ni autority IEEE 802.1X. Certifikat
certifikacni autority IEEE 802.1X a certifikat klienta IEEE 802.1X se nainstaluji pfi zapnuti nebo aktualizaci IEEE
802.1X. Certifikat pro ovéfeni je mozné ziskat ze zdroje mimo systém (napfiklad na autoriza¢nim serveru IEEE
802.1X) nebo pfimo v systému AXIS Camera Station 5. Tento certifikat se instaluje do kazdého zafizeni Axis

a ovefuje overovaci server.

Poznamka
Pro pouziti certifikati IEEE 802.1X je vyzadovan firmware 5.50 nebo novéjsi pro video zafizeni a firmware
1.25 nebo novéjsi pro zafizeni pro fizeni pfistupu a audio zafizeni.

Postup konfigurace standardu IEEE 802.1X:

1. Prejdéte do nabidky Nastaveni > Zabezpeceni > Certifikaty.

2.V ¢asti EAPOL Version (Verze EAPOL) zvolte, kterou verzi rozsifitelného ovéfovaciho protokolu (EAP),
chcete pouzivat.

3.V casti EAP identity (Identita EAP) zvolte, zda chcete pouzivat MAC adresu, nazev hostitele zafizeni
nebo vlastni text.

4. Pokud jste zvolili Custom (Vlastni), zadejte libovolny text, ktery slouzi jako identita EAP v ¢asti Custom
(Vlastni).

5. Kliknéte na Import a vyberte soubor certifikatu certifikacni autority IEEE 802.1X.

6. Vrozbalovacim menu Common name (Doména) vyberte Device IP address (IP adresa zafizeni) nebo
Device EAP identity (Identita EAP zafizeni) jako doménu v jednotlivych certifikatech vytvorenych pro
kazdé zafizeni, kdyz AXIS Camera Station 5 funguje jako certifika¢ni autorita.

7. Prejdéte do nabidky Nastaveni > Zafizeni > Sprava.

8. Kliknéte pravym tlacitkem na zarizeni a zvolte Security > IEEE 802.1X > Enable/Update (Zabezpeceni >
IEEE 802.1X > Povolit/Aktualizovat.

Omezeni

e U zafizeni s nékolika sitovymi adaptéry (napfiklad bezdratové kamery) mlzete zapnout protokol IEEE
802.1X pouze pro prvni adaptér, obvykle pro kabelové pfipojeni.

®  Zafizeni, kterym chybi parametr Network.Interface.I0.dotlx.Enabled, nejsou
podporovana. Priklad: Rada AXIS P39, fada AXIS T85 a videodekodér AXIS T87

e QOperace s certifikaty pres neSifrované kanaly, napfiklad ,Basic”, nejsou podporovany. Nastavte zafizeni
na ,Sifrované a nesifrované” nebo "“Pouze Sifrované"”, abyste umoznili komunikaci typu ,Digest”.
Varovani o vyprseni platnosti certifikatu

Varovani se zobrazi v pfipad€, Ze platnost certifikatu klienta nebo serveru vyprsela nebo brzy vyprsi. Varovani
také spusti poplach systému u nékterych certifikat(i. Vztahuje se na v3echny klientské a serverové certifikaty,
certifikaty certifikaéni autority zafizeni nainstalované systémem AXIS Camera Station 5, certifikat certifikaéni
autority AXIS Camera Station 5 a certifikat IEEE 802.1X. Varovani se zobrazi jako zprava v ¢asti Status (Stav) na
strance Device management (Sprava zafizeni) a jako ikona na seznamu Installed certificates (Nainstalované
certifikaty).

V Casti Certificate expiration warning (Varovani o vyprseni platnosti certifikatu) zadejte, kolik dni pred
vyprsenim platnosti vas ma systém AXIS Camera Station 5 upozornit.
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Obnoveni certifikatu

Obnoveni certifikatu mezi serverem a zafrizenimi

Klientské nebo serverové certifikaty zafizeni vygenerované systémem AXIS Camera Station 5 se automaticky
obnovuji 7 dni pfed zobrazenim varovani o vyprseni platnosti. Aby to bylo mozné, musite mit v zafizeni zapnuty
protokol HTTPS nebo |EEE 802.1X. Pokud chcete certifikat obnovit nebo aktualizovat ru¢né, viz Zabezpeceni, on
page 63.

Obnoveni certifikatu mezi serverem a klientem

1. Prejdéte do nabidky Configuration > Security > Certificates (Konfigurace > Zabezpeceni > Certifikaty).
2.V d&asti Obnova certifikatu kliknéte na moznost Obnovit.

3. Po restartovani serveru bude obnoveny certifikat pouzit.

Obnoveni hesla

1. Prejdéte do nabidky Nastaveni > Zabezpeceni > Certifikaty.

2. Zapnéte Temporarily ignore certificate validation (Docasné ignorovani ovéfovani certifikatu) abyste se
ujistili, Ze zafizeni, ktera pouzivaji certifikaty certifikacni autority, jsou pfistupna.

V ¢asti Certificate authority (Certifikacni autorita) kliknéte na Generate (Vytvofit) a zadejte své heslo.

4, 'V Casti Certificate authority (Certifikacni autorita) kliknéte na Export, abyste certifikat certifikacni
autority lokalné.

5. Prejdéte do nabidky Configuration > Devices > Management (Konfigurace > Zafizeni > Sprava) a na
zvolenych zafizenich povolte HTTPS.

6. Vypnéte Temporarily ignore certificate validation (Docasné ignorovani ovéfovani certifikatu).
Konfigurace fizeni piistupu

Pokud jste do systému pridali sitovy ovlada¢ dvefi Axis, mizete v systému AXIS Camera Station verze 6.x nebo
nove;jSi hardware fizeni pfistupu nakonfigurovat.

Uplny pracovni postup pro nastaveni sitového ovladace dvefi Axis v systému AXIS Camera Station 5 naleznete
v ¢lanku Nastaveni sitového oviadade dveri Axis.

Poznamka
Nez zaCnete, provedte nasledujici ukony:
e  Upgradujte verzi systému AXIS OS ovladace v ramci nabidky Configuration > Devices > Management
(Nastaveni > Zafizeni > Sprava).

e Nastavte datum a Cas ovladace v ¢asti Configuration > Devices > Management (Konfigurace >
Zafizeni > Sprava).

e  Zapnéte protokol HTTPS na ovladaci v ¢asti Configuration > Devices > Management (Konfigurace >
Zafizeni > Sprava).

Pracovni postup pro konfiguraci Fizeni pFistupu

1. Chcete-li upravit preddefinované identifikacni profily nebo vytvofit novy identifika¢ni profil, prectéte si
Identifikacni profily, on page 142.

2. Chcete-li pouzit vlastni nastaveni pro formaty karet a délku kodu PIN, pfectéte si Formdty karet a kod
PIN, on page 143.

Pridejte dvere a aplikujte na né identifikacni profil. Viz ¢ast Pfiddni dveri, on page 131.
4. Nakonfigurujte dané dvefe.

- Priddni monitoru dvefi, on page 136

- Pridat nouzovy vstup, on page 136

- Priddni ¢tec¢ky, on page 137
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- Priddni zafizeni REX, on page 139

5. Pridejte zonu a pridejte dvere do této zony. Viz ¢ast Priddni zony, on page 140.

Kompatibilita softwaru zatizeni pro ovladace dvefi

NiZe uvedena tabulka uvadi minimalni a doporuéenou verzi operacniho systému AXIS OS pro jednotlivé verze

AXIS Camera Station 5:

Verze AXIS Camera Station

Doporucena verze operacniho systému AXIS 0S

5.59 12.4.68.1
5.58 12.4.68.1
5.57 11.8.20.2

Dvefe a zony

Chcete-li zobrazit pfehled a konfigurovat dvefe a zony, prejdéte do ¢asti Configuration > Access control >
Doors and zones (Konfigurace > Rizeni pfistupu > Dvefe a zony).

[ Pfipnout graf

ke dvefim. Chcete-li pinové schéma vytisknout,
kliknéte na tlacitko Print (Tisk).

23 |dentifikaéni profil

Zménte identifikacni profil na dvefich.

Zabezpeceny kanal

Zapnuti nebo vypnuti zabezpeceného kanalu OSDP
pro konkrétni ¢tecku.

Dvere

Jméno

Nazev dveri.

Ovladac dvefi

Ovlada¢ dvefri, ktery je ke dvefim pfipojen.

Strana A

Zbna, ve které je strana A dvefi.

Strana B

Z6na, ve které je strana B dvefi.

Identifikacni profil

Identifika¢ni profil pouZity na dvere.

Formaty karet a kod
PIN

Zobrazuje typ formatl karet nebo délku kddu PIN.

Stav Stav dvefi.
®  Online: Dvefe jsou online a pracuji spravné.
e (tetka je offline: Ctecka v konfiguraci dvefi je offline.
e Chyba étecky: Ctecka v konfiguraci dvefi nepodporuje zabezpeceny kanal
nebo zabezpeceny kanal je pro ¢tecku vypnuty.
Zony
Jméno Nazev zony.
Pocet dveri Pocet dvefi zahrnutych v zoné.
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Priklad dvefi a zon

e  Existuji dvé zony: zelena a modra.

® Jsou zde troje dvefe: zelené, modré a hnédé.

e Zelené dvefe jsou vnitini dvefe v zelené zoné.

® Modré dvefe jsou dvefe v perimetru pouze pro modrou zénu.

® Hnédé dvere jsou dvefe v perimetru pro zelenou i modrou zénu.
Pfidani dvefi

Poznamka
e Qvladac dvefi mizete nakonfigurovat s jednémi dvefmi se dvéma zamky nebo se dvéma dvefmi s jednim
zamkem na kazdych dvefich.

Chcete-li pfidat dvere, vytvofte novou konfiguraci dvefi:

1. Prejdéte do ¢asti Configuration > Access control > Doors and zones (Konfigurace > Rizeni pfistupu >
Dvefe a zony).

2. Kliknéte na + Add door (Pridat dvere) a vyberte typ dvefi z rozeviraciho seznamu.

Typy dvefi

Dvere BéZné dvere s monitorem, které podporuji zamky a
¢tecky. Vyzaduje ovladac dvefi.
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Bezdratové dvere Dvere, které miZete nastavit pomoci bezdratovych

zamkl a komunikaénich rozboc¢ovaci ASSA ABLOY
Aperio®. Dalsi informace naleznete v ¢asti Pridejte
bezdrdtovy zdmek, on page 135.

Monitorovani dvefi Dvere, které mohou signalizovat, zda jsou oteviené

nebo zavrené. DalsSi informace naleznete v ¢asti .

Vybavené dvefe Dvere, které mlzete pridat do systému jako zastupny

symbol, aniz byste museli vybirat prislusny hardware.

Podlazi Typ dvefi pro ovladani vytahu, ktery ovéfuje pfistup

na podlazi vytahu pomoci ¢tecek karet. DalSi
informace naleznete v ¢asti .

9.

10.
11.
12.
13.

Zadejte nazev dvefi a v rozbalovacim menu Device (Zafizeni) vyberte ovlada¢ dvefi, ktery chcete s dvefmi
spojit. Ovladac se zobrazi Sedé€, kdyz nelze pfidat dalsi dvere, kdyZ je v rezimu offline nebo kdyz neni
aktivni protokol HTTPS.

Klepnutim na tlacitko Next (Dalsi) prejdéte na stranku konfigurace dvefi.
V rozbalovacim menu Primary lock (Primarni zamek) pridejte prenosovy port.

Chcete-li na dvefich nakonfigurovat dva zamky, vyberte pfenosovy port z rozbalovaciho menu Secondary
lock (Sekundarni zamek).

Vyberte identifikacni profil. Viz éast Identifikacni profily, on page 142.
Nakonfigurujte nastaveni dvefi. Viz Nastaveni dvefi, on page 133.
Priddni monitoru dvefi, on page 136

Pridat nouzovy vstup, on page 136

Priddni ¢tecky, on page 137

Priddni zafizeni REX, on page 139

Kliknéte na Save (Ulozit).

Pro pridani dvefi zkopirujte existujici konfiguraci dvefi:

1.

6.
7.

Prejdéte do ¢asti Configuration > Access control > Doors and zones (Konfigurace > Rizeni pfistupu >
Dvefe a zony).

Kliknéte na + Add door (Pridat dvere).

Zadejte nazev dvefi a v rozbalovacim menu Device (Zafizeni) vyberte ovlada¢ dvefi, ktery chcete s dvefmi
spojit.

Kliknéte na tlacitko Dalsi.

V rozbalovacim menu Copy configuration (Kopirovat konfiguraci) vyberte existujici konfiguraci dvefi.
Zobrazi se pfipojené dvere a ovladac se zobrazi Sed€, pokud byl nakonfigurovan se dvéma dvefmi nebo
s jednémi dvefmi se dvéma zamky.

Pokud chcete, mizete toto nastaveni zménit.
Kliknéte na Save (Ulozit).

Uprava dvefi:

1.

Prejdéte do ¢asti Configuration > Access control > Doors and zones > Doors (Konfigurace > Rizeni
pristupu > Dvefe a zony > Dvefe).

V seznamu vyberte dvere.

Kliknéte na # Edit (Upravit).

Zménte nastaveni a kliknéte na tlacitko Save (UloZit).
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Odebrani dvefi:

1. Prejdéte do ¢asti Configuration > Access control > Doors and zones > Doors (Konfigurace > Rizeni

pfistupu > Dvefe a zony > Dvefe).

2. 'V seznamu vyberte dvere.

Klepnéte na B Remove (Odstranit).
4, Kliknéte na Yes (Ano).

Chcete-li prehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Priddni a konfigurace dveri a zon

Nastaveni dvefi

1. Piejdéte do ¢asti Configuration > Access control > Door and Zones (Konfigurace > Rizeni pfistupu >

Dvefe a zony).

2. Vyberte dvere, které chcete upravit.

3. Kliknétena ¢ Edit (Upravit).

PFistupovy Cas (s)

Nastavte poCet sekund, po ktery maji dvefe po udéleni
pristupu zlstat odeméené. Dvere zistanou odemécené,
dokud je nékdo neotevie nebo dokud neuplyne
nastavena doba. Dvere se zamknou pfi zavieni bez
ohledu na to, zda doba pfistupu vyprsela.

Open-too-long time (sec) (Doba pf¥ilis dlouhého
otevfeni (s))

Plati pouze v pfipadg, ze jste nakonfigurovali monitor
dvefi. Nastavte pocet sekund, po ktery zlstanou dvere
otevrené. Pokud jsou dvefe po uplynuti nastaveného
Casu otevrené, spusti se poplach pfilis dlouhého
otevreni. Nastavenim pravidla akci nakonfigurujte,
kterou akci udalost pfiliS dlouhého otevreni spusti.

Dlouha doba pfistupu (s)

Nastavte poCet sekund, po ktery maji dvefe po udéleni
pristupu zlstat odeméené. Dlouha doba pristupu

bude mit u drziteld karet, u kterych je toto nastaveni
zapnuto, vy3Si prioritu nez nastavena doba pfistupu.

Long open-too-long time (sec) (Dlouha doba pfFilis
dlouhého otevieni (s))

Plati pouze v pfipad€, ze jste nakonfigurovali monitor
dveri. Nastavte pocet sekund, po ktery zlistanou dvere
oteviené. Pokud jsou dvere po uplynuti nastaveného
Casu otevrené, spusti se udalost pfilis dlouhého
otevreni. Dlouha doba pfilis dlouhého otevieni bude
mit u drzitel( karet vy33i prioritu nez jiz nastavena
doba pfilis dlouhého otevieni, pokud je zapnuto
nastaveni Long access time (Dlouha doba pFistupu).

Doba zpoZzdéni opétovného zamceni (ms)

Nastavte ¢as (v milisekundach), po ktery zlstanou
dvefe po otevreni nebo zavreni odemdceny.

Znovu zamknout

e After opening (Po otevieni): Plati pouze
v pfipadg, ze jste pfidali monitor dvefi.
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e  After closing (Po zavieni): Plati pouze
v pfipadg, ze jste pfidali monitor dvefi.

Dvere otevieny nasilim Zvolte, zda ma systém nastavit spousté¢ poplachu pfi
nasilném otevreni dvefi.

Dvere otevieny prili$ dlouho Zvolte, zda ma systém nastavit spoustéc¢ poplachu,
kdyZ jsou dvere drzené pfilis dlouho otevrené.

Casové moznosti

®
N (o)

1/,

Pristup udélen - zdmek se odemkne

Doba pristupu

Nebyla provedena Zddnd akce - zdmek se zamkne

Byla provedena akce (otevreni dvefi) - zimek se zamkne nebo zustane odemdceny, dokud
se dverfe nezaviou

Doba prilis dlouhého otevieni

Spusti se poplach prilis dlouhého otevieni

N OON =

D O

® @ @

o a )
©) ©,

N Q

17,
1/,

©
)

i

1 Pristup udélen - zdmek se odemkne

2 Doba pfistupu

3 2+3:Dlouhd doba pristupu

4 Nebyla provedena zddnd akce - zdmek se zamkne

5 Byla provedena akce (otevreni dvefi) - zimek se zamkne nebo zustane odemceny, dokud
se dvefe nezaviou

6 Doba prilis dlouhého otevieni

7 6+7: Dlouhd doba pfrilis dlouhého otevieni

8 Spusti se poplach prilis dlouhého otevieni
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Pfidejte bezdratovy zamek

AXIS Camera Station 5 podporuje bezdratové zamky a komunika¢ni rozboc¢ovace ASSA ABLOY Aperio®.
Bezdratovy zamek se k systému pFipojuje prostfednictvim komunika¢niho rozbocovacde Aperio pfipojeného ke
konektoru RS485 ovladace dvefi. K jednomu ovladadi dvefi miZete pfipojit aZ 16 bezdratovych zamka.

Chcete-li prehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Poznamka
® Nastaveni vyZaduje ovladac dvefi Axis s operacnim systémem AXIS OS verze 11.6.16.1 nebo novéjsi.

® Nastaveni vyZaduje platnou licenci na rozsifeni ovladace dvefi AXIS.
e  (as na ovladadi dvefi Axis musi byt synchronizovan s ¢asem na serveru AXIS Camera Station 5.

® Nez zacnete, sparujte zamky Aperio s rozbo¢ovacem Aperio pomoci nastroje pro programovani Aperio
spole¢nosti ASSA ABLOY.

e  Bezdratové zamky nebudou v rezimu offline dodrZzovat rozvrhy odemykani.

1. Pristup k ovladaci dvefi.
1.1.  Prejdéte do nabidky Nastaveni > Zafizeni > Dalsi zafizeni.

1.2.  Otevrete webové rozhrani ovladace dvefi pfipojeného ke komunikaénimu rozbocovaci Aperio.

2. Zapnéte Rozsifeni ovladace dvefi AXIS.
2.1. Ve webovém rozhrani ovladace dvefi prejdéte na Apps.

2.2.  Zapnéte kontextovou nabidku Roz3ifeni ovladace dvefi AXIS ‘
2.3. Kliknéte na Activate license (Pfidat licenéni kli€) klavesou a zvolte licenéni kli¢.
2.4.  Zapnéte Rozsiteni ovladace dvefi AXIS.

3. Pripojte bezdratovy zamek k ovladadi dvefi pomoci komunikacniho rozbocovace.

3.1. Ve webovém interface ovladace dvefi prejdéte na Access control > Wireless locks (Rizeni
pfistupu > Bezdratové zamky).

3.2.  Kliknéte na Connect communication hub (PFipojit komunikacni rozbocovac).

3.3.  Zadejte nazev rozbocovace a kliknéte na Connect (Pfipojit).

3.4.  Kliknéte na Connect wireless lock (Pfipojte bezdratovy zamek).

3.5.  Vyberte adresu zamku a moznosti zamku, ktery chcete pridat, a kliknéte na Save (UlozZit).

4. Pridejte a nakonfigurujte dvere s bezdratovym zamkem.

4.1.  Vsystému AXIS Camera Station 5 prejdéte do ¢asti Configuration > Access control > Doors and
zones (Konfigurace > Rizeni pfistupu > Dvefe a zony).

4.2. Kliknéte na + Add door (Pridat dvere).

4.3.  Zvolte ovlada¢ dvefi pfipojeny ke komunika¢nimu rozbocovaci Aperio, zvolte Wireless door
(Bezdratové dvere) jako Door type (Typ dvefi).

4.4, Kliknéte na tlacitko Dalsi.
4.5.  Zvolte Wireless lock (Bezdratovy zamek).

4.6.  Definujte strany dvefi A a B a pfidejte snimace. DalSi informace naleznete v kapitole Dvere
a zony, on page 130.
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4.7. Kliknéte na Save (Ulozit).

Po pripojeni bezdratového zamku mzete v pfehledu dvefi sledovat stav a uroven nabiti baterie.

Uroveri nabiti baterie Akce
Dobré Zadné
Nizka Zamek funguje, jak ma, ale méli byste baterii vyménit

dfive, nezZ se jeji stav stane kritickym.

Kriticky Vyménte baterii Zamek nemusi fungovat tak, jak ma.
Stav zamku Akce

Online Zadné

Zaseknuti zamku Vyreste pfipadné mechanické problémy se zamkem.

Pfidani monitoru dvefi

Monitor dvefi je prepinac polohy dvefi, ktery sleduje fyzicky stav dvefi. Monitor dvefi mlzete pfidat ke dvefim
a nakonfigurovat zpisob pfipojeni monitoru dvefi.

1.

o 0 k&~ WD

Prejdéte na stranku konfigurace dvefi. Viz ¢ast Pfiddni dvefi, on page 131.

V ¢asti Sensors (Snimace) kliknéte na Add (Pridat).

Vlyberte moznost Door monitor sensor (Snima¢ monitoru dvefi).

Zvolte V/V port, ke kterému chcete monitor dvefi pfipojit.

V ¢asti Door open if (Dvefe oteviené, pokud) vyberte zpisob pripojeni okruhlG monitoru dvefi.

Pro ignorovani zmén stavu digitalniho vstupu pred prechodem do nového stabilniho stavu nastavte
Debounce time (Cas vraceni).

Chcete-li spustit udalost, jakmile dojde k pferuseni spojeni mezi ovladatem dvefi a monitorem dvefi,
zapnéte moznost Supervised input (Hlidany vstup). Viz ¢ast Hlidané vstupy, on page 141.

Dvere oteviené, pokud

Okruh je otevieny Zvolte, jestlize je okruh monitoru dvefi normalné

zavien. Monitor dvefi odesle dvefim signal otevreni,
kdyz je okruh otevien. Monitor dvefi odesle dvefim
signal zavreni, kdyZ je okruh uzavren.

Okruh je uzavieny Zvolte, jestlize je okruh monitoru dvefi normalng

otevren. Monitor dvefi odesle dvefim signal otevreni,
kdyZ je okruh zavien. Monitor dvefi odesle dvefim
signal zavfeni, kdyz je okruh otevren.

Pfidat nouzovy vstup

Muzete pfidat a nakonfigurovat nouzovy vstup pro spusténi akce, ktera zamkne nebo odemkne dvere. Mizete
také nakonfigurovat zpisob pfipojeni okruhu.

1.

2
3.
4

Pfejdéte na stranku konfigurace dvefi. Viz ¢ast Priddni dvefi, on page 131.
V ¢asti Sensors (Snimace) kliknéte na Add (PFidat).
Vlyberte moznost Emergency input (Nouzovy vstup).

V ¢asti Emergency state (Nouzovy stav) vyberte pfipojeni okruh.
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Pro ignorovani zmén stavu digitalniho vstupu pred prechodem do nového stabilniho stavu nastavte
Debounce time (ms) (Cas vraceni (ms)).

Zvolte akci Emergency action (Nouzova akce), ktera se spusti, jakmile dvefe pfijmou signal nouzového
stavu.

Nouzovy stav

Okruh je otevieny Zvolte, jestlize je okruh nouzového vstupu normalné

zavren. Nouzovy vstup odesle signal nouzového stavu
v pfipadé, ze je okruh otevren.

Okruh je uzavieny Tuto moznost zvolte, jestlize je okruh nouzového

vstupu normalné otevien. Nouzovy vstup odesle
signal nouzového stavu v pfipad€, Ze je okruh zavren.

Nouzové opatreni

Odemknout dvere Dvere se odemknou, jakmile obdrzi signal nouzového
stavu.

Zamknout dvere Dvere se zamknou, jakmile obdrzi signal nouzového
stavu.

Pridani ¢tecky

Ovlada¢ dvefi mlzete nakonfigurovat tak, aby pouZzival dvé kabelové ¢tecky. MUzZete pFidat ¢tecku na jednu
stranu nebo na obé¢ strany dvefri.

Pouzijete-li na ¢tecku vlastni nastaveni formatd karet nebo délky kodu PIN, zobrazi se ve sloupci Card formats
(Formaty karet) v ¢asti Configuration > Access control > Doors and zones (Konfigurace > Rizeni pfistupu >
Dvere a zony). Viz ¢ast Dvere a zony, on page 130.

Poznamka

o

K jednomu ovladaéi dveri miizete také pridat az 16 ¢tecek Bluetooth. Dalsi informace naleznete v ¢asti
Priddni ¢tecky Bluetooth, on page 138.

Pokud pouzivate sitovy interkom Axis jako IP ¢tecku, systém pouzije konfiguraci kodu PIN nastavenou na
weboveé strance zarizeni.

Prejdéte na stranku konfigurace dvefi. Viz €ast Priddni dvefi, on page 131.
Pod jednou stranou dvefi kliknéte na Add (Pfidat).

Zvolte Card reader (Ctedka karet).

Zvolte Reader type (Typ Ctecky).

Chcete-li pouzit vlastni nastaveni délky kddu PIN pro tuto ¢tecku:
5.1.  Kliknéte na Pokrodily.

5.2.  Zapnéte moznost Custom PIN length (Vlastni délka PIN kddu).

5.3.  Nastavte Min PIN length (Minimalni délka kodu PIN), Max PIN length (Maximalni délka kodu
PIN) a End of PIN character (Konec znaku PIN).

Pouziti vlastniho nastaveni formatu karet pro tuto ¢tecku:
6.1.  Kliknéte na Pokrodily.

6.2.  Zapnéte moznost Custom card formats (Vlastni formaty karet).

6.3.  Vyberte formaty karet, které chcete pro ¢tecku pouzit. Je-li jiz format karty se stejnou bitovou
délkou pouzivan, je tieba jej nejprve deaktivovat. Pokud se nastaveni formatu karty lisi od
nakonfigurovaného nastaveni systému, zobrazi se v klientovi vystrazna ikona.

Kliknéte na Pridat.
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8. Chcete-li pfidat ¢tecku na druhou stranu dvefi, zopakujte tento postup.

Informace o nastaveni ¢tecky ¢arovych kodl AXIS najdete v ¢asti Nastaveni ¢tecky ¢drovych kodi Axis.

Typ ctecky

OSDP RS485, polovi¢ni duplex

Pro ¢tecky RS485 zvolte moznost OSDP RS485 half
duplex (OSDP RS485 poloduplexni) a port ¢tecky.

Wiegand U ¢tecek, které pouzivaji protokoly Wiegand, vyberte
moznost Wiegand a port ¢tecky.

IP ¢tecka U ¢tecek IP vyberte polozku IP reader (Ctecka IP)
a z rozbalovaciho menu vyberte zafizeni. Pozadavky
a podporovana zafizeni naleznete v ¢asti IP ¢tecka, on
page 139.

Wiegand

Rizeni LED Vlyberte moznost Single wire (Jeden vodi¢) nebo Dual

wire (R/G) (Dvojity vodi¢ (R/G)). Ctecky s dvojitym
fizenim LED pouzivaji pro ¢ervenou a zelenou LED
rizné vodice.

Upozornéni na neopravnénou manipulaci

Zvolte, kdy je vstup neopravnéného zasahu ¢tecky
aktivni.

e Open circuit (Otevieny okruh): Ctecka
dverim odesle signal o neopravnéném zasahu
v pfipadé, ze je okruh otevieny.

e Closed circuit (Uzavieny okruh): Ctecka
dvefim odesle signal o neopravnéném zasahu
v pfipadg, ze je okruh uzavreny.

Tamper debounce time (Cas vraceni neopravnéné
manipulace)

Pro ignorovani zmén stavu vstupu neopravnénych
zasahU ¢tecky pred prechodem do nového stabilniho
stavu nastavte Tamper debounce time (Cas vraceni
neopravnéné manipulace).

Hlidany vstup

Zapnéte, cheete-li spustit udalost pfi preruseni
spojeni mezi ovladacem dvefi a ¢teckou. Viz ¢ast
Hlidané vstupy, on page 141.

Pfidani ¢tecky Bluetooth

Ctecku AXIS A4612 Network Bluetooth Reader mizete pouzit k rozsifeni limit kabelem pfipojenych dvefi u
dvernich ovladacd Axis, které umoznuji pfifadit az 16 téchto ¢tecek k vlastnim dvefim. Kazda ¢tecka mize
spravovat zamek dvefi, pozadavek na odchod (REX) a prepnuti polohy dvefi (DPS).

Pfidani a pouzivani téchto ¢tecek nevyzaduje zadné dalsi licence.

Pridani ¢tecky AXIS A4612 Network Bluetooth Reader ke dvefim:

—_

H LN

Ujistéte se, Ze jste sparovali ¢tecku AXIS A4612 s ovladacem dvefi. Viz .
Pfejdéte na stranku konfigurace dvefi. Viz ¢ast Priddni dvefi, on page 131.
Pod jednou stranou dvefi kliknéte na Add (Pfidat) a poté Card reader (Ctecka karet).

Vlyberte moznost IP reader (IP ¢tecka) a z rozbalovaciho menu vyberte sparovanou ¢tecku AXIS A4612.

Pokud bude tato ¢tecka pouzita pro parovani prihlaovacich udaji, oznaéte ji pro parovani. Kliknéte na

Pridat.

138



https://help.axis.com/axis-camera-station-integrator-guide#set-up-axis-barcode-reader

5. Na karté Overview (Pfehled) zménte profil identifikace. Pokud mate ¢tecku AXIS A4612 pfipojenou
pouze na jedné strané dvefi a na druhé stran€ pouzivate zafizeni REX, miizete pouzit profily Tap in app
(Poklepat v aplikaci) nebo Touch reader (Dotykova ¢tecka).

IP ¢tecka

Interkomy Axis Network Ize pouzivat jako IP ¢tecku v systému AXIS Camera Station Secure Entry.

Poznamka
®  Nutnosti je AXIS Camera Station 5,38 nebo novejsi, AXIS A1601 Network Door Controller s firmwarem
10.6.0.2 nebo novejSim.

®  Pouziti interkomu jako IP ¢tecky nevyzaduje Zadnou specialni konfiguraci.
Podporovana zafizeni:

® AXIS A8207-VE Network Video Door Station s firmwarem 10.5.1 nebo nové€jSim

e AXIS A8207-VE Mk Il Network Video Door Station s firmwarem 10.5.1 nebo novéjsSim

e AXIS 18116-E Network Video Intercom

Pridani zarizeni REX

Muzete zvolit, zda se zafizeni umoZnujici pozadani o opusténi oblasti (REX) ma pfidat na jednu stranu nebo na
obé strany dvefi. Zatizenim REX muze byt snimac PIR, tla¢itko REX nebo tlaéna hrazda.

1. Prejdéte na stranku konfigurace dvefi. Viz ¢ast Priddni dvefi, on page 131.

2. Pod jednou stranou dvefi kliknéte na Add (Pridat).

3. Vyberte REX device (Zafizeni REX).

4. Zvolte V|V port, ke kterému chcete zafizeni REX pfipojit. Jestlize je k dispozici pouze jeden port, bude
automaticky vybran.

5. Vyberte moznost Action (Akce), ktera se ma spustit, jakmile dvefe pfijmou signal REX.

6. V casti REX active (REX aktivni) vyberte pfipojeni okruhd monitoru dvefi.

7. Proignorovani zmén stavu digitalniho vstupu pfed pfechodem do nového stabilniho stavu nastavte
Debounce time (ms) (Cas vraceni (ms)).

8. Chcete-li spustit udalost pfi preruseni spojeni mezi ovladacem dvefi a zafizenim REX, zapnéte moznost
Supervised input (Hlidany vstup). Viz ¢ast Hlidané vstupy, on page 141.

Akce

Odemknout dvere Tuto moznost zvolte, jestlize se dvere maji odemknout
pfi prijeti signalu REX.

Zadné Tuto moznost zvolte, jestlize nechcete, aby se pfri
prijeti signalu REX dvefmi spustila jakakoli akce.

REX aktivni

Okruh je otevieny Tuto moznost zvolte, pokud je okruh REX normainé
zavieny. Zafizeni REX odesle signal, kdyz je okruh
otevreny.

Okruh je uzavieny Tuto moznost zvolte, pokud je okruh REX normalné
otevreny. Zafizeni REX odesle signal, kdyZ je okruh
uzavreny.
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Pfidani zony
Zébna je konkrétni fyzicka oblast se skupinou dvefi. Zony mizete vytvaret a pridavat do nich dvere. Existuji dva
typy dvefi:
e Perimeter door (Dvefe v perimetru): DrZitelé karet do zony vstupuji nebo ji opoustéji skrze tyto dvere.
e Internal door (Vnitfni dvefe): Vnitini dvefe uvnitf zony.

Poznamka
Dvefe v perimetru mohou patfit ke dvéma zédnam. Vnitini dvefe mohou patfit pouze k jedné zon€.

1. Pfejdéte do ¢asti Configuration > Access control > Doors and zones > Zones (Konfigurace > Rizeni
pristupu > Dvere a zony > Zdny).

Kliknéte na + Add zone (Pridat zonu).

Zadejte nazev zony.

Kliknéte na Add door (Pfidat dvefe).

Vlyberte dvere, které chcete pfidat do zony, a kliknéte na Add (Pridat).

o oA~ LD

Ve vychozim nastaveni jsou dvefe nastaveny jako dvefe v perimetru. Chcete-li nastaveni zménit, zvolte
v rozbalovacim menu Internal door (Vnitini dvefe).

7. Dvefe v perimetru ve vychozim nastaveni pro vstup do zony pouZivaji stranu dvefi A. Chcete-li nastaveni
zménit, zvolte v rozbalovacim menu moznost Leave (Opustit).

8. Jestlize chcete odstranit dvefe ze zony, vyberte je a kliknéte na Remove (Odstranit).
9. Kliknéte na Save (Ulozit).
Uprava zony:
1. Prejdéte do ¢asti Configuration > Access control > Doors and zones > Zones (Konfigurace > Rizeni
pfistupu > Dvefe a zony > Zony).

2.V seznamu vyberte zénu.

3. Kliknéte na Z Edit (Upravit).
4. 7ménte nastaveni a kliknéte na tla¢itko Save (UloZit).
Odstranéni zony:
1. Pfejdéte do ¢asti Configuration > Access control > Doors and zones > Zones (Konfigurace > Rizeni
pristupu > Dvefe a zony > Zdny).

2. 'V seznamu vyberte zonu.

3. Klepnéte na B Remove (Odstranit).
4, Kliknéte na Yes (Ano).

Uroven zabezpeceni zony
Do zony mizete pridat nasledujici funkci zabezpeéeni:

Anti-passback - Zabrafuje lidem pouZivat stejné prihlaSovaci udaje jako nékdo, kdo vstoupil do oblasti pred
nimi. Vynucuje, Ze osoba musi nejprve opustit prostor, nez mlze znovu pouzit své pfihlasovaci udaje.

Poznamka
e U funkce anti-passback musi byt viechny dvere v zon€ vybaveny snimaci polohy dvefi, aby systém mohl
zaregistrovat, Ze uzivatel po protazeni karty dvefe otevrel.

®  Pokud dojde k vypadku ovladace dvefi, funkce anti-passback funguje, pokud vSechny dvere v zon€ patfi
ke stejnému ovladaci dveri. Pokud v3ak dvere v zoné patfi rGznym ovladaciim dveri, které jsou v rezimu
offline, funkce anti-passback prestane fungovat.
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Uroven zabezpeceni miizete nakonfigurovat prfi pridavani nové zony, nebo ji miizete nakonfigurovat pro
existujici zonu. Chcete-li pfidat Uroven zabezpeleni pro existujici zonu:

1. Piejdéte do ¢asti Configuration > Access control > Doors and zones (Konfigurace > Rizeni pfistupu >
Dvefe a zony).

Vlyberte zonu, pro kterou chcete nakonfigurovat uroven zabezpeceni.

Kliknéte na Edit (Upravit).

Kliknéte Security level (Uroven zabezpedeni).

Zapnéte bezpecnostni prvky, které checete ke dvefim pfidat.

ST T ol

Kliknéte na Pouzit.

Anti-passback

Pouze poruseni protokolu (softwarovy) Tuto moZnost pouzijte, pokud chcete umoznit druhé
osobé vstoupit do dvefi pomoci stejnych
pfihlaSovacich udajl jako prvni osoba. Vysledkem této
moznosti je pouze poplach systému.

Odeptit pristup (hardwarovy) Tuto moznost pouzijte, pokud chcete zabranit
druhému uZzivateli ve vstupu do dveri, pokud pouzije
tytéz prihlaSovaci udaje jako prvni osoba. Viysledkem
této moznosti je téZ poplach systému.

Casovy limit (v sekundéch) Doba, po kterou systém umozni uZivateli znovu
vstoupit. Zadejte 0, pokud nechcete ¢asovy limit, coz
znamena, ze zna ma anti-passback, dokud uzivatel
neopusti zonu. PouZivejte O ¢asovy limit s funkci
Odepfit pFistup (hardwarovy) jen za predpokladu, Ze
vSechny dvere v zon€ maji ¢tecky na obou stranach.

Hlidané vstupy

Hlidané vstupy mohou spustit udalost, pfi pferuseni spojeni s ovladacem dvefi.

® Spojeni mezi ovladacem dvefi a monitorem dvefi. Viz ¢ast Priddni monitoru dvefi, on page 136.

® Spojeni mezi ovladacem dvefi a ¢teckou, ktera pouziva protokoly Wiegand. Viz ¢ast Pfiddni ¢tecky, on
page 137.

® Spojeni mezi ovladatem dvefi a zafizenim REX. Viz ¢ast Priddni zafizeni REX, on page 139.
Pouzivani hlidanych vstupl:
1. Podle diagramu pripojeni nainstalujte koncovou fadu odporl co nejblize perifernimu zafizeni.

2. Prejdéte na stranku konfigurace ¢tecky, monitoru dvefi nebo zafizeni REX a zapnéte Supervised input
(Hlidany vstup).

3. Jestlize jste postupovali podle diagramu upfednostiujiciho paralelni pfipojeni, vyberte moznost Parallel
first connection with a 22 KQ parallel resistor and a 4.7 KQ serial resistor (Upfednostriované paralelni
pfipojeni s paralelnim odporem 22 kQ a sériovym odporem 4,7 kQ).

4. Jestlize jste postupovali podle diagramu uprednostiujiciho sériové pfipojeni, vyberte moznost Serial first
connection (Upfednostriované sériové pfipojeni) a vyberte hodnotu rezistoru z rozbalovaciho menu
Resistor values (Hodnoty rezistoru).

Diagramy pfipojeni
Parallel first connection (Upfednostiiované paralelni pFipojeni)

Hodnoty rezistoru musi byt 4,7 kQ a 22 kQ.
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GND @ 1

4.7kQ

Upfednostiované sériové pripojeni

/0 @

Hodnoty rezistoru musi byt stejné a v rozsahu 1-10 kQ.

GND @

R
/0 @

Identifikacni profily

Identifikac¢ni profil je kombinaci typd identifikace a rozvrh(. Identifikaéni profil miizete pouzit na jedny nebo
vice dvefi, abyste urcili, jak a kdy mGze drzitel karty ziskat pfistup ke dvefim.

Typy identifikace jsou nosic¢e informaci o pfihlasovacich udajich nezbytnych pro ziskani pfistupu ke dvefim. Mezi
bézné typy identifikace patfi tokeny, osobni identifikacni ¢isla (PIN), otisky prst(, oblicejové mapy a zafizeni REX.
Typ identifikace mUze obsahovat jeden nebo vice typl informaci.

Podporované typy identifikace: karta, PIN, REX, staticky QR a dynamicky QR.

Poznamka
Dynamicky QR musi byt pouzit spolu s kddem PIN.

Chcete-li vytvofit, editovat nebo odebrat identifika¢ni profily, pfejdéte do ¢asti Configuration > Access control
> |dentification profiles (Konfigurace > Rizeni pfistupu > Identifikacni profily).

K dispozici je pét vychozich identifikaénich profill, které mizete pouzit tak, jak jsou, nebo je podle potieby
upravit.

Karta - Drzitelé karty musi protahnout kartu, aby ziskali pfistup ke dvefim.

Karta a PIN - Drzitel¢ karty musi protahnout kartu a zadat kod PIN, aby ziskali pfistup ke dvefim.

PIN - Drzitelé karty musi zadat kdd PIN, aby ziskali pfistup ke dvefim.

Karta nebo PIN - Drzitelé karty musi protahnout kartu nebo zadat kod PIN, aby ziskali pFistup ke dvefim.

QR - Drzitelé karet musi na kameru ukazat QR kod®, aby ziskali pfistup ke dvefim. Identifikaéni profil QR mizete
pouzit pro staticky i dynamicky QR.

Registraéni znacka - Drzitelé karet musi pfijet ke kamere ve vozidle se schvalenou registraéni znackou.
QR Code je registrovana ochranna znamka spolecnosti Denso Wave Incorporated v Japonsku a dalSich zemich.
Vytvoreni identifika¢niho profilu:

1. Pfejdéte na ¢ast Configuration > Access control > Identification profiles (Konfigurace > Rizeni
pristupu > Identifikacni profily).

2. Kliknéte na Create identification profile (Vytvofit identifikacni profil).
Zadejte nazev identifikacniho profilu.

4. \lyberte moznost Include facility code for card validation (Zahrnout kdd zafizeni pro ovéfeni karty),
pokud chcete, aby byl kod zafizeni pouZit jako jedno z poli k ov&Ffovani pfihlasovacich udaji. Toto pole je
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k dispozici pouze v pfipadé, Ze je zapnut Facility code (Kod zafizeni) v ¢asti Access management >
Settings (Sprava pfistupu > Nastaveni).

5. Nakonfigurujte identifikacni profil pro jednu stranu dvefi.
6. Na druhé strané dvefi opakujte pfedchozi kroky.
7. Kliknéte na tlacitko OK.
Uprava identifikaéniho profilu:
1. Prejdéte na ¢ast Configuration > Access control > Identification profiles (Konfigurace > Rizeni
pristupu > Identifikacni profily).
2. Zvolte identifika¢ni profil a kliknéte na tlacitko 7
3. Chcete-li zménit nazev identifikacniho profilu, zadejte novy nazev.
4. Provedte upravy na stran€ dvefi.
5. Pro upravu identifika¢niho profilu na druhé strané dvefi zopakujte pfedchozi kroky.
6. Kliknéte na tlacitko OK.
Odstranéni identifikacniho profilu:

1. Prejdéte na ¢ast Configuration > Access control > Identification profiles (Konfigurace > Rizeni
pfistupu > Identifikacni profily).

2. Zvolte identifikaéni profil a kliknéte na tlacitko W .
Jestlize byl dany identifikacni profil pouzit na néjaké dvere, zvolte pro tyto dvere jiny identifikacni profil.
4. Kliknéte na tlacitko OK.

Upravit identifikaéni profil

X Slouzi k odebrani typu identifikace a souvisejiciho
rozvrhu.
Typ identifikace Chcete-li zménit typ identifikace, zvolte jeden nebo

vice typU v rozbalovacim menu Identification type
(Typ identifikace).

Harmonogram Chcete-li zménit rozvrh, vyberte jeden nebo vice
rozvrh(l v rozbalovacim menu Schedule (Rozvrh).

Jestlize cheete pridat typ identifikace a souvisejici
rozvrh, kliknéte na Add (Pfidat) a nastavte typy
identifikace a rozvrhy.

+ Pridat

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Nastaveni identifikaénich profilt

Formaty karet a kad PIN

Format karty definuje, jak jsou na karté ukladana data. Jedna se o prekladovou tabulku mezi pfichozimi daty
a overenymi daty v systému. Kazdy format karty ma jinou sadu pravidel pro usporadani ulozenych informaci.
Definovanim formatu karty systému sdélite, jak interpretovat informace, které ovladac ziska ze ¢tecky karet.
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Existuji pfeddefinované bézné pouzivané formaty karet, které mizete pouzit tak, jak jsou, nebo je podle potreby
upravit. MiZete také vytvaret vlastni formaty karet.

Prejdéte do nabidky Configuration > Access Control > Card formats and PIN (Konfigurace > Rizeni pfistupu >
Formaty karet a kad PIN), chcete-li vytvafet, editovat nebo aktivovat formaty karet. Také mizete nakonfigurovat
kéd PIN.

Vlastni formaty karet mohou obsahovat nasledujici datova pole pouzivana k ovérovani prihlasovacich udaja.

Cislo karty - PodmnoZzina binarnich dat pfihlasovacich udajd, ktera jsou zakoédovana jako desitkova nebo
hexadecimalni ¢isla. Pomoci ¢isla karty miizete identifikovat konkrétni karty nebo drzitele karty.

Kod zafFizeni - PodmnozZina binarnich dat pfihlasovacich udaju, ktera jsou zakodovana jako desitkova nebo
hexadecimalni ¢isla. Pomoci kodu zafizeni mazete identifikovat konkrétniho koncového zakaznika nebo
pracoviste.

Vytvoreni formatu karty:

1. Pfejdéte do ¢asti Configuration > Access Control > Card formats and PIN (Konfigurace > Rizeni
pfistupu > Formaty karet a kod PIN).

Kliknéte na Add card format (Pfidat format karty).

Zadejte nazev formatu karty.

Do pole Bit length (Bitova délka) zadejte bitovou délku od 1 do 256.

Chcete-li pfevratit pofadi biti dat obdrZzenych od ¢tecky karet, zvolte moznost Invert bit order (Prevratit
pofadi bitd).

6. Chcete-li prevratit poradi bajtli dat obdrzenych od ¢tecky karet, zvolte moznost Invert byte order

(Prevratit pofadi bajth). Tato mozZnost je k dispozici pouze v pfipadé, Ze zadate bitovou délku, ktera je
délitelna osmi.

AN N

7. Zvolte a nakonfigurujte datova pole, ktera budou ve formatu karty aktivni. Ve formatu karty musi byt
aktivni bud Card number (Cislo karty) nebo Facility code (Kod zatizeni).

8. Kliknéte na tlacitko OK.

9. Pokud chcete format karty aktivovat, vyberte zaskrtavaci policko pfed nazvem formatu karty.

Poznamka
® Dva formaty karet se stejnou bitovou délkou nemohou byt aktivni soucasné. Mate-li napfiklad
definovany dva 32bitové formaty karet, mdze byt aktivni pouze jeden. Chcete-li aktivovat druhy format
karty, deaktivujte nejprve ten prvni.

®  Formaty karet mlzZete aktivovat a deaktivovat pouze v pfipadé, ze ovlada¢ dvefi byl nakonfigurovan
s aspoh jednou ¢teckou.

® Kliknutim na ® zobrazite priklad vystupu po
prevraceni poradi bitd.

Rozsah Nastavte bitovy rozsah dat pro datové pole. Rozsah
musi spadat do stejnych hodnot, jaké jste nastavili
pro Bitovou délku.
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Format vystupu Zvolte vystupni format dat pro datové pole.

Decimal (Desetinny): Znamy také jako pozicni Ciselny
systém base-10, sestava z Cisel 0 az 9.

Sestnactkova soustava: znama také jako pozi¢ni
Ciselna soustava na 16kové bazi se sklada z 16
jedine¢nych symboli: ¢isel 0-9 a pismen a-f.

Bitové poradi podrozsahu Zvolte bitové poradi.

Little endian: Prvni bit je nejmensi (nejméné
vyznamny).

Big endian: Prvni bit je nejvétsi (nejvyznamné;si).

Uprava formatu karty:

1.

4,

Prejdéte do ¢asti Configuration > Access Control > Card formats and PIN (Konfigurace > Rizeni
pfistupu > Formaty karet a kad PIN).
Vyberte format karty a kliknéte na tlacitko 7

Pokud upravujete predem definovany format karty, mlzete upravit pouze Invert bit order (Pfevratit
poradi bitl) a Invert byte order (Pfevratit poradi bajtu).

Kliknéte na tlacitko OK.

Odstranit Ize pouze vlastni formaty karet. Odstranéni vlastniho formatu karty:

1.

2.

Pejdéte do ¢asti Configuration > Access Control > Card formats and PIN (Konfigurace > Rizeni
pfistupu > Formaty karet a kad PIN).

Vlyberte vlastni format karty a kliknéte na tlacitko @ a poté na Yes (Ano).

Chcete-li obnovit pfedem definovany format karty:

1.

2.

Pejdéte do ¢asti Configuration > Access Control > Card formats and PIN (Konfigurace > Rizeni
pristupu > Formaty karet a kod PIN).

Kliknutim na tlacitko 9 resetujete format karty na vychozi mapu pole.

Konfigurace délky kodu PIN:

1.

Prejdéte do ¢asti Configuration > Access Control > Card formats and PIN (Konfigurace > Rizeni
pfistupu > Formaty karet a kad PIN).

Y

V ¢asti PIN configuration (Konfigurace kodu PIN) kliknéte na polozku ¢ .

Zadejte Min PIN length (Minimalni délka kddu PIN), Max PIN length (Maximalni délka kodu PIN) a
End of PIN character (Konec znaku PIN).

Kliknéte na tlacitko OK.

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Nastaveni formdta karet
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AXIS Camera Station 5

Nastaveni formatu karty

Celkovy prehled

64332 —> i = FB4C FBAC — o] — 64332
4CFB*’%4‘54332

64332

AXIS A1610

64332 —> I ———— 4CFB

o Cislo karty v desitkové soustavé je 64332.

® Jedna Ctecka prevadi Cislo karty na hexadecimalni Cislo FB4C. Druha ¢tecka ho prevadi na
hexadecimalni Cislo 4CFB.

®  Qvladat dvefi AXIS A1601 Network Door Controller pfijme FB4C a prevede ho na desitkové ¢islo
64332 podle nastaveni formatu karty u ¢tecky.

e QOvlada¢ dveri AXIS A1601 Network Door Controller pfijme 4CFB a prehozenim poradi bajtd ho prevede
na FBAC a dale na desitkové ¢islo 64332 podle nastaveni formatu karty u ¢tecky.

Pfevratit pofadi bitu

Po prevraceni pofadi bitli jsou data karty ziskana ze ¢tecky ¢tena po bitech zprava doleva.

64332 = 1111 1011 1100 1100 —— 0071 001~ 1101 1111 = 13023

— Read from left Read from right e——

Prevratit pofadi bajtt
Bajt je skupina osmi bitd. Po prevraceni porfadi bajtl jsou data karty ziskana ze étecky ¢étena po bajtech zprava
doleva.

64 332 = 1111 )100 1100 =— 0100 1100 1111 = 19707
F 4 C 4 C F

26bitovy standardni format karty Wiegand

FFFFFFFF NNNNNNNNNNNNNNNN P

P
© @ ® ®
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1 Pocdteéni parita
2 Kod zarizeni

3 Cislo karty

4 Koncovd parita

Sifrovana komunikace
Zabezpeceny kanal OSDP

Systém AXIS Camera Station Secure Entry podporuje zabezpeceny kanal OSDP (Open Supervised Device
Protocol - Otevieny protokol zafizeni pod dohledem), ktery umoznuje Sifrovani propojeni mezi ovladac¢em
a ¢teckami AXIS.

Zapnuti zabezpeceného kanalu OSDP pro cely systém:

1. prejdete do nabidky Configuration > Access control > Encrypted communication (Konfigurace >
Rizeni pFistupu > Sifrovana komunikace).

2. Zadejte hlavni Sifrovaci kli¢ a kliknéte na OK.

3. Zapnéte zabezpeceny kanal OSDP. Tato moznost je k dispozici pouze po nastaveni hlavniho Sifrovaciho
klice.

4. Ve vychozim nastaveni je kli¢ zabezpeceného kanalu OSDP generovan hlavnim Sifrovacim klicem.
Chcete-li kli¢ zabezpeceného kanalu OSDP nastavit rucné:

‘g

4.1. V nabidce OSDP Secure Channel (Zabezpeceny kanal OSDP) kliknéte na / .

4.2.  Zruste volbu Use main encryption key to generate OSDP Secure Channel key (Vygenerovat kli¢
zabezpeceného kanalu OSDP pomoci hlavniho Sifrovaciho klice).

43.  Zadejte kli¢ zabezpeceného kanalu OSDP a kliknéte na OK.
Chcete-li zapnout nebo vypnout zabezpeceny kanal OSDP pro konkrétni ¢tecku, viz Doors and zones (Dvere
a zony).
Ctecka Earovych koda AXIS

Ctecka ¢arovych koda AXIS je aplikace, kterou Ize nainstalovat na kamery Axis. Ovlada¢ dvefi Axis pouZiva
ovérovaci kli¢ k udéleni pFistupu a ovéreni étecky ¢arovych kodd AXIS. Kompletni pracovni postup nastaveni
¢tecky ¢arovych kodl AXIS najdete v ¢asti Nastaveni étecky édrovych kodd AXIS.
Viytvoreni propojeni mezi ovladadem dvefi a ¢te¢kou ¢arovych kodd AXIS:

1.V AXIS Camera Station 5:

1.1. prejdete do nabidky Configuration > Access control > Encrypted communication (Konfigurace
> Rizeni pfistupu > Sifrovana komunikace).

1.2.  V casti External Peripheral Authentication Key (Externi periferni ovéfovaci klic) kliknéte na
moznost Show authentication key (Zobrazit ovéfovaci kli¢) a na Copy key (Zkopirovat klic).

2. Ve webovém rozhrani zafizeni, kde je spusténa ¢tecka ¢arovych kddi AXIS:
2.1.  Otevrete aplikaci ¢tecky ¢arovych koda AXIS.

2.2.  Jestlize serverovy certifikat nebyl v AXIS Camera Station 5 nakonfigurovan, zapnéte moznost
Ignore server certificate validation (Ignorovat ovéfeni certifikatu serveru). Vice informaci
najdete v Casti Certifikdty.

2.3.  Zapnéte AXIS Camera Station Secure Entry.
2.4. Kliknéte na Add (PFidat) a zadejte IP adresu ovladace dvefi a vlozte ovéfovaci klic.

2.5. Z rozbalovaciho menu dveri vyberte ¢tecku, ktera ¢te Carove kady.
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Vice serveru BETA

Pfipojené sub servery mohou, s vice servery, pouzivat globalni drzitele karet a skupiny drzitel( karet z hlavniho
serveru.

Poznamka

Jeden systém mize podporovat az 64 diléich server(.
Tato moznost vyzaduje AXIS Camera Station 5.47 nebo novéjsi.
VlyZaduje, aby hlavni server a sub servery byly umistény ve stejné siti.

Na hlavnim serveru a sub serverech ovérte, ze je brana Windows Firewall nakonfigurovana tak, aby
umozhovala pfichozi pfipojeni TCP na portu Secure Entry. Vychozi port je 55767. Pro informace o
prizplsobené konfiguraci portd viz Obecné, on page 178.

Pracovni postup

1.

Nakonfigurujte server jako sub server a vytvorte konfiguraéni soubor. Viz ¢ast Vygenerovdni
konfiguraéniho souboru ze sub serveru, on page 148.

Nakonfigurujte server jako hlavni server a importujte konfiguraéni soubor sub server(. Viz ¢ast
Importovdni konfiguraéniho souboru do hlavniho serveru, on page 148.

Nakonfigurujte globalni drzitele karet a skupiny drzitelG karet na hlavnim serveru. Viz Priddni drzitele
karty, on page 153 a Pfiddni skupiny, on page 157.

Zobrazte a monitorujte globalni drzitele karet a skupiny drzitelG karet na sub serveru. Viz éast Sprdva
pristupu, on page 153.

Vygenerovani konfiguraéniho souboru ze sub serveru

1.

Ze sub serveru prejdéte do ¢asti Configuration > Access control > Multi server (Konfigurace > Rizeni
pfistupu > Vice serveru).

Kliknéte na moZnost Sub server.
Kliknéte na Generate (Vygenerovat). Vygeneruje konfiguracni soubor ve formatu .json.

Kliknéte na moznost Download (Stahnout) a zvolte umisténi pro uloZeni souboru.

Importovani konfiguraéniho souboru do hlavniho serveru

1.

2.

3
4.
5
6

Z hlavniho serveru prejdéte do ¢asti Configuration > Access control > Multi server (Konfigurace >
Rizeni pFistupu > Vice servert).

Kliknéte na moznost Main server (Hlavni server).

Kliknéte na T+ Add (Pfidat) a pfejdéte na konfiguracni soubor, ktery jste vygenerovali ze sub serveru.
Zadejte nazev serveru, IP adresu a Cislo portu sub serveru.
Pridejte sub server kliknutim na Import.

Stav sub serveru se zobrazi jako Connected.

Zruseni sub serveru

Sub server mlzete zrusit pouze pfed importovanim jeho konfiguraéniho souboru do hlavniho serveru.

1.

Z hlavniho serveru prejdéte do ¢asti Configuration > Access control > Multi server (Konfigurace >
Rizeni pFistupu > Vice servert).

Kliknéte na moznost Sub servera poté kliknéte na moznost Revoke server (Zrusit server).
Nyni mlzete tento server nakonfigurovat jako hlavni server nebo jako sub server.
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Odebrani sub serveru

Po importovani konfiguraéniho souboru sub serveru se sub server pfipoji k hlavnimu serveru.
Odebrani sub serveru:

1. Z hlavniho serveru:

1.1.  Prejdéte do ¢asti Access management > Dashboard (Sprava pfistupu > Ridici panel).
1.2 Zmeénte globalni drzitele karet a skupiny na mistni drZzitele karet a skupiny.
1.3.  Prejdéte do ¢asti Configuration > Access control > Multi server (Konfigurace > Rizeni pistupu

> Vice serverd).
1.4, Kliknutim na Main server (Hlavni server) zobrazite seznam sub serverd.
1.5. Zvolte sub server a kliknéte na moZnost Delete (Odstranit).

2. Ze sub serveru:

- Prejdéte do ¢asti Configuration > Access control > Multi server (Konfigurace > Rizeni pfistupu
> Vice serverd).

- Kliknéte na moznost Sub server a poté kliknéte na moznost Revoke server (Zrusit server).
Nastaveni sluzby Active DirectoryBETA

Poznamka
K systému AXIS Camera Station 5 maji pfistup uZivatelské ucty ze systému Microsoft Windows a uzivatelé
a skupiny Active Directory. Zplsob pridavani uzivatelG v systému Windows se lisi v zavislosti na verzi
systému. DalSi informace naleznete na support.microsoft.com. Pokud pouzivate sit s doménou Active
Directory, obratte se na spravce site.

Pfi prvnim otevfeni stranky nastaveni sluzby Active Directory mlizete importovat uZivatele sluzby Microsoft
Active Directory do drziteld karet v aplikaci AXIS Camera Station 5. Viz ¢ast Importovdni uZivatelii sluZby Active
Directory, on page 149.

Po poc¢ateéni konfiguraci se na strance nastaveni sluzby Active Directory zobrazi nasledujici moZnosti.

® \Vytvareni a sprava skupin drzitelG karet na zakladé skupin v Active Directory.
e Nastaveni planované synchronizace mezi sluzbou Active Directory a systémem spravy pfistupu.
®  Rucni synchronizaci aktualizujte vSechny drZitele karet importované ze sluzby Active Directory.

e Sprava mapovani dat mezi udaji uzivatele ze sluzby Active Directory a vlastnostmi drzitele karty.
Importovani uzivatelu sluzby Active Directory

Chcete-li importovat uZivatele sluzby Active Directory do drZitelG karet v AXIS Camera Station 5:

1. Prejdéte do ¢asti Configuration > Access control > Active directory settingsBETA (Konfigurace > Rizeni
pFistupu > Nastaveni Active directory).

2. Kliknéte na Set up import (Nastavit import).

3. Tyto tfi hlavni kroky provedte podle instrukci na obrazovce:

3.1.  Vyberte uzivatele ze sluzby Active Directory, kterého chcete pouZit jako Sablonu pro mapovani
dat.

3.2.  Mapujte uzivatelska data z databaze Active Directory na vlastnosti drziteld karet.

3.3.  Vytvorte novou skupinu drzitell karet v systému spravy pfistupu a vyberte, které skupiny ze
sluzby Active Directory chcete importovat.

NemUzete ménit zadné z importovanych uzivatelskych dajd, ale mlzete pfidat prihlasovaci Udaje
k importovanému drziteli karty, viz Pfiddni pfihlasovacich udajd, on page 154.
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Konfigurace chytrého vyhledavéani 2

Pomoci chytrého vyhledavani 2 mizete nastavit vice filtr(i pro snadné vyhledani osob a vozidel ze zaznami
vytvorenych kamerami Axis.

Chcete-li prehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Co se tyka pozadavkl, omezeni a pokynl k pouzivani funkce chytrého vyhledavani 2, viz téma Chytré
vyhleddvdni 2, on page 33.

1.

Prejdéte do Casti Configuration > Smart search 2 (Konfigurace > Chytré vyhledavani 2) > Settings
(Nastaveni).

V ¢asti Cameras (Kamery):
2.1.  Vyberte kamery, které maji odesilat metadata pro chytré vyhledavani 2.

2.2, Chcete-li pro kameru povolit klasifikaci serveri na pozadi, zvolte Allow (Povolit) u moznosti
Background server classification (Klasifikace servert na pozadi).
Tato funkce zvysi zatizeni serveru, ale vylepSi uzivatelské prostredi.

2.3. Jestlize chcete omezit pocet detekcei uloZzenych na serveru, v ¢asti Filter (Filtr) kliknéte na @ a
vytvorte filtry pro Area, Size and duration (Oblast, Velikost a trvani) a Swaying objects (Kyvajici
se objekty).

Pomoci téchto filtrG mlzete vymezovaci oblasti, malé objekty nebo objekty, které se objevi jen
na velmi kratkou dobu, nebo kyvajici se objekty, napfiklad listi, vétve ¢i porost.

V ¢asti Storage (Ulozisté):
- Zvolte jednotku a slozku pro ulozeni detekci a kliknéte na Apply (Pouzit).

- Nastavte limit velikosti uloZisté a kliknéte na Apply (PouZit). Po dosazeni limitu Ulozisté se
odstrani nejstarsi detekce.

Vlybérem moznosti Include periods with missing metadata (Zahrnout obdobi s chybéjicimi metadaty)
zobrazite vysledky s informaci, Ze v ur¢itém obdobi nebyla zaznamenana Zadna metadata.

\lyberte moznost Allow the server to classify detections when you start a search (Povolit serveru
klasifikovat detekce pfi spusténi vyhledavani), abyste ziskali podrobné;jsi vysledky vyhledavani, véetné
detekci, které kamera neklasifikovala. Pro rychlejsi vysledky vyhledavani nechte tuto moznost vypnutou.

Klasifikace serverti na pozadi

Stav klasifikace server(i za posledni hodinu, kdyz je
klasifikace serveri pomala. Zobrazi se, pokud je
klasifikovano méné nez 95 % detekci.

Stav klasifikace server( za posledni hodinu, kdyzZ je
klasifikace serveri pomala. Zobrazi se, pokud je
klasifikovano méné nez 50 % detekci.

Konfigurace Sledovdani stavu systému BETA

Poznamka

PFi pfipojovani k vice serverim AXIS Camera Station 5 mUzete nakonfigurovat Sledovani stavu systému
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na libovolném pfipojeném serveru. Cheete-li to provést, vyberte server z rozbalovaciho menu Selected
server (Vybrany server).

Pokud spravujete systémy umisténé v rliznych sitich, cloudova sluzba sledovani stavu systému AXIS
poskytuje stejnou funkcionalitu, ale prostfednictvim cloudu. Dalsi informace naleznete zde: Nastaveni
cloudové sluzby pro sledovdni stavu systému AXIS, on page 109.

Oznameni

Odeslani e-mailovych oznameni:

1.

3.

Nakonfigurujte SMTP server a e-mailovou adresu pro odesilani oznameni. Viz ¢ast Nastaveni serveru, on
page 110

Nakonfigurujte e-mailové adresy pro prijem ozndmeni. Viz éast Konfigurace pfijemct e-maild, on page
151.

Nakonfigurujte pravidla oznameni. Viz ¢ast Konfigurace pravidel ozndmeni, on page 151.

Konfigurace pfijemcu e-maili

1.
2.

Prejdéte do Konfigurace > Sledovani stavu systému > Oznameni.

V ¢asti Email recipients (PFijemci e-maill) zadejte e-mailovou adresu a kliknéte na tlacitko Save
(Ulozit). Opakujte pro pfidani vice pfijemct e-mailu.

Chcete-li otestovat SMTP server, kliknéte na moznost Send test email (Odeslat testovaci e-mail).
Zobrazi se zprava o odeslani testovaciho e-mailu.

Konfigurace pravidel oznameni

Ve vychozim nastaveni jsou aktivovana dvé pravidla oznameni.

Selhani systému - Odeslat oznameni v pfipadé, Ze systém v jednosystémové konfiguraci nebo kterykoli systém
ve vicesystémové konfiguraci nefunguje po dobu 5 minut.

Selhani zafFizeni - Odeslat oznameni, je-li zafizeni uvedené ve sledovani stavu systému nefunkéni po dobu
5 minut.

1.
2.
3.

Prejdéte do Konfigurace > Sledovani stavu systému > Oznameni.
V ¢asti Notification rules (Pravidla oznameni) zapnéte nebo vypnéte pravidla oznameni.

V casti Applied rules (PouZita pravidla) se zobrazi seznam systém a zafizeni zahrnujicich pouzité
pravidlo oznameni.

Multisystém

Chcete-li prehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Sledovani stavu systému vam umozZiuje sledovat stavova data nékolika sekundarnich systémdi z jednoho
hlavniho systému.

1.

V sekundarnim systému vygenerujte konfiguraci systému. Viz ¢ast Vygenerujte konfiguraci systému, on
page 152.

V hlavnim systému nahrajte konfiguraci systému. Viz ¢ast Naéist data z jinych systémd, on page 152.

Pfedchozi kroky zopakujte v ostatnich sekundarnich systémech.
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4,

Sledujte stavova data z nékolika systémi v hlavnim systému. Viz ¢ast Sledovdni stavu systému BETA on
page 161.

Vygenerujte konfiguraci systému

1.

Prejdéte do ¢asti Configuration > System Health Monitoring > Multisystem (Konfigurace > Sledovani
stavu systému > Multisystém).

Kliknéte na Generate (Vygenerovat).
Pro moznost nahrani do hlavniho systému kliknéte na moznost Copy (Kopirovat).

Chcete-li zobrazit podrobnosti konfigurace systému, kliknéte na moznost Show details (Zobrazit
podrobnosti).

Chcete-li obnovit konfiguraci systému, nejprve odstranite stavajici kliknutim na tlac¢itko Delete
(Odstranit).

Po nahrani konfigurace systému do hlavniho systému se informace o hlavnim systému zobrazi v ¢asti Systems
with access (Systémy s pFistupem).

Nadist data z jinych systému

Po vygenerovani a zkopirovani konfigurace sekundarniho systému je mozné konfiguraci nahrat do hlavniho
systému.

1.

V hlavnim systému prejdéte do ¢asti Configuration > System Health Monitoring > Multisystem
(Konfigurace > Sledovani stavu systému > Multisystém).

Kliknutim na tlacitko Paste (VlozZit) vyplnite informace, které jste zkopirovali ze sekundarniho systému.

Zkontrolujte IP adresu hostitele a kliknéte na Add (PFidat).
Sekundarni systém se zobrazi v ¢asti Available systems (Dostupné systémy).
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Karta spravy pfistupu umoznuje konfigurovat a spravovat drzitele karet, skupiny a pravidla pfistupu systému.

Uplny pracovni postup pro nastaveni sitového ovladace dvefi Axis v systému AXIS Camera Station 5 naleznete
v ¢lanku Nastaveni sitového ovladale dvefi Axis.

Pracovni postup spravy pristupu

Struktura spravy pfistupu je flexibilni, coZz umoznuje vyvinout pracovni postup podle vasich potfeb. Toto je
priklad pracovniho postupu:

1. Pridejte skupiny. Viz ¢ast Pfiddni skupiny, on page 157.

Pridejte drzitele karet. Viz ¢ast Priddni drZitele karty, on page 153.
Pridejte do skupin drzitele karet.

Pridejte pravidla pfistupu. Viz ¢ast Priddni pravidla pfistupu, on page 157.
Pouzijte skupiny na pravidla pFistupu.

Pouzijte zony na pravidla pfistupu.

N o g k& b

Pouzijte dvefe na pravidla pfistupu.

Pfiddani drzitele karty

Drzitel karty je osoba s jedineCnym identifikatorem registrovanym v systému. Nakonfigurujte drzitele karty

s pfihlaSovacimi udaji, které identifikuji osobu a kdy a jak ji udé€lit pfistup ke dvefim.

MiZete také mapovat uzivatele v databazi sluzby Active Directory jako drZitele karet, viz éast Nastaveni sluzby
Active DirectoryBETA, on page 149.

1. Oteviete kartu B Access Management (Sprava pfistupu).

2. Prejdéte do nastaveni Cardholder management > Cardholders (Sprava drziteld karet > DrZitelé karet) a
kliknéte na + Add (+ pridat).

Zadejte jméno a pfijmeni drZitele karty a kliknéte na Next (Dalsi).

Volitelné kliknéte na Advanced (Pokrocilé) a vyberte libovolné moznosti.

Pridejte pfihlasovaci udaje k drziteli karty. Viz éast Priddni pfihlasovacich udaji, on page 154
Kliknéte na Save (Ulozit).

N o g & w

Pridejte drzitele karty do skupiny.

7.1.  Vramci moznosti Groups (Skupiny) vyberte skupinu, do které chcete pfidat drzitele karty, a
kliknéte na Edit (Upravit).

7.2.  Kliknéte na + Add (+ pfidat) a vyberte drzitele karty, kterého chcete pfidat do skupiny. MizZete
zvolit vice drzitell karet.
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7.3. Kliknéte na Pridat.
7.4. Kliknéte na Save (Ulozit).

Pokro¢ilé

Dlouha doba p¥istupu

Vyberte, pokud chcete, aby drzitel karty mél dlouhou
dobu pFistupu a dlouhou dobu p¥ilis dlouhého
otevreni, kdyz je nainstalovan monitor dvefi.

Pozastavit drzitele karty

Umozhuje pozastavit drzitele karty.

Povoleni dvojitého protahnuti

Vyberte, chcete-li drziteli karty povolit pfepsani
aktualniho stavu dvefi. Mohou jim napfiklad
odemknout dvefe mimo bézny rozvrh.

Vyjimka z lockdownu

Vyberte, pokud chcete, aby mél drzitel karty pfistup
béhem lockdownu.

Exempt from anti-passback (Vyjimka z ochrany
proti zpétnému vstupu)

Vyberte, pokud chcete drziteli karty udé&lit vyjimku

z pravidla anti-passback. Funkce Anti-passback
zabranuje lidem pouzivat stejné pfihlaSovaci udaje
jako nékdo, kdo vstoupil do oblasti pfed nimi. Prvni
osoba musi nejprve opustit prostor, nez bude mozné
jeji prihlasovaci udaje znovu pouzit.

Globalni drzitel karty

Tuto moZnost vyberte, abyste umoznili zobrazeni

a monitorovani drzitele karet na sub serverech. Tato
moznost je k dispozici pouze pro drzitele karet, ktefi
byli vytvofeni na hlavnim serveru. Viz ¢ast Vice
servert BETA, on page 148.

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Priddni drziteli karet a skupin

Pfidani pfihlasovacich adaji

K drziteli karty mazete pridat nasledujici typy pfihlaSovacich udaji:

e PIN
e Karta

® Registracni znacka
* QRkod

Pfidani pfihlaSovacich udaju registracni znacky k drziteli karty:

1.V ramci moznosti Credentials (Pfihlasovaci tdaje) kliknéte na + Add (+ pFidat) a zvolte License plate

(Registracni znacka).

Zadejte Cislo registra¢ni znacky vozidla.

o & e

Kliknéte na Pridat.

Zadejte nazev prihlasovaciho udaje popisujici vozidlo.

Nastavte pocatecni a koncové datum prihlaSovaciho udaje.
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Viz pfiklad v ¢asti PouZiti registracni znacky jako pfihlaSovaciho udaje, on page 156.

Pridani pfihlaSovacich udaji PIN k drziteli karty:
1.V ramci moznosti Credentials (Pfihlasovaci udaje) kliknéte na + Add (+ pFidat) a zvolte PIN.
2. Zadejte kod PIN.

3. Chcete-li pouZit tisnovy kdad PIN pro aktivaci tichého poplachu, zapnéte moznost Duress PIN (Tisnovy
kod PIN) a zadejte tisnovy kad PIN.

4. Kliknéte na Pridat.

PrihlaSovaci udaj PIN je vzdy platny. Také miizete nakonfigurovat tishovy kod PIN umoziujici otevreni dvefi,
ktery v systému spusti tichy poplach.

Pridani prihlaSovacich udaji karty k drziteli karty:

1. Vramci moznosti Credentials (Pfihlasovaci udaje) kliknéte na + Add (+ pridat) a zvolte Card (Karta).
2. Jestlize chcete udaje karty zadat ru¢n€, zadejte nazev karty, ¢islo karty a bitovou délku.

Poznamka

Bitova délka je konfigurovatelna, pouze kdyz vytvofite format karty s uritou bitovou délkou, ktera se
nenachazi v systému.

3. Jestlize chcete automaticky nacist udaje posledni protahnuté karty:
3.1. Z rozbalovaciho menu Select reader (Vyberte ¢tecku) vyberte dvefe.

3.2.  Protahnéte kartu ¢teckou pfipojenou k danym dvefim.

3.3. Kliknéte na moznost Get last swiped card data from the door's reader(s) (Ziskat data posledni
karty ze ¢tecek dveri).

Poznamka

K ziskani dat karty mizete pouzit desktopovou USB ¢tecku karet 2N. Dalsi informace naleznete v tématu
Nastaveni desktopové USB &tecky karet 2N.

4, Zadejte kod zarizeni. Toto pole je k dispozici pouze v pfipadé, Ze je povolen Facility code (Kod zatizeni)
v Casti Access management > Settings (Sprava pristupu > Nastaveni).

5. Nastavte pocatecni a koncové datum prihlasovaciho udaje.
6. Kliknéte na Pridat.
PFidani prihlaSovacich udaji QR k drziteli karty:

Poznamka

Pouziti QR kad jako pFihlasovacich udajii vyzaduje, aby byl synchronizovan éas na systémovém ovladaéi a na
kamere se ¢teckou ¢arovych kodd AXIS. Pro dokonalou synchronizaci ¢asu doporucujeme pro obé zafizeni
pouzit stejny zdroj ¢asu.

1.V radmci moznosti Credentials (Pfihlasovaci tdaje) kliknéte na + Add (+ pfidat) a zvolte QR-code (QR
kod).

2. Zadejte nazev prihlaSovaciho udaje.

3.  Moznost Dynamic QR (Dynamicky QR) je ve vychozim nastaveni zapnuta. Dynamicky QR musi byt pouzit
spolu s kédem PIN.

4. Nastavte pocatecni a koncové datum prihlasovaciho udaje.

5. Chcete-li QR kdd automaticky odeslat e-mailem po uloZeni drzitele karty, vyberte moznost Send QR
code to cardholder when credential is saved (Odeslat QR kod drZiteli karty pfi uloZeni pfihlasovaciho
udaje).

6. Kliknéte na Pridat.
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Datum vyprseni platnosti

Plati od Nastavte datum a Cas, ke kterému ma byt prihlasovaci
udaj platny.

Plati do Z rozbalovaciho menu vyberte moznost.

Plati do

Z4dné datum ukon&eni Platnost pfihlaSovaciho Udaje nikdy nevyprsi.

Datum Nastavte datum a €as, kdy platnost prihlasovaciho

udaje vyprsi.

0d prvniho pouziti Zvolte dobu, po kterou bude pfihlasovaci udaj platit

po prvnim pouziti. MdZe se jednat o poéet dnd,
mésicl nebo let nebo o pocet pouZiti po prvnim
pouZziti.

Od posledniho pouziti Zvolte dobu, po kterou bude pfihlasovaci udaj platit

po poslednim pouziti. Miize se jednat o pocet dni,
mésicl nebo let po poslednim pouziti.

Pouziti registracni znacky jako prihlasovaciho udaje

Tento pfiklad ukazuje, jak pouzit ovlada¢ dvefi, kameru s funkci AXIS License Plate Verifier a registracni znacku
vozidla jako pfihlaSovaci udaj pro udé€leni pfistupu.

1.
2.

Pridejte ovladac dvefi a kameru do AXIS Camera Station 5. Viz ¢ast Pridat zafizeni, on page 5

Nastavte datum a ¢as pro nova zafizeni pomoci moznosti Synchronize with server computer time
(Synchronizovat s ¢asem pocitace serveru). Viz ¢ast Nastaveni data a ¢asu, on page 61.

Upgradujte firmware na novych zafizenich na nejnove;jsi dostupnou verzi. Viz ¢ast Upgradovdni
firmwaru, on page 60.

Pridejte nové dvere pfipojené k vaSemu ovladaci dvefi. Viz ¢ast Pfiddni dvefi, on page 131.
4.1. Pridejte ¢tecku v casti Side A (Strana A). Viz Priddni ¢tecky, on page 137.

4.2. V Casti Door settings (Nastaveni dvefi) vyberte moznost AXIS License Plate Verifier jako Reader
type (Typ ¢tecky) a zadejte nazev ctecky.

4.3.  Volitelné mizete pridat ¢tecku nebo zafizeni REX v ¢asti Side B (Strana B).
4.4, Kliknéte na Ok.

Nainstalujte na svou kameru nastroj AXIS License Plate Verifier a aktivujte ho. Viz uZivatelska pfirucka
pro AXIS License Plate Verifier.

Spustte AXIS License Plate Verifier.

Nakonfigurujte AXIS License Plate Verifier.

7.1.  prejdete do nabidky Configuration > Access control > Encrypted communication (Konfigurace
> Rizeni pFistupu > Sifrovana komunikace).

7.2.  V Casti External Peripheral Authentication Key (Externi periferni ovéfovaci kli¢) kliknéte na
moznost Show authentication key (Zobrazit ovéfovaci kli¢) a na Copy key (Zkopirovat kli¢).

7.3.  Otevrete AXIS License Plate Verifier z webového interface kamery.

7.4, Nekonfigurujte nastaveni.

7.5.  Prejdéte do nabidky Settings (Nastaveni).

7.6.  V &asti Access control (Rizeni pfistupu) vyberte moznost Secure Entry jako Type (Typ).
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7.7. V ¢asti IP address (IP adresa) zadejte IP adresu ovladace dvefi.

7.8. Do ¢asti Authentication key (Ovéfovaci klic) vloZte ovéfovaci kli¢, ktery jste dfive zkopirovali.
7.9.  Klepnéte na Connect (Pfipojit).

7.10.  Pod polozkou Door controller name (Nazev ovladace dvefi) vyberte svij ovladac dvefi.

7.11.  Pod polozkou Reader name (Nazev ¢tecky) vyberte ¢tecku, kterou jste pridali dfive.

7.12.  Zapnéte integraci.

8. Pridejte drzitele karty, kterému chcete udélit pfistup. Viz ¢ast Priddni drZitele karty, on page 153

9. Pridejte pfihlaSovaci Udaje registracni znacky k novému drziteli karty. Viz ¢ast Priddni pfihlaSovacich
udaji, on page 154

10. Pridejte pravidlo pfistupu. Viz ¢ast Priddni pravidla pfistupu, on page 157.
10.1.  Pridejte rozvrh.
10.2.  Pridejte drzitele karty, kterému chcete udélit pfistup registracni znacky.
10.3.  Pridejte dvefe pomoci ¢tecky AXIS License Plate Verifier.

Pfidani skupiny

Skupiny vdam umozhuji hromadné a efektivné spravovat drZitele karet a jejich pravidla pfistupu.

1.
2.

6.

Oteviete kartu B Access Management (Sprava pfistupu).

Prejdéte do nastaveni Cardholder management > Groups (Sprava drzitelii karet > Skupiny) a kliknéte na
+ Add (+ pridat).

Zadejte nazev a pripadné inicialy skupiny.

Vlyberte moznost Global group (Globalni skupina), abyste umoznili zobrazeni a monitorovani drzitele
karet na sub serverech. Tato moznost je k dispozici pouze pro drzitele karet, ktefi byli vytvoreni na
hlavnim serveru. Viz ¢ast Vice serverii BETA, on page 148.

Jestlize cheete do skupiny pfidat drzitele karet:
5.1. Kliknéte na + Add (+ pfidat).

5.2.  \Vyberte drZitele karet, které chcete pfidat, a kliknéte na Add (Pridat).
Kliknéte na Save (Ulozit).

Pfiddani pravidla pfistupu

Pravidlo pfistupu definuje podminky, které musi byt spInény pro udéleni pfistupu.

Pravidlo pfistupu se sklada z nasledujicich ¢asti:

Drzitelé karet a skupiny drzitelu karet - komu ma byt pristup udélen.

Dvefe a zony - na co se pristup vztahuje.

Harmonogramy - ¢as pro udéleni pfistupu.

Jestlize chcete pridat pravidlo pfistupu:

1.

2
3
4.
5

Otevrete kartu | Access Management (Sprava pfistupu).

Prejdéte do nabidky Cardholder Management (Sprava drzitelu karet).

V Casti Access rules (Pravidla pfistupu) kliknéte na polozku + Add (+ pfidat).
Zadejte nazev pravidla pfistupu a kliknéte na tlacitko Next (Dalsi).

Konfigurace drzitell karet a skupin:
5.1.  V ¢asti Cardholders (Drzitelé karet) nebo Groups (Skupiny) kliknéte na polozku + Add (+ pFidat).
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5.2.  Zvolte drzitele karet nebo skupiny a kliknéte na Add (Pfidat).

6. Konfigurace dvefi a zon:
6.1.  V Casti Doors (Dvefe) nebo Zones (Zony) kliknéte na polozku + Add (+ pridat).

6.2.  Zvolte dvefe nebo zony a kliknéte na Add (Pfidat).

7. Konfigurace rozvrhi:
7.1.  V Casti Schedules (Rozvrhy) kliknéte na + Add (+ pfidat).

7.2.  Zvolte jeden nebo vice rozvrhi a kliknéte na Add (PFidat).
8. Kliknéte na Save (Ulozit).

Pravidlo pfistupu, kterému chybi jedna nebo vice vy3e popsanych soucasti, je netplné. VSechna nelplna pravidla
pFistupu mlZete zobrazit na karté Incomplete (Nedplné).

Chcete-li prehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Dvere

Informace o manualnich akcich, jako je manualni odemknuti dveri, naleznete v ¢asti .

Zony

Informace o manualnich akcich, jako je manualni odemknuti zény, naleznete v ¢asti .

Export zprav o konfiguraci systému

Miizete exportovat zpravy, které obsahuji rlizné typy informaci o systému. AXIS Camera Station 5 exportuje

zpravu jako soubor CSV (hodnoty oddélené ¢arkou) a ulozi ji do vychozi slozky pro stahovani. Jestlize chcete
exportovat zpravu:

1. Oteviete kartu M Access Management (Sprava pfistupu).
2. Prejdéte do nabidky Reports > System configurations (Zpravy > Konfigurace systému).

3. \lyberte zpravy, které chcete exportovat, a kliknéte na Download (Stahnout).

Zprava o podrobnostech drzitell karet Obsahuje informace o drzitelich karet, pfihlaSovacich
Udajich, ovéreni karty a posledni transakci.

Zprava o pristupu drzitell karet Obsahuje informace o drzitelich karet a informace
o skupinach drziteld karet, pravidlech pfistupu,
dverich a zonach souvisejicich s drzitelem karty
SOuVisi.

Zprava o pristupu skupiny drzitell karet Obsahuje nazev skupiny drZitell karet a informace
o drzitelich karet, pravidlech pfistupu, dvefich
a zonach souvisejicich se skupinou drzitel(i karet.

Zprava o pravidlech pfistupu Obsahuje nazev pravidla pfistupu a informace
o drzitelich karet, skupinach drziteld karet, dvefich
a zonach souvisejicich s pravidlem pfistupu.
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Zprava o dvefnim pfistupu Obsahuje nazev dveti a informace o drzitelich karet,
skupinach drzitell karet, pravidlech pfistupu a zénach
souvisejicich s dvefmi.

Zprava o zonovém pfistupu Obsahuje nazev zony a informace o drzitelich karet,
skupinach drzitell karet, pravidlech pfistupu
a dvefich souvisejicich se zonou.

Nastaveni spravy piistupu

Prizplsobeni poli drzitel( karet pouzivanych v fidicim panelu pro spravu pfistupu:

1. Na karté Access management (Sprava pfistupu) kliknéte na tlacitko Settings > Custom cardholder
fields (Nastaveni > Vlastni pole drZitele karty).

2. Kliknéte na + Add (+ pridat) a zadejte nazev. MuZete pfidat az 6 vlastnich poli.

3. Kliknéte na Pridat.

Chcete-li k ovéreni vaSeho systému fizeni pFistupu pouzit kdd zafizeni:

1. Na karté Access management (Sprava pfistupu) kliknéte na Settings > Facility code (Nastaveni > Kdd
zafizeni).

2. Vyberte moznost Facility code on (Kod zafizeni zapnuty).

Poznamka

Pfi konfiguraci identifikacnich profili musite také zvolit Include facility code for card validation (Zahrnout
kod zafizeni pro ovéreni karty). Viz ¢ast Identifikacni profily, on page 142.

Uprava e-mailové $ablony pro odeslani QR kédu nebo mobilnich prihlaovacich tdaj:

1. Nakarté Access management (Sprava pfistupu) kliknéte na Settings > Email templates (Nastaveni >
Sablony e-maild).

2. Upravte sablonu a kliknéte na Update (Aktualizovat).
Import a export
Importovat drzitele karet

Tato moznost importuje drzitele karty, skupiny drzitelG karty, pfinlasovaci udaje a fotografie drzitelli karty ze
souboru CSV. Chcete-li importovat fotografie drzitelli karet, zkontrolujte, Ze server ma k fotografiim pfistup.

Pfi importovani drzitel( karet systém pro spravu pristupu automaticky ulozi konfiguraci systému véetné veskeré
konfigurace hardwaru a odstrani jakoukoli dfive uloZenou.

Mizete také mapovat uzivatele v databazi sluzby Active Directory jako drzitele karet, viz ¢ast Nastaveni sluzby
Active DirectoryBETA, on page 149.

Moznosti importu

Novinka Tato moZnost odebere stavajici drzitele karty a prida
nove drzitele karty.

Aktualizovat Tato moznost aktualizuje stavajici drzitele karty
a prida nové drzitele karty.

Pridat Tato moznost zachova stavajici drzitele karty a prida

nové drzitele karty. Cisla karet a ID drzitel(i karet jsou
jedine¢na a lze je pouZit pouze jednou.
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1. Na karté Access management (Sprava pfistupu) kliknéte na moznost Import and export (Import a
export).

Kliknéte na Import cardholders (Importovat drZitele karet).

Zvolte moznost New (Novy), Update (Aktualizovat) nebo Add (Pfidat).

Kliknéte na tlacitko Dalsi.

Kliknéte na Choose a file (Vybrat soubor) a pfejdéte na soubor CSV. Kliknéte na Open (Otevrit).
Zadejte oddélovac sloupct a vyberte jedinecny identifikator a kliknéte na Next (Dalsi).

Prifadte kazdému sloupci nadpis.

©® N o o kDN

Kliknéte na Import.

Nastaveni importu

Prvni fadek je zahlavi Zvolte, jestlize soubor CSV obsahuje zahlavi se
sloupci.

Oddélovac sloupct Zadejte format oddélovace sloupcli pro soubor CSV.

Jedinecny identifikator Systém ve vychozim nastaveni pouziva polozku

Cardholder ID (ID drzitele karty) k identifikaci
drzitele karty. MizZete také pouzit kfestni jméno

a pfijmeni nebo e-mailovou adresu. Jedine¢ny
identifikator zabranuje importu duplicitnich zaznam?
0 zaméstnancich.

Format cisla karty Ve vychozim nastaveni je vybrana moznost Allow
both hexadecimal and number (Povolit
hexadecimalni i ¢iselné).

Exportovat drzitele karet

Tato moznost exportuje data drziteld karet v systému do souboru CSV.

1. Na karté Access management (Sprava pfistupu) kliknéte na mozZnost Import and export (Import a
export).

2. Kliknéte na Export cardholders (Exportovat drzitele karet).
3. Vyberte umisténi pro stahovani a kliknéte na Save (UloZit).

AXIS Camera Station 5 aktualizuje fotografie drZiteld karet na adrese C: \ProgramData\Axis
Communications\AXIS Camera Station\Components\AXIS Secure Entry\Cardholder
photos pfi kazdé zméné nastaveni.

Zrusit import

PFi importovani drzitell karet systém automaticky uloZi svou konfiguraci. Moznost Undo import (Zrusit import)
obnovi data drzitel(i karet a vSechny hardwarové konfigurace do stavu, ve kterém byly pfed poslednim importem
drzitell karet.

1. Na karté Access management (Sprava pfistupu) kliknéte na moznost Import and export (Import a
export).

2. Kliknéte na Undo import (Zrusit import).
3. Kliknéte na Yes (Ano).
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Karta System Health Monitoring (Sledovani stavu systému) umoznuje sledovat stavova data z jediného systému
nebo vice systém( AXIS Camera Station 5 ve stejné siti.

Pokud spravujete systémy umisténé v riiznych sitich, cloudova sluzba sledovani stavu systému AXIS poskytuje
stejnou funkcionalitu, ale prostfednictvim cloudu. DalSi informace naleznete zde: Nastaveni cloudové sluzby pro
sledovdni stavu systému AXIS, on page 109.

é Ukazuje prehled zafizeni a systémd, ke kterym mate
pristup. Viz ¢ast Zdsoby, on page 161.

) Ukazuje shrnuti dloziSté a detaily zaznamii
jednotlivych kamer z monitorovanych systéma. Viz
¢ast UlozZisté, on page 162.

Q Zobrazuje protokoly sledovani stavu systému ze
sledovanych systémd. Viz ¢ast Ozndmeni, on page
162.
Omezeni

® Vrekordéru AXIS S3008 Recorder nelze sledovat prostor pro uloZisté pro zaznamy.
® Nastaveni oznameni ovlivni pouze mistni server sledovani stavu systému.

e S vyjimkou kontinualnich zaznam( a zaznam( aktivovanych pohybem oznadi systém typ zaznam0 jako
None (Zadny).

Pracovni postup

1. Konfigurace Sledovdni stavu systému BETA, on page 150
1.1.  Nastaveni oznameni. Viz ¢ast Ozndmeni, on page 151.

1.2. Nastaveni vice systémd. Viz ¢ast Multisystém, on page 151.
2. Sledujte data o stavu ze systém( AXIS Camera Station 5.

2.1. Zdsoby, on page 161

2.2.  Ulozisté on page 162

2.3. Ozndmeni, on page 162
Zasoby

Stranka zasob zobrazuje pfehled zafizeni a systémd, ke kterym mate pristup.

1. Na karté System Health Monitoring BETA (Sledovani stavu systému) kliknéte na tlacitko é

2. Chcete-li zobrazit souhrn systému, kliknéte na polozku AXIS Camera Station.
Informace v€etné podrobnosti o systému a serveru jsou zobrazeny v pravém panelu.

3. Pokud chcete zobrazit souhrnné informace o zafizeni v systému, kliknéte na zafizeni v seznamu.
Informace v€etné podrobnosti o zafizeni a informaci o ulozisti, pokud obsahuje zdroj videa, jsou
zobrazeny v pravém panelu.

4. Chcete-li stahnout systémovou zpravu, vyberte z rozbalovaciho menu Create report (Vytvofit zpravu)
moznost AXIS Camera Station system report (Systémova zprava AXIS Camera Station). Viz ¢ast
Systémovd zprdva, on page 173.

5. Pokud chcete stahnout zpravu sledovani stavu systému:

5.1.  Vrozbalovacim menu Create report (Vytvofit zpravu) vyberte polozku System Health
Monitoring report (Zprava o sledovani stavu systémul).
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5.2. Pokud do zpravy chcete zahrnout databazi, vyberte moznost Include all databases (Zahrnout
vSechny databaze) a kliknéte na Download (Stahnout).

5.3.  Jakmile bude zprava pfipravena, kliknutim ji ulozte.

Ulozisté

Na strance ulozisté se zobrazuje souhrn ulozisté a podrobnosti zaznam jednotlivych kamer z monitorovanych
systému. Kliknutim na zahlavi sloupce provedete sefazeni podle obsahu sloupce.

()

1. Na karté System Health Monitoring BETA (Sledovani stavu systému) kliknéte na tla¢itko :

2. Jestlize sledujete data o stavu vice systém, zvolte systém z rozbalovaciho menu.

Shrnuti

Stav Stav Uloziste. Viz ¢ast Konfigurovdni uloZisté, on page 67.

Poloha Cesta a nazev uloziste.

Celkem Celkovy prostor na uloZisti. Jedna se o stejné mnoZstvi jako u polozky ,Celkova
velikost" zobrazované ve vlastnostech umisténi ulozisté v systému Windows.

Pridéleno Maximalni velikost ulozisté pfifazena k zaznam(im.

PouzZito Prostor na ulozisti, ktery se momentalné vyuziva pro zaznamy.

Posledni aktualizace

Cas posledni aktualizace informaci.

Kamera

Stav (prazdny): Bézny stav.
Vlystrazna ikona: Doba uchovani neni spInéna.
Informacni ikona: Doba uchovani neni spInéna, protoze jsou zaznamy
z kamery pfilis kratké.

Jméno Nazev kamery.

Typ zdznamu

Typy zdznam0 pouzité pro kameru.

Nastavit dobu uchovavani

Doba uchovani nakonfigurovana pro kameru v ¢asti Configuration > Storage
> Selection (Nastaveni > Ulozisté > Vybér).

Aktualni doba uchovavani

Pocet dn0, po ktery byly zaznamy z kamery uchovany v uloZisti.

NejstarSi zaznam

Cas nejstarSiho zaznamu z kamery uchovavaného v ulozisti.

Posledni zaznam

Cas nejnovéjsiho zaznamu z kamery uchovavaného v ulozisti.

Poloha

Umisténi uloziSté pouzivaného kamerou.

Vyuziti ulozisté

Velikost prostoru ulozisté vyuZzitého touto kamerou pro zaznamy.

Posledni aktualizace

Cas posledni aktualizace informaci.

Ozndmeni

Stranka ozndmeni zobrazuje protokoly sledovani stavu systému z monitorovanych systém. Kliknutim na zahlavi
sloupce provedete sefazeni podle obsahu sloupce.
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Na karté System Health Monitoring BETA (Sledovani stavu systému) kliknéte na tla¢itko Q

Historie

Upozornéni bylo odeslano

Cas odeslani oznameni.

Polozka Zobrazuje nazev zafizeni pro oznameni spusténa pomoci device down
nebo system pro oznameni spusténa pomoci system down.

Systém Nazev systému, na kterém dojde k udalosti.

Pravidlo Pravidlo, které spustilo oznameni. System down nebo Device down

Zjisténo Cas, kdy byl problém zjistén.

VyFeseno Cas, kdy byl problém vyfesen.
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Na karté Hotkeys (Horké klavesy) se zobrazuji vsechny dostupné horké klavesy. Typ horké klavesy zavisi na tom,
co pouzivate k ovladani AXIS Camera Station 5.

®  Kombinace klaves na klavesnici,

®  kombinace klaves na numerické klavesnici,
e tlacitko joysticku,

e tlacCitko otocného ovladace.

Kdyz dojde k odebrani kamery nebo zobrazeni z pfipojeného serveru, odeberou se také pfislusné horké klavesy.
Systém seskupuje horké klavesy do nasledujicich kategorii:

e Kamera
® Sprava zafizeni
e  Prejit na kameru
®  Prejit na pohled
* Navigace
® Prednastaveni PTZ
®  Zaznamy
e Sekvence
e Déleny pohled
e Tabulator
e  QOstatni
Je tfeba je rucné priradit k Ukonim v kategoriich Navigate to cameras (Pfejit na kamery) a Navigate to views

(Pfejit na zobrazeni).

Poznamka
e Kdyz pfidate nebo upravite horkou klavesu a pfifazena horka klavesa se jiz pouziva k jinému ukonu,
zobrazi se vystrazna ikona. Najed'te ukazatelem mysi na vystraznou ikonu a zobrazi se informace
o konfliktni akci. Stisknutim klavesy ESC ji zruste. Stisknutim klavesy ENTER pouzijete horkou klavesu
a automaticky odeberete konfliktni horkou klavesu.

e P¥i pfipojeni k vice serveriim se v kategoriich Navigate to cameras (Pfejit na kamery) a Navigate to views
(Pfejit na zobrazeni) zobrazi také seznam kamer a zobrazeni na pfipojenych serverech.
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Prirazeni horké klavesy

akei.

F12.

Kdyz je klavesova hodnota akce prazdna, kliknéte na
prazdnou hodnotu a pfidejte horkou klavesu pro tuto

®  Chcete-li pfidat klavesovou zkratku pomoci
klavesnice, stisknéte klavesu Ctrl a alespon
jednu dalsi klavesu nebo funkéni klavesu F2 -

e Jestlize chcete horkou klavesu pfifadit pomoci
numerické klavesnice, stisknéte kombinaci
Ciselnych klaves nebo stisknéte nékterou
z funkénich klaves F1-F5.

e Jestlize chcete pfidat horkou klavesu pomoci
joysticku nebo oto¢ného ovladace, stisknéte
tlacitko joysticku nebo otocného ovladace,
které chcete k akci pfifadit.

Zména horké klavesy

Kliknéte na klavesovou hodnotu akce a akci upravte.

Odebrani horké klavesy

odstrante.

Kliknéte na klavesovou hodnotu akce a akci

=

kliknéte na ikonu.

Jestlize chcete vytisknout tabulku horkych klaves,

D)

vychozi nastaveni.

Kliknutim na ikonu obnovite vSechny horké klavesy na

Klavesy ovladaciho panelu systému kamerového dohledu

Mapovani | Vychozi akce AXIS TU9002 AXIS T8311

klaveso-

vych

zkratek -

Joystick

Tlagitko 1 | Prejit na prepozici 1 J1 J1

Tlacitko 2 | Prejit na prepozici 2 J2 J2

Tlacitko 3 | Prejit na prepozici 3 J3 J3

Tlagitko 4 | Prejit na prepozici 4 J4 J4

Tlagitko 5 | Simulovat levé tla¢itko mysi J5 L

Tlacitko 6 | Simulovat levé, pravé tlacitko | J6 R

Tlagitko 7 | Zvolit predchozi buriku Vlevo nahofe -
v déleném pohledu

Tlacitko 8 | Zvolit dalSi buiiku v déleném Vpravo nahore -
pohledu

TlaCitko 9 | Prejit na pfedchozi zaznam |4 -

Tladitko Prehravani/pozastaveni Ml -

10

Tlacitko Prejit na dalSi zaznam >l -

M
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Mapovani | Vychozi akce AXIS TU9002 AXIS T8311
klaveso-
vych
zkratek -
Joystick
Tlaéitko Pridat zalozku g -
12
Tlacitko Pfepinani funkce zoomovaciho | M1 -
13 krouzku mezi digitalnim
zoomem a rychlosti prehravani
Tlacitko Prepnout mezi Zivym videem [ | M2 -
14 zaznamy
Tlagitko Snimek o krok zpét Prepnuto vlevo nahore -
15
Tlagitko Prechod o snimek vpred Prepnuto vpravo nahore -
16
Mapovani | Vychozi akce AXIS TU9003 AXIS T8312
klaveso-
vych
zkratek -
Klavesni-
ce
A Otevfit pohledy B B
B Prejit na dalSi kameru nebo [ [
pohled
ALT+B Pfejit na predchozi kameru Alt T -
nebo pohled
TABULA- | Prejit na dalsi kartu - -
TOR
ALT+TAB | Prejit na pfedchozi kartu Alt i -
C - - 3¢
0 : : ®
g : . %
PLUS Zaostrit dale + -
MINUS | Zaostfit blize - -
F2 Otevfit horké klavesy F2 F2
F4 Otevfit protokoly F4 F4
F5 Otevrit konfiguraci F5 F5
F10 Automatické ostreni F10 -
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Mapovani Vlychozi akce AXIS T8313
klavesovych

zkratek -

Krokovani

Tlacitko 1 Zobrazit nebo skryt znacky exportovani L
Krok 2 Pridat zalozku r
Tlagitko 3 Prejit na prfedchozi zaznam |4
Tlacitko 4 Prehravani/pozastaveni /1
Tlacitko 5 Pfejit na dalSi zaznam >l
Tlacitko 6 Pfepnout mezi Zivym videem [ zaznamy R
Poznamka

Joystick AXIS T8311 Video Surveillance nepodporuje tlacitka 7-10 na joysticku.
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Protokoly

Ve vychozim nastaveni karta Logs (Protokoly) zobrazuje Zivé protokoly véetné Zivych poplacht, udalosti a auditd.
Lze také vyhledavat pfedchozi protokoly. Pocet dni, po ktery maji byt protokoly uchovany, miZzete nastavit
v sekci Configuration > Server > Settings (Konfigurace > Server > Nastaveni).

Time (Cas) Datum a Cas akce.

Typ Typ akce: Poplach, udalost nebo audit.

Kategorie Kategorie akce.

Zprava Kratky popis akce.

UzZivatel AXIS Camera Station 5 Uzivatel systému provadéjici akci.

Pocéita¢ Pocita¢ (nazev podle domény Windows), na kterém je software AXIS Camera Station 5

nainstalovan.

Uzivatel Windows | UzZivatel Windows spravujici software AXIS Camera Station 5.

Server K dispozici pouze pfi pfipojeni k vice serverim.

Server, na kterém k akci doslo.

Soucast Komponenta, ze které je protokol vygenerovan.

Vyhledani protokoli
1. Na karté Protokoly kliknéte na Search (Vyhledat) v sekci Log search (Hledani protokolt).

2. Do pole filtru zadejte klicova slova. AXIS Camera Station 5 prohleda seznam protokolt kromé sloupce
Time (Cas) a zobrazi vysledky hledani, které obsahuji vSechna klicova slova. Pro podporované operatory
vyhledavani viz Optimalizace vyhleddvdni, on page 38.

3.V ¢asti Filter (Filtr) vyberte Alarms (Poplachy), Audits (Audity) nebo Events (Udalosti).
4. Vyberte datum nebo rozsah dat z kalendare.
5. Z rozbalovacich menu zvolte Start time (Cas za¢atku) a End time (Cas konce).
6. Kliknéte na Vyhledat.
Protokoly poplachd

Protokol poplachti zobrazuje seznam poplachl systému a poplachi(i vytvorenych pravidly a detekei pohybu. Tento
seznam obsahuje datum a €as poplachu, kategorii poplachu a zpravu poplachu. Viz ¢ast Alarmy.

& Kliknéte na poplach a na tlacitko @’ ¢imz otevrete
kartu Recordings (Zaznamy) a zahajite prehravani,
pokud poplach obsahuje zaznam.

Kliknéte na poplach a na tlacitko , pokud chcete
otevrit postup v pfipadé poplachu, kdyz ho poplach
obsahuje.

v Kliknéte na poplach a na tlacitko V, pokud chcete

informovat ostatni klienty, Ze poplachy byly vyreSeny.

E Kliknéte na poplach a na tlacitko E pokud chcete
exportovat protokol do textového souboru.
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Protokol udalosti

Protokol udalosti ukazuje v seznamu udalosti kamer a serverd, jako napfiklad zaznamy, spoustéce, poplachy,
chyby a hlaseni systému. Tento seznam uvadi datum a ¢as udalosti, kategorie udalosti a hlaseni udalosti. Vyberte

udalosti a kliknéte na ikonu E na listé nastrojl, pokud chcete exportovat udalosti jako textovy soubor.
Protokoly auditi

V protokolu auditli mizete prohlizet vdechny akce uzivatele, napfiklad manudini zaznamy, spusténd nebo
zastavena video streamovani, pravidla akci, vytvofené dvere a vytvorené drzitele karet. Viyberte audity a kliknéte

na ikonu E na listé nastrojl, pokud chcete exportovat audity jako textovy soubor.
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Alarmy

Karta Alarms (Poplachy) je k dispozici ve spodni ¢asti klienta AXIS Camera Station 5 a zobrazuje spusténé
udalosti a poplachy v systému. Informace o vytvareni poplachu naleznete v ¢asti Pravidla akci. Informace
o poplachu ,Je vyZzadovana udrzba databaze" naleznete v tématu Udrzba databdze, on page 190.

Time (Cas) Cas, kdy k poplachu doslo.

Kategorie Kategorie spusténého poplachu.

Popis Kratky popis poplachu.

Server K dispozici pfi pfipojeni k vice servertim. Server AXIS
Camera Station 5, ktery poplach odeslal.

Soucast Komponenta, ktera spousti poplach.

o Zobrazi postup pro pfipad poplachu, k dispozici pouze

pokud poplach obsahuje postup pro pfipad poplachu.

Umoznuje prejit k zaznamim, k dispozici pouze,
pokud poplach obsahuje zaznam.

Potvrzeni zvoleného poplachu

Odebere poplach. Poplach se odebere pouze docasné,
pokud jej pfed odebranim nepotvrdite.

m il ®

Reseni konkrétniho poplachu:

1. Kliknéte na A Alarms and Tasks (Poplachy a ukoly) ve spodni ¢asti klienta AXIS Camera Station 5
a otevrete kartu Alarms (Poplachy).

2. U poplachil se zaznamem vyberte poplach a kliknéte na moznost @’ , ¢imz prejdete k zaznamu na karté
Recording alerts (Poplachy se zaznamy).

3. U poplachi bez zaznamu otevrete kartu s Zivym zobrazenim a poklepejte na poplach, ¢imz zobrazite
zaznam pro Cas poplachu na karté Recording alerts (Poplachy se zaznamy).

4. U poplachd s postupy v pripadé poplachu zvolte poplach a kliknéte na tlacitko pro otevieni postupu
poplachu.

5. Chcete-li informovat ostatni klienty, ze poplachy byly vyfeseny, zvolte poplachy a kliknéte na moznost

v

6. Chcete-li poplachy odstranit ze seznamu, zvolte poplachy a kliknéte na moznost ] .
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Ukoly

Karta Tasks (Ukoly) je k dispozici ve spodni ¢asti klienta AXIS Camera Station 5.

Nasledujici ulohy jsou osobni a jsou viditelné pouze spravclim a uzivatelGm, ktefi je spustili.
e  Systémova zprava
* \Vytvorit zpravu o incidentu
*  Exportovat zaznamy

Jste-li spravcem, mlzete zobrazit a pracovat se viemi tlohami spusténymi jakymkoliv uzivatelem, a to véetné
osobnich uloh.

Jste-li operatorem nebo pozorovatelem, mizete:
®  Zobrazit vSechny ulohy spusténé vami a ty ulohy spusténé jinymi uzivateli, které nejsou osobni.

e Zrusit nebo opakovat ulohu, kterou jste spustili vy. MzZete opakovat pouze ulohy zprava o incidentu
a export zaznami.

e  /obrazit vysledek vSech uloh na seznamu.

e (Odebrat vSechny dokoncené tlohy ze seznamu. Toto se tyka pouze mistniho klienta.

Jméno Nazev ukolu.
Start Cas, kdy byla tloha zahajena.
Zprava Zobrazuje stav ulohy nebo informace o uloze.

Mozné stavy: 5
e Canceling (Ruseni): Cisténi pted zrusenim ulohy.

e Canceled (Zruseno): Mazani je dokonceno a ukol je zrusen.

e Error (Chyba): Ukol je dokonéen s chybami, to znamena, Ze spinéni tkolu se
na jednom nebo vice zafizenich nezdafrilo.

*  Finished (Dokon&eno): Ukol byl dokonéen.

®  Finished during lost connection (Dokonc¢eno béhem ztraty pfipojeni):
Zobrazi se, pokud byla uloha dokoncena v dobg, kdy bylo pfipojeni k serveru
preruseno. Nebylo mozné urcit stav ulohy.

e Lost connection (Pfipojeni preruseno): Zobrazi se, kdyz klient ztrati spojeni
se serverem béhem provadéni ulohy. Nebylo mozné urdit stav ulohy.

e Running (Bézi): Uloha pravé probiha.

e Pending (Ceka se): Ceka se na dokonéeni jiné ulohy.

Vlastnik Uzivatel, ktery ukol zahajil.
Postup Zobrazuje pribéh ulohy.
Server K dispozici pfi pfipojeni k vice serverlim. Zobrazuje server AXIS Camera Station 5

provadgjici ulohu.

Reseni jednoho nebo vice tkoli:
1. Kliknéte na ~ Alarms and Tasks (Poplachy a tkoly) ve spodni ¢asti klienta AXIS Camera Station 5

a kliknéte na kartu Tasks (Ukoly).
2. Vyberte ulohy a kliknéte na jednu z akci
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Kliknutim na tuto ikonu zobrazite dialogové okno
vysledku ulohy.

Kliknutim na tuto ikonu ulohu zrusite.

Kliknutim na tuto ikonu ulohu odstranite ze seznamu.

Jestlize Uloha selze béhem exportu zaznami nebo
vytvareni zprav o incidentu a vy ji chcete zopakovat,
kliknéte na tuto ikonu.

Om Ol @

Vysledek tkolu

Jestlize ukol byl provadén na nékolika zafizenich, tento dialog ukazuje vysledky pro jednotliva zafizeni. VSechny
neuspésné operace je tieba zkontrolovat a nakonfigurovat manualné.

U vétsSiny ukold jsou uvedeny nasledujici informace. U uloh, jako je export zdznamU a systémova zprava, otevrete
poklepanim na ulohu slozku, v niz jsou soubory ulozeny.

MAC adresa: MAC adresa aktualizovaného zafizeni.
Adresa IP adresa aktualizovaného zafizeni.
Zprava Informace o tom, jak byl Ukol proveden:

®  Finished (Dokon¢eno): Ukol byl Usp&sné dokoncen.
e Error (Chyba): Ukol nebylo mozné na zafizeni dokondit.

e Canceled (Zruseno): Ukol byl pfed dokon&enim zrusen.

Popis Informace o ukolu.

Podle typu provadéné ulohy jsou uvedeny nasledujici udaje:

Nova adresa Nov¢ pfifazena IP adresa zafizeni.

Pravidla akei Verze firmwaru a nazev vyrobku pro zafizeni.

Detaily Vlyrobni ¢islo a IP adresa vyménéného zafizeni a vyrobni ¢islo a IP adresa nového
zafizeni.

Referencni ID Referencni ID zpravy o incidentu.
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Piehled nastaventi klienta

Prehled nastaveni klienta je uZitecny pfi odstrafovani potizi a pfi kontaktovani podpory.
Jak zobrazit zpravu ve formatu HTML s pfehledem nastaveni systému klienta:

1. Prejdéte do nabidky Configuration > Server > Diagnostics (Konfigurace > Server > Diagnostika).

2. Kliknéte na View client configuration sheet (Zobrazit pfehled nastaveni klienta).
Pfehled nastaveni serveru

Pfehled nastaveni serveru obsahuje informace o obecné konfiguraci a nastavenich kamery, v€etné pravidel akci,
rozvrh(, Ulozisté zaznam, pomocnych zafizeni a licenci. Toto je uZiteéné pro feSeni potizi a pfi kontaktovani
podpory.

Jak zobrazit zpravu ve formatu HTML s prehledem konfigurace systému serveru:

1. Prejdéte do nabidky Configuration > Server > Diagnostics (Konfigurace > Server > Diagnostika).

2. Kliknéte na View server configuration sheet (Zobrazit prehled nastaveni serveru).
Systémova zprava

Systémova zprava je soubor ve formatu .zip obsahujici soubory parametr( a zaznamd, které pomohou oddéleni
zakaznické podpory spolecnosti Axis analyzovat vas systém.

Pfi kontaktovani zakaznické podpory vzdy pfilozte systémovou zpravu.
Jak vygenerovat systémovou zpravu:

1. Prejdéte do nabidky v pravém hornim rohu.

2. Kliknéte na Help > System report (Napovéda > Systémova zprava).

3. Chcete-li zménit automaticky generovany nazev souboru, upravte jej.

4. Kliknéte na moznost Prochazet a vyberte, kam se ma systémova zprava ulozit.
5

Vlyberte si preferovana nastaveni:

- Automatically open folder when report is ready (Automaticky otevfit slozku, kdyZ je zprava
pfipravena), abyste si ji mohli ihned zobrazit.

- Include all databases (Zahrnout viechny databaze), aby se pfidaly podrobné informace o
zaznamech a systémovych datech.

- Include screenshots of all monitors (PfiloZzit snimky obrazovky vsech monitorl) pro
zjednoduseni analyzy systémoveé zpravy.

6. Kliknéte na tlacitko OK.

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Jak vytvofit systémovou zprdvu
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Nastroj pro ovéfeni instalace AXIS

Nastroj pro ovéfeni instalace AXIS po instalaci zahaji test vykonu, ktery ovéfi Uplnou funkénost vSech zafizeni
v systému. Test trva pfiblizné 20 minut.

Testy

Normalni podminky Test streamovani a ukladani dat za pouziti aktualnich
nastaveni systému AXIS Camera Station 5. Vystup:
splnéno nebo nesplinéno.

Nizké osvétleni Test streamovani a ukladani dat za pouziti nastaveni
optimalizovanych pro bézné podminky nizkého
osvétleni (napf. nastaveni zisku). Vystup: spinéno
nebo nesplnéno.

Zatézovy test Test, ktery postupné zvétsSuje objem streamovanych
a ukladanych dat, dokud systém nedosahne
maximalniho limitu. Vystup: informace o maximalnim
vykonu systému.

Poznamka

e Testovat je mozné pouze zafizeni s podporou platformy AXIS Camera Application Platform 2 (ACAP 2)
nebo novéjsi.

®  Bé&hem testu je systém AXIS Camera Station 5 prepnut do reZzimu udrzby a veskeré ¢innosti dohledu jsou
docasné nedostupné.

Zahajeni testu:

1. Prejdéte do nabidky Configuration > Server > Diagnostics (Konfigurace > Server > Diagnostika).

2. Kliknéte na Open AXIS installation verifier... (Otevfit nastroj AXIS pro ovéfeni instalace...).
3. Kliknéte na Spustit.
4. Po dokonceni testu kliknéte na moznost View report (Zobrazit zpravu), pokud se chcete podivat na
zpravu, nebo ji kliknutim na moznost Save report (Ulozit zpravu) ulozte.
Zpétnda vazba

MiZete si zvolit automatické sdileni anonymnich udajd o pouzivani klienta pfi jeho konfiguraci a ruéné nam
posilat zpétnou vazbu, kterd nam pomdiZze zlepSit systém AXIS Camera Station 5 a vase uZivatelské zkuSenosti.
Viz kapitola Konfigurace klienta, on page 102.

Poznamka
Formular pro zp€tnou vazbu nepouzivejte k odesilani zadosti o podporu.

1. Prejdéte do nabidky = > Help > Feedback (Napovéda > Zpétna vazba).
2. Zvolte svoji reakci a uvedte zpétnou vazbu.
3. Kliknéte na tlacitko Odeslat.

Seznam polozek

MiiZete exportovat seznam polozek systému pro spravu videa. Seznam poloZzek obsahuje nazev, typ, model, stav
a vyrobni ¢islo nasledujicich polozek:

® Vsechny pfipojené servery
e Vsechna pfipojena zafizeni

e Termindl klienta, ze kterého exportujete seznam polozek, pokud jste pfipojeni k vice terminalim
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Export seznamu polozek:

1.

2
3
4.
5

Prejdéte do nabidky = >0Other > Asset list (Ostatni > Seznam polozek).

Kliknéte na Export.

Viyberte umisténi souboru a kliknéte na moznost Ulozit.

V Casti Latest export (Posledni export) se zobrazi nebo aktualizuje odkaz na soubor.

Pro prechod na umisténi souboru na odkaz kliknéte.

Nastaveni noSeni na téle

Chcete-li se pfipojit k systému noSenému na téle, musite vytvofit soubor pfipojeni. Viz Nastaveni systému Axis
k noseni na téle.

Poznamka
Pokud se zménila IP adresa serveru nebo se systém AXIS Camera Station upgradoval z verze starsi nez 5.33,
pred vytvorenim souboru pfipojeni nejprve obnovte serverovy certifikat. Postup, jak obnovit certifikat,
naleznete v ¢asti Certifikdty, on page 125.

Pro vytvoreni souboru pfipojeni:

o > 0N

Pfejdéte na = > Other > Body worn settings (Jiné > Nastaveni noseni na téle).

Chcete-li zménit vychozi nazev umisténi zobrazeny na systému k no3eni na téle, zadejte novy nazev.
Kliknéte na Export.

V ¢asti Latest export (Posledni export) se zobrazi nebo aktualizuje odkaz na soubor.

Pro prechod na umisténi souboru na odkaz kliknéte.

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Nastaveni systému Axis k noSeni na téle

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Prehrdvdni a export zdznamu z kamery Axis k noseni na téle

Stav sluzeb Axis

Jak si mizete prohlédnout stav online sluzeb Axis:

1.
2.

Prejdéte do nabidky Configuration > Server > Diagnostics (Konfigurace > Server > Diagnostika).

Kliknéte na View status of Axis services (Zobrazit stav sluzeb Axis).
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AXIS Camera Station 5

AXIS Camera Station 5 Rizeni sluzeb

Server pouziva fizeni sluzeb AXIS Camera Station 5 ke spousténi a zastavovani a Upravé nastaveni. Spusti se
automaticky po dokonceni instalace. Pokud se pocitac serveru restartuje, fizeni sluzeb se restartuje automaticky
asi za 2 minuty. lkona v oznamovaci oblasti systému Windows zobrazuje stav sluzby.

Kliknéte pravym tlacitkem na ikonu, vyberte moznost Open AXIS Camera Station Service Control (Otevfit
nastroj AXIS Camera Station Service Control), Start Service (Spustit sluzbu), Stop Service (Zastavit
sluzbu), Restart Service (Restartovat sluzbu) nebo Exit (Ukon¢it).

Chcete-li otevfit Fizeni sluzeb z nabidky Start:

Prejdete do nabidky Start a zvolte moznost All Programs > Tools > Service Control (Vsechny programy >
Nastroje > Rizeni sluzeb).
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Modify Settings (Upravit nastaveni)

Umoziuje zmeénit nastaveni serveru.

Restore Default Settings (Obnovit vychozi
nastaveni)

Kliknutim na tuto moznost obnovite viechna
nastaveni na vychozi nastaveni.

Start Kliknutim na tuto moznost zménite stav serveru.

Stop

Restartovat Kliknutim na tuto moznost restartujete server.
Obecné

V fizeni sluzeb AXIS Camera Station 5 vyberte moznost Modify settings (Upravit nastaveni) a kliknéte na kartu
General (Obecné), kde mUzete zménit obecna nastaveni serveru.

Nastaveni serveru

Nazev serveru

Nazev serveru. Nazev serveru se zobrazuje

v softwarovém klientovi. Vychozi nazev serveru je
nazev pocitace. Nazev se nezméni, pokud zménite
nazev pocitace.

Ports range (Rozsah portt)

Zadejte rozsah port0. Ostatni porty se zméni
automaticky.

Server HTTP port (Port HTTP serveru)

Cislo portu HTTP, ktery server vyuziva pro komunikaci
s klientem. Vychozim portem je port 55752.

Server TCP port (Port TCP serveru)

Cislo portu TCP, ktery server vyuziva pro komunikaci
s klientem. Vychozim portem je port 55754. Cislo
portu je vypocitano pfi¢tenim Cisla 2 k ¢islu portu
serveru.

Mobile communication port (Port mobilni
komunikace)

Cislo mobilniho portu, ktery server vyuziva pro
komunikaci s klientem. Vychozim portem je port
55756. Cislo portu je vypoditano pfictenim &isla 4
k Cislu portu serveru.

Mobile streaming port (Port mobilniho streamovani)

Cislo mobilniho portu, ktery server vyuziva pro
streamovani videa. Vychozim portem je port 55757.
Cislo portu je vypoéitano pfictenim ¢isla 5 k ¢islu
portu serveru.

Component communication port (Komunikacni port
komponenty)

Cislo portu pouzivané komponentou ke komunikaci se
sitovymi zafizenimi prostfednictvim serveru.
Vychozim portem je port 55759. Cislo portu je
vypocitano pfictenim Cisla 7 k Cislu portu serveru.

Ports used by product components AXIS Camera
Station 5 (Porty pouzivané komponentami)

Po zadani rozsahu port{ se v seznamu zobrazi porty
pouzitelné pro komponenty. Viychozi rozsah portli pro
komponenty AXIS Camera Station 5 je 55760-55764.

Allow product to add exceptions to the Windows
Firewall AXIS Camera Station 5 (Povolit systému
pfidavat vyjimky do brany Windows Firewall)

Tuto moznost vyberte, pokud chcete povolit, aby
systém AXIS Camera Station 5 automaticky pridaval
vyjimky do brany Windows Firewall, kdyZ uZivatel
zméni rozsah port0.
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Poznamka

®  Pokud je mezi serverem a klientem umistén NAT, brana firewall nebo podobné zafizeni, je nutné
nakonfigurovat NAT nebo branu firewall tak, aby umoziovaly prlchod pres tyto porty.

e Cisla portd se musi pohybovat v rozsahu 1024-65534.

Nastaveni proxy

Direct connection (Pfimé pfipojeni)

Tuto moznost zvolte, jestlize mezi serverem AXIS
Camera Station 5 a kamerami v systému neni Zadny
proxy server.

(Moznost internetu systémového uétu /
automaticky)

System account Internet options / automatic

Vychozi nastaveni proxy. Tato moznost vyuziva
aktualni nastaveni proxy v Moznostech internetu pro
systémovy ucet.

nastaveni proxy)

Use manual proxy settings (PouZzit manualni

Tuto moznost zvolte, jestlize server AXIS Camera
Station 5 a jakékoliv kamery v systému jsou oddéleny
proxy serverem. Zadejte adresu a ¢islo portu proxy
serveru. Toto je obvykle stejna adresa a Cislo portu,
které jsou uvedené v poloZzce Moznosti Internetu

v okné Panely nastroji systému Windows.

e Urcete, aby se server proxy nepouzival u adres
zacinajicich na urcité znaky.

® \/yberte moznost Always bypass proxy server
for local addresses (Vzdy pfemostit proxy
server pro mistni adresy) a zadejte mistni
adresy nebo nazvy hostitele mistnich kamer,
kde komunikace nemusi prochazet pfes proxy
server. V adresach nebo nazvech hostitele je
mozné pouzivat zastupné znaky, napfiklad:
.192." nebo ,.mojedomena.com”.

Seznam portu pro AXIS Camera Station 5

V nasledujicich tabulkach jsou uvedeny porty a protokoly pouZivané systémem AXIS Camera Station 5. Pro
zajisténi optimalniho vykonu a pouZzitelnosti je moZna budete muset povolit v brané firewall. Cisla porti
vypocitavame na zaklad€ vychoziho hlavniho portu HTTP 55752.

AXIS Camera Station 5 Server odesila data na zafizeni na nasledujicich portech:

Port Pocet Protokol Vstupnifvystupni Popis

Hlavni porty HTTP 80 a 443 TCP Vystupni Pouziva se pro

a HTTPS video streamy a
data zafizeni.

Vlychozi port 5353 ubp Multicast (vstupni | Slouzi

Bonjour + vystupni) k vyhledavani

zarizeni s funkei
mDNS Discovery
(Bonjour). Multicast
224.0.0.251.

Nedari-li se navazat
na vychozi port,
maze to byt proto,
Ze je pouzivan jinou
aplikaci, ktera ho
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odmita sdilet.

V takovém pripadé
se pouZije nahodny
port. Pokud
pouZijete nahodny
port, protokol
Bonjour nebude
schopen najit
zarizeni s adresami
link-local.

Discovery

+ vystupni)

Vychozi port SSDP | 1900 ubpP Multicast (vstupni | Slouzi k vyhledani
+ vystupni) zarizeni s funkci
SSDP (UPNP).
Multicast
239.255.255.250.
Vychozi port WS- 3702 UDP Multicast (vstupni | Vyhledavani

webovych sluzeb
WS-Discovery se
pouziva k vyhledani
zarizeni ONVIF.

Multicast
239.255.255.250.

AXIS Camera Station 5 Server pfijima data od klientd na nasledujicich portech:

Port

Pocet

Protokol

Vstupni/
vystupni

Komunikace
mezi

Popis

Vychozi port
SSDP

1900

ubP

Multicast
(vstupni +
vystupni)

Server a klient

Slouzi

k vyhledani
servert AXIS
Camera Station
5 s funkci SSDP
(UPNP).

Multicast
239.255.255.2-
50.

Hlavni port

HTTP a port

streamovani
HTTP

55752

TCP

Vstupni

Server a klient

Pouziva se pro
streamovani
videa, zvuku

a metadat
(Sifrovani AES).

Hlavni port TCP

55754

TCP

Vstupni

Server a klient

Posun + 2 od
hlavniho portu
HTTP.

PouzZiva se pro
data aplikaci
(Sifrovani TLS
1.2).

Pro 5.15.007
nebo nizsi se
pouziva
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Sifrovani TLS
1,1.

Port webového
serveru SSDP

55755

TCP

Vstupni

Server a klient

Posun + 3 od
hlavniho portu
HTTP.

Slouzi k hledani
servert AXIS
Camera Station
5 s funkci SSDP/
UPNP.

Port webového
serveru API

55756

TCP

Vstupni

Server a mobilni
aplikace

Posun + 4 od
hlavniho portu
HTTP.

Pouziva se pro
data aplikaci
a video stream
MP4 pres
HTTPS.

Port médii API

55757

TCP

Vstupni

Server a mobilni
aplikace

Posun + 5 od
hlavniho portu
HTTP.

PouzZiva se pro
video stream
RTSP pres HTTP.

181




AXIS Camera Station 5

Port HTTP
mistniho proxy
serveru

55758

TCP

Vstupni

Interni
komunikace na
serveru

Posun +6 od
hlavniho portu
HTTP

Posun +2 od
portu webového
serveru API

Pristupny pouze
interné na
serverovém
pocitaci AXIS
Camera Station
5.

Port pro
alternativni
reseni
neznamého
problému.
Mobilni aplikace
volaji do
modulu SRA,
ktery pfijima
protokol HTTPS,
prevadi ho na
HTTP a znovu ho
odesila na port
HTTP mistniho
proxy serveru a
na port medii
API.

Port koncového
bodu webového
Proxy serveru

55759

TCP

Vstupni

Server a soucast

Posun + 7 od
hlavniho portu
HTTP.

Pouziva se

k zabezpecené
komunikaci
mezi
komponentou
a zafizenimi.

Rezervované porty pro soucasti
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Soucast Nasloucha | Port Pocet Protokol Vstupni/ Komunika- | Popis
na rozhrani vystupni ce mezi
Secure Mistni Port 55766 HTTPS Vstupni Klient Posun + 14
Entry hostitel webového (karta od hlavniho
(127.0.0.1) | serveru spravy portu HTTP.
pristupu) a .
soucast Starsi
instalace
pouzivaly
port 8081.
Secure Vse Port 55767 HTTPS Vstupni Hlavni Posun +15
Entry (0.0.0.0/ webového server od hlavniho
INADDR_ serveru asub portu HTTP
ANY) servery ) )
Pfi pouziti
nékolika
serverd
slouzi ke
komunikaci
mezi
hlavnim
serverem
a dalSimi
servery.
Sledovani | Ve Port 55768 HTTPS Vstupni Klient Posun + 16
stavu (0.0.0.0/ webového (karta od hlavniho
systému INADDR_ serveru dohledu portu HTTP.
ANY) nad stavem .
systému) Slouzi
a soudast k hostovani
webovych
stranek pro
sledovani
stavu
systému a
ke sdileni
dat pfi
pouziti vice
systémdi.
Cloudova mistni Port 55769 HTTPS Vstupni AXIS Posun +17
sluzba hostitel weboveého Camera od hlavniho
sledovani serveru Station 5 portu HTTP
stavu (webové o
systému stranky) Pouziva se
a backend | Pro
sluzby cloydovou
CloudServi- | Sluzbu
ce (plugin) sledovani
stavu
systému,
ktera
umoznuje
sledovani
stavu
systému.
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Soucast

Nasloucha
na rozhrani

Port

Pocet

Protokol

Vstupni/
vystupni

Komunika-
ce mezi

Popis

Chytré
vyhledava-
ni 2

mistni
hostitel

Port
webového
serveru

55770

HTTPS

Vstupni

Klient
(karta
chytrého
vyhledava-
ni) a
soucast

Posun + 18
od hlavniho
portu HTTP.

Pouziva se
k hostovani
rozhrani
API
Chytrého
vyhledavani
a obsluze
klientské
webové
stranky.

55771

Vyhrazeno
k budouci-
mu pouziti.

55772

Vlyhrazeno
k budouci-
mu pouziti.

55773

Vlyhrazeno
k budouci-
mu pouziti.

55774

Vyhrazeno
k budouci-
mu pouziti.

55775

Vlyhrazeno
k budouci-
mu pouziti.

55776

Vyhrazeno
k budouci-
mu pouziti.

55777

Vlyhrazeno
k budouci-
mu pouziti.

55778

Vlyhrazeno
k budouci-
mu pouziti.

55779

Vyhrazeno
k budouci-
mu pouziti.

55780

Vyhrazeno
k budouci-
mu pouziti.

55781

Vyhrazeno
k budouci-
mu pouziti.
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Soucast Nasloucha | Port Pocet Protokol Vstupni/ Komunika- | Popis
na rozhrani vystupni ce mezi
55782 Vlyhrazeno
k budouci-
mu pouziti.
55783 Vyhrazeno
k budouci-
mu pouziti.
Mistni-IAM | 0.0.0.0 IDP_OIDC | 55784 HTTPS Vstupni Reverzni Posun +32
(IDP) (verejny) proxy od hlavniho
a mistni- portu HTTP
IAM o
Verejny
port.
Mistni-IAM | 0.0.0.0 MTLS 55785 HTTPS Vstupni Sluzby Posun +33
(IDP) (spravce) tretich od hlavniho
stran portu HTTP
Port
spravce.
Mistni-IAM | 127.0.0.1 TOKENIZER | 55786 HTTPS Vstupni Sluzby Posun +34
(IDP) tfetich od hlavniho
stran portu HTTP
Port
tokenizeru.
55787 Vyhrazeno
k budouci-
mu pouziti.
OpenTele- | 127.0.0.1 gRPC port | 55788 gRPC Vstupni Sluzby Posun +36
metry tretich od hlavniho
stran portu HTTP
OpenTele- | 127.0.0.1 HTTP port | 55789 HTTPS Vstupni Sluzby Posun +37
metry tretich od hlavniho
stran portu HTTP
Port 55790 HTTPS Vstupni Integracni
webového sluzby a
serveru komponen-
ty tretich
stran
55791 Vyhrazeno
k budouci-
mu pouziti.
55792 Vlyhrazeno
k budouci-
mu pouziti.
55793 Vlyhrazeno
k budouci-
mu pouziti.
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AXIS Camera Station 5

Soucast Nasloucha | Port Pocet Protokol Vstupni/ Komunika- | Popis
na rozhrani vystupni ce mezi
55794 Vlyhrazeno
k budouci-
mu pouziti.
55795 Vyhrazeno
k budouci-
mu pouziti.
Zprostied- | 127.0.0.1 NATS 55796 NATS Vstupni Mezi AXIS | Posun +44
kovatel Camera od hlavniho
NATS Station 5 portu HTTP
a kompo-
nentami
a mezi
jednotlivy-
mi
komponen-
tami
OpenTele- | 127.0.0.1 HTTP port 55797 HTTP Vstupni Monitoro- | Posun +45
metry vaci od hlavniho
koncovy portu HTTP
bod pro
nacitani
metrik ze
sbérace
OpenTele-
metry
Ostatni porty
Port Pocet Protokol Vstupni/ Komunikace Popis
vystupni mezi
Internetovy 80 a 443 TCP Vystupni Klient a server Pouziva se pro
protokol HTTPS na internet aktivaci licenci,
stazeni
firmwaru,
pfipojené sluzby
apod.
Port 55750 TCP Vstupni Server a zafizeni | Posun - 2 od
streamovani hlavniho portu
TCP serveru HTTP.
Port UDP stavu | 15156 UDP Vstupni + Rizeni serverd | AXIS Camera
upgradu vystupni a sluzeb Station 5 Rizeni
sluzeb
nasloucha na
portu a server
vysila stav
probihajiciho
upgradu.
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Databdze
Databazové soubory

Zakladni databazové soubory

AXIS Camera Station 5 uklada zakladni databazové soubory v C: \ProgramData\AXIS
Communications\AXIS Camera Station Server.

U verzi AXIS Camera Station starSich nez 5.13 je zde pouze jeden soubor databaze: ACS.FDB.
U verze AXIS Camera Station 5.13 a novejSich jsou zde tfi databazové soubory:

e ACS.FDB: Tento zakladni databazovy soubor obsahuje konfiguraci systému, jako napriklad zafizeni,
pohledy, opravnéni, udalosti a profily streamu.

e ACS_LOGS.FDB: Tento databazovy soubor protokold obsahuje odkazy na protokoly.

e ACS_RECORDINGS.FDB: Tento databazovy soubor zaznamu obsahuje metadata a odkazy na zaznamy
uloZené v umisténi zadaném v nabidce Configuration > Storage (Konfigurace > Ulozisté). AXIS Camera
Station 5 tento soubor vyzaduje k zobrazeni zaznam{ na ¢asové ose b&éhem prehravani.

Databazové soubory komponent

SecureEntry.db - Databazovy soubor AXIS Secure Entry obsahuje vSechna data Fizeni pfistupu kromé fotografii
drziteld karet. Je ulozen na C: \ProgramData\Axis Communications\AXIS Camera Station
\Components\AXIS Secure Entry.

smartSearch.sqlite3 - Databazovy soubor chytrého vyhledavani obsahuje nastaveni kamery a uloZenych
vyhledavacich filtrd. Je uloZzen na C: \ProgramData\Axis Communications\AXIS Smart Search
\data.

Nastaveni databaze
Databaze vytvafi zalohu kazdou noc a pred kazdym upgradem systému. V fizeni sluzeb AXIS Camera Station 5

vyberte moznost Modify settings (Upravit nastaveni) a kliknéte na kartu Database (Databaze), kde muzete
zménit nastaveni zalohovani.

Zalohovaci slozka Kliknéte na moznost Browse (Prochazet) a vyberte
umisténi, do kterého se maji zalohy databaze ulozit.
Aby se zmé&na projevila, restartujte server AXIS
Camera Station 5.

Pokud je cesta ke slozce se zalohou nespravna nebo
AXIS Camera Station 5 nema pristup ke sdilené sitove
slozce, zaloha se ulozi ha C: \ProgramData
\Axis Communications\AXIS Camera
Station Server\backup.

Days to keep backups (Pocet dnti pro uchovavani Miizete zadat pocet dnl pro uchovavani zaloh. Lze

zaloh) pouzit jakékoliv ¢islo od 1 do 30. Vychozi hodnota je
14 dn.

Pribéh upgradu Jestlize cheete zobrazit podrobnosti 0 nejnovéjsim

upgradu databaze, kliknéte na moznost View details
(Zobrazit podrobnosti). Zahrnuje udalosti, které
nastaly od posledniho restartovani fizeni sluzeb AXIS
Camera Station 5.

Databaze zalohovani

Databaze obsahuje informace o zaznamech a dalSi metadata, ktera jsou nezbytna pro spravnou funkci systému.
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Dalezité
e Zaznamy se neukladaji v databazi. VV nabidce Configuration > Storage (Konfigurace > Ulozi$té) zvolte
umisténi, do kterého se maji ukladat. Zaznamy zalohujte zvlast.

® Nastaveni serveru, nastaveni proxy serveru a nastaveni databaze v fizeni sluzeb AXIS Camera Station 5
se neukladaji.

Zalohovani systému

Systém automaticky ulozi zalohu systému do slozky zadané na karté Database (Databaze), viz ¢ast Nastaven/
databdze, on page 187. Zaloha systému zahrnuje zakladni databazové soubory i databazové soubory komponent,
viz Databdzové soubory, on page 187.

Soubory zalohy

System YYYY-MM-DD-HH-mm-SSSS.zip Zalohovani, které se spousti kazdou noc.
PreUpgrade YYYY-MM-DD-HH-mm-SSSS. Zalohovani, které se spousti pred aktualizaci

zip databaze.

User YYYY-MM-DD-HH-mm-SSSS.zip Zalohovani, které se spousti pred odebranim uloziste.

V souboru .zip naleznete nasledujici soubory:

ACS Tato sloZka obsahuje zakladni databazové soubory
ACS.FDB,ACS LOGS.FDBaACS
RECORDINGS. FDB.

Soudasti Tato slozka je k dispozici pouze v pfipadé, ze
pouzivate komponentu. Napfiklad AXIS Camera
Station Secure Entry nebo chytré vyhledavani.

® ACMSM: Tato slozka obsahuje databazovy
soubor AXIS Camera Station Secure Entry
SecureEntry.db a fotografie drzitele
karty.

® smartsearch: Tato slozka obsahuje
databazovy soubor chytrého vyhledavani
smartSearch-backup-
yyyyMMddHHmmssfff.sglite3.

backup summary.json Tyto soubory obsahuji podrobnéjsi informace

0 zalohovani.
_cluster yyyyMMddHHmmssfff. Tento soubor obsahuje logickou zalohu databazového
dbcbackup clusteru PostgreSQL, ktera zahrnuje data pro cely

cluster, jako jsou role a tabulkové prostory.

Zaloha pro udrzbu

Zadejte slozku zalohovani, do které se maji ukladat zalohy pro udrzbu na karté Database (Databaze), viz
Nastaveni databdze, on page 187. Udrzovaci zaloha obsahuje zakladni databazove soubory, pficemz kazdy
databazovy soubor je v samostatné sloZzce PreMaintenance YYYY-MM-DD-HH-mm-SSSS.

MiiZe se spustit rliznymi zpUsoby:
®  Automaticky pfi aktualizaci systému AXIS Camera Station 5.

*  Pfi manuélnim spusténi idrzby databaze z Fizeni sluzeb AXIS Camera Station 5. Viz ¢ast Udrzba
databdze, on page 190.
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automaticky planovanou ulohou udrzby databaze nastavenou v Planovaci Uloh systému Windows; Viz
¢ast Ndstroje, on page 190.

Ruéni zalohovani

Poznamka

Ruéné Ize zalohovat pouze zakladni databazové soubory. Nezalohuji se databazové soubory komponent,
napfiklad soubor databaze aplikace chytrého vyhledavani.

Ruéni zalohovani mlzete provést dvéma zpUsoby:

Moznost 1: Pfejdéte na C: \ProgramData\AXIS Communications\AXIS Camera Station
Server a vytvorte kopii databazovych soubord. Poté zalohujte databazovy cluster PostgreSQL:

1. Otevrete terminal jako spravce v adresafi, kam chcete zalohu ulozit.

2. Spustte pfikaz C: \Program Files\Axis Communications\AXIS Camera
Station\Core\DbConsole\DbConsole.exe" backup ~cluster

3. Zaloha se ulozi ve slozce s nazvem yyyyMMddHHmmssfff v adresari, ve kterém jste otevreli
terminal.

MoZnost 2: Vygenerujte systémovou zpravu obsahujici vSechny databaze a zkopirujte soubory zalohy
databaze. Zkontrolujte, Ze jste oznacili moznost Include all databases (Zahrnout viechny databaze). Viz
¢ast Systémovd zprdva, on page 173.

Obnoveni databaze

Jestlize dojde ke ztraté databaze kvili selhani hardwaru nebo jinym problémim, mizete databazi obnovit
z jedné z ulozenych zaloh. Ve vychozim nastaveni systém soubory zalohy uchovava po dobu 14 dnu. Dalsi
informace o zalohovani databaze naleznete v tématu Databdze zdlohovdni, on page 187.

Poznamka

Zaznamy se neukladaji v databazi. V nabidce Configuration > Storage (Konfigurace > Ulozi$té) zvolte
umisténi, do kterého se maji ukladat. Zaznamy zalohujte zvlast.

Obnoveni databaze:

1.

> 0N

Prejdéte do Fizeni sluzeb AXIS Camera Station 5 a kliknutim na moznost Stop (Zastavit) sluzbu zastavte.
Prejdéte k souborlim zalohy databaze. Viz ¢ast Databdze zdlohovdni, on page 187.
Extrahujte soubory.

Obnovte databazovy cluster PostgreSQL:
4.1.  Otevrete terminal jako spravce v extrahované slozce.

4.2.  Spustte pfikaz "C:\Program Files\Axis Communications\AXIS Camera
Station\Core\DbConsole\DbConsole.exe" restore —backup-file
_cluster yyyyMMddHHmmssfff.dbcbackup

43.  Stisknéte y, kdyz budete vyzvani k potvrzeni, Ze dGvéfujete zdroji zalozniho souboru.

V rozbalené slozce zkopirujte nasledujici databazové soubory v ACS do C: \ProgramData\AXIS
Communications\AXIS Camera Station Server\.

- ACS.FDB - Tento soubor musite zkopirovat pro obnoveni databaze.
- ACS_LOGS.FDB - Tento soubor zkopirujte, pokud chcete obnovit protokoly.
- ACS_RECORDINGS.FDB - Tento soubor zkopirujte, pokud chcete obnovit zaznamy.

Pokud pouzivate AXIS Camera Station Secure Entry, zkopirujte soubor SecureEntry.db z Components
> ACMSM do C: \ProgramData\Axis Communications\AXIS Camera Station
\Components\AXIS Secure Entry.

Pokud pouzivate Chytré vyhledavani, zkopirujte smartSearch-backup-yyyyMMddHHmmssfff.sqlite3 z
smartsearch do C:\ProgramData\Axis Communications\AXIS Camera Station
\Components\AXIS Smart Search\data a pfejmenujte jej na smartSearch.sqlite3.
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8. Prejdéte zpét do fizeni sluzeb AXIS Camera Station 5 a kliknutim na moZznost Start (Spustit) sluzbu
spustte.

Udrzba databaze

Pokud se zobrazi poplach Database maintenance is required nebo pokud se systém neocekavané
vypne, napfiklad po vypadku proudu, provedte udrzbu databaze.

Jestlize chcete spustit udrzbu databaze, postupujte podle ¢asti Ndstroje, on page 190.

Poznamka
Aplikace AXIS Camera Station Secure Entry pouZiva nastroj DB Janitor, ktery monitoruje a v pfipadé potieby
zmenSuje databazové soubory. Systém kontroly pFistupu se stane do¢asné nedostupnym ve vzacnych
pfipadech nuceného zmenseni.

Osvédcené postupy u databaze

Abyste se vyhnuli problém(m, pamatujte na nasledujici:

Kontrola chyb disku - Chyby disku mohou zpUsobit poskozeni databaze. Pouzivejte nastroj jako napfiklad
chkdsk (kontrola disku znama také jako kontrola chyb) pro vyhledani poskozenych sektorl pevného disku, na
némz je databaze umisténa. Kontrolu chkdsk provadé&jte pravidelné.

Antivirovy software a externi zalohy - Vlylucte databazi z kontroly pfitomnosti vird, protoze nékteré antivirové
programy mohou databazi poskodit. Pokud pouzivate externi zalohovaci systém, nezalohujte aktualni a aktivni
databazi. Misto toho vytvorte zalohu ze soubori ve slozce zalohovani.

Vypadek napajeni - Neocekavané vypnuti, napfiklad kvili vypadku napajeni, miize databazi poskodit. Pro
mimoradné dulezité systémy pouzivejte UPS (trvaly zdroj napajeni).

Nedostatek prostoru - K poskozeni databaze mize dojit, kdyZ bude na pevném disku nedostatek prostoru.
Abyste se tomuto problému vyhnuli, nainstalujte server AXIS Camera Station 5 na vyhrazeny poéitaé

s dostate¢nou paméti. PoZzadavky na hardware naleznete na adrese axis.com/products/axis-camera-station/
hardware-guidelines.

Poskozena pamét RAM - Pravidelné provadéjte diagnostiku paméti Windows, abyste dokazali najit pfipadné
chyby v paméti RAM.

Nastroje

V fizeni sluzeb AXIS Camera Station 5 vyberte moznost Modify settings (Upravit nastaveni) a kliknéte na kartu
Tools (Nastroje), kde muZete spustit udrzbu databaze a vytvofit ¢aste¢né systémové zpravy.

Program pro udrZzbu databaze

e QOtevrete fizeni sluzeb AXIS Camera Station 5.
e  Kliknéte Tools (Nastroje).
eV ¢asti Database maintainer (Program pro tdrzbu databaze) kliknéte na moznost Run (Spustit).
®  Zobrazi se odhadovany prostoj. Pokracujte kliknutim na tlac¢itko Ano. Jakmile bude proces spustén, nelze
jej jiz zrusit.
Poznamka

e AXIS Camera Station 5 BEhem udrzby se zastavi server a viechny probihajici zaznamy. Po udrzbé se
server spusti automaticky.

e Bé&hem udrzby pocita¢ nevypinejte.
o Udrzba databaze vyzaduje prava spravce k poitaci se systémem Windows.
e Jestlize udrzba databaze nedokaze databazi obnovit, kontaktujte technickou podporu spole¢nosti Axis.

Nezapomerite provést idrzbu databaze, pokud se zobrazi poplach ,Database maintenance is required” (Je
vyzadovana udrzba databaze) nebo pokud se systém neocekavané vypne, napfiklad po vypadku proudu.
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Pokud v Planovaci uloh systému Windows zapnete ,, AXIS Camera Station 5 Database Maintenance Task" (Ukol
udrzby databaze), mizete také naplanovat automatické spousténi udrzby databaze. Spousté¢ mizete upravit
a nastavit, kdy a jak ¢asto se ma udrzba databaze spoustét.

Systémova zprava

Castecna systémova zprava je soubor ve formatu .zip obsahujici soubory parametrii a protokold, které pomahaji
oddéleni zakaznické podpory spolecnosti Axis analyzovat vas systém. Pri kontaktovani zakaznické podpory vzdy

pfilozte systémovou zpravu. Cheete-li vytvofit Uplnou systémovou zpravu, prejdéte v klientovi do nabidky -
Help > System report AXIS Camera Station 5 (Napovéda > Systémova zprava).

Jak vygenerovat ¢aste¢nou systémovou zpravu:

1. Kliknéte na Spustit.

2. Vdialogovém okné vyberte a zadejte pozadované informace.

3. Kliknéte na moznost Vytvofrit zpravu.

Nastroj pro systémové zpravy

File name (Nazev souboru)

Zadejte nazev souboru systémové zpravy.

Slozka

Zvolte, kam se ma systémova zprava ulozit.

Automaticky oteviit slozku, jakmile bude zprava
pripravena (Automatically open folder when report
is ready)

Zvolte tuto moznost, pokud chcete automaticky
otevfit sloZzku po dokonceni pfipravy systémove
zpravy.

Include database file in report (Zahrnout soubor
databaze do zpravy)

Vlyberte, pokud chcete zahrnout databazi do
systémové zpravy. Databaze AXIS Camera Station 5
obsahuje informace o zaznamech a datech, ktera jsou
nezbytna pro spravnou funkci systému.

Protokolovani sité

e Kliknéte na odkaz ke staZeni aplikace na analyzu sitového protokolu.

e Poinstalaci spustte aplikaci kliknutim na mozZnost Start (Spustit).

191




O této pfiruc¢ce

Tato pfirucka je souborem problému souvisejicich se systémem AXIS Camera Station 5 a popisuje zpUsoby jejich
reseni. Problémy jsme zafadili do souvisejicich témat, abychom vam usnadnili nalezeni toho, co hledate.
Tématem miZze byt napriklad zvuk nebo Zivé zobrazeni. Pro kazdy problém existuje popsané feseni.

Dalsi informace

Navstivte axis.com/support, kde najdete

o Casto kladené otazky
® Pozadavky na hardware
®  Upgrady softwaru

® \lyukové a Skolici materialy a dalSi uzite¢né informace
Sluzba AXIS Camera Station 5
Sluzba AXIS Camera Station 5 se Casto restartuje

Server mize byt pfetizeny, coz zplsobuje dlouhou frontu Gloh a miZze to zpUsobit také poskozeni databazi.

e Ve spravé prostiedkl svého systému ovérte, zda AXIS Camera Station 5 nebo jina aplikace nepouziva
velké mnozstvi prostredka.

e Spustte nastroj pro spravu databaze, piejdéte do ¢asti Udrzba databdze v uzivatelské prirucee k systému
AXIS Camera Station 5.

Pokud nic z vySe uvedeného nepomUze, obratte se na podporu spole¢nosti Axis. Pfejdéte na Postup preddni
potiZi, on page 207.

Zafizeni v systému pro spravu videa

BéZné problémy

Nelze kontaktovat kameru

VMS nemuze kontaktovat kameru. Uvedené kamery 1. Zkontrolujte, zda je kamera pfipojena k siti,
nebyly pridany. zda je napajena a zda je spusténa.

2. Prejdéte do nabidky Configuration > Add
devices (Nastaveni > Pfidat zafizeni)
a pokuste se pridat kameru znovu.

Instalace byla zrusena

UZivatel instalaci zrusil. Uvedené kamery nebyly Abyste mohli pridat kamery, pfejdéte do nabidky
pridany. Nastaveni > Pridat zafizeni.
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Nepodafilo se nastavit heslo na kamere

Nelze nastavit heslo pro uvedené kamery. 1. Jestlize chcete heslo nastavit ru¢ng, prejdéte
do ¢asti Configuration > Devices >
Management (Konfigurace > Zatizeni >
Sprava).

2. Kliknéte pravym tlacitkem na kameru
a vyberte moznost User Management > Set
password (Sprava uzivatell > Nastavit
heslo).

Zafizeni neni mozné pridat
Jestlize bylo zafizeni pred pfidanim do systému AXIS Camera Station 5 pouZito v jiném systému:

e (Obnovte vychozi nastaveni zafizeni.

Pokud k systému pro spravu videa neni mozné pfidat zafizeni, zkuste zafizeni pfidat k systému AXIS Device
Manager.

Muzete pFidat jiny model zafizeni, nez ktery chcete pfidat:

e Je-li zafizeni novym produktem nebo ma-li nové vydany firmware, mohou nastat potize s kompatibilitou.
Vzdy pouzivejte nejnovejsi verzi softwaru AXIS Camera Station 5.

Pokud neni mozné ptidat jiny model zafizeni:

e \lyfeSte potize s kamerou - prejdéte na axis.com/support/troubleshooting.
Nelze aktualizovat firmware zafizeni prostfednictvim systému AXIS Camera Station 5

Kameru neni mozné aktualizovat z jejiho webového rozhrani:

e \lyiesSte potiZze s kamerou - pfejdéte na axis.com/support/troubleshooting.
Nelze aktualizovat firmware Zadného zafizeni:

e Zkontrolujte, zda je k dispozici sitové pfipojeni.

* Nejedna-li se o problém souvisejici se siti, kontaktujte podporu spolecnosti Axis. Pfejdéte na Postup
predadni potiZi, on page 207.

Nelze aktualizovat firmware konkrétnich modeli:

® Mdize se jednat o problém s kompatibilitou, kontaktujte podporu spolecnosti Axis. Pfejdéte na Postup
predani potiZi, on page 207.

Zadna nalezena zarizeni

Systém pro spravu videa vyhledava v siti pfipojené kamery a video enkodéry, ale nenalezl zadné kamery.

®  Zkontrolujte, zda je kamera pfipojena k siti a zda je napajena.
e Jestlize jsou klient, server nebo kamery umistény v rdznych sitich, nakonfigurujte nastaveni proxy
a nastaveni brany firewall.

- Je-li mezi klientem a serverem umistén proxy server, zmente nastaveni proxy klienta. Prejdéte
k ¢asti Nastaveni proxy klienta v uzivatelské prirucce k systému AXIS Camera Station 5.

- Zménte NAT nebo systém zabezpeceni, pokud klienta a server oddéluje NAT nebo systém
zabezpeceni. Ujistéte se, Ze port HTTP, port TCP (Transmission Control Protocol) a port
streamovani uvedené v fizeni sluzeb AXIS Camera Station mohou projit systémem zabezpeceni
nebo skrze NAT. Uplny seznam porti najdete v ¢asti Seznam portti pro AXIS Camera Station 5.
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- Je-li mezi serverem a zafizenimi umistén proxy server, zménte nastaveni proxy serveru. Pfejdéte
do Casti Nastaveni proxy v ¢asti Obecné Ffizeni sluZeb v uzivatelské pFirucce k systému AXIS
Camera Station 5.

e Jestlize chcete pridat kamery ru¢né, prejdéte do Casti Priddni zafizeni v uzivatelské pfirucce k systému
AXIS Camera Station 5.
Opakované hlaseni “Nové pripojeni kamery do 15 sekund”

Mozné problémy:
®  Pretizena sit.
e Kamera neni pfistupna. Zkontrolujte, zda je kamera pfipojena k siti a zda je napajena.
®  Jsou pfitomny problémy s grafickou kartou.

Mozna feSeni problém0 s grafickou kartou:

* Nainstalujte nejnove;jSi ovladac grafické karty.
® Upgradujte na grafickou kartu s vétsi paméti videa a vy3Sim vykonem.
®  Pouzijte procesor k vykreslovani videa.

® Upravte nastaveni videa a zvuku, napfiklad optimalizaci nastaveni profilu pro nizkou Sifku pasma.
Zaznamy

Viz Zivy pohled, on page 196 pro dalsi informace o moznych problémech s vykonem ovliviiujicich zaznamy
a prehravani.

BéZné problémy

Nepretrzité zaznamenavani neni aktivovano

Uvedené kamery nemaji zapnuty souvisly zaznam. 1. Kjeho aktivaci prejdéte do nabidky
Configuration > Recording and events >
Recording method (Konfigurace > Zaznam
a udalosti > Metoda zaznamu).

2. Vyberte kameru a zapnéte moznost
Continuous (Nepfetrzity).

Nelze zaznamenavat na zadanou jednotku

Systém nemUze nakonfigurovat uloZiSt€ zaznami. 1. Jestlize chcete pouzit jiné uloZisté, prejdéte
do nabidky Configuration > Storage >
management (Nastaveni > UloZisté >
Sprava).

2. Pridejte uloziSté a nakonfigurujte nastaveni
uloziSté pro kamery.

Nepodafilo se nainstalovat aplikaci AXIS Video Content Stream

Toto chybové hlaseni se zobrazi, kdyz aplikaci neni 1. Chcete-li aplikaci nainstalovat ruéné, prejdéte

mozné nainstalovat na kameru, ktera podporuje AXIS do ¢asti Configuration > Devices >

Video Content Stream. Management (Konfigurace > Zafizeni >
Sprava).

2. Vyberte kameru a kliknéte na u
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Zaznam nelze spustit

Pokud se nahravani nespusti nebo se po nékolika sekundach zastavi, znamena to, ze je disk plny nebo ze je na
ném pfilis mnoho nezadoucich dat.

e V prehledu nastaveni serveru v ¢asti Recording Storage (Ulozisté zaznamii) zkontrolujte, Ze je na ném
volny prostor a neobsahuje zadna nezadouci data.
e Zvyste limit UloZiSt€ systému pro spravu videa.
e  Prifadte dalSi ulozisté do fondu ulozisté. Pfejdéte do Casti Konfigurace uloZisté v uzivatelské pfirucce
k systému AXIS Camera Station 5.
Mezery v souvislém zaznamu

Spolu s mezerami se zobrazuji poplachy s oznac¢enim Recording errors (Chyby zaznamenavani). Mezery se
mohou v zaznamu vyskytovat z nékolika pficin:

e  Pretizeni serveru

® Potize se siti

e  Pretizeni kamery

e  Pretizeni disku
Zkontrolujte, zda se mezery v zaznamu vyskytuji u vSech kamer. Pokud se nevyskytuji na vSech kamerach, je
mozné, Ze doslo k pretizeni kamery. Abyste zjistili pfi¢inu, polozte si tyto otazky:

e Jak Casto se mezera vyskytuje? Kazdou hodinu nebo kazdy den?

e Jak dlouha je mezera? Trva sekundy ¢i hodiny?

® V\jakém Case se mezera vyskytuje?
Mozna feseni:

e Ve Spravci uloh serveru zkontrolujte, zda systém vyuziva néktery z hardwarovych prostredkl intenzivnéji,

nez je obvyklé. Pokud disk vykazuje znamky nadmérného pouZivani, pfidejte vice diski a presunite nékolik
kamer, aby nahravaly na nové disky.

®  Snizte mnozstvi dat, které se na disk zaznamenava (nastaveni videa, zip stream, sn./s, rozliseni).
Pamatujte na propustnost odhadovanou v nastroji AXIS Site Designer, viz axis.com/support/tools/axis-
site-designer.

DalSi informace naleznete v kapitole Vykon Zivého zobrazeni a pfehrdvdni, on page 196.
Nelze prehrat exportované zaznamy

Jestlize program Windows Media Player nepfehrava vase exportované zaznamy, zkontrolujte format soubord.
K prehravani exportovanych zaznamt pouzijte Windows Media Player (.asf) nebo AXIS File Player (.asf, .mp4, .
mkv).

DalSi informace naleznete v ¢asti Pfehrdni a ovéfeni exportovanych zdznami v uzivatelské pfirucce k AXIS
Camera Station 5.

Poznamka
Pfehravac AXIS File Player automaticky otevie vSechny zaznamy, které jsou ve stejné sloZce jako prehravac.

Zaznamy mizi

Systém uklada zaznamy pouze po uréeny pocet dni. Jestlize chcete pocet dnli zménit, prejdéte do nabidky
Nastaveni > Ulozisté > Volba.

Jestlize se Ulozisté zaplni, systém vymaze zaznamy pred stanovenym poctem dn.
Abyste se vyhnuli naplnéni ulozistg, zkuste nasledujici moznosti:
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e Navyste kapacitu ulozisté. Prejdéte do nabidky Nastaveni > Ulozisté > Sprava.

e /ménte velikost uloZzného prostoru pfidéleného systému AXIS Camera Station 5. Pfejdéte do nabidky
Nastaveni > UloziSté > Sprava.

® ZmenSete velikost zaznamenanych souborl napf. zménou rozliSeni nebo snimkové frekvence. Prejdéte do
nabidky Configuration > Devices > Stream profiles (Nastaveni > Zafizeni > Profily streamu).

- Pro nahravani pouzijte format videa H. 264. format M-JPEG vyZzaduje mnohem vice uloZného
prostoru.

- Pouzijte Zipstream k dalSimu zmenseni velikosti zaznam.
PotiZe s nouzovym zaznamem

Nouzovy zaznam se po obnoveni pfipojeni nezaznamenava na server.

Pficina Regeni

Sitka pasma mezi kamerou a serverem neni pro ZlepSete Sitku pasma
prenos zaznamu dostacujici.

Bé&hem odpojeni kamera zaznam nenahravala na SD ®  Zkontrolujte zpravu ze serveru kamery. Viz
kartu. axis.com/support/troubleshooting.

e  Zkontrolujte, zda karta SD funguje a zda jsou
na ni zaznamy.

Cas na kamere se zménil nebo posunul od okamzZiku ® Zaucelem dalSiho zaznamu zajistéte
odpojeni. spravnou synchronizaci NTP.

®  Synchronizujte ¢as kamery se serverem nebo
u kamery i u serveru nastavte totozny NTP
server.

Nouzovy zaznam v systému AXIS Camera Station 5 nefunguje v nasledujicich scénafich:

® Rizena vypnuti serveru.

e Kratka preruseni spojeni kratsi nez 10 sekund.
Zivy pohled
Vykon Zivého zobrazeni a prehravani

Tato ¢ast popisuje mozna feseni, pokud dojde ke ztraté snimki nebo grafickym problémdm v rdmci vaseho
klienta AXIS Camera Station 5.
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Hardware klienta

Ovérte aktudlnost ovladace 1. Otevrete nastroj DirectX Diagnostic Tool (v poéitaci hledejte
grafické karty nebo sitového .dxdiag”).
adaptéru 2. Prejdéte na web vyrobce a zkontrolujte, zda se jedna o nejnovejSi

ovlada¢ pro dany operacni systém.

3. Zkontrolujte, zda jsou klient a server spustény na stejném
pocitadi.

4. Zkuste rozbéhnout klient na samostatném pocitaci.

Ovérte pocet monitor(i Pokud pouzivate interni grafickou kartu, nedoporucujeme pouzivat vice
nez dva monitory na grafickou kartu.

1. Oteviete nastroj DirectX Diagnostic Tool (v poéitadi hledejte
.dxdiag")

2. Ujistéte se, ze systém AXIS Camera Station 5 podporuje
vyhrazenou grafickou kartu, viz axis.com/products/axis-camera-
station/hardware-guidelines.

Poznamka
Klienta nelze spustit ve virtualnim pocitadi.

Pfipojena zafizeni

Mnoho soucasné pfipojenych Na zakladé bézného vyuziti se ujistéte, ze systém spliiuje pozadavky,
klientl a dodrzujte pokyny pro hardware. Viz axis.com/products/axis-camera-
station/hardware-quidelines.

Kamera je pfipojena k jinému Odpojte kameru od jiného klienta a pred pfipojenim kamery k systému
systému pro spravu videa, nez je  AXIS Camera Station 5 ji obnovte na vychozi nastaveni.
AXIS Camera Station 5.

Jedna kamera vyuZziva mnoho To miize predstavovat problém predevsim pro nékteré kamery M-Line.
rGznych stream(, zejména ve

vysokém rozligeni. ® /ménte stream na stejny profil streamovani nebo nizsi rozliseni.

Viz ¢ast Profily streamovdni'v uzivatelské pfirucce k systému AXIS
Camera Station 5.

Pretizeni serveru

Neobvykle vysoké vyuziti CPU/ PresvédcCte se, Ze v dobé€ vyskytu potizi nebézi Zadna dalSi aplikace
RAM v dobé, ve které dojde naro¢na na CPU/RAM.

k potizim.

Potize se siti

Neobvykle vysoké vyuziti Sitky Presvédcte se, ze v dobé€ vyskytu potizi neb€zi zadna dalsi aplikace
pasma v dobg, ve které dojde narocna na Sirku pasma.

k potizim.

Dostatec¢na Sirka pasma / e  Zkontrolujte topologii sité.

Vzdalend nebo mistni sit e Zkontrolujte stav jakéhokoli sitového zafizeni, jako je prepinat,

router, sitovy adaptér a kabel, které se nachazi mezi kamerami,
serverem a klientem.
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V Zivém zobrazeni neni Zzadné video

V Zivém zobrazeni se nezobrazuje video ze znamé kamery.

® \/ypnéte hardwarové dekddovani. Hardwarové dekodovani je ve vychozim nastaveni zapnuto, prejdéte
k ¢asti Hardwarové dekddovani v éasti Streamovdni'v uZivatelské priruéce k systému AXIS Camera
Station 5.

Jina mozna feseni:
® Pokud nemU0zZete zobrazit Zivé zobrazeni prostfednictvim webového interface nebo pokud webovy
interface nefunguje, vyfeste potize s kamerou. Pfejdéte na stranku axis.com/support/troubleshooting.
®  Vytvofte zpravu serveru kamery - prejdéte na axis.com/support/troubleshooting.
e Pokud je nainstalovan antivirovy software, je mozné, Ze blokuje Zivé streamy.
e Povolte slozky a procesy systému AXIS Camera Station 5, viz Casté dotazy.

e  Ujistéte se, Ze brana firewall neblokuje pFipojeni k uritym portim, viz ¢ast Obecné fizeni sluzeb
v uzivatelské pfiru¢ce k systému AXIS Camera Station 5.

e  Ujistéte se, Ze byl nainstalovan program Desktop Experience pro podporované verze OS Windows Server.
Viz ¢ast Pldnovany export v uzivatelské priruc¢ce k systému AXIS Camera Station 5.

e  Ujistéte se, ze stream funguje s nizSim rozlisenim.
NepomUze-li ani jeden z vySe uvedenych krokd, kontaktujte podporu spole¢nosti Axis a prejdéte k ¢asti Postup
preddni potiZi, on page 207.
Ulozists
Sitové ulozisté je nepristupné
Pokud k prihlaseni do fizeni sluzeb AXIS Camera Station 5 pouzivate ucet mistniho systému, nebudete moci
pridat sitové uloziSté, které odkazuje na sdilené slozky v jinych pocita&ich.
Jestlize chcete zménit ucet pro prihlaseni ke sluzbé:
1. Otevrete okno Panely nastroji systému Windows.
Vyhledejte ,Sluzby".
Kliknéte na View local services (Zobrazit mistni sluzby).
Kliknéte pravym tlacitkem mysi na AXIS Camera Station 5 a moznost Properties (Vlastnosti).
Prejdéte na kartu Log on (P¥ihlaseni).

Misto polozky Mistni systémovy Ucet nastavte Tento Ucet.

N o g k& e

Zvolte uZivatele s pFistupem k aktivnimu adresafi Windows.

Sitové ulozisté neni k dispozici

Ujistéte se, Ze pocitac a server, na kterych je spustén software pro spravu videa, jsou soucasti stejné domény
jako dané sitové uloziste.

Nelze se znovu pfipojit k sitovému ulozisti pomoci nového uzivatelského jména a hesla

Pokud sitove uloziSté vyzaduje ovéreni, je tfeba u takového sitového ulozisté sité€ zrusit vSechna aktivni pfipojeni
a az potom zménit uZzivatelské jméno a heslo.

Jak zménit uzivatelské jméno a heslo pro sitové uloZiSté a provést jeho op&tovné pripojeni:

1. Ukoncete vSechna aktivni pfipojeni daného sitového ulozisté.

2. Zménte uZivatelské jméno a heslo.
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3. Prejdéte do nabidky Configuration > Storage > Management (Nastaveni > Ulozisté > Sprava) a znovu
pripojte sitové ulozisté pomoci nového uzivatelského jména a hesla.

Detekce pohybu

Bézné problémy

Aplikaci AXIS Video Motion Detection se nepodafilo nainstalovat

Nelze nainstalovat aplikaci AXIS Video Motion
Detection 2 nebo 4. Pro zaznamenavani pfi pohybu
kamera pouziva integrovanou detekci pohybu.

Jestlize chcete aplikaci nainstalovat rucng, prejdéte
do Casti Instalace aplikace kamery v uzivatelské
prirucce k systému AXIS Camera Station 5.

Nepodafilo se vyvolat aktualni detekci pohybu

Systém pro spravu videa nemUze z kamery nadist
parametry detekce pohybu. Pro zaznamenavani pfi

pohybu kamera pouziva integrovanou detekci pohybu.

Jestlize cheete aplikaci nainstalovat ru¢né, prejdéte
do Casti Instalace aplikace kamery v uZivatelské
prirucce k systému AXIS Camera Station 5.

Detekce pohybu neni nastavena

Detekci pohybu neni mozné v uvedenych kamerach
nakonfigurovat.

1. Aby bylo mozné nakonfigurovat detekci
pohybu manualng, prejdéte do nabidky
Nastaveni > Zaznam a udalosti > Metoda
zaznamu.

2. Vyberte kameru a kliknéte na moznost
Motion settings (Nastaveni pohybu) pro
nastaveni detekce pohybu.

Detekce pohybu neni aktivovana

U uvedenych kamer neni zapnuto zaznamenavani pfi
pohybu.

1. Prejdéte do nabidky Nastaveni > Zaznam
a udalosti > Metoda zaznamu.

2. Vyberte kameru a povolenim moznosti
Motion detection (Detekce pohybu) zapnéte
funkci zaznamu na zakladé detekce pohybu.

Detekce pohybu detekuje pFilis mnoho nebo pfilis malo pohybujicich se objektu

Tato ¢ast popisuje mozna feSeni v pfipadg, ze ve svych zaznamech souvisejicich s video detekci pohybu mate vice

nebo méné detekei.

Sefizeni nastaveni pohybu

Vyb€rem nastaveni pohybu miiZete upravit oblast, ve které se detekuji pohybujici se objekty.

1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Metoda zaznamu.

2. Zvolte kameru a kliknéte na tlac¢itko Nastaveni pohybu.

3. Zvolte nastaveni podle firmwaru kamery.

199


https://help.axis.com/axis-camera-station-5#install-camera-application
https://help.axis.com/axis-camera-station-5#install-camera-application

AXIS Video Motion Detection 2 a 4 Muzete nakonfigurovat oblast zajmu. Viz ¢ast
Editovdni aplikace AXIS Video Motion Detection 2 a 4
v uZivatelské pFirucce k systému AXIS Camera Station
5.

Zabudovana detekce pohybu Muzete nakonfigurovat zahrnuta a vyloucena okna.
Viz ¢ast Editovdni zabudované detekce pohybu

v uzivatelské prirucce k systému AXIS Camera Station
5.

Sefizeni intervalu spoustéce

Interval spoustéce je interval mezi dvéma po sobg jdoucimi spoustéci. Toto nastaveni se pouziva ke snizeni poctu
po sobé jdoucich zaznamd. Jestlize béhem tohoto intervalu dojde k dalSimu spusténi, zaznamenavani bude
pokraCovat. Jestlize dojde k dalSimu spusténi, zacne interval spoustéce bézet znovu od tohoto ¢asového
okamziku.

Jestlize chcete interval spoustéée zménit:

1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Metoda zaznamu.
2. Zvolte kameru.

3. V Casti Advanced (Pokrocilé) nastavte Trigger period (Interval spoustéce) v sekundach.
Zvuk

V Zivém zobrazeni neni Zadny zvuk

Jestlize v Zivém zobrazeni neni Zadné audio, provedte nasledujici:

e Ujistéte se, ze je kamera vybavena audio moZnostmi.
e Ujistéte se, ze ma pocita¢ audio kartu, a zda se tato karta pouziva.
e Ujistéte se, ze pouzivany profil je nakonfigurovan na audio.
®  Ujistéte se, ze ma uzivatel k audiu pristupova prava.
Konfigurace profilu pro audio
1. Prejdéte do nabidky Configuration > Devices > Stream profiles (Nastaveni > Zatizeni > Profily
streamu).
Zvolte kameru.
V nastavenich video profilu v nabidce Format (Format) zvolte MPEG-4 nebo H.264.
V ¢asti Audio (Zvuk) vyberte mikrofon v rozbalovacim menu Microphone (Mikrofon).
V rozbalovacim menu Use microphone for (Pouzit mikrofon pro) vyberte, kdy se ma mikrofon pouzit.
V rozbalovacim menu Speaker (Reproduktor) pfipadné vyberte reproduktor.
Kliknéte na tlacitko OK.

A L A o

Kontrola a zména pfistupovych prav uzivatelu

Poznamka
Abyste mohli provadét tyto kroky, musite mit opravnéni spravce systému AXIS Camera Station 5.

1. Prejdéte do nabidky Configuration > Security > User permissions (Nastaveni > Zabezpeceni >
UZivatelska opravnéni).

2. Vyberte uzivatele nebo skupinu.

3. Vyberte moznost Audio listen (Poslech zvuku) nebo Audio speak (Reproduktory) pro specifické zafizeni.
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4. Kliknéte na Pouzit.

Zadné audio v sekvencich

Zvuk miizete zapnout nebo vypnout v profilech streamu. Dalsi informace naleznete v ¢asti Profily streamu
v uzivatelské prirucce k systému AXIS Camera Station 5.

Zadné audio pFi prehravani
Audio je k dispozici pfi prehravani, jestlize bylo aktivovano v profilu pouzitém pro zaznamenavani.
Poznamka

Audio nelze pouzivat s videem M-JPEG. Zvolte jiny video format.

Jestlize chcete pouzivat audio v zaznamech:

1. Prejdéte do nabidky Configuration > Devices > Stream profiles (Konfigurace > Zafizeni > Profily
streamu) a u profilu videa nastavte format videa, ktery chcete pouZit.

2. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Metoda zaznamu.

3. Zvolte kameru.

4. 'V rozbalovacim menu Profile (Profil) vyberte profil, ktery jste nakonfigurovali.
5

Kliknéte na Pouzit.
Zaznamenavani spousténé pravidlem

Jestlize chcete aktivovat audio ve stavajicim pravidle:

1. Prejdéte do nabidky Nastaveni > Zaznam a udalosti > Pravidla akci.
Zvolte pravidlo a kliknéte na Editovat.

Kliknutim na tlac¢itko Next (Dalsi) pfejdéte do ¢asti Actions (Akce).
Vlyberte akci Record (Zaznam) a kliknéte na Edit (Upravit).

Vyberte profil, ktery pouziva zvuk.

IR

Provedte uloZeni kliknutim na Dokon¢it.

PfihlaSeni

Neni mozné se prihlasit nebo pripojit k serveru

Tato Cast popisuje problémy tykajici se pfihlaseni a pfipojeni, ke kterym dochazi pfi pfipojeni k jednotlivému
serveru. PFi pfihlaseni k vice serverlim se spusti klient a stav pfipojeni se bude zobrazovat na stavové listé. Dalsi

informace o stavu pfipojeni naleznete v Casti Stav pfipojeni v uzivatelské pfirucce k systému AXIS Camera
Station 5.
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UZivatelské jméno nebo Dana kombinace

heslo je nespravné

uzivatelského jména a hesla
neni pro pfihlaseni na
stanoveném serveru platna.

Zkontrolujte spravnost nebo pouzijte odlisSny
ucet.

Ujistéte se, ze uzivatel ma opravnéni
pristupu k serveru AXIS Camera Station 5.

Hodiny na serveru AXIS Camera Station 5

a v klientovi musi byt synchronizovany.

U uzivateli domény musi byt hodiny serveru
domény synchronizovany se serverem

a klientem.

UzZivatel, ktery nebyl pfidan k serveru, ale je
¢lenem mistni skupiny spravci serveru, musi
spustit klienta jako spravce.

Informace o uZivatelskych pFistupovych
pravech naleznete v ¢asti Configure user
permissions (Konfigurace uzivatelskych
opravnéni) v uzivatelské pfirucce k systému
AXIS Camera Station 5.

UZivatel neni opravnén
k pfihlaseni na server

UZivatel nem(ize pouzivat
systém AXIS Camera Station
5 na zadaném serveru.

V dialogu povoleni uzivatele pfidejte uzivatele.

Nebylo mozné ovéfit
bezpecnost zpravy

Pfi navazovani bezpe¢ného
spojeni se serverem doslo k
chybg, ktera je s nejvetsi
pravdépodobnosti zplisobena
tim, ze Cas klienta nebo
serveru neni synchronizovan.

Casy serveru a UTC klienta musi byt pfimérené
synchronizovany. Sefidte ¢as klienta a serveru tak,
aby byly navzajem vici sobé v rozsahu 3 hodiny.

Zadny kontakt se
serverem

Klient neni schopen navazat
jakykoliv druh spojeni se
serverem.

Zkontrolujte, zda se pocita¢ mlze pfipojit
k siti.
Zkontrolujte, zda pocitac serveru bézi.

Zkontrolujte, zda byla spravné
nakonfigurovana brana firewall.

Zkontrolujte spravnost adresy serveru.

Zkontrolujte zastupna nastaveni klienta.

Zadna odezva ze
serveru

Klient m(ze kontaktovat
pocitac serveru, ale zadny
server AXIS Camera Station 5
nebézi.

Zkontrolujte, zda se pfipojujete ke spravnému
pocitaci a zda server AXIS Camera Station 5 bézi.

Klient se nemGze
pripojit k serveru

Klient se nem(ize pfipojit
k serveru a zobrazuje se
chybové hlaseni.

Zkontrolujte, zda vase sit byla spravné
nakonfigurovana:

Ovérte, zda je operacni systém podporovany.
Uplny seznam podporovanych operaénich
systémU naleznete v pozndmkdch k verzi.

V fizeni sluzeb zkontrolujte, Ze server AXIS
Camera Station 5 bézi, pfipadné ho spustte.

Ovérte, Ze klient i server jsou pfipojeny ke

stejné siti.

- Pokud ne, mel by klient pouzivat
externi IP adresu serveru.

Zjistéte, zda je mezi serverem a klientem
proxy server.
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- Nastavte proxy server v nastroji
fizeni sluzeb.

- Na pfihlaSovaci strance
nakonfigurujte nastaveni proxy
klienta a vyberte moznost Change
proxy settings (Zménit nastaveni
proxy).

- Provedte nastaveni klientského
proxy serveru v nabidce MozZnosti
internetu v systému Windows.

V nabidce Change Proxy settings
(Zménit nastaveni proxy) zvolte
pouZiti vychozich nastaveni.

Nebylo mozné se
pfipojit k serveru

P¥i pfipojovani k serveru
doslo k neznamé chybg.

®  Zkontrolujte spravnost adresy a portu
serveru AXIS Camera Station 5.

e  Zkontrolujte, zda pfipojeni k serveru
neblokuje NAT, brana firewall nebo
antivirovy software. DalSi informace
naleznete v ¢asti Konfigurace brdny firewall
pro povoleni pFistupu k zabezpeéenému
vzddlenému pristupu AXIS.

®  Pomoci fizeni sluzeb AXIS Camera Station 5
zkontrolujte, Ze server bézi.

- Otevrete Fizeni sluzeb AXIS Camera
Station 5, viz ¢ast Rizeni sluzeb
AXIS Camera Station v uzivatelské
prirucce k systému AXIS Camera
Station 5.

- Zkontrolujte stav serveru na karté
General (Obecné). Jestlize je stav
Stopped (Zastaven), spustte server
kliknutim na Start (Spustit).

Server nebylo mozné
najit

Klient nedokaze zadanou

adresu prelozit na adresu IP.

e Zkontrolujte, zda se pocita¢ miize pfipojit
k siti.

®  Zkontrolujte spravnost adresy a portu
serveru AXIS Camera Station 5.

e  Zkontrolujte, zda pfipojeni k serveru
neblokuje NAT, brana firewall nebo
antivirovy software. DalSi informace
naleznete v ¢asti Konfigurace brdny firewall
pro povoleni pfistupu k zabezpeéenému
vzddlenému pristupu AXIS.

Verze serveru a klienta
se lisi

Klient pouziva novgjsi verzi
systému AXIS Camera Stati
5 nezZ server.

on

Upgradujte server tak, aby pouzival stejnou verzi
jako klient.

Server pouZiva nove€jsi verz
systému AXIS Camera Stati
5 nez klient.

[
on

Upgradujte klienta tak, aby pouzival stejnou verzi
jako server.

Nebylo mozné se
pripojit k serveru.
Server je pfilis
zaneprazdnény.

Server nemUze reagovat kvali

problémim s vykonem.

Zkontrolujte, zda pocitac serveru a sit nejsou
pretizené.
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Mistni server AXIS Pripojili jste se pomoci Pomoci fizeni sluzeb spustte systém AXIS Camera
Camera Station 5 moznosti This computer Station 5 nebo zvolte vzdaleny server, ke kterému se
nebézi (Tento pocitac), chcete prihlasit.

nainstalovany server AXIS

Camera Station 5 v3ak

nebeézi.
Na tomto pocitaci neni  Pripojili jste se pomoci Nainstalujte server AXIS Camera Station 5 nebo
nainstalovan server moznosti This computer zvolte jiny server.

AXIS Camera Station 5.  (Tento pocitac), ale na tomto

pocitaci neni nainstalovany
zadny server.

Zvoleny seznam serverli  Seznam server( zvoleny pro  Chcete-li pfidat servery k seznamu server(, kliknéte
je prazdny pfihlaseni byl prazdny. na moznost Edit (Editovat) vedle volby seznamu

serveru.

Licence

Problémy s registraci licence

Jestlize

se automaticka registrace nezdari, vyzkousejte nasledujici:

e  Zkontrolujte, zda byl licen¢ni kli¢ zadan spravné.
e /ménte nastaveni proxy klienta tak, aby mél systém AXIS Camera Station 5 pfistup na internet.
e  Zaregistrujte svou licenci offline, viz ¢ast Licence pro systém offline v AXIS Camera Station 5
uZivatelskeé pfiruéce k systému.
e Zapiste si ID serveru a aktivujte licenci AXIS Camera Station 5 z license-portal.lp.axis.com.
o Ujistéte se, ze je Cas serveru aktualni.
Uzivatelé

Nelze najit uzivatele domény

Jestlize

1.

se nepodafi vyhledat uzivatele domény, zmé&nte pfihlasovaci ucet sluzby:

Oteviete okno Panely nastroju systému Windows.

2. Vyhledejte ,Sluzby".
3. Kliknéte na View local services (Zobrazit mistni sluzby).
4. Kliknéte pravym tlacitkem mysi na AXIS Camera Station 5 a moZnost Properties (Vlastnosti).
5. Kliknéte na kartu Log on (P¥ihlasit).
6. Misto polozky Mistni systémovy Gcet nastavte Tento ucet.
7. Zvolte uzivatele s pfistupem k aktivnimu adresari Windows.
Chyby certifikatu

AXIS Camera Station 5 Systém nedokaze komunikovat se zafizenim, dokud nebude chyba certifikatu vyresSena.
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Mozné chyby

Certifikat nenalezen

Jestlize byl certifikat zafizeni
odstranén.

Pokud znate ddvod, kliknéte na
Repair (Opravit). Pokud mate
podezfeni na neopravnény pfistup,
pred obnovenim certifikatu
zalezitost vySetrete. JestliZze chcete
zobrazit podrobnosti certifikatu,
kliknéte na Advanced (Pokrocilé).
Mozné divody pro odstranéni
certifikatu:

e Zarizeni bylo resetovano
na vyrobni vychozi
hodnoty.

® Byla deaktivovana
zabezpecena komunikace
HTTPS.

® Doslo k pfistupu
neopravnéné osoby, ktera
zmenila zafizeni.

Neduvéryhodny certifikat

Certifikat zafizeni byl zménén
mimo systém AXIS Camera Station
5. Toto mdze znamenat, Ze doslo

k pfistupu neopravnéné osoby,
ktera zménila zafizeni.

Pokud znate ddvod, kliknéte na
Trust This Device (Dlvéfovat
tomuto zafizeni). Pokud ho
neznate, nejprve zalezitost
vySetfete. JestliZze chcete zobrazit

podrobnosti certifikatu, kliknéte na
Advanced (Pokrocilé).

Chybi heslo certifikaéni autority

Mate-li v AXIS Camera Station 5 certifikacni autoritu bez uloZzeného hesla, zobrazi se nasledujici vystraha.

You need to provide a password for the Certificate Authority certificate. (Musite zadat heslo pro certifikat
certifikacni autority.) Vice informaci najdete v uZivatelské pfirucce.

Tento problém miizete vyfesit tfemi rliznymi zpGsoby:
®  Zapnuti HTTPS na zafizeni
® Importovani existujici certifikacni autority
®  Generovani nové certifikani autority
Zapnuti HTTPS na zafizeni:
1. Prejdéte do nabidky Nastaveni > Zafizeni > Sprava.

2. Vseznamu kliknéte pravym tlacitkem na zafizeni a prejdéte k moznosti Security > HTTPS > Enable/
Update (Zabezpeceni > HTTPS > Povolit/aktualizovat).

3. Potvrdte kliknutim na Ano.

4. Zadejte heslo certifikaCni autority.

5. Kliknéte na tlacitko OK.
Importovani existujici certifikaéni autority:

1. Prejdéte do nabidky Configuration > Security > Certificates > (Konfigurace > Zabezpeceni >
Certifikaty > HTTPS).

205



Zapnéte Temporarily ignore certificate validation (Docasné ignorovani ovéfovani certifikatu).
V ¢asti Certificate authority (Certifikacni autorita) kliknéte na Import.

Zadejte své heslo a kliknéte na OK.

Zvolte pocet dn0, po které budou podepsané klientské/serverové certifikaty platit.

Prejdéte do nabidky Nastaveni > Zafizeni > Sprava.

N o g k& D

Kliknéte pravym tlacitkem na zafizeni a zvolte Security > HTTPS > Enable/Update (Zabezpeceni >
HTTPS > Povolit/Aktualizovat.

8. Prejdéte na Configuration > Security > Certificates > HTTPS (Konfigurace > Zabezpeceni > Certifikaty

> HTTPS a vypnéte Temporarily ignore certificate validation (do¢asné ignorovat ovéfeni certifikatu.

Poznamka
AXIS Camera Station 5 ztrati pfipojeni k zafizenim a nékteré souéasti systému se restartuji.

Vlygenerovani nové certifikacni autority v AXIS Camera Station 5:

1. Prejdéte do nabidky Configuration > Security > Certificates > (Konfigurace > Zabezpeceni >
Certifikaty > HTTPS).

Zapnéte Temporarily ignore certificate validation (Docasné ignorovani ovéfovani certifikatu).
V ¢asti Certificate authority (Certifikacni autorita) kliknéte na Generate (Vytvofit).

Zadejte své heslo a kliknéte na OK.

Zvolte pocet dn0, po které budou podepsané klientské/serverové certifikaty platit.

Prejdéte do nabidky Nastaveni > Zafizeni > Sprava.

N o g ke

Kliknéte pravym tlacitkem na zafizeni a zvolte Security > HTTPS > Enable/Update (Zabezpeceni >
HTTPS > Povolit/Aktualizovat.

8. Prejdéte na Configuration > Security > Certificates > HTTPS (Konfigurace > Zabezpeceni > Certifikaty

> HTTPS a vypnéte Temporarily ignore certificate validation (doc¢asné ignorovat ovéfeni certifikatu.

Poznamka
AXIS Camera Station 5 ztrati pfipojeni k zafizenim a nékteré souéasti systému se restartuji.

Synchronizace ¢asu
Sluzba Windows Time nebézi

Sluzba Windows Time a NTP server nejsou synchronizovany. To mdZze byt zplisobeno tim, Ze sluzba Windows
Time nedokaZze kontaktovat NTP server.

e Ujistéte se, ze je NTP server online.
e  Ujistéte se, ze jsou nastaveni brany firewall spravna.
e Ujistéte se, Ze je zafizeni umisténo v siti, ktera se mize k NTP serveru pfipojit.

Se Zadosti o pomoc se obratte na spravce systému.
Detekovan ¢asovy rozdil v zafizeni

Zafizeni neni synchronizovano s ¢asem serveru. Zaznam je oznacen Casovym razitkem s ¢asem, kdy ho server
pfijal, a nikoli ¢asem, kdy ho zafizeni zaznamenalo.

1. Prejdéte do ¢asti Configuration > Devices > Time synchronization (Konfigurace > Zafizeni >
Synchronizace ¢asu) a zkontrolujte ¢asovy posun serveru.

2. Je-li Casovy posun serveru delSi nez 2 sekundy:
2.1.  Zvolte moznost Enable time synchronization (Povolit synchronizaci ¢asu).

2.2. Ujistéte se, Ze se zafizeni mUze pfipojit k zadanému NTP serveru.
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2.3.  Znovu nactéte zafizeni pod polozkou Configuration > Devices > Management (Konfigurace >
Zafizeni > Sprava).
3. Je-li ¢asovy posun serveru kratSi nez 2 sekundy, zafizeni pravdépodobné neposila dostatek dat pro
synchronizaci ¢asu.

3.1.  Vymazte moznost Send alarm when the time difference between server and device is larger
than 2 seconds (Odeslat poplach, je-li ¢asovy rozdil mezi serverem a zafizenim vétsi nez
2 sekundy), abyste zakazali poplachy.

Pokud potfebujete pomoc, kontaktujte podporu spolecnosti Axis.
Technickd podpora

Technicka podpora je k dispozici pro zakazniky s licencovanou verzi systému AXIS Camera Station 5. Oddéleni

technické podpory miizete kontaktovat z nabidky - > Help > Online Support (Napovéda > Podpora online)
nebo na adrese axis.com/support

Doporudujeme, abyste ke svému pfipadu pro technickou podporu pfipojili systémovou zpravu a snimky
obrazovek.

Pokud chcete vytvofit systémovou zpravu, prejdéte do nabidky - > Help > System report (Napovéda >
Systémova zprava).

Postup predani potizi

Pokud mate problémy, které nelze vyresit s pomoci této prirucky, obratte se na online helpdesk spolecnosti Axis,
vizAxis online helpdesk. Aby nas tym podpory porozumél vaSemu problému a mohl ho vyresit, musite uvést
nasledujici informace:

®  Srozumitelny postup, jak potiZe reprodukovat, pfipadné popis okolnosti, za nichz k potizim doslo.
o (as a nazev nebo IP adresu pfislusné kamery, u které k problému doslo.

e  AXIS Camera Station 5 Systémova zprava vytvorena okamzité po vyskytu potizi. Systémova zprava musi
byt vygenerovana z klienta nebo serveru, kde byl problém reprodukovan.

® Volitelné snimky nebo zaznamy obrazovky ze vdech monitord, na kterych je problém vidét. Pfi pofizovani
snimk{ obrazovky nebo zaznamU povolte funkci pfekryti ladéni.

eV pripadé€ potfeby pfiloZte databazové soubory. Vylouéenim téchto souborl zrychlite odesilani.
Nékteré potize vyzaduji dalSi informace, které si tym podpory v pripadé potreby vyzada.
Poznamka

Je-li soubor vétsi nez 100 MB (napfiklad sledovani sité nebo soubor databaze), odeslete soubor pomoci
bezpecné sluzby pro sdileni soubord, které ddvérujete.

Dalsi informace

Protokoly urovné ladéni Nékdy kvlli ziskani vice informaci pouzivame
protokolovani ladéni. To |ze provést pouze na Zadost
technika podpory spole¢nosti Axis. Pokyny najdete na
online podpore spolecnosti AXIS.

Prekryti ladéni Zivého zobrazeni Nékdy je uzite¢né poskytnout snimky obrazovky
prekryvnych informaci nebo video zobrazujici zménu
hodnot v relevantnim Case. Jestlize chcete pridat
prekryvné informace, postupujte nasledovné:

e Jednou stisknéte klavesovou zkratku Ctrl + i
pro zobrazeni prekryvnych informaci v Zivém
zobrazeni.
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Dalsi informace

®  Dvakrat stisknéte klavesovou zkratku Ctrl + i
pro pridani ladicich informaci.

e  Trikrat stisknéte klavesovou zkratku Ctrl + i
pro skryti prekryti.

Sledovani sité

Na zadost technika podpory vygenerujte pfi vytvareni
systémové zpravy sledovani sit€. Sledovani sité
provedte v pribéhu vyskytu potizi (jsou-li
reprodukovatelné). To zahrnuje:

e Sledovani sité po dobu 60 sekund se
zaméfenim na kameru (plati pouze pro
kamery s firmwarem 5.20 a novéjsim).
Nasledujicim pfikazem VAPIX miizete
v pfipadé potreby zménit pfihlasovaci jméno,
IP adresu a dobu trvani (v sekundach):
http://root:
pass@192.168.0.90/axis-cgi/
debug/debug. tgz?cmd=
pcapdump&duration=60

e Sledovani sité po dobu 10-30 sekund se
zamérenim na server a se zobrazenim
komunikace mezi serverem a kamerou.

Databazové soubory

Pro pfipady, kdy potfebujeme prozkoumat ¢i
manualng opravit databazi. Pfed vytvofenim
systémové zpravy zvolte moznost Include database in
the report (Do zpravy zahrnout i databazi).

Snimky obrazovky

Jestlize se jedna o problém Zivého zobrazeni
souvisejici s uzivatelskym rozhranim, pouzijte snimky
obrazovky. Napfiklad kdyZ chcete zobrazit ¢asovou
osu zaznam{ nebo je-li obtizné problém popsat.

Zaznamy obrazovky

Pouzijte zaznamy obrazovky, je-li obtizné popsat
potize slovy, napf. pokud je k reprodukci potizi
zapotrebi provést mnoho interakci s uzivatelskym
rozhranim.
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