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AXIS Camera Station 5

Podrecznik uzytkownika



AXIS Camera Station 5 jest kompletnym systemem do dozoru i nagrywania przeznaczonym do matych i srednich
instalacji.

AXIS Camera Station 5 serwer - obstuguje komunikacje z kamerami, wideoenkoderami i urzgdzeniami
dodatkowymi w systemie. Dostepna tgczna przepustowosc naktada limit liczby kamer i enkoderow, z ktorymi
poszczegolne serwery mogg sie komunikowac.

AXIS Camera Station 5 klient - zapewnia dostep do zapisow, obrazu wideo na zywo, dziennikdw i konfiguracji.
Oprogramowanie klienckie mozna zainstalowa¢ na dowolnym komputerze. W ten sposdb uzyskuje sie dostep do
podgladu zdalnego i mozliwos¢ sterowania z dowolnego miejsca w sieci korporacyjnej lub przez Internet.

Mobilna aplikacja Axis do ogladania obrazu: - zapewnia dostep do zapisow i obrazu wideo na zywo w wielu
systemach. Aplikacje mozna zainstalowac¢ na urzadzeniach z systemem Android i i0S, zapewniajac zdalne
przeglagdanie materiatoéw z innych lokalizacji. Korzysta ona z protokotu HTTPS do komunikowania sie z serwerem
AXIS Camera Station 5. Skonfiguruj porty komunikacji mobilnej i strumieniowania mobilnego w sposob opisany
w temacie Zapisy ogdine w rozdziale Ustawienia serwera. Aby dowiedzie¢ sie wiecej na temat korzystania z
aplikacji, patrz Instrukcja obstugi aplikacji mobilnej AXIS Camera Station.

Samouczki wideo

Wiecej szczegotowych przyktadow korzystania z systemu mozna znalez¢ na stronie Samouczki filmowe o
aplikacji AXIS Camera Station.

Funkcje systemowe
Wiecej informacji o funkcjach systemu mozna znalez¢ w Przewodniku po funkcjach AXIS Camera Station.
Co nowego?

Opisy nowych funkcji dodanych w kolejnych wersjach oprogramowania AXIS Camera Station znajdujg sie w
temacie Nowosci w programie AXIS Camera Station.


https://help.axis.com/axis-camera-station-mobile-app
https://help.axis.com/axis-camera-station-tutorial-videos
https://help.axis.com/axis-camera-station-tutorial-videos
http://help.axis.com/axis-camera-station-feature-guide
https://help.axis.com/what-is-new-in-axis-camera-station

AXIS Camera Station 5

Przydatne tqcza dla administratora

Oto kilka tematow, ktére mogg Cie zainteresowac:

®  tqgczenie z serwerem, on page 8

®  Konfiguruj urzqdzenia, on page 40

®  Konfigurowanie pamieci masowej, on page 69

®  Konfigurowanie nagrywania i zdarzen, on page 74
®  Konfigurowanie pofqczonych ustug, on page 112
®  Konfigurowanie serwera, on page 116

®  Konfigurowanie licencji, on page 124

e Konfigurowanie zabezpieczen, on page 127
Wiecej instrukciji

®  Przewodnik integracji AXIS Camera Station

®  Nowosci w programie AXIS Camera Station

®  Przewodnik po instalacji i migracji AXIS Camera Station

® Aplikacja mobilna AXIS Camera Station

®  Przewodnik po funkcjach AXIS Camera Station

e Samouczki filmowe o aplikacji AXIS Camera Station

®  Poradnik rozwigzywania problemdéw dotyczgcych aplikacji AXIS Camera Station

® [Instrukcje wzmacniania zabezpieczen systemu AXIS Camera Station


http://help.axis.com/axis-camera-station-integrator-guide
http://help.axis.com/what-is-new-in-axis-camera-station
http://help.axis.com/axis-camera-station-installation-and-migration-guide
http://help.axis.com/axis-camera-station-mobile-app
http://help.axis.com/axis-camera-station-feature-guide
http://help.axis.com/axis-camera-station-tutorial-videos
http://help.axis.com/axis-camera-station-troubleshooting-guide
http://help.axis.com/axis-camera-station-system-hardening-guide

AXIS Camera Station 5

Przydatne tqcza dla operatora

Oto kilka tematow, ktére mogg Cie zainteresowac:

®  Przewodnik wprowadzajqcy dla operatorow programu AXIS Camera Station
®  tqgczenie z serwerem, on page 8

®  Konfigurowanie klienta, on page 108

®  Podglqgd na zywo, on page 12

®  Odtwarzanie nagrari, on page 22

e Fksportuj nagrania, on page 24

§ciqgawka dla uzytkownikdw aplikacji AXIS Camera Station — sprawdzanie i eksportowanie


https://www.axis.com/dam/public/6d/60/96/how-to--getting-started-guide-for-operators-en-US-388713.pdf
https://www.axis.com/dam/public/d3/41/f0/axis-camera-station-cheat-sheet--review-and-exportpdf-en-US-388709.pdf

Ten samouczek przeprowadzi Ci¢ przez podstawowe kroki, ktore pozwolg Ci uruchomi¢ system.
Zanim zaczniesz:

e Skonfiguruj sie¢ w zaleznosci od instalacji. Patrz Network configuration (Konfiguracja sieci).
* W razie potrzeby skonfiguruj porty serwera. Patrz Konfiguracja portu serwera.
* Wez pod uwage kwestie bezpieczenstwa. Patrz Kwestie dotyczgce bezpieczerstwa.

Administrator:

1. Uruchom system VMS
2. Dodawanie urzqdzen
3. Konfiguracja metody zapisu, on page 5

Operator:

1. Oglgdaj materiat wideo na Zywo, on page 6

2. Wyswietl nagrania, on page 6

3. Eksportuj nagrania, on page 6

4. Odtwarzanie i weryfikacja zapisow w AXIS File Player, on page 6
Uruchom system VMS

Kliknij dwukrotnie ikone klienta AXIS Camera Station 5, aby uruchomi¢ klienta. Przy pierwszym uruchomieniu
klient probuje zalogowac sie do serwera AXIS Camera Station 5 zainstalowanego na tym samym komputerze co
klient.

Mozna nawigza¢ potgczenie z wieloma serwerami AXIS Camera Station 5 na kilka sposobow. Patrz tgczenie z
serwerem.

Dodawanie urzqdzen

Strona Add devices (Dodaj urzgdzenia) zostanie otwarta przy pierwszym uruchomieniu AXIS Camera Station 5.
AXIS Camera Station 5 przeszuka sie¢ pod kagtem potgczonych urzadzen i wyswietli liste znalezionych urzgdzen.
Patrz Dodawanie urzqdzen.

1. Wybierz z listy kamery, ktére chcesz dodac. Jesli nie mozesz znalez¢ kamery, kliknij Manual search
(Wyszukiwanie reczne).

2. Kliknij Dodaj.

3. Wybierz Quick configuration (Szybka konfiguracja) lub Site Designer configuration (Konfiguracja
AXIS Site Designer). Kliknij Next (Dalej). Patrz Importowanie projektéw z aplikacji Site Designer, on
page 43.

4. Uzyj ustawien domysinych i upewnij sie, ze metoda zapisu jest ustawiona na None (Brak). Kliknij

przycisk Install (Instaluj).
Konfiguracja metody zapisu

1. Wybierz kolejno opcje Configuration > Recording and events > Recording method (Konfiguracja >
Zapis i zdarzenia > Metoda zapisywania).

2. Wybierz kamere.

3. Wiacz Motion detection (Po detekcji ruchu), or Continuous (Ciggte) lub obie te opcje.

4. Kliknij przycisk Apply (Zastosuj).



Ogladaj materiat wideo na zywo

1. Otwodrz kartg Live view (Podglad na zywo).
2. Wybierz kamerg, aby oglada¢ jej obraz na zywo.
Wiecej informacji: Podglqd na Zywo, on page 12.

Wyswietl nagrania

1. Otworz karte Recordings (Nagrania).
2. Wybierz kamerg, z ktorej chcesz wysSwietli¢ nagrania.

Wiecej informacji: Nagrania, on page 22.
Eksportuj nagrania

1. Otworz karte Recordings (Nagrania).

2. Wybierz kamere, z ktorej chcesz eksportowac nagrania.

3. Kliknij rr aby wyswietli¢ znaczniki wyboru.

4. Przeciggnij odpowiednie znaczniki, aby uwzglednic zapis, ktory chcesz wyeksportowac.

5. Kliknij F—-r aby otworzy¢ karte Export (Eksportuj).
6. Kliknij przycisk Export... (Eksportuj).

Wiecej informacji: Eksportuj nagrania, on page 24.
Odtwarzanie i weryfikacja zapisow w AXIS File Player

1. Przejdz do folderu z wyeksportowanymi nagraniami.
2. Kliknij dwukrotnie AXIS File Player.

3. Kliknij . w celu wyswietlenia notatek dotyczgcych nagrania.

4. Aby zweryfikowa¢ podpis cyfrowy:
4.1. Przejdz do menu Tools > Verify digital signature (Narzedzia > Weryfikuj podpis cyfrowy).
4.2. Wybierz Validate with password (Uwierzytelnij hastem) i wprowadz hasto.
4.3. Kliknij przycisk Verify (Weryfikuj). Zostanie wyswietlona strona wynikow weryfikacji.

Uwaga
®  Podpis cyfrowy rozni sie od podpisywanego pliku wideo. Podpisane wideo umozliwia przesledzenie wideo
z powrotem do kamery, z ktorej pochodzi, umozliwiajgc sprawdzenie, czy nagranie nie zostato
zmodyfikowane. Wiecej informacji mozna znalez¢ w sekcji Signed video (Podpisane wideo) i instrukcji
uzytkownika kamery.

e Jezeli przechowywane pliki nie majg potgczenia z baza danych programu AXIS Camera Station (pliki
nieindeksowane), nalezy poddac je konwersji, by mozliwe byto odtwarzanie ich w programie AXIS File
Player. Aby uzyska¢ wsparcie w tym zakresie, prosimy o kontakt z pomocg techniczng Axis.

Network configuration (Konfiguracja sieci)

Zanim skorzystasz z AXIS Camera Station 5, skonfiguruj ustawienia proxy lub zapory, jesli klient AXIS Camera
Station 5, serwer AXIS Camera Station 5 i potagczone urzadzenia sieciowe znajdujg sie w rdznych sieciach.

Ustawienia proxy klienta
Jesli klient i serwer sg oddzielone serwerem proxy, skonfiguruj ustawienia proxy klienta.

1. Otworz klienta AXIS Camera Station 5.


https://www.axis.com/solutions/built-in-cybersecurity-features

2. Kliknij Change client proxy settings (Zmien ustawienia proxy klienta).
3. Zmien ustawienia proxy klienta. Patrz Ustawienia proxy klienta.
4. Kliknij OK.

Ustawienia proxy na serwerze
Jesli urzadzenia sieciowe i serwerowe sg oddzielone serwerem proxy, skonfiguruj ustawienia proxy serwera.

1. Otwdrz aplikacje AXIS Camera Station 5 Service Control.
2. Wybierz Modify settings (Zmien ustawienia).

3. W sekeji ustawien proxy uzyj domysinego ustawienia System account internet option lub wybierz opcje
Use manual proxy settings (Uzyj recznych ustawien proxy). Patrz Zapisy ogdline.

4.  Kliknij przycisk Zapisz.
NAT i Zapora sieciowa

Jesli klient i serwer sg oddzielone przez NAT, zapore sieciowg lub podobny element, nalezy skonfigurowa¢ NAT
lub zapore tak, aby ruch portu HTTP, portu TCP i portu przesyfania strumieniowego, ktore okreslono w ustudze
AXIS Camera Station 5 Service Control, moze przechodzi¢ przez zapore lub NAT. Skontaktuj sie z
administratorem sieci w celu uzyskania instrukcji dotyczgcych konfigurowania NAT lub zapory.

Wiecej informacji znajduje sie w sekcji Lista portéw dotyczqca AXIS Camera Station 5, on page 186.

Konfiguracja portu serwera

Serwer AXIS Camera Station uzywa portéw 55752 (HTTP), 55754 (TCP), 55756 (komunikacja mobilna) oraz
55757 (strumieniowanie w sieci komorkowej) do komunikacji miedzy serwerem a klientem. W razie potrzeby
porty mozna zmienia¢ w ustudze AXIS Camera Station Service Control.

Wiecej informacji, patrz Zapisy ogdlne lub Czesto zadawane pytania.
Kwestie dotyczace bezpieczenstwa

Aby zapobiec nieuprawnionemu dostepowi do kamer i zapisow, nalezy pamieta¢ o nastepujacych kwestiach:

e Uzywaj silnych haset dla wszystkich urzgdzen sieciowych (kamer, koderéw wideo i urzadzen
pomocniczych).

®  Zainstaluj serwer AXIS Camera Station 5, kamery, kodery wideo i urzgdzenia pomocnicze w
zabezpieczonej sieci oddzielonej od sieci biurowej. Klienta AXIS Camera Station 5 mozesz zainstalowac
na komputerze w innej sieci, na przyktad sieci z dostepem do Internetu.

®  Upewnij sig, ze wszyscy uzytkownicy majg silne hasta. Ustuga Windows® Active Directory zapewnia
wysoki poziom zabezpieczen.


https://faq.axis.com/s/article/firewall-allow-acs-pro-cloud-connect?language=en_US

Za pomoca klienta AXIS Camera Station 5 mozna nawigzywac potgczenia z serwerami zainstalowanymi na
komputerze lokalnym lub w innym miejscu w sieci. Pofgczenie z serwerem AXIS Camera Station 5 mozna
nawigzac na kilka sposobow:

Ostatni uzywany serwer - NawiaZ pofgczenie z serwerami uzytymi w poprzedniej sesji.

Ten komputer - Nawigz pofgczenie z serwerem zainstalowanym na tym samym komputerze, co aplikacja
kliencka.

Serwer zdalny - Patrz tgczenie z serwerem zdalnym, on page 8.
Axis Secure Remote Access - Patrz Zaloguj sie do AXIS Secure Remote Access, on page 9.

Uwaga
Gdy klient probuje nawigzac¢ potgczenie z serwerem po raz pierwszy, sprawdza identyfikator certyfikatu
serwera. Aby mie¢ pewnos¢, ze nawigzujesz potaczenie z odpowiednim serwerem, recznie poréwnaj
identyfikator certyfikatu z identyfikatorem widocznym w aplikacji AXIS Camera Station 5 Service Control.
Patrz Zapisy ogdline, on page 185.

Server list (Lista serwerow) Aby potaczyc sie z serwerami z listy serwerdw,
wybierz serwer z menu rozwijanego Server list (Lista

0
serwerow). Kliknij / , aby utworzy¢ lub edytowac
listy serwerow. Patrz Listy serwerow.

Import server list (Importuj liste serwerow) Aby zaimportowac plik listy serweréw
wyeksportowany z AXIS Camera Station 5, kliknij
Import server list (Importuj liste serweréw) w
prawym dolnym rogu i przejdz do pliku .msl. Patrz
Listy serwerdw.

Delete saved passwords (Usun zapisane hasta) Aby usung¢ zapisane nazwy uzytkownikow i hasta ze
wszystkich potgczonych serwerow, kliknij Delete
saved passwords (Usun zapisane hasta).

Change client proxy settings (Zmien ustawienia Aby potaczy¢ sie z serwerem, konieczna moze by¢
klienta proxy) zmiana ustawien serwera proxy klienta. W tym celu
kliknij Change client proxy settings (Zmien
ustawienia serwera proxy klienta). Patrz Ustawienia
proxy klienta.

Lqgczenie z serwerem zdalnym

1. Wybierz opcje Remote server (Serwer zdalny).

2. Wybierz serwer z listy rozwijanej Remote server (Serwer zdalny) albo wpisz adres IP lub DNS. Jezeli

w_
serwera nie ma na liscie, kliknij =, aby ponownie wczytac¢ wszystkie dostepne serwery zdalne. Jezeli na
serwerze skonfigurowano akceptowanie potgczenia od klientow na portach innych niz domysiny 55754,
wprowadz adres IP, a nim numer portu, na przyktad 192.168.0.5:46001.

3. Mozesz:
- Wybierz Log in as current user (Zaloguj sie jako biezacy uzytkownik), aby zalogowac si¢ jako
obecny uzytkownik systemu Windows®.,
- Wyczys¢ pole wyboru Zaloguj sie jako biezgcy uzytkownik i kliknij przycisk Zaloguj. Zaznacz
opcje Other user (Inny uzytkownik) i podaj inng nazwe uzytkownika oraz hasto, aby sie
zalogowac za pomocg tych poswiadczen.



Zaloguj sie do AXIS Secure Remote Access

Wazne

Aby zwiekszy¢ bezpieczenstwo i funkcjonalnosé, uaktualniamy funkcje Axis Secure Remote Access (v1) do
Axis Secure Remote Access v2. Obecna wersja zostanie wycofana 1 grudnia 2025 r. Zalecamy przejscie na
funkcje Axis Secure Remote Access v2. przed tym terminem.

Co to oznacza dla systemu AXIS Camera Station 57

Uwaga

> N

Po 1 grudnia 2025 r. zdalny dostep do systemu za posrednictwem funkcji Axis Secure Remote Access
(v1) nie bedzie mozliwy.

Aby korzysta¢ z funkcji Axis Secure Remote Access v2, nalezy wykona¢ uaktualnienie do AXIS Camera
Station Pro w wersji 6.8. Do 1 marca 2026 r. aktualizacja jest bezptatna dla wszystkich uzytkownikow
systemu AXIS Camera Station 5.

Klient fgczacy sie z serwerem za pomocg ustugi Axis Secure Remote Access. Serwer nie moze uaktualni¢
klienta automatycznie.

Jesli serwer proxy znajduje sie miedzy urzagdzeniem sieciowym a serwerem AXIS Camera Station 5,
nalezy skonfigurowac¢ ustawienia serwera proxy w systemie Windows na serwerze AXIS Camera Station
5, aby umozliwi¢ dostep do serwera za pomocg ustugi AXIS Secure Remote Access.

Kliknij tacze Sign in to AXIS Secure Remote Access (Zaloguj si¢ do AXIS Secure Remote Access).
Wprowadz dane swojego konta MyAxis. Patrz Axis Secure Remote Access.

Kliknij przycisk Sign in (Zaloguj).

Kliknij Grant (Przyznaj).

Ustawienia proxy klienta

Te ustawienia majg zastosowanie do serwera proxy, ktdry znajduje si¢ miedzy klientem AXIS Camera Station 5 a
serwerem AXIS Camera Station 5.

Uwaga

Za pomocg aplikacji AXIS Camera Station 5 Service Control mozna konfigurowac¢ ustawienia serwera proxy
umieszczonego migdzy serwerem AXIS Camera Station 5 i kamerami sieciowymi. Patrz AXIS Camera Station
5 Aplikacja Service Control.

Wybierz opcj¢ odpowiednig do swojej konfiguracji.

Direct connection (Potgczenie bezposrednie): Wybierz te opcje, jesli miedzy klientem AXIS Camera
Station 5 a serwerem AXIS Camera Station 5 nie ma serwera proxy.

Use Internet Options settings (Uzyj ustawien opcji internetowych) (domysine): Wybierz te opcje, aby
uzywac ustawien systemu Windows.

Use manual proxy settings (Uzyj recznych ustawien proxy): Wybierz te opcje, aby recznie
skonfigurowa¢ ustawienia serwera proxy. W sekcji Ustawienia reczne wprowadz wymagane informacje.
- Adres: Wprowadz adres lub nazwe hosta serwera proxy.

- Port: Wprowadz numer portu serwera proxy.

- Do not use proxy server for addresses beginning with (Nie uzywaj serwera proxy dla adresow
zaczynajacych sie od): Wpisz serwery, ktére chcesz wykluczy¢ z dostepu za posrednictwem
serwera proxy. Poszczegolne wpisy rozdzielaj Srednikami. W adresach i nazwach hostow mozna
uzywac symboli wieloznacznych, na przyktad: ,192.168.*" lub ,*.mydomain.com”.

- Always bypass proxy server for local addresses (Zawsze pomijaj serwer proxy dla adresow
lokalnych): Zaznacz te opcje, aby omijac serwer proxy podczas fgczenia sie z serwerem
zainstalowanym na lokalnym komputerze. Adresy lokalne nie maja rozszerzenia nazwy domeny,
na przyktad http://webserver/, http://localhost, http://loopback, lub http://127.0.0.1.



AXIS Camera Station 5

AXIS Camera Station 5 klient

Jesli uzywasz aplikacji AXIS Camera Station 5 po raz pierwszy, zostanie otwarta strona Add devices (Dodaj
urzadzenia) na karcie Configuration (Konfiguracja). Patrz Dodawanie urzqdzen.

Karty

= Podglad na zywo

Wyswietlanie filmowego obrazu na zywo z
podfgczonych kamer. Patrz Podglgd na zywo.

@’Nagrania

Wyszukiwanie, odtwarzanie i eksportowanie nagran.
Patrz Nagrania.

@ Inteligentne wyszukiwanie 1

Znajdz wazne zdarzenia w nagranym obrazie
filmowym za pomocg funkcji wyszukiwania ruchu.
Patrz Inteligentne wyszukiwanie 1.

QWyszu kiwanie danych

Wyszukiwanie danych z zewnetrznego zrédta lub
systemu i Sledzenie tego, co wydarzyto si¢ w czasie
kazdego zdarzenia. Patrz Wyszukiwanie danych, on
page 37.

$ . . Administrowanie i zarzadzanie podfgczonymi
Konfiguracja urzgdzeniami oraz ustawieniami klienta i serweréw.
Patrz Konfiguracja.
% ) , Lista klawiszy szybkiego dostepu do dziatan. Patrz
Klawisze skraotu

Klawisze skrotu.

Dzienniki

Rejestry alarmow, zdarzen i kontroli. Patrz Dzienniki.

ﬂ Zarzadzanie dostgpem

Konfigurowanie i zarzagdzanie posiadaczami kart,
grupami, drzwiami, strefami i requtami dostepu w
systemie. Patrz Zarzqdzanie dostepem, on page 160.

®~Inteligentne wyszukiwanie 2

Zaawansowane filtry do znajdowania pojazdow i 0s6b
na podstawie charakterystyki. Patrz Inteligentne
wyszukiwanie 2, on page 33.

“Monitorowanie stanu systemu

Monitorowanie danych dotyczacych kondycji z
jednego lub wielu systemow AXIS Camera Station 5.
Patrz Monitorowanie stanu systemu BETA, on page
168.

‘.- Powiadomienia z podglagdu na zywo

Zainicjowanie akcji podglgdu na zywo powoduje
automatyczne przechodzenie do karty Powiadomienia
z podgladu na zywo w ustawieniach widoku lub
kamery. Patrz Tworzenie dziafari podglgdu na zywo.

“- Powiadomienia dotyczace nagran

Na karcie Alarms (Alarmy) lub Logs (Dzienniki)

zaznacz jaki$ alarm i kliknij @ Go to recordings
(Przejdz do nagran), aby otworzy¢ karte Recording
alerts (Powiadomienia dotyczace nagran). Patrz
Alarmyi Dzienniki.

Menu gtoéwne
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Otworz menu gtéwne.

Serwery Ustanow potaczenie z nowym serwerem AXIS Camera
Station 5 i wyswietl listy serwerow oraz stan
potgczenia dla kazdego z tych serwerow. Patrz
Konfigurowanie serwera.

Dziatania Reczne uruchomienie lub zatrzymanie nagrywania
oraz zmiana statusu portow we/wy. Patrz Reczne
nagrywanie i Monitorowanie portéw we/wy.

Pomoc Otwarcie opcji pomocy. Kliknij kolejno Help (Pomoc)
> About (Informacje), aby sprawdzi¢ uzywang wersje
klienta AXIS Camera Station 5.

Wyloguj si¢ Roztaczenie si¢ z serwerem i wylogowanie z klienta
AXIS Camera Station 5.
Wyjdz Wyjscie i zamknigcie klienta AXIS Camera Station 5.
Pasek tytutu
Otworz pomoc.
? lub F1 P
: : Przejdz do trybu petnoekranowego.

Zamknij tryb petnoekranowy.

~ lub ESC

Pasek stanu
Pasek stanu moze zawiera¢ ponizsze informacje:

® Niezgodnosci czasu miedzy klientem i serwerem powoduje wyswietlenie ikony ostrzezenia. Aby unikng¢
problemdw z osig czasu, zawsze upewnij sie, ze czas na kliencie jest zsynchronizowany z czasem na
serwerze.

® W sekcji stanu potaczenia serwera widac liczbe podtaczonych serwerdw. Patrz Status potgczenia.
® W sekcji Status licencji wida¢ liczbe urzadzen bez licencji. Patrz .

® W sekcji Uzycie bezpiecznego zdalnego dostepu wida¢ ilos¢ pozostatych danych lub wykorzystanie
nadwyzki w obecnym miesigcu z puli dostepnej na danym poziomie ustugi. Patrz Axis Secure Remote
Access.

e AXIS Camera Station 5 update available (Jest dostepna aktualizacja) — pojawia si¢, gdy jest dostepna
nowa wersja do pobrania, jesli zalogowano si¢ jako administrator. Patrz Aktualizuj AXIS Camera Station
5, on page 119.

Alarms and Tasks (Alarmy i zadania)

Na kartach Alarmy i zadania widoczne s3 wyzwolone zdarzenia oraz alarmy systemowe. Patrz Alarmyi Zadania.
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Podglad na Zywo obejmuje obszary obserwacji, kamery oraz biezacy obraz z potgczonych kamer. Widoczne sg
rowniez wszystkie obszary obserwacji i kamery pofgczonych serweréw pogrupowane wedtug nazw serwerow,
jesli jest potaczonych wiele serwerdw AXIS Camera Station 5.

Widoki umozliwiaja dostep do wszystkich kamer i urzgdzen dodanych do AXIS Camera Station 5. Widok moze
zawiera¢ obraz z jednej lub wielu kamer, sekwencje elementdw, mape lub strone internetowa. Podglad na zywo
automatycznie aktualizuje widoki podczas dodawania lub usuwania urzadzen z systemu.

Dostep do widokow majg wszyscy uzytkownicy. Wiecej o prawach dostepu uzytkownikow: Uprawnienia
uzytkownika, on page 127.

Pomoc dotyczaca konfigurowania podgladu na zywo: Ustawienia klienta.
Wiele monitorow

Aby otworzy¢ widok na innym ekranie:

1. Otworz karte Live view (Podglad na zywo).
2. Wybierz jedng lub wigcej kamer, widokdw lub sekwencji.
3. Przeciggnij je i upus¢ na drugi ekran.
Aby otworzy¢ widok na monitorze podtgczonym do dekodera wideo Axis:
1. Otworz karte Live view (Podglad na zywo).
2. Wybierz jedng lub wigcej kamer, widokdw lub sekwencji.

3. Kliknij prawym przyciskiem myszy kamery, widoki lub sekwencje, a nastepnie wybierz Show on AXIS
T8705 (Pokaz na AXIS T8705) lub Show on AXIS D1110 (Pokaz na AXIS D1110), w zaleznosci od tego,
jaki dekoder wideo jest uzywany.

Uwaga
e AXIS T8705 obstuguje tylko kamery Axis.

e AXISD1110 obstuguje do 9 strumieni w jednym podzielonym widoku.

Zarzgdzanie widokami w podgladzie na zywo

+ Dodaj nowy widok podzielony, sekwencje, widok z
kamery, mape, strone internetowg lub folder.

/7 Edytuj widok lub nazwe kamery. Aby uzyska¢
informacje na temat edytowania ustawien kamery,
patrz Edycja ustawienr kamery

Usun widok. Cheac usung¢ widok, trzeba miec
uprawnienia do modyfikowania widoku oraz jego
wszystkich widokoéw podrzednych. Aby uzyskac
informacje na temat usuwania kamer z AXIS Camera
Station 5, zob. Kamery, on page 46.

ﬂ Administrator moze zablokowa¢ widok i uniemozliwi¢
operatorom lub widokom przenoszenie i edytowanie
widoku.
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Zarzgdzanie obrazami w podgladzie na zywo

Navigate (Nawigacja)

Aby przejs¢ do widoku kamery, kliknij prawym
przyciskiem myszy obraz w widoku podzielonym i
kliknij przycisk Navigate (Nawigacja)

Take snapshot (Wykonaj ujecie)

Kliknij obraz prawym przyciskiem myszy i wybierz
Take snapshot (Wykonaj ujecie), aby zarejestrowaé
ujecie. System zapisze ujecie w folderze ujec
okreslonym w obszarze Configuration > Client >
Settings (Konfiguracja > Klient > Ustawienia).

Dodawanie ujecia do eksportu

Aby dodac ujecie do listy eksportu na karcie Export
(Eksport), kliknij obraz prawym przyciskiem myszy i
wybierz Add snapshot to Export (Dodaj ujecie do
eksportu).

Pokaz na

Aby otworzy¢ widok na innym ekranie, kliknij obraz
prawym przyciskiem myszy i wybierz polecenie Show
on (Pokaz na).

Use Mechanical PTZ (Korzystaj z mechanicznej
funkcji PTZ)

Dostepny w kamerach PTZ oraz kamerach, dla ktorych
w interfejsie internetowym wtgczono cyfrowg funkcje
PTZ. Aby uzywac fizycznego mechanizmu PTZ, kliknij
obraz prawym przyciskiem myszy i wybierz polecenie
Use Mechanical PTZ (Korzystaj z mechanicznej
funkcji PTZ). Za pomocg myszy mozesz przyblizac¢/
oddala¢, pochylac i obraca¢ kamere.

Zoom

Za pomocg kotka myszy mozna przybliza¢ i oddala¢
widok. Ewentualnie nacisnij klawisze CTRL + (+), aby
zblizy¢ obraz, lub klawisze CTRL + (-), aby go oddali¢.

Przyblizanie widoku obszaru

Aby powiekszy¢ obszar na obrazie, narysuj prostokat
wewngtrz obszaru, ktory chcesz powigkszyé. Aby
oddali¢ widok, uzyj kétka myszy. Aby przyblizy¢
obszar w poblizu srodka obrazu, za pomocg prawego
przycisku myszy narysuj prostokat wyznaczajacy ten
obszar.

Obracanie i pochylanie

Kliknij obraz, w ktdrym chcesz skierowa¢ kamere. Aby
obracanie i pochylanie dziatato ustawicznie dla
obrazu w podgladzie na zywo, przesun kursor do
srodka obrazu, tak aby pojawita si¢ strzatka
nawigacyjna. Nastepnie kliknij i przytrzymaj przycisk,
a widok zostanie obrocony w kierunku strzatki
nawigacyjnej. Aby obracac i pochyla¢ obraz go w
szybszym tempie, kliknij i przytrzymaj przycisk myszy,
tak aby strzatka nawigacyjna si¢ wydtuzyta.

Ustaw ostrosc

Kliknij obraz prawym przyciskiem myszy i wybierz
polecenie Set focus (Ustaw ostrosc), aby
wyregulowa¢ ostros¢ kamery. Kliknij opcje AF, aby
kamera ustawiata ostros¢ automatycznie. Aby
wyregulowac ostrosc¢ recznie, zaznacz odpowiednie
miejsce na stupkach Near (Blisko) i Far (Daleko).
Stupek Near (Blisko) stuzy do ustawiania ostrosci na
obiektach znajdujgcych sie blisko kamery. Stupek Far
(Daleko) stuzy do ogniskowania na obiekty
znajdujace sie daleko.
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Focus recall zone (Strefa przywracania ostrosci)

Kliknij obraz prawym przyciskiem myszy, wybierz
polecenie Focus recall zone (Strefa przywracania
ostrosci), a nastepnie wybierz opcje dodania lub
usuniecia strefy przywracania ostrosci.

Automatyczne sSledzenie wh./wyt.

Kliknij obraz prawym przyciskiem myszy, wybierz
opcje Autotracking on/off (Automatyczne sledzenie
wh./wyt), a nastepnie wybierz opcje wigczenia lub
wytgczenia automatycznego Sledzenia dla kamery PTZ
Axis ze skonfigurowang funkcjg automatycznego
Sledzenia ruchu AXIS PTZ Autotracking.

Presety

Aby przejs¢ do prepozycji, kliknij obraz prawym
przyciskiem myszy, wybierz polecenie Presets
(Prepozycje), i wybierz prepozycje. Aby utworzyé¢
predefiniowane ustawienie, patrz Prepozycje PTZ.

Dodaj prepozycje

Aby doda¢ prepozycje, przeciggnij widok obrazu w
zadane miejsce, kliknij prawym przyciskiem myszy i
wybierz kolejno polecenia Presets > Add preset
(Prepozycje > Dodaj prepozycje).

Bezwzgledny ruch PTZ

Dostepny dla urzadzen zgodnych ze standardem
ONVIF obstugujgcych bezwzgledne pozycjonowanie
PTZ. Uzyj tej funkcji, aby przesung¢ kamere do
precyzyjnych wspotrzednych celem uzyskania
powtarzalnego pozycjonowania.

Aby uzy¢ funkcji bezwzglednego pozycjonowania PTZ,
kliknij prawym przyciskiem myszy kamere w
podgladzie na zywo i wybierz Absolute PTZ Move
(Bezwzgledny ruch PTZ). Wybierz ukfad
wspotrzednych: Generic (0gdliny) przy wspotrzednych
standardowych lub Spherical (Sferyczny) przy
wspotrzednych opartych na stopniach kata. Wpisz
wartosci pozycji obrotu, pochylenia i zoomu, ustaw
szybkos¢ ruchu i kliknij OK lub Send (Wyslij).

Profil strumienia

Kliknij obraz prawym przyciskiem myszy i wybierz
polecenie Stream profile (Profil strumienia), aby
ustawi¢ profil strumieniowania. Patrz Profile
strumienia.

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Dodawanie cyfrowych ustawien predefiniowanych

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.




AXIS Camera Station 5

Sterowanie PTZ

Uwaga
Jako administrator mozesz wytgczy¢ mechaniczny PTZ dla uzytkownikow. Patrz Uprawnienia uzytkownika.

Nagrywanie i natychmiastowe odtwarzanie w podgladzie na zywo

@ Zaznacz kamere lub widok dzielony, a nastepnie
kliknij @’, aby przej$¢ do karty Recordings
(Nagrania).

@ Wskazuje trwajgce nagranie w podgladzie na zywo.

Wskazuje, ze wykryto ruch.

=i
p=—=

Aby odtworzy¢ biezgce nagranie, zatrzymaj kursor na

S

obrazie i kliknij @ Instant replay (Natychmiastowe
odtwarzanie). Zostanie otwarta karta Zapisy, na
ktorej obejrzysz ostatnie 5 sekund nagrania.

REC Aby nagrywac recznie z poziomu podgladu na zywo,
umies¢ wskaznik myszy na obrazie i kliknij przycisk
REC. Przycisk zmieni si¢ na zdtty, wskazujac, ze
nagrywanie jest w toku. Aby zatrzymad rejestracje,
kliknij ponownie REC.

Aby skonfigurowa¢ ustawienia recznego nagrywania takie jak rozdzielczos¢, kompresja i poklatkowosé, patrz
Metoda nagrywania. Wiecej informacji o nagrywaniu i odtwarzaniu: Odtwarzanie nagran.

Uwaga

Administratorzy mogg wyfgczy¢ funkcje recznego nagrywania dla uzytkownikow. Patrz Uprawnienia
uzytkownika.

Audio w podglqgdzie na zywo

Dzwiek jest dostepny, jesli kamera ma funkcje audio oraz wigczono obstuge dzwieku w profilu uzywanym dla
podgladu na zywo.

Wybierz kolejno opcje Configuration > Devices > Stream profiles (Konfiguracja > Urzadzenia > Profile
strumienia) i skonfiguruj obstuge dzwieku w kamerze. Patrz Profile strumienia, on page 47.

m Glodnodd Aby zmieni¢ gtosnos¢ w widoku, umiesé¢ wskaznik
osnosé . L S

myszy na obrazie, umies¢ wskaznik myszy na

przycisku gtosnika, a nastepnie uzyj suwaka, aby

ustawic¢ gfosnosc. Aby wyciszy¢ dzwigk lub wytgczy¢

jego wyciszenie, kliknij m

Stuchaj tylko tego widoku Klikniecie przycisku umozliwi wyciszenie
pozostatych widokdw i stuchanie dzwieku tylko z
danego widoku.
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U Lo , . Aby mowi¢ przez skonfigurowany gtosnik w trybie
v
. Mowienie przez gtosnik full-duplex, umie$¢ wskaznik myszy na obrazie i

iknij I

Push-to-talk Aby mowi¢ przez skonfigurowany gtosnik w trybach
simplex i half-duplex, umies$¢ wskaznik myszy na

obrazie, a nastepnie kliknij i przytrzymaj . Aby
wyswietli¢ przycisk Push-to-talk dla wszystkich
trybdw duplex, wtgcz Use push-to-talk for all duplex
modes (Uzyj push-to-talk dla wszystkich trybow
duplex) w Configuration > Client > Streaming >
Audio (Konfiguracja > Klient > Strumieniowanie >
Audio). Patrz Przesytanie strumieniowe, on page 111.

Uwaga
Jako administrator mozesz wytgczy¢ obstuge dzwieku dla uzytkownikow. Patrz Uprawnienia uzytkownika.

Ekranowe elementy sterowania w podgladzie na zywo

Uwaga
Ekranowe elementy sterowania sg dostepne w oprogramowaniu sprzetowym poczgwszy od wersji 7.40.

@ W podgladzie na zywo kliknij @ aby przejs¢ do
dostepnych funkcji kamery.
Widok dzielony

W widoku dzielonym jedno okno pokazuje wiele widokow. Do widoku podzielonego mozna doda¢ widoki kamery,
sekwencje, strony internetowe, mapy i inne widoki dzielone.

Uwaga

Jezeli komputer faczy si¢ z kilkoma serwerami AXIS Camera Station 5, do widoku dzielonego mozna doda¢
dowolny widok, kamere, urzadzenie lub strefe nagtosnieniowa z innych serwerdw.

Aby doda¢ widok dzielony:

1. Na karcie Live view (Podglad na zywo) kliknij + .

Kliknij przycisk New Split View (Nowy widok dzielony).

Wprowadz nazwe widoku dzielonego.

Z rozwijalnego menu Template (Szablon) wybierz szablon, ktérego chcesz uzywac.

Przeciggnij i upusc¢ do siatki widoki, strefy nagtosnieniowe lub kamery (pojedyncze lub kilka).

o o &~ WD

Kliknij Save view (Zapisz widok), aby zapisa¢ widok dzielony na biezagcym serwerze.
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AXIS Camera Station 5

Ustaw aktywny punkt

Aby okresli¢ ramke punktu aktywnego, kliknij prawym
przyciskiem myszy i wybierz Set hotspot (Ustaw
punkt aktywny). Gdy klikniesz nastepng ramke,
zostanie ona otwarta w punkcie aktywnym. Punkty
aktywne sg przydatne w asymetrycznych widokach
dzielonych z jedng duzg i kilkoma mniejszymi
ramkami. Punktem aktywnym jest zwykle najwieksza
ramka.

Profil strumienia

Aby ustawi¢ profil strumienia kamery, kliknij prawym
przyciskiem myszy kamere w widoku siatki, a
nastepnie wybierz Stream profile (Profil strumienia).
Zob. Profile strumienia.

Aby obejrze¢ ten film wideo, przejdz

do internetowej wersji dokumentu.

Dodawanie widoku dzielonego

Pulpit nawigacyjny drzwi w widoku podzielonym

Jesli masz skonfigurowane drzwi, mozesz pomaga¢ posiadaczom kart i monitorowa¢ stan drzwi oraz ostatnie
transakcje w widoku dzielonym.

1. Dodaj drzwi. Patrz Dodawanie drzwi, on page 138.

2. Dodaj pulpit nawigacyjny drzwi do widoku dzielonego, zobacz Widok dzielony, on page 16.

Pulpit nawigacyjny

Aby wyswietli¢ szczegdty drzwi, stan drzwi i stan
zamka, otworz karte Dashboard (Pulpit
nawigacyjny).

Na pulpicie nawigacyjnym sg wyswietlane
nastepujace informacje:

e  (dy posiadacz karty przeciagnie karte w
czytniku, zostang wyswietlone zdarzenia
kontroli dostepu z danymi posiadacza karty,
w tym jego zdjeciem.

® Alarmy z informacjami o ich wyzwalaczach,
na przyktad zbyt dtugim otwarciu drzwi.

* Najnowsza transakcja.

Aby doda¢ zdarzenie do zakfadek i udostgpnic je na

karcie Transactions (Transakcje), kliknij . .

Wejdz na strone

Aby recznie udzieli¢ dostepu, kliknij pozycje Access
(Dostep). Spowoduje to odblokowanie drzwi w taki
sam sposob, jak w przypadku, gdyby ktos przedstawia
poswiadczenia, co zwykle oznacza automatyczne
blokowanie po okreslonym czasie.

Blokada

Aby recznie zablokowa¢ drzwi, kliknij pozycje Lock
(Zablokuj).
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Odblokuj Aby recznie odblokowa¢ drzwi, kliknij pozycje Unlock
(Odblokuj). Drzwi s odblokowane, dopoki nie
zostang ponownie zablokowane recznie.

Odcinanie obszaru Aby uniemozliwi¢ dostep do drzwi, kliknij pozycje
Lockdown (Blokada).

Transakcje Aby wyswietli¢ ostatnie transakcje i zapisane
transakcje, otworz karte Transactions (Transakcje).

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Monitorowanie i wspieranie za pomocq pulpitu nawigacyjnego drzwi

Sekwencija

Sekwencja stuzy do przetaczania miedzy widokami.

Uwaga

Jezeli komputer taczy sie z kilkoma serwerami AXIS Camera Station 5, do sekwencji mozna doda¢ dowolny
widok, kamere lub urzadzenie z dowolnego serwera.

Aby utworzy¢ sekwencje:

1. Na karcie Live view (Podglad na zywo) kliknij + .

Zaznacz opcje New sequence (Nowa sekwencja).

Wprowadz nazwe sekwencji.

Przeciggnij i upus¢ do widoku sekwencji widoki lub kamery (pojedyncze lub wiele).
Rozmies¢ widoki w zadanej sekwencji.

W kazdym widoku mozna réwniez opcjonalnie ustawi¢ indywidualne czasy wyswietlania.

N o g k& 0D

W przypadku kamer z funkcjami PTZ wybierz prepozycje PTZ z listy rozwijanej PTZ preset (Prepozycja
PTZ). Patrz Prepozycje PTZ.

8.  Kliknij przycisk Save view (Zapisz widok) , aby zapisa¢ sekwencje na biezgcym serwerze.

Czas wyswietlania Czas wyswietlania to liczba sekund wyswietlenia
widoku, zanim nastgpi przetgczenie na widok
nastepny. Dla kazdego widoku mozna to ustawi¢
indywidualnie.

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Dodawanie sekwencji
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Widok kamery

Widok kamery pokazuje obraz na zywo z jednej kamery. Widoki kamery mogg by¢ uzywane w widokach
podzielonych, sekwencjach i mapach.

Uwaga
W przypadku potgczenia z wieloma serwerami AXIS Camera Station 5 na liscie wyswietlane sg wszystkie
kamery ze wszystkich potgczonych serwerdw.

Aby doda¢ widok kamery:

1. W podglgdzie na zywo lub na karcie Recordings (Nagrania) kliknij + :
2. Wybierz opcje New Camera View (Nowy obraz z kamery_).

3. Wybierz kamere z menu rozwijanego i kliknij przycisk OK.
Mapa

Mapa to importowany obraz, na ktorym mozna umiesci¢ widoki kamery, widoki podzielone, sekwencje, strony
internetowe, inne mapy i drzwi. Mapa prezentuje catosciowy obraz oraz pozwala odszuka¢ poszczegolne
urzadzenia i do nich przejs¢. W przypadku duzych instalacji mozna utworzy¢ kilka map i umiesci¢ je na mapie
ogolne;.

Wszystkie przyciski akcji sg rowniez dostepne w widoku mapy. Patrz Tworzenie wyzwalaczy opartych na
przyciskach akcji.

Uwaga
Jezeli komputer faczy si¢ z kilkoma serwerami AXIS Camera Station 5, do widoku mapy mozna doda¢
dowolny widok, kamere lub urzadzenie z dowolnego serwera.

Aby doda¢ mape:

1. Na karcie Live view (Podglad na zywo) kliknij + .

2. Kliknij opcje New map (Nowa mapa).

3. Nadaj mapie nazwe.

4.  Kliknij przycisk Choose image (Wybierz obraz) i znajdz plik mapy. Maksymalny rozmiar pliku to 20 MB.
Obstugiwane sg formaty BMP, JPG, PNG i GIF.

5. Przeciggnij na mape widoki, kamery, inne urzgdzenia oraz drzwi.

6. Kliknij ikonge na mapie, aby zmieni¢ ustawienia.

7. Kliknij przycisk Add label (Dodaj etykiete), nadaj etykiecie nazwe¢ oraz ustaw rozmiar, kat obrotu, styl i
kolor etykiety.

Uwaga
Niektore ustawienia mozna edytowac dla wielu ikon i etykiet rownoczesnie.

8.  Kliknij przycisk Save view (Zapisz widok) , aby zapisa¢ mape na biezacym serwerze.

[l Fizyczny status drzwi, gdy drzwi skonfigurowano z
monitorem drzwi.

@ Fizyczny status drzwi, gdy drzwi skonfigurowano bez
monitora drzwi.

Ikona Zaznacz ikone, ktdrej chcesz uzywac. Ta opcja jest
dostepna tylko dla kamer i innych urzadzen.

Rozmiar Za pomoca suwaka mozna wyregulowa¢ wielkos¢
ikony.
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Kolor !
Kliknij ® i zmien kolor ikony.

Nazwa Wiacz te opcje, aby wyswietli¢ nazwe ikony. Wybierz
Bottom (U dotu) lub Top (U gory), aby zmienié¢
potozenie nazwy ikony.

Pokryty obszar Ta opcja jest dostepna tylko dla kamer i innych
urzadzen. Wtacz te opcje, aby obszar objety zasiegiem
urzadzenia byt wyswietlany na mapie. Mozna
edytowac Range (Zasieg), Width (Szerokos¢),
Direction (Kierunek) i kolor obszaru objetego
zasiegiem. Wigcz opcje Flash (Miganie), jesli obszar
objety zasiegiem ma migac, kiedy nagrywanie zostafo
wyzwolone detekcjg ruchu lub innymi requtami akcji.
Na stronie ustawien klienta mozna wyfgczy¢ miganie
obszaru objetego zasiegiem globalnie dla wszystkich
urzadzen, patrz: Ustawienia klienta, on page 108.

Usun i‘

Kliknij , aby usung¢ ikone z mapy.

Aby obejrzec¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Dodawanie mapy

Aby obejrzec¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Wyzwalanie audio z poziomu mapy
Strona internetowa

Widok strony internetowe]j pokazuje strone z Internetu. Strong internetowg mozna dodac na przyktad do widoku
podzielonego lub sekwencji.

Aby dodac strong internetowa:

1. Na karcie Live view (Podglad na zywo) kliknij +
Wybierz opcje New webpage (Nowa strona internetowa).
Wprowadz nazwe strony internetowej.

Wprowadz pefny adres URL strony internetowe;].

Kliknij OK.

o N
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AXIS Camera Station 5

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Foldery

Foldery stuzg do grupowania elementéw w kategorie w widoku drzewa. Foldery moga zawiera¢ widoki
podzielone, sekwencje, widoki kamer, mapy, strony internetowe i inne foldery.

Aby dodac¢ folder:

1. W podglgdzie na zywo lub na karcie Recordings (Nagrania) kliknij +
2. Kliknij przycisk New Folder (Nowy folder).
3. Nadaj folderowi nazwe i kliknij przycisk OK.
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Na karcie Recordings (Nagrania) znajduja sie funkcje wyszukiwania, odtwarzania i eksportowania nagran. Na
karcie znajduje sie widok nagrania i dwa panele, w ktérych mozna znalez¢ widoki, obrazy, narzedzia do
odtwarzania i kamery podfgczonych serwerdw pogrupowane wedfug nazwy serwera, zobacz Podglgd na zywo.

W widoku gtéwnym nagrania mozna zarzgdzac obrazem w taki sam sposob, jak w podgladzie na zywo. Wiecej
informacji mozna znalez¢ na stronie Zarzqdzanie obrazami w podglgdzie na zywo, on page 13.

Aby zmieni¢ metode nagrywania i ustawienia nagrywania, takie jak rozdzielczos¢, kompresja i poklatkowosé,
zob. Metoda nagrywania.

Uwaga
Nie mozna manualnie usung¢ nagran z AXIS Camera Station 5. Trzeba zmieni¢ czas przechowywania w
oknie Configuration (Konfiguracja) > Storage (Pamige¢ masowa) > Selection (Wybor), tak aby byty usuwane
stare nagrania.

Odtwarzanie nagran

Nagrania z wielu kamer moga by¢ odtwarzane jednoczesnie po umieszczeniu znacznika odtwarzania nad
wieloma nagraniami na osi czasu.

W przypadku korzystania z wielu monitorow mozna jednoczesnie wyswietla¢ obraz na zywo i nagrany obraz
wideo.

0s czasu odtwarzania

Za pomocg osi czasu mozna poruszac si¢ po funkcji odtwarzania i sprawdzac, kiedy nastgpito nagranie.
Czerwona linia na osi czasu oznacza nagranie w zwigzku z detekejg ruchu. Niebieska linia na osi czasu oznacza
nagranie wywofane przez regufe akcji. Najedz wskaznikiem myszy na nagranie na osi czasu, aby wyswietli¢ jego
typ i czas. Aby uzyskac¢ lepszy widok i znalez¢ nagrania, mozna przybliza¢, oddala¢ i przeciggaé¢ o$ czasu. Gdy
przeciggasz os czasu, odtwarzanie jest chwilowo wstrzymywane, a po jej zwolnieniu jest wznawiane. W
nagraniu mozna przesuwac o$ czasu (szybki podglad), aby uzyska¢ przeglad zawartosci i znalez¢ okreslone
wystapienia.

Find recordings (Znajdowanie nagran)

Kliknij, aby wybra¢ date¢ i godzine na osi czasu.

Y Uzyj filtru, aby skonfigurowac typ nagran, ktore maja
by¢ wyswietlane na osi czasu.

. Stuzy do znajdowania zapisanych zaktadek, zobacz
Zaktadki.

Inteligentne wyszukiwanie pozwala znajdowa¢

Q Inteligentne wyszukiwanie 1 nagrania, zob. Inteligentne wyszukiwanie 1.

Odtwarzanie nagran

> Odtworz nagranie.
Il Wstrzymaj nagranie.
44 Pozwala przejs¢ do poczatku trwajacego lub

poprzedniego nagrania/zdarzenia. Kliknij prawym
przyciskiem myszy, aby przej$¢ do nagran, zdarzen lub
obu kategorii elementow.
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Pozwala przejs¢ do poczatku nastepnego nagrania lub
zdarzenia. Kliknij prawym przyciskiem myszy, aby
przejs¢ do nagran, zdarzen lub obu kategorii
elementow.

|«

Przechodzenie do poprzedniej ramki w nagraniu.
Wstrzymaj nagranie, aby uzy¢ tej funkcji. Kliknij
prawym przyciskiem myszy, aby ustawi¢ liczbe ramek
do pominiecia (do 20 ramek).

4

Przechodzenie do nastepnej ramki w nagraniu.
Wstrzymaj nagranie, aby uzy¢ tej funkcji. Kliknij
prawym przyciskiem myszy, aby ustawic liczbe ramek
do pominiecia (do 20 ramek).

1x v

Zmien predkos¢ odtwarzania za pomocg mnoznikow
w rozwijalnym menu.

)

Wycisz dzwiek. Ta funkcja jest dostepna tylko w
przypadku nagran z dzwiekiem.

Suwak audio

Za pomocg przesuwania mozna zmienia¢ gtosnos¢
dzwieku. Ta funkcja jest dostepna tylko w przypadku
nagran z dzwigkiem.

Pokaz wszystkie metadane z kamer nasobnych

Wyswietlanie metadanych systemu nasobnego oraz
wyswietlanie notatek i kategorii z aplikacji AXIS Body
Worn Assistant.

Obrét, pochylenie i zblizenie

Kliknij obraz i przewin w gore lub w dot, aby
powiekszy¢ lub pomniejszy¢ obraz i przesung¢ widok,
aby zobaczy¢ inne czesci obrazu. Aby powickszy¢
obszar, umies¢ w nim kursor myszy i przewijaj.

Zakladki

Uwaga

* Nie mozna usung¢ zablokowanego nagrania, chyba ze zostanie recznie odblokowane.

e  System usuwa zablokowane nagrania po usunieciu kamery z aplikacji AXIS Camera Station 5.

Kliknij, aby wyswietli¢ wszystkie zaktadki. Aby
filtrowac zakfadki, kliknij ikong.

D B

Stuzy do dodawania nowej zaktadki.

Oznacza, ze nagranie jest zablokowane. Nagranie
zawiera co najmniej 2,5 minuty materiatu wideo
przed zaktadka i po niej.

P Stuzy do edytowania nazwy i opisu zakfadki oraz
blokowania lub odblokowania nagrania.
'i' Usun zaktadke. Aby usuna¢ wiele zaktadek, zaznacz

wiele zaktadek i przytrzymaj nacisniety klawisz CTRL
lub SHIFT.

Prevent recording deletion (Chron zapis przed
usunigciem)

Zaznacz lub odznacz to pole, aby zablokowa¢ lub
odblokowa¢ nagranie.
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Dodawanie zaktadki

1. Przejdz do nagrania.

2. Ustaw znacznik w odpowiednim potozeniu poprzez przyblizanie, pomniejszanie i przesuwanie na osi
czasu.

Kliknij H

4. Wprowadz nazwe i opis zakfadki. Uzyj stdw kluczowych w opisie, aby ufatwi¢ znajdowanie i
rozpoznawanie zawartosci zaktadki.

5. Wybierz Prevent recording deletion (Chron zapis przed usunigciem), aby zablokowa¢ zapis.

Uwaga
Zablokowanego nagrania nie mozna usung¢. Aby odblokowa¢ nagranie, wyczys¢ opcje lub usun zakfadke.

6. Kliknij przycisk OK, aby zapisa¢ zaktadke.
Eksportuj nagrania

Na karcie Export (Eksportu) mozna eksportowa¢ nagrania do lokalnej pamieci masowej lub lokalizacji w sieci.
Tutaj dostepne beda réwniez informacje oraz podglad nagrania. Mozna wyeksportowa¢ wiele plikow
jednoczesnie i do roznych formatow: .asf, .mp4 i .mkv. Do odtwarzania nagran najlepiej jest uzywac programu
Windows Media Player (.asf) lub AXIS File Player (.asf, .mp4, .mkv). AXIS File Player to bezptatne
oprogramowanie do odtwarzania wideo i dzwieku, ktdre nie wymaga instalacji.

Uwaga
W aplikacji AXIS File Player mozna zmienia¢ szybkos¢ odtwarzania nagran w formatach .mp4 i .mkv, ale nie
w formacie .asf.

Przed rozpoczeciem upewnij sie, ze masz uprawnienia do eksportowania. Patrz Uprawnienie uzytkownika do
eksportowania, on page 27.

Eksportuj nagrania

1. Na karcie Recordings (Zapisy) wybierz kamere lub widok.

2. Dodaj nagrania do listy eksportu. Nagrania na osi czasu, ktore nie zostaty objete eksportem, majg kolor
w paski.
2.1. Kliknij rr, aby wyswietli¢ znaczniki wyboru.

2.2. Przenie$ odpowiednie znaczniki, aby uwzgledni¢ zapis, ktéry chcesz wyeksportowac.

2.3. Kliknij U aby otworzy¢ karte Export (Eksportuj).
3. Kliknij przycisk Export (Eksportuj).
4. Wybierz folder, do ktérego chcesz wyeksportowaé nagrania.
5. Kliknij OK. Zadanie eksportu nagran pojawi sie na karcie Tasks (Zadania).

Folder eksportu zawiera nastgpujgce elementy:

® Nagrania w wybranym formacie.
e Plik.txt z notatkami, jesli wybrano opcje Include notes (Uwzglednij notatki).
e Aplikacje AXIS File Player, jesli wybrano opcje Include AXIS File Player (Dotacz AXIS File Player).

e  Plik .asx z listg odtwarzania, jesli wybrano opcje Create playlist (.asx) (Utworz liste odtwarzania (.asx)).
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AXIS Camera Station 5

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Eksportuj nagrania

Karta Recordings (Nagrania)

g

Aby zaznaczy¢ wiele nagran, kliknij r.F i przesun
znaczniki wyboru do pozgdanego poczatku i konca.

g

Aby wyeksportowa¢ nagrania w obrebie znacznikdw

wyboru, kliknij Ef

Dodaj zapisy

Aby wyeksportowac pojedyncze nagranie, kliknij je
prawym przyciskiem myszy i wybierz

polecenie Export > Add recordings (Eksportuj >
Dodaj nagrania).

Dodaj zapisy zdarzen

Aby dodac¢ wszystkie nagrania, ktore wystgpity w
czasie zdarzenia, kliknij nagranie prawym przyciskiem
myszy i wybierz polecenie Export > Add event
recordings (Eksportuj > Dodaj nagrania zdarzen).

Usun nagrania

Aby usung¢ nagranie z listy eksportu, kliknij je
prawym przyciskiem myszy i wybierz

polecenie Export > Remove recordings (Eksportuj >
Usun nagrania).

Usun nagrania

Aby usungc¢ z listy eksportu wiele nagran w obrebie
znacznikow wyboru, kliknij prawym przyciskiem
myszy poza nagraniem i wybierz polecenie Export >
Remove recordings (Eksportuj > Usun nagrania).

Karta Export (Eksport)

Dzwiek

Aby usung¢ dzwiek z eksportu nagrania, odznacz pole
wyboru w kolumnie Audio (Dzwigk). Aby zawsze
dofaczac dzwigk do eksportowanych nagran, wybierz
kolejno opcje Configuration (Konfiguracja) > Server
(Serwer) > Settings (Ustawienia) > Export (Eksport),
a nastepnie wybierz Include audio when adding
recordings to export (Uwzgledniaj dzwigk podczas
dodawania nagran do eksportu).

Aby edytowa¢ nagranie, zaznacz je i kliknij @.. Patrz
Edytowanie nagrania (redagowanie) przed

wyeksportowaniem, on page 27.

Aby edytowa¢ notatki do nagrania, zaznacz nagranie i

Kliknij E)
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Karta Export (Eksport)

Aby usung¢ nagranie z listy eksportu, zaznacz je i

Kliknij @

Przetgcz na eksport

Aby przetaczy¢ na karte Export (Eksport), jesli karta
Incident report (Raport zdarzenia) jest otwarta,
kliknij polecenie Switch to export (Przetgcz na
eksport).

Preferowany profil strumienia

Wybierz profil strumienia w polu Preferred stream
profile (Preferowany profil strumienia).

Podglad

Klikniecie nagrania na liscie eksportu spowoduje
wyswietlenie jego podgladu. Podglad moze objgc
wiele nagran tylko wtedy, gdy wszystkie pochodzg z
jednej kamery.

Zapisz

Jezeli cheesz zapisac liste eksportu do pliku, kliknij
przycisk Save (Zapisz).

Woezytaj

Jezeli chcesz uwzglednic zapisang wezesniej liste
eksportu, kliknij przycisk Load (Wczytaj).

Dotacz uwagi

Aby dotfaczy¢ notatki do nagran, wybierz

opcje Include notes (Dotgcz uwagi). Notatki sg
dostepne zarowno w postaci pliku .txt w
wyeksportowanym folderze, jak i w formie zaktadki do
nagrania w aplikacji AXIS File Player.

Ustawienie czasu rozpoczgcia i zakonczenia

Aby ustawi¢ czas rozpoczecia i zakonczenia nagrania,
przejdz do osi czasu w podgladzie i ustaw czas
rozpoczecia i zakonczenia. 0$ czasu pokazuje
nagrania w zakresie 30 minut przed wybranym
nagraniem i po nim.

Dodaj ujecie

Aby dodac ujecia, przeciagnij 0$ czasu z podgladu w
okreslone miejsce. Kliknij podglad prawym
przyciskiem myszy i wybierz polecenie Add snapshot
(Dodaj ujecie).

Ustawienia zaawansowane

Include AXIS File Player (Dotacz AXIS File Player)

Aby do eksportowanych nagran dofgcza¢ aplikacje
AXIS File Player, zaznacz opcje Include AXIS File
Player (Dotacz AXIS File Player).

Create playlist(.asx) (Utworz liste odtwarzania)

Aby utworzy¢ list¢ odtwarzania w formacie .asx
uzywanym przez program Windows Media Player,
zaznacz opcje Create playlist(.asx) (Utworz liste
odtwarzania). Nagrania beda odtwarzane w
kolejnosci, w jakiej dostaty dokonane.

Add digital signature (Dodaj podpis cyfrowy)

Aby zapobiec manipulowaniu obrazem, wybierz
opcje Add digital signature (Dodaj podpis cyfrowy).
Ta opcja jest dostepna tylko dla nagran w formacie .
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Ustawienia zaawansowane

asf. Patrz Odtwarzanie i weryfikowanie
wyeksportowanych nagran, on page 29.

Eksportuj do pliku zip

Aby wyeksportowac liste odtwarzania do pliku zip,
zaznacz opcje Export to Zip file (Eksportuj do pliku
zip) i zaznacz, aby ustawi¢ hasto dostepu do tego
pliku.

Export format (Format eksportu)

Z menu rozwijanego Export format (Format
eksportu) wybierz format do, ktorego chcesz
wyeksportowa¢ nagrania. Jesli wybrano MP4,
eksportowane nagrania nie zawierajg dzwieku w
formacie G.711 ani G.726.

Edited video encoding (Kodowanie edytowanego
obrazu wideo)

Jezeli ktérykolwiek obraz zostat zmodyfikowany, w
sekcji Edited video encoding (Kodowanie
edytowanego obrazu) ustaw format kodowania
obrazu Automatic (Automatycznie), H. 264 lub
M-JPEG. Wybierz ustawienie Automatic
(Automatycznie), aby stosowa¢ kodowanie M-JPEG
dla standardu M-JPEG oraz kodowanie H.264 dla
pozostatych standardow.

Uprawnienie uzytkownika do eksportowania

Aby eksportowac¢ nagrania lub generowac raporty o zdarzeniach, musisz mie¢ uprawnienia. Mozesz mie¢

uprawnienia do jednej z tych czynnosci lub obu. Po kliknieciu af na karcie Recordings (Nagrania) zostanie

otwarta potgczona z nimi karta eksportu.

Aby skonfigurowa¢ uprawnienia, przejdz do Uprawnienia uzytkownika, on page 127.

Edytowanie nagrania (redagowanie) przed wyeksportowaniem

Rozmywanie ruchomego obiektu

1. Na karcie Export (Eksportuj) lub Incident report (Raport o zdarzeniu) zaznacz nagranie i kliknij

> N

obwodki.

Przesun obwadke i umiesc jg nad obiektem.

o

&

Przesun o$ czasu do pierwszego wystgpienia ruchomego obiektu, ktory checesz zakryé.
Kliknij Bounding boxes > Add (Obwodki > Dodaj), aby doda¢ nowa obwadke.

Wybierz kolejno opcje Bounding box options > Size (Opcje obwddki > Rozmiar) i wyrequluj rozmiar

Wybierz kolejno opcje Bounding box options > Fill (Opcje obwodki > Wypetnienie) i zaznacz wartosé¢

Pixelated (Pikselacja) lub Black (Czarny).

7. Podczas odtwarzania nagrania kliknij obiekt prawym przyciskiem myszy i wybierz polecenie Add key

frame (Dodaj kluczowg klatke).

8. Aby doda¢ serie kluczowych klatek, podczas odtwarzania nagrania przesuwaj obwadke nad obiektem.

9. Przesun o$ czasu i upewnij si¢, ze obwodka obejmuje obiekt podczas catego nagrania.

10. Aby ustawi¢ koniec, kliknij prawym przyciskiem myszy ksztatt rombu w ostatniej kluczowej klatce i
wybierz opcje Set end (Ustaw koniec). Spowoduje to usuniecie kluczowych klatek za punktem

koncowym.
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Uwaga

W nagraniu wideo mozna doda¢ wiele obwddek. Jezeli ramki ograniczajace sie naktadajg, wspolna czes¢
bedzie wypetniana kolorami w kolejnosci Czarny, Pikselacja i Przezroczysty.

Usun wszystko

Aby usung¢ wszystkie obwadki, kliknij przycisk
Bounding boxes > Remove all (Obwodki > Usun
wszystkie).

Usun kluczowg klatke

Aby usung¢ kluczowa klatke, kliknij jg prawym
przyciskiem i wybierz polecenie Remove key frame
(Usun kluczowq klatke).

Wyswietlanie poruszajacego si¢ obiektu z rozmytym ttem

1. Tworzenie obwddki, zobacz Rozmywanie ruchomego obiektu, on page 27.

2. Wybierz kolejno opcje Bounding box options > Fill (Opcje obwadki > Wypetnienie) i ustaw wartos¢

Clear (Przezroczysty).

3. Wybierz kolejno opcje Video background (Tto obrazu wideo) i ustaw wartos¢ Pixelated (Pikselacja) lub

Black (Czarny).

Pikselizacja wszystkiego poza zaznaczonym

Zaznacz wiele obwodek na liscie, a nastepnie kliknij
prawym przyciskiem myszy i wybierz polecenie
Pixelate all but this (Pikselizacja wszystkiego poza
zaznaczonym). Zaznaczone obwodki zmieniajg kolor
na Clear (Przezroczyste) a niezaznaczone sg
oznaczone jako Pixelated (Pikselacja).

Generuj obwodki

Aby wygenerowac¢ obwddki na podstawie danych analitycznych, wtgcz dane analityczne kamery. Patrz Profile

strumienia, on page 47.

1. Na karcie Export (Eksportuj) lub Incident report (Raport o zdarzeniu) kliknij @..

> N

Kliknij przycisk Generate bounding boxes (Generuj obwodki).
Upewnij sie, ze obwaddki obejmujg poruszajacy si¢ obiekt, a w razie potrzeby popraw.

Wybierz wypetnienie tta obwodek lub obrazu filmowego.

Usprawnianie edycji wideo za pomocg aplikacji AXIS Video Content Stream

Aby usprawnic¢ edycje wideo, zainstaluj aplikacje AXIS Video Content Stream 1.0 na kamerach z
oprogramowaniem sprz¢towym w wersji od 5.50 do 9.60. AXIS Camera Station 5 uruchamia instalacje
automatycznie po dodaniu kamery do systemu. Patrz Instalowanie aplikacji do kamery.

Aby obejrzec¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Edytowanie nagran przed wyeksportowaniem




Odtwarzanie i weryfikowanie wyeksportowanych nagran

Aby zapobiec manipulowaniu obrazem, do eksportowanych nagran mozna doda¢ podpis cyfrowy z hastem lub
bez. Do zweryfikowania podpisu cyfrowego i sprawdzenia, czy w nagraniu nie wprowadzono zmian uzyj aplikacji
AXIS File Player.

1.

Przejdz do folderu z wyeksportowanymi nagraniami. Jesli wyeksportowany plik Zip jest chroniony
hastem, wprowadz hasto, aby otworzy¢ folder.

Otwarz aplikacje AXIS File Player, a wyeksportowane nagrania zostang automatycznie odtworzone.

W aplikacji AXIS File Player kliknij . , @ zostang wyswietlone notatki z nagran.

Jezeli zaznaczono opcje Add digital signature (Dodaj podpis cyfrowy), w aplikacji AXIS File Player
sprawdz podpis cyfrowy nagran.

4.1.  Przejdz do menu Tools > Verify digital signature (Narzedzia > Weryfikuj podpis cyfrowy).

4.2.  Jesli ustawiono ochrong hastem, kliknij opcje Validate with password (Uwierzytelnij hastem) i
wprowadz swoje hasto.

4.3.  Aby zobaczy¢ wyniki weryfikacji, kliknij Verify (Zweryfikuj).

Eksportowanie raportéw o zdarzeniach

Na karcie Raport o zdarzeniu mozna eksportowac raporty o zdarzeniach do lokalnego zasobu pamigci lub
lokalizacji sieciowej. Mozna tu dotgcza¢ do raportow nagrania, ujecia i notatki.

Przed rozpoczeciem upewnij sie, ze masz uprawnienia do eksportowania. Patrz Uprawnienie uzytkownika do
eksportowania, on page 27.

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Zgtaszanie incydentéw

Generowanie raportow o zdarzeniach

5.
6.

Na karcie Recordings (Zapisy) wybierz kamere lub widok.
Dodaj nagrania do listy eksportu. Patrz Eksportuj nagrania, on page 24.

Kliknij polecenie Switch to incident report (Przetacz na raport o zdarzeniu), aby przejs¢ do karty z
raportami o zdarzeniach.

Kliknij przycisk Create report (Utworz raport).
Wybierz folder, w ktdrym chcesz zapisa¢ raport o zdarzeniu.

Kliknij OK. Zadanie eksportowania raportu o zdarzeniu pojawi sie na karcie Tasks (Zadania).

Folder eksportu zawiera nastepujgce elementy:

AXIS File Player.

Nagrania w wybranym formacie.

Plik .txt po wybraniu opcji Include notes (Dotacz notatki).
Raport o zdarzeniu.

Lista odtwarzania, jezeli eksportujesz wiele nagran.
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Diwiek

Aby usung¢ dzwiek z eksportu nagrania, odznacz pole
wyboru w kolumnie Audio (Dzwigk). Aby zawsze
dotacza¢ dzwiek do eksportowanych nagran, wybierz
kolejno opcje Configuration (Konfiguracja) > Server
(Serwer) > Settings (Ustawienia) > Export (Eksport),
a nastepnie wybierz Include audio when adding
recordings to export (Uwzgledniaj dzwigk podczas
dodawania nagran do eksportu).

Aby edytowac nagranie, zaznacz je i kliknij @‘. Patrz
Edytowanie nagrania (redagowanie) przed
wyeksportowaniem, on page 27.

Aby edytowa¢ notatki do nagrania, zaznacz nagranie i

Kliknij E}

Aby usuna¢ nagranie z listy eksportu, zaznacz je i

Kliknij W .

Przetacz na raport o zdarzeniu

Aby przejs¢ na karte Incident report (Raport o
zdarzeniu) z karty Export (Eksport), kliknij
polecenie Switch to incident report (Przetacz na
raport o zdarzeniu).

Preferowany profil strumienia

Z menu rozwijanego wybierz profil
strumienia Preferred stream profile (Preferowany
profil strumienia).

Podglad

Klikniecie nagrania na liscie eksportu spowoduje
wyswietlenie jego podgladu i rozpoczecie jego
odtwarzania. Podglad moze objg¢ wiele nagran tylko
wtedy, gdy wszystkie pochodzg z jednej kamery.

Zapisz

Jezeli chcesz zapisa¢ raport o zdarzeniu do pliku,
kliknij Save (Zapisz).

Wezytaj

Jesli cheesz dofgczy¢ zapisany wezesniej raport o
zdarzeniu, kliknij Load (Wczytaj).

Opis

Pole Description (Opis) jest automatycznie
wypetniane wstepnie zdefiniowanymi danymi z
szablonu opisu. Mozna tez doda¢ inne informacje,
ktére powinny sie znalez¢ w raporcie o zdarzeniu.

Kategoria

Wybierz kategorig, do ktdrej nalezy raport.

Reference ID (Identyfikator referencyjny)

Reference ID (Identyfikator referencyjny) jest
generowany automatycznie, w razie potrzeby mozna
go zmieni¢ recznie. ldentyfikator referencyjny w
sposob niepowtarzalny oznacza raport o zdarzeniu.

Dotacz uwagi

Aby dotaczy¢ notatki do nagran i uje¢, zaznacz

opcje Include notes (Dotgcz notatki). Notatki sg
dostepne zaréwno w postaci pliku .txt w
wyeksportowanym folderze, jak i w formie zaktadki do
nagrania w aplikacji AXIS File Player.

Edited video encoding (Kodowanie edytowanego
obrazu wideo)

Jezeli ktorykolwiek obraz zostat zmodyfikowany, w
sekcji Edited video encoding (Kodowanie
edytowanego obrazu) ustaw format kodowania
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obrazu Automatic (Automatycznie), H. 264 lub
M-JPEG. Wybierz ustawienie Automatic
(Automatycznie), aby stosowa¢ kodowanie M-JPEG
dla standardu M-JPEG oraz kodowanie H.264 dla
pozostatych standardow.

Ustawienie czasu rozpoczecia i zakonczenia

Aby ustawi¢ czas rozpoczecia i zakonczenia nagrania,
przejdz do osi czasu w podgladzie i ustaw czas
rozpoczecia i zakonczenia. 0s czasu pokazuje
nagrania w zakresie 30 minut przed wybranym
nagraniem i po nim.

Dodaj ujecie

Aby dodac ujecie, przejdz na osi czasu dostepnej na
podgladzie w okreslone miejsce. Kliknij podglad
prawym przyciskiem myszy i wybierz polecenie Add
snapshot (Dodaj ujecie).

Reczne nagrywanie

Uwaga

W przypadku aktywnego pofgczenia z kilkoma serwerami AXIS Camera Station 5 mozna manualnie
rozpoczynac i konczy¢ nagrywanie na dowolnym potgczonym serwerze. W tym celu wybierz serwer z

rozwijalnego menu Selected server (Wybrany serwer).

Aby recznie uruchomic i zatrzymac nagrywanie z poziomu menu gtéwnego:

1. Wybierz kolejno = > Actions (Akcje) > Record manually (Nagrywaj manualnie).
2. Wybierz jedng lub kilka kamer.

3. Kliknij przycisk Start, aby rozpoczg¢ nagrywanie.

4. Kliknij przycisk Stop, aby zatrzymaé nagrywanie.

Aby rozpoczad lub zatrzymadé reczne nagrywanie z poziomu karty Live view (Podglad na zywo):

1. Przejdz na karte Live view (Podglad na zywo).

2. Przesun wskaznik myszy do ramki podglagdu na zywo z kamery.

3. Kliknij przycisk REC, aby rozpocza¢ nagrywanie. Podczas nagrywania w ramce widoku bedzie widoczny

czerwony wskaznik.

4. Kliknij przycisk REC, aby zatrzyma¢ nagrywanie.
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Inteligentne wyszukiwanie 1 umozliwia znajdowanie czesci nagrania, w ktorych wystepuje ruch w
zdefiniowanym obszarze obrazu.

Aby przyspieszy¢ wyszukiwanie, wybierz Include analytics data (Uwzglednij dane analityczne) w profilach
strumienia. Patrz Profile strumienia.

Uzywanie funkcji Inteligentne wyszukiwanie 1:

1. Kliknij + i otworz karte Smart search 1 (Inteligentne wyszukiwanie 1).
2.  Wybierz kamerg, ktorg chcesz znalez¢.

3. Dostosuj obszar zainteresowania. Do ksztattu mozna dodac¢ maksymalnie 20 punktow. Aby usunac¢ punkt,
kliknij go prawym przyciskiem myszy.

4. Uzyj opcji Short-lived objects filter (Filtr obiektow krotkotrwatych) i Small objects filter (Filtr matych
obiektow), aby odfiltrowaé niepozadane wyniki.

5. Wybierz godziny rozpoczecia i zakonczenia oraz date dla wyszukiwania. Uzyj klawisza SHIFT, aby wybra¢
zakres dat.

6. Kliknij Search (Wyszukaj).

Wyniki wyszukiwania zostang wyswietlone na karcie Results (Wyniki). W tym miejscu mozna klikng¢ prawym
przyciskiem myszy jeden lub kilka wynikéw, aby wyeksportowa¢ nagrania.

Short-lived objects filter (Filtr obiektow Minimalny czas, przez jaki obiekt musi znajdowac¢ sie
krotkotrwatych) w obszarze zainteresowania, aby zostat uwzgledniony
w wynikach wyszukiwania.

Small objects filter (Filtr matych obiektow) Minimalna wymagana wielkos¢ obiektu kwalifikujgca
do uwzglednienia go w wynikach wyszukiwania.

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Inteligentne wyszukiwanie 1
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Funkcja Inteligentne wyszukiwanie 2 umozliwia znajdowanie w nagraniach poruszajacych si¢ 0sdb i pojazdow.

Po wtgczeniu funkcji Smart Search 2 (Inteligentne wyszukiwanie 2) dla kamery Axis AXIS Camera Station 5
rozpocznie rejestrowanie metadanych z tej kamery. Inteligentne wyszukiwanie 2 uzywa metadanych do
klasyfikowania obiektéw w scenie i umozliwia znajdowanie interesujgcych elementéw za pomocg filtrow.

Uwaga
Wymagania funkcji Inteligentne wyszukiwanie 2:
e Strumieniowe przesytanie metadanych analitycznych za posrednictwem protokotu RTSP.

® Aplikacja AXIS Video Content Stream w kamerach z oprogramowaniem uktadowym AXIS OS w wersjach
starszych niz 9.60. P. sekcja Instalowanie aplikacji do kamery, on page 63.

®  Synchronizacja czasu migdzy serwerem AXIS Camera Station 5 a kamerami.

Uwaga
Zalecenia ogolne:

e Zalecamy stosowanie nagrywania ciggtego. Korzystanie z detekcji ruchu moze skutkowac detekcja bez
obrazu wideo.

e  Zalecamy korzystanie z formatu H.264, aby podglad nagran byt widoczny w wynikach wyszukiwania.
* Aby zapewni¢ optymalng klasyfikacje kolorow, warunki oswietlenia muszg by¢ zgodne ze specyfikacjg
kamery. W razie potrzeby uzyj dodatkowego zrodfa Swiatta.

Proces

1. Konfigurowanie funkcji Inteligentne wyszukiwanie 2, on page 157

2. Skonfiguruj synchronizacj¢ czasu miedzy serwerem AXIS Camera Station 5 a kamerami. Patrz
Synchronizacja czasu, on page 67.

Tworzenie filtra lub wezytanie istniejgcego filtra. Patrz Wyszukiwanie z filtrami, on page 33.

4. Zarzadzanie wynikami wyszukiwania. Patrz Wyniki inteligentnego wyszukiwania, on page 35.
Wyszukiwanie z filtrami

1. Otworz menu Configuration > Smart search 2 > Settings (Konfiguracja > Inteligentne wyszukiwanie 2
> Ustawienia) i wybierz kamery, ktorych chcesz uzywacé na potrzeby funkeji Inteligentne wyszukiwanie
2.

2. Kliknij + i otworz karte Smart search 2 (Inteligentne wyszukiwanie 2).

3. Okresl kryteria wyszukiwania.

4.  Kliknij Search (Wyszukaj).

Jesli wyszukiwanie trwa dfuzej niz oczekiwano, wyprdbuj jedng lub wiecej z ponizszych metod, aby je
przyspieszyc:

* Wigcz przetwarzanie w tle w przypadku waznych lub czesto uzywanych kamer.
®  Zastosuj do kamer filtry przychodzace w celu ograniczenia nieistotnych detekgji.
e Skro¢ okres objety wyszukiwaniem.

® /mniejsz liczbe kamer objetych wyszukiwaniem.

e  Zdefiniuj obszar, kierunek ruchu obiektu, wielkos¢ i czas trwania, aby ograniczy¢ ilos¢ danych.
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Kamery

Aby ograniczy¢ wyszukiwania wedtug kamery, kliknij
pozycje Cameras (Kamery) i wybierz kamery, ktore
chcesz uwzgledni¢ w wyszukiwaniu.

Przedziat wyszukiwania

Aby ograniczy¢ wyszukiwanie wedtug czasu, kliknij
opcje Search interval (Interwat wyszukiwania), a
nastepnie wybierz zakres czasu, konkretny przedziat
czasu obejmujacy kilka dni, lub utwérz przedziat
niestandardowy.

Osoba

W celu detekcji 0sdb, kliknij pozycje Object
characteristics (Cechy obiektu) > Pre-classified
(Wstepnie sklasyfikowane), a nastepnie wybierz
Person (Osoba) i kolory odziezy. Mozna wybra¢ wiele
kolorow.

Pojazd

W celu detekcji pojazdow kliknij Object
characteristics (Cechy obiektu) > Pre-classified
(Wstepnie sklasyfikowane), a nastgpnie wybierz typy
i kolory pojazdow. Mozna wybra¢ kilka typow i
kolorow.

Podobienstwo wizualne

Mozna uzy¢ wyniku wyszukiwania z osobg na obrazie
do wyszukania 0sob o podobnym wygladzie. Otworz
menu kontekstowe ¢ w elemencie wynikow
wyszukiwania i wybierz Use as visual similarity
reference (Uzyj jako odniesienie do ustalania
podobienstwa wizualnego). Nastepnie kliknij Search
(Wyszukaj).
Uwaga
Funkcja wyszukiwania podobienstw tworzy
abstrakcyjne reprezentacje z przycietych i
cechujacych sie niskg rozdzielczoscig obrazow
0s0b oraz poréwnuje je z innymi reprezentacjami.
Gdy dwie reprezentacje okazg sie podobne,
wyszukiwanie konczy sie trafieniem. Funkcja
wyszukiwania podobienstw nie identyfikuje osob
na podstawie danych biometrycznych, ale moze na
przyktad rozpozna¢ czyja$ ogdlng sylwetke i kolor
ubrania noszonego w danym czasie.

Obszar

Aby filtrowa¢ wedtug obszaru, kliknij opcje Area
(Obszar), wybierz kamere i wtgcz polecenie Filter by
area on this camera (Filtruj wedtug obszaru w tej
kamerze). Dostosuj obszar zainteresowania na
obrazie i dodaj lub usun potrzebne punkty.

Przekroczenie linii

Aby filtrowa¢ wedtug przekroczenia linii, kliknij Line
crossing (Przekroczenie linii), wybierz kamere, a
nastepnie wigcz Filter by line crossing on this
camera (Filtruj wedtug przekroczenia linii w tej
kamerze). Dostosuj linie na obrazie i dodaj lub usun
wybrane punkty.

Rozmiar i czas trwania

Aby filtrowac wedtug rozmiaru i czasu trwania, kliknij
opcje Size and duration (Rozmiar i czas trwania),
wybierz kamere i wigcz Filter by size and duration on
this camera (Filtruj wedtug rozmiaru i czasu trwania
w tej kamerze). Dostosuj minimalng szerokos¢ jako
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procent fgcznej szerokosci obrazu. Dostosuj
minimalny czas trwania w sekundach.

Predkos¢

Aby filtrowa¢ wedtug predkosci, kliknij przycisk Speed
(Predkos¢), wybierz kamere i wtacz Filter by speed on
this camera (Filtruj wedtug predkosci w tej
kamerze). Okres| zakres predkosci, ktore majg zostac
uwzglednione w filtrze.

Uwaga
Filtr predkosci jest dostepny w przypadku takich
produktéw jak radary i kamery radarowo-
optyczne, ktore umozliwiajg detekcje predkosci.

Nieznane detekcje obiektow

Aby uwzgledni¢ detekeje, ktore funkcja Inteligentne
wyszukiwanie 2 klasyfikuje jako nieznane, wybierz
Object characteristics (Cechy obiektu), a nastepnie
Unknown object detections (Nieznane detekcje
obiektow).

Es Aby zapisac filtr, kliknij E8, nadaj filtrowi nazwe i
kliknij Save (Zapisz).
Aby zastgpi¢ istniejacy filtr, kliknij Ea, zaznacz filtr i
kliknij Replace (Zastap).

Po Aby zatadowac¢ jedno z ostatnich wyszukiwan, kliknij

Ea > Recent searches (Ostatnie wyszukiwania) i
wybierz wyszukiwanie.

Aby zatadowac jeden z zapisanych filtrow, kliknij Es
> Saved filter settings (Zapisane ustawienia filtrow)
i wybierz filtr.

%

Aby zresetowac filtr, kliknij Q i Reset (Resetuj).

Wyniki inteligentnego wyszukiwania

<

Z

Aby grupowac detekcje, ktore prawdopodobnie nalezg
do tego samego zdarzenia, mozna skategoryzowac je
w przedziatach czasowych. Wybierz interwat z

rozwijalnego menu ¥

Najpierw najpozniejsze ‘l’

Inteligentne wyszukiwanie 2 wyswietla wyniki
wyszukiwania w porzgdku malejgcym. Jako pierwsze

beda widoczne najnowsze detekcje. Kliknij ‘l’
Oldest first (Najpierw najstarsze), aby najpierw byty
wyswietlane najdawniejsze detekcje.

Confidence level (Poziom ufnosci)

Aby dodatkowo przefiltrowa¢ wyniki wyszukiwania,
kliknij opcje Confidence level (Poziom ufnosci) i
ustaw poziom ufnosci. Wysoki poziom ufnosci
powoduje ignorowanie niepewnych kategorii.
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00 Aby dostosowac¢ rozmiar miniatur w wynikach
Columns (Kolumny) OO wyszukiwania, kliknij pozycje Columns (Kolumny) i
zmien liczbe kolumn.

Detection view (Widok detekcji) Aby wyswietli¢ przyciety widok wykrytych obiektow
jako miniature, wybierz Detection view (Widok
detekgji).

Ograniczenia

®  Funkcja Inteligentne wyszukiwanie 2 obstuguje tylko gtowny (nieprzyciety) obszar obserwacji.
®  Funkcja Inteligentne wyszukiwanie 2 obstuguje tylko tryby przechwytywania bez przycigcia.

o W przypadku urzgdzen z procesorem ARTPEC-7 lub nowszym i wersjg oprogramowania sprzetowego
nizsza niz 10.6 korzystanie z funkcji Inteligentne wyszukiwanie 2 ze strumieniami z kamer w postaci
odbicia lustrzanego i w formie odwréconej moze powodowac pewne problemy.

®  Wysokie lub bardzo zmienne opdznienia w sieci mogg powodowac problem z synchronizowaniem czasu
oraz wptywac na klasyfikowanie wykrytych obiektéw na podstawie metadanych analitycznych.

® Niska jakos¢ obrazu spowodowana wysokim stopniem kompresji, warunkami pogodowymi takimi jak
ulewny deszcz lub intensywne opady sniegu, niskg rozdzielczoscig kamery, znaczacymi
znieksztatceniami, duzym polem widzenia lub nadmiernym drganiami negatywnie wptywa na
klasyfikowanie rodzajow obiektow i doktadnos¢ wykrywania.

® Inteligentne wyszukiwanie 2 moze nie wykrywa¢ matych i odlegtych obiektow.
® Rozpoznawanie koloréw nie dziata w ciemnosci ani przy oswietlaniu podczerwienia.
® Kamery nasobne nie sg obstugiwane.

e Radar moze wykrywac tylko osoby i pojazdy. W przypadku radaru nie mozna wigczy¢ klasyfikacji serwera
w tle.

®  Funkcja klasyfikowania obiektow przy wykrywaniu kamerami termowizyjnymi dziata w nieprzewidziany
sposob.

® Inteligentne wyszukiwanie 2 nie wykrywa poruszajacych si¢ obiektow w przypadku zmiany prepozycji
PTZ oraz przez krétki okres rekalibrowania po zmianie potozenia.

® Ustawienia przekroczenia linii i filtry obszaréw nie nasladujg zmian pozycji PTZ.
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Wyszukiwanie danych pozwala znajdowa¢ dane w zrédle zewnetrznym. Tym zrodtem moze by¢ system lub
urzgdzenie generujace dane, z ktorych mozna uzyska¢ dodatkowe informacje o zdarzeniach. Wiecej informacji:
Zewnetrzne Zrédta danych, on page 67. Oto kilka przyktadow:

e /darzenie wygenerowane przez system kontroli dostepu.
*  Numery tablic rejestracyjnych odczytane przez aplikacje AXIS License Plate Verifier.
®  Predkos¢ odczytana przez aplikacje AXIS Speed Monitor.

Aby zmieni¢ czas przechowywania danych zewnetrznych przez AXIS Camera Station 5, wybierz kolejno
Configuration (Konfiguracja) > Server (Serwer) > Settings (Ustawienia) > External data (Dane zewnetrzne).

Aby wyszuka¢ dane:

1. Kliknij + i wybierz Data search (Wyszukiwanie danych).
KoY

3. Wybierz typ zrodta danych z listy rozwijane;.

2.  Wybierz interwat wyszukiwania

—

4. Kliknij opcje wyszukiwania ™ i zastosuj dodatkowe filtry. Filtry mogg sie rozni¢ w zaleznosci od typu
Zrédfa danych.

5. Whpisz stowa kluczowe w polu wyszukiwania. Patrz Optymalizowanie wyszukiwania, on page 38.

6. Kliknij Search (Wyszukaj).

Wyszukiwanie danych doda do zaktadek dane wygenerowane ze zrddta, jesli skonfigurujesz to w widoku.
Kliknigecie danych na liscie spowoduje przejscie do nagrania skojarzonego ze zdarzeniem.

e

Przedziat czasowy

Live (Na zywo) Aby przeszukiwac dane w czasie rzeczywistym, jako
przedziat czasowy wybierz Live (Na zywo). Funkcja
wyszukiwania danych pozwala wyswietli¢
maksymalnie 3000 danych zdarzen na zywo. W trybie
Na zywo operatory wyszukiwania nie dziafaja.

Wyniki wyszukiwania mozna filtrowa¢ wedtug réznych typow zrodet:

Typ zrodfa danych

All data (Wszystkie dane) Ta opcja obejmuje dane pochodzgce zarowno z
komponentdw, jak i ze zrodet zewngtrznych.

Kontrola dostgpu Kontrola dostepu jest przyktadem komponentu
generujgcego dane. Uzyj tej opcji, jesli chcesz
dotgczyc¢ dane tylko z tego konkretnego komponentu.
Kontrola dostepu umozliwia filtrowanie wedtug drzwi
i stref, posiadaczy kart oraz typow zdarzen.

Third party (Zewnetrzny dostawca) Uzyj tej opcji, jesli chcesz dotgczy¢ dane ze zrodet
innych niz skonfigurowane komponenty.

W zaleznosci od zrodta danych w wynikach wyszukiwania mogg by¢ wyswietlane rézne elementy. Oto kilka
przyktadow:
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Wyniki wyszukiwania

Serwer Serwer, do ktorego wystano dane zdarzenia. Widoczna tylko w
przypadku pofgczenia z wieloma serwerami.

Lokalizacja Nazwa drzwi oraz nazwa kontrolera drzwi z adresem IP.

Enter speed (Predkos¢ wejsciowa) | Predkos¢ (kilometry lub mile na godzine), z jaka obiekt dociera do strefy
radarowej detekcji ruchu (RMD).

Klasyfikacja Kategoria obiektu. Na przykfad: Pojazdy.

Aby wyeksportowa¢ wyniki wyszukiwania do pliku PDF lub tekstowego, kliknij Download search result (Pobierz
wyniki wyszukiwania). Ta funkcja eksportuje tylko informacje o zdarzeniach. Nagrania ani obrazy nie sg

eksportowane.

Optymalizowanie wyszukiwania

Aby uzyska¢ bardziej precyzyjne wyniki, mozna uzy¢ nastepujgcych operatorow wyszukiwania:

Uzywaj cudzystowdw " ", aby znalez¢ doktadne
dopasowania stow kluczowych

Szukanie wyrazenia "door 1" spowoduje
zwrdcenie wynikow zawierajgcych tekst
Wdrzwi 1",

Szukanie wyrazenia door 1 spowoduje
zwrdcenie wynikow zawierajgcych zardwno
tekst ,drzwi", jak i ,1".

Uzywaj operatora AND, aby znalez¢ pasujace
elementy zawierajgce wszystkie stowa kluczowe.

Szukanie wyrazenia door AND 1 spowoduje
zwrocenie wynikow zawierajacych zaréwno
tekst ,drzwi", jak i ,1".

Szukanie wyrazenia "door 1" AND "door
forced open" spowoduje zwrdcenie
wynikéw zawierajgcych zaréwno tekst ,drzwi
1", jak i "drzwi wywazone".

Uzywaj operatora OR albo |, aby znalez¢ pasujgce
elementy zawierajgce dowolne stowo kluczowe.

Szukanie wyrazenia "door 1" OR "door
2" spowoduje zwrocenie wynikow
zawierajacych tekst ,drzwi 1" lub ,drzwi 2".
Szukanie wyrazenia door 1 OR door 2
spowoduje zwrocenie wynikdw zawierajacych
tekst ,drzwi" lub ,1" lub ,2".

Uzyj nawiasow ( ) wraz z operatorem AND lub OR.

Szukanie wyrazenia (door 1 OR door 2)
AND "Door forced open™ spowoduje
zwrdcenie wynikow zawierajgcych jeden z
ponizszych tekstow:

- «drzwi 1" i ,Drzwi wywazone"

- «drzwi 2" i ,Drzwi wywazone"

Szukanie wyrazenia door 1 AND (door
(forced open OR open too long))
spowoduje zwrocenie wynikéw zawierajacych
jeden z ponizszych tekstow:

- Wdrzwi 1" i ,drzwi wywazone"

- «drzwi 1" i ,przekroczony czas
otwarcia drzwi"
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AXIS Camera Station 5

Uzywaj symboli >, >=, < lub <= do filtrowania
wartosci liczbowych w konkretnych kolumnach.

Szukanie wyrazenia [Max speed] > 28
spowoduje zwrocenie wynikow, ktore w
kolumnie Predko$¢ maksymalna zawierajg
liczbe wieksza niz 28.

Szukanie wyrazenia [Average speed] <
= 28 spowoduje zwrdcenie wynikow, ktore w
kolumnie Srednia predkos¢ zawieraja liczbe
nie wiekszg niz 28.

Uzyj operatora CONTAINS, aby wyszuka¢ tekst w
okreslonej kolumnie.

Szukanie wyrazenia [Cardholder]
CONTAINS Oscar spowoduje zwrdcenie
danych, w ktorych ,Oscar” wystepuje w
kolumnie ,Cardholder" (Posiadacz karty).

Szukanie wyrazenia [Door] CONTAINS
"door 1" spowoduje zwrocenie danych, w
ktorych ,drzwi 1" wystepujg w kolumnie
JDrzwi”.
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Na karcie Konfiguracja mozna zarzadza¢ podtgczonymi urzgdzeniami oraz ustawieniami klienta i serwerow.

Kliknij + i wybierz Configuration (Konfiguracja), aby otworzy¢ karte Configuration (Konfiguracja).
Konfiguruj urzgdzenia

W Srodowisku AXIS Camera Station 5 urzgdzenie oznacza produkt sieciowy z adresem IP. Kamera to zrodto
sygnatu wizyjnego. Moze nim by¢ kamera sieciowa lub port wideo (z podtgczong kamera analogowa) w
wieloportowym wideoenkoderze. Na przyktad 4-portowy wideoenkoder to jedno urzadzenie z czterema
kamerami.

Uwaga
e  AXIS Camera Station 5 obstuguje tylko urzadzenia z adresami [Pv4.

® Niektore wideoenkodery majg osobne adresy IP dla kazdego portu wideo. W takim przypadku AXIS
Camera Station 5 traktuje kazdy port wideo jak jedno urzgdzenie z jedng kamera.

W srodowisku AXIS Camera Station 5 urzadzenie moze byé:

® kamerg sieciowg
* wideoenkoderem z jednym lub kilkoma portami wideo

e urzadzeniem dodatkowym niebedgcym kamerg, na przyktad urzgdzeniem we/wy audio, gtosnikiem
sieciowym lub kontrolerem drzwi

® interkom

Wobec urzgdzen mozna wykonywaé nastgpujgce czynnosci:
® Dodawanie kamer i urzagdzen bez funkcji wideo. Patrz Dodawanie urzqdzen.

e Edytowanie preferencji podfgczonych kamer. Patrz Kamery.

® Edytowanie preferencji urzadzen innych niz kamery. Patrz Inne urzgdzenia.

® Edytowanie profili strumienia obejmujace zmiang rozdzielczosci, formatu itd. Patrz Profile strumienia.

e Dostosowywanie ustawien obrazu w czasie rzeczywistym. Patrz Konfiguracja obrazu.
® Dodawanie i usuwanie prepozycji PTZ. Patrz Prepozycje PTZ
® Zarzadzaj i konfiguruj podtgczone urzadzenia. Patrz Zarzgdzanie urzqdzeniami.

®  Zarzadzanie zewne¢trznymi zrodtami danych. Patrz Zewnetrzne Zrédfa danych, on page 67.
Dodawanie urzadzen

Uwaga
e System traktuje obszary obserwacji jak pojedyncze kamery. Aby méc uzywaé obszarow obserwacji w
kamerze, nalezy je najpierw utworzy¢. Patrz Uzywanie obszardw obserwacji.

® Po dodaniu urzadzenia synchronizuje ono czas z serwerem AXIS Camera Station 5.
* Najlepiej nie uzywa¢ w nazwie hosta urzadzenia znakéw specjalnych, takich jak &, & czy &.

1. Znajdowanie urzgdzen, strumieni wideo lub wstepnie nagranych filmow.
- Znajdowanie urzqdzen, on page 42

- Znajdowanie strumieni wideo, on page 42
- Znajdowanie wstepnie nagranych filméw, on page 43
2. Dodawanie urzgdzen, strumieni wideo lub wstepnie nagranych filmow, on page 43

Przed dodaniem urzadzenia nalezy rozwigza¢ wszelkie problemy widoczne w kolumnie statusu urzadzenia.
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(empty) (puste)

Jesli nie ma pokazanego statusu, mozna dodac
urzadzenie do AXIS Camera Station 5.

Communicating (kaczenie)

AXIS Camera Station 5 serwer prébuje uzyska¢ dostep
do urzadzenia.

Device certificate not trusted (Niezaufany certyfikat
urzadzenia)

AXIS Camera Station 5 nie mozna zweryfikowaé, czy
certyfikat HTTPS na urzadzeniu zostat podpisany
przez zaufanego wystawceg. Kliknij tacze, aby
wystawi¢ nowy certyfikat HTTPS lub poinformowa¢é
strong AXIS Camera Station 5, aby zaufata
istniejgcemu certyfikatowi.

Organ wydajacy certyfikat wygast

Urzad certyfikacji, ktory wystawit certyfikat
urzadzenia, nie jest juz wazny. Kliknij tacze, aby
wystawi¢ nowy certyfikat HTTPS lub poinformowa¢é
strone AXIS Camera Station 5, aby zaufata
istniejgcemu certyfikatowi.

Niezgodno$¢ adresu w certyfikacie urzadzenia

Adres urzadzenia nie jest zgodny z adresem w
certyfikacie. Kliknij tacze, aby wystawi¢ nowy
certyfikat HTTPS lub poinformowa¢ strone AXIS
Camera Station 5, aby zaufata istniejgcemu
certyfikatowi.

Communication error (Btagd komunikacji)

AXIS Camera Station 5 nie mozna skontaktowac sie z
urzadzeniem.

Enter password (Wprowadz hasto)

AXIS Camera Station 5 nie wie, ktorych poswiadczen
uzy¢ w celu uzyskania dost¢pu do urzadzenia. Kliknij
facze, aby wprowadzi¢ nazwe uzytkownika i hasto
konta administratora na urzgdzeniu. AXIS Camera
Station 5 domysinie bedzie uzywac tej nazwy
uzytkownika i hasta na wszystkich urzadzeniach, na
ktorych uzytkownik juz istnieje.

Ustaw hasto

Konto i hasto uzytkownika gtéwnego nie zostaty

skonfigurowane lub urzadzenie nadal korzysta z

domysinego hasta. Kliknij tacze, aby ustawi¢ hasto

uzytkownika gtéwnego.

®  Wprowadz hasto lub kliknij Generate

(Generuj) , aby uzyska¢ hasto. Zalecamy
wyswietlenie wygenerowanego hasta i
utworzenie jego kopii.

Zaznacz opcje uzywania tego hasta na
wszystkich urzadzeniach majgcych status
Set password (Ustaw hasto).

Model not supported (Model nie jest obstugiwany)

AXIS Camera Station 5 nie obstuguje modelu
urzadzenia.

Obsolete firmware (Przestarzate oprogramowanie
sprzgtowe)

Oprogramowanie sprz¢towe urzadzenia jest
przestarzate i aby mozna byto doda¢ urzadzenie,
nalezy je zaktualizowad.

Urzadzenie niesprawne

Parametry urzadzenia pobrane przez AXIS Camera
Station 5 sg uszkodzone.

Set tilt orientation (Ustaw kierunek pochylenia)

Kliknij tacze, aby wybrac¢ kierunek przechytu Sufit,
Sciana lub Biurko, zaleznie od sposobu montazu
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kamery. W niektorych kamerach orientacja przechytu
jest parametrem obowigzkowym.

Nieobstugiwane urzadzenie innego producenta AXIS Camera Station 5 nie obstuguje tego urzadzenia
innego producenta.

Can only be used with AXIS Companion (Uzywac Urzadzenie jest przeznaczone wytgcznie do AXIS

wytacznie z aplikacjg AXIS Companion) Companion.

Uwaga

Nowe certyfikaty HTTPS sg wystawiane przez AXIS Camera Station 5 i bedg automatycznie odnawiane.
Znajdowanie urzadzen

Aby znalez¢ urzadzenia, ktorych nie ma na liscie:

1. Wybierz kolejno opcje Configuration > Devices > Add devices (Konfiguracja > Urzadzenia > Dodaj
urzgdzenia).

2. Kliknij przycisk Cancel (Anuluj), aby przerwa¢ trwajace przeszukiwanie sieci.
3. Kliknij przycisk Wyszukiwanie reczne.

4. Aby znalez¢ wiele urzagdzen nalezacych do jednego lub kilku zakresow adresow IP:
4.1.  Zaznacz opcje Przeszukaj co najmniej jeden zakres adresow IP.

4.2.  Wpisz zakres adresow IP. Na przykfad: 192.168.10.%, 192.168.20-22.%, 192.168.30.0-50
- Uzyj symbolu wieloznacznego, aby znalez¢ wszystkie adresy w grupie.

- Uzyj mysinika, aby znalez¢ zakres adresow.
- Do oddzielania zakresow uzywaj przecinka.
4.1.  Aby zmieni¢ domysiny port 80, wpisz zakres portow. Na przyktad: 80, 1080-1090
- Uzyj mysinika, aby okresli¢ zakres portow.
- Do oddzielania zakresow uzywaj przecinka.
4.1.  Kliknij Search (Wyszukaj).

5. Aby znalez¢ jedno lub wiecej konkretnych urzgdzen:
5.1.  Zaznacz opcje Wprowadz jedng lub wigcej nazw hostéw lub adresow IP.

5.2.  Wprowadz nazwy hostow lub adresy IP, oddzielajgc je przecinkami.
5.3.  Kliknij Search (Wyszukaj).
6. Kliknij przycisk OK.

Znajdowanie strumieni wideo

Mozna dodawac strumienie wideo o nastepujgcych parametrach:

®  Protokot: RTSP, HTTP, HTTPS
® Kodowanie wideo: M-JPEG dla HTTP i HTTPS, H.264 dla RTSP
® Kodowanie dzwieku: AAC i G.711 dla RTSP
Obstugiwane schematy URL strumieni wideo:
® rtsp://<address>:<port>/<path>
Przyktad: rtsp://<address>:554/axis-media/media.amp

® http://<address>:80/<path>
Przyktad: http://<address>:80/axis-cgi/mjpg/video.cgi?date=1&clock=
l&resolution=1920x1080
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3.

https://<address>:443/<path>
Przyktad: https://<address>:443/axis-cgi/mjpg/video.cgi?date=1&clock=
l&resolution=1920x1080

Wybierz kolejno opcje Configuration > Devices > Add devices (Konfiguracja > Urzadzenia > Dodaj
urzadzenia).

Kliknij przycisk Wprowadz adresy URL strumieni i wprowadz jeden lub wiecej adreséw URL strumieni,
rozdzielajgc je przecinkami.

Kliknij Dodaj.

Znajdowanie wstepnie nagranych filmow

Gotowe nagrania wideo w formacie .mkv mozna doda¢ do AXIS Camera Station 5.

wymagan dotyczacych pliku .mkv:

1.

Kodowanie wideo: M-JPEG, H.264, H.265
Kodowanie dzwigeku: AAC

Utworz folder PrerecordedVideos w lokalizacji C: \ProgramData\Axis Communications
\AXIS Camera Station Server.

Dodaj plik .mkv do tego folderu.

Aby korygowac znieksztatcenia wstepnie nagranego wideo, dodaj do folderu plik .dewarp o takiej samej
nazwie, jak plik .mkv. Wigcej informacji: Konfiguracja obrazu, on page 52.

Wybierz kolejno opcje Configuration > Devices > Add devices (Konfiguracja > Urzgdzenia > Dodaj
urzadzenia) i wigcz opcje Include prerecorded video (Dotacz wstepnie zarejestrowany obraz wideo).
W oknie zobaczysz swoj wstepnie nagrany film oraz kilka wstepnie nagranych filméw umieszczonych
fabrycznie w systemie.

Dodawanie urzadzen, strumieni wideo lub wstepnie nagranych filmow

o o &~ w

Uwaga

W systemie wieloserwerowym wybierz serwer z listy rozwijanej Selected server (Wybrany serwer).

Wybierz kolejno opcje Configuration > Devices > Add devices (Konfiguracja > Urzgdzenia > Dodaj
urzgdzenia).

Jezeli chcesz zmieni¢ nazwe urzadzenia, kliknij nazwe na liscie i wprowadz nowg nazwe.
Wybierz urzadzenia, strumienie wideo lub wstepnie nagrane filmy. Kliknij Dodaj.
Okresl, czy w miare mozliwosci zamiast adresow IP majg by¢ uzywane nazwy hostow.

Wybierz opcje Quick configuration (Szybka konfiguracja), jesli cheesz tylko skonfigurowac ustawienia
podstawowe.
Jesli importujesz projekt narzedzia Site Designer, zob. Importowanie projektdéw z aplikacji Site Designer.

Wybierz preferowane ustawienia Retention time (Czas przechowywania), Recording storage (Pamig¢
masowa nagran) i Recording method (Metoda nagrywania).

W przypadku wybrania opcji Automatic (Automatycznie) dla pamieci masowej nagran, kazdej kamerze
bedzie w miare mozliwosci przydzielana pamie¢ masowa o pojemnosci co najmniej 32 GB na dysku bez
systemu operacyjnego. System automatycznie wybiera pamigci masowe z co najmniej 15 GB dost¢pnego
miejsca, a nastepnie pamieci masowe z mniejszg liczbg kamer skonfigurowanych do nagrywania oraz
wszelkie pamieci masowe zainstalowane juz w AXIS Camera Station 5.

8.

Kliknij Install (Zainstaluj). AXIS Camera Station 5 automatycznie wtgcza protokot HTTPS na
urzadzeniach, ktére go obstuguja.

Importowanie projektow z aplikacji Site Designer

AXIS Site Designer to internetowe narzedzie projektowe, ktére pomaga zbudowa¢ instalacje w obiekcie oparta
na produktach i akcesoriach Axis.

43



Jesli utworzono lokalizacje w aplikacji AXIS Site Designer, mozesz zaimportowac¢ ustawienia projektu do AXIS
Camera Station 5. Dostep do projektu mozna uzyska¢ za pomocg kodu dostepu lub pobranego pliku
konfiguracyjnego programu Site Designer.

Aby zaimportowac projekt z programu Site Designer do AXIS Camera Station 5:
1. Wygeneruj kod dostepu do projektu narzedzia Site Designer albo pobierz plik projektu.
1.1.  Zaloguj sie na stronie http.//sitedesigner.axis.com przy uzyciu swojego konta MyAxis.
1.2.  Zaznacz projekt i przejdz do strony projektu.
1.3.  Kliknij przycisk Share (Udostepnij).

1.4.  Kliknij Generate code (Wygeneruj kod), jesli serwer AXIS Camera Station 5 ma potaczenie z
Internetem. Jesli serwer nie ma potagczenia z Internetem, kliknij Download settings file (Pobierz
plik ustawien).

2. W kliencie AXIS Camera Station 5 wybierz kolejno Configuration (Konfiguracja) > Devices (Urzadzenia)
> Add devices (Dodaj urzadzenia).

Zaznacz kamery i kliknij przycisk Add (Dodaj).
4. Zaznacz pozycje Konfiguracja aplikacji Site Designer i kliknij przycisk Dale;.

5. Zaznacz opcje Access code (Kod dostepu) i wprowadz kod dostepu. Lub wybierz opcje Choose file
(Wybierz plik) i znajdz do pobrany plik konfiguracyjny aplikacji Site Designer.

6. Kliknij przycisk Import (Importuj). Podczas importu AXIS Camera Station 5 probuje dopasowac projekt z
programu Site Designer do wybranych kamer wedtug adresu IP lub nazwy produktu. W przypadku
niepowodzenia dopasowania mozna wybra¢ odpowiednig kamere z rozwijalnego menu.

7. Kliknij przycisk Install (Instaluj).

AXIS Camera Station 5 importuje nastepujace ustawienia z projektu programu Site Designer:

Enkodery, dekodery drzwi, Kamery, interkomy i urzadzenia z
kontrolery drzwi, detektory serii F/FA
radarowe i gtosniki:
Harmonogramy z nazwami i e v
przedziatami czasowymi
Mapy z nazwami, kolorami ikon, v v
umiejscowieniem ikon i nazwami
elementow
Nazwa v v
Opis e v
Nagrywanie wyzwalane ruchem: v

harmonogram i profil nagrywania,
w tym poklatkowos¢,
rozdzielczos¢, kodowanie wideo |
kompresja

Nagrywanie ciggte: harmonogram i v
profil nagrywania, w tym

poklatkowos¢, rozdzielczose,
kodowanie wideo i kompresja

Sita technologii Zipstream v

Ustawienia dzwieku w podglgdzie v
na zywo i nagraniach

Czas przechowywania nagran v
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Uwaga
e Jesdli zdefiniowano tylko jeden profil nagrywania lub jesli w projekcie z programu Site Designer istniejg
dwa identyczne profile nagrywania, AXIS Camera Station 5 ustawia profil na poziom $redni.

o Jesli w projekcie z programu Site Designer zdefiniowano oba profile nagrywania, AXIS Camera Station 5
ustawi profil nagrywania ciggtego jako sredni, a nagrywanie wyzwalane ruchem na poziom wysoki.

e  AXIS Camera Station 5 optymalizuje wspdtczynnik proporcji, co oznacza, ze rozdzielczos¢ moze sie
rozni¢ miedzy importem a projektem Site Designer.

e  AXIS Camera Station 5 moze skonfigurowa¢ ustawienia dzwieku, jesli urzadzenie ma wbudowany
mikrofon lub gtosnik. Aby uzywaé zewnetrznego urzadzenia audio, wigcz je recznie po jego
zainstalowaniu.

e AXIS Camera Station 5 nie stosuje ustawien dzwieku do interkomow, nawet jesli ustawienia w aplikacji
Site Designer roznig sie. W przypadku interkomoéw dzwiek jest zawsze wtgczony tylko w podgladzie na
Zywo.

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Dodawanie urzadzen innych producentow

Urzadzenia innych firm mozna dodawac do witryny AXIS Camera Station 5 tak samo jak produkty Axis. Patrz
Dodawanie urzqdzen.

Uwaga
Urzadzenia innych firm mozna tez dodawac¢ do AXIS Camera Station 5 jako strumienie wideo. Patrz
Znajdowanie strumieni wideo, on page 42.

Informacje o obstudze urzgdzen innych producentéw mozna znalez¢ w najnowszej dokumentacji technicznej.
Uwaga
Mozna pobra¢ i uruchomi¢ narzedzie AXIS Camera Station Device Compatibility Tool, ktére zweryfikuje
kompatybilnos¢ produktow do sieciowego dozoru wizyjnego z aplikacjg AXIS Camera Station w wersji 5 lub

nowszych. Narzedzie sprawdza, czy system moze odbiera¢ strumienie wideo z produktow do sieciowego
dozoru wizyjnego. Zobacz AXIS Camera Station Device Compatibility Tool.

AXIS Camera Station 5 nie jest zgodny z normg ONVIF, lecz wymaga aby urzadzenia innych producentow byty
zgodne z normg ONVIF Profile S i zweryfikowane za pomocg narzgdzia AXIS Camera Station Device
Compatibility Tool.

AXIS Camera Station 5 obstuguje nastepujgce funkcje na urzgdzeniach innych producentéw zgodnie z normami
IEC62676-2-31 i IEC62676-2-32:

o Wykrywanie kamer

e Kodowanie wideo: M-JPEG, H.264

e Kodowanie dzwieku: G.711 (jednokierunkowe, z urzgdzenia do AXIS Camera Station 5)
® Jeden profil wideo na kamere

® Podglad na zywo

* Nagrywanie ciggte i reczne

¢ Odtwarzanie

®  Eksportowanie zapisow

* Wyzwalacze oparte na zdarzeniach w urzadzeniach
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Uzywanie obszarow obserwacji

Niektore modele kamer obstugujg obszary obserwacji. AXIS Camera Station 5 wyswietla obszary obserwacji na
stronie Add devices (Dodaj urzadzenia) jako osobne kamery. Patrz Dodawanie urzqdzen.

Uwaga

Wszystkie obszary obserwacji w kamerze sieciowej sg traktowane jako jedna kamera z perspektywy
obliczen tgcznej liczby kamer dozwolonych w ramach licencji AXIS Camera Station 5.

Liczba kamer, ktore mozna doda¢, zalezy od licencji.

Kazda licencja AXIS Camera Station 5 umozliwia podtgczenie okreslonej liczby kamer.

Aby korzysta¢ z obszaréw obserwacji w AXIS Camera Station 5, nalezy najpierw je wigczy¢ w kamerze:

1.

Wybierz kolejno opcje Configuration > Devices > Cameras (Konfiguracja > > Urzadzenia > Kamery).

2. Zaznacz kamerg i kliknij tgcze w kolumnie Adres.
3. Na stronie konfiguracyjnej kamery wprowadz nazwe uzytkownika i hasto, za pomocg ktérych chcesz si¢
logowac.
4.  Kliknij przycisk Help (Pomoc), aby sie dowiedzie¢, gdzie znalez¢ ustawienia roznigce sie w zaleznosci od
modeli i oprogramowania sprzetowego kamer.
Kamery

Otworz menu Configuration > Devices > Cameras (Konfiguracja > Urzadzenia > Kamery), aby zobaczy¢ petng
liste kamer dodanych do systemu.

Na tej stronie mozna:

Klikng¢ adres kamery, aby otworzy¢ jej interfejs WWW. Wymaga to braku NAT lub zapory miedzy
klientem AXIS Camera Station 5 a urzagdzeniem.

Edycja ustawien kamery. Patrz Edycja ustawien kamery.

Usuwanie kamer. W ramach tej operacji AXIS Camera Station 5 usuwa wszystkie nagrania powigzane z
usuwanymi kamerami, w tym te zablokowane.

Edycja ustawien kamery

Aby zmodyfikowa¢ ustawienia kamery:

1.
2.

Wybierz kolejno opcje Configuration > Devices > Cameras (Konfiguracja > > Urzadzenia > Kamery).

Zaznacz kamere i kliknij przycisk Edit (Edytuj).

Wiaczone Aby zablokowa¢ nagrywanie i oglgdanie strumienia

wideo, odznacz opcje Enabled (Wkgczone). Nadal
mozna skonfigurowa¢ nagrania i podglad na zywo.

Kanat

Jezeli pole Channel (Kanat) jest dostepne dla
wieloportowych wideoenkoderow, wybierz numer
portu.

Jezeli pole Channel (Kanat) jest dostepne dla
obszarow obserwacji, wybierz liczbe odpowiadajaca
obszarowi obserwacji.

Nazwa uzytkownika Nazwa uzytkownika konta administratora w kamerze.

Hasto

Hasto dla konta administratora na kamerze. AXIS
Camera Station 5 uzywa tego hasta do komunikacji z
kamera.
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Inne urzadzenia

Otworz menu Configuration > Devices > Other devices (Konfiguracja > Urzadzenia > Inne urzadzenia), aby
wyswietli¢ liste urzagdzen bez funkcji wideo. Na liscie tej widniejg kontrolery drzwi, urzagdzenia audio i moduty
We/Wy.

Wiecej informacji o obstugiwanych produktach mozna uzyska¢ w witrynie www.axis.com. Patrz Uzywanie
dzwieku z innych urzqdzen.

Na tej stronie mozna:

®  Otworzy¢ interfejs WWW urzadzenia, klikajac jego adres. Wymaga to braku NAT lub zapory miedzy
klientem AXIS Camera Station 5 a urzagdzeniem.

e  Edytowac ustawienia urzadzenia, takie jak nazwa urzadzenia, adres i hasto.

®  Usuwac urzadzenia.
Edytowanie ustawien innych urzadzen

Aby edytowa¢ ustawienia urzadzenia innego niz kamera:

1. Wybierz kolejno opcje Configuration > Devices > Other devices (Konfiguracja > Urzadzenia > Inne
urzadzenia).

2. Zaznacz urzadzenie i kliknij przycisk Edit (Edytuj).

Nazwa uzytkownika Nazwa uzytkownika konta administratora na
urzadzeniu.
Hasto Hasto dla konta administratora na urzgdzeniu. AXIS

Camera Station 5 uzywa tego hasta do komunikacji z
urzadzeniem.

Profile strumienia

Profil strumienia to grupa ustawien wptywajgcych na strumien wideo, takich jak rozdzielczos¢, format wideo,
liczba klatek na sekunde i kompresja. Wybierz kolejno opcje Configuration > Devices > Stream profiles
(Konfiguracja > Urzadzenia > Profile strumieni), a zostanie otwarta strona Profile strumieni. Na stronie
zostanie wyswietlona lista wszystkich kamer.

W ustawieniach podglagdu na zywo i nagran mozna uzywac nast¢pujacych profili:
Wysoki - Najwyzsza jako$¢ i rozdzielczo$¢.

Sredni - Optymalny kompromis migdzy wysokg jakoscig a szybkoscig dziatania.
Niski - Najwyzsza szybkos¢ dziatania.

Uwaga
Profil strumienia jest domysinie ustawiony na Automatic (Automatycznie) w podgladzie na zywo i
nagraniach, dlatego w zaleznosci od dostepnego rozmiaru strumienia wideo profil strumienia zmienia si¢

automatycznie na High (Wysoki), Medium (Sredni) lub Low (Niski).
Edytowanie profili strumienia

1. Wybierz kolejno opcje Configuration > Devices > Stream profiles (Konfiguracja > Urzadzenia > Profile
strumienia) i zaznacz kamery, ktdre chcesz skonfigurowac.

2. W obszarze Video profiles (Profile wideo) skonfiguruj rozdzielczos¢, format wideo, poklatkowosé i
kompresje.

3. W obszarze Audio (Dzwigk) skonfiguruj mikrofon i gtosnik.
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4. W obszarze Advanced (Zaawansowane) skonfiguruj dane analityczne, przesytanie strumieniowe FFmpeg,
wskazniki PTZ automatycznego $ledzenia obiektow i niestandardowe ustawienia strumienia. W
przypadku niektérych produktow te ustawienia nie s dostepne.

5. Kliknij przycisk Apply (Zastosuj).

Profile wideo

Enkoder

® Dostepne opcje zalezg od konfiguracji
wideoenkodera w urzadzeniu. To ustawienie
jest dostepne tylko dla urzadzen innych
producentow.

¢  Konfiguracji wideoenkodera mozna uzywac
tylko dla jednego profilu wideo.

® Jezeli urzadzenie ma tylko jedng konfiguracje
kodera, wida¢ tylko profil Medium (Sredni).

Rozdzielczos¢

Dostepne opcje zalezg od modelu kamery. Wyzsza
rozdzielczos¢ przektada si¢ na obraz zawierajgcy
wiecej szczegotow, ale zwigksza zapotrzebowanie na
pasmo i pamie¢ masowa.

Formatuj

Dostepne opcje zalezg od modelu kamery. Wigkszos¢
kamer obstuguje standardy H.264 oraz M-JPEG.
Standard H.264 wymaga mniejszej przepustowosci
facza i mniejszej przestrzeni pamieci masowej niz
standard M-JPEG. Niektdre kamery obstugujg rowniez
standard H.265 zapewniajacy nieco lepszg kompresje,
wymagajgcy jednak wiekszej mocy obliczeniowe;.
Nasze kamery najnowszej generacji obstugujg
standard AV1 zapewniajgcy dobrg kompresje oraz
szereg nowych funkcji, takich jak przetgczane
naktadanie.

Liczba klatek przesytanych w ciggu zadanej jednostki
czasu

Rzeczywista poklatkowos¢ zalezy od modelu kamery,
warunkow panujgcych w sieci i konfiguracji
komputera.

Kompresja Nizsza kompresja poprawia jakos¢ obrazu, ale
wymaga wiekszej przepustowosci i przestrzeni
zasobu.

Uwaga

® Na listach rozwijalnych audio pojawiajg si¢ wytgcznie kamery z oprogramowaniem uktadowym w wersji

5 lub nowszej.

® Jezeli z tego samego zrodfa audio korzysta ponad 5 kamer, kamera zrodtowa moze ulec przecigzeniu i

dziata¢ z pogorszeniem parametrow.

Zipstream
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Sita

Sita Zipstream okresla
poziom redukcji
przeptywnosci w
strumieniu H.264 lub
H.265 w czasie
rzeczywistym. Ta
opcja jest dostepna
tylko dla urzgdzen
Axis obstugujgcych
technologie
Zipstream.

Domysine Uzyj ustawienia Zipstream
skonfigurowanego na stronie interfejsu
WWW urzadzenia.

Wit Brak

Niski Brak widocznych skutkéw w wiekszosci
scen

Sredni Widoczne skutki w niektorych scenach:
mniej zaktdcen (szumu) i nieco mniejsza
szczegotowos¢ w obszarach mniejszego
zainteresowania

Wysoki Widoczne skutki w wielu scenach: mniej
zaktocen (szumu) i mniejsza
szczegotowos¢ w obszarach mniejszego
zainteresowania

Wyzszy Widoczne skutki w jeszcze wiekszej liczbie

scen: mniej zaktocen (szumu) i mniejsza
szczegotowos¢ w obszarach mniejszego
zainteresowania

Niezwykle wysoki

Widoczne skutki w wigkszosci scen: mniej
zaktocen (szumu) i mniejsza
szczegotowos¢ w obszarach mniejszego
zainteresowania
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Optymalizacja
pod katem
zasobu

Zipstream
optymalizuje strumien
wideo pod katem
zasobu przy uzyciu
profilu Optimize for
storage (Optymalizuj
pod katem zasobu).
Optymalizacja pod
katem zasobu
wykorzystuje bardziej
Zaawansowane
narzedzia kompresji w
celu zaoszczedzenia
dodatkowe;j
przestrzeni zasobu w
poréwnaniu z
domysinym
ustawieniem
Zipstream. Ten profil
moze dodatkowo
zmniejszy¢
przeptywnos¢ nawet
w przypadku scen z
duzg iloscig ruchu.
® Format asf nie
obstuguje
ramek B
uzywanych
przez te
funkcje.

* Ta funkcja nie
ma wptywu na
wideo
nagrane na
rejestratorach
z serii AXIS
S30.

® Ta funkcja
wymaga
systemu AXIS
0S 11.7.59
lub nowszego.

Dzwiek
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Mikrofon:

W celu powigzania mikrofonu z kamerg zaznacz opcje
Built-in microphone or line in (Wbudowany
mikrofon lub wejscie liniowe) albo mikrofon innego
urzadzenia. Patrz Uzywanie dZzwieku z innych
urzqdzen.

Gtosnik:

W celu powigzania gtosnika z kamerg zaznacz opcje
Whbudowany gtosnik lub wyjscie liniowe albo gtosnik
innego urzadzenia. Do przekazywania komunikatow
gtosowych uzywaj mikrofonu podtgczonego do
komputera. Patrz Uzywanie dzwieku z innych
urzgdzen.

Use microphone for: (Uzyj mikrofonu przy)

Wiacz transmitowanie dzwieku przez mikrofon dla
jednego lub dwdch strumieni. Funkcje mozna wigczy¢
dla podgladu na zywo i nagran, tylko podglgdu na
zywo lub tylko nagran.

Zaawansowane

Dotacz dane analityczne

Aby umozliwi¢ zbieranie danych na potrzeby
inteligentnego wyszukiwania w trakcie
strumieniowego przesytania wideo, zaznacz opcje
Include analytics data (Uwzglgdnij dane
analityczne). Ta opcja jest dostepna tylko dla
urzadzen Axis obstugujacych dane analityczne.
Gromadzenie danych dla funkcji Inteligentne
wyszukiwanie 1 moze powodowac opoznienia w
strumieniowej transmisji wideo na zywo.

Uzyj FFmpeg

Aby zwiekszy¢ kompatybilnos$¢ z urzgdzeniami innych
producentow, zaznacz opcje Use FFmpeg (Uzyj
FFmpeg), co spowoduje wtgczenie strumieniowego
przesytania w formacie FFmpeg. To ustawienie jest
dostepne tylko dla urzgdzen innych producentdow.

Pokaz wskazniki PTZ automatycznego $ledzenia
obiektow

Aby wskazniki obiektow wykrywanych przez kamere
PTZ byty wysSwietlanie w podgladzie na zywo, zaznacz
opcje Show PTZ autotracking object indicators
(Pokaz wskazniki PTZ automatycznego $ledzenia
obiektow) oraz ustaw czas buforowania strumienia
wideo na maksymalnie 2000 milisekund. Ta opcja jest
dostepna tylko dla kamer PTZ Axis uzywajacych
aplikacji AXIS PTZ Autotracking. Opis catej procedury
konfigurowania funkcji AXIS PTZ Autotracking w
aplikacji AXIS Camera Station 5 znajduje sie w
temacie Konfigurowanie funkcji AXIS PTZ
Autotracking.

Dostosowywanie strumienia

Aby dostosowac ustawienia transmisji strumieniowej
dla okreslonego profilu, wprowadz ustawienia
oddzielone znakami & dla profilu. Na przyktad, wpisz
overlays=off&color=0, aby ukrywaé
natozenia w tej kamerze.

Ustawienia niestandardowe zastepuja wszelkie
istniejgce ustawienia. W ustawieniach
niestandardowych nie podawaj zadnych poufnych
informacji.
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Aby dostosowac ustawienia profilu dotyczgce rozdzielczosci, poklatkowosci, kompresji, formatu wideo i
dzwieku, zaznacz kamere, ktorg chcesz skonfigurowaé. W przypadku kamer o takiej samej nazwie modelowej z
identycznymi mozliwosciami konfiguracji mozna konfigurowac wiele kamer naraz. Patrz Ustawienia
konfiguracyjne.

Aby dostosowac ustawienia profilu dla nagran, patrz Metoda nagrywania.

Mozna zmniejszy¢ rozdzielczos¢ i poklatkowosé podgladu na zywo w celu zmniejszenia wykorzystania pasma,
na przykfad w sytuacji wolnego pofgczenia migdzy klientem AXIS Camera Station 5 a serwerem AXIS Camera
Station 5. Patrz punkt Wykorzystanie przepustowosci w temacie Przesyfanie strumieniowe.

Uzywanie dzwigku z innych urzadzen

Dzwiek z innych urzgdzen niebedgcych kamerami (dodatkowych) mozna tgczy¢ z materiatem wizyjnym z kamery
sieciowej lub wideoenkodera na potrzeby oglgdania na zywo lub nagrywania.

1. Dodawanie urzadzen innych niz kamery do AXIS Camera Station 5. Patrz Dodawanie urzqdzen.
2. Skonfiguruj kamere, aby uzywata dzwigku z urzadzenia. Patrz Profile strumienia.
3. Wiacz wykorzystywanie dzwieku w podgladzie na zywo lub nagraniach. Patrz Profile strumienia.

W samouczkach wideo do aplikacji AXIS Camera Station mozna znalez¢ nastgpujgce przyktady:

® Konfiguracja urzadzen audio i ogtaszanie komunikatow na zywo
e Utworzenie przycisku akcji powodujgcego reczne odtwarzanie dzwieku po wykryciu ruchu
® Automatycznie odtwarzaj dzwiek po wykryciu ruchu

® Dodawanie klipu audio do gtosnika i AXIS Camera Station 5
Konfiguracja obrazu

Mozna konfigurowa¢ ustawienia obrazu kamer potgczonych z AXIS Camera Station 5.
Uwaga
Zmiany dokonane w konfiguracji obrazu sg stosowane natychmiast.

Aby skonfigurowa¢ ustawienia obrazu:

1. Wybierz kolejno opcje Configuration (Konfiguracja) > Devices (Urzadzenia) > Image configuration
(Konfiguracja obrazu). Zostanie wyswietlona lista wszystkich kamer dodanych do AXIS Camera Station
5.

2. Zaznacz kamere, a pod listg bedzie wyswietlany pochodzacy z niej sygnat wideo w czasie rzeczywistym.
Za pomocg pola Wpisz, aby wyszukaé odszukaj konkretng kamere sposrod figurujgcych na liscie.

3. Skonfiguruj ustawienia obrazu.

Ustawienia obrazu
Jasnosé: Requlacja jasnosci obrazu. Wyzsza wartos¢ powoduje jasniejszy obraz.

Poziom koloru: Regulacja nasycenia koloru. Im nizsza wartos¢, tym mniejsze nasycenie koloru. Poziom koloru O
skutkuje obrazem czarno-biatym. Wartos¢ maksymalna powoduje najwigksze mozliwe nasycenie barw.

Ostrosé: Regulacja ostrosci stosowanej do obrazu. Zwiekszenie ostrosci moze zwiekszy¢ szumy w obrazie,
zwtaszcza przy stabym oswietleniu. Duza ostros¢ moze rowniez prowadzi¢ do powstawania artefaktow wokaot
kontrastowych obszaréw, na przyktad na ostrych krawedziach. Mniejsza ostros¢ redukuje szumy na obrazie, ale
pogarsza wyrazistos$¢ obrazu.

Kontrast: Regulacja kontrastu obrazu.

Balans bieli: Wybierz opcje balansu bieli z listy rozwijanej. Balans bieli pozwala uzyskaé¢ spojny wyglad koloréw
w obrazie niezaleznie od temperatury barwowej zrédta Swiatta. Po wybraniu opcji Automatycznie lub Auto
kamera bedzie identyfikowac zrodto Swiatta i automatycznie kompensowac barwy wzgledem jego koloru. W
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razie niezadowalajgcego wyniku wybierz opcje odpowiadajgca rodzajowi zrodfa Swiatta. Dostepne opcje zalezg
od modelu kamery.

Obrad¢ obraz: Ustawianie liczby stopni, o jakg obraz zostanie obrocony.
Automatyczne obracanie obrazu: Po witgczeniu tej opcji obrot obrazu bedzie dostosowywany automatycznie.
Obraz lustrzany: Witacz, aby zastosowac lustrzane odbicie obrazu.

Backlight compensation (Kompensacja tylnego oswietlenia): Wtgcz te opcje, jesli plama jasnego $wiatfa, na
przyktad zaréwka, sprawia, ze inne obszary obrazu wygladajg na zbyt ciemne.

Dynamic contrast (wide dynamic range) (Kontrast dynamiczny (szeroki zakres dynamiki)): Wtgcz to
ustawienie, aby uzywac szerokiego zakresu dynamiki w celu poprawy naswietlenia w przypadku znacznego
kontrastu pomiedzy jasnymi i ciemnymi obszarami na obrazie. Za pomocg suwaka dostosuj kontrast dynamiczny.
Wiaczaj kontrast dynamiczny w warunkach intensywnego podswietlenia. Wyfgczaj kontrast dynamiczny przy
stabym oswietleniu.

Niestandardowe ustawienia korekcji: Mozna zaimportowac plik .dewarp zawierajgcy informacje o parametrach
obiektywu, sSrodkach optycznych i orientacji przechytu kamery. Kliknij przycisk Resetuj, aby przywrdci¢ pierwotne
wartosci parametrow.

1. Utworz plik .dewarp zawierajgcy nastepujgce parametry:

- Wymagane: RadialDistortionX, RadialDistortionY, RadialDistortionZ
oraz TiltOrientation. Mozliwe wartoscidla TiltOrientationtowall, desk oraz
ceilinag.

- Opcjonalne: OpticalCenterX oraz OpticalCenterY. Jezeli chcesz ustawi¢ Srodki
optyczne, nalezy doda¢ oba parametry.

2. Kliknij przycisk Importuj i przejdz do pliku .dewarp.
Ponizej znajduje si¢ przyktad pliku .dewarp:

RadialDistortionX=-43.970703 RadialDistortion¥=29.148499 RadialDistortionz=715.732193
TiltOrientation=Desk OpticalCenterX=1296 OpticalCenterY¥=972

Prepozycje PTZ
Funkcjonalnos¢ PTZ (Pan, Tilt, Zoom) to zdolnos¢ obrotu (przesuwania w lewo i w prawo), pochylania
(przesuwania w gore i w dot) i przyblizania widoku.

Wybierz kolejno opcje Konfiguracja > Urzadzenia > Prepozycje PTZ. Zostanie wyswietlona lista wszystkich
kamer obstugujgcych funkcje PTZ. Kliknij kamere, a zostang wyswietlone wszystkie dostepne dla niej
predefiniowane ustawienia. Kliknij przycisk Odswiez, aby zaktualizowa¢ liste prepozycji.

Funkeji PTZ mozna uzywac w:

e Kamerach PTZ, czyli kamerach z wbudowanym fizycznym mechanizmem PTZ
e  Kamerach statopozycyjnych, w ktérych wtaczono cyfrowy PTZ

Cyfrowy PTZ wigcza si¢ na wbudowanej stronie konfiguracyjnej kamery. Wiecej informacji mozna znalez¢ w
instrukcji obstugi kamery. Aby otworzy¢ strone konfiguracyjng, przejdz do strony zarzgdzania urzadzeniami,
zaznacz kamere i kliknij fgcze w kolumnie adresu.

Prepozycje PTZ mozna konfigurowa¢ w aplikacji AXIS Camera Station 5 i na stronie konfiguracyjnej kamery.
Zalecamy konfigurowanie prepozycji PTZ w aplikacji AXIS Camera Station 5.

e  Jezeli prepozycje PTZ sg definiowane na stronie konfiguracyjnej kamery, mozna oglada¢ tylko strumien
mieszczacy sie w granicach tych prepozycji. Ruchy PTZ w podgladzie na zywo mozna obserwowac i sg
one nagrywane.

® W przypadku skonfigurowania prepozycji PTZ w aplikacji AXIS Camera Station 5 mozna oglada¢ caty
strumien nadawany z kamery. Ruchy PTZ w podgladzie na zywo nie sg widoczne ani nagrywane.
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Uwaga

Nie mozna uzywac funkcji PTZ, jesli w kamerze wtgczono kolejkowanie. Informacje kolejkowania oraz o
wigczaniu u wytaczaniu tej funkeji znajdujg sie w podreczniku uzytkownika kamery.

Aby doda¢ prepozycje:

1. Wybierz kolejno opcje Konfiguracja > Urzadzenia > Prepozycje PTZ i zaznacz kamere na liscie.

2. W kamerach z fizycznym mechanizmem PTZ uzyj elementdw sterowania PTZ, aby ustawi¢ widok kamery
w zgdanym pofozeniu. W kamerach z cyfrowym PTZ uzywaj kotka myszy do przyblizania widoku oraz
przeciggniecia go w zgdane pofozenie.

3. Kliknij przycisk Dodaj i nadaj nazw¢ nowemu predefiniowanemu ustawieniu.

4.  Kliknij przycisk OK.
Aby usunac prepozycje, zaznacz jg i kliknij przycisk Remove (Usun). Spowoduje to usuniecie prepozycji z
aplikacji AXIS Camera Station 5 i z kamery.

Zarzadzanie urzagdzeniami

Na stronie zarzgdzania urzadzeniami znajduja si¢ narzedzia do administracji urzgdzeniami potgczonymi z AXIS
Camera Station 5 i ich konserwacji.

Wybierz kolejno opcje Configuration > Devices > Management (Konfiguracja > Urzadzenia > Zarzadzanie), a
zostanie otwarta strona Manage Devices (Zarzadzaj urzagdzeniami).

Jezeli w sekeji Ustawienia aktualizacji oprogramowania sprzetowego, on page 112 skonfigurowano
automatyczne sprawdzanie dostepnosci nowych wersji oprogramowania sprz¢towego, pojawienie sie
aktualizacji bedzie powodowato wyswietlenie odpowiedniego tgcza. Kliknigcie tgcza rozpocznie proces
uaktualniania oprogramowania sprzgtowego. Patrz Aktualizuj oprogramowanie sprzetowe.

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Uaktualnianie wersji oprogramowania sprz¢towego

Jezeli w sekeji Aktualizuj AXIS Camera Station 5, on page 119 skonfigurowano automatyczne sprawdzanie
dostepnosci nowych wersji oprogramowania, pojawienie si¢ nowej wersji oprogramowania AXIS Camera Station

5 powoduje wyswietlenie 3cza. Kliknij to tacze, aby zainstalowa¢ nowg wersje oprogramowania AXIS Camera
Station 5.

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Instalowanie nowej wersji AXIS Camera Station 5

Zostanie wyswietlona lista urzagdzen dodanych do AXIS Camera Station 5. Za pomocg pola Type to search
(Wpisz, aby wyszukac) mozna odnalez¢ urzgdzenia znajdujgce sie na liscie. Aby ukry¢ lub wyswietlac¢ kolumny,
kliknij prawym przyciskiem myszy wiersz nagtdwka, a nastepnie wybierz kolumny, ktore majg by¢ wyswietlane.
Przeciggajac i upuszczajac nagtowki, mozna zmienic¢ kolejnos¢ wyswietlania kolumn.

Lista urzagdzen zawiera nastepujace informacje:
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Imie: Nazwa urzadzenia lub lista wszystkich nazw powigzanych kamer, jesli urzadzenie jest
wideoenkoderem z wieloma podtagczonymi kamerami lub kamerg sieciowg z wieloma zdefiniowanymi
obszarami obserwacji.

Adres MAC: Adres MAC urzadzenia.

Stan: Status urzadzenia.

OK: Standardowy stan ustanowionego potgczenia z urzadzeniem.
Konserwacja: Urzadzenie jest w trakcie konserwacji i w zwigzku z tym chwilowo niedostepne.
Niedostepne: Nie mozna nawigzac¢ pofgczenia z urzadzeniem.

Niedostepne pod wybrang nazwa hosta: Nie mozna nawigzac¢ pofgczenia z urzagdzeniem przy
uzyciu jego nazwy hosta.

Serwer jest niedostepny: Nie mozna nawigzac¢ potaczenia z serwerem, do ktorego jest
podfgczone urzadzenie.

Wprowadz hasto: Nie mozna nawigzac¢ potgczenia z urzgdzeniem, dopoki nie zostang
wprowadzone wazne poswiadczenia. Nalezy kliknac¢ t3cze i wpisa¢ prawidtowe poswiadczenia.
Jezeli urzadzenie obstuguje potaczenia szyfrowane, domysinie hasto zostanie wystane w postaci
zaszyfrowane;j.

Ustaw hasto: Konto i hasto uzytkownika gtdwnego nie zostaty skonfigurowane lub urzgdzenie
nadal korzysta z domysinego hasta. Kliknij tgcze, aby ustawi¢ hasto uzytkownika gtéwnego.

- Wpisz hasto lub kliknij przycisk Wygeneruj, aby automatycznie wygenerowac hasto o
maksymalnej dtugosci dozwolonej przez urzadzenie. Zalecamy wyswietlenie
automatycznego wygenerowanego hasta i utworzenie jego kopii.

- Zaznacz opcj¢ uzywania tego hasta na wszystkich urzadzeniach majgcych status Set
password (Ustaw hasto).

- Wybierz opcje Enable HTTPS (Wtacz HTTPS), aby wigczy¢ protokot HTTPS, jesli
urzadzenie je obstuguje.

Typ hastfa: niezaszyfrowane: Nie mozna nawigza¢ potaczenia z urzadzeniem, poniewaz
wczesniej faczono si¢ z nim przy uzyciu zaszyfrowanego hasfa. Ze wzgledow bezpieczenstwa
aplikacja AXIS Camera Station 5 nie pozwala na stosowanie niezaszyfrowanych haset w
przypadku urzadzen, dla ktérych wezesniej stosowano zaszyfrowane hasta. W przypadku
urzadzen obstugujgcych szyfrowanie typ potaczenia jest konfigurowany na stronie konfiguracji
urzadzenia.

Btad certyfikatu: Wystapit bfad z certyfikatem na urzadzeniu.
Certyfikat wkrotce wygasnie: Certyfikat na urzadzeniu niedtugo straci waznos¢.
Certyfikat wygast: Certyfikat na urzadzeniu stracit waznos¢.

Niezaufany certyfikat HTTPS: AXIS Camera Station 5 nie ufa certyfikatowi HTTPS dost¢pnemu
na urzadzeniu. Kliknij fgcze, aby wystawi¢ nowy certyfikat HTTPS.

Niepowodzenie HTTP: Nie mozna nawigzac¢ potgczenia z urzadzeniem przy uzyciu protokotu
HTTP.

Niepowodzenie HTTPS: Nie mozna nawigza¢ potaczenia z urzadzeniem przy uzyciu protokofu
HTTPS.

Potaczenia HTTP i HTTPS sie nie powiodty (polecenie ping lub potgczenie UDP dziata): Nie
mozna nawigzac¢ potgczenia z urzadzeniem przy uzyciu protokotu HTTP ani HTTPS. Urzadzenie
odpowiada na polecenia ping oraz komunikacje przy uzyciu protokotu User Datagram Protocol
(UDP).

Adres: Adres urzgdzenia. Kliknigecie tgcza spowoduje przejscie do strony konfiguracji urzadzenia. Widac
w nim adres IP lub nazwe hosta, w zaleznosci od tego, ktérej z tych informacji uzyto przy dodawaniu
urzadzenia. Patrz Karta Konfiguracja urzgdzenia, on page 66.

Nazwa hosta: Nazwa hosta urzadzenia, jesli jest dostepna. Kliknigcie fgcza spowoduje przejscie do
strony konfiguracji urzadzenia. Wyswietlana nazwa hosta jest w petni kwalifikowang nazwg domeny.
Patrz Karta Konfiguracja urzqdzenia, on page 66.
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Producent: Producent urzadzenia.
Model: Model urzadzenia.

Oprogramowanie sprzgtowe: Wersja oprogramowania sprzetowego aktualnie zainstalowanego na
urzadzeniu.

DHCP: Jesli urzadzenie taczy sie z serwerem za posrednictwem protokofu DHCP.

HTTPS: Status tgcznosci przez HTTPS w urzadzeniu. Informacje t¢ mozna sprawdzi¢ na stronie
Bezpieczeristwo, on page 64.

IEEE 802.1X: Status fgcznosci przez IEEE 802.1X w urzadzeniu. Informacje t¢ mozna sprawdzi¢ na
stronie Bezpieczeristwo, on page 64.

Serwer: Serwer AXIS Camera Station 5, z ktdrym taczy si¢ urzadzenie.
Tags (Znaczniki): (Ustawienie domysinie ukryte) Znaczniki dodane do urzadzenia.

UPnP Friendly Name (Przyjazna nazwa UPnP): (Ustawienie domyslnie ukryte) Nazwa UPnP. Jest to
nazwa opisowa uzywana w celu utatwienia identyfikacji urzadzenia.

Wobec urzgdzen mozna wykonywacé nast¢pujgce czynnosci:

Uwaga

Przypisywanie adresow IP do urzadzen. Patrz Przypisywanie adresu IP.

Ustawianie haset dostepu do urzadzen. Patrz Zarzqdzanie uzytkownikami.

Uaktualnianie oprogramowania sprzetowego urzadzen. Patrz Aktualizuj oprogramowanie sprzetowe.
Ustawianie daty i godziny na urzadzeniach. Patrz Ustawianie daty i godziny.

Uruchom ponownie urzadzenia.

Przywracanie ustawien w celu zresetowania wigkszosci ustawien, w tym haset, do fabrycznych wartosci
domysinych. Nie sg resetowane nastepujgce ustawienia: aplikacje przestane do kamery, protokot
uruchamiania (DHCP lub statyczny), statyczny adres IP, domysiny router, maska podsieci, czas
systemowy.

Aby zapobiec nieuprawnionemu dostepowi, stanowczo zalecamy ustawienie hasta po przywrdceniu
urzadzenia.

Jedli resetowane urzadzenie korzysta z pamieci masowej w chmurze, przejdz do obszaru Cloud storage
(Pamig¢ masowa w chmurze) na platformie My Systems i przed zresetowaniem urzadzenia wytgcz dla
niego pamie¢ masowg w chmurze. Po zresetowaniu urzadzenia uruchom ponownie ustuge na serwerze
AXIS Camera Station 5i wtgcz dla urzadzenia pamie¢ masowa w chmurze na platformie My Systems.
Zobacz Wtgczanie pamieci masowej w chmurze dla poszczegdinych kamer.

Instalowanie aplikacji do kamery na urzadzeniach. Patrz Instalowanie aplikacji do kamery.
Ponowne wczytywanie urzadzen po zmianie ich ustawien na stronie konfiguracji.
Konfigurowanie urzadzen. Patrz Konfiguruj urzqdzenia.

Zarzadzanie uzytkownikami. Patrz Zarzqgdzanie uzytkownikami.

Zarzadzanie certyfikatami. Patrz Bezpieczeristwo, on page 64.

Zbieranie danych z urzadzen. Patrz Zbieranie danych dotyczqcych urzgdzen.

Wybor miedzy uzywaniem adresu IP lub nazwy hosta. Patrz Pofgczenie, on page 65.
Oznaczanie urzadzen. Patrz Tagi.

Wprowadz dane uwierzytelniajgce urzagdzenia. Kliknij prawym przyciskiem myszy, wybierz kolejno
polecenia Zaawansowane > Wprowadz dane uwierzytelniajace urzagdzenia i wprowadz hasto dostepu
do urzadzenia.

Przejdz do karty konfiguracji urzadzenia i skonfiguruj urzadzenie. Patrz Karta Konfiguracja urzgdzenia,
on page 66.
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Przypisywanie adresu IP

AXIS Camera Station 5 moze przypisywac adresy IP do wielu urzagdzen. Nowe adresy IP moga by¢ pobierane
automatycznie z serwera DHCP lub przypisywane z puli adresow IP.

Przydzielanie adresow IP

1. Wybierz kolejno opcje Configuration > Devices > Management (Konfiguracja > Urzadzenia >
Zarzadzanie) i zaznacz urzadzenia, ktdre chcesz skonfigurowac.

2. Kliknij = lub kliknij prawym przyciskiem myszy i wybierz polecenie Assign IP address (Przydziel adres
IP).

3. Jezeli niektorych urzadzen nie mozna skonfigurowac, na przyktad wskutek braku dostepu do nich,
zostanie wyswietlone okno dialogowe Nieprawidtowe urzadzenia. Kliknij przycisk Kontynuuj, aby
poming¢ urzadzenia, ktérych nie mozna skonfigurowadc.

4. Jezeli wybrano jedno urzadzenie w celu przypisania adresu IP, kliknij przycisk Zaawansowane, co
spowoduje otwarcie strony Przypisz adres IP.

5. Zaznacz opcje Uzyskaj adresy IP automatycznie (DHCP), aby adresy IP byly pobierane automatycznie z
serwera DHCP.

6. Zaznacz opcje Przypisz nastepujacy zakres adresow IP, a nastepnie okre$l zakres adresow IP, maske
podsieci i domysiny router.
Aby okresli¢ zakres adresow IP:

- Uzywaj symboli wieloznacznych. Na przyktad: 192.168.0." lub 10.*.1.*

- Whpisz pierwszy i ostatni adres IP, rozdzielajgc je mysinikiem. Na przyktad: 192.168.0.10-
192.168.0.20 (ten zakres adreséw mozna skroci¢ do 192.168.0.10-20) czy 10.10-30.1.101

- tacz symbole wieloznaczne i zakres. Na przyktad: 10.10-30.1.*
- Do oddzielania zakreséw uzywaj przecinka. Na przyktad: 192.168.0.%,192.168.1.10-192.168.1.20

Uwaga
Przydzielanie zakresow adreséw IP wymaga potgczenia urzadzen z tym samym serwerem AXIS Camera
Station 5.

7. Kliknij przycisk Next (Dalej).

8. Obejrzyj obecne i nowe adresy IP. Aby zmieni¢ adres IP urzgdzenia, zaznacz urzadzenie i kliknij przycisk
Edytuj adres IP.

- Obecny adres IP, maska podsieci i domysiny router s3 wyswietlane w sekcji Biezgcy adres IP.
- Zmodyfikuj wartosci w sekcji Nowy adres IP i kliknij przycisk OK.

9. Po wpisaniu poprawnych nowych adresow IP kliknij przycisk Zakoncz.
Konfiguruj urzadzenia

Niektore ustawienia mozna skonfigurowaé na wielu urzadzeniach jednoczesnie, kopiujac ustawienia lub stosujac
plik konfiguracji.

Uwaga
Aby skonfigurowa¢ wszystkie ustawienia na jednym urzadzeniu, przejdz do jego strony konfiguracyjnej. Patrz
Karta Konfiguracjo urzgdzenia, on page 66.

* Informacje na temat konfigurowania urzadzen: Metody konfigurowania.
® Informacje na temat tworzenia pliku konfiguracyjnego: Utwdrz plik konfiguracyjny.

® Informacje na temat ustawien, ktdre mozna kopiowac: Ustawienia konfiguracyjne.
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Metody konfigurowania

Istniejg rozne metody konfigurowania urzgdzen. Narzedzie zarzgdzania urzadzeniami AXIS Device Manager
probuje konfigurowac wszystkie urzgdzenia odpowiednio do ustawien objetych kazdg metoda. Patrz Konfiguruj
urzqdzenia.

Uzywanie konfiguracji wybranego urzadzenia

Uwaga
Ta metoda jest dostepna tylko przy konfigurowaniu jednego urzadzenia i polega na wykorzystaniu wybranych
lub wszystkich istniejgcych ustawien.

1. Przejdz do menu Configuration > Devices > Management (Konfiguracja > Urzadzenia > Zarzadzanie).

2. Kliknij jedno urzadzenie prawym przyciskiem myszy i wybierz kolejno opcje Configure Devices >
Configure (Konfiguruj urzadzenia > Konfiguruj).

3. Zaznacz ustawienia, ktore cheesz zastosowac. Patrz Ustawienia konfiguracyjne, on page 59.
4.  Kliknij przycisk Dalej, aby zweryfikowac ustawienia przewidziane do zastosowania.
5. Kliknij przycisk Zakoncz, aby zastosowa¢ ustawienia do urzadzenia.

Kopiowanie konfiguracji z innego urzadzenia

1. Przejdz do menu Configuration > Devices > Management (Konfiguracja > Urzadzenia > Zarzadzanie).

2. Kliknij urzadzenia prawym przyciskiem myszy i wybierz kolejno opcje Configure Devices > Configure
(Konfiguruj urzadzenia > Konfiguruj). Mozna wybiera¢ urzadzenia o réznych nazwach modelowych i
oprogramowaniu sprzetowym.

3. Kliknij przycisk Urzgdzenie, aby wyswietli¢ urzgdzenia z konfiguracjami mozliwymi do wykorzystania na
innych urzadzeniach.

4. Zaznacz urzadzenie, z ktdrego chcesz skopiowa¢ ustawienia, i kliknij przycisk OK.

5. Zaznacz ustawienia, ktdre chcesz zastosowac. Patrz Ustawienia konfiguracyjne, on page 59.

6. Kliknij przycisk Dalej, aby zweryfikowac¢ ustawienia przewidziane do zastosowania.

7. Kliknij przycisk Zakoncz, aby zastosowac¢ ustawienia do urzadzen.
Uzywanie pliku konfiguracyjnego
Plik konfiguracyjny zawiera ustawienia z jednego urzgdzenia. Mozna go uzy¢ do jednoczesnego skonfigurowania
wielu urzadzen i ponownego skonfigurowania urzadzenia, na przykfad w razie przywrdcenia ustawien
fabrycznych na urzgdzeniu. Plik konfiguracyjny utworzony na podstawie urzadzenia mozna zastosowac do

urzadzen o roznych nazwach modelowych i wersjach oprogramowania sprz¢towego, nawet jesli niektore
ustawienia nie wystepuja na wszystkich urzadzeniach.

Jezeli niektore ustawienia nie istniejg lub nie mozna ich zastosowad, stan zadania bedzie wyswietlany jako Error
(Btad) na karcie Tasks (Zadania) u dotu okna klienta AXIS Camera Station 5. Kliknij zadanie prawym przyciskiem
myszy i wybierz polecenie Pokaz, a zostang wyswietlone informacje o ustawieniach, ktérych nie mozna byto
zastosowac.

Uwaga
Tej metody powinni uzywac tylko doswiadczeni uzytkownicy.
1. Przejdz do menu Configuration > Devices > Management (Konfiguracja > Urzadzenia > Zarzadzanie).

2. Kliknij urzadzenia prawym przyciskiem myszy i wybierz kolejno opcje Configure Devices > Configure
(Konfiguruj urzadzenia > Konfiguruj).

3. Kliknij przycisk Plik konfiguracyjny, aby przejs¢ do pliku konfiguracyjnego. Informacje na temat
tworzenia pliku konfiguracyjnego: Utwdrz plik konfiguracyjny, on page 59.

4. Przejdz do pliku .cfg i kliknij przycisk Otworz.
5. Kliknij przycisk Dalej, aby zweryfikowac¢ ustawienia przewidziane do zastosowania.

6. Kliknij przycisk Zakoncz, aby zastosowac¢ ustawienia do urzadzen.
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Utworz plik konfiguracyjny

Plik konfiguracyjny zawiera ustawienia z jednego urzadzenia. Ustawienia te mozna zastosowac do innych
urzadzen. Aby uzyska¢ wiecej informacji o uzywaniu pliku konfiguracyjnego, patrz Metody konfigurowania.

Wyswietlane ustawienia to ustawienia urzadzenia, do ktérych mozna uzyskac dostep za pomocg narzedzia
zarzadzania urzgdzeniami AXIS Device Manager. Aby odszuka¢ konkretne ustawienie, skorzystaj z pola Wpisz,
aby wyszukac.

Aby utworzy¢ plik konfiguracyjny:
1. Przejdz do menu Configuration > Devices > Management (Konfiguracja > Urzadzenia > Zarzadzanie).

2. Zaznacz urzadzenie, na bazie ktdrego chcesz utworzy¢ plik konfiguracyjny.

3. Kliknij prawym przyciskiem myszy i wybierz kolejno opcje Konfiguruj urzadzenia > Utwdrz plik
konfiguracyjny.

4. Zaznacz ustawienia, ktore chcesz dodac do pliku, i w razie potrzeby zmien ich wartosci. Patrz Ustawienia
konfiguracyjne.

5. Kliknij przycisk Dalej, aby sprawdzi¢ ustawienia.
6. Kliknij przycisk Zakoncz, aby utworzy¢ plik konfiguracyjny.

7. Kliknij przycisk Zapisz, aby zapisa¢ ustawienia w pliku .cfg.
Ustawienia konfiguracyjne

Podczas konfigurowania urzadzen mozna ustawia¢ parametry, requty akcji i dodatkowe ustawienia urzadzen.
Parametry

Parametry to wewnetrzne parametry urzagdzen, ktdre stuzg do kontrolowania zachowania urzadzen. Ogdlne
informacje o parametrach znajduja si¢ w Podreczniku uzytkownika produktu w witrynie www.axis.com.

Uwaga
®  Parametry powinny modyfikowa¢ tylko doswiadczeni uzytkownicy.

® Nie wszystkie parametry urzadzen s dostepne w narzedziu zarzadzania urzgdzeniami AXIS Device
Manager.

W niektorych polach tekstowych mozna wstawia¢ zmienne. Zmienne zostang zastgpione tekstem przed ich
zastosowaniem do urzadzenia. Aby wstawic¢ zmienng, kliknij pole tekstowe prawym przyciskiem myszy i wybierz
polecenie:

*  Wstaw numer seryjny urzadzenia: Ta zmienna zostanie zastagpiona numerem seryjnym urzadzenia, do
ktérego zastosowano plik konfiguracyjny.

* Wprowadz nazwe urzadzenia: Ta zmienna zostanie zastgpiona nazwg urzadzenia uzywang podczas
stosowania pliku konfiguracyjnego. Nazwe urzagdzenia mozna znalez¢ w kolumnie Nazwa na stronie
Zarzadzanie urzgdzeniami. Aby zmieni¢ nazwe urzgdzenia, przejdz do strony Kamery lub Inne
urzadzenia.

*  Wprowadz nazwg serwera: Ta zmienna zostanie zastgpiona nazwg serwera uzywang podczas
stosowania pliku konfiguracyjnego. Nazwe serwera mozna znalez¢ w kolumnie Serwer na stronie
Zarzadzanie urzadzeniami. Aby zmieni¢ nazwe serwera, przejdz do aplikacji AXIS Camera Station 5
Service Control.

* Wprowadz strefe czasowg serwera: Ta zmienna zostanie zastapiona strefg czasowg POSIX serwera
uzywang podczas stosowania pliku konfiguracyjnego. Tej zmiennej mozna uzywac¢ w potaczeniu z
parametrem strefy czasowej POSIX w celu ustawienia prawidtowej strefy czasowej dla wszystkich
urzadzen w sieci, ktore uzywajg serwerdw zlokalizowanych w réznych strefach czasowych.

Reguty akcji

Reguty akcji mozna kopiowa¢ miedzy urzadzeniami. Reqguty akcji powinni modyfikowa¢ tylko doswiadczeni
uzytkownicy. Ogélne informacje o regutach akcji: Regufy akcji.
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Ustawienia dodatkowe

®  Profile strumieni: Profil strumienia to wstepnie zaprogramowany profil konfiguracyjny podgladu na
Zywo zawierajgcy ustawienia kodowania wideo, nieruchomego obrazu i dzwigku. Profile strumieni
mozna kopiowa¢ miedzy urzagdzeniami.

®  Okna detekcji ruchu: Okna detekcji ruchu stuzg do definiowania konkretnych obszaréw wewnatrz pola
widzenia kamery. Zazwyczaj alarmy s generowane po kazdym stwierdzeniu ruchu (lub zatrzymaniu sie)
obiektu wewnatrz wyznaczonych obszaréw. Okna detekeji ruchu mozna kopiowa¢ migdzy urzagdzeniami.

Zarzadzanie uzytkownikami

Wybierz kolejno opcje Configuration > Devices > Management (Konfiguracja > Urzadzenia > Zarzadzanie).
Zostanie wyswietlona strona Manage Devices (Zarzadzaj urzgdzeniami), na ktérej mozna zarzgdzac
uzytkownikami urzadzen.

Po ustawieniu hasta lub usunieciu uzytkownikdw z urzadzen uzytkownicy nieobecni na wszystkich urzadzeniach

bedg oznaczeni symbolem . Kazdy uzytkownik wystepujacy na roznych urzgdzeniach pod réznymi rolami
bedzie wyswietlany tylko raz.

Uwaga

Konta sg powigzane z konkretnymi urzgdzeniami, a nie kontami uzytkownikow AXIS Camera Station 5.
Ustaw hasto
Uwaga

®  Urzadzenia z oprogramowaniem sprz¢towym w wersji 5.20 i nowszych obstugujg hasta 64-znakowe.

Urzadzenia ze starszymi wersjami oprogramowania sprzetowego obstugujg hasta 8-znakowe. Zalecamy,
aby na urzadzeniach ze starszymi wersjami oprogramowania sprzetowego hasta ustawia¢ osobno.

® W przypadku ustawiania hasta na wielu urzadzeniach obstugujacych hasta o réznych dfugosciach hasto
nie moze przekroczy¢ najkrétszej obstugiwanej dtugosci.

* Aby zapobiec nieuprawnionemu dostepowi i zwigkszy¢ bezpieczenstwo, zalecamy zabezpieczenie hastem
wszystkich urzadzen dodanych do aplikacji AXIS Camera Station 5.

W hastach mozna uzywa¢ nastepujacych znakéw:
e litery A-Z, a-z
e cyfry 0-9
e spacja, przecinek (,), kropka (.), dwukropek (:), srednik (;)
o L"#%.%¢&" (+%-)l<>=2L\"-"{|l~@]l}

Aby ustawi¢ hasto dla uzytkownikow na urzadzeniach:

1. Wybierz kolejno opcje Configuration > Devices > Management > Manage devices (Konfiguracja >
Urzadzenia > Zarzadzanie > Zarzadzaj urzgdzeniami).

2. Zaznacz urzadzenia i kliknij 0 Mozna réwniez klikng¢ urzadzenia prawym przyciskiem myszy i wybra¢
kolejno opcje User Management > Set password (Zarzadzanie uzytkownikami > Ustaw hasto).
3. Wybierz uzytkownika.
4, Wpisz hasto lub kliknij przycisk Generate (Wygeneruj) i utworz silne hasto.
5. Kliknij przycisk OK.
Dodaj uzytkownika
Aby dodac¢ uzytkownikéw lokalnych lub Active Directory do AXIS Camera Station 5:

1. Wybierz kolejno opcje Configuration > Devices > Management > Manage devices (Konfiguracja >
Urzadzenia > Zarzadzanie > Zarzadzaj urzgdzeniami).
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2. Kliknij prawym przyciskiem myszy urzadzenie i wybierz kolejno opcje User Management > Add user
(Zarzadzanie uzytkownikami > Dodaj uzytkownika).

3. Wprowadz nazwe uzytkownika i hasto, a nastepnie potwierdz hasto. Lista dozwolonych znakéw znajduje
sie powyzej w sekcji ,Ustawianie hasta".

4. W polu Rola z listy rozwijanej wybierz uprawnienia dost¢pu uzytkownika:
- Administrator: nieograniczony dostep do urzadzenia.
- Operator: dostep do strumienia wideo, zdarzen i wszystkich ustawien oprocz opcji systemowych.
- Viewer (Dozorca): dostep do strumienia wideo.

5. Zaznacz opcje Wiacz kontrole PTZ, aby pozwoli¢ uzytkownikowi na obracanie, przechylanie i
powiekszanie/zmniejszanie w podglgdzie na zywo.

6. Kliknij przycisk OK.
Usun uzytkownika
Aby usung¢ uzytkownikéw z urzadzen:

1. Wybierz kolejno opcje Configuration > Devices > Management > Manage devices (Konfiguracja >
Urzadzenia > Zarzadzanie > Zarzadzaj urzadzeniami).

2. Kliknij prawym przyciskiem myszy urzadzenie i wybierz kolejno opcje User Management > Remove user
(Zarzadzanie uzytkownikami > Usun uzytkownika).

3. W polu Uzytkownik z listy rozwijanej wybierz uzytkownika, ktérego chcesz usungc¢.
4. Kliknij przycisk OK.
Wyswietlanie uzytkownikow
Aby wyswietli¢ liste wszystkich uzytkownikow urzgdzen wraz z posiadanymi uprawnieniami dostepu:

1. Wybierz kolejno opcje Configuration > Devices > Management > Manage devices (Konfiguracja >
Urzadzenia > Zarzadzanie > Zarzadzaj urzadzeniami).

2. Kliknij prawym przyciskiem myszy urzadzenie i wybierz kolejno opcje User Management > List users
(Zarzadzanie uzytkownikami > Wyswietl uzytkownikow).

3. Za pomocg pola Wpisz, aby wyszukaé odszukaj konkretnych uzytkownikéw sposrod figurujacych na
liscie.

Aktualizuj oprogramowanie sprz¢towe

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Oprogramowanie sprz¢towe okresla funkcje dostepne w produkcie Axis. Instalowanie najnowszego
oprogramowania sprzetowego daje pewnos¢, iz urzagdzenie zawsze bedzie miato najnowsze funkcje i ulepszenia.

Nowe oprogramowanie sprzetowe mozna pobra¢ za pomocg aplikacji AXIS Camera Station 5 lub zaimportowac z
pliku umieszczonego na dysku twardym lub karcie pamieci. Wersje oprogramowania sprzetowego dostepne do
pobrania sg wyswietlane z dopiskiem (Download) (pobierz) po numerze wersji. Wersje oprogramowania
sprzg¢towego dostepne na lokalnym kliencie s3 wyswietlane z dopiskiem (plik) po numerze wersji.

Podczas uaktualniania oprogramowania sprzetowego mozna wybra¢ sposob przeprowadzenia procesu:

e Standardowy: Uaktualnianie do wybranej wersji oprogramowania sprzetowego i zachowanie
istniejgcych wartosci ustawien.
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e Ustawienia fabryczne: Uaktualnianie do wybranej wersji oprogramowania sprzetowego i przywracanie
domysinych wartosci fabrycznych we wszystkich ustawieniach.

Aby uaktualni¢ oprogramowanie sprzetowe:

1. Wybierz kolejno opcje Configuration > Devices > Management (Konfiguracja > Urzadzenia >
Zarzadzanie) i zaznacz urzadzenia, ktdre chcesz skonfigurowac.

.
2. Kliknij /= lub kliknij prawym przyciskiem myszy i wybierz polecenie Upgrade firmware (Aktualizuj
oprogramowanie sprzetowe).
3. Jezeli niektorych urzadzen nie mozna skonfigurowac, na przyktad wskutek braku dostepu do nich,

zostanie wyswietlone okno dialogowe Nieprawidtowe urzgdzenia. Kliknij przycisk Kontynuuj, aby
poming¢ urzadzenia, ktorych nie mozna skonfigurowac.

4. W trakcie uaktualniania oprogramowania sprzetowego urzgdzenie jest niedostepne. Kliknij przycisk Tak,
aby kontynuowac. Jesli komunikat jest Ci znany i nie chcesz, aby si¢ wigecej pojawiat, zaznacz opcje Nie
wyswietlaj ponownie tego okna dialogowego i kliknij przycisk Tak.

5. Okno dialogowe Aktualizuj oprogramowanie sprzetowe zawiera informacje takie jak model urzadzenia,
liczba urzadzen kazdego modelu, istniejgca wersja oprogramowania sprzetowego, dostepne wersje, do
ktorych mozna uaktualni¢, oraz rodzaj uaktualnienia. Domysinie urzgdzenia wymienione na liscie sa

wstepnie zaznaczane, gdy pojawig si¢ nowe wersje oprogramowania sprz¢towego do pobrania.
Najnowsze oprogramowanie jest wstepnie wybrane dla kazdego urzadzenia.

5.1. Aby zaktualizowac¢ liste wersji oprogramowania sprz¢towego mozliwych do pobrania, kliknij
przycisk Sprawdz dostgpnos¢ aktualizacji. Aby wyszuka¢ jeden lub wiecej plikow
oprogramowania sprz¢towego zapisanych na lokalnym kliencie, kliknij przycisk Przeglgdaj.

5.2.  Zaznacz urzadzenia, wersje oprogramowania sprzetowego, ktére chcesz uaktualni¢, i typ
aktualizacji.

5.3. Kliknij przycisk OK, aby rozpocza¢ aktualizowanie urzadzen figurujgcych na liscie.

Uwaga
Domyslnie aktualizacje oprogramowania sprz¢towego odbywajg si¢ na wszystkich zaznaczonych
urzadzeniach rownoczesnie. Kolejnos¢ uaktualniania mozna zmienié. Patrz Ustawienia aktualizacji
oprogramowania sprzetowego.

Ustawianie daty i godziny

Ustawienia daty i godziny urzadzen Axis mogg by¢ zsynchronizowane z czasem serwera, serwerem NTP lub
ustawiane recznie.

Aby ustawi¢ date i czas na urzadzeniach:

1. Przejdz do menu Configuration > Devices > Management (Konfiguracja > Urzadzenia > Zarzadzanie).
2. Zaznacz urzadzenie i kliknij przycisk lub kliknij prawym przyciskiem myszy i wybierz polecenie Set
date and time (Ustaw date¢ i godzing).

3. Pole Czas urzadzenia pokazuje aktualng date i godzing skonfigurowane dla uzywanego urzadzenia Axis.
W przypadku zaznaczenia kilku urzadzen opcja Czas urzadzenia jest niedostepna.

4.  Wybieranie strefy czasowe;j.

- Z listy rozwijanej Strefa czasowa wybierz strefe czasowg, ktérej chcesz uzywac dla produktu
Axis.

- Jezeli urzadzenie jest uzytkowane w miejscu, w ktorym stosuje sie zmiany czasu na letni i
zimowy, zaznacz opcj¢ Automatycznie dostosuj do zmiany czasu letniego.

Uwaga
Strefe czasowg mozna ustawi¢ po wybraniu trybu wyswietlania czasu Synchronizuj z serwerem NTP lub
Ustaw recznie.

5. W sekcji Tryb wyswietlania czasu:
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- Kliknij opcje Synchronize with server computer time (Synchronizuj z czasem serwera), aby
zsynchronizowa¢ date i godzing produktu z zegarem serwera, tzn. z komputerem, na ktérym jest
zainstalowany serwer AXIS Camera Station 5.

- Kliknij opcje Synchronize with NTP server (Synchronizuj z serwerem NTP), aby data i godzina
urzadzenia byty synchronizowane z serwerem NTP. W podanym polu wpisz adres IP, adres DNS
lub nazwe hosta serwera NTP.

- Zaznacz opcje Ustaw recznie, aby recznie ustawic date i godzine.
6. Kliknij przycisk OK.

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Ustawianie daty i godziny

Instalowanie aplikacji do kamery

Aplikacja do kamery to oprogramowanie, ktére mozna wczytywac i instalowa¢ w produktach Axis do sieciowego
dozoru wizyjnego. Aplikacje poszerzajg funkcjonalnos¢ urzadzenia, na przykfad o wykrywanie, rozpoznawanie,
Sledzenie i zliczanie.

Niektore aplikacje mozna instalowaé bezposrednio z AXIS Camera Station 5. Inne aplikacje nalezy najpierw
pobra¢ ze strony www.axis.com/global/en/products/analytics-and-other-applications albo z witryny aplikacji
udostepnionej przez jej producenta.

Aplikacje mozna instalowa¢ na urzqdzenlach obs’rugujqcych rozwwlzanle AXIS Camera Application Platform.
Niektore aplikacje wymagajg réwniez okreslonej wersji oprogramowania sprzetowego lub modelu kamery.

Jezeli aplikacja wymaga licencji, plik klucza licencyjnego mozna zainstalowac rownolegle z aplikacjg albo
pozniej, z poziomu strony konfiguracyjnej urzadzenia.

W celu uzyskania klucza licencyjnego nalezy przejs¢ do strony www.axis.com/se/sv/products/camera-
applications/license-key-registration#/registration i zarejestrowac¢ tam kod licencyjny dotgczony do aplikacji.

Jezeli nie udaje si¢ zainstalowa¢ aplikacji, przejdz do witryny www.axis.com i sprawdz, czy model urzgdzenia
oraz wersja oprogramowania sprzetowego obstugujg rozwigzanie AXIS Camera Application Platform.

Dostepne aplikacje do kamery:

AXIS Video Motion Detection 4 - Aplikacja, ktora wykrywa poruszajace si¢ obiekty w obszarze
zainteresowania. Nie wymaga zadnej licencji. Mozna jg instalowa¢ w kamerach z oprogramowaniem
sprzetowym w wersji 6.50. Warto rowniez sprawdzi¢ w informacjach o wersji oprogramowania sprzetowego
produktu, czy obstuguje on oprogramowanie do wizyjnej detekeji ruchu Video Motion Detection w wersji 4.

AXIS Video Motion Detection 2 - Aplikacja, ktora wykrywa poruszajace sie obiekty w obszarze
zainteresowania. Nie wymaga zadnej licencji. Mozna jg instalowa¢ w kamerach z oprogramowaniem
sprzetowym w wersji 5.60.

AXIS Video Content Stream - Aplikacja, ktora umozliwia kamerom Axis wysytanie danych funkcji sledzenia
ruchomych obiektéow do AXIS Camera Station 5. Mozna jg instalowa¢ w kamerach z oprogramowaniem
sprzetowym w wersjach od 5.50 do 9.59. Aplikacja AXIS Video Content Stream moze by¢ uzywana tylko w
potaczeniu z AXIS Camera Station 5.

Inne aplikacje - Wszelkie inne aplikacje, ktore uzytkownik chce zainstalowac. Przed rozpoczeciem instalacji
nalezy pobra¢ aplikacje do lokalnego komputera.

Aby instalowac aplikacje do kamery:
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Uwaga

Przejdz do menu Configuration > Devices > Management (Konfiguracja > Urzadzenia > Zarzadzanie).

Zaznacz kamery, na ktérych chcesz zainstalowac aplikacje. Kliknij :" lub kliknij prawym przyciskiem
myszy i wybierz polecenie Install camera application (Zainstaluj aplikacje do kamery).

Zaznacz aplikacje do kamery, ktorg chcesz zainstalowa¢ w kamerach. Jezeli chcesz zainstalowa¢ inne
aplikacje, kliknij przycisk Browse (Przegladaj) i przejdz do lokalnego pliku aplikacji. Kliknij przycisk Next
(Dalej).

Jezeli aplikacja jest juz zainstalowana, mozna wybra¢ opcje Zezwalaj na nadpisanie aplikacji i
przeinstalowac¢ aplikacje lub opcje Zezwalaj na obnizenie wersji aplikacji i zainstalowac poprzednia
wersje aplikacji.

Obnizenie wersji lub nadpisanie aplikacji spowoduje zresetowanie ustawien aplikacji na urzgdzeniu.

5.

Uwaga

Jezeli aplikacja wymaga licencji, zostanie wyswietlone okno dialogowe Install licenses (Zainstaluj

licencje).

5.1.  Kliknij przycisk Yes (Tak), aby rozpocza¢ instalowanie licencji, a nastepnie kliknij przycisk Next
(Dalej).

5.2.  Kliknij przycisk Browse (Przegladaj), przejdz do pliku licencji i kliknij przycisk Next (Dalej).

Licencje nie sg potrzebne do zainstalowania aplikacji AXIS Video Motion Detection 2, AXIS Video Motion
Detection 4 ani AXIS Video Content Stream.

6.

Przejrzyj informacje i kliknij przycisk Finish (Zakoncz). Status kamery zmieni sie z OK na
Maintenance (Konserwacja), a po zakonczeniu instalacji z powrotem na OX.

Bezpieczenstwo

Gdy witgczysz HTTPS lub IEE 802.1X, urzad certyfikacji (certificate authority, CA) AXIS Camera Station 5
automatycznie podpisuje oraz dystrybuuje certyfikaty klientow i serweréw dla urzadzen. CA ignoruje wstepnie
zainstalowane certyfikaty. Informacje na temat konfigurowania certyfikatow: Certyfikaty, on page 131.

Zarzadzanie certyfikatami HTTPS i |IEEE 802.1X

Uwaga

Przed wtaczeniem protokofu IEEE 802.1X upewnij si¢, ze czas na urzadzeniach Axis jest zsynchronizowany w
AXIS Camera Station 5.

1.
2.

Uwaga

Przejdz do menu Configuration > Devices > Management (Konfiguracja > Urzadzenia > Zarzadzanie).

Kliknij urzgdzenia prawym przyciskiem myszy:
- Wybierz kolejno opcje Zabezpieczenia > HTTPS > Wiacz/Aktualizuj, aby wigczy¢ obstuge
protokofu HTTPS lub zaktualizowa¢ jego ustawienia na urzgdzeniu.

- Wybierz kolejno opcje Zabezpieczenia > IEEE 802.1X > Wigcz/Aktualizuj, aby wigczyc obstuge
protokotu IEEE 802.1X lub zaktualizowa¢ jego ustawienia na urzadzeniu.

- Wybierz kolejno opcje Security > HTTPS > Disable (Zabezpieczenia > HTTPS > Wylacz), aby
wytgczy¢ obstuge protokotu HTTPS na urzadzeniu.

- Wybierz kolejno opcje Security > IEEE 802.1X > Disable (Zabezpieczenia > |IEEE 802.1X >
Wytacz), aby wytaczy¢ obstuge protokotu IEEE 802.1X na urzadzeniach.

- Wybierz Certificates... (Certyfikaty...), aby uzyskac podglad, usung¢ certyfikaty lub zobaczyé¢
szczegotowe informacje o konkretnym certyfikacie.

Gdy ten sam certyfikat zostanie zainstalowany na kilku urzagdzeniach, bedzie wyswietlany tylko jako jeden
element. Usunigcie certyfikatu spowoduje wykasowanie go ze wszystkich urzgdzen, na ktorych jest
zainstalowany.

Status protokotow HTTPS i IEEE 802.1X
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Na stronie Zarzadzanie urzagdzeniami jest wyswietlany status protokotéw HTTPS i [EEE 802.1X.

Status Opis
HTTPS Wt. AXIS Camera Station 5 uzywa protokotu HTTPS do tgczenia
sie z urzadzeniem.
Wit. AXIS Camera Station 5 uzywa protokotu HTTP do fgczenia
sie z urzagdzeniem.
Nieznany Urzadzenie jest nieosiggalne.
Nieobstugiwane Protokot HTTPS nie jest obstugiwany, poniewaz
oprogramowanie ukfadowe oprogramowanie sprz¢towe jest za stare.
Nieobstugiwane urzgdzenie Protokét HTTPS nie jest obstugiwany na tym modelu
urzadzenia.
IEEE 802.1X Wtaczone Obstuga protokotu IEEE 802.1X jest aktywna w urzgdzeniu.
Wytaczone Obstuga protokotu IEEE 802.1X nie jest aktywna, ale mozna
ja w kazdej chwili wigczy¢ na urzadzeniu.
Nieobstugiwane Protokdt IEEE 802.1X nie jest obstugiwany, poniewaz
oprogramowanie uktadowe oprogramowanie sprz¢towe jest za stare.
Nieobstugiwane urzgdzenie Protokot IEEE 802.1X nie jest obstugiwany na tym modelu
urzadzenia.

Zbieranie danych dotyczacych urzadzen

Ta opcja jest zazwyczaj uzywana do rozwigzywania problemow. Za jej pomoca mozna wygenerowac plik .zip
zawierajgcy raport o gromadzeniu danych z okreslonej lokalizacji na urzgdzeniach.

Aby zebra¢ dane z urzadzen:

1. Przejdz do menu Configuration > Devices > Management (Konfiguracja > Urzadzenia > Zarzadzanie).
2. Kliknij urzadzenie prawym przyciskiem myszy i wybierz polecenie Zbierz dane urzadzenia.
3. W sekgji Zrodta danych w wybranych urzadzeniach:

- Kliknij opcje Prepozycja i wybierz z listy rozwijanej zgdane czg¢sto uzywane polecenie.

Uwaga
Niektore predefiniowane ustawienia nie dziatajg na wszystkich urzadzeniach. Na przykfad opcja Stan PTZ nie
dziata na urzadzeniach audio.

- Kliknij przycisk Niestandardowe i podaj Sciezk¢ URL do zrddta na wybranych serwerach, z
ktorego sg zbierane dane.

4. W sekeji Zapisz jako podaj nazwe pliku i lokalizacje folderu dla pliku .zip majgcego zawiera¢ zebrane
dane.

5. Zaznacz opcje Automatycznie otworz folder po przygotowaniu, aby po zakonczeniu zbierania danych
wskazany folder zostat otwarty.

6. Kliknij przycisk OK.
Potaczenie

Aby komunikowac sie z urzgdzeniami przy uzyciu adresu IP lub nazwy hosta:

1. Przejdz do menu Configuration > Devices > Management (Konfiguracja > Urzgdzenia > Zarzgdzanie).

2. Zaznacz urzadzenia, kliknij prawym przyciskiem myszy i wybierz polecenie Pofaczenie.
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- Aby sie t3czy¢ z urzadzeniami przy uzyciu adresu IP, wybierz polecenie Uzyj adresu IP.

- Aby sie t3czy¢ sie z urzgdzeniami przy uzyciu nazwy hosta, wybierz polecenie Uzyj nazwy hosta.
Tagi

Znaczniki stuzg do sortowania urzadzen na stronie Zarzgdzanie urzgdzeniami. Jedno urzagdzenie moze mie¢ wiele
znacznikow.

Urzadzenia mogg by¢ na przyktad tagowane wedtug kryterium modelu lub lokalizacji. Na przyktad znakowanie
urzadzen wedtug modelu kamery pozwala szybko odnalez¢ wszystkie kamery o tym modelu i zaktualizowa¢ na
nich oprogramowanie.

Aby oznakowac urzgdzenie:

1. Przejdz do menu Configuration > Devices > Management (Konfiguracja > Urzadzenia > Zarzadzanie).
2. Kliknij urzadzenie prawym przyciskiem myszy i wybierz polecenie Oznacz urzadzenia.

3. Zaznacz opcje Uzyj istniejgcego znacznika i wybierz znacznik lub opcje Utwoérz nowy znacznik i nadaj
nazwe nowemu znacznikowi.

4. Kliknij przycisk OK.
Aby usung¢ znacznik z urzadzenia:
1. Wybierz kolejno Configuration (Konfiguracja) > Devices (Urzadzenia) > Management (Zarzadzanie) i
w prawym gornym rogu kliknij @

2. W folderze Znaczniki wybierz znacznik. Zostang wyswietlone wszystkie urzgdzenia skojarzone z tym
znacznikiem.

3. Zaznacz urzadzenia. Kliknij prawym przyciskiem myszy i wybierz polecenie Usun oznaczenie urzadzen.
4. Kliknij przycisk OK.
Aby zarzadza¢ znacznikami:
1. Wybierz kolejno Configuration (Konfiguracja) > Devices (Urzadzenia) > Management (Zarzadzanie) i
w prawym gornym rogu kliknij @
2. Na stronie Znaczniki urzadzenia:

- Kliknij prawym przyciskiem myszy pozycje Znaczniki i wybierz polecenie Nowy znacznik, aby
utworzy¢ znacznik.

- Kliknij znacznik prawym przyciskiem myszy, wybierz polecenie Zmien nazwe znacznika i
wprowadz nowg nazwe, ktéra ma by¢ stosowana do znacznika.

- Kliknij znacznik prawym przyciskiem myszy i wybierz polecenie Usun, aby usungé znacznik.

- Kliknij !‘ aby przypia¢ strone Device tags (Znaczniki urzadzenia).

- Kliknij znacznik, aby wyswietli¢ wszystkie powigzane z nim urzadzenia, lub kliknij przycisk All
devices (Wszystkie urzadzenia), aby wyswietli¢ wszystkie urzgdzenia potgczone z aplikacjg AXIS
Camera Station 5.

- Kliknij przycisk Warnings/Errors (Ostrzezenia/btedy), a zostang wyswietlone urzadzenia
wymagajgce uwagi, na przyktad takie, do ktérych nie mozna uzyskac dostepu.

Karta Konfiguracja urzadzenia

Aby skonfigurowa¢ wszystkie ustawienia na jednym urzadzeniu:

1. Przejdz do menu Configuration > Devices > Management (Konfiguracja > Urzadzenia > Zarzadzanie).
2. Kliknij adres lub nazwe hosta urzadzenia, aby przejs¢ do karty jego konfiguracji.

3. Zmien ustawienia. Informacje o konfigurowaniu urzadzenia znajdujg si¢ w jego instrukcji obstugi.
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4. Zamknij karte. Ustawienia urzadzenia zostang wczytane ponownie, co zagwarantuje zaimplementowanie
zmian w aplikacji AXIS Camera Station 5.

Ograniczenia

® Automatyczne uwierzytelnianie urzadzen innych producentéw nie jest obstugiwane.

® Axis nie jest w stanie zagwarantowa¢ ogolnego wsparcia technicznego dla urzagdzen innych
producentow.

® Otwarcie karty Konfiguracja urzadzenia przy aktywnych strumieniach wideo powoduje wzrost
obcigzenia zasobow komputerowych i moze spowolni¢ dziatanie serwera.

Zewngtrzne zrodta danych

Zewnetrzne zrodto danych to system lub zrodto danych generujgce dane, na podstawie ktdrych mozna wysledzic¢
okolicznosci towarzyszace kazdemu zdarzeniu. Patrz Wyszukiwanie danych, on page 37.

Wybierz kolejno opcje Konfiguracja > Urzadzenia > Zewngtrzne zrodta danych. Zostanie wyswietlona lista
zewnetrznych zrddet danych. Kliknigcie nagtowka kolumny umozliwi posortowanie zawartosci.

Element Opis

Nazwa Nazwa zewnetrznego zrédta danych.

Klucz zrédtowy Unikatowy identyfikator zewnetrznego zrodta danych.

Wyswietl Widok, z ktérym jest powigzane zewnetrzne zrodto
danych.

Serwer Serwer, z ktorym faczy si¢ zewnetrzne zrodto danych.
Widoczna tylko w przypadku potgczenia z wieloma
serwerami.

Zewnetrzne zrédto danych jest dodawane automatycznie, gdy:

® Zostang utworzone drzwi w obszarze Konfiguracja > Kontrola dostepu > Drzwi i strefy.
Kompletny proces konfigurowania sieciowego kontrolera drzwi AXIS A1601 Network Door Controller w
aplikacji AXIS Camera Station 5 opisano w temacie Konfigurowanie kontrolera drzwi AXIS A1601
Network Door Controller.

®  Urzadzenie, na ktorym skonfigurowano aplikacje AXIS License Plate Verifier, odbierze pierwsze zdarzenie.
Kompletny proces konfigurowania aplikacji AXIS License Plate Verifier w ramach aplikacji AXIS Camera
Station 5 opisano w temacie Konfigurowanie aplikacji AXIS License Plate Verifier.

Jezeli dla zewnetrznego zrddta danych skonfigurowano widok, dane generowane ze zrédta danych bedg
automatycznie dodawane do zaktadek na osi czasu widoku na karcie Wyszukiwanie danych. Aby potgczy¢ zrodto
danych z widokiem:

1. Wybierz kolejno opcje Configuration > Devices > External data sources (Konfiguracja > Urzadzenia >
Zewngtrzne zrodta danych).

2. Zaznacz zewnetrzne zrodto danych i kliknij polecenie Edit (Edytuj).
3. Wybierz widok z listy rozwijanej Widok.
4. Kliknij OK.

Synchronizacja czasu

Wybierz kolejno opcje Configuration > Devices > Time synchronization (Konfiguracja > Urzadzenia >
Synchronizacja czasu), a zostanie otwarta strona Synchronizacja czasu.
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Zostanie wyswietlona lista urzagdzen dodanych do AXIS Camera Station 5. Kliknij prawym przyciskiem myszy
wiersz nagtowka i wskaz, ktore kolumny majg by¢ wyswietlane. Przeciggajgc i upuszczajgc nagtowki, mozna
zmieni¢ kolejnos¢ wyswietlania kolumn.

Lista urzagdzen zawiera nastepujace informacje:

* Imig: Nazwa urzadzenia lub lista wszystkich nazw powigzanych kamer, jesli urzadzenie jest
wideoenkoderem z wieloma podtagczonymi kamerami lub kamerg sieciowg z wieloma zdefiniowanymi
obszarami obserwacji.

®  Adres: Adres urzadzenia. Kliknigcie tacza spowoduje przejscie do strony konfiguracji urzgdzenia. Wida¢
w nim adres IP lub nazwe hosta, w zaleznosci od tego, ktorej z tych informacji uzyto przy dodawaniu
urzadzenia. Patrz Karta Konfiguracja urzgdzenia, on page 66.

e  Adres MAC: Adres MAC urzadzenia.
® Model: Model urzgdzenia.
*  Wigczony: Pokazuje, czy funkcja synchronizacji czasu jest wigczona.

e Zrédio NTP: Zrodto NTP skonfigurowane dla urzadzenia.

- Static (Statyczna): Serwery NTP dla urzadzenia konfiguruje sie recznie w ustawieniach
Podstawowy serwer NTP i Dodatkowy serwer NTP.

- DHCP: Urzadzenie otrzymuje funkcjonalnos¢ serwera NTP dynamicznie z sieci. Po zaznaczeniu
opcji DHCP ustawienia Podstawowy serwer NTP i Dodatkowy serwer NTP sg niedostepne.

® Podstawowy serwer NTP: Gtowny serwer NTP skonfigurowany dla urzadzenia. Ustawienie jest dostepne
tylko po zaznaczeniu opcji Statyczna.

e Dodatkowy serwer NTP: Pomocniczy serwer NTP skonfigurowany dla urzgdzenia. Ustawienie jest
dostepne tylko dla urzadzen Axis obstugujgcych dodatkowe serwery NTP i pod warunkiem zaznaczenia
opcji Statyczna.

® Przesunigcie czasu serwera: Roznica czasu pomiedzy urzadzeniem a serwerem.
® Godzina UTC: Godzina wedfug uniwersalnego czasu koordynowanego w urzadzeniu.

e Zsynchronizowano: Pokazuje, czy ustawienia synchronizacji czasu zostaty faktycznie zastosowane. To
ustawienie jest dostepna tylko w urzgdzeniach z oprogramowaniem sprzetowym w wersji 9.1 lub
nowsze,.

® (Czas do nastepnej synchronizacji: Czas pozostaty do nastepnej sesji synchronizacji.

Ustuga Czas systemu Windows (W32Time) wykorzystuje sieciowy protokot synchronizacji czasu (Network Time
Protocol, NTP) do synchronizowania daty i godziny z serwerem AXIS Camera Station 5. Sg wyswietlane
nastepujgce informacje:

o Serwer: Serwer AXIS Camera Station 5, na ktdrym dziata ustuga Czas systemu Windows.
e Stan: Status ustugi Czas systemu Windows. Running (Uruchomiono) albo Stopped (Zatrzymano).

e  Serwer NTP: Serwer NTP skonfigurowany dla ustugi Czas systemu Windows.
Konfigurowanie synchronizacji czasu

1. Wybierz kolejno opcje Konfiguracja > Urzadzenia > Synchronizacja czasu.

2. Zaznacz swoje urzadzenia i wybierz opcje Wtacz synchronizacje czasu.

3. Woybierz zrodto NTP Statyczna lub DHCP.

4. Jezeli zaznaczono opcje Statyczna, skonfiguruj podstawowy i dodatkowy serwer DNS.
5

Kliknij przycisk Apply (Zastosuj).

Send alarm when the time difference between Wybierz te opcje, aby otrzymac alarm, jesli roznica
server and device is larger than 2 seconds (Wyslij czasu miedzy serwerem a urzgdzeniem przekroczy 2
alarm, gdy roznica czasu migdzy serwerem a sekundy.

urzadzeniem przekroczy 2 sekundy)
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Konfigurowanie pamieci masowej

Wybierz kolejno opcje Configuration > Storage > Management (Konfiguracja > Pamige¢ masowa >
Zarzadzanie), aby otworzy¢ strone Zarzgdzaj pamiecig masowg. Na stronie Manage storage (Zarzgdzaj pamiecig
masow3) znajduje siec omdwienie lokalnej i sieciowej pamieci masowej, ktore sg dostepne w AXIS Camera
Station 5.

Lista

Lokalizacja Sciezka i nazwa pamieci masowej.

Przydzielone Maksymalna ilo$¢ pamigci masowe] przydzielona na nagrania.
Wykorzystywana [lo$¢ pamigci masowej obecnie wykorzystywana na nagrania.
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Lista

Status

Stan pamieci masowej. Mozliwe wartosci:

OK

Pamie¢ masowa zapetniona: Zasob jest zapetniony. System nadpisuje
najstarsze, niezablokowane nagrania.

Unavailable (Niedostepne): Informacje o pamigci masowej nie sg
obecnie dostepne. Dzieje si¢ tak na przyktad w razie usuniecia lub
odfaczenia pamieci masowe;.

Kolidujace dane: Dane z innych aplikacji wykorzystuja przestrzen
dyskowg przydzielong do AXIS Camera Station 5. Lub istniejg nagrania
bez pofgczenia z bazg danych, tak zwane nagrania niezaindeksowane,
w przestrzeni dyskowej przydzielonej do AXIS Camera Station 5.

Brak uprawnien: Uzytkownik nie ma uprawnien do odczytu ani zapisu
W pamieci masowej.

Mato miejsca: Na dysku jest mniej niz 15 GB wolnego miejsca, czyli
zbyt mato z perspektywy AXIS Camera Station 5. Aby zapobiec btedom
lub uszkodzeniom, AXIS Camera Station 5 wykonuje wymuszone
czyszczenie, niezaleznie od potozenia suwaka pamigci masowej, w
celu ochrony dysku. Podczas wymuszonego czyszczenia AXIS Camera
Station 5 blokuje nagrywanie do czasu, gdy bedzie dostepne ponad 15
GB wolnego miejsca w pamigci masowe;.

Brak miejsca: Catkowity rozmiar dysku jest mniejszy niz 32 GB, czyli
zbyt maty na AXIS Camera Station 5.

W przypadku rejestratordw z systemami AXIS OS obstugujacych RAID moga
wystepowac nastepujace stany:

Wazne

Online: System RAID dziata zgodnie z oczekiwaniami. Istnieje
nadmiarowos¢ na wypadek awarii jednego z dyskow fizycznych w
systemie RAID.

Degraded (Obnizona sprawnos¢): Jeden z dyskow fizycznych w
systemie RAID jest uszkodzony. Nadal mozna nagrywa¢ i odtwarzac
nagrania z zasobu, ale juz nie ma nadmiarowosci. W razie
uszkodzenia kolejnego dysku fizycznego stan systemu RAID zmieni sig
na Failure (Awaria). Zalecamy jak najszybsza wymiane uszkodzonych
dyskow fizycznych. Po wymianie uszkodzonego dysku stan systemu
RAID zostanie zmieniony z Degraded (Obnizona sprawnosc) na
Syncing (Synchronizacja).

Syncing (Synchronizacja): Dyski RAID sg synchronizowane. Mozliwe
jest nagrywanie i odtwarzanie nagran z zasobu, ale nie ma
nadmiarowosci na wypadek awarii dysku fizycznego. Po
zsynchronizowaniu dyskow fizycznych w systemie RAID powstaje
nadmiarowos¢, a jego stan zmienia si¢ na Online.

W trakcie synchronizacji nie wolno usuwac dyskéw RAID, bo moze to
spowodowac ich uszkodzenie.

Failure (Awaria): Wystgpity btedy kilku dyskow fizycznych w systemie
RAID. Gdy tak sie stanie, wszystkie nagrania zapisane w zasobie
zostang utracone, a nagrywanie bedzie mozliwe dopiero po wymianie
uszkodzonych dyskow fizycznych.

Serwer

Serwer, na ktérym znajduje sie lokalna lub sieciowa pamie¢ masowa.
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Informacje ogolne

Wykorzystywana

[los¢ przestrzeni zasobu obecnie wykorzystywana na potrzeby
zindeksowanych nagran. Jesli plik przynalezy do katalogu nagran, ale nie
zostat zindeksowany w bazie danych, jest on przypisany do kategorii Other
data (Inne dane). Patrz punkt Zbieranie niezaindeksowanych plikow w
temacie Zarzgdzaj pamieciq masowq, on page 71.

Free (Wolne)

[lo$¢ miejsca pozostata w lokalizacji zasobu. Jest to taka sama wartos¢, jak w
ustawieniu ,Wolne miejsce" we wtasciwosciach lokalizacji zasobu w
interfejsie systemu Windows.

Other data (Inne dane)

[los¢ miejsca w pamigci masowe] zajetego przez pliki niebedgce
zaindeksowanymi nagraniami, a wigc nieznane aplikacji AXIS Camera Station
5.

Inne dane = Catkowita pojemnos¢ - zajete miejsce - wolne miejsce

Total capacity (Catkowita
pojemnosc)

taczna wielkos¢ pamieci masowej. Jest to taka sama wartos¢, jak w
ustawieniu ,Catkowity rozmiar” we wtasciwosciach lokalizacji zasobu w
interfejsie systemu Windows.

Przydzielone

[lo$¢ miejsca w pamigci masowej, ktore AXIS Camera Station 5 moze
wykorzysta¢ na nagrania. W celu dostosowania przydzielonej ilosci miejsca
mozna po prostu wyregulowac suwak i klikngé przycisk Apply (Zastosuj).

Sieciowa pamie¢ masowa

Sciezka

Sciezka do zasobu sieciowego.

Nazwa uzytkownika

Nazwa uzytkownika stuzgca do tgczenia sie z zasobem sieciowym.

Hasto

Hasto dla nazwy uzytkownika stuzacej do tgczenia si¢ z sieciowg pamiegcia
masowa.

Zarzadzaj pamigcig masowg

Wybierz kolejno opcje Configuration > Storage > Management (Konfiguracja > Pamie¢ masowa >
Zarzadzanie), aby otworzy¢ strone Zarzgdzaj pamigcig masowa. Na tej stronie mozna okresli¢ folder, w ktorym
maja by¢ przechowywane nagrania. Aby nie doszto do zapetnienia pamieci masowej, ustaw maksymalng wartosc¢
procentowg facznej pojemnosci, ktorg moze zajg¢ aplikacja AXIS Camera Station 5. W celu wzmocnienia
bezpieczenstwa i zyskania dodatkowego miejsca mozna dodac wiecej lokalnej pamieci masowej oraz dyski

sieciowe.

Uwaga

® W przypadku aktywnego potaczenia z kilkoma serwerami AXIS Camera Station 5 mozna zarzgdza¢
pamiecig masowa, wybierajgc serwer z rozwijalnego menu Selected server (Wybrany serwer).

e  Gdy do ustugi logujesz sie przy uzyciu konta systemowego, nie mozna dodawaé dyskdw sieciowych
potgczonych z udostepnionymi folderami znajdujgcymi sie na innych komputerach. Patrz Pamigeé
sieciowa jest nieosiggalna.

* Nie mozna usung¢ lokalnej ani sieciowej pamieci masowej, jezeli w kamerach ustawiono nagrywanie do
tej pamigci albo jesli pamie¢ zawiera nagrania.

Dodawanie lokalnej pamigci masowej lub udostepnionego dysku sieciowego

1. Wybierz kolejno opcje Configuration > Storage > Management (Konfiguracja > Pamig¢¢ masowa >

Zarzadzanie).
2. Kliknij Dodaj.
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3. Aby dodac lokalng pamie¢ masowg, zaznacz opcje Local storage (Zasob lokalny) i wybierz pamiec
masowg z menu rozwijanego.

4. Aby doda¢ wspotuzytkowany dysk sieciowy, zaznacz opcje Shared network drive (Udostepniony dysk
sieciowy) i wpisz Sciezke do niego. Na przyktad: \\adres_ip\udzial.

5. Kliknij przycisk OK, a nastepnie wprowadz nazwe uzytkownika i hasto dostepu do wspétdzielonego dysku
sieciowego.

6.  Kliknij OK.
Usuwanie lokalnej pamigci masowej lub udost¢pnionego dysku sieciowego

Aby usung¢ lokalng pamie¢ masowg lub udostepniony dysk sieciowy, wybierz zgdany zasob z listy i kliknij
przycisk Usun.

Przenoszenie nagran do nowego folderu

1. Wybierz kolejno opcje Configuration > Storage > Management (Konfiguracja > Pamig¢ masowa >
Zarzadzanie).

2. Zlisty zasobow pamigci wybierz lokalny zasob lub udostepniony dysk sieciowy.

3. W obszarze Overview (Przeglad) w polu Move recordings to a new folder (Przenies nagrania do
nowego folderu) wprowadz nazwe folderu, aby zmienic¢ lokalizacje zasobu pamieci dla nagran.
Spowoduje to rdwniez przeniesienie istniejacych nagran z poprzedniego folderu do nowego.

4.  Kliknij przycisk Apply (Zastosuj).

Dostosowywanie pojemnosci pamigci masowej

1. Wybierz kolejno opcje Configuration > Storage > Management (Konfiguracja > Pamig¢ masowa >
Zarzadzanie).

2. Zlisty zasobow pamigci wybierz lokalny zaséb lub udostepniony dysk sieciowy.

3. W obszarze Overview (Przeglad) przesun suwak, aby ustawi¢ maksymalng ilos¢ miejsca, ktére moze
zajg¢ aplikacja AXIS Camera Station 5.

4. Kliknij przycisk Apply (Zastosuj).

® Do uzyskania optymalnej wydajnosci najlepiej jest zostawi¢ nie mniej niz 5% wolnego miejsca na dysku.

*  Wymdg minimalnej ilosci pamigci masowej dodawany w przypadku aplikacji AXIS Camera Station 5 to
32 GB, przy czym musi by¢ co najmniej 15 GB wolnego miejsca.

e Jesdli jest mniej niz 15 GB wolnego miejsca, AXIS Camera Station 5 automatycznie usuwa stare nagrania,
aby zwolni¢ miejsce.

Zbierz nieindeksowane pliki

W zasobie pamieci duzg czes¢ kategorii Other data (Inne dane) mogg stanowi¢ niezaindeksowane pliki.
Niezaindeksowany plik to dowolne dane w folderze nagran, ktore nie wchodzg w skfad biezgcej bazy danych. Plik
moze zawiera¢ nagrania z poprzednich instalacji albo dane utracone w momencie uzycia punktu przywracania.

System nie usuwa zebranych plikéw, ale gromadzi je i umieszcza w folderze Non-indexed files
(Nieindeksowane pliki) w pamieci masowej nagran. Pamie¢ masowa moze si¢ znajdowac na tym samym
komputerze, co aplikacja kliencka, lub na zdalnym serwerze. Zalezy od konkretnej konfiguracji. Aby uzyska¢
dostep do folderu Non-indexed files (Niezaindeksowane pliki), wymagany jest dostep do serwera. AXIS Camera
Station 5 umieszcza dane w folderach w takiej kolejnosci, w jakiej zostaty znalezione, najpierw wedtug serwera,
a nastepnie urzadzen potaczonych z tym konkretnym serwerem.

Mozna wyszukac¢ konkretne utracone nagranie lub dziennik albo po prostu usuna¢ zawartos¢ w celu zwolnienia
miejsca.

Aby zebra¢ niezaindeksowane pliki w celu przejrzenia lub usunigcia:
1. Wybierz kolejno opcje Configuration > Storage > Management (Konfiguracja > Pami¢¢ masowa >

Zarzadzanie).
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2. Zlisty zasobow pamieci wybierz lokalny zasob lub udostepniony dysk sieciowy.

3. W obszarze Collect non-indexed files (Zbierz nieindeksowane pliki) kliknij Collect (Zbierz), aby
zainicjowa¢ zadanie.

4. Po zakonczeniu zadania wybierz kolejno opcje Alarms and Tasks > Tasks (Alarmy i zadania > Zadania) i
kliknij dwukrotnie zadanie, aby wyswietli¢ rezultat.

Wybieranie urzadzen pamigci masowej, z ktorymi maja zosta¢ nawigzane potaczenia

Uwaga
Nagrania majg posta¢ plikow .acsm i przed odtworzeniem muszg zosta¢ poddane konwersji. Aby uzyskac
wsparcie w tym zakresie, prosimy o kontakt z pomocg techniczng Axis.

Wybierz kolejno opcje Configuration > Storage > Selection (Konfiguracja > Pamie¢ masowa > Wybar), a
zostanie otwarta strona Wybierz pamig¢ masowa. Ta strona zawiera liste wszystkich kamer w AXIS Camera
Station 5 i pozwala na okreslenie liczby dni przechowywania nagran w przypadku poszczegélnych kamer. Po
zaznaczeniu kamery informacje o pamigci masowe;j bgdq widoczne w sekeji Recording Storage (Pamie¢ masowa
nagran). Mozna skonfigurowac¢ wiele kamer rownoczesnie.

Nazwa Nazwa urzadzenia lub lista wszystkich nazw powigzanych kamer, jesli
urzadzenie jest wideoenkoderem z wieloma podtgczonymi kamerami lub
kamerg sieciowg z wieloma zdefiniowanymi obszarami obserwacji.

Adres Adres urzadzenia. Klikniecie f3cza spowoduje przejscie do strony konfiguracji
urzadzenia. Wida¢ w nim adres IP lub nazwe hosta, w zaleznosci od tego,
ktorej z tych informacji uzyto przy dodawaniu urzadzenia. Patrz Karta
Konfiguracja urzgdzenia, on page 66.

Adres MAC Adres MAC urzadzenia.
Producent Producent urzadzenia.
Model Model urzadzenia.

Wykorzystywana pamigé
masowa

[los¢ pamigci masowej obecnie wykorzystywana na nagrania.

Lokalizacja

Sciezka i nazwa pamieci masowe;j.

Czas przechowywania

Czas przechowywania skonfigurowany dla kamery.

Najstarsze nagranie

Godzina wykonania najstarszego nagrania z kamery, jakie znajduje sie w
zasobie.

Nagrywanie awaryjne

Pokazuje, czy kamera uzywa zapisu awaryjnego.

Zapis zawartosci rezerwowe;j

Pokazuje, czy kamera uzywa nagrania zapasowego.

Serwer

Serwer, na ktérym znajduje sie lokalna lub sieciowa pamie¢ masowa.

Pamige¢ masowa zostata skonfigurowana dla wszystkich kamer na etapie ich dodawania do aplikacji AXIS
Camera Station 5. Aby zmodyfikowaé ustawienia zasobu dla kamery:

1. Wybierz kolejno opcje Configuration > Storage > Selection (Konfiguracja > Zasob > Wybor).

2. Wybierz kamere w celu edycji ustawien zasobu.

3. W menu Recording storage (Pamie¢ masowa nagran) ustaw lokalizacje pamigci masowej i czas

przechowywania.

B

Kliknij przycisk Apply (Zastosuj).
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Pamigé masowa nagran

Store to (Zapisz w) W rozwijalnym menu wybierz zasob, w ktorym maja
by¢ zapisywane nagrania. Do wyboru sg utworzone
zasoby lokalne i sieciowe.

Nagrywanie awaryjne Wybierz te opcje, aby nagrania byty zapisywane na
karcie SD kamery, gdy AXIS Camera Station 5 i
kamera utracg pofgczenie. Po przywréceniu
pofgczenia zapisy awaryjne sg przesytane do AXIS
Camera Station 5.

Uwaga
Tej funkcji mozna uzywa¢ tylko w kamerach z
kartg pamieci SD oraz oprogramowaniem
sprzetowym w wersji 5.20 lub nowszej.

Bez ograniczen Wybierz te warto$¢ czasu przechowywania, aby
nagrania pozostawaty w zasobie az do jego
zapetnienia.

Ograniczony Ta opcja umozliwia ustawienie maksymalnej liczby

dni przechowywania nagran.

Uwaga
Jezeli miejsce w pamieci masowej przeznaczone
dla AXIS Camera Station 5 zostanie zapetnione,
system bedzie usuwac nagrania przed uptywem
ustawionej liczby dni.

Maximum days to keep recordings (Maksymalna Okresl liczbe dni, przez jakg maja by¢ przechowywane
liczba dni przechowywania nagran) nagrania.

Konfigurowanie nagrywania i zdarzen

Po dodaniu kamer do AXIS Camera Station 5 nastepuje automatyczna konfiguracja nagrywania wyzwalanego
ruchem lub nagrywania ciggfego. Metode nagrywania mozna zmieni¢ pozniej, przechodzac do menu Metoda
nagrywania, on page 79.

Nagrywanie w trybie detekcji ruchu

Funkgji detekcji ruchu mozna uzywa¢ we wszystkich kamerach sieciowych i wideoenkoderach Axis. Nagrywanie
tylko po wykryciu ruchu pozwoli oszczedzi¢ mnéstwo pamieci masowej w pordwnaniu z nagrywaniem ciggtym.
W obszarze Recording method (Metoda nagrywania) mozna wtgczy¢ i skonfigurowac¢ Motion detection
(Detekcje ruchu). Mozna na przyktad skonfigurowac¢ ustawienia, jesli kamera wykryje zbyt wiele lub za mato
poruszajgcych sie obiektow, albo jesli rozmiar nagranych plikow jest zbyt duzy w stosunku do dostepnego
zasobu pamigci.

Aby skonfigurowa¢ nagranie ruchu:

1. Wybierz kolejno opcje Configuration > Recording and events > Recording method (Konfiguracja >
Zapis i zdarzenia > Metoda zapisywania).

2. Wybierz kamere.
3. Zaznacz pole wyboru Motion detection (Detekcja ruchu).

4. Kliknij Motion settings (Ustawienia ruchu), aby skonfigurowac¢ ustawienia detekcji ruchu, takie jak
liczba wykrywanych obiektow. Dostepne ustawienia roznig si¢ w zaleznosci od kamery, zob. Edytowanie
wbudowanej funkcji detekcji ruchu i Edytowanie ustawien aplikacji AXIS Video Motion Detection 2 i 4.

5. W menu rozwijanym wybierz Profile (Profil); domysinie wybrany jest profil High (wysoki).
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AXIS Camera Station 5

6. Wybierz harmonogram lub kliknij New schedule... (Nowy harmonogram), aby utworzy¢ nowy wtasny

harmonogram.

7. Skonfiguruj ustawienia czasowe dotyczgce bufora przed i bufora po zdarzeniu, a takze okres

wyzwalacza.

8.  Kliknij przycisk Apply (Zastosuj).

Uwaga

Nagrywanie inicjowane ruchem mozna skonfigurowac przy uzyciu regut akgji. Przed uzyciem regut akcji
nalezy wytgczy¢ Motion detection (Detekcja ruchu) w obszarze Recording method (Metoda zapisywania).

Profil Aby zmniejszy¢ rozmiar nagrania, uzyj nizszej
rozdzielczosci. Aby zmodyfikowaé ustawienia profilu,
patrz Profile strumienia.

Schedule Harmonogram uruchamiania zapisu. Aby zmniejszy¢

wplyw na zasob pamieci, nagrywaj tylko w
okreslonych przedziatach czasu.

Bufor przed zdarzeniem

Liczba sekund przed wykrytym ruchem do
zarejestrowania w nagraniu.

Bufor po zdarzeniu

Liczba sekund po wykrytym ruchu do zarejestrowania
W nagraniu.

Trigger period (Okres wyzwalacza)

Interwat miedzy dwoma kolejnymi wyzwalaczami, aby
zmniejszy¢ liczbe nagran nastepujacych po sobie. Jesli
w tym odstepie czasu wystapi dodatkowy wyzwalacz,
nagrywanie bedzie kontynuowane, a okres
wyzwalania zostanie uruchomiony ponownie.

Uruchom alarm

Podnosi alarm po wykryciu ruchu przez kamereg.

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Nagrywanie ciaggte i zaplanowane

Konfigurowanie funkcji detekcji ruchu

Nagrywanie ciggte polega na ciggtym zapisywaniu obrazéw, dlatego wymaga wiecej miejsca w pamigeci masowej
niz inne opcje nagrywania. Aby zmniejszy¢ rozmiar pliku, rozwaz zapis uruchamiany detekcjg ruchu.

Aby uzywac zapisu ciggtego:

1. Wybierz kolejno opcje Configuration > Recording and events > Recording method (Konfiguracja >

Zapis i zdarzenia > Metoda zapisywania).

Wybierz kamerg.

SR N

Kliknij przycisk Apply (Zastosuj).
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Zaznacz pole wyboru Continuous (Zapis ciggty), aby korzystac z funkcji zapisu ciggtego.

Skonfiguruj ustawienia. W ponizszej tabeli znajdujg sie szczegoétowe informacje.




Profil

W menu rozwijalnym wybierz Profile (Profil);
domysInie wybrany jest profil High (Wysoki). Aby
zmniejszy¢ rozmiar nagrania, uzyj nizszej
rozdzielczosci. Aby zmodyfikowa¢ ustawienia profilu,
patrz Profile strumienia.

Schedule

Ustaw harmonogram uruchamiania zapisu. Aby
zmniejszy¢ wptyw na zasob pamieci, nagrywaj tylko w
okreslonych przedziatach czasu.

Srednia przeptywnos¢

Wiacz i ustaw maksymalng ilos¢ pamieci masowej.
System pokazuje szacowang Srednig przeptywnos¢
obliczang na podstawie wskazanej maksymalnej ilosci
pamieci i czasu przechowywania. Maksymalna
Srednia przeptywnos¢ wynosi 50000 kb/s. P. sekcja
Konfigurowanie sredniej przeptywnosci, on page 79.

Nagrywanie r¢czne

Aby uzyska¢ wigcej informacji na temat nagrywania recznego, zob. Reczne nagrywanie.

Aby skonfigurowa¢ ustawienia recznego nagrywania:

1. Wybierz kolejno opcje Configuration > Recording and events > Recording method (Konfiguracja >

Zapis i zdarzenia > Metoda zapisywania).
Wybierz kamere.

Zaznacz pole wyboru Manual (Recznie).

2
3
4. Skonfiguruj ustawienia. W ponizszej tabeli znajdujg si¢ szczegétowe informacje.
5

Kliknij przycisk Apply (Zastosuj).

Profil

W menu rozwijanym wybierz Profile (Profil);
domysInie wybrany jest profil High (wysoki). Aby
zmniejszy¢ rozmiar nagrania, uzyj nizszej
rozdzielczosci. Aby zmodyfikowac ustawienia profilu,
patrz Profile strumienia.

Bufor przed zdarzeniem

Ustaw liczbe sekund przed nacisnigciem przycisku
zapisu do zarejestrowania w nagraniu.

Bufor po zdarzeniu

Ustaw liczbe sekund po zatrzymaniu zapisu do
zarejestrowania w nagraniu.

Dodawanie zaktadek podczas zapisu

Zaznacz, aby dodawac szczegoty zaktadki przy
kazdym recznym uruchomieniu zapisu. Zakfadki
pomagajg pozniej odnalez¢ i zidentyfikowac
konkretne nagrania. To ustawienie dotyczy jedynie
operatorow i administratorow i jest domysinie
wytgczone.

Maksymalny czas trwania

Ustaw maksymalng dtugosc¢ kazdego nagrania bez
rejestrowania materiatu przed lub po zdarzeniu.
Ustaw 0, aby uzyskaé nieograniczony czas trwania.
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Nagrywanie wyzwalane regutami

Nagrywanie wyzwalane regutami jest uruchamiane i zatrzymywane zgodnie z regutg utworzong w oknie Reguty
akcji. Reguty mogg na przykfad stuzy¢ do generowania nagran inicjowanych sygnatami z portow we/wy, probami
sabotazu czy wykryciem zdarzen przez aplikacje AXIS Cross Line Detection. Reguta moze mie¢ kilka wyzwalaczy.

Aby utworzy¢ nagranie wyzwalane requfg, zob. Reguty akcji.

Uwaga
Jezeli uzywasz reguty nagrywania wyzwalanego ruchem, wyfgcz funkcje nagrywania wyzwalanego ruchem,
tak aby unikna¢ dublowania nagran.

Nagrywanie awaryjne

Uzyj funkcji zapisu awaryjnego, aby upewnié sie, ze nagrania zostang zachowane w razie utraty potgczenia z
AXIS Camera Station 5. Gdy zapis awaryjny jest wigczony, kamera zapisuje nagrania na karcie SD, jezeli
potgczenie zostanie przerwane na co najmniej 20 sekund. Kamera musi mie¢ zainstalowang karte SD, a funkcja
by¢ wigczona. Dziata ona tylko dla nagrywania w formacie H.264.

Aby wtaczyc¢ zapis awaryjny:
1. Wybierz kolejno opcje Configuration > Storage > Selection (Konfiguracja > Zasob > Wybor).
2. Wybierz kamere obstugujacg zapis awaryjny.
3.  Wybierz opcje Failover recording (Zapis awaryjny).
4.  Kliknij przycisk Apply (Zastosuj).

®  Ponowne uruchomienie serwera AXIS Camera Station 5 nie powoduje uruchomienia zapisu awaryjnego.
Dotyczy to na przyktad sytuacji, gdy uruchomisz narzgedzie do konserwacji bazy danych, uruchomisz
ponownie aplikacje AXIS Camera Station 5 lub uruchomisz ponownie komputer, na ktorym jest
zainstalowane oprogramowanie serwera.

* Wigczenie zapisu awaryjnego powoduje nadpisanie wszelkich istniejgcych konfiguracji awaryjnych
przypisanych do tej kamery w innych serwerach.

®  Zapis awaryjny moze by¢ aktywny tylko dla jednego serwera AXIS Camera Station 5 w danym czasie w
przypadku kazdego widoku z kamery.

Po przywrdceniu potgczenia serwer AXIS Camera Station 5 automatycznie importuje nagrania awaryjne i
oznacza je kolorem ciemnoszarym na osi czasu.

Kamera wykorzystuje 20-sekundowy bufor zapisu przed i po wystgpieniu zdarzenia celem zminimalizowania
przerwy w zapisie, jednak mimo tego mogg wystgpic krdtkie przerwy trwajace okofo 1 do 4 sekund. W przypadku
zapisu awaryjnego zawsze stosowany jest profil strumieniowania High. Zapisywany jest rowniez dzwiek, o ile
zostat ustawiony w kamerze i stanowit cz¢s¢ strumieniowania przed wigczeniem zapisu awaryjnego.
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Metody nagrywania

Detekcja ruchu z buforem przez zdarzeniem Jezeli dojdzie do utraty potgczenia na ponad 20
sekund, kamera bedzie kontynuowac¢ zapis na karte
SD do momentu przywrocenia potaczenia lub
zapetnienia karty SD.

Detekcja ruchu bez bufora przed zdarzeniem e Jezeli dojdzie do utraty potgczenia na ponad
20 sekund w przypadku, gdy nie jest
ustawiony zapis uruchamiany wykryciem
ruchu, zapis awaryjny nie rozpocznie sie.

e Jezeli dojdzie do utraty potgczenia na ponad
20 sekund w przypadku, gdy ustawiony jest
zapis uruchamiany wykryciem ruchu,
rozpocznie si¢ zapis awaryjny, ktory potrwa
do chwili przywrocenia pofgczenia lub
zapetnienia karty SD.

Nagrywanie ciggte Jezeli dojdzie do utraty potaczenia na ponad 20
sekund, kamera bedzie kontynuowa¢ zapis na karte
SD do momentu przywrocenia potaczenia lub
zapetnienia karty SD.

Uwaga
Urzadzenia z oprogramowaniem uktadowym AXIS OS w wersji wczesniejszej niz 11.11.42 korzystajq ze
starszej metody zapisu awaryjnego. Oto najwazniejsze roznice:
e  Kamera rozpoczyna zapis awaryjny po 10 sekundach od utraty potaczenia.

® Kamera wykorzystuje 10-sekundowy bufor pamigci wewnetrznej zamiast 20-sekundowego bufora przed
i po zdarzeniu.

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Uzywanie karty SD do zapisu awaryjnego
Zapis zawartosci rezerwowe;j

Na urzadzeniu, ktore roli pamieci masowej nagran uzywa rejestratora AXIS S3008 Recorder, mozna wtgczy¢
funkcje zapisu zawartosci rezerwowej. Po wtgczeniu funkceji zapisu awaryjnego urzadzenie automatycznie
rozpocznie nagrywanie ciggte w przypadku utraty potaczenia miedzy AXIS Camera Station 5 a rejestratorem. Do
zapisu zawartosci rezerwowej Urzgdzenie uzywa profilu sredniego.

Uwaga
® Do dziatania funkcji jest potrzebna aplikacja AXIS Camera Station w wersji 5.36 lub nowszej,
oprogramowanie sprzetowe rejestratora AXIS S3008 Recorder w wersji 10.4 lub nowszej oraz
oprogramowanie sprzetowe urzgdzen Axis w wersji 5.50 lub nowsze;.

® Jesli w momencie rozpoczecia zapisu zawartosci rezerwowego trwa nagrywanie ciggfe, rozpoczyna sie
nowe nagrywanie ciggte. System tworzy duplikaty strumienia na rejestratorze.

Aby wigczy¢ funkcje zapisu rezerwowego:

1. Upewnij sie, ze dodano AXIS S3008 Recorder i urzgdzenia oraz wybrano rejestrator jako pamig¢ masowg
nagran dla urzadzenia. P. sekcja Konfigurowanie rejestratorow AXIS OS Recorder.
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2. Wybierz kolejno opcje Configuration > Storage > Selection (Konfiguracja > Zasob > Wybor).
3. Zaznacz urzadzenie i wybierz opcje Zapis zawartosci rezerwowej.

4. Kliknij przycisk Apply (Zastosuj).
Metoda nagrywania

AXIS Camera Station 5 Automatycznie konfiguruje nagrywanie ruchu lub ciggte podczas dodawania urzadzen.

Symbol zaznaczenia na liscie wskazuje metode nagrywania uzywang przez urzadzenie. Aby dostosowac
ustawienia profilu dotyczace obrazu filmowego i dzwieku, zobacz Profile strumienia.

Aby zmieni¢ metode nagrywania:
1. Wybierz kolejno opcje Configuration > Recording and events > Recording method (Konfiguracja >
Zapis i zdarzenia > Metoda zapisywania).

2. Wybierz jedno lub kilka urzadzen.
W przypadku urzadzen o tej samej nazwie modelu mozna skonfigurowac¢ wiele urzadzen naraz.

3. Na ekranie Recording method (Metoda nagrywania) wtgcz lub wytgcz metode nagrywania.

Uwaga
Obszary obserwacji nie obstugujg detekgji ruchu.

Konfigurowanie sredniej przeptywnosci

Srednia przeptywnos¢ bitowa dostosowuije sie automatycznie w dtuzszym okresie. Dzieki temu mozna uzyska¢
docelowg przeptywnosc¢ bitowg i zapewni¢ jak dobrg jakos¢ obrazu wideo przy okreslonych zasobach pamigci
masowej.

Uwaga
* Taopcja jest dostepna tylko dla nagrywania ciggtego, a kamery muszg obstugiwac¢ funkcje sredniej
przeptywnosci bitowej oraz mie¢ zainstalowane oprogramowanie sprzetowe w wersji 9.40 lub nowszej.

e Ustawienia Sredniej przeptywnosci bitowej wptywajg na jakos¢ wybranego profilu strumienia.

1. Wybierz kolejno opcje Configuration > Storage > Selection (Konfiguracja > Pamig¢ masowa > Wybdr)
i upewnij sie, ze ustawiono ograniczony czas przechowywania nagran w kamerze.

2. Wybierz kolejno opcje Configuration > Devices > Stream profiles (Konfiguracja > Urzgdzenia > Profile
strumienia) i upewnij sie, ze dla profilu wideo przewidzianego dla ciggtego nagrywania ustawiono
format H.264 lub H.265.

3. Wybierz kolejno opcje Configuration > Recording and events > Recording method (Konfiguracja >
Zapis i zdarzenia > Metoda zapisywania).

4. Wybierz kamere i wigcz ustawienie Continuous (Ciagty).
W obszarze Video settings (Ustawienia obrazu) zaznacz skonfigurowany przez siebie profil wideo.

6. Wriacz opcje Average bitrate (Srednia przeptywnos¢ bitowa) i ustaw wartos¢ w polu Max storage
(Maks. ilos¢ pamieci). System pokazuje szacowana $rednig przeptywnosé obliczang na podstawie
wskazanej maksymalnej ilosci pamieci i czasu przechowywania. Maksymalna srednia przeptywnos¢
bitowa wynosi 50000 Kb/s.

Uwaga
Parametr Max storage (Maks. ilos¢ pamigci) okresla maksymalng przestrzen w pamigci przeznaczona na
nagrania w ustawionym okresie przechowywania. Gwarantuje tylko tyle, Ze nagrania nie przekraczaja
okreslonego miejsca, nie gwarantuje natomiast, ze jest wystarczajgco duzo miejsca na nagrania.

7. Kliknij przycisk Apply (Zastosuj).
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Edytowanie ustawien aplikacji AXIS Video Motion Detection 2 i 4

AXIS Video Motion Detection 2 i 4 to aplikacje do kamery, ktére mozna instalowa¢ w urzadzeniach
obstugujgcych rozwigzanie AXIS Camera Application Platform. Gdy w kamerze zostanie zainstalowana aplikacja
AXIS Video Motion Detection 2 lub 4, funkcja detekcji ruchu bedzie wykrywaé poruszajace sie obiekty w
granicach obszaru zainteresowania. Motion Detection 2 wymaga oprogramowania sprzetowego w wersji 5.60
lub nowszej, a AXIS Video Motion Detection 4 wymaga oprogramowania sprzetowego w wersji 6.50 lub nowszej.
Warto réwniez sprawdzi¢ w informacjach o wersji oprogramowania sprzg¢towego produktu, czy obstuguje on
oprogramowanie do wizyjnej detekcji ruchu Video Motion Detection w wersji 4.

W przypadku wybrania opcji nagrywania ruchu podczas dodawania kamer do aplikacji AXIS Camera Station 5 na
kamerach z wymaganym oprogramowaniem sprzetowym jest instalowane narzedzie AXIS Video Motion
Detection 2 i 4. Kamery bez wymaganego oprogramowania sprz¢towego korzystajg z wbudowanej funkcji
detekgeji ruchu. Aplikacje mozna zainstalowac recznie z poziomu strony Zarzgdzanie urzgdzeniami. Patrz
Instalowanie aplikacji do kamery.

W aplikacji AXIS Video Motion Detection 2 i 4 mozna tworzy¢ nastepujace encje:

®  (QObszar zainteresowania: Obszar nagrania, w ktérym kamera wykrywa poruszajace sie obiekty. Funkcja
ignoruje obiekty obszarem zainteresowania. Obszar jest wyswietlany jako wielokat natozony na obraz
wideo. Obszar moze mie¢ od 3 do 20 punktow (naroznikow).

®  Obszar do wykluczenia: Obszar w obrebie obszaru zainteresowania, w ktdrym poruszajgce si¢ obiekty sg
ignorowane.

®  Filtry ignorowania: filtry stuzace do ignorowania poruszajgcych si¢ obiektow wykrywanych przez
aplikacje. Nalezy uzywac jak najmniejszej liczby filtrow oraz tak konfigurowac filtry, aby zadne wazne
obiekty nie byty ignorowane. Nalezy wigcza¢ o konfigurowa¢ po jednym filtrze naraz.

- Obiekty krotkotrwate: Ten filtr powoduje ignorowanie obiektéw pojawiajgcych sie w obrazie
tylko przez krotki czas. Np.: Swiatta przejezdzajgcych pojazddw i szybko poruszajgce sie cienie.
Ustaw minimalny czas, przez jaki obiekty muszg by¢ widoczne w obrazie, aby zostat
wygenerowany alarm. Czas bedzie odliczany od momentu wykrycia obiektu przez aplikacje. Filtr
wstrzymuje wyzwolenie alarmu i jesli obiekt zniknie z obrazu w okre$lonym czasie, nie wyzwala
go.

- Mate obiekty: Ten filtr powoduje ignorowanie matych obiektow, takich jak niewielkie zwierzeta.
Ustaw szerokos¢ i wysokosé¢ jako wartos¢ procentowg catkowitych wymiaréw obrazu. Filtr
ignoruje obiekty, ktdre nie osiggajg wyznaczonej szerokosci i wysokosci, i nie wyzwoli alarmu.
Aby filtr zignorowat obiekt, musi on by¢ mniejszy niz wyznaczona szerokos¢ i wysokosc.

- Kotyszace sie obiekty: Powoduje ignorowanie obiektow, ktére poruszajg sie jedynie na niewielkg
odlegtos¢, takie jak kotyszgce sie gatezie, flagi i ich cienie. Ustaw odlegtos¢ jako wartos¢
procentowg catkowitej odlegtosci na obrazie. Filtr ignoruje obiekty przemieszczajgce sie na
odlegto$¢ mniejsza niz odlegtos¢ od Srodka elipsy do grotu jednej ze strzatek. Elipsa jest miarg
ruchu i jest stosowana do catego ruchu w obrazie.

Aby skonfigurowaé ustawienia ruchu:
Uwaga
Wprowadzone tutaj ustawienia spowodujg zmiang¢ ustawien w kamerze.

1. Wybierz kolejno opcje Configuration > Recording and events > Recording method (Konfiguracja >
Zapis i zdarzenia > Metoda zapisywania).

2. Zaznacz kamer¢ zawierajgcg oprogramowanie AXIS Video Motion Detection 2 lub 4 i kliknij przycisk
Motion Settings (Ustawienia ruchu).

Edytowanie obszaru zainteresowania.
Edytowanie obszaru wykluczenia.

Tworzenie filtrow ignorowania.

S T

Kliknij przycisk Apply (Zastosuj).
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Dodanie nowego punktu Aby doda¢ nowy punkt w obszarze zainteresowania,
kliknij lini¢ pomiedzy dwoma punktami.

Remove Point (Usun punkt) Aby usunac¢ punkt z obszaru zainteresowania, kliknij
go, a nastepnie kliknij przycisk Remove Point (Usun
punkt).

Add Exclude Area (Dodaj obszar wykluczenia) Aby utworzy¢ obszar wykluczenia, kliknij przycisk Add

Exclude Area (Dodaj obszar), a nastepnie kliknij linie
pomiedzy dwoma punktami.

Remove Exclude Area (Usun obszar wykluczenia) Aby usung¢ obszar wykluczenia, kliknij przycisk
Remove Exclude Area (Usun obszar wykluczenia).

Short lived objects filter (Filtr obiektow Aby wigczy¢ filtr ignorowania dla obiektow

krotkotrwatych) krétkotrwatych, zaznacz opcje Short lived objects

filter (Filtr obiektow krotkotrwatych), a nastepnie na
suwaku Time (Czas) dostosuj okres, przez jaki obiekty
muszg si¢ znajdowac¢ w obrazie, aby zostat
zainicjowany alarm.

Small objects filter (Filtr matych obiektow) Aby wigczy¢ filtr ignorowania matych obiektow,
zaznacz opcje Small objects filter (Filtr matych
obiektow), a nastepnie za pomocg suwakow Width
(Szerokosc) i Height (Wysokos¢) dostosuj rozmiar
obiektow, ktore majg by¢ ignorowane.

Swaying objects filter (Filtr kotyszacych sie Aby wigczy¢ filtr ignorowania kotyszgcych sie
obiektow) obiektow, zaznacz opcje Swaying objects filter (Filtr
kotyszacych si¢ obiektow), a nastepnie za pomocg
suwaka Distance (Odlegtosc) dopasuj rozmiar elipsy.

Edytowanie wbudowanej funkcji detekcji ruchu

Dzigki wbudowanej detekeji ruchu kamera wykrywa ruch w obrebie jednej lub kilku stref detekcyjnych, a
jednoczesnie ignoruje pozostaty ruch. Strefa detekcyjna to obszar, w ktorym wykrywany jest ruch. Wewnatrz
strefy detekcyjnej mozna wyznaczy¢ obszar wykluczenia, w ktérym ruch bedzie ignorowany. Mozna okresli¢
wiele stref detekcyjnych i wykluczenia.

Aby dodawac i edytowac strefy detekcyjne:
Uwaga
Wprowadzone tutaj ustawienia spowoduja zmiang ustawien w kamerze.

1. Wybierz kolejno opcje Configuration > Recording and events > Recording method (Konfiguracja >
Zapis i zdarzenia > Metoda zapisywania).

Zaznacz kamere z wbudowang funkejg detekcji ruchu i kliknij Motion Settings (Ustawienia ruchu).
W obszarze Window (Okno) kliknij Add (Dodaj).

Wybierz Dotacz.

Jesli cheesz widzie¢ tylko edytowang strefe, wybierz Show selected window (Pokaz wybrane okno).

Teraz mozesz przesuwac ksztatt i zmienia¢ jego rozmiar na obrazie wideo. To jest strefa detekcyjna.

N o o bk WD

Recznie ustaw parametry, takie jak Object size (Rozmiar obiektu), History (Historia) i Sensitivity
manually (Czuto$¢ recznie).

8. Aby uzywac wstepnie zdefiniowanych ustawien: Wybierz jedng z opcji: Low (Niska), Moderate
(Umiarkowana), High (Wysoka) lub Very High (Bardzo wysoka). Ustawienie Low (Niska) powoduje
wykrywanie wiekszych obiektow o krotszej historii. Wartos¢ Very High (Bardzo wysoka) powoduje
wykrywanie mniejszych obiektow o dtuzszej historii.
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9. W obszarze Activity (Dziatanie) mozna zobaczyc¢ ruch wykryty w strefie detekcyjnej. Czerwone szczyty
wskazujg na ruch. W polu Activity (Aktywnos¢) mozna ustawi¢ parametry, takie jak Object size
(Wielkos¢ obiektu), History (Historia) i Sensitivity (Czutosc).

10. Kliknij OK.

Wielkos¢ obiektu

Rozmiary obiektu wzgledem rozmiaréw obszaru. Przy
wysokim poziomie kamera wykrywa tylko bardzo duze
obiekty. Przy niskim poziomie kamera wykrywa nawet
bardzo mate obiekty.

Historia

Dtugos¢ przebywania obiektu w pamieci decyduje o
tym, ile czasu obiekt musi si¢ znajdowa¢ wewngtrz
obszaru, zanim zostanie uznany za nieruchomy. Przy
wysokiej wartosci ruch zostanie wykryty, jezeli obiekt
dtugo przebywa w granicach obszaru. Przy niskie]
wartosci ruch zostanie wykryty po krotkim
przebywaniu obiektu wewnatrz obszaru. Jezeli nie
chcesz, zeby byty wyswietlane obiekty z obszaru,
ustaw bardzo wysokg warto$¢ progowa historii.
Spowoduje to wigczenie detekeji ruchu, gdy obiekt
znajdzie sie w strefie.

Czutos¢

Roznica jasnosci miedzy ttem a obiektem. Przy
wysokiej czutosci kamera bedzie wykrywaé zwykte
kolory na zwyktym tle. Przy niskiej czutosci kamera
wykrywa tylko bardzo jasne obiekty na ciemnym tle.
Aby byto wykrywane tylko migajace swiatto, ustaw
niskg czutos¢. Dla pozostatych sytuacji zalecamy
wybieranie wysokiego poziomu czutosci.

Aby dodawac i edytowac obszary wykluczenia:

1. Na ekranie Edit Motion Detection (Edytuj detekcje ruchu) w obszarze Window (Okno) kliknij przycisk

Add (Dodaj).
2. Wybierz opcje Exclude (Wyklucz).

3. Teraz mozesz przesuwac zacieniony ksztatt i zmieniac jego rozmiar na obrazie wideo.

4. Kliknij OK.
Aby usung¢ strefe detekcyjng lub wykluczenia:

1. Na ekranie Edit Motion Detection (Edytuj detekcje ruchu) wybierz strefe, ktorg chcesz usungc.

2. Kliknij przycisk Remove (Usun).
3. Kliknij przycisk OK.

Porty we/wy

Wiele kamer i wideoenkoderéw ma porty we/wy stuzgce do podtgczania urzadzen zewnetrznych. Niektore
urzadzenia dodatkowe mogg by¢ wyposazone w porty we/wy.

Istniejg dwa rodzaje portow we/wy:

Port wejscia - Stuzy do podtaczania urzgdzen, ktore mogg sie przetgcza¢ migedzy obwodem otwartym i
zamknietym. Na przyktad styki drzwi i okien, czujki dymu, czujniki wykrywania zbicia szyby i detektory PIR

(pasywne czujki podczerwieni).

Port wyjscia - Stuzy do ustanawiania pofgczenia z takimi urzgdzeniami jak przekazniki, drzwi, zamki i alarmy.
AXIS Camera Station 5 moze sterowa¢ urzgdzeniami potgczonymi za posrednictwem portdw wyjscia.
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Uwaga
® W przypadku aktywnego potgczenia z kilkoma serwerami AXIS Camera Station 5 mozna wybra¢ dowolny
potgczony serwer z rozwijalnego menu Selected server (Wybrany serwer), aby utworzy¢ reguty akcji i
nimi zarzadzac.

e Administratorzy moga wytaczac porty we/wy dla uzytkownikow. Patrz Uprawnienia uzytkownika.

Regquty akeji uzywajg portow we/wy jako wyzwalaczy lub akcji. Wyzwalacze wykorzystuja sygnaty wejsciowe, na
przyktad jesli AXIS Camera Station 5 odbierze sygnat z urzgdzenia podtgczonego do portu wejscia, wykona
okreslone akcje. Akcje wykorzystujg porty wyjscia, na przyktad jesli requta sie aktywuje, AXIS Camera Station 5
moze aktywowac lub dezaktywowac urzgdzenie podfgczone do portu wyjscia. Patrz Regufy akcji.

Wiecej informacji o podfgczaniu urzgdzen i konfigurowaniu portow we/wy mozna znalez¢ w instrukceji obstugi
lub instalacji produktu Axis. Niektdre urzgdzenia maja porty, ktére mogg dziata¢ jako wejscie lub wyjscie.

Portami wyjscia mozna sterowac recznie. Patrz Monitorowanie portéw we/wy.
Dodawanie portow we/wy
Aby dodaé porty we/wy:

1. Wybierz kolejno opcje Configuration > Recording and events > 1/0 ports (Konfiguracja > Zapis i
zdarzenia > Porty we/wy).

Kliknij Add (Dodaj), aby wyswietli¢ liste portow we/wy, ktére mozna dodac.
Zaznacz port i kliknij przycisk OK.

Przejrzyj informacje w obszarach Type (Typ) i Device (Urzadzenie). W razie potrzeby zmien informacje.

AR

Wprowadz nazwe w polach Port, Active State (Stan aktywny)i Inactive State (Stan nieaktywny).
Nazwy te bedg wyswietlane w oknach Requty akcji, Dzienniki i Monitorowanie we/wy.

6. Dla portow wyjscia mozna ustawi¢ stan poczatkowy na potrzeby sytuacji, gdy AXIS Camera Station 5
taczy sie z urzgdzeniem. Wybierz opcje On startup set to (Podczas uruchamiania ustaw na) i wybierz
stan poczgtkowy z menu rozwijanego State (Stan).

Edytuj Aby zmodyfikowac port, zaznacz go i kliknij
przycisk Edit (Edycja). W wyskakujgcym oknie
dialogowym zaktualizuj informacje o portach i kliknij

przycisk OK.

Usun Aby usung¢ port, zaznacz go i kliknij przycisk Remove
(Usun).

Reload 1/0 Ports (Zataduj ponownie porty we/wy) Jesli porty we/wy zostaty skonfigurowane na stronie

konfiguracji urzgdzenia, kliknij przycisk Reload 1/0
Ports (Zataduj ponownie porty wefwy), aby
zaktualizowac liste.

Monitorowanie portow we/wy

Uwaga

W przypadku aktywnego potgczenia z kilkoma serwerami AXIS Camera Station 5 mozna wybra¢ dowolny
potaczony serwer z rozwijalnego menu Selected server (Wybrany serwer) , aby monitorowac¢ porty WE/WY.

Aby recznie sterowa¢ portami wyjscia:

1. Wybierz kolejno = > Actions (Akcje) > I/0 Monitoring (Monitorowanie we/wy).
2. Wybierz port wyjscia.
3. Kliknij przycisk Change state (Zmien stan).
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Reguty akgji

Uzyj regut dziatania, aby automatycznie reagowac na zdarzenia. Przyktadowo wysytaj wiadomosci e-mail, gdy
kamera wykryje ruch poza godzinami pracy firmy, komunikuj sie z urzadzeniami dotgczonymi do portéw we [ wy
i powiadamiaj operatoréw o waznych zdarzeniach.

Kazda reguta ma wyzwalacze (zdarzenia, ktore uaktywniajg regute), dziatania (co sie dzieje po wyzwoleniu) oraz
opcjonalny harmonogram. Po uaktywnieniu wyzwalaczy reguta wykonuje wszystkie dziatania.

Uwaga
* W przypadku aktywnego pofgczenia z kilkoma serwerami AXIS Camera Station 5 mozna wybra¢ dowolny
potgczony serwer z rozwijalnego menu Selected Server (Wybrany serwer), aby utworzy¢ requty dziatan i
nimi zarzgdzac.

o W przypadku urzgdzen innych producentéw dostepne akcje mogg sie réznié. Zalezy to od urzadzenia.
Wiele tych dziatan moze wymagac¢ skonfigurowania dodatkowych opcji urzadzenia.

Dodawanie wyzwalaczy

Wyzwalacze aktywujg reguty, a kazda reguta moze mie¢ wiele wyzwalaczy. Dopoki jeden z wyzwalaczy pozostaje
aktywny, aktywna pozostaje reguta. Jesli wszystkie wyzwalacze muszg by¢ aktywne, aby reguta byta aktywna,
zaznacz opcje All triggers must be active simultaneously to trigger the actions (Wszystkie wyzwalacze musza
by¢ aktywne jednoczesnie, aby wyzwalac¢ akcje). Jesli to ustawienie jest uzywane do wyzwalaczy impulsowych,
wydtuz czas wyzwalania. Wyzwalacze impulsowe sg aktywne tylko chwilowo.

Dostepne sg nastepujgce wyzwalacze:

Detekcja ruchu - Zarejestrowanie ruchu w zdefiniowanym obszarze aktywuje wyzwalacz detekcji ruchu. Patrz
Tworzenie wyzwalaczy opartych na detekcji ruchu, on page 85.

Zawsze aktywne - Wyzwalacz jest zawsze wtgczony. Mozna na przyktad potaczyé go z zawsze wtgczonym
harmonogramem i akcjg nagrywania o niskim profilu, aby uzyska¢ drugie nagranie ciggte, co sprawdza sie w
przypadku urzadzen o ograniczonej wydajnosci.

Aktywne zabezpieczenie antysabotazowe - Wyzwalacz oparty na alarmie przeciwsabotazowym aktywuje sie,
gdy potfozenie urzadzenia zostanie zmienione, zostanie zakryty obiektyw lub obraz stanie si¢ bardzo nieostry.
Patrz Tworzenie wyzwalaczy opartych na aktywnym alarmie antysabotazowym, on page 85.

Podglad na zywo - Wyzwalacz oparty na podgladzie na zywo uruchamia sie, gdy uzytkownik otwiera strumien
wideo z okreslonej kamery. Moze on stuzy¢ na przyktad do informowania za pomocg jej diod LED, ze osoby
znajdujace sie w poblizu kamery sg obserwowane. Zob. .

AXIS Cross Line Detection - AXIS Cross Line Detection to aplikacja do kamer i wideoenkoderow. Wykrywa ona
poruszajgce sie obiekty, ktore przekraczajg wirtualng linie. Moze stuzy¢ na przyktad do monitorowania punktow
wejscia i wyjscia. Patrz Tworzenie wyzwalaczy opartych na aplikacji AXIS Cross Line Detection, on page 86.

Zdarzenie systemowe i btad systemowy - Wyzwalacz oparty na zdarzeniu i btgdzie systemowym jest
aktywowany w przypadku btedéw nagrywania, zapetnienia pamigeci masowej, niemoznosci nawigzania
potgczenia z sieciowg pamig¢cig masowg albo utraty potgczenia z jednym lub kilkoma urzadzeniami. Patrz
Tworzenie wyzwalaczy opartych na zdarzeniach i/lub btedach systemowych, on page 86.

Wejscie/Wyjscie - Wyzwalacz oparty na wejsciu/wyjsciu (we/wy) aktywuje sie, gdy port we/wy urzgdzenia
odbierze sygnat na przykfad z potgczonych drzwi, czujki dymu lub przetgcznika. Patrz Tworzenie wyzwalaczy
opartych na wejsciach/wyjsciach, on page 87. Jesli jest taka mozliwosé, zalecamy uzywanie wyzwalaczy
opartych na zdarzeniach w urzgdzeniu zamiast wyzwalaczy wejscia/wyjscia.

Zdarzenie z urzadzenia - Ten wyzwalacz wykorzystuje zdarzenia bezposrednio z kamery lub urzadzenia
dodatkowego. Uzyj tej opcji, jesli w AXIS Camera Station 5 nie ma odpowiedniego wyzwalacza. Patrz Tworzenie
wyzwalaczy opartych na zdarzeniach w urzgdzeniu, on page 88.

Przycisk dziatania - Przyciski akcji stuzg do rozpoczynania i zatrzymywania dziatah w podglgdzie na zywo. Ten
sam przycisk moze by¢ uzywany w roznych requtach. Patrz Tworzenie wyzwalaczy opartych na przyciskach
akcji, on page 93.
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Zdarzenie aplikacji AXIS Entry Manager - Ten wyzwalacz aktywuje sie w sytuacji, gdy AXIS Camera Station 5
odbierze sygnaty z drzwi skonfigurowanych w aplikacji AXIS Entry Manager. Na przyktad otwarcie drzwi sita,
otwarte zbyt dtugo lub odmowa dostepu. Patrz Tworzenie wyzwalaczy zdarzen aplikacji AXIS Entry Manager, on
page 94.

Zewnetrzne potaczenie HTTPS - Wyzwalacz oparty na zewnetrznym potaczeniu HTTPS umozliwia zewngtrznym
aplikacjom wyzwalanie zdarzen w aplikacji AXIS Camera Station 5 poprzez wystanie komunikatu potagczeniem
HTTPS. Patrz Tworzenie wyzwalaczy opartych na zewnetrznych potgczeniach HTIPS, on page 95.

Tworzenie wyzwalaczy opartych na detekcji ruchu

Wyzwalacz oparty na detekcji ruchu aktywuje si¢, gdy kamera wykryje ruch w wyznaczonym obszarze. Poniewaz
to kamera przetwarza zdarzenie detekcji, nie zwieksza si¢ obcigzenie AXIS Camera Station 5.

Uwaga

Nie uzywaj wyzwalaczy opartych na detekcji ruchu do rozpoczynania nagrywania razem z funkcja
nagrywania inicjowanego ruchem w kamerze. Zanim uzyjesz wyzwalaczy opartych na detekcji ruchu wytacz
nagrywanie inicjowane ruchem w kamerze. Aby wytgczy¢ nagrywanie inicjowane ruchem, przejdz

do Configuration > Recording and events > Recording method (Konfiguracja > Zapis i zdarzenia > Metoda
zapisywania).

Aby utworzy¢ wyzwalacz oparty na detekcji ruchu:

1. Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Reguly akgji).

Kliknij opcje New (Nowy).

Kliknij przycisk Add (Dodaj) i zaznacz opcje Motion detection (Detekcja ruchu).
Kliknij OK.

Na wyskakujgcym ekranie:

5.1. Wybierz kamere, ktdra ma wykrywac ruch.

AR S S

5.2. Ustaw interwat migdzy dwoma kolejnymi nagraniami, aby zmniejszy¢ liczbe zapisow
nastepujacych po sobie. Jesli w tym odstepie czasu wystgpi dodatkowy wyzwalacz, nagrywanie
bedzie kontynuowane, a okres wyzwalania zostanie uruchomiony ponownie.

5.3. Kliknij opcje Motion settings (Ustawienia ruchu), aby skonfigurowac¢ ustawienia detekcji ruchu.
Dostepne ustawienia réznig sie w zaleznosci od kamery. Patrz Edytowanie wbudowanej funkgcji
detekcji ruchu i Edytowanie ustawien aplikacji AXIS Video Motion Detection 2 i 4.

6. Kliknij przycisk OK.
Tworzenie wyzwalaczy opartych na aktywnym alarmie antysabotazowym

Wyzwalacz oparty na aktywnym zabezpieczeniu antysabotazowym aktywuje sie, gdy potozenie kamery zostanie
zmienione, zostanie zakryty obiektyw lub obraz stanie si¢ bardzo nieostry. Poniewaz to urzadzenie przetwarza
detekcje sabotazu, obcigzenie serwera AXIS Camera Station 5 nie zwigksza sie.

Funkcja aktywnego alarmu antysabotazowego jest dostepna w kamerach obstugujacych ochrone
antysabotazowg oraz majacych zainstalowane oprogramowanie sprzetowe w wersji 5.11 lub nowszej.

Aby utworzy¢ wyzwalacz oparty na aktywnym alarmie antysabotazowym:

1. Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Reguly akgji).

Kliknij opcje New (Nowy).

Kliknij przycisk Dodaj i wybierz opcje Activate tampering alarm (Aktywuj alarm antysabotazowy).
Kliknij OK.

W polu Trigger on (Wyzwalaj przy) wybierz kamere, ktorej chcesz uzywac.

Kliknij OK.

ISR L
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Tworzenie wyzwalaczy opartych na aplikacji AXIS Cross Line Detection

AXIS Cross Line Detection to aplikacja do kamer i wideoenkoderow. Wykrywa ona poruszajace si¢ obiekty, ktdre
przekraczajg wirtualng linie, i aktywuje wyzwalacz. Za jej pomocg mozna tez na przyktad monitorowaé punkty
wejscia i wyjscia. Poniewaz to kamera przetwarza zdarzenia detekcji, obcigzenie serwera AXIS Camera Station 5
nie zwigksza sie.

Aplikacje mozna zainstalowa¢ tylko na urzgdzeniach obstugujgcych platforme AXIS Camera Application
Platform. Aby uzywa¢ aplikacji AXIS Cross Line Detection jako wyzwalacza, nalezy pobra¢ aplikacj¢ ze strony
axis.com, a nastepnie zainstalowac jg na urzadzeniach. Patrz Instalowanie aplikacji do kamery.

Aby utworzyé¢ wyzwalacz w formie aplikacji AXIS Cross Line Detection:

1. Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Reguly akgji).

Kliknij opcje New (Nowy).

Kliknij przycisk Dodaj i zaznacz opcj¢ AXIS Cross Line Detection.
Kliknij OK.

Kliknij Refresh (Odswiez), aby zaktualizowa¢ liste.

ISR L T o

Z menu rozwijanego Trigger on (Wyzwalaj przy) wybierz kamere, ktora ma by¢ uzywana.
Mozna wybra¢ tylko kamery z zainstalowang aplikacja AXIS Cross Line Detection.

7. W polu Trigger period (Czas wyzwalania) ustaw odstep czasu pomiedzy kolejnymi wyzwalaczami, aby
zmniejszy¢ liczbe nastepujacych po sobie zapisow.
Jesli w tym odstepie czasu wystapi dodatkowy wyzwalacz, nagrywanie bedzie kontynuowane, a okres
wyzwalania zostanie uruchomiony ponownie.

8.  Kliknij AXIS Cross Line Detection settings (Ustawienia aplikacji AXIS Cross Line Detection), a w
przeglgdarce internetowej otworzy sie strona Applications (Aplikacje) dla wybranej kamery. Informacje
o dostepnych ustawieniach mozna znalez¢ w dokumentacji dotgczonej do aplikacji AXIS Cross Line
Detection.

Uwaga

Do konfigurowania aplikacji AXIS Cross Line Detection nalezy uzywa¢ przegladarki Internet Explorer z
wigczong obstugg formantow ActiveX. Jezeli zostanie wyswietlone pytanie o zainstalowanie aplikacji AXIS
Media Control, kliknij Yes (Tak).

Tworzenie wyzwalaczy opartych na zdarzeniach iflub btedach systemowych

Zaznacz jedno lub wiecej zdarzenie iflub btedy systemowe, ktore majg by¢ uzywane jako wyzwalacze. Zdarzenia
systemowe to na przyktad sg btedy nagrywania, petna pamie¢ masowa, brak potaczenia z sieciowg pamiecia
masowg, a takze utrata pofgczenia z co najmniej jednym urzgdzeniem.

Aby utworzy¢ wyzwalacz oparty na zdarzeniach i/lub btedach systemowych:

1. Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Reguly akgji).

2. Kliknij opcje New (Nowy).

3. Kliknij przycisk Add (Dodaj) i wybierz opcje System event and error (Zdarzenie iflub btad systemowy).
4, Kliknij OK.

5. Wybierz zdarzenie systemowe lub bfad, aby utworzy¢ wyzwalacz.

6. Kliknij OK.
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On recording error (Btad nagrywania)

Zaznacz opcje On recording error (Bfad przy
nagrywaniu), aby wyzwalacz byt aktywowany po
wystgpieniu bteddw w trakcie nagrywania, na
przyktad gdy kamera przestanie wysyta¢ obraz
strumieniowo.

Przy zapetnionej pamigci masowe;j

Zaznacz opcje On full storage (Przy zapetnionej
pamieci masowej), aby wyzwalacz byt aktywowany
po zapetnieniu pamieci masowej nagran.

W przypadku braku kontaktu z zasobem sieciowym

Zaznacz opcje On no contact with network storage
(W przypadku braku kontaktu z zasobem
sieciowym), aby wyzwalacz byt aktywowany w razie
problemow z dostepem do sieciowej pamieci
masowej.

On lost connection to camera (W przypadku
utraconego pofgczenia z kamerg)

Zaznacz opcje On lost connection to camera (W
przypadku utraconego potgczenia z kamerg), aby
wyzwalacz byt aktywowany w razie problemdw z
nawigzaniem tgcznosci z jedng lub kilkoma kamerami.

Zaznacz opcje All (Wszystkie), aby byty
uwzgledniane wszystkie kamery dodane do
AXIS Camera Station 5.

Wybierz opcje Selected (Wybrane) i kliknij
Cameras (Kamery), aby wyswietlic¢ liste
wszystkich kamer dodanych do AXIS Camera
Station 5. Uzyj opcji Select all (Zaznacz
wszystko), aby zaznaczy¢ wszystkie kamery
lub uzyj opcji Deselect all (Odznacz
wszystko), aby odznaczy¢ wszystkie kamery.

Tworzenie wyzwalaczy opartych na wejsciach/wyjsciach

Wyzwalacz oparty na wejsciu/wyjsciu (we/wy) aktywuje sie, gdy port we/wy urzadzenia odbierze sygnat na
przyktad z potgczonych drzwi, czujki dymu lub przetacznika.

Uwaga
[ ]

Dodaj port WE/WY do AXIS Camera Station 5, zanim uzyjesz wyzwalacza WE/WY. Patrz Porty we/wy.

Jesli jest taka mozliwos¢, uzywaj wyzwalaczy opartych na zdarzeniach w urzadzeniu zamiast

wyzwalaczy wejscia/wyjscia. Wyzwalacze oparte na zdarzeniach w urzgdzeniu zapewniajg lepsze ogdlne
wrazenia uzytkownika. Wiecej informacji: Tworzenie wyzwalaczy opartych na zdarzeniach w urzqdzeniu,

on page 88.

Aby utworzy¢ wyzwalacz oparty na wejsciu/wyjsciu:

1. Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i

zdarzenia > Reguty akgji).

2. Kliknij opcje New (Nowy).
3.
4. Kliknij OK.
5.
wyzwalacza.
6. Kliknij OK.
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Kliknij przycisk Add (Dodaj) i zaznacz opcje Input/Output (Wejscie/Wyjscie).

W obszarze Trigger port and state (Port i stan wyzwalacza) skonfiguruj ustawienia portu we/wy i




Port i stan wyzwalacza

Port we/wy W polu 1/O port (Port we/wy) zaznacz port wejsciowy
lub wyjSciowy.

Trigger state (Stan wyzwalacza) W polu Trigger state (Stan wyzwalacza) zaznacz stan
portu we/wy, ktdry ma powodowac aktywowanie
wyzwalacza. Dostepne stany zalezg od konfiguracji
portu.

Trigger period (Okres wyzwalacza) W polu Trigger period (Czas wyzwalania) ustaw
odstep czasu pomiedzy kolejnymi wyzwalaczami, aby
zmniejszy¢ liczbe nastepujacych po sobie zapisow.

Jesli w tym odstepie czasu wystgpi dodatkowy
wyzwalacz, nagrywanie bedzie kontynuowane, a
okres wyzwalania zostanie uruchomiony ponownie.

Tworzenie wyzwalaczy opartych na zdarzeniach w urzadzeniu

Ten wyzwalacz wykorzystuje zdarzenia bezposrednio z kamery lub urzadzenia dodatkowego. Uzyj tej opcji, jesli
w AXIS Camera Station 5 nie ma odpowiedniego wyzwalacza. Zdarzenia ro6znig si¢ w zaleznosci od kamery i
majg co najmniej jeden filtr, ktéry nalezy ustawic. Filtry to warunki, ktére muszg zosta¢ spetnione, aby
aktywowat sie wyzwalacz zdarzen. Informacje o zdarzeniach i filtrach dla produktow Axis mozna znalez¢ w
dokumentacji VAPIX® dostepnej w witrynach axis.com/partners i axis.com/vapix

Aby utworzy¢ wyzwalacz zdarzen w urzadzeniu:

1. Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Reguly akgji).

2. Kliknij New (Nowy).
3. Kliknij przycisk Add (Dodaj) i wybierz opcje Device event (Zdarzenie urzadzenia).
4. Kliknij OK.
5. Skonfiguruj wyzwalacz zdarzen w obszarze Configure device event trigger (Konfiguracja wyzwalacza
zdarzen w urzadzeniu).
Uwaga

Dostepne zdarzenia zalezg od wybranego urzadzenia. W przypadku urzadzen innych firm wiele z tych zdarzen
wymaga skonfigurowania dodatkowych opcji w urzadzeniu.

6. W obszarze Filters (Filtry) wybierz filtry.

7. W obszarze Activity (Aktywnosé), sprawdz aktualny stan wyzwalacza zdarzen w urzadzeniu jako
funkcje czasu. Zdarzenie moze miec stan lub nie mie¢ stanu. Aktywnos¢ zdarzenia ze stanem jest
reprezentowana przez funkcje kroku. Linia prosta z impulsami od momentu wyzwolenia zdarzenia
odzwierciedla aktywnos¢ zdarzenia bez stanu.

8.  Kliknij OK.
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AXIS Camera Station 5

Konfiguracja wyzwalacza zdarzen na urzadzeniu

Urzadzenie W polu Device (Urzadzenie) wybierz kamere lub
urzadzenie dodatkowe.
Zdarzenie W polu Event (Zdarzenie) wybierz zdarzenie, ktore

ma by¢ uzywane jako wyzwalacz.

Trigger period (Okres wyzwalacza)

W polu Trigger period (Czas wyzwalania) ustaw
odstep czasu pomiedzy kolejnymi wyzwalaczami, aby
zmniejszy¢ liczbe nastepujacych po sobie zapisow.

Jesli w tym odstepie czasu wystgpi dodatkowy
wyzwalacz, nagrywanie bedzie kontynuowane, a
okres wyzwalania zostanie uruchomiony ponownie.

Przyktady zdarzen na urzadzeniach

Kategoria

Zdarzenie z urzadzenia

Wzmacniacz

Przecigzenie wzmacniacza

Sterowanie dzwiekiem

Status sygnatu cyfrowego

Zrodto dzwieku

Detekcja dzwigku

Authorization (Autoryzacja)

Zadanie dostepu zaakceptowane

Zadanie dostepu odrzucone

Nawigz pofgczenie

Status

Zmiana stanu

Jakosé sieci

Status konta SIP

Przychodzace wideo

Obudowa

Otwarcie obudowy

Urzadzenie

Zabezpieczenie nadpragdowe w obwodzie pierscieniowym

Czujniki urzadzenia

System gotowy

Czujnik PIR

Status urzadzen

System gotowy

Drzwi

Drzwi wywazone

Wykryto ingerencje w instalacje drzwiowg

Drzwi zamkniete

Przekroczony czas otwarcia drzwi

Potozenie drzwi

Drzwi odblokowane

Bufor zdarzen

Rozpoczecie

Dziennik zdarzen

Pominigte alarmy

89




Pominigte zdarzenia

Alarm

Wentylator

Status

Globalna zmiana sceny

Ustuga obrazu

Awaria sprzetu

Btad pamieci masowe]

Awaria wentylatora

Modut grzewczy

Status

Input ports (Porty wejscia)

Wejscie wirtualne

Cyfrowy port wejscia

Wyzwalacz reczny

Nadzorowany port wejscia

Cyfrowy port wyjscia

Wejscie sygnatu zewnetrznego

Oswietlenie

Status

Stan oswietlenia ulegt zmianie

Status

Media

Profil ulegt zmianie

Konfiguracja ulegta zmianie

Monitowanie

Zmiana stanu

Detektor ruchu w regionie

Ruch

Sie¢

Utrata potaczenia sieciowego

Ma zastosowanie tylko do zdarzen uzywanych w urzgdzeniu, a
nie zdarzen uzywanych w AXIS Camera Station 5.

Dodano adres

Usunieto adres

Ruch PTZ

Ruch PTZ na kanale <nazwa kanatu>

Prepozycje PTZ

Osiggnieta prepozycja PTZ na kanale <nazwa kanatu>

Kontroler PTZ

Automatyczne $ledzenie ruchu

Kolejka sterowania PTZ

Blad PTZ

PTZ gotowe

Konfiguracja nagrywania

Utworz zapis

Usun zapis

Konfiguracja $ledzenia

Konfiguracja nagrywania
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Konfiguracja zadania nagrywania

Zdalna kamera

Status interfejsu Vapix

Pozycja PTZ

Schedule Impuls

Interwat

Zaplanowane wydarzenie
Status Aktywne

Przechowywanie

Problem z pamiecig masowg

Trwa rejestracja

Komunikat systemowy

Nie udato si¢ wykona¢ dziatania

Sabotaz

Wykryto pochylenie

Wykryto wstrzas

Czujniki temperatury

Powyzej temperatury roboczej

Ponizej temperatury roboczej

W granicach temperatury roboczej

Powyzej lub ponizej temperatury roboczej

Wyzwalacz

Przekazniki i wyjscia

Wejscie cyfrowe

Wizyjna detekcja ruchu

VMD 4: profil <nazwa profilu>

VMD 4: dowolny profil

Video Motion Detection 3

VMD 3

Zrédto wideo

Ostrzezenie o ruchu

Dostep do strumienia podglagdu na zywo

Tryb dzienny/nocny

Sabotaz kamery

Srednia degradacja przeptywnosci bitowe]

Podtaczenie zrodta wideo

Zdarzenia w urzadzeniu AXIS A1601 Network Door Controller

Zdarzenie z urzadzenia

Wyzwalanie reguty akgcji

Authorization (Autoryzacja)

Zadanie dostepu zaakceptowane

System przyznat dostep posiadaczowi karty, gdy zidentyfikowat go
przy uzyciu swoich danych uwierzytelniajacych.

Zagrozenie

Kto$ uzyt numeru PIN na wypadek zagrozenia. Mozna go uzy¢ na
przykfad do wyzwolenia cichego alarmu.
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Zadanie dostepu odrzucone

System odmowit dostepu posiadaczowi karty, gdy zidentyfikowat go
przy uzyciu swoich danych uwierzytelniajgcych.

Wykrycie Anti-passback

Kto$ uzyt poswiadczen nalezacych do posiadacza karty, ktéry wszedt
do strefy przed nim.

Obudowa

Otwarcie obudowy

Po usunigciu lub otwarciu obudowy sieciowego kontrolera drzwi.
Opcji tej mozna uzy¢ na przyktad do wystania powiadomienia do
administratora o otwarciu obudowy na potrzeby konserwacji lub
w przypadku préb sabotazu.

Status urzadzen

System gotowy

Gdy system znajdzie sie w stanie gotowosci. Produkt Axis moze
wykry¢ na przykfad stan sytemu i wysta¢ powiadomienie do
administratora o jego uruchomieniu. Zaznacz przycisk opcji Tak, aby
wyzwoli¢ requte akcji po wejsciu produktu w stan gotowosci. Reguta
ta zostanie wyzwolona tylko wtedy, gdy uruchomione zostang
wszystkie wymagane urzadzenia, takie jak system wykrywania
zdarzen.

Drzwi

Drzwi wywazone

Po sitowym otwarciu drzwi.

Wykryto ingerencje w instalacje
drzwiowg

Gdy system wykryje nastepujgce:
Otwarcie lub zamkniecie obudowy urzadzenia

® Ruch urzgdzenia
e Zdjecie podtagczonego czytnika ze Sciany

* Ingerencja w podtgczony monitor drzwi, czytnik lub
urzgdzenie REX. Aby uzy¢ tego wyzwalacza, nalezy si¢
upewnic, ze wigczono opcje Nadzorowane wejscie,

a rezystory koncowe zamontowano na odpowiednich portach
wejscia zfgcza drzwi.

Drzwi zamknigte

Zablokowanie zamka drzwi.

Przekroczony czas otwarcia drzwi

Drzwi sg otwarte zbyt dtugo.

Potozenie drzwi

Monitor drzwi wskazuje, ze drzwi sg otwarte lub zamkniete.

Drzwi odblokowane

Zamek drzwi pozostaje odblokowany. Tego stanu mozna uzywac na
przykfad wtedy, gdy istniejg odwiedzajacy, ktorzy powinni miec¢
mozliwos¢ otwierania drzwi bez okazywania poswiadczen.

Input ports (Porty wejscia)

Wejscie wirtualne

Zmianie stanu jednego z wejs¢ wirtualnych. Moze by¢ uzywany przez
klienta, takiego jak oprogramowanie zarzgdzajgce, do inicjowania
roznych dziatan. Wybierz port wejsciowy, ktory ma wyzwalac¢ regute
akcji po jego uaktywnieniu.

Cyfrowy port wejscia

Zmiana stanu cyfrowego portu wejscia. Tego wyzwalacza mozna
uzywac do inicjowania réznych dziatan, na przyktad wystania
powiadomienia czy btysnigcia diodg LED stanu. Zaznacz port
wejsciowy, ktory ma wyzwalac¢ regute akcji po jej uaktywnieniu, lub
opcje Any (Dowolne), aby reguta dziatania byta wyzwala po aktywacji
ktéregokolwiek portu wejscia.
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Wyzwalacz reczny Aktywuje wyzwalacz reczny. Tego wyzwalacza mozna uzywac do
g g . ..

recznego uruchamiania lub zatrzymywania regut akcji za
posrednictwem interfejsu APl VAPIX.

Wejscie sygnatu zewnetrznego Aktywacja lub dezaktywacja wejscia awaryjnego.
Sie¢
Utrata potaczenia sieciowego Sie¢ traci potgczenie sieciowe.

Ma zastosowanie tylko do zdarzen uzywanych w urzadzeniu, a nie
zdarzen uzywanych w AXIS Camera Station 5.

Dodano adres Dodanie nowego adresu IP.

Usunieto adres Usuniecie adresu IP.

Schedule

Zaplanowane wydarzenie Zmiana stanu we wstepnie zdefiniowanym harmonogramie. Stuzy do

nagrywania obrazu wideo w okreslonych przedziatach czasowych, na
przyktad w godzinach pracy, w weekendy itp. Zaznacz harmonogram
w rozwijalnym menu Schedule (Harmonogram).

Komunikat systemowy

Nie udato si¢ wykonac dziatania Nieudane wykonanie reguty akcji oraz wyswietleniu komunikatu
systemowego Nie udato si¢ wykonac¢ dziatania.

Wyzwalacz

Wejscia cyfrowego Aktywacja lub dezaktywacja fizycznego cyfrowego portu
wejsciowego.

Tworzenie wyzwalaczy opartych na przyciskach akgji

Przyciski akcji stuzg do rozpoczynania i zatrzymywania dziatan w Live view (podglgdzie na zywo). Przyciski akcji
sg wyswietlane u dotu okna dole podgladu na zywo lub na mapie. Do wielu kamer i map mozna uzywac jednego
przycisku, a takze dla jednej kamery lub mapy mozna uzywa¢ wielu przyciskow akcji. Przyciski akcji mozna
rozmiesci¢ podczas ich dodawania lub edytowania.

Istniejg dwa rodzaje przyciskow akcji:

Przyciski polecenia - Stuzg do recznego uruchamiania akgji. Przyciskow polecen nalezy uzywac¢ do akgji, ktore
nie wymagaja przycisku zatrzymania. Przycisk polecenia ma etykiete i podpowiedz. Etykieta przycisku to tekst
wyswietlany na przycisku. Najedz kursorem myszy na przycisk, aby wyswietli¢ podpowiedz.

Przyktad: Utwdrz przycisk aktywacji wyjscia o wstepnie zdefiniowanej godzinie, uruchomienia alarmu i wystania
wiadomosci e-mail.

Przyciski dwustanowe - Stuzg do recznego uruchamiania i zatrzymywania akcji. Przycisk ma dwa stany:
przefgczenie i wytgczenie. Kliknigcie przycisku powoduje przetaczenie miedzy tymi dwoma stanami. Przyciski
dwustanowe domysinie uruchamiajg akcje w stanie aktywnym, ale mogg réwniez uruchomiac jg w stanie
nieaktywnym.

Przycisk przetaczania ma etykiete stanu aktywnego, etykiete stanu nieaktywnego i podpowiedz. Teksty
wyswietlane na przyciskach w stanach aktywnym i nieaktywnym sg etykietami stanow aktywnego i
nieaktywnego. Najedz kursorem myszy na przycisk, aby wyswietli¢ podpowiedz.

Przyktad: Utworz przycisk do otwierania i zamykania drzwi, uzyj akcji wyjsciowej z impulsem ustawionym na
«przez czas, kiedy aktywny jest dowolny wyzwalacz".

Aby utworzy¢ wyzwalacz przycisku akeji:
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Uwaga

Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Reguly akgji).

Kliknij opcje New (Nowy).

Kliknij przycisk Add (Dodaj) i wybierz opcje Action Button (Przycisk akcji).

Kliknij OK.

Wybierz opcje Create new button (Utworz nowy przycisk) lub Use existing button (Uzyj istniejgcego
przycisku). Kliknij Next (Dalej).

Jezeli wybierzesz opcje Create new button (Utworz nowy przycisk):

6.1. Wybierz opcje Command button (Przycisk polecema) lub Toggle button (Przycisk
dwustanowy). Jezeli przycisk przetaczania ma inicjowac czynno$¢ w stanie nieaktywnym,
zaznacz opcje Trigger on untoggle (Wyzwol przy zmianie stanu na nieaktywny).

6.2.  Kliknij Next (Dalej).
6.3. Dodaj etykiety i podpowiedz dla przycisku.

Litera lub cyfra po pierwszym znaku podkreslenia w etykiecie przycisku akgji staje sie klawiszem dostepu do
przycisku akeji. Nacisnij klawisz ALT i klawisz dostepu, aby aktywowac przycisk akcji. Na przyktad jesli
przycisk akcji otrzyma nazwe A_BC, w podgladzie na zywo jego nazwa zmieni sie na ABC. Nacisnij klawisze
ALT + B, a przycisk akcji zostanie aktywowany.

7.

10.

11.

Jezeli wybrano opcje Use existing button (Uzyj istniejgcego przycisku):
7.1. Wyszukaj lub kliknij przycisk, ktorego chcesz uzy¢.

7.2.  Jezeli wybrano uzywanie istniejgcego przycisku przetaczania, trzeba zaznaczy¢ opcje Trigger on
toggle (Wyzwol przy zmianie stanu na aktywny) lub Trigger on untoggle (Wyzwol przy
zmianie stanu na nieaktywny).

7.3.  Kliknij przycisk Next (Dalej).
7.4.  Zmodyfikuj etykiete i podpowiedz przycisku.
Wybierz kamere lub mape z menu rozwijanego.

Aby doda¢ przycisk do wielu kamer lub map, kliknij opcj¢ Add to multiple cameras (Dodaj do wielu
kamer) lub Add to multiple maps (Dodaj do wielu map).

Jezeli kamera ma kilka przyciskow akcji, kliknij przycisk Arrange (Rozmiesc) i edytowac kolejnosé
przyciskdw. Kliknij OK.

Kliknij Next (Dalej).

Tworzenie wyzwalaczy zdarzen aplikacji AXIS Entry Manager

AXIS Camera Station 5 aktywuje wyzwalacz po odebraniu sygnatow z drzwi skonfigurowanych w aplikacji AXIS
Entry Manager. Na przyktad otwarcie drzwi sita, otwarte zbyt dfugo lub odmowa dostepu.

Uwaga

Funkcja wyzwalania zdarzen aplikacji AXIS Entry Manager jest dostepna tylko po dodaniu do AXIS Camera
Station 5 sieciowego kontrolera drzwi AXIS A1001 Network Door Controller.

1.

Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Reguly akgji).

Kliknij opcje New (Nowy).

Kliknij przycisk Add (Dodaj) i zaznacz pozycje AXIS Entry Manager event (Zdarzenie aplikacji AXIS
Entry Manager).

Kliknij OK.
Wybierz zdarzenie oraz drzwi, ktére majg powodowa¢ aktywacje wyzwalacza.
Kliknij OK.
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Tworzenie wyzwalaczy opartych na zewnetrznych pofaczeniach HTTPS

Wyzwalacz oparty na zewngtrznym potaczeniu HTTPS umozliwia zewngtrznym aplikacjom wyzwalanie zdarzen
w aplikacji AXIS Camera Station 5 poprzez wystanie komunikatu potgczeniem HTTPS. Ten wyzwalacz obstuguje
tylko komunikacje za pomocga protokotu HTTPS i wymaga, aby w zadaniu HTTPS podaé prawidtowg nazwe
uzytkownika aplikacji AXIS Camera Station 5, w tym nazwe domeny i hasto.

Metoda HTTP GET* obstuguje zgdania wymienione ponizej. Mozna réwniez uzywaé¢ metody POST z danymi JSON
rozpoczynajgcymi sie w tresci zadania.

Uwaga
e Zadania wyzwalaczy zewnetrznych pofaczen HTTPS mozna testowaé tylko w przegladarce Google
Chrome.

*  Wyzwalacz oparty na zewnetrznym potgczeniu HTTPS uzywa tych samych portow, co mobilna aplikacja
do przegladania obrazu. Zobacz omdwienie portow komunikacji mobilnej i strumieniowania mobilnego
w temacie Zapisy ogdlne.

e Aktywacja wyzwalacza o identyfikatorze ,trigger1": https:// [address] :55756/Acs/Api/
TriggerFacade/ActivateTrigger?{"triggerName":"triggerl"}

e Dezaktywacja wyzwalacza o identyfikatorze ,trigger1": https://[address] :55756/Acs/
Api/TriggerFacade/DeactivateTrigger?{"triggerName":"triggerl"}

® Aktywacja wyzwalacza o identyfikatorze ,trigger1”, a nast¢pnie jego automatyczna dezaktywacja po 30
sekundach: https://[address] :55756/Acs/Api/TriggerFacade/
ActivateDeactivateTrigger?

{"triggerName":"triggerl", "deactivateAfterSeconds":"30"}

Uwaga

Czasomierz automatycznej dezaktywacji zostanie wyzerowany w przypadku wystania jakiegokolwiek innego
polecenia do tego samego wyzwalacza.

e Pulsacyjne uruchomienie wyzwalacza o identyfikatorze ,trigger1” (aktywacja wyzwalacza, po czym
natychmiastowa jego dezaktywacja): https://[address] :55756/Acs/Api/
TriggerFacade/PulseTrigger?{"triggerName":"triggerl"}

Aby utworzy¢ wyzwalacz zewnetrznego potgczenia HTTPS:

1. Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Reguly akgji).

Kliknij opcje New (Nowa).
Kliknij przycisk Add (Dodaj) i wybierz opcje External HTTPS (Zewnetrzne potgczenie HTTPS).
Kliknij OK.

W polu Trigger name (Nazwa wyzwalacza) nadaj wyzwalaczowi nazwe.

ISR L T e

Spdjrz na przyktadowy adres URL, w ktérym adres serwera jest taki sam, jak adres klienta uzyty podczas
logowania. Adresy URL bedg dziata¢ poprawnie dopiero po wykonaniu catej requty akcji.

7. Kliknij przycisk OK.

Dziatania obstugiwane przez wyzwalacze zewnetrznych potgczen HTTPS

e Zadania aktywacji i dezaktywacji wyzwalacza sa obstugiwane w akcjach powodujacych rozpoczecie i
zatrzymanie nagrywania.

e Zadania pulsacyjnego uruchomienia wyzwalacza sg obstugiwane w akcjach takich jak Raise Alarm
(Zgtos alarm) i Send Email (Wyslij wiadomos¢ e-mail).

Dodawanie dziatan

Do jednej reguty mozna przypisa¢ wiele akcji. Poczatkiem akcji jest moment aktywacji requty.

Dostepne sg nastepujgce akcje:
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Rejestrowanie - To dziatanie rozpoczyna nagrywanie przez kamere. Patrz Tworzenie akcji nagrywania.

Uruchom alarm - Ta akcja powoduje wystanie alarmu do wszystkich potagczonych klientow AXIS Camera Station
5. Patrz Tworzenie akcji zgfaszania alarmow.

Ustaw wyjscie - Ta akcja ustawia stan portu wyjscia. Stuzy do kontrolowania urzadzenia podtagczonego do portu
wyjscia, na przyktad do wigczania oswietlenia albo blokowania drzwi. Patrz Tworzenie akcji wyjsciowych.

Wyslij wiadomos¢ e-mail - Ta akcja powoduje wystanie wiadomosci e-mail do jednego lub wielu adresatow.
Patrz Tworzenie akcji wysytania wiadomosci e-mail.

Wyslij zapytanie HTTP - Ta akcja powoduje wystanie zgdania HTTP do kamery, kontrolera drzwi lub
zewnetrznego serwera internetowego. Patrz Tworzenie akcji wysyfania powiadomien HTTP.

Syrena i swiatto - Dziatanie to uruchamia sygnalizator akustyczny i sekwencje sygnalizacji optycznej na
kompatybilnym urzadzeniu zgodnie ze skonfigurowanym profilem. Patrz Tworzenie akcji syreny i swiatta, on
page 101.

AXIS Entry Manager - Ta czynnos¢ umozliwia przyznanie dostepu albo odblokowanie lub zablokowanie drzwi
potgczonych z kontrolerem drzwi skonfigurowanym przez program AXIS Entry Manager. Patrz Tworzenie akcji
aplikacji AXIS Entry Manager, on page 102.

Wyslij powiadomienie do aplikacji mobilnej - Ta akcja powoduje wystanie niestandardowego komunikatu do
aplikacji mobilnej AXIS Camera Station. Patrz Tworzenie akcji wysyfania powiadomien do aplikacji mobilnej, on
page 102.

Wiacz lub wytaez reguly - Ta akcja stuzy do wigczania lub wytgczania innych requt akcji. Patrz Tworzenie akcji,
ktdra wtgcza lub wytqcza inne reguty akcji, on page 103.

Wysytanie do dekodera wideo - Ta akcja umozliwia wystanie obszaru obserwacji do dekodera wideo w celu
wyswietlenia go na monitorze przez okreslony czas. Patrz

Kontrola dostepu - To dziatanie obejmuje akcje dotyczace drzwi i stref wystepujace w aplikacji AXIS Camera
Station Secure Entry. Patrz Tworzenie akcji kontroli dostepu, on page 103.

Tworzenie akeji nagrywania

Akcja nagrywania rozpoczyna rejestrowanie obrazu z kamery. Uzyskaj dostep do nagrania na karcie Recordings
(Nagrania) i zacznij odtwarzanie.

Aby utworzy¢ akcje nagrywania:

1. Okresl lokalizacje zapisu nagrania, przejdz do Configuration > Storage > Selection (Konfiguracja >
Pamigé > Wybor).

2. Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Reguly akgji).

Kliknij opcje New (Nowy).

Kliknij przycisk Add (Dodaj) i utwdrz wyzwalacz. Kliknij Next (Dalej). Patrz Dodawanie wyzwalaczy.
Kliknij przycisk Add (Dodaj) i wybierz opcje Record (Rejestruj).

Kliknij OK.

W Camera (Kamera) wybierz kamere, z ktdrej obraz ma by¢ nagrywany.

© N o g &

W obszarze Video setting (Ustawienia wideo) skonfiguruj profil, buforowanie przed zdarzeniem oraz po
zdarzeniu.

9. Kliknij przycisk OK.
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Video setting

Profil Z menu rozwijanego wybierz Profile (Profil). Aby
zmodyfikowaé ustawienia profilu, patrz Profile
strumienia.

Bufor przed zdarzeniem Ustaw, ile sekund przed wykrytym ruchem ma zosta¢

zarejestrowanych na nagraniu.

Bufor po zdarzeniu Ustawi, ile sekund ma zostac¢ zarejestrowanych na
nagraniu po zakonczeniu zdarzenia.

Tworzenie akgji zgtaszania alarmow

Akcja uruchomienia alarmu powoduje wystanie alarmu do wszystkich potagczonych klientow AXIS Camera
Station 5. Alarm zostanie wyswietlony na karcie Alarms (Alarmy) oraz jako powiadomienie na pasku zadan. Do
alarmu mozna dotgczy¢ plik z instrukcjami postepowania w razie alarmu. Procedura alarmowa jest dostepna na
kartach Alarms (Alarmy) i Logs (Dzienniki).

Aby utworzy¢ akcje zgtaszania alarmu:

1. Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Requty akcji).

Kliknij opcje New (Nowy).

Kliknij przycisk Add (Dodaj) i utworz wyzwalacz. Kliknij Next (Dalej). Patrz Dodawanie wyzwalaczy.
Kliknij przycisk Add (Dodaj) i zaznacz opcje Raise alarm (Zgtos$ alarm).

Kliknij OK.

W menu Alarm message (Komunikat alarmu) skonfiguruj tytut, opis i czas trwania.

A L A o o

W menu Alarm procedure (Procedura alarmowa).

7.1.  Zaznacz opcje On alarm show alarm procedure (W przypadku alarmu pokaz procedure
alarmowa).

7.2.  Kliknij przycisk Upload (Przeslij) i znajdz odpowiedni plik.
7.3. Kliknij przycisk Preview (Podglad), a przestany plik zostanie otwarty w oknie podgladu.
7.4.  Kliknij OK.

Komunikat alarmowy

Tytut Nadaj alarmowi tytut. Tytut jest wyswietlany w menu
Alarms (Alarmy) na karcie Alarms (Alarmy) i w
powiadomieniach paska zadan.

Opis Wprowadz opis alarmu. Opis zostanie wyswietlony w
menu Alarms > Description (Alarmy > Opis) na
karcie Alarms (Alarmy) i w powiadomieniach paska
zadan.

Duration (Czas trwania w sekundach) Dla alarmu wyswietlanego w postaci wyskakujgcego
okna ustaw czas trwania w zakresie od 1 do 600
sekund.

Tworzenie akcji wyjsciowych

Dziatanie wyjsciowe ustawia stan portu wyjscia. Stuzy do kontrolowania urzadzenia podtaczonego do portu
wyjscia, na przyktad do wigczania oswietlenia albo blokowania drzwi.
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Uwaga
Dodaj port wyjscia do AXIS Camera Station 5, zanim uzyjesz akcji wyjscia. Patrz Porty we/wy.

Aby utworzy¢ dziatanie wyjsSciowe:

1. Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Requty akgji).

Kliknij opcje New (Nowy).

Kliknij przycisk Add (Dodaj) i utworz wyzwalacz. Kliknij Next (Dalej). Patrz Dodawanie wyzwalaczy.
Kliknij przycisk Add (Dodaj) i wybierz opcje Set output (Ustaw wyjscie).

Kliknij OK.

W polu Output port (Port wyjSciowy) wybierz port wyjscia.

N o g k& b

W polu State on action (Stan dziatania) zaznacz stan, jaki ma zosta¢ ustawiony dla portu. Dostepne
opcje zalezg od konfiguracji portu.

8. W polu Pulse (Pulsowanie) okresl, jak dtugo port wyjscia ma pozostawac¢ w nowym stanie.

Uwaga
Aby port pozostawat w nowym stanie nawet po zakonczeniu dziatania, wyczys¢ opcje Pulse (Pulsowanie).

9. Kliknij OK.

For as long as any trigger is active (Przez czas, kiedy | Aby port znajdowat sie w nowym stanie przez caty
aktywny jest dowolny wyzwalacz) czas aktywnosci wszystkich wyzwalaczy
zdefiniowanych w requle, zaznacz opcje For as long
as any trigger is active (Przez czas, kiedy aktywny
jest dowolny wyzwalacz).

Utrzymywanie stanu przez ustalony czas Aby port pozostawat w nowym stanie przez ustalony
czas, zaznacz drugg opcje i podaj liczbe sekund.

Tworzenie akcji wysytania wiadomosci e-mail

Dziatanie e-mail powoduje wystanie wiadomosci e-mail do jednego lub wielu odbiorcow. Do wiadomosci e-mail
mozna zatgczac ujecia z kamer.

Uwaga
W%/sy’fanie wiadomosci e-mail wymaga skonfigurowania serwera SMTP. Patrz Ustawienia serwera.
Aby utworzy¢ akcje wysytania wiadomosci e-mail:
1. Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Reguty akcji).
Kliknij opcje New (Nowy).
Kliknij przycisk Add (Dodaj) i utworz wyzwalacz. Kliknij Next (Dalej). Patrz Dodawanie wyzwalaczy.
Kliknij przycisk Add (Dodaj) i wybierz opcje Send email (Wyslij wiadomos¢ e-mail).
Kliknij OK.
Dodaj odbiorcow w obszarze Recipients (Odbiorcy):

6.1.  Wprowadz adres e-mail w polu New Recipient (Nowy odbiorca), a nastepnie zaznacz opcje To
(Do), Cc (DW) lub Bee (UDW).

6.2.  Kliknij przycisk Add (Dodaj), a adres e-mail zostanie dodany do pola Recipients (Odbiorcy).

o o k&~ W

7. W obszarze Contents (Tres¢) wpisz temat i tres¢ wiadomosci e-mail.
8. W obszarze Advanced (Zaawansowane) skonfiguruj zatgczniki, liczbe wiadomosci e-mail i interwaty.
9. Kliknij przycisk OK.
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Zaawansowane

Attach snapshots (Dotacz ujecia)

Aby w powiadomieniu e-mail dotgczy¢ ujecia z kamer
w postaci zatagcznikéw w formacie .jpg, zaznacz opcje
Attach snapshots (Dotacz ujecia) i kliknij przycisk
Cameras (Kamery). Zostanie wyswietlona lista
wszystkich kamer dodanych do AXIS Camera Station
5. Mozesz uzy¢ opcji Select all (Zaznacz wszystko),
aby zaznaczy¢ wszystkie kamery lub Deselect all
(Odznacz wszystko), aby odznaczy¢ wszystkie
kamery.

Send one email for each event (Wyslij jeden e-mail
dla kazdego zdarzenia)

Aby zapobiec wysytaniu wielu wiadomosci e-mail o
tym samym zdarzeniu, zaznacz opcje Send one email
for each event (Wyslij jeden e-mail dla kazdego
zdarzenia).

Don't send another email for (Nie wysytaj kolejnego
e-maila dla)

Aby zapobiec wysytaniu wiadomosci e-mail zbyt
szybko jedna po drugiej, zaznacz opcje Don't send
another email for (Nie wysytaj kolejnego e-maila
dla) i z rozwijalnego menu wybierz minimalny czas
miedzy wystaniem kolejnych wiadomosci e-mail.

Tworzenie dziatan podgladu na zywo

Akcja podgladu na zywo powoduje otwarcie karty Live view (Podglad na zywo) z okreslong kamera, widokiem
lub prepozycja. Karta Live view (Podglad na zywo) zostanie otwarta we wszystkich potgczonych klientach AXIS
Camera Station 5. Jezeli karta Live view (Podglad na zywo) wyswietla widok podzielony z aktywnym punktem,
do punktu bedzie wezytywany obraz z kamery wybranej w akcji Podglad na zywo. Wiecej informacji na temat

aktywnych punktow: Widok dzielony.

Mozna réwniez uzy¢ akcji podgladu na zywo, aby przywroci¢ otwarte klienty AXIS Camera Station 5 z paska
zadan lub przesungc¢ je na pierwszy plan wzgledem okien innych otwartych aplikacji.

Aby utworzy¢ akcje podgladu na zywo:

1.
zdarzenia > Reguty akgji).

Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i

Kliknij przycisk Add (Dodaj) i utwdrz wyzwalacz. Kliknij Next (Dalej). Patrz Dodawanie wyzwalaczy.

W obszarze Live view actions (Akcje widoku na zywo) zdecyduj, co ma by¢ wyswietlane po

W obszarze Shown in (Pokaz w) zdecyduj, jak ma by¢ wyswietlany wybrany widok.

W sekcji Bring to front (Przesun na wierzch) zaznacz opcje On trigger bring application to front (Po

zadziataniu wyzwalacza przesun aplikacje na wierzch), aby po rozpoczeciu akeji podgladu na zywo okna
otwartych klientow AXIS Camera Station 5 byty przywracane z paska zadan lub przenoszone na pierwszy

2. Kliknij opcje New (Nowy).
3.
4. Kliknij przycisk Add (Dodaj) i wybierz opcje Live view (Podglad na zywo).
5. Kliknij OK.
6.
uruchomieniu akgji.
7.
8.
plan wzgledem okien innych otwartych aplikacji.
9. Kliknij OK.
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Akcje podgladu na zywo

Wyswietl Aby otworzy¢ widok, kliknij opcje View (Widok) i

wybierz widok z rozwijalnego menu.

Kamera Aby otworzy¢ kamere, kliknij opcje Camera (Kamera)

i wybierz kamere z rozwijalnego menu. Jezeli kamera
ma zdefiniowang prepozycje PTZ, kliknij opcje Go to
preset (Przejdz do prepozycji) i wybierz obszar z
rozwijalnego menu, aby otworzy¢ prepozycje.

No action (Bez akcji) Wybierz opcje No action (Bez akcji), aby nie otwierac¢

zadnego widoku.

Shown in (Pokaz w)

Karta podgladu na zywo Wybierz opcje Live alert tab (Karta alertu na zywo),

aby otworzy¢ wybrany widok lub widok kamery na
karcie Live alert (Alert na zywo).

Hotspot in view (Aktywny punkt w widoku) Wybierz opcje Hotspot in view (Aktywny punkt w

widoku), a nastepnie z rozwijalnego menu wybierz
widok zawierajgcy aktywny punkt. Jezeli aktywny
punkt jest widoczny w pogladzie na zywo po
zainicjowaniu akcji, bedzie w nim wyswietlony widok
z kamery.

Aby otworzy¢ karte Live view (Podglad na zywo), przejdz do widoku aktywnego punktu i ustaw tam
wyswietlanie widoku z kamery. W jednej regule akcji mozna skonfigurowac¢ dwa dziatania podgladu na zywo:

1.

Utworz akcje widoku na zywo wyswietlajgcg widok aktywnego punktu na karcie Live alert (Alert na
2ywo).

1.1. W obszarze Live view actions (Akcje podgladu na zywo) wybierz View (Widok).
1.2.  Wybierz Hotspot view (Widok aktywnego punktu).
1.3. W obszarze Show in (Pokaz w) zaznacz opcje Live alert tab (Karta alertu na zywo).

1.4, Zaznacz opcje On trigger bring application to front (Po zadziataniu wyzwalacza przesun
aplikacje na wierzch).

Utworz kolejng akcje podgladu na zywo, tym razem powodujgca przechodzenie do widoku aktywnego
punktu i wyswietlanie w nim widoku z kamery.

2.1. W obszarze Live view actions (Akcje podgladu na zywo) wybierz opcje Camera (Kamera) i
wybierz widok kamery.

2.2. W obszarze Show in (Pokaz w) wybierz Hotspot in view (Aktywny punkt w widoku).
2.3.  Wybierz Hotspot view (Widok aktywnego punktu).

Tworzenie akcji wysylania powiadomien HTTP

Akcja wysytania powiadomienia HTTP powoduje wystanie zadania HTTP do odbiorcy. Odbiorcg moze by¢ kamera,
kontroler drzwi, zewnetrzny serwer www lub dowolny serwer zdolny odbiera¢ zgdania HTTP. Powiadomienia
HTTP moga stuzy¢ na przyktad do wigczania i wytaczania funkcji w kamerze albo otwierania, zamykania,
blokowania lub odblokowywania drzwi potgczonych z kontrolerem drzwi.

Obstugiwane sg metody GET, POST i PUT.
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Uwaga

Aby powiadomienia HTTP byty wysytane do odbiorcow spoza sieci lokalnej, moze by¢ konieczne dostosowanie
ustawien serwera proxy AXIS Camera Station 5. Patrz Zapisy ogdine.

Aby utworzy¢ akcje wysytania powiadomienia HTTP:

1. Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i

zdarzenia > Reguly akgji).

Kliknij opcje New (Nowy).

Kliknij OK.

ISR L

Kliknij przycisk Add (Dodaj) i utworz wyzwalacz. Kliknij Next (Dalej). Patrz Dodawanie wyzwalaczy.
Kliknij przycisk Add (Dodaj) i wybierz opcje Send HTTP Notification (Wyslij zapytanie HTTP).

W polu URL wprowadz adres odbiorcy oraz skrypt, ktory bedzie odpowiadat za obstuge zgdania. Przyktad:

https://192.168.254.10/cgi-bin/notify.cgi.

7. Jezeli odbiorca wymaga uwierzytelniania, zaznacz opcje Authentication required (Wymagane
uwierzytelnienie). Wprowadz nazwe uzytkownika oraz hasto.

8.  Kliknij przycisk Advanced (Zaawansowane), aby wyswietli¢ ustawienia zaawansowane.

9. Kliknij OK.

Zaawansowane

Metoda

Wybierz metode HTTP z menu rozwijanego Method
(Metoda).

Typ zawartosci

W przypadku metod POST i PUT przejdz do menu
rozwijanego Content type (Typ zawartosci) i wybierz
rodzaj zawartosci.

Tres¢

W przypadku metod POST i PUT w polu Body (Tresc)
wprowadz tre$¢ zgdania.

Trigger data (Dane wyzwalania)

Z menu rozwijanego mozna takze wstawic¢ wstepnie
zdefiniowane dane wyzwalacza. Zobacz nizej, aby
dowiedziec sie wiece;j.

Trigger data (Dane wyzwalania)

Typ

Wyzwalacz, ktory aktywowat te requte akgji.

Source ID (Identyfikator zradta)

Identyfikator zrdédta jest identyfikatorem zrodta, ktore
wyzwolito requte akgji, i czesto reprezentuje kamere
lub inny typ urzadzenia. Nie wszystkie zrodta maja
identyfikator zrodta.

Source Name (Nazwa zrodta)

Nazwa zrodfa jest nazwg zrddta, ktore wyzwolito
regufe akeji, i czesto reprezentuje kamere lub inny typ
urzadzenia. Nie wszystkie zrodta majg nazwe zrodfa.

Godzina (UTC)

Podaje date i godzinge UTC wyzwolenia reguty alarmu.

Time (local) (Czas lokalny)

Data i godzina wyzwolenia reguty akcji przez serwer.

Tworzenie akgcji syreny i swiatta

Akcja syreny i Swiatta powoduje aktywacje schematu sygnatow dzwiekowych i Swietlnych w sieciowej syrenie
stroboskopowej AXIS D4100-E Network Strobe Siren zgodnie ze skonfigurowanym profilem.
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Uwaga
Aby mozna byto uzywac tej akcji, nalezy weczesniej utworzy¢ profil na stronie konfiguracyjnej urzadzenia.

1. Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Reguly akgji).

Kliknij opcje New (Nowy).

Kliknij przycisk Add (Dodaj) i utwdrz wyzwalacz. Kliknij Next (Dalej). Patrz Dodawanie wyzwalaczy.
Kliknij przycisk Add (Dodaj) i wybierz opcje Siren and light (Syrena i Swiatto).

Kliknij OK.

Z menu rozwijanego Device (Urzadzenie) wybierz urzadzenie.

Z menu rozwijanego wybierz Profile (Profil).

Kliknij OK.

®©® N o g k& 0D

Tworzenie akgcji aplikacji AXIS Entry Manager

Akcja aplikacji AXIS Entry Manager moze przyznawac dostep oraz odblokowywac¢ i blokowac zamki drzwi
potaczonych z kontrolerem drzwi skonfigurowanym przez aplikacje AXIS Entry Manager.

Uwaga

Akcja aplikacji AXIS Entry Manager jest dostepna tylko wtedy, gdy w AXIS Camera Station 5 jest dostgpny
sieciowy kontroler drzwi AXIS A1001 Network Door Controller.

1. Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Reguly akgji).

Kliknij opcje New (Nowy).

Kliknij przycisk Add (Dodaj) i utwdrz wyzwalacz. Kliknij Next (Dalej). Patrz Dodawanie wyzwalaczy.
Kliknij przycisk Add (Dodaj) i zaznacz pozycje AXIS Entry Manager (AXIS Entry Manager).

Kliknij OK.

Wybierz akcje oraz drzwi, na ktérych ma ona by¢ wykonywana.

Kliknij OK.

N o g kDN

Tworzenie akcji wysytania powiadomien do aplikacji mobilnej

Akcja Wyslij powiadomienie do aplikacji mobilnej powoduje wystanie niestandardowego komunikatu do aplikacji
mobilnej AXIS Camera Station. Mozna klikna¢, aby otrzyma¢ powiadomienie i przejs¢ do konkretnego widoku z
kamery. Patrz Instrukcja obstugi aplikacji mobilnej AXIS Camera Station.

Aby utworzy¢ akcje wysytania powiadomien do aplikacji mobilne;j:

1. Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Reguly akgji).

2. Kliknij opcje New (Nowy).

3. Kliknij przycisk Add (Dodaj) i utworz wyzwalacz. Kliknij Next (Dalej). Patrz Dodawanie wyzwalaczy.

4.  Kliknij przycisk Add (Dodaj) i wybierz opcje Send mobile app notification (Wyslij powiadomienie do
aplikacji mobilnej).

5. Kliknij OK.
6. W polu Message (Wiadomos¢) wpisz wiadomosé, ktdra ma by¢ wyswietlana w aplikacji mobilne;.

7. W obszarze Click notification and go to (Kliknij powiadomienie i przejdz do) okresl, co ma by¢
wyswietlane po kliknieciu powiadomienia.

8. Kliknij przycisk OK.
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Kliknij powiadomienie i przejdz do

Kamera Z menu rozwijanego Camera (Kamera) wybierz widok

kamery, ktéry powinien pojawic¢ sie po kliknieciu
powiadomienia w aplikacji mobilne;.

Domyslne Zaznacz opcj¢ Default (Domysinie), aby kliknigcie

powiadomienia w aplikacji komdrkowej powodowato
przejscie do strony startowej aplikacji komorkowe;j.

Tworzenie akgji, ktora wigcza lub wytgcza inne reguty akgji

Uzyj akcji wigczania lub wytaczania regut, na przykfad aby wytaczy¢ wykrywanie ruchu w biurze, gdy pracownik
przeciggnie karte dostepu.

Aby utworzy¢ akcje wtaczania lub wytgczania requt:

1.
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Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Reguly akgji).

Kliknij opcje New (Nowy).

Kliknij przycisk Add (Dodaj) i utwdrz wyzwalacz. Kliknij Next (Dalej). Patrz Dodawanie wyzwalaczy.
Kliknij przycisk Add (Dodaj) i wybierz Turn rules on or off (Wkgcz lub wytgcz reguty).

Kliknij OK.

Wybierz co najmniej jedng regufe akcji.

Zdecyduj, czy wybrane reguty akcji majg by¢ wtgczone, czy wytaczone.

Jesli cheesz ustawi¢ czas miedzy wyzwalaniem a zmiang stanu, wprowadz warto$¢ opoznienia.

Wybierz opcje Return to the previous state when the trigger is no longer active (Powrdt do
poprzedniego stanu, gdy wyzwalacz nie jest juz aktywny), jesli nie chcesz, aby wybrana reguta akcji
pozostata zmieniona, gdy wyzwalacz nie jest aktywny. W powyzszym przyktadzie oznacza to, ze detekcja
ruchu wtacza sie ponownie, gdy pracownik wyjmie karte dostepu z czytnika.

10. Kliknij przycisk OK.

Tworzenie akcji kontroli dostepu

Akcja kontroli dostepu moze powodowaé wykonywanie nastepujgcych czynnosci w systemie AXIS Camera
Station Secure Entry:

Uwaga

Akcje dotyczace drzwi: przyznawanie dostepu oraz blokowanie, odblokowywanie i blokowanie ogdlne
wybranych drzwi.

Akcje dotyczace stref: blokowanie, odblokowywanie lub blokowanie ogélne wybranych drzwi w
wybranych strefach.

Akcja kontroli dostepu jest dostepna tylko w systemie AXIS Camera Station Secure Entry.

Aby utworzy¢ akcje kontroli dostepu:

1.
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Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Reguly akgji).

Kliknij opcje New (Nowy).

Kliknij przycisk Add (Dodaj) i utwdrz wyzwalacz. Kliknij Next (Dalej). Patrz Dodawanie wyzwalaczy.
Kliknij przycisk Add (Dodaj) i wybierz opcje Access control (Kontrola dostepu).

Kliknij OK.

Aby wykonac dziatania na drzwiach:
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6.1. W obszarze Kontrola dost¢pu kliknij opcje Dziatania drzwi.
6.2. W obszarze Skonfiguruj akcje zaznacz drzwi i dziatanie.

7. Aby wykona¢ dziatania na strefach:
7.1. W obszarze Access control (Kontrola dostepu) kliknij opcje Zone actions (Dziatania stref).

7.2. W obszarze Configure action (Skonfiguruj akcje) wybierz strefy, typy drzwi i akcje.
8. Kliknij OK.

Harmonogramy

Strona Schedules (Harmonogramy) zawiera wszystkie harmonogramy, ktére mozna zastosowa¢ do nagrywania,
reguf akcji i komponentéw takich jak AXIS Secure Entry. AXIS Site Designer tworzy niektore harmonogramy
podczas instalacji.

Harmonogramy umozliwiajg tworzenie i edytowanie niestandardowych harmonograméw dziennych i
tygodniowych, a takze okreslonych harmonogramow zastepczych, ktére majg zastosowanie zamiast
harmonogramu dziennego lub tygodniowego w specjalnych terminach, takich jak Swieta pahnstwowe.

Karta Schedules (Harmonogramy) to widok gtdwny stuzgcy do zarzgdzania wszystkimi harmonogramami
dziennymi i tygodniowymi:

® Nazwa: Nazwa harmonogramu.

e Type (Typ): Wskazuje, czy harmonogram jest harmonogramem dziennym czy tygodniowym.

® Inuse (W uzyciu): Wskazuje, czy komponent, reguta nagrywania lub reguta akeji aktualnie korzysta z
harmonogramu.

e Override schedules (Harmonogramy zastepcze): Wyswietla liste harmonograméw zastepczych, ktore
majg zastosowanie do tego harmonogramu.

Karta Override schedules (Harmonogramy zastgpcze) to widok gtowny umozliwiajacy zarzadzanie
harmonogramami zastepczymi, w ktérym mozna zobaczy¢, do ktorych harmonogramow dziennych i
tygodniowych zostaty one zastosowane.

Uwaga
W przypadku aktywnego pofgczenia z kilkoma serwerami AXIS Camera Station 5 mozna dodawac
harmonogramy i zarzagdza¢ nimi na dowolnym potgczonym serwerze. Wybierz serwer z rozwijalnego
menu Selected server (Wybrany serwer), aby zarzgdza¢ harmonogramami.

Zarzadzanie harmonogramami dziennymi i tygodniowymi
Aby zarzadzac¢ harmonogramami dziennymi i tygodniowymi, przejdz na karte Schedules (Harmonogramy).
Aby utworzy¢ nowy harmonogram dzienny lub tygodniowy, kliknij New schedule (Nowy harmonogram).

Aby usuna¢ harmonogram, wybierz go z listy i nacisnij Delete (Usun). Przed probg usuniecia harmonogramu
upewnij sie, ze nie jest on uzywany.

Utwdrz lub wybierz harmonogram dzienny lub tygodniowy, aby wyswietli¢ jego szczegaty.

e Jesli jest to harmonogram dzienny, kliknij Add dates (Dodaj daty), aby doda¢ do niego nowy zakres dat.
Do tego samego harmonogramu dziennego mozna dodac¢ wiele zakresow dat.

® Aby doda¢ przedziat czasu, kliknij + lub dwukrotnie kliknij wiersz.
® Aby edytowac zakres dat lub przedziat czasu, kliknij go lewym przyciskiem myszy.

e Aby doda¢ harmonogram zastepczy, wybierz go z rozwijalnego menu i kliknij Add (Dodaj). Aby usung¢
harmonogram zastepczy, wybierz go z listy i kliknij przycisk Remove (Usun).

*  Kliknij Apply (Zastosuj), aby zapisa¢ zmiany.

Zarzadzanie harmonogramami zast¢pczymi
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e Aby zarzgdza¢ harmonogramami zastepczymi, przejdz na karte Override schedules (Harmonogramy
zastgpcze).

e Kliknij Add dates (Dodaj daty), aby doda¢ nowy zakres dat do harmonogramu. Do tego samego
harmonogramu zastepczego mozna doda¢ wiele zakresdw dat.

®  Aby doda¢ przedziat czasu, kliknij + lub dwukrotnie kliknij wiersz.
® Aby edytowac zakres dat lub przedziat czasu, kliknij go lewym przyciskiem myszy.

e Kliknij Apply (Zastosuj), aby zapisa¢ zmiany.

Przyktady regut akcji

Drzwi wywazone
Przyktad ustawienia w AXIS Camera Station 5 requty akcji, ktéra wyzwala nagrywanie i alarm, gdy ktos sforsuje
drzwi wejsSciowe.

Zanim zaczniesz:

®  Zainstaluj sieciowy kontroler drzwi AXIS A1601 Network Door Controller. Patrz Dodawanie urzgdzen, on
page 40.

e Skonfiguruj kontroler drzwi. P. sekcja Dodawanie drzwi, on page 138.

Tworzenie reguty akgji:

1. Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Reguly akgji).

2. Kliknij opcje New (Nowy).

3. Dodaj wyzwalacz zdarzenia Drzwi wywazone.
3.1.  Kliknij przycisk Add (Dodaj) i wybierz opcj¢ Device event (Zdarzenie urzadzenia).
3.2.  Kiliknij OK.

3.3.  Skonfiguruj ustawienia wyzwalacza w obszarze Configure device event trigger (Konfiguracja
wyzwalacza zdarzen w urzadzeniu).

3.4. W obszarze Filters (Filtry) skonfiguruj ustawienia filtru.

3.5. W obszarze Activity (Aktywnosc) upewnij sie, ze wyzwalacz pokazuje aktywno$¢ na linii
sygnatowe;j.

3.6. Kliknij OK.
4.  Kliknij Next (Dalej).

5. Dodaj akcje nagrywania.
5.1.  Kliknij przycisk Add (Dodaj) i wybierz opcje Record (Rejestruj).

5.2. Kliknij OK.
5.3. W menu rozwijanym Camera (Kamera) wybierz kamere.

5.4. W obszarze Video setting (Ustawienia wideo) skonfiguruj profil, buforowanie przed zdarzeniem
oraz po zdarzeniu.

5.5.  Kliknij OK.

6. Dodaj akcje zgtaszania alarmu.
6.1.  Kliknij przycisk Add (Dodaj) i zaznacz opcje Raise alarm (Zgtos alarm).

6.2.  Kliknij OK.

6.3. W sekcji Komunikat alarmowy wprowadz tytut i opis alarmu. Na przyktad Gtéwne wejscie
zostato otwarte sifg.

6.4.  Kliknij OK.
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7.
8.

Kliknij przycisk Next (Dalej), a w ustawieniu harmonogramu zaznacz opcje Always (Zawsze).

Kliknij przycisk Finish (Zakoncz).

Konfiguracja wyzwalacza zdarzen na urzadzeniu

Urzadzenie W menu rozwijanym Device (Urzgdzenie) zaznacz
pozycje AXIS A1601 Network Door Controller.

Zdarzenie W menu rozwijanym Event (Zdarzenie) wybierz
kolejno opcje Door > Door forced (Drzwi > Drzwi
wywazone).

Trigger period (Okres wyzwalacza) W polu Trigger period (Okres wyzwalacza) ustaw

wartosé 10 sekund.

Filtry

Nazwa drzwi Z menu rozwijanego Door name (Nazwa drzwi)
wybierz drzwi.

Status drzwi W menu rozwijanym Door status (Status drzwi)
wybierz opcje Forced (Otwarto sitg).

Video setting

Profil W menu rozwijanym Profile (Profil) wybierz
opcje High (Wysoki).

Bufor przed zdarzeniem W polu Prebuffer (Bufor przed zdarzeniem) ustaw
wartos¢ 3 sekundy.

Bufor po zdarzeniu W polu Postbuffer (Bufor po zdarzeniu) ustaw
wartos¢ 5 sekund.

Gdy wchodzi ktos wazny
Przyktad tworzenia w AXIS Camera Station 5 requty akcji, ktora powoduje odtworzenie wiadomosci powitalnej i
wezwanie windy, gdy wejdzie wazna osoba.

Zanim zaczniesz:

Zainstaluj i skonfiguruj sieciowy kontroler drzwi AXIS A1601 Network Door Controller oraz dodaj
posiadaczy kart. Patrz Konfigurowanie kontroli dostepu, on page 1351 Zarzgdzanie dostepem, on page
160.

Zainstaluj sieciowe urzgdzenie dzwigkowe Axis oraz powigz je z kamera. Patrz Profile strumienia, on
page 47.

Zainstaluj modut przekaznikowy AXIS A9188 Network 1/0 Relay Module, podtgcz wejscia i wyjscia do
windy, a nastepnie dodaj porty WE/WY sieciowego modutu przekaznikowego WE/WY do AXIS Camera
Station 5. Patrz Porty we/wy, on page 82.

Tworzenie reguty akcji:

1.

Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Reguly akgji).

Kliknij opcje New (Nowy).
Dodaj wyzwalacz zdarzenia w urzgdzeniu.
3.1.  Kliknij przycisk Add (Dodaj) i wybierz opcje Device event (Zdarzenie urzadzenia).
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3.2.
3.3.

3.4.
3.5.

3.6.

Kliknij OK.

Skonfiguruj ustawienia zdarzen w obszarze Configure device event trigger (Konfiguracja
wyzwalacza zdarzen w urzadzeniu).

W obszarze Filters (Filtry) skonfiguruj ustawienia filtru.

W obszarze Activity (Aktywnosc) upewnij sie, ze wyzwalacz pokazuje aktywnosé na linii
sygnatowe;j.

Kliknij OK.

4. Kliknij Next (Dalej).
5. Dodaj akcje Wyslij zapytanie HTTP, aby odtwarza¢ wiadomosc¢ powitalna.

5.1.
5.2.
5.3.
5.4.

5.5.

Kliknij przycisk Add (Dodaj) i wybierz opcje Send HTTP notification (Wyslij zapytanie HTTP).
Kliknij OK.
W polu URL wprowadz adres URL klipu dzwiekowego z wiadomoscig powitalna.

Zaznacz opcje Authentication required (Wymagane uwierzytelnienie), a nastepnie wpisz nazwe
uzytkownika i hasto dost¢pu do urzgdzenia audio.

Kliknij OK.

6. Dodaj akcje Ustaw wyjscie.

6.1.
6.2.
6.3.

6.4.

6.5.
6.6.

Kliknij przycisk Add (Dodaj) i wybierz opcje Set output (Ustaw wyjscie).
Kliknij OK.

W menu rozwijanym Output port (Port wyjSciowy) zaznacz port wyjsciowy modutu we/wy,
ktory jest podtgczony do windy.

W menu rozwijanym State on action (Stan dziatania) zaznacz stan modutu we/wy majgcy
powodowa¢ wykonanie potagczenia do windy.

Zaznacz opcje Pulse (Pulsowanie) i ustaw 60 sekund jako okres utrzymania portu w tym stanie.
Kliknij OK.

7. Kliknij przycisk Next (Dalej), a w ustawieniu harmonogramu zaznacz opcje Always (Zawsze).

8.  Kliknij przycisk Finish (Zakoncz).

Konfiguracja wyzwalacza zdarzen na urzadzeniu

Urzadzenie W menu rozwijanym Device (Urzgdzenie) zaznacz
pozycje AXIS A1601 Network Door Controller.

Zdarzenie W menu rozwijanym Event (Zdarzenie) wybierz
kolejno opcje Authorization > Access request
granted (Autoryzacja > Zadanie dostepu
zaakceptowane).

Trigger period (Okres wyzwalacza) W polu Trigger period (Okres wyzwalacza) ustaw
wartos¢ 10 sekund.

Filtry

Nazwa drzwi Z menu rozwijanego Door name (Nazwa drzwi)
wybierz drzwi.

Door side (Strona drzwi) W menu rozwijanym Door side (Strona drzwi)

wybierz strone drzwi.

Numer karty

Zaznacz opcje Card number (Numer karty) i wpisz
numer karty waznej osoby.
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AXIS Camera Station 5

Konfigurowanie klienta

Po wybraniu kolejno opcji Configuration > Client (Konfiguracja > Klient) mozna:

® Edytowac ustawienia klienta, takie jak motyw i jezyk. Patrz Ustawienia klienta, on page 108.

® Edytowac ustawienia uzytkownika, np. powiadomienia i opcje uruchamiania. Patrz Ustawienia

uzytkownika, on page 109.

® Edytowac ustawienia wydajnosci strumieniowania specyficzne dla klienta, takie jak skalowanie wideo i
dekodowanie sprzetowe. Patrz Przesytanie strumieniowe, on page 111.

Ustawienia klienta

Ustawienia te maja zastosowanie do wszystkich uzytkownikow aplikacji AXIS Camera Station 5 na komputerze.
Wybierz kolejno Configuration (Konfiguracja) > Client (Klient) > Client settings (Ustawienia klienta), aby

skonfigurowa¢ ustawienia klienta AXIS Camera Station 5.

Schemat

System, Light, Dark (Systemowy, Jasny, Ciemny)

Wybierz wizualny motyw przewodni interfejsu
klienta. DomySinym motywem dla nowych instalacji
jest System (Systemowy).

W przypadku wybrania opcji System (Systemowy)
system uzywa jasnego lub ciemnego motywu w
zaleznosci od motywu systemu Windows.

Zapisy ogolne

Uruchom aplikacj¢ po uruchomieniu systemu
Windows

Wiacz, jesli cheesz, by strona AXIS Camera Station 5
byta automatycznie uruchamiana po kazdym
uruchomieniu systemu Windows.

Podglad na zywo

Pokaz nazwy kamer w podgladach na zywo

Wyswietlanie nazwy kamery w podgladzie na zywo.

®

Aby wskaza¢ typ nagrywania, wigcz opcje Show
recording indicators in live views and maps (Pokaz
wskazniki rejestracji w widokach na zywo i w
mapach).

-

o=

Aby wskaza¢ nagranie z detekcji ruchu lub nagrania
rozpoczete przez requte akeji, wigcz opcje Show
event indicators in live views and maps (Pokaz
wskazniki zdarzen w podgladach na zywo i mapach).

Mapy

Allow flashing coverage areas for all maps (Zezwalaj
na migajace obszary pokrycia dla wszystkich map)

Globalnego blokowanie migania lub zezwalania na
miganie wszystkich obszarow objetych zasiegiem za
pomocg opcji Flash (Miganie). To ustawienie
globalne nie wptywa na ustawienia lokalne na
poziomie mapy. Patrz Mapa, on page 19.

Jezyk

Zmiana jezyka klienta AXIS Camera Station 5. Zmiana zaczyna obowigzywa¢ po zrestartowaniu klienta.
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Informacja zwrotna

Share anonymous client usage data with Axis Pozwala udostgpnia¢ firmie Axis anonimowe dane w
Communications to help improve the application celu ich wykorzystywania do poprawy jakosci jej
and user experience (Przesytaj do Axis produktéw konsumenckich. Jak zmieni¢ opcje
Communications anonimowe dane dotyczace serwera: Ustawienia serwera, on page 116.

uzytkowania klienta, co pomoze nam usprawnia¢
aplikacje i korzystanie z niej)

Ustawienia uzytkownika

Te ustawienia dotyczg uzytkownikéw zalogowanych w aplikacji AXIS Camera Station 5. Wybierz kolejno
Configuration (Konfiguracja) > Client (Klient) > User settings (Ustawienia uzytkownika), aby skonfigurowa¢
ustawienia uzytkownika klienta AXIS Camera Station 5.

System nawigacji

System nawigacji z widokiem drzewka Wtacza sie domysinie, aby uruchomi¢ panel nawigacji
widoku drzewa z widokami i kamerami.

Show in navigation (Pokaz w nawigacji) Wybierz, czy w rozwijalnym menu maja by¢
wyswietlane widoki lub kamery.

Pokaz $ciezke nawigacyjng podczas nawigacji w Wiacz te opcjg, aby wyswietla¢ Sciezke nawigacji na

widoku gorze widoku podczas nawigacji w widoku
podzielonym.

Powiadomienia

Show taskbar notification on alarms (Pokaz Wiacz te opcje, aby wyswietla¢ powiadomienie na

powiadomienie na pasku zadan dla alarmow) pasku zadan systemu Windows po uruchomieniu
alarmu.

Show taskbar notification for tasks (Pokaz Wtacz te opcje, aby wyswietla¢ powiadomienie na

powiadomienie na pasku zadan dla zadan) pasku zadan systemu Windows, gdy kto$ doda

zadanie lub je zakonczy.

Pokaz powiadomienia w obszarze zarzadzania Wiacz te opcje, aby wyswietla¢ powiadomienia o

urzadzeniami nowym oprogramowaniu sprzetowym do pobrania.

Pokaz okno powiadomienia interkomu Wiacz te opcje, aby wyswietla¢ okno powiadomienia,
gdy ktos nacisnie przycisk potaczenia na podtgczonym
interkomie.

Ujecie

Po wykonaniu ujecia wyswietl komunikat Wiacz te opcje, aby wyswietla¢ komunikat, gdy kto$
zrobi ujecie.

Po wykonaniu ujecia otworz folder ujeé Wtacz te opcje, aby otwierac folder uje¢, gdy zostanie

zrobione ujecie.

Przegladaj Kliknij przycisk Browse (Przegladaj), aby wybra¢
folder, w ktdrym maja by¢ zapisywane ujecia.
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Uruchom

Uruchom w widoku petnoekranowym

Wtacz, aby uruchomié¢ aplikacje AXIS Camera Station
5 w trybie petnoekranowym.

Zapamigtaj ostatnio uzywane karty

Wtacz, aby uruchomié aplikacje AXIS Camera Station
5 z tymi samymi otwartymi kartami, widokami i
obszarami obserwacji kamery, ktore byty otwarte w
chwili ostatniego zamkniecia aplikacji AXIS Camera
Station 5.

Zapamietaj ostatnio uzywane monitory

Wiacz, aby uruchomié¢ aplikacje AXIS Camera Station
5 na tym samym monitorze, ktory byt uzywany przy
ostatnim zamknigciu aplikacji AXIS Camera Station 5.

Uwaga

e  System zapisuje widoki i widoki kamer sg zapisywane dla poszczegdlnych kart. System zapamietuje
ustawienia tylko wtedy, gdy komputer kliencki potgczy sie z tym samym serwerem.

® Zapamiegtaj karty, aby zapamig¢ta¢ monitory, widoki i widoki kamery.

e System nigdy nie zapamigtuje widokédw dynamicznych przecigganych i upuszczanych w podgladzie na

Zywo.

® W przypadku pofgczenia z wieloma serwerami z réznymi uzytkownikami, system nie obstuguje funkgji
Remember last used tabs (Zapamietaj ostatnio uzywane karty).

Dzwiek podczas alarmu

No sound (Brak dzwieku)

Wybierz te opcje, jesli nie chcesz, aby w razie alarmu
rozlegat sie dzwiek.

Beep (Sygnat dzwigkowy)

Wybierz te opcje, jezeli alarmowi ma towarzyszy¢
typowy dzwigk ostrzegawczy.

Sound file (Plik dzwiekowy)

Jezeli do alarmu chcesz uzywa¢ niestandardowego
dzwieku, zaznacz i kliknij opcje Browse (Przegladaj),
aby znalez¢ odpowiedni plik dzwigekowy. Mozesz
wybrac¢ dowolny format pliku obstugiwany w
Windows Media Player.

Odtwarzaj

Kliknij, aby przetestowac¢ dzwigk.

Wtacz dzwiek potgczenia przychodzacego

No sound (Brak dzwigku)

Wybierz t¢ opcje, jesli nie cheesz, aby potaczenie
przychodzace byto sygnalizowane dzwiekiem.

Beep (Sygnat dzwigkowy)

Wybierz te opcje, jezeli pofgczeniu przychodzgcemu
ma towarzyszy¢ typowy dzwiek ostrzegawczy.

Sound file (Plik dzwigkowy)

Jezeli do potaczenia przychodzacego cheesz uzywac
niestandardowego dzwieku, zaznacz i kliknij opcje
Browse (Przegladaj), aby znalez¢ odpowiedni plik
dzwiekowy. Mozesz wybra¢ dowolny format pliku
obstugiwany w Windows Media Player.

Odtwarzaj

Kliknij, aby przetestowa¢ dzwigk.
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Cechy

Pokaz inteligentne wyszukiwanie 1

Domyslnie jest wyswietlana funkcja Inteligentne
wyszukiwanie 1. Wytgcz, aby ukry¢ te funkcje.

Pokazuj okna dialogowe ostrzezen

Ostrzezenie o nieprawidtowym certyfikacie

Wiacz, aby wyswietla¢ to ostrzezenie w stosownych
przypadkach.

Przesyfanie strumieniowe

W oknie Configuration (Konfiguracja) > Client (Klient) > Streaming (Strumieniowanie) mozna skonfigurowac

opcje strumieniowania w kliencie AXIS Camera Station 5.

Skalowanie obrazu

Skaluj, aby dopasowac

Pozwala wyswietla¢ obraz na catej dostepne;
przestrzeni i bez utraty proporcji ani przycigc.

Wypetnij obszar obrazu (moze przycigé czes¢ obrazu)

Pozwala dopasowa¢ wideo do dostepnego miejsca z
zachowaniem wspotczynnika proporcji. Jezeli
dostepne miejsce ma inne proporcje niz obraz
filmowy, system przytnie obraz.

Dekodowanie sprzetowe

Tryb

e  Automatic (Automatyczny) Strumienie w
rozdzielczosciach ponad 3840 x 2160p przy
25 kl./s (nazywanej réwniez 4K lub UHD) sg
dekodowane przy uzyciu karty graficznej (o
ile jest obstugiwana).

e On (W) Strumienie w rozdzielczosciach
ponad 1920 x 1080p przy 25 kl./s (nazywanej
rowniez 1080p lub HD) sa dekodowane przy
uzyciu karty graficznej (o ile jest
obstugiwana).

e  Off (Wylgczone) Dekodowanie sprzetowe jest

wyfgczone i AXIS Camera Station 5 uzywa
procesora do dekodowania obrazu wideo.

Karta graficzna

Wybierz karte graficzng z menu rozwijanego.

Uwaga

® Dekodowanie sprzetowe wykorzystuje karte graficzng do dekodowania obrazu wideo i wyswietlania go
na ekranie. Jezeli masz wydajng karte graficzna, dekodowanie sprzetowe to dobry sposob na zwiekszenie
wydajnosci i ograniczenie uzycia procesora, szczegdlnie w przypadku strumieniowania wideo w wysokiej
rozdzielczosci. Dekodowanie sprzetowe obstuguje formaty M-JPEG i H.264.

® Dekodowania sprzg¢towego nie moga uzywac kamery o rozdzielczosci mniejszej niz 1080p, nawet jesli

dekodowanie sprzetowe jest On (WHL.).

o  Jedli karta graficzna nie obstuguje dekodowania 4K, funkcja ta dziata tylko w strumieniach o
rozdzielczosci 1080p, nawet jesli dekodowanie sprzetowe jest On (WL.).
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Wykorzystanie przepustowosci

Zawsze uzywaj profilu strumienia Niski w tym
kliencie

Pozwala uzywac niskiego profilu strumienia dla
podgladu na zywo. Patrz Profile strumienia.

To ustawienie wptywa na wideo H.264 i M-JPEG i
obniza wykorzystanie przepustowosci.

Wstrzymaj strumien wideo w nieaktywnych kartach

Wiacz, aby zawiesi¢ strumien wideo na nieaktywnych
kartach. Zmniejsza to wykorzystanie przepustowosci.

PTZ (obrdt, pochylenie, zblizenie)

Wybierz widok po pierwszym kliknigciu zamiast
uruchamia¢ PTZ

Wiacz, aby aktywowac wybieranie widoku po
pierwszym kliknieciu widoku. Wszystkie nastepne
klikniecia w widoku bedg sterowaty obrotem,
pochylaniem i przyblizaniem.

Dzwiek

Push-to-talk release delay (ms) (Opdznienie
zwalniania push-to-talk (ms))

Pozwala ustawi¢ liczbg sekund, przez jakg ma by¢
transmitowany dzwigk z mikrofonu po zwolnieniu
przycisku Push-to-talk.

Uzyj push-to-talk dla wszystkich trybow duplex

Pozwala uzywa¢ funkgji push-to-talk w trybach
simplex, half-duplex i full-duplex.

Zawsze zezwalaj na dzwiek interkomow

Pozwala prowadzi¢ nastuch interkomdw i rozmawia¢
z nimi, nawet jesli z ich strony nie ma zadnych
trwajacych potaczen.

Natychmiastowa powtdrka

Playback duration (s) (Czas trwania odtwarzania (s))

Ustaw czas trwania odtwarzania w przedziale od 1 do
600 sekund, co pozwoli przeskakiwac z powrotem na
osi czasu i ponawia¢ odtwarzanie nagrania.

Konfigurowanie polgczonych ustug

Ustawienia aktualizacji oprogramowania sprz¢towego

Uwaga

W przypadku aktywnego pofgczenia z kilkoma serwerami AXIS Camera Station 5 mozna skonfigurowaé
ustawienia uaktualnien oprogramowania sprzetowego, wybierajgc dowolny serwer z rozwijalnego menu

Selected server (Wybrany serwer).

1. Wybierz kolejno opcje Configuration > Connected services > Firmware upgrade settings (Konfiguracja
> Potaczone ustugi > Ustawienia aktualizacji oprogramowania sprzgtowego).

2. W menu Automatic check for updates (Sprawdzaj automatycznie, czy s dostepne aktualizacje) ustaw
czestotliwosé i sposob sprawdzania dostepnosci oprogramowania sprzgtowego.

3. W menu Upgrade order (Kolejnos¢ aktualizowania) ustaw kolejnos¢ aktualizowania urzadzen.
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Automatycznie sprawdzaj dostepnosc¢ aktualizacji

Check for updates (Sprawdz dostepnos¢ aktualizacji) | Z rozwijalnego menu wybierz opcje Every start-up
(Kazde uruchomienie). Dostepnos¢ nowych wersji
oprogramowania sprz¢towego na serwerze bedzie
sprawdzana przy kazdym uruchomieniu. Domysine
ustawienie w aplikacji AXIS Camera Station 5 to
Never (Nigdy).

Check now (Sprawdz teraz) Klikniecie tej opcji spowoduje sprawdzenie serwera
pod katem dostepnosci nowych wersji
oprogramowania sprzetowego.

Upgrade order (Kolejnos¢ aktualizowania)

Parallel (Rownolegle) Zaznaczenie tej opcji spowoduje, ze wszystkie
urzadzenia bgdg uaktualniane w tym samym czasie.
Ta opcja dziata szybciej niz Sequential
(Sekwencyjnie), ale powoduje jednoczesnie, ze
wszystkie urzadzenia sg offline w tym samym czasie.

Sekwencyjnie Zaznaczenie tej opcji powoduje, ze urzadzenia sg
uaktualniane po kolei. Ta opcja dziata wolnej, ale
urzadzenia nie sg przetgczane w tryb offline w tym
samym czasie. Aby wytgczy¢ aktualizacje
sekwencyjng, wybierz Cancel remaining upgrades if
one device fails (Anulowanie pozostatych
aktualizacji w przypadku awarii jednego urzgdzenia).

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Witqcz automatyczne sprawdzanie dostepnosci nowych wersji oprogramowania sprzetowego
Axis Secure Remote Access

Wazne
Aby zwiekszy¢ bezpieczenstwo i funkcjonalnosé, uaktualniamy funkcje Axis Secure Remote Access (v1) do
Axis Secure Remote Access v2. Obecna wersja zostanie wycofana 1 grudnia 2025 r. Zalecamy przejscie na
funkcje Axis Secure Remote Access v2. przed tym terminem.

Co to oznacza dla systemu AXIS Camera Station 57
e Po 1 grudnia 2025 r. zdalny dostep do systemu za posrednictwem funkcji Axis Secure Remote Access
(v1) nie bedzie mozliwy.

e Aby korzystac¢ z funkcji Axis Secure Remote Access v2, nalezy wykonac¢ uaktualnienie do AXIS Camera
Station Pro w wersji 6.8. Do 1 marca 2026 r. aktualizacja jest bezptatna dla wszystkich uzytkownikéw
systemu AXIS Camera Station 5.

Axis Secure Remote Access umozliwia nawigzanie potaczenia z serwerem AXIS Camera Station 5 za
posrednictwem bezpiecznego i szyfrowanego potgczenia internetowego. Funkcja Axis Secure Remote Access nie
uzywa przekierowywania portdw na routerze, aby uzyska¢ dostep do kamery.
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Uwaga
®  Funkcja Axis Secure Remote Access jest dostepna tylko w aplikacji w wersji AXIS Camera Station w
wersji 5.12 i nowszych.

* W przypadku aktywnego pofgczenia z kilkoma serwerami AXIS Camera Station 5 mozna skonfigurowac
funkcje Axis Secure Remote Access, wybierajagc dowolny serwer z rozwijalnego menu Selected server
(Wybrany serwer).

Wtaczanie ustugi Axis Secure Remote Access

Funkcja Axis Secure Remote Access jest dostepna po zalogowaniu si¢ na koncie MyAxis. Ustuge Axis Secure
Remote Access nalezy wigczyc recznie. Ta funkcja umozliwia zdalne zalogowanie sie do serwera, zobacz
tgczenie z serwerem.

1. Wybierz kolejno opcje Configuration > Connected services > Axis Secure Remote Access (Konfiguracja
> Potgczone ustugi > Axis Secure Remote Access).

2. Na koncie My Axis wprowadz poswiadczenia swojego konta My Axis.
Kliknij przycisk Apply (Zastosuj).

4. W sekeji Axis Secure Remote Access kliknij przycisk Enable (Wkgcz), aby wigczy¢ funkeje zdalnego
dostepu.

Axis Secure Remote Access na urzagdzeniach mobilnych

Aby zalogowac sie do serwera przy uzyciu bezpiecznego zdalnego dostepu na urzadzeniu mobilnym (iOS i
Android):

1. Korzystajgc z urzadzenia mobilnego, otwdrz strone axis.com/products/axis-camera-station/overview i
pobierz aplikacje AXIS Camera Station Mobile.

2. Zainstaluj te aplikacje mobilng i jg otworz.

3. Zaloguj si¢ do aplikacji Axis Secure Remote Access przy uzyciu tego samego konta My Axis, ktorego
uzyto do aktywacji zdalnego dostepu.

4.  Wybierz serwer, do ktérego chcesz sie zalogowad.
5. Zaloguj sie przy uzyciu poswiadczen dostepu do serwera.

Uwaga
Poswiadczenia dostepu do serwera roznig sie od poswiadczen konta My Axis.

W aplikacji mobilnej wida¢ fgczng ilos¢ danych wykorzystanych przez konto My Axis w ciggu miesigca. Aby
uzyska¢ wiecej informacji, zapoznaj si¢ z instrukcjg obstugi aplikacji mobilnej AXIS Camera Station.

Korzystanie z ustugi Axis Secure Remote Access

Informacja o korzystaniu z Axis Secure Remote Access pojawia sie¢ na pasku stanu u dotu okna klienta AXIS
Camera Station 5. Kliknij tacze, a zobaczysz podsumowanie informacji o uzywaniu bezpiecznego potaczenia
zdalnego.

Poziom ustugi Pokazuje poziom wykupionej subskrypcji ustugi Axis
Secure Remote Access.

Dane wykorzystane w tym miesigcu Pokazuje, ile danych uzyto w tym miesigcu. Licznik
jest resetowany o pdtnocy pierwszego dnia kazdego
miesigca.

Nadwyzka Pokazuje ilos¢ danych uzytych w danym miesigcu

ponad kwote przewidziang na danym poziomie ustugi.
To ustawienie jest wysSwietlane tylko w przypadku
wigczenia funkcji nadwyzki w ustawieniach
subskrypcji.

Potaczenia Pokazuje serwery potaczone za posrednictwem ustugi
Secure Remote Access.
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Konfigurowanie ustugi AXIS System Health Monitoring Cloud Service

Ustuga AXIS System Health Monitoring Cloud Service umozliwia monitorowanie danych o stanie pochodzgcych z
systemow rozmieszczonych w réznych sieciach. Wigcej informacji: Organizacje, on page 115.

Przed skonfigurowaniem ustugi AXIS System Health Monitoring Cloud Service nalezy utworzy¢ konto My Axis.
Patrz my.axis.com.

1. Przejdz do obszaru Configuration (Konfiguracja) System Health Monitoring (Monitorowanie stanu
systemu) > Settings (Ustawienia).

2. Kliknij Manage (Zarzadzaj).

3. Zaloguj si¢ za pomoca konta My Axis i postepuj zgodnie z instrukcjami wyswietlanymi na ekranie.
Organizacje
Organizacja znajduje si¢ w samym centrum ustug chmurowych.

® t3czy ona system AXIS Camera Station 5 z uzytkownikami roznych ustug w chmurze.

® Umozliwia monitorowanie stanu systemu w chmurze. Wiecej informacji znajduje sie w rozdziale
Konfigurowanie ustugi AXIS System Health Monitoring Cloud Service, on page 115.

e Definiuje rézne role uzytkownikéw, na przyktad administratora ustugi i operatora.
* Organizacje mozna podzieli¢ na foldery, ktore na przyktad odpowiadajg systemom umieszczonym w
roznych lokalizacjach. Aby utworzy¢ organizacje, musisz mie¢ konto My Axis. Patrz my.axis.com.

Odtaczanie systemu od organizacji

W niektorych przypadkach moze byc¢ konieczne odtgczenie systemu od obecnej organizacji. Powodem moze by¢
na przyktad przenoszenie systemu z jednej organizacji do drugie;j.

1. Przejdz do obszaru Configuration (Konfiguracja) > Connected services (Potaczone ustugi) > AXIS
System Health Monitoring Cloud Service.

2. Kliknij Disconnect (Odtgcz).
Zapraszanie uzytkownika do organizacji

1. Przejdz do obszaru Configuration (Konfiguracja) > System Health Monitoring (Monitorowanie stanu
systemu) > Settings (Ustawienia).

2. Kliknij Open AXIS System Health Monitoring Cloud Service (Otwadrz ustuge AXIS System Health
Monitoring Cloud Service).

3. Wybierz organizacje¢, do ktdrej chcesz zaprosi¢ uzytkownika.

Otwdrz ustawienia uzytkownika i kliknij e Manage organizations (Zarzadzaj organizacjami).

4

5. Otworz karte Users (Uzytkownicy).
6. Kliknij przycisk Generate (Generuj).
7

Skopiuj kod zaproszenia i wyslij go do uzytkownika, ktorego chcesz zaprosicé.

Uwaga
Udostepniajgc uzytkownikowi kod zaproszenia, podaj w zaproszeniu nazwe organizacji.

Dotaczanie do organizacji

Gdy ktos chce Cie zaprosi¢ do dotgczenia do organizacji, otrzymujesz kod zaproszenia. Aby dotaczyé do
organizacji:

1. Skopiuj kod zaproszenia.
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2. Przejdz do obszaru Configuration (Konfiguracja) > System Health Monitoring (Monitorowanie stanu
systemu) > Settings (Ustawienia).

3. Kliknij Open AXIS System Health Monitoring Cloud Service (Otworz ustuge AXIS System Health
Monitoring Cloud Service).

4. Wybierz organizacje, do ktdrej chcesz zaprosi¢ uzytkownika.

Otworz ustawienia uzytkownika i kliknij * Manage organizations (Zarzadzaj organizacjami).

5
6. Otworz karte Users (Uzytkownicy).
7. Wklej kod zaproszenia.

8

Kliknij Join (Dotacz).
Konfigurowanie serwera
Ustawienia serwera

Wybierz kolejno opcje Configuration (Konfiguracja) > Server (Serwer) > Settings (Ustawienia), aby
skonfigurowa¢ ustawienia serwera AXIS Camera Station 5.

Uwaga
W przypadku aktywnego potgczenia z kilkoma serwerami AXIS Camera Station 5 mozna skonfigurowac
ustawienia dowolnego serwera, wybierajac go z rozwijalnego menu Selected server (Wybrany serwer).

Eksport

Uwzgledniaj dzwigk podczas dodawania zapiséw do | Wybierz, aby dotgczy¢ dZzwigk podczas dodawania
eksportu nagrania do listy eksportu.

Dzienniki

Okresl liczbe dni przechowywania alarmow, zdarzen i audytow. Ustaw warto$¢ pomigdzy 7 a 1000 dni.

Dane zewnetrzne

Okresl liczbe dni, przez jakg majg by¢ przechowywane dane zewnetrzne. Ustaw warto$¢ pomiedzy 1 a 1000
dni.

Serwery SMTP

Dodaj serwery SMTP, aby wysyta¢ wiadomosci e-mail po wyzwoleniu alarméw systemowych lub aktywowaniu
reguty konfiguracji zdarzen.

Aby dodac serwer SMTP:
1. W obszarze SMTP servers (Serwery SMTP) kliknij Add (Dodaj).

2. W obszarze Server (Serwery) skonfiguruj adres serwera, port, uwierzytelnianie oraz protokot TLS.

3. W obszarze Sender (Nadawca) wprowadz adres e-mail i nazwe, ktoére majg by¢ widoczne w wiadomosci
e-mail nadawcy.

Serwer

Adres Wprowadz adres IP serwera SMTP.

Port Whprowadz portu Domysinym portem dla pofgczen
protokotu SMTP TLS jest port 587.
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Serwer

Use TLS (Uzyj TLS)

Zaznacz te opcje, jesli serwer SMTP korzysta z
protokotu TLS. TLS jest protokotem domysinym.

Uzyj uwierzytelniania

Zaznacz t¢ opcje, jesli ten serwer wymaga podawania
nazwy uzytkownika i hasta. Wprowadz nazwe
uzytkownika i hasto umozliwiajgce dostep do serwera.

Edytuj Aby zmodyfikowaé dane serwera SMTP, zaznacz go i
kliknij przycisk Edit (Edytuj).
Usun Aby usung¢ serwer SMTP, zaznacz go i kliknij przycisk

Remove (Usun). W wyskakujgcym oknie dialogowym
kliknij przycisk Yes (Tak), aby potwierdzi¢ chec¢
usuniecia serwera.

Test all... (Testuj wszystkie)

Aby przetestowaé serwer SMTP, zaznacz go i kliknij
przycisk Test all... (Testuj wszystkie). W
wyskakujacym oknie dialogowym w polu Recipient
(Odbiorca) wprowadz adres e-mail, a nastepnie
kliknij OK, aby wysta¢ testowg wiadomos¢ e-mail. Po
przetestowaniu serwera SMTP zostanie wyswietlona
lista wynikow oraz dost¢pnych dziatan naprawczych.

Strzatki

Wybierz serwer i uzyj strzatek, aby zmieni¢ kolejnos¢
serwerow na liscie. System uzywa serwerow w
kolejnosci, w jakiej sg na liscie.

Wyniki testow serwera

OK

Potagczenie z serwerem SMTP zostato pomysinie
nawigzane. Zapytaj adresatow, czy otrzymali testowg
wiadomos$¢ e-mail.

Nieznany btad

W trakcie proby wystania wiadomosci e-mail wystgpit
nieoczekiwany btad. Sprawdz, czy serwer SMTP dziata
poprawnie.

Brak kontaktu

AXIS Camera Station 5 nie moze potaczy¢ sie z
serwerem SMTP. Upewnij sie, ze serwer SMTP dziata
poprawnie i ze wszystkie routery oraz serwery proxy
miedzy AXIS Camera Station 5 a serwerem SMTP
zezwalajg na ruch.

Btad konfiguracji

Otrzymano zadanie TLS, ale serwer nie obstuguje
StartTLS, nie obstuguje uwierzytelniania lub nie ma
zadnego zgodnego mechanizmu uwierzytelniania.

Btad uzgadniania TLS/SSL

Btad podczas uzgadniania TLS/SSL, np. nieprawidtowy
certyfikat serwera.

Authentication required (Wymagane
uwierzytelnienie)

Serwer wymaga uwierzytelniania do wysytania poczty
e-mail.

Btad uwierzytelniania

Poswiadczenia sg nieprawidfowe.

Potaczenie przerwane

Potgczenie zostato nawigzane, lecz nastepnie zostato
utracone.
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Alarm systemowy

Alarm systemowy wystepuje w przypadku utraty potgczenia przez kamere, odmowy dostepu do pamigci nagran,
nieoczekiwanego wytgczenia serwera lub wystgpienia btedow nagrywania. Mogg by¢ wysytane powiadomienia

e-mail o alarmach systemowych.

Uwaga
W tym celu nalezy najpierw dodac¢ serwer SMTP.

Aby wysta¢ wiadomos¢ e-mail informujgce o alarmach systemowych:

1. Zaznacz opcje Send email on system alarm to the following recipients (W przypadku alarmu
systemowego wyslij wiadomosé¢ e-mail do nastepujacych odbiorcow), aby aktywowac funkcjonalno$¢
powiadamiania e-mailem o alarmach systemowych.

2. W obszarze Recipients (Odbiorcy):

2.1.

adres.
2.2. Wprowadz adres e-mail.
2.3.

Okresl, czy adres ma trafic¢ do pola To (Do), Ce (DW), czy Bee (UDW), a nastepnie wprowadz

Kliknij przycisk Add (Dodaj), a adres e-mail zostanie dodany do pola Recipients (Odbiorcy).

Potaczenie z urzgdzeniem

Zachowuj niedostgpne nazwy hostow

Aby nawigza¢ potaczenie, uzyj nazwy hosta. Aby
system automatycznie przetgczat na fgczenie za
pomocg adresu IP, wyczys¢ pole wyboru. Mozna
recznie ustawic, aby fgcznos¢ z urzagdzeniami byta
nawigzywana przy uzyciu nazwy hosta lub adresu IP.
Patrz Pofgczenie, on page 65.

Jezyk

Zmien jezyk serwera

Zmienia nazwe AXIS Camera Station 5 Service
Control i AXIS Camera Station Secure Entry. Na
przyktad: alarmy systemowe, komunikaty dziennika
audytu i zewnetrzne dane na karcie Data search
(Wyszukiwanie danych). Zmiana zaczyna
obowigzywac po zrestartowaniu.

Urzadzenia nasobne

Dysk
Folder

Wybierz dysk i folder, w ktérym chcesz odbiera¢
odrzucong zawartos¢ z systemu nasobnego. Wiecej
informacji mozna znalez¢ w sekcji Przesytanie nagran
do lokalizacji przechowywania odrzuconej zawartosci
w Instrukcji obstugi rozwigzania nasobnego Axis.

Liczba dni przetrzymywania odrzuconej zawartosci z
systemu nasobnego.

Jest to czas, przez ktory jest przechowywana
odrzucona zawartosc.

Informacja zwrotna

Przeslij anonimowe dane dotyczace uzytkowania
serwera do Axis Communications

Zaznacz t¢ opcje, aby pomdc nam ulepsza¢ aplikacje i
zwiekszac satysfakcje uzytkownikow. Aby zmienic
opcje dla klienta, zobacz Ustawienia klienta, on page
108.

Ustawienia zaawansowane
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Ustawienia nalezy zmienia¢ tylko wedfug zalecen wsparcia technicznego Axis. Aby zmieni¢ ustawienie
Zaawansowane:

1. Wprowadz ustawienie i jego wartos¢.
2. Kliknij Dodaj.

Aby aktywowac rejestrowanie debugowania na potrzeby rozwigzywania problemoéw, zaznacz opcje Enable server
side debug logging (Wtacz rejestrowanie usuwania btedow po stronie serwera). To ustawienie zajmuje wiecej
miejsca na dysku, a plik Log4net .config w katalogu ProgramData zast¢puje je.

Aktualizuj AXIS Camera Station 5

W celu pobrania najnowszej wersji AXIS Camera Station 5:

1. Wybierz kolejno opcje Configuration > Server > Update (Konfiguracja > Serwer > Aktualizacja).
2. Kliknij przycisk Download and install... (Pobierz i zainstaluj).

Uwaga
® Nie mozna anulowac¢ aktualizacji bez wzgledu na to, czy zostata uruchomiona manualnie, czy
automatycznie.

e Zaplanowane aktualizacje rozpoczynajg si¢ automatycznie.
e  System nie aktualizuje klientow potaczonych za posrednictwem bezpiecznego dostepu zdalnego.
e W systemie obejmujacym kilka serwerow serwer lokalny jest zawsze aktualizowany jako ostatni.

® Podczas aktualizacji lokalnego serwera klient i sterowanie ustugami zostang tymczasowo zamknigte.
Podczas aktualizacji nie bedzie widoczny interfejs uzytkownika ani wskaznik postepu. Komputer serwera
powinien by¢ wtgczony do momentu ponownego uruchomienia klienta i serwera.

e Ta funkcja korzysta z narzedzia Windows installer (msi) niezaleznie od aktualnie uzywanego typu.
Raport o zdarzeniu

Jezeli masz wigczone uprawnienie do tworzenia raportow o zdarzeniach, mozesz tworzy¢ takie raporty wtgcznie
z nagraniami, ujeciami i notatkami. Patrz Eksportowanie raportow o zdarzeniach, on page 29.

Aby skonfigurowac ustawienia raportéw o zdarzeniach:

1. Wybierz kolejno opcje Konfiguracja > Serwer > Raport o zdarzeniu.
2. W polu Location (Lokalizacja) wskaz miejsce, gdzie majg by¢ przechowywane raporty o zdarzeniach.

3. Zmenu rozwijanego Export format (Format eksportu) wybierz format, do ktdérego chcesz
wyeksportowaé nagrania.

4. W obszarze Categories (Kategorie) dodaj lub usun kategorie w celu pogrupowania raportow o ,
zdarzeniach. Kategoriami mogg by¢ nazwy folderow w lokalizacji eksportu, jezeli w ustawieniu Sciezka
katalogu serwera kategorie skonfigurowano jako zmienna.

4.1. W polu nadaj kategorii nazwe, na przyktad Wypadek lub Kradziez.
4.2.  Kliknij Dodaj.
4.3.  Aby usunac kategorie, zaznacz jg i kliknij przycisk Remove (Usun).

5. W obszarze Description template (Szablon opisu) wprowadz informacje, ktore majg by¢ wyswietlane w
polu Description (Opis) podczas generowania raportow o zdarzeniach. Na przyktad: Zgtoszone przez:
<Wpisz swoje imie i nazwisko, adres e-mail i numer telefonu>.

6.  Kliknij przycisk Apply (Zastosuj).
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Lokalizacja

Server directory path (Sciezka katalogu serwera) Wybierz i wprowadz sciezkg katalogu, gdzie majg by¢
zapisywane raporty w folderze na komputerze.
Zmiennymi moga by¢ nazwa serwera, kategoria i
nazwa uzytkownika. Przyktad: C: \Reports\

$ (Server Name) \$ (Category) \$ (User

Name) \.
Network directory path (Sciezka katalogu Wybierz te opcje, aby zapisywac raporty o
sieciowego) zdarzeniach w folderze w zasobie sieciowym.

Wprowadz Sciezke katalogu lub uzyj danych
uwierzytelniajgcych zasobu sieciowego. Udziat musi
by¢ dostepny z poziomu serwera AXIS Camera Station
5. Informacje o dodawaniu zasobow na potrzeby
zapisywania nagran mozna znalez¢ w temacie
Zarzqdzaj pamieciqg masowq.

Export format (Format eksportu)

ASF Jesli ta opcja jest zaznaczona, mozna wybrac
polecenie Add digital signature (Dodaj podpis
cyfrowy), aby w ten sposdb uniemozliwic¢
modyfikowanie obrazu. Patrz rozdziat Podpis cyfrowy
w temacie Eksportuj nagrania. Mozna rowniez
zaznaczy¢ opcje Use password (Uzyj hasta) i
stosowac¢ hasto do podpisu cyfrowego.

MP4 Eksportowane nagrania nie obejmujg dzwicku w
formatach G.711i G.726.

Zaplanowany eksport

Otworz menu Configuration > Server > Scheduled export (Konfiguracja > Serwer > Zaplanowany eksport) i
zaplanuj terminarz eksportowania nagran.

O wybranej godzinie rozpocznie si¢ eksportowanie wszystkich nagran dodanych od ostatniej operacji eksportu.
Jesli poprzednia operacja eksportowania zostata wykonana wczesniej niz przed tygodniem lub nie byta jeszcze w
ogole wykonywana, wyeksportowane zostang tylko nagrania majgce mniej niz tydzien. Aby wyeksportowac
starsze nagrania, wybierz opcje Recordings (Nagrania) i wyeksportuj je recznie. Patrz Eksportuj nagrania.

Uwaga
W przypadku aktywnego pofgczenia z kilkoma serwerami AXIS Camera Station 5 wybierz dowolny serwer
z rozwijalnego menu Selected server (Wybrany serwer), aby wtgczy¢ zaplanowane operacje eksportu i nimi
zarzadzac.

Eksportowanie zaplanowanych nagran

1. W sekcji Scheduled export (Zaplanowany eksport) zaznacz opcj¢ Enable scheduled export (Wigcz
zaplanowany eksport). Spowoduje to wtgczenie funkeji zaplanowanego eksportu.

2. W sekcji Cameras (Kamery) wybierz kamery, z ktorych cheesz eksportowaé nagrania. System domysinie
wybierze wszystkie kamery na liscie. Wyczys¢ pole wyboru Use all cameras (Uzyj wszystkich kamer) i
wybierz odpowiednie kamery z listy.

W menu Export (Eksport) okresl miejsce docelowe zapisu nagran, format i utworzenie listy odtwarzania.

4. W obszarze Weekly schedule (Harmonogram tygodniowy) zaznacz godziny i dni, w ktdrych nagrania
majg by¢ eksportowane.

5. Kliknij przycisk Apply (Zastosuj).
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Eksport

Server directory path (Sciezka katalogu serwera) Aby zapisywac nagrania w folderze na komputerze,
zaznacz opcje Sciezki katalogu serwera i wprowadz
Sciezke prowadzaca do katalogu.

Network directory path (Sciezka katalogu Wybierz te opcje, aby zapisywac nagrania w folderze
sieciowego) w zasobie sieciowym. Wprowadz sciezke katalogu lub
uzyj danych uwierzytelniajgcych zasobu sieciowego.
Udziat musi by¢ dostepny z poziomu serwera AXIS
Camera Station 5. Informacje o dodawaniu zasobow
na potrzeby zapisywania nagran mozna znalez¢ w
temacie Zarzgdzaj pamiecig masowg.

Create playlist (.asx) (Utworz liste odtwarzania) Wybierz te opcje, aby utworzy¢ liste odtwarzania w
formacie .asx uzywanym przez program Windows
Media Player. Nagrania beda odtwarzane w
kolejnosci, w jakiej dostaty dokonane.

Export format (Format eksportu) Wybierz format, do ktérego majg by¢ eksportowane
nagrania.

ASF - wybierz opcje Add digital signature (Dodaj
sygnature cyfrowg), aby uzywacé sygnatury cyfrowe;j
jako zabezpieczenia obrazu przed niepozgdang
ingerencja. Patrz rozdziat Podpis cyfrowy w temacie
Eksportuj nagrania. Mozna réwniez zaznaczy¢ opcje
Use password (Uzyj hasta) i stosowac hasto do
podpisu cyfrowego.

MP4 - eksportowane nagrania nie obejmujg dzwieku
w formatach G.711 i G.726.

Microsoft Windows 2008 Server

Aby mozna byto eksportowa¢ nagrania z serwera wyposazonego w system operacyjny Microsoft Windows 2008
Server, nalezy zainstalowac¢ aplikacje Desktop Experience:

1. Kliknij kolejno opcje Start > Administrative Tools > Server Manager (Start > Narzgdzia
administracyjne > Menedzer serwera), aby otworzy¢ aplet Menedzer serwera.

2. W menu Features Summary (Podsumowanie funkgcji) kliknij Add features (Dodaj funkcje).
3.  Wybierz Desktop Experience i kliknij Next (Dalej).
4.  Kliknij przycisk Install (Instaluj).

Microsoft Windows 2012 Server

Aby mozna byto eksportowac nagrania z serwera wyposazonego w system operacyjny Microsoft Windows 2012
Server, nalezy zainstalowa¢ aplikacje Desktop Experience:

1. Kliknij kolejno opcje Start > Administrative Tools > Server Manager (Start > Narzgdzia
administracyjne > Menedzer serwera), aby otworzy¢ aplet Menedzer serwera.

2. Wybierz kolejno opcje Manage > Add Rules and Features (Zarzadzaj > Dodaj role i funkcje), aby
uruchomi¢ Kreatora dodawania rdl i funkcji.

3. W menu Features Summary (Podsumowanie funkcji) wybierz User Interfaces and Infrastructure
(Interfejsy uzytkownika i infrastruktura).

4. Wybierz Desktop Experience i kliknij Next (Dalej).
Kliknij przycisk Install (Instaluj).
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Nowe potaczenie

Wybierz kolejno == > Servers (Serwery) > New connection (Nowe potaczenie) w celu nawigzania potaczenia z
serwerem AXIS Camera Station 5. Patrz tqczenie z serwerem.

Status pofaczenia

Wybierz kolejno == > Servers (Serwery) > Connection status (Status potaczenia), aby wyswietlié¢ liste

statusow potaczen serwerow.

Aby pofgczy¢ lub roztaczy¢ sie z serwerem, uzyj suwaka przed nazwg serwera.

Kody stanu Opis Mozliwe rozwigzania
taczenie Klient probuje nawigza¢ pofgczenie

z serwerem.
Potaczono Klient jest potgczony z tym

serwerem za posrednictwem
protokotu TCP.

Potaczono (bezpieczny zdalny
dostep)

Klient jest pofgczony z tym
serwerem za pomocg funkgji
bezpiecznego zdalnego dostepu.

Potgczono (za pomocg HTTP)

Klient jest pofgczony z tym
serwerem za posrednictwem
protokotu HTTP. Takie potaczenie
ma gorszg jakos¢ niz potaczenie
przez TCP i jest wolniejsze w
przypadku komunikacji z wieloma
serwerami.

Roztgczanie

Klient roztgcza si¢ od tego serwera.

Roztaczono

Brak potgczenia miedzy klientem a
tym serwerem.

Ponowne tgczenie

Klient utracit potaczenie z tym
serwerem i probuje ponownie sie
pofaczyc.

Nie udato si¢ ponownie nawigzac
potaczenia

Klientowi nie udato sie ponownie
nawigzac pofgczenia z tym
serwerem. Serwer jest
odnajdowany, ale uprawnienia lub
hasto uzytkownika mogty ulec
zmianie.

® Dodaj uzytkownika w
oknie dialogowym
Uprawnienia uzytkownika.

® Sprawdz nazweg
uzytkownika oraz hasto.

Logowanie anulowane

Operacja logowania zostata
anulowana przez uzytkownika.

Niepoprawna nazwa uzytkownika
lub hasto

Kliknij fgcze w kolumnie Action
(Akcja) i wprowadz prawidtowe
poswiadczenia.

Uzytkownik nie jest autoryzowany
na serwerze

Serwer nie zezwala uzytkownikowi
na zalogowanie sie.

Dodaj uzytkownika w oknie
dialogowym Uprawnienia
uzytkownika.
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Niepowodzenie weryfikacji
zabezpieczen

Sprawdzenie zabezpieczen
powigzanych z ustugg WCF nie
powiodto sie. Upewnij si¢, ze
godziny UTC w programie
klienckim i na serwerze s3
zsynchronizowane.

Brak kontaktu z serwerem

Komputer serwera nie przystat
odpowiedzi dla uzytego adresu.

® Sprawdz, czy sie¢ dziata
prawidtfowo.

® Sprawdz, czy serwer
pracuje.

Zaden serwer nie pracuje

Komputer z oprogramowaniem
serwerowym jest dostepny, ale nie
Serwer nie pracuje.

Uruchom serwer.

Btad komunikacji

Potaczenie z serwerem nie
powiodto sie. Upewnij sie, ze
komputer serwera jest dostepny.

e Sprawdz, czy sie¢ dziata
prawidtowo.

e  Sprawdz, czy serwer
pracuje.

Nieprawidtowa nazwa hosta

System DNS nie moze zmieni¢
nazwy hosta na adres IP.

® Sprawdz, czy pisownia
nazwy hosta jest
prawidfowa.

e  Sprawdz, czy system DNS
ma potrzebne informacje.

Juz nawigzano potaczenie z tym
samym serwerem

Klient jest juz potaczony z tym
serwerem.

Usun zduplikowany wpis serwera.

Nieoczekiwany serwer

Z tego adresu odpowiedziat serwer
inny niz oczekiwano.

Aby sie pofaczyc¢ z tym serwerem,
zaktualizuj liste serwerdow.

Wersja klienta (x) jest niezgodna z
wersjg serwera (y)

Oprogramowanie klienta jest zbyt
stare lub zbyt nowe wzgledem
oprogramowania serwera.

Upewnij sig, ze na komputerze
klienckim i serwerze jest
zainstalowana ta sama wersja
aplikacji AXIS Camera Station 5.

Serwer jest zbyt zajety

Serwer nie moze odpowiedzie¢ z
powodu problemow z wydajnoscia.

Upewnij si¢, ze komputer serwera i
sie¢ nie s przecigzone.

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Listy serwerow

Wiele serwerow

Serwery AXIS Camera Station 5 mozna organizowa¢ za pomocg list. Jeden serwer moze figurowac¢ na wielu
listach serwerdw. Mozna importowaé i eksportowac listy serweréw oraz uzywac ich w innych klientach AXIS

Camera Station 5.

Wybierz kolejno = > Servers (Serwery) > Server lists (Listy serwerdw), aby otworzy¢ okno dialogowe Server

lists (Listy serwerdw).
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Zostanie wyswietlona domysina lista Recent connections (Ostatnie potgczenia), na ktorej sa wyszczegdlnione
serwery uczestniczgce w poprzedniej sesji. Listy Recent connections (Ostatnie potaczenia) nie mozna usunac.

u Wybierz liste serwerow i kliknij W .

+ New server list (+ Nowa lista serwerdw) Klikniecie tego polecenia pozwala doda¢ nowag liste
serwerow i jej nazwe.

Dodaj Aby dodac serwer do listy serwerow, wybierz liste i
kliknij przycisk Add (Dodaj). Wprowadz wymagane
informacje.

Export lists (Eksportowanie list) Kliknij te opcje, aby wyeksportowa¢ wszystkie listy w

pliku .msl. Mozna zaimportowac list¢ serwerdw i
nastepnie logowac sie do serwerdw, ktére na niej
figurujg. Patrz tgczenie z serwerem.

Edytuj Aby edytowac serwer figurujacy na liscie serwerdw,
zaznacz go i kliknij przycisk Edit (Edytuj). Mozna
edytowac tylko jeden serwer naraz.

Usun Aby usunaé serwery z listy serwerow, wybierz je i
kliknij przycisk Remove (Usun).

Zmiana nazwy serwera Kliknij dwukrotnie liste i wprowadz jej nowg nazwe.

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Grupowanie serwerow w listy serweréw
Konfigurowanie przelqcznika

Jesli masz urzadzenie z serii AXIS Camera Station S22 Appliance, masz mozliwos¢ skonfigurowania urzgdzenia z
poziomu AXIS Camera Station 5. Wybierz kolejno Configuration (Konfiguracja) > Switch (Przetgcznik) >
Management (Zarzadzanie) i wpisz swoje poswiadczenia, aby otworzy¢ strone zarzadzania przetacznikami w
kliencie AXIS Camera Station 5. Aby dowiedzie¢ sig, jak skonfigurowac przetgcznik, patrz instrukcja obstugi AXIS
Camera Station S22 Appliance series na stronie axis.com.

Uwaga

AXIS Camera Station 5 moze sie tgczy¢ tylko z adresem https://192.168.0.1/, czyli domysinym adresem IP
switcha.

Konfigurowanie licenciji

Na stronie License (Licencja) mozna przegladac klucze licencyjne i stany licencji oraz zarzgdzac licencjami
podtgczonych urzadzen.

Uwaga
* W przypadku potgczenia z wieloma serwerami AXIS Camera Station wybierz dowolny serwer z menu
rozwijanego Selected server (Wybrany serwer), aby zarzadzac licencjami.

e Zalecamy spisanie kluczy licencyjnych na papierze albo zapisanie ich w formacie cyfrowym na dysku
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flash USB poniewaz mogg sie przyda¢ w przysztosci. Utraconych kluczy licencyjnych nie mozna
odzyskac.

e Po zarejestrowaniu sieciowego rejestratora wideo Axis w portalu AXIS License Portal otrzymasz licencje
Core na urzadzenie NVR. Licencje Core dla urzadzen NVR sg trwale powigzane z warstwg sprzgtowg
urzadzenia i nie mozna ich przenosic. Licencje Core na urzagdzenie NVR mozna rozszerzy¢ do poziomu
Universal analogicznie jak licencje Core dla innych urzadzen. Licencje rozszerzajace mozna przenosic i
wykorzystywa¢ w dowolnym systemie.

License management (Zarzadzanie licencjami)

Wybierz kolejno opcje Configuration > Licenses > Management (Konfiguracja > Licencje > Zarzgdzanie), a
zobaczysz catosciowy obraz urzadzen bez licencji tgczacych sie z serwerem. Licencjami mozna zarzadza¢ online i
offline. Nalezy pamieta¢, aby doda¢ licencje dla wszystkich urzadzen przed zakonczeniem 30-dniowego okresu
probnego. Patrz Jak zakupi¢ licencje. Mozna rowniez kliknac¢ fgcze stanu licencji na pasku stanu, aby wyswietli¢
przeglad licencji urzadzen.

Jako administrator licencji mozesz doda¢ wiele kont My Axis do systemu AXIS Camera Station.
Dodawanie konta MyAxis do systemu w trybie online

1. Przejdz do menu Configuration > Licenses > Management (Konfiguracja > Licencje > Zarzadzanie).
2. Sprawdz, czy opcja Manage licenses online (Zarzadzaj licencjami online) jest wigczona.

3. Kliknij Go to AXIS License Portal (Przejdz do portalu licencyjnego AXIS).

4. W portalu AXIS License Portal zaloguj sie przy uzyciu nowego konta My Axis, ktore chcesz dodac.

5

Przejdz do obszaru Edit license admins (Edytuj administratorow licencji) i sprawdz, czy konto zostato
dodane jako administrator licencji.

Dodawanie konta MyAxis do systemu w trybie offline

1. Przejdz do menu Configuration > Licenses > Management (Konfiguracja > Licencje > Zarzadzanie).
Wytacz opcje Manage licenses online (Zarzadzaj licencjami online).

Kliknij Export system file (Eksportuj plik systemowy).

Zapisz plik systemowy na dysku flash USB.

Przejdz do portalu AXIS License Portal pod adresem license-portal.lp.axis.com.

Zaloguj sie przy uzyciu nowego konta MyAxis, ktore chcesz dodad.

Przeslij plik systemowy.

© N o o k& N

PrzejdZ do obszaru Edit license admins (Edytuj administratorow licencji) i sprawdz, czy konto zostato
dodane jako administrator licencji.

Istniejg rozne sposoby licencjonowania systemu w zaleznosci od posiadanego potgczenia z Internetem.

e licencja na system online
e [licencja na system w trybie offline

®  Przenoszenie licencji miedzy systemami, on page 126
Status urzadzen

Przejdz do obszaru Configuration (Konfiguracja) > Licenses (Licencje) > Device status (Stan urzadzen), aby
wyswietli¢ liste wszystkich podfgczonych urzadzen i stan ich licencji.

Klucze

Wybierz kolejno opcje Configuration > Licenses > Keys (Konfiguracja > Licencja > Klucze), a zostanie
wyswietlona lista kluczy niezbednych dla wszystkich licencji na wszystkich potgczonych urzadzeniach.
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Licencja na system online

Zaréwno klient AXIS Camera Station, jak i serwer muszg mie¢ potgczenie z Internetem.

1.

ISR L

Przejdz do menu Configuration > Licenses > Management (Konfiguracja > Licencje > Zarzadzanie).
Upewnij si¢, ze opcja Manage licenses online (Zarzadzaj licencjami online) zostanie wigczona.
Zaloguj si¢ przy uzyciu konta My Axis.

W sekcji Add license key (Dodaj klucz licencyjny) wprowadz klucz licencyjny.

Kliknij Dodaj.

W kliencie AXIS Camera Station upewnij sig, ze klucze licencyjne sg wyswietlane w sekcji Configuration
(Konfiguracja) > Licenses (Licencje) > Keys (Klucze).

Licencja na system w trybie offline

—_
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11.

12.
13.

Przejdz do menu Configuration > Licenses > Management (Konfiguracja > Licencje > Zarzgdzanie).
Wytgcz opcje Manage licenses online (Zarzadzaj licencjami online).

Kliknij Export system file (Eksportuj plik systemowy).

Zapisz plik systemowy na dysku flash USB.

Przejdz do portalu AXIS License Portal pod adresem license-portal.lp.axis.com.

Zaloguj si¢ przy uzyciu konta My Axis.

Kliknij Upload system file (Wczytaj plik systemowy), aby wezytac plik z dysku flash USB.

W sekcji Add license key (Dodaj klucz licencyjny) wprowadz klucz licencyjny.

Kliknij Dodaj.

W obszarze License keys (Klucze licencji) kliknij Download license file (Pobierz plik licencji) i zapisz
plik na dysku flash USB.

W kliencie AXIS Camera Station przejdz do obszaru Configuration (Konfiguracja) > Licenses (Licencje)
> Management (Zarzadzanie).

Kliknij Import license file (Importuj plik licencji i wybierz plik licencji znajdujgcy sie na dysku flash USB.

Upewnij sie, ze klucze licencyjne sg wyswietlane w sekcji Configuration (Konfiguracja) > Licenses
(Licencje) > Keys (Klucze).

Przenoszenie licencji migdzy systemami

Uwaga

Nie mozna przenosi¢ licencji NVR Core, poniewaz sg one powigzane na state z elementami sprzetowymi
urzadzenia.

Aby przenies¢ licencje z jednego systemu do drugiego w ramach tego samego konta My Axis:

1.

2
3
4,
5

Przejdz do portalu AXIS License Portal pod adresem license-portal.lp.axis.com.

W obszarze My systems (Moje systemy) kliknij nazwe systemu, z ktdrego chcesz przenies¢ licencje.
W obszarze Klucze licencyjne odszukaj klucz licencyjny, ktory cheesz przeniesé.

Kliknij kolejno przyciski : i Przenies.

W menu rozwijanym To system (System docelowy) zaznacz system, do ktorego ma zosta¢ przeniesiona
licencja.

Kliknij kolejno przyciski Move license key (Przenies klucz licencyjny( i Zamknij. Szczegdty operacji sg
wyswietlane obszarze Historia.

Przejdz do obszaru My Systems i upewnij sie, ze licencje sg wyswietlane pod wtasciwym systemem.
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Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Przenoszenie licencji do innego systemu

Aby zwolni¢ licencje w systemie, a nastepnie dodac je do innego systemu pod innym kontem MyAxis:

—_

Przejdz do portalu AXIS License Portal pod adresem license-portal.lp.axis.com.

W obszarze My systems (Moje systemy) kliknij nazwe systemu, z ktérego chcesz przeniesc licencje.
W obszarze Klucze licencyjne odszukaj klucz licencyjny, ktory cheesz przeniesé.

Najpierw wykonaj kopie klucza licencyjnego.

Kliknij ? i Release (Zwolnij).

Wyloguj sie, a nastepnie zaloguj przy uzyciu innego konta MyAxis.

W obszarze My Systems kliknij system, na ktéry chcesz uzyska¢ licencje.

W obszarze Add license key (Dodaj klucz licencyjny) wprowadz zwolniony klucz licencyjny.

© © N o g & N

Kliknij Dodaj. Szczegoty operacji s3 wyswietlane obszarze Historia.

10. Przejdz do obszaru My Systems i upewnij sie, ze licencje sg wySwietlane pod wiasciwym systemem.
Konfigurowanie zabezpieczen
Uprawnienia uzytkownika

Przejdz do sekcji Configuration (Konfiguracja) > Security (Zabezpieczenia) > User permissions (Uprawnienia
uzytkownikow), aby wyswietli¢ uzytkownikow i grupy, ktorzy wystepujg w AXIS Camera Station 5.

Uwaga
Administratorzy komputera, na ktérym jest uruchomiony serwer AXIS Camera Station 5, automatycznie
otrzymujg uprawnienia administratora serwera AXIS Camera Station 5. Nie mozna zmieni¢ ani usung¢
uprawnien grupy administratorow.

Aby mozna byto doda¢ uzytkownika lub grupe, uzytkownik lub grupa muszg by¢ zarejestrowani na komputerze
lokalnym lub mie¢ konto uzytkownika ustugi Active Directory systemu Windows®. Aby dodac¢ uzytkownikéw lub
grupy, patrz Dodawanie uzytkownikow lub grup.

Uzytkownik bedgcy czescig grupy otrzymuje najwyzszy zakres uprawnien przypisany do osoby i grupy.
Uzytkownik bedgcy czescig grupy otrzymuje dostep jako osoba indywidualna, a takze uprawnienia wynikajace z
przynaleznosci do grupy. Na przyktad uzytkownik otrzymuje dostep do kamery X jako osoba indywidualna.
Uzytkownik nalezy tez do grupy, ktéra ma dostep do kamer Y i Z. Uzytkownik ma zatem dostep do kamer X, Y i Z.

2 Wskazuje, ze dana pozycja dotyczy indywidualnego uzytkownika.

2 Wskazuje, ze pozycja dotyczy grupy.

Nazwa Nazwa uzytkownika wyswietlana na komputerze lokalnym lub w ustudze
Active Directory.

Domena Domena, do ktorej nalezy uzytkownik lub grupa.

Rola Rola dostepu przypisana do uzytkownika lub grupy.
Mozliwe wartosci: administrator, operator i dozorca.
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Szczegoty Szczegotowe informacje o uzytkownikach pojawiajgce sie na komputerze

lokalnym lub w ustudze Active Directory.

Serwer Serwer, do ktorego nalezy uzytkownik lub grupa.

Dodawanie uzytkownikow lub grup

Uzytkownicy i grupy systemu Microsoft Windows® oraz ustugi Active Directory majg dostep do AXIS Camera
Station 5. Aby doda¢ uzytkownika do AXIS Camera Station 5, nalezy doda¢ uzytkownikdw lub grupe do systemu
Windows®.

Aby dodac¢ uzytkownika w systemie Windows® 10 11:

Nacisnij klawisz Windows + X i wybierz opcje Computer Management (Zarzadzanie komputerem).

W oknie Computer Management (Zarzadzanie komputerem) przejdz do sekcji Local Users and Groups
(Lokalni uzytkownicy i grupy) > (Users) Uzytkownicy.

Kliknij prawym przyciskiem myszy Users (Uzytkownicy) i wybierz opcje New User (Nowy uzytkownik).

W wyskakujgcym oknie dialogowym wprowadz dane nowego uzytkownika i usun zaznaczenie pola User
must change password at next login (Uzytkownik musi zmieni¢ hasto przy nastepnym logowaniu).

Kliknij polecenie Create (Utworz).

Jezeli korzystasz z domeny Active Directory, skonsultuj sie z administratorem sieci.

Dodawanie uzytkownikow lub grup

1.

5.

Przejdz do obszaru Configuration (Konfiguracja) > Security (Zabezpieczenia) > User permissions
(Uprawnienia uzytkownika).

Kliknij Dodaj.
Na liscie zobaczysz dostepnych uzytkownikéw i grupy.

W obszarze Scope (Zakres) wybierz lokalizacje, w ktdrej chcesz szukac uzytkownikow i grupy.

W menu Show (Pokaz) wybierz wyswietlanie uzytkownikdw lub grup.
W przypadku zbyt duzej liczby uzytkownikdw lub grup wynik wyszukiwania nie jest wyswietlany. Uzyj
funkcji filtrowania.

Wybierz uzytkownikdw lub grupy i kliknij Add (Dodaj).

Scope (Zakres)

Serwer Wybierz te opcje, aby wyszukac uzytkownikow lub

grupy na komputerze lokalnym.

Domena Ta funkcja umozliwia wyszukiwanie uzytkownikow

lub grupy ustugi Active Directory.

Selected server (Wybrany serwer) W przypadku aktywnego potgczenia z kilkoma

serwerami AXIS Camera Station 5 nalezy wybra¢
serwer z rozwijalnego menu Selected server
(Wybrany serwer).

Konfigurowanie uzytkownika lub grupy

Wybierz uzytkownika lub grupe z listy.
W obszarze Role (Rola) wybierz opcje Administrator, Operator lub Viewer (Dozorca).

W przypadku wybrania opcji Operator lub Viewer (Dozorca) mozna skonfigurowac uprawnienia
uzytkownika lub grupy. Patrz Uprawnienia uzytkownika/grupy.

Kliknij przycisk Zapisz.
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Usuwanie uzytkownika lub grupy

1. Wybierz uzytkownika lub grupeg.
2. Kliknij przycisk Remove (Usun).
3. W wyskakujacym oknie dialogowym kliknij przycisk OK, aby usung¢ uzytkownika lub grupe.

Uprawnienia uzytkownika/grupy

Do uzytkownika lub grupy mozna przypisac trzy role. Aby uzyskac¢ informacje na temat definiowania roli dla
uzytkownika lub grupy, zobacz Dodawanie uzytkownikow lub grup.

Administrator - Petny dostep do catego systemu, w tym dostep do obrazéw na zywo i zarejestrowanego
materiatu wideo z wszystkich kamer. Uzytkownik z tymi uprawnieniami ma dostep do wszystkich portow i
widokow WE/WY. Ta rola jest wymagana do skonfigurowania dowolnego systemu.

Operator - Wybierz kamery, widoki i porty We/Wy, aby uzyska¢ dostep do podglgdu na zywo i nagran. Operator
ma petny dostep do wszystkich funkcji AXIS Camera Station 5 — oprocz opcji konfiguracji systemu.

Dozorca - Dostep do obrazow na zywo z wybranych kamer i dostep do zaznaczonych portéw oraz widokow WE/
WY. Dozorca nie ma dost¢pu do zarejestrowanego materiatu wideo ani konfiguracji systemu.

Kamery

Nastepujgce uprawnienia dostepu sg dostepne dla uzytkownikdw lub grup z rolg Operator (Operator) lub
Viewer (Dozorca).

Wejdz na strone Umozliwia dostep do kamery i wszystkich funkcji
kamery.

Nagranie wideo Umozliwia dost¢p do wideo w trybie na zywo z
kamery.

Nastuch audio Umozliwia dostep w celu stuchania przez kamere.

Odtwarzanie komunikatu audio Dostep do mowienia do kamery.

Manual Recording (Nagrywanie manualne) Zezwolenie na reczne rozpoczynanie i zatrzymywanie
zapisow.

Mechanical PTZ (Mechaniczny PTZ) Zezwalanie na dostep do mechanicznych funkgji

sterowania PTZ. Dostepne tylko w przypadku kamer z
PTZ ze sterowaniem mechanicznym.

Priorytet PTZ Umozliwia ustawienie priorytetu PTZ. Mniejsza
wartos¢ oznacza wyzszy priorytet. Zaden przypisany
priorytet nie jest ustawiony jako 0. Najwyzszy
priorytet ma administrator. Gdy kamera PTZ jest
obstugiwana przez osobe o wyzszym priorytecie, inne
osoby nie mogq obstugiwac tej samej kamery przez
10 sekund. Opcja dostepna tylko w przypadku kamer z
PTZ mechanicznymi funkcjami sterowania i
zaznaczong opcjg Mechanical PTZ (Mechaniczne
PTZ).

Widoki

Nastepujace uprawnienia dostepu sg dostepne dla uzytkownikow lub grup z rolg Operator (Operator) lub
Viewer (Dozorca). Mozna wybra¢ wiele widokow i ustawi¢ uprawnienia dostepu.
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Wejdz na strone

Umozliwia dostep do widokow w AXIS Camera
Station 5.

Edytuj

Umozliwia edycje widokow w AXIS Camera Station 5.

We/wy

Nastepujace uprawnienia dostepu sg dostepne dla uzytkownikow lub grup z rolg Operator (Operator) lub

Viewer (Dozorca).

Wejdz na strone

Zezwala na petny dostep do portu WE/WY.

Zapoznaj si¢ z

Zezwala na wyswietlenie stanu portu WE/WY.
Uzytkownik nie moze zmieni¢ stanu portu.

Write (Zapis)

Zezwala na zmiane stanu portu WE/WY.

System

Nie mozna skonfigurowaé wyszarzonych uprawnien dostepu na liscie. Uprawnienia oznaczone znacznikiem sg

domyslnie przypisane do uzytkownika lub grupy.

Nastepujace uprawnienia dostepu sg dostepne dla uzytkownikéw lub grup z rolg Operator. W przypadku roli
Viewer (Dozorca) dostepna jest tez funkcja Take snapshots (Wykonywanie ujec).

Wykonaj ujecia

Umozliwia wykonywanie uje¢ w trybach podgladu na
Zywo i nagran.

Eksportuj nagrania

Umozliwia eksportowanie nagran.

Generuj raport o zdarzeniu

Zezwala na generowanie raportéw o zdarzeniach.

Prevent access to recordings older than (Blokowanie
dostepu do nagran starszych niz)

Zapobiega dostepowi do nagran wczesniejszych niz
podana liczba minut. Podczas korzystania z funkgji
wyszukiwania uzytkownik nie znajdzie nagrania
starszego niz podana godzina.

Dostep do alarmoéw, zadan i dziennikdw

Umozliwia odbierania powiadomien o alarmach i
zezwala na dostep do paska Alarms and tasks
(Alarmy i zadania) oraz karty Logs (Dzienniki).

Access data search (Dostep do wyszukiwania
danych)

Umozliwiajg wyszukiwanie danych w celu sledzenia
tego, co wydarzyto sie w czasie zdarzenia.

Kontrola dostepu

Nastepujace uprawnienia dostepu sg dostepne dla uzytkownikdw lub grup z rolg Operator. Access Management
(Zarzadzanie dostgpem) jest tez dostepne dla roli Viewer (Dozorca).

Konfiguracja kontroli dost¢pu

Umozliwia konfiguracje drzwi i stref, profili
identyfikacyjnych, formatéw kart i kodow PIN,
szyfrowanej komunikacji i wielu serwerow.

Zarzadzanie dostgpem

Zezwalanie na zarzadzanie dostepem i dostep do
ustawien ustugi Active Directory.

Nastepujace uprawnienia dostepu sg dostepne dla uzytkownikow lub grup z rolg Viewer (Dozorca).

Monitorowanie stanu systemu
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Nastepujace uprawnienia dostepu sg dostepne dla uzytkownikdw lub grup z rolg Operator. Access to system
health monitoring (Dostep do monitorowania stanu systemu) jest tez mozliwy w przypadku roli Viewer
(Dozorca).

Configuration of system health monitoring Zezwalanie na konfiguracje systemu do
(Konfiguracja monitorowania stanu systemu) monitorowania stanu systemu.
Access to system health monitoring (Dostep do Zezwalanie na dost¢p do systemu monitorowania
monitorowania stanu systemu) stanu systemu.

Certyfikaty

Aby zarzadza¢ ustawieniami certyfikatéw miedzy serwerem AXIS Camera Station 5 a urzagdzeniami, wybierz
kolejno Configuration (Konfiguracja) > Security (Zabezpieczenia) > Certificates (Certyfikaty).

Aby uzyska¢ informacje na temat wtaczania, usuwania i przegladania certyfikatow HTTPS i IEEE 802.1X, zob.
Bezpieczenstwo, on page 64.

AXIS Camera Station 5 moze by¢ uzywany jako:

®  Gtoéwny urzad certyfikacji (CA): Jesli uzywasz AXIS Camera Station 5 jako gtéwnego urzedu certyfikacji,
oznacza to, ze AXIS Camera Station 5 uzywa wtasnego certyfikatu gtdwnego do wydawania certyfikatow
serwera i nie ma innego gtdwnego urzedu certyfikacji zaangazowanego w ten proces.

®  Posredni organ wydajacy certyfikat: W tym scenariuszu nalezy zaimportowac certyfikat CA i jego klucz
prywatny do aplikacji AXIS Camera Station 5, tak aby mogta ona podpisywac i wystawia¢ certyfikaty
serwera dla urzadzen Axis. Ten CA moze by¢ certyfikatem gtownym lub posrednim certyfikatem CA.

Uwaga
W przypadku odinstalowania aplikacji AXIS Camera Station 5 usuwa ona swoje certyfikaty CA z zaufanych
gtownych urzedow certyfikacji systemu Windows. Zaimportowane certyfikaty CA nie sg usuwane. Nalezy je
usungc recznie.

Organ wydajacy certyfikat (CA)

Funkcja organu wydajacego certyfikat umozliwia korzystanie z protokotéw HTTPS i IEEE 802.1X na urzadzeniach,
ktore nie zawierajg zadnych certyfikatow klientow/serwerow. Urzad certyfikacji AXIS Camera Station 5 moze
automatycznie tworzy¢, podpisywac i instalowac na urzgdzeniach certyfikaty klientow/serwerow, jesli uzywane
sq protokoty HTTPS lub IEEE 802.1X. Mozna wykorzysta¢ AXIS Camera Station 5 jako gtowny urzad certyfikacji
lub zaimportowa¢ certyfikat urzedu certyfikacji i pozwoli¢, by rozwigzanie AXIS Camera Station 5 dziatato jako
posredni urzad certyfikacji. System generuje gtowny urzad certyfikacji podczas instalacji serwera.

Importuj Kliknij, aby zaimportowa¢ istniejacy certyfikat urzedu
certyfikacji i jego klucz prywatny. AXIS Camera
Station 5 przechowuje jego hasto.

Wygeneru;j Kliknij, aby wygenerowa¢ nowy klucz publiczny i
prywatny oraz certyfikat CA z podpisem wtasnym,
wazne przez 10 lat. Podczas generowania nowego CA
zastepuje on wszystkie certyfikaty komponentow i
ponownie uruchamia wszystkie komponenty.

Wyswietl Kliknij, aby wyswietli¢ szczegoty certyfikatu CA.
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Eksport Kliknij, aby wyeksportowac certyfikat UC do pliku.
Certyfikat eksportowa¢ mozna na dwa sposoby:

e Bez klucza prywatnego: Certyfikat
zapisywany jest w formacie .cer lub .crt. Uzyj
tej opcji, jezeli chcesz tylko zainstalowac
certyfikat publiczny w innych systemach, w
ktorych powinny by¢ uzyte zaufane
certyfikaty podpisane przez AXIS Camera
Station 5.

® 7 kluczem prywatnym: Certyfikat UC
zapisywany jest w formacie PKCS#12 (.pfx
lub .p12). Uzyj tej opcji, jezeli musisz
zaimportowac certyfikat UC do innego
serwera AXIS Camera Station 5.

Number of dates the signed client/server certificates | Ustaw liczbe dni waznosci certyfikatow klientow/

will be valid for (Liczba dni waznosci podpisanych serwerdw tworzonych automatycznie. Maksymalna

certyfikatow klientow/serwerow) liczba dni to 1095 (trzy lata). Uwaga: CA nie
podpisuje certyfikatow, ktore sg wazne po jego dacie
waznosci.

Generowanie gldwnego organu wydajacego certyfikat

Gdy aplikacja AXIS Camera Station 5 zostanie uruchomiona, szuka urzedu certyfikacji. W przypadku jego braku
automatycznie generuje gtowny urzad certyfikacji. Zawiera on certyfikat gtowny z podpisem wtasnym i klucz
prywatny chroniony hastem. AXIS Camera Station 5 przechowuje hasto, ale nie jest ono widoczne. Certyfikat
urzedu certyfikacji wygenerowany przez aplikacje AXIS Camera Station 5 jest wazny przez 10 lat.

Aby recznie wygenerowac nowy organ wydajacy certyfikat w celu zastgpienia starego organu, patrz
Zastepowanie organu wydajgcego certyfikat, on page 133.

W przypadku dokonywania uaktualnienia wersji 5.45 lub starszej, ktora uzywa certyfikatu manualnie
zainstalowanego na urzadzeniu, aplikacja AXIS Camera Station 5 automatycznie uzywa istniejgcego gtownego
urzedu certyfikacji w celu zainstalowania nowego certyfikatu, gdy manualnie zainstalowany certyfikat wygasnie.

Uwaga
Po wygenerowaniu certyfikat CA jest dodawany do zaufanego certyfikatu gtéwnego systemu Windows.

Importowanie organu wydajacego certyfikat

Instalujac certyfikat urzedu certyfikacji z innego urzedu certyfikacji, mozna uzy¢ aplikacji AXIS Camera Station 5
jako posredniego urzedu certyfikacji. Zaimportuj istniejgcy juz urzad certyfikacji sktadajacy sie z certyfikatu i
klucza prywatnego, aby umozliwi¢ aplikacji AXIS Camera Station 5 podpisywanie certyfikatow w imieniu tego
urzedu certyfikacji. Plik musi by¢ plikiem PKCS#12, certyfikat musi mie¢ podstawowe ograniczenie (2.5.29.19)
wskazujace, ze jest to certyfikat urzedu certyfikacji, i musi by¢ uzywany w okresie jego waznosci. Aby
zaimportowac organ wydajacy certyfikat w celu zastgpieniu istniejgcego CA, patrz Zastepowanie organu
wydajgcego certyfikat, on page 133.

Uwaga
e Jesli zaimportowany CA nie wymaga hasfa, bedzie wyswietlane okno dialogowe, gdy tylko jakis element
bedzie wymagat hasta. Bedzie tak na przyktad w przypadku uzywania protokotu HTTPS lub IEEE w
urzadzeniu albo dodawaniu urzgdzenia. Wtedy aby kontynuowa¢, musisz klikng¢ przycisk OK.

®  Po zaimportowaniu certyfikat CA jest dodawany do zaufanego certyfikatu gtownego systemu Windows.

® Po odinstalowaniu aplikacji AXIS Camera Station 5 konieczne jest reczne usunigcie zaimportowanych
certyfikatow urzedow certyfikacji z zaufanych gtéwnych urzedow certyfikacji systemu Windows.
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Zastepowanie organu wydajacego certyfikat

Aby zastgpi¢ CA, ktory wydaje podpisane certyfikaty uzywane na urzadzeniach z potgczeniem HTTPS:

1.

N o o &

HTTPS

Wybierz kolejno opcje Configuration > Security > Certificates > HTTPS (Konfiguracja > Zabezpieczenia
> Certyfikaty > HTTPS).

Witacz opcje Temporarily ignore certificate validation (Tymczasowo ignoruj potwierdzenie
certyfikatu).

W obszarze Certificate authority (Organ wydajacy certyfikat (CA)) kliknij polecenie Generate (Generuj)
lub Import (Importuj).

Whpisz hasto i kliknij przycisk OK.
Wybierz liczbe dni, przez jaka podpisane certyfikaty klientow/serwerow pozostajg wazne.
Przejdz do menu Configuration > Devices > Management (Konfiguracja > Urzadzenia > Zarzadzanie).

Kliknij urzadzenia prawym przyciskiem myszy i wybierz kolejno polecenia Zabezpieczenia > HTTPS >
Wiacz/Aktualizuj.

Wybierz kolejno opcje Configuration > Security > Certificates > HTTPS (Konfiguracja > Zabezpieczenia
> Certyfikaty > HTTPS) i wytacz opcje Temporarily ignore certificate validation (Tymczasowo ignoruj
potwierdzenie certyfikatu).

AXIS Camera Station 5 domysinie weryfikuje podpis aktywnego certyfikatu serwera HTTPS na kazdym
potagczonym urzadzeniu i nie nawigzuje potaczenia z urzagdzeniem bez zweryfikowanego certyfikatu. Certyfikat
serwera musi by¢ podpisany przez aktywny urzad certyfikacji w AXIS Camera Station 5 lub zweryfikowany przez
magazyn certyfikatow systemu Windows. AXIS Camera Station 5 weryfikuje rowniez, czy adres w certyfikacie
HTTPS urzadzenia jest zgodny z adresem uzywanym do komunikacji z urzgdzeniem, jesli jest wtgczona opcja
Validate device address (Zweryfikuj adres urzadzenia).

Kamery z oprogramowaniem sprzetowym w wersji 7.20 i nowszych majg skonfigurowany certyfikat z podpisem
wiasnym. Te certyfikaty nie sg zaufane. Zamiast tego nalezy wygenerowac lub zaimportowac urzad certyfikacji,
aby umozliwi¢ aplikacji AXIS Camera Station 5 wystawianie nowych certyfikatow dla urzadzen w przypadku
korzystania z protokotu HTTPS.

Tymczasowo ignoruj potwierdzenie certyfikatu Wiacz, aby aplikacja AXIS Camera Station 5 mogfa

zaakceptowac dowolny certyfikat HTTPS i aby
zezwoli¢ na konfigurowanie niezabezpieczonych
urzadzen.

Wytgcz, aby aplikacja AXIS Camera Station 5 mogta
zweryfikowac certyfikaty urzadzen. Jesli urzagdzenie
nie jest zaufane, w obszarze Status na karcie Device
management (Zarzagdzanie urzgdzeniami) zostanie
wyswietlony komunikat ostrzegawczy i urzgdzenie
bedzie niedostepne.

Potwierdz adres urzadzenia Wyfacz, aby zapewni¢ stabilne dziatanie w sieciach

DHCP bez uzywania nazw hostow.

Wtacz, aby konieczne byto dopasowanie adresow w
celu dodatkowego zabezpieczenia. Zalecamy
wigczanie tego ustawienia tylko w sieciach, w
ktérych urzadzenia uzywaja gtdwnie nazwy hosta do
komunikacji lub urzadzenia majg statyczny adres IP.

133




Uwaga
e Jesli bezpieczne potgczenie (HTTPS) jest niedostepne, mozna wystawic¢ nowy certyfikat HTTPS. Patrz
Dodawanie urzgdzen, on page 40

* Aby mozna byto uzywac¢ protokofu HTTPS, urzagdzenia wideo muszg mie¢ zainstalowane oprogramowanie
sprzetowe w wersji 5.70 lub nowszej, a urzgdzenia kontroli dostepu i audio potrzebujg oprogramowania
sprzetowego w wersji 1.25 lub nowsze;j.

Ograniczenia

e Porty inne niz domysine (czyli 443) nie sg obstugiwane.
o Wszystkie certyfikaty instalowane w operacji wsadowej muszg miec¢ takie samo hasto.

®  Na certyfikatach nie mozna wykonywac operacji przez nieszyfrowane kanaty, czyli zwykte/podstawowe.
Na urzadzeniach nalezy zaznaczy¢ opcje ,Zaszyfrowane i niezaszyfrowane" lub ,Tylko zaszyfrowane".

® Na AXIS T85 PoE+ Network Switch Series nie mozna wtaczyé¢ protokotu HTTPS.
IEEE 802.1X

Z perspektywy uwierzytelniania IEEE 802.1X w AXIS Camera Station 5 suplikantem jest dowolne urzadzenie
sieciowe Axis, ktore chce nawigza¢ potaczenie z siecig LAN. Elementem uwierzytelniajgcym jest urzadzenie
sieciowe, takie jak przetgcznik Ethernet lub bezprzewodowy punkt dostepowy. Serwer uwierzytelniajgcy jest
zwykle hostem z uruchomionym oprogramowaniem obstugujgcym protokoty RADIUS i EAP.

Aby wigczyc¢ IEEE 802.1X, nalezy zaimportowac certyfikat urzedu certyfikacji uwierzytelniania IEEE 802.1X.
Certyfikat CA uwierzytelniania IEEE 802.1X i certyfikat klienta IEEE 802.1X s3 instalowane po wtgczeniu lub
aktualizacji protokotu IEEE 802.1X. Certyfikat stuzgcy do uwierzytelniania moze by¢ pozyskiwany z zewnatrz, na
przyktad z serwera uwierzytelniania w standardzie IEEE 802.1X, lub bezposrednio z AXIS Camera Station 5. Ten
certyfikat instaluje sie na kazdym urzadzeniu Axis i sprawdza serwer uwierzytelniania.

Uwaga
Aby mozna byto uzywac certyfikatow IEEE 802.1X, urzadzenia wideo musza mie¢ zainstalowane
oprogramowanie sprz¢towe w wersji 5.50 lub nowszej, a urzadzenia kontroli dostepu i audio potrzebuja
oprogramowania sprz¢towego w wersji 1.25 lub nowsze;j.

Aby skonfigurowac protokot I[EEE 802.1X:

1. Wybierz kolejno opcje Configuration > Security > Certificates (Konfiguracja > Zabezpieczenia >
Certyfikaty).

2. W menu rozwijanym EAPOL Version (Wersja protokotu EAPO) zaznacz wersje protokotu Extensible
Authentication Protocol (EAP), ktdrej chcesz uzywac.

3. W menu rozwijanym EAP identity (Tozsamos¢ EAP) wybierz uzywanie adresu MAC urzadzenia, nazwy
hosta urzadzenia lub niestandardowego tekstu.

4. Jezeli zaznaczono opcje Custom (Niestandardowa), w polu Custom (Niestandardowa) wprowadz
dowolny tekst, ktory ma petnic role tozsamosci EAP.

5. Kliknij Import (Importuj) i wybierz plik certyfikatu CA uwierzytelniania IEEE 802.1X.

6. Zrozwijalnego menu Common name (Nazwa pospolita) wybierz Device IP address (Adres IP
urzadzenia) lub Device EAP identity (Tozsamo$¢ EAP urzadzenia) jako nazwy uzywane w
poszczegdlnych certyfikatach tworzonych dla kazdego urzadzenia, gdy AXIS Camera Station 5 petfni
funkcje urzedu certyfikacji.

7. Przejdz do menu Configuration > Devices > Management (Konfiguracja > Urzgdzenia > Zarzgdzanie).

8.  Kliknij urzadzenia prawym przyciskiem myszy i wybierz kolejno opcje Security > IEEE 802.1X > Enable/
Update (Bezpieczenstwo > IEEE 802.1X > Wtacz/aktualizuj).

Ograniczenia

e W urzadzeniach z kilkoma kartami sieciowymi (np. w kamerach bezprzewodowych) obstuge protokotu
IEEE 802.1X mozna wigczy¢ tylko dla pierwszej karty, zazwyczaj przewodowej.
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® Urzadzenia, w ktorych brakuje parametru Network.Interface.I0.dotlx.Enabled, niesg
obstugiwane. Na przyktad: urzadzenia z serii AXIS P39, AXIS T85 i dekoder wideo T87 Video Decoder.

®  Na certyfikatach nie mozna wykonywac operacji przez nieszyfrowane kanaty, czyli zwykte/podstawowe.
Na urzadzeniach nalezy zaznaczy¢ opcje ,Zaszyfrowane i niezaszyfrowane" lub ,Tylko zaszyfrowane".

Ostrzezenie o wygasnieciu certyfikatu

Ostrzezenie jest wysSwietlane po wygasnieciu certyfikatu klienta lub serwera albo krotko przed ich wygasnigciem.
W przypadku niektorych certyfikatow ostrzezenie wyzwala tez alarm systemowy. Dotyczy to wszystkich
certyfikatow klienta i serwera, certyfikatow urzedu certyfikacji urzadzen instalowanych przez AXIS Camera
Station 5, certyfikatu urzedu certyfikacji CA AXIS Camera Station 5 i certyfikatu IEEE 802.1X. Ostrzezenie
wyswietlane jest jako komunikat w sekcji Status (Stan) na stronie Device management (Zarzgdzanie
urzagdzeniem) oraz w formie ikony na liscie Installed certificates (Zainstalowane certyfikaty).

W obszarze Certificate expiration warning (Ostrzezenie o wygasnieciu certyfikatu) okresl, na ile dni przed
wygasnieciem certyfikatu chcesz otrzyma¢ powiadomienie z AXIS Camera Station 5.

Odnowienie certyfikatu

Odnawianie certyfikatu uwierzytelniajagcego komunikacje miedzy serwerem i urzagdzeniami

Certyfikaty klienta urzgdzenia lub serwera wygenerowane przez AXIS Camera Station 5 sg odnawiane
automatycznie 7 dni przed pojawieniem si¢ ostrzezenia o wygasnieciu. Aby byto to mozliwe, na urzgdzeniu musi
by¢ wigczony protokot HTTPS lub IEEE 802.1X. Jesli chcesz manualnie odnowi¢ lub zaktualizowa¢ certyfikat,
zobacz Bezpieczeristwo, on page 64.

Odnawianie certyfikatu uwierzytelniajagcego komunikacj¢ miedzy serwerem i klientem

1. Wybierz kolejno opcje Configuration (Konfiguracja) > Security (Bezpieczenstwo) > Certificates
(Certyfikaty).

2. W obszarze Odnowienie certyfikatu kliknij przycisk Odnow.

3. Aby odnowiony certyfikat zostat zastosowany, zrestartuj serwer.
Resetowanie hasta
1. Wybierz kolejno opcje Configuration > Security > Certificates (Konfiguracja > Zabezpieczenia >

Certyfikaty).

2. Wigcz opcje Temporarily ignore certificate validation (Tymczasowo ignoruj potwierdzenie
certyfikatu), aby upewnic sie, ze urzgdzenia korzystajace z certyfikatow CA sg dostepne.

3. W obszarze Certificate authority (Organ wydajgcy certyfikat) kliknij Generate (Generuj) i wprowadz
hasto.

4. W obszarze Certificate authority (Organ wydajgcy certyfikat) kliknij Export (Eksportuj), aby lokalnie
zapisac certyfikat CA.

5. Wybierz kolejno opcje Configuration > Devices > Management (Konfiguracja > Urzadzenia >
Zarzadzanie) i wigcz obstuge protokotu HTTPS na wybranych urzadzeniach.

6. Wytacz opcje Temporarily ignore certificate validation (Tymczasowo ignoruj potwierdzenie
certyfikatu).

Konfigurowanie kontroli dostepu

Jezeli do systemu dodano sieciowy kontroler drzwiowy Axis, mozna skonfigurowac¢ sprzet kontroli dostepu w
programie AXIS Camera Station w wersji 6.x lub nowsze;j.

Kompletny proces konfigurowania sieciowego kontrolera drzwi Axis w oprogramowaniu AXIS Camera Station 5
opisano w temacie Konfigurowanie sieciowego kontrolera drzwi Axis.

Uwaga
Na poczatek wykonaj nastepujgce czynnosci:
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®  Zaktualizuj wersje systemu operacyjnego AXIS OS kontrolera w sekcji Configuration > Devices >
Management (Konfiguracja > Urzgdzenia > Zarzadzanie).

e Ustaw date i godzine kontrolera w oknie Configuration > Devices > Management (Konfiguracja >
Urzadzenia > Zarzadzanie).

®  Wiacz obstuge protokotu HTTPS na kontrolerze w oknie Configuration > Devices > Management
(Konfiguracja > Urzadzenia > Zarzadzanie).

Proces konfigurowania kontroli dost¢pu

1. Aby zmodyfikowa¢ predefiniowane profile identyfikacji lub utworzy¢ nowy profil identyfikacji, patrz
Profile identyfikacji, on page 149.

2. Aby uzywa¢ niestandardowej konfiguracji formatow kart i dtugosci kodu PIN, patrz Formaty kart i kod
PIN, on page 150.

3. Dodaj drzwi i zastosuj do nich profil identyfikacji. Patrz Dodawanie drzwi, on page 138.

4. Skonfiguruj drzwi.
- Dodawanie monitora drzwi, on page 142

- Dodaj wejscie awaryjne, on page 143
- Dodawanie czytnika, on page 143
- Dodawanie urzqgdzenia REX, on page 146
5. Dodaj strefe, a nastepnie drzwi do strefy. Patrz Dodawanie strefy, on page 146.

Zgodnosc¢ oprogramowania urzadzenia w przypadku kontrolerow drzwi

W ponizszej tabeli przedstawiono minimalng i zalecang wersje systemu AXIS OS dla poszczegolnych wersji
programu AXIS Camera Station 5:

Wersja AXIS Camera Station Zalecana wersja systemu AXIS 0S
5.59 12.4.68.1
5.58 12.4.68.1
5.57 11.8.20.2
Drzwi i strefy

Wybierz kolejno opcje Configuration > Access control > Doors and zones (Konfiguracja > Kontrola dostepu >
Drzwi i strefy), aby uzyskac¢ przeglad oraz skonfigurowac drzwi i strefy.

Wyswietli¢ schemat stykow kontrolera drzwi. Jezeli
chcesz wydrukowa¢ schemat stykow, kliknij
przycisk Print (Drukuj).

E}] Przypnij wykres

[*F profil identyfikacji Zmien profil identyfikacji w drzwiach.
Bezpieczny kanat Wiacz lub wytgez bezpieczny kanat OSDP dla

konkretnego czytnika.

Drzwi

Nazwa Nazwa drzwi.

Kontroler drzwi Kontroler drzwi, z ktérym sg pofgczone drzwi.
Strona A Strefa, w ktorej znajduje sie strona A drzwi.
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Strona B

Strefa, w ktérej znajduje sie strona B drzwi.

Profil identyfikacji

Profil identyfikacji przypisany do drzwi.

Formaty kart i kod PIN

Pokazuje typ formatéw kart lub dtugos¢ kodu PIN.

Status Status drzwi.
®  Online: Drzwi s3 w trybie online i dziatajg prawidtowo.
®  Czytnik offline: Czytnik podany w konfiguracji drzwi jest w trybie offline.
® Btad czytnika: Czytnik podany w konfiguracji drzwi nie obstuguje
bezpiecznego kanatu albo dla czytnika nie wtgczono bezpiecznego kanatu.
Strefy
Nazwa Nazwa strefy.
Liczba drzwi Liczba drzwi nalezacych do strefy.

Przyktad drzwi i stref

® Istnieja dwie strefy: zielona i niebieska.

® |stnieje troje drzwi: zielone, niebieskie i brgzowe.

® Zielone drzwi s3 wewnetrznymi drzwiami w zielonej strefie.

* Niebieskie drzwi sg drzwiami obwodowymi wytgcznie niebieskiej strefy.
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® Brgzowe drzwi sg drzwiami obwodowymi stref zielonej i niebieskie;.
Dodawanie drzwi

Uwaga
e Kontroler drzwi mozna skonfigurowac z jednymi drzwiami wyposazonymi w dwa zamki lub z dwoma
drzwiami majacymi po jednym zamku.

Aby dodac¢ drzwi poprzez utworzenie nowej konfiguracji drzwi:

1. Przejdz do Configuration > Access control > Doors and zones (Konfiguracja > Kontrola dostepu > Drzwi
i strefy).

2. Kliknij + Add door (Dodaj drzwi) i z rozwijalnej listy wybierz rodzaj drzwi.

Typy drzwi

Drzwi Zwykte drzwi z monitorem drzwi obstugujgcym rygle i
czytniki. Wymaga kontrolera drzwiowego.

Drzwi bezprzewodowe Drzwi, ktére mozna skonfigurowa¢ za pomoca
bezprzewodowych rygli i koncentratorow
komunikacyjnych ASSA ABLOY Aperio®. Wiecej
informacji znajduje si¢ w sekcji Dodaj zamek
bezprzewodowy, on page 141.

Drzwi dozorujace Drzwi, ktore mogg zgtaszac, czy sg otwarte, czy
zamknigte. Wiecej informacji znajduje sie w sekcji .

Drzwi zastepcze Drzwi, ktére mozna doda¢ do systemu jako symbol
zastepczy bez koniecznosci dobierania do nich
osprzetu.

Pietro Rodzaj drzwi do sterowania windg uwierzytelniajacy
dostep do pieter z windy za pomocg czytnikow kart.
Wiecej informacji znajduje si¢ w sekcji .

3. Wpisz nazwe drzwi i wybierz kontroler drzwiowy z menu rozwijalnego Device (Urzgdzenie) celem
powigzania go z drzwiami. Kontroler jest wyszarzony, gdy nie mozna doda¢ kolejnych drzwi, gdy jest
offline lub serwer HTTPS nie jest aktywny.

4. Kliknij przycisk Next (Dalej), aby przejs¢ do strony konfiguracyjnej drzwi.
W rozwijalnym menu Primary lock (Zamek gtowny) wybierz port przekaznika.

6. Aby skonfigurowa¢ dwa zamki w drzwiach, wybierz port przekaznika z rozwijalnego menu Secondary
lock (Drugi zamek).

7.  Wybierz profil identyfikacji. Patrz Profile identyfikacji, on page 149.
8. Skonfiguruj ustawienia drzwi. Zobacz Ustawienia drzwi, on page 139.
9.  Dodawanie monitora drzwi, on page 142
10. Dodaj wejscie awaryjne, on page 143
11.  Dodawanie czytnika, on page 143
12.  Dodawanie urzqdzenia REX, on page 146
13. Kliknij przycisk Zapisz.
Aby dodac¢ drzwi poprzez skopiowanie istniejgcej konfiguracji drzwi:

1. Przejdz do Configuration > Access control > Doors and zones (Konfiguracja > Kontrola dostepu > Drzwi

i strefy).
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Kliknij + Add door (Dodaj drzwi).

2.

3. Wpisz nazwe drzwi i wybierz kontroler drzwiowy z menu rozwijalnego Device (Urzgdzenie) celem
powigzania go z drzwiami.

4. Kliknij Next (Dalej).

5. Zrozwijalnego menu Copy configuration (Kopiuj konfiguracje) wybierz istniejgcg konfiguracje drzwi.
Pokazuje podtaczone drzwi, a kontroler jest wyszarzony, jesli zostat skonfigurowany z dwoma drzwiami
lub jednymi drzwiami z dwoma zamkami.

6. W razie potrzeby zmien ustawienia.

7. Kliknij przycisk Zapisz.

Aby zmodyfikowa¢ drzwi:

1. Wybierz kolejno opcje Configuration > Access control > Doors and zones > Doors (Konfiguracja >
Kontrola dostepu > Drzwi i strefy > Drzwi).

2. Wybierz drzwi z listy.

3. Kliknij ¢ Edit (Edytuj).

4. Zmien ustawienia i kliknij przycisk Save (Zapisz).

Aby usung¢ drzwi:

1. Wybierz kolejno opcje Configuration > Access control > Doors and zones > Doors (Konfiguracja >
Kontrola dostepu > Drzwi i strefy > Drzwi).

2.  Wybierz drzwi z listy.

Kiiknij ™ Remove (Usun).

4. Kliknij Tak.

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Dodawanie i konfigurowanie drzwi i stref

Ustawienia drzwi

1.

Wybierz kolejno opcje Configuration > Access control > Door and Zones (Konfiguracja > Kontrola
dostepu > Drzwi i strefy).

2. Wybierz drzwi, ktére chcesz edytowac.
3. Kliknij Z  Edit (Edytuj).

Czas dostepu (s) Podaj czas (w sekundach) odblokowania drzwi po
uzyskaniu dostepu. Drzwi pozostajg odblokowane do
momentu ich otwarcia lub przez okreslony czas.
Drzwi blokujg si¢ po zamknieciu, nawet jesli nie
uptynat limit czasu dostepu.

Open-too-long time (sec) (Przekroczony czas Prawidtowy tylko w przypadku, gdy monitor drzwi jest

otwarcia drzwi (s)) skonfigurowany. Okres| czas otwarcia drzwi w
sekundach. Jesli drzwi sg otwarte po uptywie
ustawionego czasu, zostaje wtgczony alarm zbyt
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dtugiego otwarcia drzwi. Ustaw regute akeji, aby
skonfigurowa¢ akcje, ktérg powinno wyzwoli¢
zdarzenie zbyt dtugiego otwarcia drzwi.

Dtugi czas dostepu (s)

Podaj czas (w sekundach) odblokowania drzwi po
uzyskaniu dost¢pu. Po wigczeniu tego ustawienia
zastepuje ono czas dostepu obecnie ustawiony dla
posiadaczy kart.

Long open-too-long time (sec) (Dtugi czas
przekroczenia otwarcia drzwi (s))

Prawidfowy tylko w przypadku, gdy monitor drzwi jest
skonfigurowany. Okresl czas otwarcia drzwi w
sekundach. Jesli drzwi sg otwarte po uptywie
ustawionego czasu, zostaje wtgczone zdarzenie zbyt
dtugiego otwarcia drzwi. Dtugi czas przekroczenia
otwarcia drzwi zastepuje juz ustawiony czas otwarcia
dla posiadaczy kart, jesli wigczona jest opcja Long
access time (Dtugi czas dostepu).

Czas opdznienia do ponownego zablokowania (ms)

Ustaw czas w milisekundach, przez jaki drzwi
pozostajg odblokowane po ich otwarciu lub
zamknieciu.

Ponowne zablokowanie

e After opening: (Po otwarciu) Dotyczy tylko
scenariuszy z dodanym monitorem drzwi.

e After closing: (Po zamknigciu) Dotyczy tylko
scenariuszy z dodanym monitorem drzwi.

Drzwi wywazone

Wybierz, czy system ma wyzwalac¢ alarm w przypadku
wywazenia drzwi.

Przekroczony czas otwarcia drzwi

Wybierz, czy system ma wyzwala¢ alarm w
przypadku, gdy drzwi pozostaja zbyt dtugo otwarte.

Opcje czasu

Czas dostepu

N ON =

momentu zamkniecia drzwi

D O

Przekroczony czas otwarcia drzwi
Otwarte zbyt dtugo - uruchamiany jest alarm

Dostep przyznany - zamek odblokowany

Nie podjeto zadnych dziafari - zamek zablokowany
Podjeto dziatanie (otwarto drzwi) - zamek zablokowany lub pozostaje odblokowany do
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o s s
@ ©,
®
a =z =Sz
® (e
1 Dostep przyznany — zamek odblokowany
2 Czas dostepu
3 2+3:Dtugi czas dostepu
4 Nie podjeto zadnych dziatan - zamek zablokowany
5 Podjeto dziafanie (otwarto drzwi) - zamek zablokowany lub pozostaje odblokowany do

momentu zamkniecia drzwi

Przekroczony czas otwarcia drzwi

6+7: Dtugi czas przekroczenia otwarcia drzwi
8 Otwarte zbyt dfugo - uruchamiany jest alarm

N O

Dodaj zamek bezprzewodowy

AXIS Camera Station 5 obstuguje zamki bezprzewodowe ASSA ABLOY Aperio® i koncentratory komunikacyjne.
Zamek bezprzewodowy taczy sie z systemem za posrednictwem koncentratora komunikacyjnego Aperio
podtgczonego do ztgcza RS485 kontrolera drzwi. Do jednego kontrolera drzwi mozna podtgczy¢ 16 zamkow
bezprzewodowych.

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

e Konfiguracja wymaga, aby kontroler drzwi Axis miat system AXIS OS w wersji 11.6.16.1 lub nowsze;.
e Konfiguracja wymaga waznej licencji AXIS Door Controller Extension.
®  (Czas na kontrolerze drzwi Axis i serwerze AXIS Camera Station 5 musi by¢ zsynchronizowany.

®  Przed rozpoczgciem skorzystaj z aplikacji Aperio obstugiwanej przez ASSA ABLOY, aby sparowac¢ zamki
Aperio z koncentratorem Aperio.

e Zamki bezprzewodowe nie dziataja zgodnie z harmonogramami odblokowywania, gdy sg w trybie offline.

1. Otworz kontroler drzwi.

1.1.  Wybierz kolejno opcje Configuration > Devices > Other devices (Konfiguracja > Urzadzenia >
Inne urzadzenia).

1.2.  Otwdrz interfejs WWW kontrolera drzwi podtgczonego do koncentratora komunikacyjnego
Aperio.

2. Wrigcz AXIS Door Controller Extension.
2.1. W interfejsie WWW kontrolera drzwi przejdz do opcji Apps (Aplikacje).

L ]
2.2. Otworz menu kontekstowe AXIS Door Controller Extension : .
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2.3. Kliknij polecenie Activate license with a key (Aktywuj licencje kluczem) i wybierz licencje.
2.4, Witacz AXIS Door Controller Extension.

3. Podfgcz zamek bezprzewodowy do kontrolera drzwi za posrednictwem koncentratora komunikacyjnego.

3.1. W interfejsie WWW kontrolera drzwi przejdz do menu Access control > Wireless locks
(Kontrola dostepu > Zamki bezprzewodowe).

3.2. Kliknij polecenie Connect communication hub (Potgcz koncentrator komunikacyjny).

3.3.  Wprowadz nazwe koncentratora i kliknij przycisk Connect (Potacz).

3.4.  Kliknij przycisk Connect wireless lock (Podtgcz zamek bezprzewodowy).

3.5.  Wybierz adres i funkcje zamka, ktory chcesz dodac, a nastepnie kliknij przycisk Save (Zapisz).

4. Dodaj i skonfiguruj drzwi z zamkiem bezprzewodowym.

4.1. W sekcji AXIS Camera Station 5 wybierz kolejno Configuration (Konfiguracja) > Access control
(Kontrola dostepu) > Doors and zones (Drzwi i strefy).

4.2. Kliknij + Add door (Dodaj drzwi).

43.  Wybierz kontroler drzwi podfaczony do koncentratora komunikacyjnego Aperio, wybierz Wireless
door (Drzwi bezprzewodowe) jako Door type (Typ drzwi).

4.4.  Kliknij Next (Dalej).
4.5.  Wybierz Wireless lock (Zamek bezprzewodowy).

4.6.  Okresl strony A i B drzwi i dodaj czujniki. Wiecej informacji znajduje sie w rozdziale Drzwi i
strefy, on page 136.

4.7. Kliknij przycisk Zapisz.

Po podfgczeniu zamka bezprzewodowego mozna sprawdzi¢ poziom natadowania baterii i stan zamka w
przegladzie drzwi.

Poziom baterii Akcja

Dobrze Brak

Niski Zamek dziata zgodnie z przeznaczeniem, ale nalezy
wymienic¢ baterie, zanim jej poziom stanie si¢
krytyczny.

Krytyczny Wymien baterie. Zamek moze nie dziata¢ prawidtowo.

Status zamka Akcja

Online Brak

Zacigcie zamka Rozwigz wszelkie problemy mechaniczne.

Dodawanie monitora drzwi

Monitor drzwi to przefgcznik potozenia drzwi, ktory monitoruje fizyczny stan drzwi. Po dodaniu monitora do
drzwi mozna okresli¢ sposob podtaczenia jego obwodow.

1. Przejdz do strony konfiguracyjnej drzwi. Patrz Dodawanie drzwi, on page 138.
2. W obszarze Sensors (Czujniki) kliknij Add (Dodaj).

3. Wybierz opcje Door monitor sensor (Czujnik monitora drzwi).

4, Zaznacz port we/wy, do ktorego chcesz podtgczy¢ monitor drzwi.
5

W obszarze Door open if (Otworz drzwi, jesli), wybierz sposdb podtgczenia obwoddw monitora drzwi.
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6. Aby zmiany stanu cyfrowego wejscia byty ignorowane, zanim wejdzie ono w nowy stabilny stan, okresl
wartos¢ w polu Debounce time (Czas odbicia).

7. Aby przerwanie pofgczenia migedzy kontrolerem drzwi i monitorem drzwi powodowato zainicjowanie
zdarzenia, wtgcz opcje Supervised input (Nadzorowane wejscie). Patrz Nadzorowane wejscia, on page

148.

Drzwi otwarte, jesli

Obwod jest otwarty

Obwad monitora drzwi jest rozwierny (NC). Monitor
drzwi wysyta sygnat odblokowanych drzwi, kiedy
obwad jest otwarty. Monitor drzwi wysyfa sygnat
zablokowanych drzwi, kiedy obwdd jest zamkniety.

Obwad jest zamkniety

Obwad monitora drzwi jest zwierny (NO). Monitor
drzwi wysyta sygnat odblokowanych drzwi, kiedy
obwad jest zamkniety. Monitor drzwi wysyta sygnat
zablokowanych drzwi, kiedy obwdd jest otwarty.

Dodaj wejscie awaryjne

Mozna doda¢ i skonfigurowa¢ wejscie awaryjne, aby zainicjowac akcje blokujgca lub odblokowujgcg drzwi.
Mozna réwniez skonfigurowac sposob taczenia obwodu.

1. Przejdz do strony konfiguracyjnej drzwi. Patrz Dodawanie drzwi, on page 138.
W obszarze Sensors (Czujniki) kliknij Add (Dodaj).

Wybierz opcje Emergency input (Wejscie awaryjne).

2
3
4. W obszarze Emergency state (Stan awaryjny) wybierz potgczenie obwodu.
5

Aby zmiany stanu wejscia cyfrowego byty ignorowane przed wejsciem w nowy stan stabilny, ustaw

Debounce time (ms) (Czas odbicia) (ms).

6. Wybierz Emergency action (Akcje awaryjng), ktéra ma by¢ wyzwalana po odebraniu przez drzwi

sygnatu stanu awaryjnego.

Stan awaryjny

Obwod jest otwarty

Obwod wejscia awaryjnego jest rozwierny (NC).
Wejscie awaryjne bedzie wysytac sygnat stanu
awaryjnego, gdy obwod zostanie otwarty.

Obwad jest zamknigty

Obwod wejscia awaryjnego jest zwierny (NO). Wejscie
awaryjne bedzie wysyta¢ sygnat stanu awaryjnego,
gdy obwdd zostanie zamkniety.

Dziatanie awaryjne

Odblokuj drzwi

Drzwi odblokowujg si¢ po otrzymaniu sygnatu stanu
awaryjnego.

Zablokuj drzwi

Drzwi blokujg si¢ po otrzymaniu sygnatu stanu
awaryjnego.

Dodawanie czytnika

Kontroler drzwiowy mozna skonfigurowac¢ tak, aby wykorzystywat dwa czytniki przewodowe. Czytniki mozna

dodac¢ po jednej lub obu stronach drzwi.
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Jezeli do czytnika zastosujesz niestandardowg konfiguracje formatow kart lub dtugosci numerow PIN, bedzie to
wyraznie zaznaczone w kolumnie Card formats (Formaty kart) w oknie Configuration > Access control > Doors
and zones (Konfiguracja > Kontrola dostepu > Drzwi i strefy). Patrz Drzwi i strefy, on page 136.

Uwaga
® Do kontrolera drzwiowego mozna rowniez dotgczy¢ maks. 16 czytnikdw Bluetooth. Wiecej informacji
znajduje sie w sekcji Dodawanie czytnika Bluetooth, on page 145.

o Jedli jako czytnik IP uzywany jest interkom sieciowy Axis, system uzywa konfiguracji kodu PIN
ustawionej na stronie internetowej urzadzenia.

1. Przejdz do strony konfiguracyjnej drzwi. Patrz Dodawanie drzwi, on page 138.
Pod jedng strong drzwi kliknij przycisk Add (Dodaj).

Wybierz Card reader (Czytnik kart).

Wybierz Reader type (Typ czytnika).

o N

Aby uzy¢ niestandardowej konfiguracji dtugosci kodu PIN tego czytnika.
5.1.  Kliknij przycisk Advanced (Zaawansowane).
5.2.  Wtacz opcje Custom PIN length (Niestandardowa dtugos¢ kodu PIN).

5.3.  Wypetnij pola Min PIN length (Min. dtugos¢ kodu PIN), Max PIN length (Maks. dtugos¢ kodu
PIN) i End of PIN character (Koniec znaku kodu PIN).

6. Aby uzy¢ niestandardowego formatu karty tego czytnika.
6.1.  Kliknij przycisk Advanced (Zaawansowane).
6.2.  Wiacz opcje Custom card formats (Niestandardowe formaty kart).

6.3. Wybierz formaty karty na takie, ktdrych chcesz uzywac w czytniku. Jezeli format karty o tej
samej liczbie bitow jest juz uzywany, nalezy go najpierw zdezaktywowa¢. Gdy konfiguracja
formatu karty roézni sie od skonfigurowanej konfiguracji systemu, w aplikacji klienckiej
wyswietlana jest lkona ostrzezenia.

7. Kliknij Dodaj.
8. Aby doda¢ czytnik po drugiej stronie drzwi, wykonaj te procedure ponownie.

Aby dowiedziec sig, jak ustawi¢ aplikacje AXIS Barcode Reader, patrz Konfigurowanie aplikacji AXIS Barcode
Reader.

Typ czytnika

OSDP RS485 half duplex Dla czytnikéw RS485 nalezy wybra¢ OSDP RS485
half duplex i port czytnika.

Wiegand W przypadku czytnikéw uzywajacych protokotow
Wiegand zaznacz opcje Wiegand oraz w sekcji
Ogdlne wybierz port dla czytnika.

Czytnik IP W przypadku czytnikdw sieciowych zaznacz opcje IP
reader (Czytnik IP) i wybierz urzadzenie z menu
rozwijanego. Wymagania i obstugiwane urzgdzenia sg
opisane w temacie Czytnik IP, on page 145.

Wiegand

Sterowanie LED Wybierz opcje Single wire (Pojedynczy przewadd) lub
Dual wire (R/G) (Podwajny przewdd (R/G)). Czytniki
z podwojnymi kontrolkami LED majg rozne przewody
dla czerwonych i zielonych diod LED.

Powiadomienie o sabotazu Okresl, kiedy wejscie wykrywania sabotazu w czytniku
ma by¢ aktywne.
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e Open circuit (Obwadd otwarty): Czytnik
wysyfa sygnat proby sabotazu, kiedy obwaod
zostanie otwarty.

e Closed circuit (Obwod zamkniety): Czytnik

wysyta sygnat proby sabotazu, kiedy obwadd
zostanie zamknigty.

Tamper debounce time (Czas odbicia zabezpieczenia | Aby zmiany stanu wejscia wykrywania sabotazu w
sabotazowego) czytniku byty ignorowane, zanim wejdzie ono w nowy

stabilny stan, okresl warto$¢ w polu Tamper
debounce time (Czas odbicia zabezp. przeciwsab.).

Nadzorowane wejscie Wiacz, aby wyzwoli¢ zdarzenie, gdy wystepuje

przerwa w potgczeniu miedzy kontrolerem drzwi i
czytnikiem. Patrz Nadzorowane wejscia, on page 148.

Dodawanie czytnika Bluetooth

Czytnik AXIS A4612 Network Bluetooth Reader mozna zastosowac do rozszerzenia limitéw okablowanych drzwi
w kontrolerach drzwiowych Axis, ktdre umozliwiajg przydzielenie maks. 16 takich czytnikow do odnosnych
drzwi. Kazdy czytnik moze zarzgdzac ryglem drzwiowym, przyciskiem wyjscia (REX) i przetacznikiem pozycji
drzwi (DPS).

Dodanie i stosowanie tych czytnikdw nie wymaga dodatkowych licenc;ji.

Aby doda¢ czytnik AXIS A4612 Network Bluetooth Reader do drzwi:

1.

> N

Sprawdz, czy czytnik AXIS A4612 zostat sparowany z kontrolerem drzwiowym. P. sekcja .
Przejdz do strony konfiguracyjnej drzwi. P. sekcja Dodawanie drzwi, on page 138.
Pod jedng strong drzwi kliknij przycisk Add (Dodaj), a nastepnie Card reader (Czytnik kart).

Zaznacz IP reader (Czytnik IP) i wybierz sparowany czytnik AXIS A4612 z rozwijalnego menu. Jezeli
czytnik ten bedzie stosowany do parowania poswiadczen, zaznacz go na potrzeby parowania. Kliknij
Dodaj.

Na karcie Overview (Przeglad) zmien profil identyfikacji. Mozna uzy¢ profili Tap in app (Dotknij w
aplikacji) lub Touch reader (Czytnik dotykowy), jezeli czytnik AXIS A4612 jest dotgczony po jednej
stronie drzwi, a po drugiej stosowany jest przycisk wyjscia REX.

Czytnik IP

Interkomy sieciowe Axis mogg petni¢ role czytnikéw IP w aplikacji AXIS Camera Station Secure Entry.

Uwaga

Potrzebna jest do tego aplikacja AXIS Camera Station w wersji 5.38 lub nowszej oraz sieciowy kontroler
drzwi AXIS A1601 Network Door Controller z oprogramowaniem sprz¢towym w wersji 10.6.0.2 lub
nowszej.

Interkom nie wymaga zadnej specjalnej konfiguracji, aby mogt petni¢ role czytnika IP.

Obstugiwane urzadzenia:

Wideodomofon sieciowy AXIS A8207-VE Network Video Door Station z oprogramowaniem sprzetowym
w wersji 10.5.1 lub nowszej

Wideodomofon sieciowy AXIS A8207-VE Mk Il Network Video Door Station z oprogramowaniem
sprzetowym w wersji 10.5.1 lub nowszej

AXIS 18116-E Network Video Intercom
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Dodawanie urzadzenia REX

Urzadzenie REX (zadanie wyjscia) mozna dodac z jednej lub obu stron drzwi. Role urzadzenia REX moze petni¢
czujnik PIR, przycisk REX lub zamkniecie drgzkowe.

1.

Przejdz do strony konfiguracyjnej drzwi. Patrz Dodawanie drzwi, on page 138.

2. Pod jedng strong drzwi kliknij przycisk Add (Dodaj).
3. Wybierz REX device (Urzadzenie REX).
4. Zaznacz port we/wy, na ktorym chcesz potgczy¢ urzadzenie REX. Jezeli jest dostepny tylko jeden port,
zostanie on wybrany automatycznie.
5. Wybierz Action (Akcja), ktora ma by¢ wyzwalana po odebraniu sygnatu REX przez drzwi.
6. W obszarze REX active (Aktywne REX) wybierz potgczenie obwodu monitora drzwi.
7. Aby zmiany stanu wejscia cyfrowego byty ignorowane przed wejsciem w nowy stan stabilny, ustaw
Debounce time (ms) (Czas odbicia) (ms).
8. Aby przerwanie pofgczenia migedzy kontrolerem drzwi i urzgdzeniem REX powodowato zainicjowanie
zdarzenia, wtgcz opcje Supervised input (Nadzorowane wejscie). Patrz Nadzorowane wejscia, on page
148.
Akcja
Odblokuj drzwi Wybierz te opcje, aby odblokowa¢ drzwi po odebraniu
sygnatu REX.
Brak Wybierz, jesli po odebraniu przez drzwi sygnatu REX
nie ma by¢ wykonywane zadne dziatanie.

Urzadzenie REX aktywne

Obwad jest otwarty Wybierz, jezeli obwod REX jest rozwierny. Urzadzenie

REX wysyfa sygnat po otwarciu obwodu.

Obwad jest zamknigty Wybierz, jezeli obwod REX jest zwierny. Urzgdzenie

REX wysyfa sygnat po zamknigciu obwodu.

Dodawanie strefy

Strefa to konkretny fizyczny obszar zawierajacy grupe drzwi. Mozna tworzy¢ strefy oraz dodawac do nich drzwi.
Istniejg dwa rodzaje drzwi:

Uwaga

Perimeter door: (Drzwi na obwodzie) Posiadacze kart wchodzg do strefy i wychodzg ze strefy przez te
drzwi.

Drzwi wewnetrzne: Wewnetrzne drzwi w strefie.

Drzwi obwodowe mogg naleze¢ do dwoch stref. Drzwi wewngtrzne mogg naleze¢ tylko do jednej strefy.

1.

o a0 LD

Wybierz kolejno opcje Configuration > Access control > Doors and zones > Zones (Konfiguracja >
Kontrola dostepu > Drzwi i strefy > Strefy).

Kliknij + Add zone (Dodaj strefe).

Wprowadz nazwe strefy.

Kliknij Add door (Dodaj drzwi).

Zaznacz drzwi, ktore cheesz dodaé do strefy, i kliknij przycisk Add (Dodaj).

Domyslnie drzwi zostang ustawione jako obwodowe. Aby to zmienic, z menu rozwijanego wybierz

pozycje Internal door (Drzwi wewnetrzne).
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7. Drzwi obwodowe domysinie jako wejscia do strefy uzywajg drzwi A. Aby to zmieni¢, z menu rozwijanego
wybierz opcje Leave (Opusc).

8. Aby usuna¢ drzwi ze strefy, zaznacz jg i kliknij przycisk Remove (Usun).
9.  Kliknij przycisk Zapisz.
Aby zmodyfikowa¢ strefe:

1. Wybierz kolejno opcje Configuration > Access control > Doors and zones > Zones (Konfiguracja >
Kontrola dostepu > Drzwi i strefy > Strefy).

2. Wybierz strefe z listy.

3. Kiknij ¢ Edit (Edytuj).
4. Zmien ustawienia i kliknij przycisk Save (Zapisz).
Aby usung¢ strefe:
1. Wybierz kolejno opcje Configuration > Access control > Doors and zones > Zones (Konfiguracja >
Kontrola dostepu > Drzwi i strefy > Strefy).
2. Wybierz strefe z listy.

3. Kliknij ® Remove (Usun).
4. Kliknij Tak.

Poziom zabezpieczen strefy

Do strefy mozna doda¢ nastepujgce funkcje zabezpieczen:

Anti-passback - Uniemozliwia uzycie tych samych danych uwierzytelniajgcych, ktore zostaty uzyte osoby, ktore
weszty na obszar wczesniej. Wymusza on, ze dana osoba musi najpierw opusci¢ obszar, zanim bedzie mogta
ponownie uzy¢ swoich poswiadczen.

Uwaga
® W przypadku korzystania z funkcji anti-passback wszystkie drzwi w strefie muszg by¢ wyposazone w
czujniki potozenia drzwi, aby system byt w stanie zarejestrowac, ze uzytkownik otworzyt drzwi po
przeciggnieciu karty.

e  Jesli kontroler drzwi przejdzie w tryb offline, funkcja anti-passback bedzie nadal dziata¢, pod warunkiem,
ze wszystkie drzwi w strefie nalezg do tego samego kontrolera drzwi. Jesli jednak drzwi w strefie nalezg
do roznych kontrolerow drzwi, ktére przejdg w tryb offline, funkcja anti-passback przestanie dziatac.

Poziom zabezpieczen mozna skonfigurowa¢ podczas dodawania nowej strefy lub w istniejgcej strefie. Aby doda¢
poziom zabezpieczen do istniejgcej strefy:

1. Wybierz kolejno opcje Configuration (Konfiguracja) > Access control (Kontrola dostepu) > Doors and
zones (Drzwi i strefy).

Wybierz strefe, dla ktérych chcesz skonfigurowaé poziom zabezpieczen.
Kliknij Edit (Edycja).
Kliknij Security level (Poziom zabezpieczen).

Wiacz zabezpieczenia, ktore checesz doda¢ do drzwi.

o 0 & WD

Kliknij przycisk Apply (Zastosuj).

Anti-passback

Log violation only (Soft) (Tylko rejestrowanie Uzyj tej opcji, jesli chcesz, aby druga osoba mogta
naruszen (wersja miekka)) wejs¢ przez drzwi przy uzyciu tych samych
poswiadczen, co pierwsza osoba. Ta opcja powoduje
tylko wywotanie alarmu systemowego.
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Deny access (Hard) (Odmowa dostepu (wersja Uzyj tej opcji, jesli chcesz uniemozliwi¢ drugiej osobie
twarda)) wejscie przez drzwi, jesli uzywa on tych samych
poswiadczen, co pierwsza osoba. Ta opcja powoduje
takze wywofanie alarmu systemowego.

Limit czasu (w sekundach) Czas, po ktorym system zezwoli uzytkownikowi na
ponowne wejscie. Wprowadz 0, jesli nie chcesz
ustawiaé limitu czasu. Oznacza to, ze w strefie
obowigzuje zasada anti-passback do momentu
opuszczenia jej przez uzytkownika. Uzyj limitu czasu
0 z opcja Deny access (Hard) (Odmowa dostgpu (w
wersji twardej) tylko wtedy, gdy wszystkie drzwi w
strefie majg czytniki po obu stronach.

Nadzorowane wejscia

Nadzorowane wejscia moga wyzwala¢ zdarzenie w przypadku przerwy w potgczeniu z kontrolerem drzwi.

® Podtgczenie miedzy kontrolerem drzwi a monitorem drzwi. Patrz Dodawanie monitora drzwi, on page
142.

®  Pofaczenie pomiedzy kontrolerem drzwi a czytnikiem uzywajacym protokotow Wiegand. Patrz
Dodawanie czytnika, on page 143.

® Podtgczenie miedzy kontrolerem drzwi a urzadzeniem REX. Patrz Dodawanie urzqdzenia REX, on page
146.

Aby uzy¢ nadzorowanych wejs¢:
1. Zamontuj rezystory konca linii zgodnie ze schematem potaczen jak najblizej urzadzen peryferyjnych.

2. Przejdz do strony konfiguracyjnej czytnika, monitora drzwi lub urzadzenia REX i wtgcz opcje Supervised
input (Nadzorowane wejscie).

3. Jezeli zastosowano schemat pierwszego potgczenia rdwnolegtego, wybierz opcje Parallel first
connection with a 22 KQ parallel resistor and a 4.7 KQ serial resistor (Pierwsze potaczenie rownolegte
z 22 kQ opornikiem rownolegtym i 4,7 kQ opornikiem szeregowym).

4. Jezeli zastosowano schemat pierwszego potgczenia szeregowego, zaznacz opcje Serial first connection
(Pierwsze potaczenie szeregowe), a nastepnie z rozwijalnego menu Resistor values (Wartosci
opornikow) wybierz wartos¢ rezystora.

Schematy potaczen
Pierwsze potaczenie rownolegte

Oporniki muszg mie¢ wartosci 4,7 kQ i 22 kQ.

GND @

)"

4.7kQ)
Pierwsze potaczenie szeregowe

/0 @

Oporniki muszg mie¢ takie same wartosci w przedziale 1-10 kQ.
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GND @

10 @

Profile identyfikacji

Profil identyfikacji to potgczenie typow i harmonogramow identyfikacji. Do jednych lub wiekszej liczby drzwi
mozna zastosowac profil identyfikacji, aby okresli¢, jak i kiedy posiadacz karty moze uzyska¢ dostep do drzwi.

Typy identyfikacji to nosniki informacji o poswiadczeniach niezbednych do uzyskania dost¢pu do drzwi. Typowe
typy identyfikacji to tokeny, osobiste numery identyfikacyjne (PIN), linie papilarne, skany twarzy oraz urzgdzenia
REX. Typ identyfikacji moze zawierac¢ jeden lub wigcej typow informacji.

Obstugiwane typy identyfikacji: karta, numer PIN, urzagdzenie REX, statyczne kody QR i dynamiczne kody QR.
Uwaga
Dynamicznych kodéw QR i PIN nalezy uzywac¢ razem.

Wybierz kolejno opcje Configuration > Access control > Identification profiles (Konfiguracja > Kontrola
dostepu > Profile identyfikacji), a zostanie wyswietlone okno, w ktorym mozna tworzy¢, edytowacé i usuwac
profile identyfikacji.

Istnieje pie¢ domysinych profili identyfikacji, ktorych mozna uzywac¢ w niezmienionej lub zmodyfikowane;j
postaci.

Karta - Aby uzyskac¢ dostep do drzwi, posiadacz karty musi przeciggna¢ karte przez czytnik.
Karta i PIN - Aby uzyskac¢ dostep do drzwi, posiadacz karty musi przeciggnac karte i wpisa¢ numer PIN.
PIN - Aby uzyskac¢ dostep do drzwi, posiadacz karty musi wpisa¢ kod PIN.

Karta lub kod PIN - Aby uzyska¢ dostep do drzwi, posiadacz karty musi przeciggnag¢ karte lub wpisa¢ numer
PIN.

Kod QR - Aby uzyska¢ dostep do drzwi, posiadacz kart musi okaza¢ kod QR Code® do kamery. Profil identyfikacji
Kod QR jest uzywany do statycznych i dynamicznych kodéw QR.

Tablica rejestracyjna - Posiadacz karty musi jecha¢ w kierunku kamery pojazdem z zatwierdzong tablicg
rejestracyjna.

QRCode to zastrzezony znak towarowy nalezgcy do Denso Wave Incorporated w Japonii i w innych krajach.
Aby utworzy¢ profil identyfikacji:

1. Wybierz kolejno opcje Configuration > Access control > Identification profiles (Konfiguracja >
Kontrola dostepu > Profile identyfikacji).

2. Kliknij Create identification profile (Utworz profil identyfikacji).

3. Nadaj nazwe profilowi identyfikacji.

4. Zaznacz opcje Include facility code for card validation (Uwzglgdnij kod obiektu w celu weryfikacji
karty), aby uzywac kodu obiektu jako jednego z pol stuzgcych do weryfikacji poswiadczen. To pole jest
dostepne tylko po wtgczeniu ustawienia Facility code (Kod obiektu) w obszarze Access management >
Settings (Zarzgdzanie dostepem > Ustawienia).

5. Skonfiguruj profil identyfikacji po jednej stronie drzwi.
6. Po drugiej stronie drzwi powtorz poprzednie kroki.
7. Kliknij OK.

Aby zmodyfikowac profil identyfikacji:
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1. Wybierz kolejno opcje Configuration > Access control > Identification profiles (Konfiguracja >
Kontrola dostepu > Profile identyfikacji).

Zaznacz profil identyfikacji i kliknij 7

Aby zmieni¢ nazwe profilu identyfikacji, wpisz nowg nazwe.

Wprowadz zmiany z boku drzwi.

Aby zmodyfikowa¢ profil identyfikacji po drugiej stronie drzwi, powto6rz poprzednie kroki.

Kliknij OK.

Aby usuna¢ profil identyfikacji:

o o &~ WD

1. Wybierz kolejno opcje Configuration > Access control > Identification profiles (Konfiguracja >
Kontrola dostepu > Profile identyfikacji).

——

2. Zaznacz profil identyfikacji i kliknij B
3. Jezeli profil identyfikacji zostat zastosowany do drzwi, wybierz dla nich inny profil identyfikacji.
4. Kliknij OK.

Edytuj profil identyfikacji

X Aby usungc¢ typ identyfikacji i powigzany z nim
harmonogram.
Typ identyfikacji Aby zmieni¢ typy identyfikacji, zaznacz je na liscie

rozwijanej Identification type (Typ identyfikacji).

Schedule Aby zmieni¢ harmonogramy, zaznacz je z menu
rozwijanego Schedule (Harmonogram).

Dodaj typ identyfikacji i powigzany z nim
harmonogram, kliknij przycisk Add (Dodaj), a
nastepnie skonfiguruj zadane typy identyfikacji i
harmonogramy.

+ Dodaj

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Konfigurowanie profilu identyfikacji
Formaty kart i kod PIN

Format karty decyduje o sposobie przechowywania danych na karcie. Jest to tabela translacji miedzy danymi
przychodzacymi a zweryfikowanymi danymi w systemie. Kazdy format karty ma inny zestaw regut i sposob
uporzadkowania informacji przechowywanych na karcie. Dzigki zdefiniowaniu formatu karty system bedzie
wiedziat, jak interpretowac¢ informacje, ktore kontroler pobiera z czytnika kart.

Istnieje kilka predefiniowanych powszechnie uzywanych schematow kart, ktérych mozna uzywac w istniejgcej
postaci lub zmodyfikowaé. Mozna rowniez tworzy¢ niestandardowe formaty kart.

Wybierz kolejno opcje Configuration > Access Control > Card formats and PIN (Konfiguracja > kontroli
dostepu > Formaty kart i kod PIN), aby utworzy¢, edytowac lub aktywowac formaty kart. Mozna réwniez
skonfigurowac numer PIN.

Niestandardowe formaty kart mogg zawiera¢ nastepujgce pola danych stuzgce do weryfikowania poswiadczen:
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Numer karty - Podzbidr binarnych danych poswiadczenia, ktore sg zakodowane jako liczby dziesietne lub
szesnastkowe. Numer karty stuzy do identyfikowania konkretnej karty lub jej posiadacza.

Kod obiektu - Podzbior binarnych danych poswiadczenia, ktére sg zakodowane jako liczby dziesietne lub
szesnastkowe. Kod obiektu stuzy do identyfikowania okreslonego klienta koncowego lub lokalizacji.

Aby utworzy¢ format karty:

1. Wybierz kolejno opcje Configuration > Access Control > Card formats and PIN (Konfiguracja >
Kontrola dostepu > Formaty kart i kod PIN).

Kliknij polecenie Add card format (Dodaj format karty).
Wprowadz nazwe formatu karty.

W polu Bit length (Liczba bitow) wpisz liczbe bitow miedzy 1 i 256.

SR

Zaznacz opcje Invert bit order (Odwroé kolejnosé bitow), jezeli cheesz odwracac kolejnosc bitow w
danych odbieranych z czytnika kart.

6. Zaznacz opcje Invert byte order (Odwrd¢ kolejnosé bajtow), jezeli cheesz odwraca¢ kolejnosc bajtow w
danych odbieranych z czytnika kart. Ta opcja jest dostepna tylko w przypadku okreslenia liczby bitow,

ktorg mozna podzieli¢ przez osiem.

7. Wybierz i skonfiguruj pola danych, ktére majg by¢ aktywne w formacie karty. W formacie karty
koniecznie musi by¢ aktywne pole Card number (Numer karty) lub Facility code (Kod obiektu).

8. Kliknij OK.
9. Aby aktywowac format karty, zaznacz pole wyboru przed jego nazwa.

Uwaga

® Dwa formaty kart o tej samej dtugosci bitow nie mogg byc¢ aktywne w tym samym czasie. Na przyktad,

jesli zdefiniowano dwa formaty kart 32-bitowych, tylko jeden z nich moze by¢ aktywny. Dezaktywuj
jeden format karty, aby aktywowac drugi.

o Mozesz aktywowa¢ i dezaktywowac formaty kart tylko wtedy, gdy kontroler drzwi w systemie zostat

skonfigurowany z przynajmniej jednym czytnikiem.

® Kliknij @ aby zobaczy¢ przykfad rezultatu
odwrocenia kolejnosci bitow.

(Liczba bitow).

Zasieg Ustaw zakres bitow danych dla pola danych. Musi sie
on miesci¢ w przedziale okreslonym w polu Bit length

Decimal (Dziesigtny): Nazywany jest rowniez
sg uzywane cyfry 0-9.

Hexadecimal (Szesnastkowy): nazywany rowniez

a-f.

Format wyjsciowy Wybierz format wyjsciowy danych dla pola danych.

«pozycyjnym systemem liczbowym o podstawie 10",

pozycyjnym systemem liczbowym o podstawie 16 -
sktada sie z 16 unikatowych symboli: cyfr 0-9 i liter

Kolejnos$c¢ bitow podzakresu Wybierz kolejnos¢ bitow.

znaczacy).

znaczacy).

Little endian: Pierwszy bit jest najmniejszy (najmniej

Big endian: Pierwszy bit jest najwiekszy (najbardziej

Aby edytowa¢ format karty:
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4.

Wybierz kolejno opcje Configuration > Access Control > Card formats and PIN (Konfiguracja >
Kontrola dostepu > Formaty kart i kod PIN).
Wybierz format karty i kliknij ¢ .

W przypadku edytowania wstepnie zdefiniowanego formatu karty mozna edytowac tylko opcje Invert bit
order (Odwracanie kolejnosci bitow) i Invert byte order (Odwrac¢ kolejnosc).

Kliknij OK.

Usuwac¢ mozna tylko niestandardowe formaty kart. Aby usungé¢ niestandardowy format karty:

1.

2.

Wybierz kolejno opcje Configuration > Access Control > Card formats and PIN (Konfiguracja >
Kontrola dostepu > Formaty kart i kod PIN).

Zaznacz niestandardowy format karty, a nastepnie kliknij @ i Yes (Tak).

Aby zresetowa¢ wstepnie zdefiniowany format karty:

1.

2.

Wybierz kolejno opcje Configuration > Access Control > Card formats and PIN (Konfiguracja >
Kontrola dostepu > Formaty kart i kod PIN).

Kliknij O, aby w formacie karty przywroci¢ domysing mape pol.
p 3 mape p

Aby skonfigurowa¢ dtugos¢ numeru PIN:

1.

Wybierz kolejno opcje Configuration > Access Control > Card formats and PIN (Konfiguracja >
Kontrola dostepu > Formaty kart i kod PIN).

W obszarze PIN configuration (Konfiguracja kodu PIN) kliknij 7

Wypetnij pola Min. dtugos¢ kodu PIN, Maks. dtugosé¢ kodu PIN i Koniec znaku kodu PIN.

Kliknij OK.

Aby obejrzec¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Konfigurowanie formatdw kart

Ustawienia formatu karty

Informacje ogolne

152



AXIS Camera Station 5

64332 =—> I — FB4C — FB#C*»%—‘GMZEZ
4CFB*>%4‘64332

64332

AXIS A1610
n

64332 =—> i — 4CFB

*  Numer karty w zapisie dziesietnym ma wartos¢ 64332.

® Jeden czytnik przeksztatca numer karty na liczbe szesnastkowg FB4C. Drugi czytnik przeksztatca go na
liczbe szesnastkowa 4CFB.

® Kontroler AXIS A1601 Network Door Controller odbiera wartos¢ FB4C i przeksztatca jg na wartos¢
dziesietng 64332 zgodnie z ustawieniami formatu karty skonfigurowanymi dla czytnika.

e  Kontroler AXIS A1601 Network Door Controller odbiera wartos¢ 4CFB, zmienia jg na FB4C, odwracajgc
porzadek bajtow, i przeksztatca na wartos¢ dziesietng 64332 zgodnie z ustawieniami formatu karty
skonfigurowanymi dla czytnika.

Odwro¢ kolejnosé bitow

Po odwrdcenia kolejnosci bitéw dane karty odebrane od czytnika sg odczytywane bit po bicie od prawej do
lewej.

64332 = 1111 1011 1100 1100 —— 0071 0017 1101 1111 = 13023

— Read from left Read from right e——

Odwro¢ kolejnosé bajtow
Grupa o$miu bitow tworzy bajt. Po odwrécenia kolejnosci bajtow dane karty odebrane od czytnika sg
odczytywane bajt po bajcie od prawej do lewe;.

64332 = 1111 1100 —— 1100 1111 = 19707
F C C F

26-bitowy standardowy format karty Wiegand

FFFFFFFF NNNNNNNNNNNNNNNN P

P
®© @ ® ®

1 Parzystosc¢ wiodgca
2 Kod obiektu
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3 Numer karty
4 Parzystos¢ koricowa

Szyfrowana komunikacja

Bezpieczny kanat OSDP

AXIS Camera Station Secure Entry obstuguje bezpieczny kanat OSDP (Open Supervised Device Protocol), ktory
umozliwia szyfrowanie komunikacji pomiedzy kontrolerem i czytnikami Axis.

Wiaczanie bezpiecznego kanatu OSDP dla catego systemu:

1.

Przejdz do Configuration > Access control > Encrypted communication (Konfiguracja > Kontrola
dostepu > Komunikacja szyfrowana).

Podaj gtéwny klucz szyfrowania i kliknij OK.

Wtgcz OSDP Secure Channel (Bezpieczny kanat OSDP). Opcja ta jest dostepna tylko po wprowadzeniu
gtownego klucza szyfrowania.

Domyslnie gtowny klucz szyfrowania generuje klucz bezpiecznego kanatu OSDP. Aby recznie ustawié¢
klucz bezpiecznego kanatu OSDP:
4.1. W obszarze OSDP Secure Channel (Bezpieczny kanat OSDP) kliknij /.

4.2.  Wyczysc opcje Use main encryption key to generate OSDP Secure Channel key (Uzyj gtdwnego
klucza szyfrowania, aby wygenerowac klucz bezpiecznego kanatu OSDP).

4.3.  Wpisz klucz bezpiecznego kanatu OSDP, a nastepnie kliknij OK.

Aby wigczy¢ lub wytgczy¢ bezpieczny kanat OSDP dla konkretnego czytnika, zobacz Drzwi i strefy.

AXIS Barcode Reader

AXIS Barcode Reader to aplikacja, ktérg mozna instalowa¢ w kamerach Axis. Kontroler drzwi Axis moze
uwierzytelnia¢ aplikacje AXIS Barcode Reader poprzez uzywanie klucza uwierzytelniania do przyznania dostepu.
Kompletny proces konfigurowania aplikacji AXIS Barcode Reader opisano w temacie Konfigurowanie aplikacji
AXIS Barcode Reader.

Aby utworzy¢ potaczenie miedzy kontrolerem drzwi a aplikacjg AXIS Barcode Reader:

1.

W aplikacji AXIS Camera Station 5:

1.1.  Przejdz do Configuration > Access control > Encrypted communication (Konfiguracja >
Kontrola dostepu > Komunikacja szyfrowana).

1.2. W obszarze External Peripheral Authentication Key (Klucz uwierzytelniania zewnetrznego
urzadzenia peryferyjnego) kliknij polecenie Show authentication key (Pokaz klucz
uwierzytelniania) oraz Copy key (Kopiuj klucz).

W interfejsie WWW urzadzenia, na ktoérym dziata aplikacja AXIS Barcode Reader:
2.1.  otworz aplikacje AXIS Barcode Reader.

2.2.  Jesli certyfikat serwera nie zostat skonfigurowany w aplikacji AXIS Camera Station 5, wigcz
Ignore server certificate validation (Ignoruj sprawdzanie poprawnosci certyfikatu serwera).
Wiecej informacji znajduje sie na stronie Certificates (Certyfikaty).

2.3.  Witacz opcje AXIS Camera Station Secure Entry.

2.4. Kliknij przycisk Add (Dodaj), a nastepnie wprowadz adres IP kontrolera drzwi i wklej klucz
uwierzytelniania.

2.5. Z rozwijalnego menu wybierz czytnik, ktory ma stuzy¢ do sczytywania kodow kreskowych.

Multiserwer BETA

W konfiguracji wieloserwerowej globalni posiadacze kart i grupy posiadaczy kart zdefiniowane na serwerze
gtéwnym mogg by¢ wykorzystywane na potaczonych serwerach podrzednych.
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® Jeden system moze obstugiwac¢ do 64 serweréw podrzednych.
* Wymagane jest oprogramowanie AXIS Camera Station w wersji 5.47 lub nowsze;.
® Serwer gtéwny i podrzedne muszg si¢ znajdowaé w tej samej sieci.

® Na serwerze gtéwnym i podrzednych koniecznie w Zaporze systemu Windows wtgcz zezwalanie na
przychodzace potgczenia TCP na porcie bezpiecznego wchodzenia. Domyslinie jest to port 55767.
Niestandardowe konfiguracje portow s3 omowione w temacie Zapisy ogdine, on page 185.

Proces
1. Skonfiguruj serwer jako podrzedny i wygeneruj plik konfiguracyjny. Patrz Generowanie pliku

konfiguracyjnego z serwera podrzednego, on page 155.

2. Skonfiguruj serwer jako gtowny i zaimportuj pliki konfiguracyjne serweréw podrzednych. Patrz
Importowanie pliku konfiguracyjnego do serwera gtéwnego, on page 155.

3. Na serwerze gtéwnym skonfiguruj globalnych posiadaczy kart i grupy posiadaczy kart. Patrz Dodawanie
posiadacza karty, on page 1601 Dodawanie grupy, on page 164.

4. Na serwerach podrzednych ogladaj i monitoruj globalnych posiadaczy kart i grupy posiadaczy kart. Patrz
Zarzqdzanie dostepem, on page 160.
Generowanie pliku konfiguracyjnego z serwera podrzednego
1. Na serwerze podrzednym wybierz kolejno opcje Configuration > Access control > Multi server
(Konfiguracja > Kontrola dostepu > Multiserwer).
2. Kliknij opcje Sub server (Serwer podrzedny).
3. Kliknij przycisk Generate (Generuj). Generuje plik konfiguracyjny w formacie .json.
4.  Kliknij przycisk Download (Pobierz) i wybierz lokalizacje, w ktorej ma zosta¢ zapisany plik.
Importowanie pliku konfiguracyjnego do serwera gldwnego
1. Na serwerze gtdéwnym wybierz kolejno opcje Configuration > Access control > Multi server
(Konfiguracja > Kontrola dostepu > Multiserwer).
2. Kliknij opcje Main server (Gtowny serwer).
3. Kliknij przycisk + Add (Dodaj) i przejdz do pliku konfiguracyjnego wygenerowanego na serwerze
podrzednym.
4. Wprowadz nazwe, adres IP i numer portu serwera podrzednego.
5. Kliknij przycisk Import (Importuj), aby doda¢ serwer podrzedny.

6. Stan serwera podrzednego bedzie widoczny jako Connected (Pofgczony).
Uniewaznianie serwera podrzednego

Serwer podrzedny mozna uniewazni¢ tylko zanim jego plik konfiguracyjny zostanie zaimportowany do serwera
gtownego.

1. Na serwerze gtéwnym wybierz kolejno opcje Configuration > Access control > Multi server
(Konfiguracja > Kontrola dostepu > Multiserwer).

2. Zaznacz opcje Serwer podrzedny i kliknij przycisk Uniewaznij serwer.
Teraz mozna skonfigurowac ten serwer jako gtowny lub podrzedny.

Usuwanie serwera podrzednego
Po zaimportowaniu pliku konfiguracyjnego serwera podrzednego 0w serwer zostanie potgczony z serwerem

gtownym.
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Aby usuna¢ serwer podrzedny:

1. Na serwerze gtéwnym:

1.1.  Wybierz kolejno opcje Access management > Dashboard (Zarzadzanie dostepem > Pulpit
nawigacyjny).

1.2. Zmien globalnych posiadaczy kart i grupy na lokalnych posiadaczy kart i grupy.

1.3. Przejdz do menu Configuration > Access control > Multi server (Konfiguracja > Kontrola
dostepu > Multiserwer).

1.4. Kliknij Main server (Gtowny serwer) w celu wyswietlenia listy serwerow podrzednych.
1.5.  Zaznacz serwer podrzedny i kliknij przycisk Delete (Usun).

2. Naserwerze podrzednym:

- Przejdz do menu Configuration > Access control > Multi server (Konfiguracja > Kontrola
dostepu > Multiserwer).

- Kliknij polecenie Sub server (Serwer podrzedny) i kliknij przycisk Revoke server (Uniewaznij
serwer).

Ustawienia ustugi Active directoryBETA

Uwaga
Konta uzytkownikéw w systemie Microsoft Windows oraz uzytkownicy i grupy Active Directory moga uzyskac
dostep do AXIS Camera Station 5. Sposob dodawania uzytkownikow w systemie Windows rozni sie w
zaleznosci od wersji. Wiecej informacji mozna uzyska¢ na stronie support.microsoft.com. Jezeli korzystasz z
sieci domeny Active Directory, skonsultuj si¢ z administratorem sieci.

Gdy po raz pierwszy otworzysz ustawienia ustugi Active Directory, bedziesz mie¢ mozliwos¢ zaimportowania
uzytkownikéw Microsoft Active Directory do obszaru posiadaczy kart w AXIS Camera Station 5. Patrz
Importowanie uzytkownikow ustugi Active Directory, on page 156.

Po wstepnej konfiguracji na stronie ustawien ustugi Active Directory pojawig si¢ nastepujgce opcje.

® Tworzenie i zarzgdzanie grupami posiadaczy kart w oparciu o grupy w Active Directory.
e  Skonfiguruj zaplanowang synchronizacje miedzy Active Directory a systemem zarzadzania dostepem.

®  Zsynchronizuj manualnie, aby zaktualizowa¢ dane wszystkich posiadaczy kart zaimportowanych z ustugi
Active Directory.

®  Zarzadzaj mapowaniem danych miedzy danymi uzytkownika z Active Directory a wtasciwosciami
posiadacza karty.

Importowanie uzytkownikow ustugi Active Directory

Aby zaimportowac uzytkownikdw ustugi Active Directory do obszaru posiadaczy kart w AXIS Camera Station 5:

1. W obszarze Configuration (Konfiguracja) > Access control (Kontrola dostepu) > Active directory
settings (Ustawienia ustugi Active Directory)BETA,

2. Kliknij Set up import (Konfiguruj importowanie).

3. Postepuj zgodnie z instrukcjami na ekranie, aby wykonaé nastepujgce trzy gtéwne kroki:
3.1.  Wybierz uzytkownika z ustugi Active Directory, ktory postuzy za szablon mapowania danych.

3.2.  Mapuj dane uzytkownikéw z bazy danych ustugi Active Directory do wtasciwosci posiadaczy
kart.

3.3.  Utwdrz nowa grupg posiadaczy kart w systemie zarzadzania dostgpem i wybierz grupy Active
Directory do zaimportowania.

Nie mozna zmieni¢ zadnych zaimportowanych danych uzytkownika, ale mozna dodac¢ poswiadczenia do
zaimportowanego posiadacza karty - zob. Dodaj poswiadczenia, on page 161.
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Konfigurowanie funkciji Inteligentne wyszukiwanie 2

W funkgcji Inteligentne wyszukiwanie 2 mozna ustawic kilka filtrow ufatwiajgcych znajdowanie osob i pojazdow
w nagraniach wygenerowanych za pomocg kamer Axis.

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Wymagania, ograniczenia i zasady postugiwania si¢ funkcjg Inteligentne wyszukiwanie 2 oméwiono w temacie
Inteligentne wyszukiwanie 2, on page 33.

1. Wybierz kolejno Configuration (Konfiguracja) > Smart search 2 (Inteligentne wyszukiwanie 2) >
Settings (Ustawienia).

2. W obszarze Cameras (Kamery):
2.1.  Zaznacz kamery, aby wysta¢ metadane do inteligentnego wyszukiwania 2.

2.2.  Aby zezwoli¢ na klasyfikacje serwera w tle dla kamery, wybierz opcje Allow (Zezwalaj) w
obszarze Background server classification (Klasyfikacja serwera w tle).
Zwiekszy to obcigzenie serwera, ale poprawi szybkos¢ dziatania aplikacji.

2.3.  Aby ograniczy¢ liczbe detekcji zapisywanych na serwerze, w sekcji Filter (Filtr) kliknij £ i
utworz filtry dla funkcji Area (Obszar), Size and duration (Rozmiar i czas trwania) oraz Swaying
objects (Kotyszace sie obiekty).

Mozesz uzy¢ tych filtrow, aby wykluczy¢ obszary, niewielkie obiekty, obiekty ktére pojawiajg sie
tylko przez chwilg, albo obiekty kotyszgce sie takie jak listowie.

3. W obszarze Storage (Zasob pamieci):
- Zaznacz dysk i folder, gdzie majg by¢ przechowywane nagrania wykrytych obiektdow, i kliknij
przycisk Apply (Zastosu;j).

- Ustaw limit wielkosci pamieci masowe;j i kliknij przycisk Apply (Zastosuj). Gdy zasdb osiggnie
swoj limit, usuwa najstarsze przypadki detekcji.

4. Wybierz opcje Include periods with missing metadata (Uwzglednij okresy z brakujagcymi metadanymi),
aby wyswietli¢ wyniki wskazujgce, ze w danym okresie nie zarejestrowano zadnych metadanych.

5. Zaznacz Allow the server to classify detections when you start a search (Zezwdl serwerowi na
klasyfikowanie detekcji przy uruchamianiu wyszukiwania), aby uzyskac¢ bardziej szczegotowe wyniki
wyszukiwania, w tym detekcje, ktorych kamera nie sklasyfikowata. Aby uzyskac¢ szybsze wyniki
wyszukiwania, pozostaw te opcje bez zaznaczenia.

Klasyfikowanie przez serwer w tle

Stan klasyfikacji serwera z ostatniej godziny, gdy
mechanizm klasyfikowania na serwerze dziata wolno.
Wystepuje, gdy program sklasyfikowat ponizej 95%
wykrytych obiektow.

) Stan klasyfikacji serwera z ostatniej godziny, gdy
mechanizm klasyfikowania na serwerze dziata wolno.
Pojawia sie w przypadku, gdy program sklasyfikowat
ponizej 50% wykrytych obiektow.
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Konfigurowanie funkcji Monitorowanie stanu systemu BETA

Uwaga
* W przypadku aktywnego pofgczenia z wieloma serwerami AXIS Camera Station 5 mozna dokona¢
konfiguracji funkcji Monitorowanie stanu systemu na dowolnym potgczonym serwerze. W tym celu
wybierz serwer z rozwijalnego menu Selected server (Wybrany serwer).

* W przypadku zarzgdzania systemami w réznych sieciach ustuga chmurowa AXIS System Health
Monitoring zapewnia te same funkcje, ale za posrednictwem chmury. Wiecej informacji: Konfigurowanie
ustugi AXIS System Health Monitoring Cloud Service, on page 115.

Powiadomienia

Aby wysyta¢ powiadomienia pocztg elektroniczng:

1. Skonfiguruj serwer SMTP oraz serwer poczty e-mail, za posrednictwem ktorych bedg wysytane
powiadomienia. Patrz Ustawienia serwera, on page 116

2. Skonfiguruj adresy e-mail, na ktore bedg odbierane powiadomienia. Patrz Konfigurowanie odbiorcow
poczty e-mail, on page 158.

3. Skonfiguruj requty powiadamiania. Patrz Konfigurowanie regut powiadamiania, on page 158.
Konfigurowanie odbiorcow poczty e-mail
1. Wybierz kolejno opcje Configuration > System Health Monitoring > Notifications (Konfiguracja >

Monitorowanie stanu systemu > Powiadomienia).

2. W polu Email recipients (Odbiorcy wiadomosci e-mail) wprowadz adres e-mail i kliknij przycisk Save
(Zapisz). Powtorz te czynnosci, aby doda¢ wiecej adresatow wiadomosci e-mail.

3. Aby przetestowac serwer SMTP, kliknij przycisk Send test email (Wyslij testowg wiadomosé¢ e-mail).
Zostanie wyswietlony komunikat informujgcy o wysfaniu testowej wiadomosci e-mail.

Konfigurowanie regut powiadamiania

Domyslnie sg aktywowane dwie reguty powiadamiania.

System nie dziata - Wysytanie powiadomienia, gdy system w konfiguracji jednokomputerowej lub dowolny
system w konfiguracji wielokomputerowej przestanie dziata¢ na co najmniej 5 minut.

Urzadzenie nie dziata - Wysytanie powiadomienia, gdy urzadzenie wyszczegolnione w oknie funkcji
Monitorowanie stanu systemu przestanie dziata¢ na co najmniej 5 minut.

1. Wybierz kolejno opcje Configuration > System Health Monitoring > Notifications (Konfiguracja >
Monitorowanie stanu systemu > Powiadomienia).

2. W obszarze Notification rules (Reguly powiadomienia) wtgcz lub wytgcz reguty powiadamiania.

3. W obszarze Applied rules (Zastosowane reguty) zostanie wyswietlona lista systemow i urzgdzen.

Multisystem

Aby obejrzec¢ ten film wideo, przejdz do internetowej wersji dokumentu.

W funkcji Monitorowania stanu systemu z jednego systemu gtéwnego mozna $ledzi¢ kondycje réznych
systeméw podrzednych.

158



W systemie dodatkowym wygeneruj konfiguracje systemu. Patrz Generuj konfiguracje systemu, on page
159.

Na komputerze gtownym wczytaj konfiguracje systemu. Patrz Pobierz dane z innych systemdw, on page
159.

Powtorz poprzednie czynnosci w pozostatych systemach podrzednych.

Odtad w systemie gfownym mozna $ledzi¢ informacje o kondycji r6znych komputeréw podrzednych.
Patrz Monitorowanie stanu systemu BETA, on page 168.

Generuj konfiguracje systemu

1.

AR S N

Wybierz kolejno opcje Configuration > System Health Monitoring > Multisystem (Konfiguracja >
Monitorowanie stanu systemu > Multisystem).

Kliknij przycisk Generate (Generuj).
Kliknij przycisk Copy (Kopiuj), aby przygotowa¢ konfiguracje do wystania do gtéwnego komputera.
Aby wyswietli¢ szczegdty konfiguracji systemu, kliknij przycisk Pokaz szczegoty.

Aby ponownie wygenerowac konfiguracje systemu, najpierw kliknij przycisk Delete (Usun) i wykasuj
istniejacg konfiguracje.

Po przekazaniu konfiguracji systemu do gtdwnego systemu informacje o gtéwnym systemie bedg wyswietlane w
oknie Systems with access (Systemy z dostepem).

Pobierz dane z innych systemow

Po wygenerowaniu i skopiowaniu konfiguracji podrzednego komputera mozna jg przesta¢ do gtéwnego
komputera.

1.

Na gtownym komputerze wybierz kolejno opcje Configuration > System Health Monitoring >
Multisystem (Konfiguracja > Monitorowanie stanu systemu > Multisystem).

Kliknij przycisk Paste (Wklej), aby wprowadzi¢ informacje skopiowane z podrzednego systemu.

Sprawdz adres IP hosta i kliknij przycisk Add (Dodaj).
Podrzedny system bedzie wyswietlany w oknieAvailable systems (Dostepne systemy).
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Karta Access management (Zarzgdzanie dostepem) umozliwia konfigurowanie posiadaczy kart, grup i requt
dostepu w systemie oraz zarzadzanie nimi.

Kompletny proces konfigurowania sieciowego kontrolera drzwi Axis w oprogramowaniu AXIS Camera Station 5
opisano w temacie Konfigurowanie sieciowego kontrolera drzwi Axis.

Proces zarzgdzania dostepem

Struktura zarzgdzania dostepem jest elastyczna i pozwala utworzy¢ przeptyw pracy, ktory najlepiej odpowiada
potrzebom uzytkownika. Oto przyktad przeptywu pracy:

1. Dodaj grupy. Patrz Dodawanie grupy, on page 164.

Dodaj posiadaczy kart. Patrz Dodawanie posiadacza karty, on page 160.
Dodaj posiadaczy kart do grup.

Dodaj requty dostepu. Patrz Dodawanie reguty dostepu, on page 164.
Przypisz grupy do regut dostepu.

Przypisz strefy do requf dostepu.

N o g kDN

Przypisz drzwi do regut dostepu.
Dodawanie posiadacza karty

Posiadacz karty to osoba posiadajgca unikatowy identyfikator zarejestrowany w systemie. Skonfiguruj
posiadacza karty z poswiadczeniami osoby oraz czas i sposdb udzielania temu posiadaczowi karty dostepu do
drzwi.

Mozna réwniez wybra¢ opcje zamapowania uzytkownikéw w bazie danych ustugi Active Directory jako
posiadaczy kart, patrz Ustawienia ustugi Active directoryBETA, on page 156.

1. Otworz karte B zarzadzania dostepem.

2. Przejdz do obszaru Cardholder management (Zarzadzanie posiadaczami kart) > Cardholders
(Posiadacze kart) i kliknij + Add (+ Dodaj).

Wprowadz imie i nazwisko posiadacza karty i kliknij Next (Dalej).
Opcjonalnie kliknij Advanced (Zaawansowane) i wybierz dowolne opcje.
Dodaj poswiadczenie do posiadacza karty. Patrz Dodaj poswiadczenia, on page 161

Kliknij przycisk Zapisz.

N o g kW

Dodaj posiadacza karty do grupy.

7.1. W obszarze Groups (Grupy) wybierz grupe, do ktorej chcesz doda¢ posiadacza karty, i kliknij Edit
(Edytuj).
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7.2. Kliknij + Add (+ Dodaj) i wybierz posiadacza karty, ktérego chcesz doda¢ do grupy. Mozna

wybrac¢ wielu posiadaczy kart.
7.3.  Kliknij Dodaj.
7.4.  Kliknij przycisk Zapisz.

Zaawansowane

Dtugi czas dostgpu

Wybierz te opcje, aby w sytuacji, gdy jest
zainstalowany monitor drzwi, posiadacz karty miat
dtugi czas dostepu oraz dugi czas zbyt dfugiego
otwarcia drzwi.

Zawies posiadacza karty

Wybierz, aby zawiesi¢ posiadacza karty.

Zezwol na podwadjne przeciggniecie

Wybierz, aby zezwoli¢ posiadaczowi karty na
zastgpienie biezgcego stanu drzwi. Mogg go na
przyktad uzy¢ do odblokowania drzwi poza
regularnym harmonogramem.

Zwolnienie z blokady ogdlnej

Zaznacz, aby zezwoli¢ posiadaczowi karty na dostep
podczas blokady.

Exempt from anti-passback (Zwolnienie z reguty
anti-passback)

Wybierz t¢ opcje, aby przyzna¢ zwolni¢ posiadacza
karty z requty anti-passback. Reguta Anti-passback
uniemozliwia uzycie tych samych danych
uwierzytelniajacych, ktdre zostaty uzyte osoby, ktore
weszty na obszar wczesniej. Zanim takie
poswiadczenia bedg mogty zosta¢ uzyte ponownie,
posiadacz kart z tymi danymi musi najpierw opuscic¢
obszar.

Globalny posiadacz karty

Zaznacz t¢ opcje, aby mozliwe byto wyswietlanie i
monitorowanie posiadacza karty na serwerach
podrzednych. Ta opcja jest dostepna tylko dla
posiadaczy kart utworzonych na serwerze gtoéwnym.
Patrz Multiserwer BETA, on page 154.

Aby obejrzec¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Dodawanie posiadaczy kart i grup

Dodaj poswiadczenia

Do posiadacza karty mozna doda¢ nastepujace typy poswiadczen:

e PIN

e Karta

® Tablica rejestracyjna
e Kod QR

Aby doda¢ do posiadacza karty poswiadczenie w postaci tablicy rejestracyjnej:

1. W obszarze Credentials (Poswiadczenia) kliknij + Add (+ Dodaj) i wybierz License plate (Tablica

rejestracyjna).
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Wprowadz nazwe poswiadczenia opisujgcg dany pojazd.

Whprowadz numer tablic rejestracyjnych dla pojazdu.

> N

Ustaw datg poczatkowg i koicowg poswiadczenia.
5. Kliknij Dodaj.
Zobacz przyktad w temacie Uzywanie numeru rejestracyjnego jako poswiadczenia, on page 163.

Aby doda¢ do posiadacza karty poswiadczenie w postaci numeru PIN:

1. W obszarze Credentials (Poswiadczenia) kliknij + Add (+ Dodaj) i wybierz PIN.
2. Wprowadz numer PIN.

3. Aby uzywa¢ kodu PIN na wypadek zagrozenia w celu inicjowania cichego alarmu, wigcz opcje Duress
PIN (PIN na wypadek zagrozenia) i wprowadz odpowiedni numer PIN.

4. Kliknij Dodaj.

Poswiadczenia przez PIN jest zawsze wazne. Mozna rowniez skonfigurowa¢ PIN na wypadek zagrozenia, ktéry
otwiera drzwi oraz dodatkowo wyzwala cichy alarm w systemie.

Aby doda¢ do posiadacza karty poswiadczenie w postaci karty:

1. W obszarze Credentials (Poswiadczenia) kliknij + Add (+ Dodaj) i wybierz Card (Karta).
2. Aby recznie wprowadzi¢ dane karty, wprowadz nazwe karty, jej numer i liczbe bitow.

Uwaga
Liczbe bitow mozna okresli¢ tylko w przypadku tworzenia formatu karty o liczbie bitow, ktora jeszcze nie
istnieje w systemie.

3. Aby nastepowato automatyczne pobieranie danych ostatnio przeciggnietej karty:
3.1. W menu rozwijanym Select reader (Wybierz czytnik) zaznacz czytnik.
3.2.  Przeciggnij kart¢ w czytniku podtgczonym do tych drzwi.

3.3. Kliknij Get last swiped card data from the door's reader(s) (Odczytaj dane ostatnie;j
przeciggnietej karty z czytnika).

Uwaga
Do sczytania danych karty mozna uzy¢ biurkowego czytnika kart USB marki 2N. Wiecej informacji znajdziesz
w temacie Konfigurowanie biurkowego czytnika kart USB firmy 2N.

4.  Wprowadz kod obiektu. To pole jest dostepne tylko po wtgczeniu ustawienia Facility code (Kod obiektu)
w obszarze Access management > Settings (Zarzadzanie dostepem > Ustawienia).

5. Ustaw date poczatkowgq i koncowa poswiadczenia.
6. Kliknij Dodaj.
Aby doda¢ do posiadacza karty poswiadczenie w postaci kodu QR:
Uwaga
Korzystanie z kodow QR jako poswiadczen wymaga zsynchronizowania czasu na kontrolerze systemu i

kamerze z aplikacjg AXIS Barcode Reader. Abu uzyska¢ idealng synchronizacje czasu, zaleca sie korzystanie z
tego samego zrodfa czasu dla obu urzadzen.

1. W obszarze Credentials (Poswiadczenia) kliknij + Add (+ Dodaj) i wybierz QR-code (Kod QR).
2. Wprowadz nazwe poswiadczenia.

3. Domyslinie jest wigczona opcja Dynamic QR (Dynamiczny kod QR). Uzywanie dynamicznego kodu QR
wymaga podania kodu PIN.

4. Ustaw date poczatkowa i koncowa poswiadczenia.

5. Aby kod QR byt wysytany automatycznie po zapisaniu posiadacza karty, zaznacz opcje Send QR code to
cardholder when credential is saved (Po zapisaniu poswiadczenia wyslij kod QR do posiadacza karty).

6. Kliknij Dodaj.
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Data wygasnigcia

Wazne od Ustaw date¢ i godzine waznosci poswiadczen.

Wazne do Wybierz opcje z menu rozwijanego.

Wazne do

Brak daty zakonczenia Poswiadczenie nigdy nie wygasa.

Data Ustaw date¢ i godzine wygasniecia poswiadczenia.

Od pierwszego uzycia Okresl, jak dtugo poswiadczenie bedzie wazne po
pierwszym uzyciu. Moze to by¢ liczba dni, miesiecy
lub lat albo liczba razy po pierwszym uzyciu.

Od ostatniego uzycia Okresl, jak dfugo poSwiadczenie bedzie wazne po
ostatnim uzyciu. Wybierz dni, miesigce lub lata po
ostatnim uzyciu.

Uzywanie numeru rejestracyjnego jako poswiadczenia

W tym przyktadzie pokazano, jak uzy¢ kontrolera drzwi, kamery z AXIS License Plate Verifier i numeru
rejestracyjnego pojazdu jako danych uwierzytelniajgcych do przyznania dostepu.

1. Dodaj kontroler drzwi i kamere do AXIS Camera Station 5. Patrz Dodawanie urzqdzen, on page 5

2. Ustaw date i godzine dla nowych urzadzen, wybierajgc polecenie Synchronize with server computer
time (Synchronizuj z czasem serwera). Patrz Ustawianie daty i godziny, on page 62.

3. Uaktualnij oprogramowanie sprzetowe na nowych urzadzeniach do najnowszej dostepnej wersji. Patrz
Aktualizuj oprogramowanie sprzetowe, on page 61.

4. Dodaj nowe drzwi pofgczone z kontrolerem drzwi. Patrz Dodawanie drzwi, on page 138.
4.1. Dodaj czytnik w obszarze Side A (Strona A). Zob. Dodawanie czytnika, on page 143.

4.2. W obszarze Door settings (Ustawienia drzwi) wybierz AXIS License Plate Verifier jako Reader
type (Typ czytnika) i wpisz nazwe czytnika.

4.3.  Opcjonalnie dodaj czytnik lub urzgdzenie REX w obszarze Side B (Strona B).
4.4, Kliknij OK.

5. Zainstaluj i wtgcz w kamerze aplikacje AXIS License Plate Verifier. Zobacz Podrecznik uzytkownika
oprogramowania AXIS License Plate Verifier.

6. Wiacz aplikacje AXIS License Plate Verifier.

7. Skonfiguruj aplikacje AXIS License Plate Verifier.

7.1. Przejdz do Configuration > Access control > Encrypted communication (Konfiguracja >
Kontrola dostepu > Komunikacja szyfrowana).

7.2. W obszarze External Peripheral Authentication Key (Klucz uwierzytelniania zewnetrznego
urzadzenia peryferyjnego) kliknij polecenie Show authentication key (Pokaz klucz
uwierzytelniania) oraz Copy key (Kopiuj klucz).

7.3.  Otworz aplikacje AXIS License Plate Verifier z poziomu interfejsu WWW kamery.
7.4.  Nie przeprowadzaj konfiguracji.
7.5.  Przejdz do opcji Settings (Ustawienia).

7.6. W obszarze Access control (Kontrola dostepu) wybierz Secure Entry (Bezpieczne wejscie) jako
Type (Typ).
7.7. W obszarze IP address (Adres IP) wpisz adres IP kontrolera drzwi.
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7.8. W obszarze Authentication key (Klucz uwierzytelniania) wklej skopiowany wczesniej klucz
uwierzytelniania.

7.9. Kliknij przycisk Potgcz.
7.10. W obszarze Door controller name (Nazwa kontrolera drzwi) wybierz kontroler drzwi.
7.11. W obszarze Reader name (Nazwa czytnika) wybierz czytnik dodany wczesniej.

7.12.  Wiacz integracje.

8. Dodaj posiadacza karty, ktoremu chcesz przyznac¢ dostep. Patrz Dodawanie posiadacza karty, on page
160

9. Dodaj poswiadczenia tablic rejestracyjnych do nowego posiadacza karty. Patrz Dodaj poswiadczenia, on
page 161

10. Dodaj requte dostepu. Patrz Dodawanie requfy dostepu, on page 164.
10.1.  Dodaj harmonogram.
10.2.  Dodaj posiadacza karty, ktéremu chcesz przyzna¢ dostep do tablicy rejestracyjne;.
10.3.  Dodaj drzwi z czytnikiem AXIS License Plate Verifier.

Dodawanie grupy

Grupy pozwalaja zarzadzac¢ posiadaczami kart oraz regutami ich dostepu zbiorowo i skutecznie.

1.
2.

6.

Otworz karte | zarzadzania dostepem.

Przejdz do obszaru Cardholder management (Zarzgdzanie posiadaczami kart) > Groups (Grupy) i kliknij
+ Add (+ Dodaj).

Whprowadz nazwe i opcjonalnie inicjaty grupy.

Zaznacz opcje Global group (Grupa globalna), aby posiadaczy kart mozna byto wyswietlac i
monitorowa¢ na serwerach podrzednych. Ta opcja jest dostepna tylko dla posiadaczy kart utworzonych
na serwerze gtownym. Patrz Multiserwer BETA, on page 154.

Dodawanie posiadaczy kart do grupy:
5.1. Kliknij + Dodaj.

5.2.  Wybierz posiadaczy kart, ktorych chcesz dodaé, i kliknij Add (Dodaj).
Kliknij przycisk Zapisz.

Dodawanie reguly dostepu

Reguta dostepu okresla warunki, ktére muszg zosta¢ spetnione w celu udzielenia dostepu.

Reguta dostepu zawiera nastepujace elementy:

Posiadacze kart i ich grupy - komu ma zostac przyznany dostep.

Drzwi i strefy - gdzie ma zosta¢ przyznany dostep.

Harmonogramy - kiedy ma zostac¢ przyznany dostep.

Aby dodac regute dostepu:

1.

2
3
4.
5

Otworz karte 1 zarzadzania dostgpem.

Przejdz do obszaru Cardholder management (Zarzgdzanie posiadaczami kart).

W obszarze Access rules (Reguty dostepu) kliknij + Add (+ Dodaj).

Wprowadz nazwe reguty dostepu i kliknij Next (Dalej).

Skonfiguruj posiadaczy kart i grupy:

5.1. W obszarze Cardholders (Posiadacze kart) lub Groups (Grupy) kliknij + Add (+ Dodaj).
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5.2.  Wybierz posiadaczy kart lub grupy i kliknij Add (Dodaj).

6. Konfiguracja drzwi i stref:
6.1. W obszarze Doors (Drzwi) lub Zones (Strefy) kliknij + Add (+ Dodaj).

6.2.  Wybierz drzwi lub strefy i kliknij Add (Dodaj).

7. Konfiguracja harmonogramow:
7.1. W obszarze Schedules (Harmonogramy) kliknij + Add (+ Dodaj).

7.2.  Wybierz jeden lub wigcej harmonogramow i kliknij Add (Dodaj).
8. Kliknij przycisk Zapisz.

Reguta dostepu, w ktdrej brakuje co najmniej jednego z opisanych powyzej sktadnikow, jest niekompletna.
Wszystkie niekompletne requty dostepu mozna obejrze¢ na karcie Incomplete (Niekompletne).

Aby obejrzec¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Drzwi

Aby uzyska¢ informacje na temat czynnosci wykonywanych recznie, takich jak reczne odblokowywanie drzwi,
patrz .

Strefy

Aby uzyska¢ informacje na temat czynnosci wykonywanych recznie, takich jak reczne odblokowywanie strefy,
patrz.

Eksportowanie raportow konfiguracji systemu

Mozna eksportowaé raporty zawierajgce roézne rodzaje informacji o systemie. AXIS Camera Station 5 eksportuje
raport jako plik CSV (zawierajacy wartosci rozdzielone przecinkami) i zapisuje go w domysinym folderze
pobierania. Aby wyeksportowa¢ raport:

1. Otworz karte 3 zarzagdzania dostepem.
2. Przejdz do obszaru Reports (Raporty) > System configuration (Konfiguracja systemu).

3. Wybierz raporty, ktore chcesz wyeksportowad, i kliknij Download (Pobierz).

Raport szczegotow posiadaczy kart Zawiera informacje o posiadaczach kart,
poswiadczeniach, weryfikacjach kart i ostatnich
transakcjach.

Dziennik dostepu posiadaczy kart Zawiera informacje o posiadaczu karty, grupach

posiadaczy kart, regufach dostepu, drzwiach i strefach
powigzanych z posiadaczami kart.

Raport dostepu grupy posiadaczy kart Zawiera nazwe grupy posiadaczy kart oraz informacje
o0 posiadaczach kart, regufach dostepu, drzwiach i
strefach, z ktorymi jest powigzana grupa posiadaczy
kart.

Raport reguty dostepu Zawiera nazwe reguty dostepu oraz informacje o
posiadaczach kart, grupach posiadaczy kart, drzwiach
i strefach, z ktorymi jest powigzana reguta dostepu.
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Raport dostepu do drzwi Zawiera nazwe drzwi oraz informacje o posiadaczach
kart, grupach posiadaczy kart, regutach dostepu i
strefach, z ktorymi sg powigzane drzwi.

Raport dostepu do strefy Zawiera nazwe strefy oraz informacje o posiadaczach
kart, grupach posiadaczy kart, regutach dostepu i
drzwiach, z ktérymi jest powigzana strefa.

Ustawienia zarzgdzania dostepem

Aby dostosowac pola posiadacza karty uzywane na pulpicie nawigacyjnym dostepu:

1. Na karcie Access management (Zarzadzanie dostepem) kliknij Settings (Ustawienia) > Custom
cardholder fields (Niestandardowe pola posiadacza karty).

2. Kliknij + Add (+ Dodaj) i wprowadz nazwe¢. Mozna doda¢ maksymalnie 6 pdl niestandardowych.
3. Kliknij Dodaj.
Aby uzywa¢ kodu obiektu do weryfikowania systemu kontroli dostepu:

1. Na karcie Access management (Zarzgdzanie dostepem) kliknij Settings (Ustawienia) > Facility code
(Kod obiektu).

2. Wybierz Facility code on (Kod obiektu wtgczony).

Uwaga

Podczas konfigurowania profili identyfikacji nalezy réwniez zaznaczy¢ opcj¢ Include facility code for card
validation (Dotgcz kod obiektu do sprawdzania poprawnosci karty). Patrz Profile identyfikacji, on page 149.

Aby zmodyfikowa¢ szablon wiadomosci e-mail stuzgcy do wystania poswiadczen QR lub mobilnych:

1. Na karcie Access management (Zarzgdzanie dostepem) kliknij Settings (Ustawienia) > Email templates
(Szablony e-mail).

2. Zmodyfikuj szablon i kliknij Update (Aktualizuj).
Import i eksport
Importuj posiadaczy kart

Ta opcja stuzy do importowania danych posiadaczy kart i grup posiadaczy karty, poswiadczen oraz zdjec
posiadaczy kart z pliku CSV. Aby mozna byto zaimportowa¢ zdjecia posiadaczy kart, serwer musi mie¢ dostep do
tych zdjec.

Po zaimportowaniu posiadaczy kart system zarzgdzania dostepem automatycznie zapisuje konfiguracje systemu,
w tym catg konfiguracje sprzetowg, i usuwa wszystkie wczesniejsze ustawienia.

Mozna réwniez wybrac¢ opcje zamapowania uzytkownikéw w bazie danych ustugi Active Directory jako
posiadaczy kart, patrz Ustawienia ustugi Active directoryBETA, on page 156.

Opcje importu

Nowos¢ Ta opcja powoduje usuniecie istniejgcych posiadaczy
kart i dodanie nowych.

Aktualizuj Opcja ta pozwala zaktualizowa¢ dane istniejacych
posiadaczy kart i dodanie nowych posiadaczy kart.

Dodaj Ta opcja powoduje zachowanie istniejgcych
posiadaczy kart i dodanie nowych. Numery kart i
identyfikatory posiadaczy kart sg unikatowe i mozna
ich uzy¢ tylko raz.
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1. Na karcie Access management (Zarzgdzanie dostepem) kliknij Import and export (Import i eksport).
Kliknij Import cardholders (Importuj posiadaczy kart).

Kliknij przycisk New (Nowy), Update (Aktualizuj) lub Add (Dodaj).

Kliknij Next (Dalej).

Kliknij Choose a file (Wybierz plik) i przejdz do pliku CSV. Kliknij przycisk Otworz.

Wprowadz separator kolumn i wybierz unikatowy identyfikator, a nastepnie kliknij Next (Dalej).

Przypisz nagtowek do kazdej kolumny.

© N o g & DN

Kliknij przycisk Import (Importuj).

Ustawienia importu

Pierwszy wiersz to nagtowek Wybierz, czy plik CSV zawiera nagtéwek kolumny.
Ogranicznik kolumny Wprowadz format ogranicznika kolumn w pliku CSV.
Unikalny identyfikator Do identyfikowania posiadacza karty system

domyslinie uzywa Cardholder ID (Identyfikatora
posiadacza karty). Mozesz rowniez uzy¢ imienia i
nazwiska lub adresu e-mail. Unikatowy identyfikator
zapobiega importowaniu duplikatow rekordow
personelu.

Format numeru karty Domyslnie jest zaznaczona opcja Allow both
hexadecimal and number (Zezwalaj na liczbe
szesnastkowg i liczbowg).

Eksportowanie danych posiadaczy kart

Ta opcja powoduje wyeksportowanie zapisanych w systemie danych posiadacza karty do pliku CSV.

1. Na karcie Access management (Zarzgdzanie dostepem) kliknij Import and export (Import i eksport).
2. Kliknij Export cardholders (Eksportuj posiadaczy kart).
3. Wybierz lokalizacje pobierania i kliknij Save (Zapisz).

AXIS Camera Station 5 aktualizuje zdjecia posiadaczy kart w katalogu C: \ProgramData\Axis
Communications\AXIS Camera Station\Components\AXIS Secure Entry\Cardholder
photos przy kazdej zmianie konfiguracji.

Cofanie importu

System automatycznie zapisuje wtasng konfiguracje w momencie importowania posiadaczy kart. Opcja Undo
import (Cofnij import) powoduje przywrocenie danych posiadaczy kart i catej konfiguracji sprzetowej do stanu
sprzed ostatniego importu posiadaczy kart.

1. Na karcie Access management (Zarzadzanie dostgepem) kliknij Import and export (Import i eksport).
2. Kliknij Undo import (Cofnij import).
3. Kliknij Tak.
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Karta Monitorowanie stanu systemu umozliwia monitorowanie danych stanu z jednego lub wielu systemow
AXIS Camera Station 5 w ramach tej same;j sieci.

W przypadku zarzgdzania systemami w roznych sieciach ustuga chmurowa AXIS System Health Monitoring
zapewnia te same funkcje, ale za posrednictwem chmury. Wiecej informacji: Konfigurowanie ustugi AXIS System
Health Monitoring Cloud Service, on page 115.

é Pokazuje podsumowanie urzadzen i systemoéw, do
ktérych masz dostep. Patrz Magazyn, on page 168.

- Pokazuje podsumowanie informacji o pamigci
masowej i szczegotdw nagrywania dla wszystkich
kamer z monitorowanych komputerow. Patrz
Przechowywanie, on page 169.

Q Pokazuje dzienniki funkcji Monitorowanie stanu
systemu z monitorowanych systemow. Patrz
Powiadomienia, on page 170.

Ograniczenia

* Nie mozna monitorowa¢ przestrzeni dyskowej dla nagran w AXIS S3008 Recorder.
® Ustawienia powiadomien dotyczg tylko lokalnego serwera funkcji Monitorowanie stanu systemu.

e System flaguje nagrania z wyjatkiem nagran ciggtych i wyzwalanych ruchem z wartosciag None (Brak)
jako typem nagrania.

Proces

1. Konfigurowanie funkcji Monitorowanie stanu systemu BETA, on page 158
1.1.  Skonfiguruj powiadomienia. Patrz Powiadomienia, on page 158.

1.2.  Skonfiguruj system wielokomputerowy. Patrz Multisystem, on page 158.

2. Monitoruj dane o kondycji z systemow AXIS Camera Station 5.
2.1. Magazyn, on page 168

2.2. Przechowywanie, on page 169
2.3. Powiadomienia, on page 170
Magazyn

Na stronie Magazyn jest wyswietlane podsumowanie informacji o urzgdzeniach i systemach, do ktdrych masz
dostep.

1. Na karcie System Health Monitoring (Monitorowanie stanu systemu) BETA kliknij é

2. Aby zobaczy¢ podsumowanie systemu, kliknij pozycje AXIS Camera Station.
W prawym panelu zostang wyswietlone informacje, w tym szczegoty systemu i serwera.

3. Aby wyswietli¢ podsumowanie informacji o urzgdzeniu w systemie, kliknij urzagdzenie na liscie.
W prawym panelu zostang wyswietlone informacje, w tym szczegoty urzadzenia i pamigci masowej oraz
informacja, czy urzgdzenie zawiera zrédto wideo.

4. Aby pobrac¢ raport systemowy, wybierz AXIS Camera Station system report (Raport systemowy AXIS
Camera Station) z rozwijalnego menu Create report (Utworz raport). Patrz Raport systemowy, on page
180.

5. Aby pobra¢ raport funkcji Monitorowanie stanu systemu:
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AXIS Camera Station 5

5.1.  Zrozwijalnego menu Create report (Utworz raport) wybierz pozycje System Health Monitoring
report (raport funkcji Monitorowanie stanu systemu).

5.2.  Aby do raportu dotaczy¢ baze danych, zaznacz opcje Include all databases (Dotgcz wszystkie
bazy danych) i kliknij przycisk Download (Pobierz).

5.3.  Gdy raport bedzie gotowy, kliknij, aby go zapisa¢.

Przechowywanie

Strona Pamig¢ masowa zawiera podsumowanie informacji o pamieci masowej oraz szczegoty nagrywania na
kazdej kamerze nalezgcej do monitorowanego systemu. Klikniecie nagtéwka kolumny umozliwi posortowanie

zawartosci.

=

1. Na karcie System Health Monitoring (Monitorowanie stanu systemu) BETA kliknij —.

2. Jezeli monitorujesz dane o kondycji systemu wielokomputerowego, wybierz system z rozwijalnego menu.

Streszczenie

Status Stan pamieci masowej. Patrz Konfigurowanie pamieci masowej, on page 69.
Lokalizacja Sciezka i nazwa pamieci masowej.
tacznie taczna wielkos¢ pamieci masowej. Jest to taka sama wartos¢, jak w

ustawieniu ,Catkowity rozmiar" we wtasciwosciach lokalizacji zasobu w
interfejsie systemu Windows.

Przydzielone

Maksymalna ilos¢ zasobu przeznaczona na nagrania.

Wykorzystywana

[los¢ zasobu obecnie wykorzystywana na nagrania.

Data ostatniej aktualizacji

Data i godzina ostatniego zaktualizowania informacji.

Kamera

Status (puste): Stan normalny.
Ikona ostrzezenia: Kryterium czasu przechowywania nie zostato spetnione.
Ikona informacyjna: Kryterium czasu przechowywania nie zostafo spetnione,
poniewaz nagrania z kamery sg zbyt krdtkie

Nazwa Nazwa kamery.

Typ nagrania

Rodzaje nagrywania stosowane w kamerze.

Ustaw przechowywanie

Czas przechowywania skonfigurowany dla kamery w oknie Configuration >
Storage > Selection (Konfiguracja > Pamig¢ masowa > Wybor).

Biezgce przechowywanie

Liczba dni, przez jaka nagrania z kamery s dotychczas przechowywane w
zasobie.

Najstarsze nagranie

Godzina wykonania najstarszego nagrania z kamery, jakie znajduje sie w
zasobie.

Najnowsze nagranie

Godzina wykonania najnowszego nagrania z kamery, jakie znajduje sie w
pamieci masowe;.

Lokalizacja

Lokalizacja pamigci masowej wykorzystywana przez kamere.
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Kamera

Wykorzystywana pamiec
masowa

[los¢ pamigci masowej zajmowana przez te kamere na nagrania.

Data ostatniej aktualizacji

Data i godzina ostatniego zaktualizowania informacji.

Powiadomienia

Na stronie Powiadomienia sa pokazywane dzienniki funkcji Monitorowanie stanu systemu z monitorowanych
komputerow. Klikniecie nagtowka kolumny umozliwi posortowanie zawartosci.

Na karcie System Health Monitoring (Monitorowanie stanu systemu) BETA kliknij Q

Historia

Wystano powiadomienie

Data i godzina wystania powiadomienia.

Element Wyswietla nazwe urzadzenia w przypadku powiadomien wyzwalanych regutg
device down (Urzgdzenie niedziatajgce) lub system w przypadku
powiadomien wyzwalanych regutg system down (System niedziatajacy).

System Nazwa systemu, na ktérym wystepuje zdarzenie.

Regufa Reguta, ktéra wyzwolita powiadomienie. System down (System
niedziatajacy) lub Device down (Urzadzenie niedziatajace).

Wykryte Data i godzina wykrycia problemu.

Rozwigzane Data i godzina rozwigzania problemu.
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Na karcie ,Klawisze skrotu” widoczne sg wszystkie dostepne skroty klawiaturowe. Typ klawisza skrotu zalezy od
metody uzywanej do sterowania AXIS Camera Station 5.

Kombinacja klawiszy z klawiatury

Kombinacja klawiszy z klawiatury numerycznej
Przycisk joysticka

Przycisk pokretta

Usuniecie kamery lub widoku z potgczonego serwera powoduje usunigcie rowniez powigzanych skrotow
klawiaturowych.

System grupuje klawisze skrotu w nastepujgce kategorie:

Kamera

Zarzadzanie urzgdzeniami
Przejdz do kamery
Przejdz do widoku
Nawigacja

Prepozycje PTZ

Nagrania

Sekwencje

Widok dzielony

Karta

Inne

W kategoriach Przejdz do kamer i Przejdz do widokow trzeba przypisac je recznie.

Uwaga

Jezeli podczas dodawania lub edytowania klawisza skrotu, dany klawisz skrétu jest uzywany do innej
akeji, pojawi sie ikona ostrzegawcza. Umieszczenie wskaznika myszy na ikonie ostrzegawczej spowoduje
wyswietlenie akcji powodujacej konflikt. Nacisnij klawisz ESC, aby anulowaé. Naciénij klawisz ENTER,
aby uzy¢ klawisza skrotu i automatycznie usung¢ jego powigzanie z inng akgja.

W przypadku nawigzywania potaczenia z wieloma serwerami w kategoriach Przejdz do kamer i Przejdz
do widokéw réwniez wyswietlane sg listy kamer i widokow na podtgczonych serwerach.
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Przypisanie klawisza skrotu Jezeli wartos¢ klawisza dla akgji jest pusta, mozesz jg
klikng¢ i doda¢ zgdany klawisz szybkiego dostepu do
tego dziatania.

®  Aby doda¢ klawisz skrétu za pomoca
klawiatury, nalezy nacisna¢ klawisz Ctrl i co
najmniej jeden inny klawisz lub klawisz
funkecyjny F2-F12.

® Aby dodac¢ klawisz skrotu uzywajacy
elementu klawiatury numerycznej, nacisnij
zgdang kombinacje klawiszy numerycznych
lub jeden z klawiszy funkcyjnych F1-F5.

® Aby doda¢ klawisz szybkiego dostepu
uzywajacy joysticka lub pokretta, nacisnij
przycisk joysticka lub pokretta, ktéry ma
zostac¢ przypisany do akcji.

Edycja klawisza skrotu Kliknij wartos¢ na klawiaturze przypisang do akcji i
zmien te wartosc.

Usuwanie klawisza skrotu Kliknij wartos¢ na klawiaturze przypisang do akcji i
usun te wartoscé.

@ Kliknij, aby wydrukowa¢ tabele klawiszy skrotow
klawiaturowych.

¥y) Kliknij, aby przywroci¢ domysine wartosci wszystkich
klawiszy skrotu.

Klawisze panelu sterowania dozoruj wizyjnego

Mapowa- | Domysina akcja AXIS TU9002 AXIS T8311
Ellgwiszy

skrotu -

joystick

Przycisk 1 | Przejdz do prepozycji 1 J1 J1

Przycisk 2 | Przejdz do prepozycji 2 J2 J2

Przycisk 3 | Przejdz do prepozycji 3 J3 J3

Przycisk 4 | Przejdz do prepozycji 4 J4 J4

Przycisk 5 | Symuluj lewy prawy przycisk J5 L

Przycisk 6 | Symuluj lewy i prawy przycisk | J6 R

Przycisk 7 | Wybierz poprzednig komorke Lewy gorny rog -
w widoku dzielonym

Przycisk 8 | Wybierz nastepng komarke Prawy gorny rog -
w widoku dzielonym

Przycisk 9 | Przejdz do poprzedniego |4 -
nagrania

Przycisk Odtwarz/wstrzymaj (T -

10
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Mapowa- | DomysIna akcja AXIS TU9002 AXIS T8311
nie
klawiszy
skrotu -
joystick
Przycisk Przejdz do nastepnego > -
11 nagrania
Przycisk Dodaj zaktadke r -
12
Przycisk Przefgczanie funkgcji M1 -
13 pierscienia zoomu migdzy
zoomem cyfrowym a
predkoscig odtwarzania
Przycisk Przefgcz migdzy widokiem na | M2 -
14 zywo/zarejestrowanym
obrazem
Przycisk Klatka: krok wstecz Lewy gorny przetgczony -
15
Przycisk Klatka: krok do przodu Prawy gorny przetagczony -
16
Mapowa- | Domysina akcja AXIS TU9003 AXIS T8312
nie
klawiszy
skrotu -
klawiatu-
ra
A Otwoérz widoki B B
B Przejdz do nastepnej kamery (7 (7
lub widoku
ALT+B Przejdz do poprzedniej kamery Alt+ T -
lub widoku
KARTA Przejdz do nastepnej karty = -
ALT+TAB | Przejdz do poprzedniej karty Alt i -
C - - 3¢
D - - ®
E - - %
PLUS Nastaw ostros¢ na dalszg + -
odlegtosc
MINUS Ustaw ostros¢ na blizszg - -
odlegtos¢
F2 Otworz klawisze skrotu F2 F2
F4 Otworz dzienniki F4 F4
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Mapowa- | DomysIna akcja AXIS TU9003 AXIS T8312
nie

klawiszy

skrétu -

klawiatu-

ra

F5 Otworz ustawienia F5 F5
F10 Autofokus F10 -
Mapowanie Domyslina akcja AXIS T8313
klawiszy skrotu

- pokretto

Przycisk 1 Pokazywanie lub ukrywanie znacznikow L

pokretta eksportu

Przycisk 2 Dodaj zaktadke r

pokretta

Przycisk 3 Przejdz do poprzedniego nagrania |4

pokretta

Przycisk 4 Odtworz/wstrzymaj (1

pokretta

Przycisk 5 Przejdz do nastepnego nagrania >l

pokretta

Przycisk 6 Przetacz miedzy widokiem na zywo/ R

pokretta zarejestrowanym obrazem

Uwaga

AXIS T8311 Video Surveillance Joystick nie obstuguje przyciskdw joysticka 7-10.
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Dzienniki

Domyslnie na karcie Dzienniki sg wyswietlane dzienniki na zywo, w tym alarméw na zywo, zdarzen i audytu.
Mozna rowniez wyszukiwa¢ poprzednie dzienniki. W oknie Configuration > Server > settings (Konfiguracja >
Serwer > Ustawienia) mozna okresli¢ liczbe dni przechowywania dziennikow.

Time (Godzina)

Data i godzina dziatania.

Typ

Typ akeji: Alarm, Zdarzenie lub Audyt.

Kategoria

Kategoria akgji.

Wiadomos¢

Krotki opis akeji.

Uzytkownik AXIS Camera Station 5 uzytkownik wykonujacy akcje.

Komputer Komputer (nazwa domeny systemu Windows), na ktorym zainstalowano AXIS Camera
Station 5.

Window user Uzytkownik systemu Windows z rolg administratora AXIS Camera Station 5.

(Uzytkownik
systemu Windows)

Serwer Widoczna tylko w przypadku potgczenia z wieloma serwerami.
Serwer, na ktérym wystgpito dziafanie.
Element Element, na podstawie ktérego zostat wygenerowany dziennik.

Wyszukiwanie dziennikow

1. Na karcie Logs (Dzienniki) w obszarze Log search (Przeszukiwanie dziennika) kliknij przycisk Search

(Szukaj).

2. W polu filtrowania wpisz sfowa kluczowe. AXIS Camera Station 5 przeszukuje list¢ dziennikow z
wyjatkiem Time (Czas) i pokazuje wyniki wyszukiwania zawierajgce wszystkie stowa kluczowe.
Obstugiwane operatory wyszukiwania sg opisane w temacie Optymalizowanie wyszukiwania, on page

38.

Wybierz pozycje Alarms (Alarmy), Audits (Audyty) lub Events (Zdarzenia) w menu Filter (Filtruj).

3
4. W kalendarzu zaznacz date lub zakres dat.
5

Z rozwijalnych menu wybierz Start time (Czas rozpoczgcia) i End time (Czas zakonczenia).

6. Kliknij Search (Wyszukaj).

Dziennik alarmow

W dzienniku alarmow sg wyswietlane listy zawierajgce alarmy systemowe oraz wygenerowane przez reguty i
funkcje detekeji ruchu. Na liscie sg tez takie informacje, jak data i godzina wystgpienia alarmu, kategoria alarmu
i komunikat alarmu. Patrz Alarmy.

&

Kliknij alarm i@’, aby otworzy¢ karte Recordings
(Nagrania) i rozpocza¢ odtwarzanie, jesli alarm
zawiera nagranie.

O

Kliknij alarm i , aby otworzy¢ procedure
alarmowa, jesli alarm zawiera procedure alarmowa.
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v Kliknij alarm i V, aby wysta¢ do innych klientow
powiadomienie o podjeciu interwencji po alarmach.

E Kliknij alarm i E aby wyeksportowac dziennik do
pliku tekstowego.

Dziennik zdarzen

W dzienniku zdarzen na liscie s3 wyswietlane zdarzenia dotyczace kamer i serwera, na przyktad zapisow,
wyzwalaczy, alarmow, btedow i komunikatow systemowych. Widoczne informacje obejmujg date i godzing

zdarzenia, kategori¢ zdarzenia oraz komunikat o zdarzeniu. Zaznacz zdarzenia i na pasku narzgdzi kliknij E
aby wyeksportowac zdarzenia w postaci pliku tekstowego.

Dziennik audytu

W dzienniku audytu sg widoczne wszystkie dziatania podjete przez uzytkownika, na przyktad reczne nagrywanie,
rozpoczecie lub zatrzymano przesyfanie strumieniowego przesyfania wideo, aktywowanie reguf akcji, utworzenie

drzwi i utworzenie posiadacza karty. Zaznacz audyty i na pasku narzedzi kliknij E aby wyeksportowac audyty
w postaci pliku tekstowego.
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Alarmy

Na karcie Alarms (Alarmy), dostepnej w dolnej czesci okna klienta AXIS Camera Station 5, wyswietlane sg
wyzwalane zdarzenia oraz alarmy systemowe. Informacje na temat tworzenia alarmow: Reguty akcji. Wiecej
informacji o alarmie ,Wymagana jest konserwacja bazy danych" mozna znalez¢ w temacie Konserwacja bazy
danych, on page 198.

Time (Godzina) Godzina wystgpienia alarmu.

Kategoria Kategoria zainicjowanego alarmu.

Opis Krotki opis alarmu.

Serwer Dostepne w przypadku potaczenia z kilkoma
serwerami. Serwer AXIS Camera Station 5 wysyfajacy
alarm.

Element Element, ktdry wyzwala alarm.

i;-. Wyswietlenie procedu_ry alarmowej jest mozliwe tylko
wtedy, gdy alarm zawiera procedure alarmowa.

@ Funkcja przejscia do nagran jest dostepna tylko
wtedy, gdy alarm zawiera nagranie.

V Potwierdz wybrany alarm

'i' Usun alarm. Alarm jest usuwany tylko tymczasowo,

jesli nie zostanie potwierdzony przed usunigciem.

Aby zareagowac¢ na konkretny alarm:

1. Kliknij ~ Alarms and Tasks (Alarmy i zadania) w dolnej czesci okna klienta AXIS Camera Station 5 i
otworz karte Alarms (Alarmy).

2. W przypadku alarmow zawierajacych nagrania wybierz alarm i kliknij @’, aby przej$¢ do nagrania na
karcie Recording alerts (Powiadomienia dotyczace nagran).

3. W przypadku alarméw bez nagran otwdrz karte z podgladem na zywo i kliknij dwukrotnie alarm, aby
wyswietli¢ nagranie z czasu alarmu na karcie Recording alerts (Powiadomienia dotyczace nagran).

. . : )

4. W przypadku alarméw zawierajgcych procedure alarmowg wybierz alarm i kliknij
procedure alarmowa.

, aby otworzy¢

5. Aby przekaza¢ innym klientom powiadomienie o obstuzeniu alarmow, wybierz alarmy i kliknij v

6. Aby usungac¢ alarmy z listy, wybierz je i kliknij ] .
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Karta Tasks (Zadania) znajduje sie w dolnej czesci okna klienta AXIS Camera Station 5.

Zadania wymienione ponizej s osobiste, a w zwigzku z tym widoczne tylko dla administratorow i
uzytkownikow, ktorzy je rozpoczeli.

® Raport systemowy
e Utworz raport o zdarzeniu
®  Eksportuj nagrania

Administrator moze przeglada¢ i obstugiwaé wszystkie zadania uruchomione przez dowolnego uzytkownika, w
tym zadania osobiste.

Operator lub dozorca moze:

*  Wyswietla¢ wszystkie zadania uruchomione przez Ciebie i innych uzytkownikéw, ktére nie sg osobiste.

® Anulowa¢ zadania uruchomione przez Ciebie oraz probowaé ponownie je uruchomié. Ty mozesz tylko
probowac¢ ponownie wykona¢ zadania utworzenia raportu o zdarzeniu i wyeksportowania nagran.

o Wyswietla¢ wyniki wszystkich zadan figurujacych na liscie.

e Usuwac¢ wszystkie zakonczone zadania z listy. Dotyczy to tylko lokalnego klienta.

Nazwa Nazwa zadania.
Start (Uruchom) Godzina rozpoczecia zadania.
Wiadomos¢ Wyswietla stan lub informacje o zadaniu.

Mozliwe statusy:
e Canceling (Anulowanie): Czyszczenie przed anulowaniem zadania.

e Canceled (Anulowane): Czyszczenie zostato ukonczone, a zadanie
anulowane.

e Error (Bfad): Zadanie zostato ukonczone z btedami, tzn. nie zostato
pomysinie wykonane na co najmniej jednym urzadzeniu.

e  Finished (Zakoniczono): Zadanie zostato ukonczone.

® Finished during lost connection (Zakoriczono podczas utraty pofaczenia):
Wyswietlany, jesli zadanie zostato ukohczone w czasie braku potaczenia z
serwerem. Nie mozna ustali¢ stanu zadania.

® Lost connection (Utracono potgczenie): Wyswietlany, jesli podczas
wykonywania zadania komputer kliencki utracit potgczenie z serwerem. Nie
mozna ustali¢ stanu zadania.

®  Running (Uruchomione): Zadanie jest w trakcie wykonywania.

® Pending (Oczekiwanie): Oczekiwanie na ukonczenie innego zadania.

Wihasciciel Uzytkownik, ktory zainicjowat zadanie.
Postep Pokazuje postep zadania.
Serwer Opcja dostepna w przypadku pofgczenia z wieloma serwerami. Powoduje

wyswietlenia serwera AXIS Camera Station 5, ktory wykonuje zadanie.

Aby wykonac jedno lub wiecej zadan:

1. Kliknij ~ Alarms and Tasks (Alarmy i zadania) w dolnej czesci okna klienta AXIS Camera Station 5 i
kliknij karte Tasks (Zadania).
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2. Wybierz zadania i kliknij jedng z akgji

Kliknij, aby wyswietli¢ okno dialogowe Task result
(Wynik zadania).

Kliknij, aby anulowa¢ zadanie.

Kliknij, aby usung¢ zadania z listy.

Jezeli zadanie si¢ nie powiedzie w trakcie
eksportowania nagran lub tworzenia raportow o
zdarzeniu, kliknij, aby podjg¢ ponowng probe
wykonania nieudanego zadania.

Om Ol @

Task result (Wynik zadania)

Jezeli zadanie zostato wykonane na wielu urzadzeniach, okno dialogowe pokazuje wyniki z kazdego urzadzenia.
Wszystkie nieudane operacje nalezy doktadniej zbadac, a odnosnych konfiguracji dokonac¢ recznie.

W przypadku wiekszosci zadan sg wyswietlanie informacje wymienione ponizej. W przypadku zadan takich jak
eksportowanie nagran czy raport systemowy dwukrotne klikniecie zadanie spowoduje otwarcie folderu, w
ktorym pliki zostaty zapisane.

Adres MAC Adres MAC zaktualizowanego urzadzenia.
Adres Adres IP zaktualizowanego urzadzenia.
Wiadomos¢ Informacje o sposobie wykonania zadania:

e Finished (Zakonczono): Zadanie zostato pomysinie ukonczone.
e Error (Bfad): Nie mozna byto ukonczy¢ zadania na urzadzeniu.

e (Canceled (Anulowane): Zadanie zostato anulowane przed ukonczeniem.

Opis Informacje o zadaniu.

Zaleznie od rodzaju wykonywanego zadania sg wyswietlane nastepujace informacje:

New address (Nowy Nowo przypisany adres IP urzgdzenia.

adres)

Reguty akcji Wersja oprogramowania sprz¢towego i nazwa produktu urzadzenia.
Szczegoty Numery seryjne i adresy IP zastegpowanego i nowego urzadzenia.
Reference ID Identyfikator referencyjny raportu o zdarzeniu.

(Identyfikator

referencyjny)
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Arkusz konfiguraciji klienta

Arkusz konfiguracji klienta przydaje sie podczas rozwigzywania problemow i kontaktowania si¢ z dziatem
wsparcia.

Aby wyswietli¢ raport w formacie HTML z przeglgdem konfiguracji systemu klienckiego:

1. Przejdz do obszaru Configuration (Konfiguracja) > Server (Serwer) > Diagnostics (Diagnostyka).

2. Kliknij View client configuration sheet (Wyswietl arkusz konfiguracji klienta).
Arkusz konfiguracji serwera

Arkusz konfiguracji serwera zawiera informacje o ogolnej konfiguracji, ustawieniach kamer, regutach akcji,
harmonogramach, pamigci masowej nagran, urzgdzeniach dodatkowych i licencjach. Przydaje si¢ przy
rozwigzaniu problemdw oraz kontaktowaniu z dziatem wsparcia technicznego.

Aby wyswietli¢ raport w formacie HTML z przeglagdem konfiguracji systemu serwera:

1. Przejdz do obszaru Configuration (Konfiguracja) > Server (Serwer) > Diagnostics (Diagnostyka).

2. Kliknij View server configuration sheet (Wyswietl arkusz konfiguracji serwera).
Raport systemowy

Raport systemowy jest plikiem .zip, ktory zawiera parametry i pliki dziennika, pomagajgce dziatowi pomocy
technicznej Axis zbada¢ zgtoszony problem.

Przy kontaktowaniu sie z dziatem wsparcia technicznego zawsze dofgczaj raport systemowy.
Aby utworzy¢ raport systemowy:

1. Przejdz do menu w prawym gornym rogu.

2. Kliknij pozycje Help > System report (Pomoc > Raport systemowy).

3. Jesli chcesz zmieni¢ automatycznie wygenerowang nazwe pliku, zmien ja.

4. Kliknij przycisk Browse (Przegladaj) i wskaz miejsce, gdzie chcesz zapisa¢ raport systemowy.
5. Wybierz preferowane ustawienia:

- Automatically open folder when report is ready (Automatyczne otwieranie folderu, gdy raport
jest gotowy), aby wyswietli¢ raport od razu.

- Include all databases (Uwzglednij wszystkie bazy danych), aby doda¢ szczegétowe informacje o
nagraniach i danych systemowych.

- Include screenshots of all monitors (Dotgcz zrzuty ekranu wszystkich monitorow), aby uproscic¢
analize raportow systemowych.

6. Kliknij przycisk OK.

Aby obejrzec¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Generowanie raportu systemowego
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AXIS Installation Verifier

AXIS Installation Verifier umozliwia przeprowadzenie testu dziatania po zakonczeniu instalacji w celu
potwierdzenia, ze wszystkie urzadzenia w systemie sg w petni funkcjonalne. Test trwa ok. 20 minut.

Testowane sg

Normal conditions (Warunki normalne) Test strumieniowania i zapisywania danych przy
uzyciu biezgcych ustawien systemu w aplikacji AXIS
Camera Station 5. Wyjscie: Powodzenie lub
niepowodzenie.

Zte oswietlenie Test strumieniowania i zapisywania danych przy
uzyciu ustawien zoptymalizowanych dla typowych
warunkdéw oSwietleniowych, na przyktad
wzmocnienia. Wyjscie: Powodzenie lub
niepowodzenie.

Test obcigzenia Test polegajgcy na stopniowym zwigkszaniu ilosci
strumieniowanych i zapisywanych danych do czasu,
az system osiggnie maksimum swoich mozliwosci.
Wyjscie: Informacje o maksymalnej wydajnosci
systemu.

Uwaga
®*  Mozna testowaé tylko wytgcznie urzadzenia obstugujgce srodowisko AXIS Camera Application Platform
w wersji 2 (ACAP 2) lub nowszej.

e W czasie testu aplikacja AXIS Camera Station 5 przechodzi w tryb konserwacji, a wszystkie dziatania
systemu dozoru sg chwilowo niedostepne.

Aby uruchomi¢ test:

1. Przejdz do obszaru Configuration (Konfiguracja) > Server (Serwer) > Diagnostics (Diagnostyka).

2. Kliknij Open AXIS installation verifier (Otworz narzgdzie AXIS installation verifier).
3. Kliknij przycisk Start (Rozpocznij).
4. Po zakonczeniu testu kliknij przycisk View report (Wyswietl raport), aby obejrze¢ raport, lub przycisk
Save report (Zapisz raport), aby go zapisac.
Informacja zwrotna

Mozna wybra¢ opcje automatycznego udostepniania anonimowych danych o korzystaniu z aplikacji klienckiej
podczas jej konfigurowania oraz recznego wysyfania opinii, aby pomaga¢ nam w ulepszaniu aplikacji AXIS
Camera Station 5 i poprawianiu wrazen z jej uzytkowania. Patrz Konfigurowanie klienta, on page 108.

Uwaga
Nie uzywaj formularza opinii do przesytania zgtoszen o pomoc techniczna.

1. Wybierz kolejno == > Help (Pomoc) > Feedback (Opinia).
2.  Wybierz reakcje i wypetnij pole opinii.
3. Kliknij przycisk Send (Wyslij).

Lista zasobow

Mozna wyeksportowat¢ liste zasobdw systemu VMS. Lista zawiera nazwy, typy, modele, statusy i numery seryjne
nastepujacych sktadnikow:

e Wszystkie potagczone serwery
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®  Wszystkie potagczone urzadzenia

e Terminal klienci, z ktérego wyeksportowano liste zasobdw, jezeli do systemu podtgczono wiele terminali
Aby wyeksportowa¢ liste zasobow:

1. Wybierz kolejno = > Other (Inne) > Asset list (Lista zasobow).

2. Kliknij Export (Eksportuj).

3. Zaznacz lokalizacje pliku i kliknij przycisk Save (Zapisz).

4. W menu Latest export (Ostatni eksport) zostanie wyswietlone lub uaktualnione tacze do pliku.
5

Klikniecie tgcza spowoduje przejscie do lokalizacji pliku.
Ustawienia urzgdzenia noszalnego

Aby mozna byto nawigza¢ potaczenie z urzgdzeniem nasobnym, nalezy utworzy¢ plik potgczenia. Patrz
Konfigurowanie systemu nasobnego Axis.

Uwaga

Jezeli adres IP serwera sie zmienit albo oprogramowanie AXIS Camera Station zostato uaktualnione z wersji
starszej niz 5.33, to przed wyeksportowaniem pliku pofgczenia trzeba odnowic¢ certyfikat serwera. Procedure
odnawiania certyfikatu opisano w temacie Certyfikaty, on page 131.

Aby utworzy¢ plik potgczenia:

1. Wybierz kolejno = > Other (Inne) > Body worn settings (Ustawienia urzgdzenia nasobnego).
Aby zmieni¢ domysing nazwe lokalizacji wySwietlang w urzgdzeniu ubieralnym, wpisz nowg nazwe.
Kliknij Export (Eksportuj).

W menu Latest export (Ostatni eksport) zostanie wyswietlone lub uaktualnione tacze do pliku.

SAREE I

Klikniecie tgcza spowoduje przejscie do lokalizacji pliku.

Aby obejrzec¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Konfigurowanie systemu nasobnego Axis

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Odtwarzane i eksportowane nagrar z kamery nasobnej Axis
Status ustug Axis

Aby wyswietli¢ status ustug online Axis:

1. Przejdz do obszaru Configuration (Konfiguracja) > Server (Serwer) > Diagnostics (Diagnostyka).

2. Kliknij View status of Axis services (Przegladaj status ustug Axis).
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AXIS Camera Station 5

AXIS Camera Station 5 Aplikacja Service Control

Serwer uzywa aplikacji AXIS Camera Station 5 Service Control do uruchamiania si¢ i wyfgczania oraz zmieniania
swoich ustawien. Aplikacja uruchamia si¢ automatycznie po zakonhczeniu instalacji. Jezeli komputer serwera
zostanie zrestartowany, sterowanie ustugami w ciggu ok. 2 minut rowniez automatycznie si¢ ponownie
uruchomi. Ikona w obszarze powiadomien systemu Windows pokazuje, czy status ustugi.

Kliknij ikone prawym przyciskiem myszy. Zobaczysz wtedy nastepujace polecenia do wyboru: Open AXIS Camera
Station Service Control (Otworz program AXIS Camera Station Service Control), Start Service (Uruchom
ustuge), Stop Service (Zatrzymaj ustuge), Restart Service (Uruchom ponownie ustuge) oraz Exit (Zakoncz).

Aby otworzy¢ aplikacjg Service Control z menu Start:

Przejdz do menu Start i wybierz kolejno All Programs > Tools > Service Control (Wszystkie programy >
Narzgdzia > Kontrola ustug).

183



Uruchomiono

Rozpoczynanie

Zatrzymane
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Modify Settings (Zmien ustawienia)

Wybierz te opcje, aby zmieni¢ ustawienia serwera.

Restore Default Settings (Przywro¢ ustawienia
domysine)

Kliknij te opcje, aby przywroci¢ wszystkie ustawienia
domysine.

Start (Uruchom)

Zatrzymaj

Kliknij te opcje, aby zmieni¢ stan serwera.

Rozpocznij ponownie

Kliknij te opcje, aby zrestartowac serwer.

Zapisy ogdlne

W aplikacji AXIS Camera Station 5 Service Control kliknij Modify settings (Modyfikuj ustawienia), a nastepnie
General (Ogdlne), aby zmieni¢ ogdlne ustawienia serwera.

Ustawienia serwera

Nazwa serwera

Nazwa serwera. Nazwa serwera jest wyswietlana w
programie klienckim. Domysinie nazwg serwera jest
nazwa komputera. Nazwa ta nie ulegnie zmianie w
przypadku zmiany nazwy komputera.

Ports range (Zakres portow)

Okresl zakres portow. Pozostate porty zmienig sie
automatycznie.

Server HTTP port (Port HTTP serwera)

Numer portu HTTP uzywany przez serwer do
komunikacji z klientem. DomysIny port to 55752.

Server TCP port (Port TCP serwera)

Numer portu TCP uzywany przez serwer do
komunikacji z klientem. DomysIny port to 55754.
Numer portu jest obliczany przez dodanie 2 do
numeru portu serwera.

Mobile communication port (Port komunikacji
mobilnej)

Numer portu tfgcznosci komdrkowej uzywany przez

serwer do komunikacji z klientem. DomysIny port to
55756. Numer portu jest obliczany przez dodanie 4
do numeru portu serwera.

Mobile streaming port (Mobilny port
strumieniowania)

Numer portu fgcznosci komdrkowej uzywany przez
serwer do strumieniowego przesytania wideo.
Domyslny port to 55757. Numer portu jest obliczany
przez dodanie 5 do numeru portu serwera.

Component communication port (Port komunikacji
elementu)

Numer portu uzywany przez komponent do
komunikowania si¢ z urzgdzeniami sieciowymi za
posrednictwem serwera. Domysiny port to 55759.
Numer portu jest obliczany przez dodanie 7 do
numeru portu serwera.

Porty uzywane przez komponenty aplikacji AXIS
Camera Station 5

Po ustaleniu zakresu portow na liscie bedg widoczne
te porty, z ktorych mogg korzysta¢ komponenty.
Domyslny zakres portow dla komponentow aplikacji
AXIS Camera Station 5 to 55760-55764.

Allow AXIS Camera Station 5 to add exceptions to
the Windows Firewall (Zezwalaj aplikacji na
dodawanie wyjgtkow do Zapory systemu Windows)

Wybierz t¢ opcje, jesli chcesz zezwoli¢ aplikacji AXIS
Camera Station 5 na automatyczne dodawanie
wyjatkow do Zapory systemu Windows, jesli
uzytkownik zmieni zakres portow.
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Uwaga

® Jezeli miedzy serwerem a klientem istnieje brama NAT, zapora sieciowa lub podobne rozwigzanie,
skonfiguruj przepuszczanie ruchu wykorzystujgcego te porty.

®  Numery portdw muszg by¢ w zakresie 1024-65534.

Ustawienia proxy

Direct connection (Potaczenie bezposrednie)

Wybierz t¢ opcje, jesli miedzy serwerem AXIS Camera
Station 5 a kamerami w systemie nie ma serwera
proxy.

System account Internet options / automatic (Opcje
internetowe konta systemu / automatycznie)

DomysIne ustawienia serwera proxy. Ta opcja
powoduje uzywanie aktualnych ustawien serwera
proxy okreslonych w aplecie Opcje internetowe dla
konta systemowego.

Use manual proxy settings (Uzyj recznych ustawien
proxy)

Wybierz t¢ opcje, jesli serwer proxy oddziela serwer
AXIS Camera Station 5 i jakiekolwiek kamery w
systemie. Wprowadz adres i numer portu serwera
proxy. Zazwyczaj sg to te same adres i numer portu,
jak w oknie Opcje internetowe w Panelu sterowania
systemu Windows.

®  Mozna okresli¢, aby nie byty uzywane serwery
proxy o adresach rozpoczynajacych sie
okreslonymi znakami.

® Zaznacz opcje Always bypass proxy server for
local addresses (Zawsze pomijaj serwer
proxy dla adresow lokalnych), a nastepnie
wprowadz lokalne adresy lub nazwy hostow
lokalnych kamer, z ktorymi komunikacja nie
musi przechodzi¢ przez serwer proxy. W
adresach i nazwach hostow mozna uzywac¢
symboli wieloznacznych, na przyktad: ,192.*"
lub ,*.mydomain.com”.

Lista portow dotyczaca AXIS Camera Station 5

W ponizszych tabelach opisano, z jakich portow i protokotdw korzysta aplikacja AXIS Camera Station 5. Moze
by¢ konieczne zezwolenie na nie w zaporze w celu uzyskania optymalnej wydajnosci i uzytecznosci. Numery
portow sg obliczane na podstawie domysinego gtéwnego portu HTTP 55752.

AXIS Camera Station 5 (serwer programu) wysyta dane do urzgdzen na nastepujacych portach:

Port Liczba Protokot Wejscie/wyjscie Opis
Gtowne porty HTTP i | 80 i 443 TCP Wychodzacy Uzywany do
HTTPS strumieni wideo i
danych urzadzen.
Domysiny port 5353 UbP Multiemisja (ruch Uzywany do
protokotu Bonjour przychodzacy + wykrywania
wychodzacy) urzadzen przy

uzyciu mechanizmu
mDNS (Bonjour).
Multiemisja na
adresie 224.0.0.251.
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Brak mozliwosci
utworzenia
powigzania z
domysinym portem
moze wynika¢ z
faktu, ze port jest
uzywany przez inng
aplikacje, ktora
odmawia jego
wspotuzytkowania.
W takiej sytuacji
bedzie uzywany
losowy port. Gdy
uzywany jest
losowy port
protokét Bonjour
nie wykrywa
urzadzen z
adresami lokalnego
powigzania.

Domysliny port
SSDP

1900

ubP

Multiemisja (ruch
przychodzacy +
wychodzacy)

Uzywany do
wykrywania
urzadzen przy
uzyciu protokotfu
SSDP (UPNP).

Multiemisja na
adresie
239.255.255.250.

Domysliny port
protokotu WS-
Discovery

3702

uDP

Multiemisja (ruch
przychodzacy +
wychodzacy)

Wykrywanie ustug
internetowych przy
uzyciu protokotu
WS-Discovery
stuzace do
wykrywania
urzadzen Onvif.

Multiemisja na
adresie
239.255.255.250.

AXIS Camera Station 5 (serwer programu) odbiera dane od klientéw na nastepujacych portach:

Port Liczba Protokot Wejscie/wyjscie | Komunikacja Opis
miedzy
Domysiny port 1900 ubP Multiemisja Serwera i Uzywany do
SSDP (ruch klienta wykrywania
przychodzacy + serwerdow AXIS
wychodzacy) Camera Station

5 przy uzyciu
protokotu SSDP
(UPNP).

Multiemisja na
adresie
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AXIS Camera Station 5

239.255.255.2-
50.

Gtowny port
HTTP i port
strumieniowa-
nia HTTP

55752

TCP

Przychodzacy

Serwera i
klienta

Uzywany do
strumieniowego
przesytania
wideo, dzwieku
i metadanych
(szyfrowanie
AES).

Gtowny port
TCP

55754

TCP

Przychodzacy

Serwera i
klienta

Przesunigcie +2
wzgledem
gtownego portu
HTTP.

Uzywany do
danych aplikacji
(szyfrowanie
TLS 1.2).

W wersjach
5.15.007 i
starszych jest
uzywane
szyfrowanie TLS
1.1.

Port serwera
www SSDP

55755

TCP

Przychodzacy

Serwera i
klienta

Przesunigcie +3
wzgledem
gtownego portu
HTTP.

Stuzy do
wykrywania
serwerow AXIS
Camera Station
5 przy uzyciu
protokotu SSDP/
UPNP.

Port serwera
www API

55756

TCP

Przychodzacy

Serwer i
aplikacja
mobilna

Przesunigcie +4
wzgledem
gtownego portu
HTTP.

Uzywany do
przesytania
danych aplikacji
i strumienia
wideo MP4 za
posrednictwem
protokotu
HTTPS.

Port
multimediow
API

55757

TCP

Przychodzacy

Serwer i
aplikacja
mobilna

Przesunigcie +5
wzgledem
gtébwnego portu
HTTP.

Uzywany do
przesyfania
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AXIS Camera Station 5

strumienia
wideo RTSP za
posrednictwem
protokotu HTTP.

Lokalny port 55758 TCP Przychodzacy Wewnetrzna Przesunigcie +6

HTTP serwera komunikacja na | wzgledem

proxy serwerze gtownego portu
HTTP.

Przesuniecie +2
wzgledem portu
serwera
internetowego
API.

Dostep tylko
wewnetrznie na
komputerze
serwera AXIS
Camera Station
5.

Port obejsciowy
dla nieznanych
problemow.
Aplikacje
mobilne
wykonuja
wywotania do
modutu SRA,
ktéry odbiera
komunikacje
HTTPS,
przeksztatca jg
na HTTP, po
czym wysyfa z
powrotem do
lokalnego portu
HTTP serwera
proxy i portu
multimediow
API.

Port punktu 55759 TCP Przychodzacy Serwer i Przesuniecie +7
koncowego sktadnik wzgledem
internetowego gtownego portu
serwera proxy HTTP.

Uzywany do
bezpiecznej
komunikacji
miedzy
sktadnikiem a
urzgdzeniami.

Porty zarezerwowane dla sktadnikow
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Element

Nastuchuje
na
interfejsie

Port

Liczba

Protokot

Wejscie/
wyjscie

Komunika-
cja miedzy

Opis

Bezpieczne
wchodzenie

Localhost
(127.0.0.1)

Port
serwera
WWW

55766

HTTPS

Przycho-
dzacy

Klient
(karta
Zarzadza-
nie
dostepem) i
sktadnik

Przesunie-
cie +14
wzgledem
gtownego
portu HTTP.

Starsze
instalacje
korzystaty z
portu 8081.

Bezpieczne
wchodze-
nie

Wszystkie
(0.0.0.0/
INADDR_
ANY)

Port
serwera
WWW

55767

HTTPS

Przycho-
dzacy

Serwer
gtowny i
serwery
podrzedne

Przesunie-
cie +15
wzgledem
gtéwnego
portu HTTP.

Uzywany
do
komunika-
cji miedzy
gtownym
serwerem a
serwerami
podrzedny-
mi w
konfigura-
cji
wieloser-
werowej.

Monitoro-
wanie
stanu
systemu

Wszystkie
(0.0.0.0/
INADDR_
ANY)

Port
serwera
WWW

55768

HTTPS

Przycho-
dzacy

Klient
(karta
Monitoro-
wanie
stanu
systemu) i
sktadnik

Przesunie-
cie +16
wzgledem
gtéwnego
portu HTTP.

Uzywany
do
hostowania
stron
interneto-
wych
funkgji
Monitoro-
wanie
stanu
systemu
oraz do
udostep-
niania
danych w
konfigura-
cji
wielosyste-
mowe;j.
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Element

Nastuchuje
na
interfejsie

Port

Liczba

Protokot

Wejscie/
wyjscie

Komunika-
cja miedzy

Opis

Ustuga
chmurowa
Monitoro-
wanie
stanu
systemu
AXIS

host
lokalny

Port
serwera
WWW

55769

HTTPS

Przycho-
dzacy

AXIS
Camera
Station 5
(strona
interneto-
wa) i
backend
CloudServi-
ce
(wtyczka)

Przesunie-
cie +17
wzgledem
gtownego
portu HTTP.

Opcja
uzywana
przez
ustuge
chmurowa
Monitoro-
wanie
stanu
systemu do
uruchamia-
nia
monitoro-
wania
stanu
systemu.

Inteligent-
ne
wyszukiwa-
nie 2

host
lokalny

Port
serwera
WWW

55770

HTTPS

Przycho-
dzacy

Klient
(karta
Inteligent-
ne
wyszukiwa-
nie) i
sktadnik

Przesunie-
cie +18
wzgledem
gtownego
portu HTTP.

Uzywamy
do
hostowania
interfejsu
API funkgcji
Inteligent-
ne
wyszukiwa-
nie oraz do
obstugi
strony
interneto-
wej klienta.

55771

Zarezerwo-
wane do
przysztego
wykorzys-
tania.

55772

Zarezerwo-
wane do
przysztego
wykorzys-
tania.

55773

Zarezerwo-
wane do
przysziego
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Element

Nastuchuje
na
interfejsie

Port

Liczba

Protokot

Wejscie/
wyjscie

Komunika-
cja miedzy

Opis

wykorzys-
tania.

55774

Zarezerwo
wane do
przysztego
wykorzys-
tania.

55775

Zarezerwo
wane do
przysztego
wykorzys-
tania.

55776

Zarezerwo
wane do
przysztego
wykorzys-
tania.

55777

Zarezerwo
wane do
przysztego
wykorzys-
tania.

55778

Zarezerwo
wane do
przysztego
wykorzys-
tania.

55779

Zarezerwo
wane do
przysziego
wykorzys-
tania.

55780

Zarezerwo
wane do
przysztego
wykorzys-
tania.

55781

Zarezerwo
wane do
przysztego
wykorzys-
tania.

55782

Zarezerwo
wane do
przysztego
wykorzys-
tania.

55783

Zarezerwo-
wane do
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Element

Nastuchuje
na
interfejsie

Port

Liczba

Protokot

Wejscie/
wyjscie

Komunika-
cja miedzy

Opis

przysztego
wykorzys-
tania.

Local-IAM
(IDP)

0.0.0.0

IDP_OIDC
(Public)

55784

HTTPS

Przycho-
dzacy

Odwrotny
proxy i
Local-IAM

Przesunie-
cie +32
wzgledem
gtownego
portu HTTP.

Port
publiczny.

Local-IAM
(IDP)

0.0.0.0

MTLS
(Admini-
strator)

55785

HTTPS

Przycho-
dzacy

Ustugi
innych firm

Przesunie-
cie +33
wzgledem
gtownego
portu HTTP.

Port
administra-
tora.

Local-IAM
(IDP)

127.0.0.1

TOKENIZER

55786

HTTPS

Przycho-
dzacy

Ustugi
innych firm

Przesunie-
cie +34
wzgledem
gtéwnego
portu HTTP.

Port
tokenizera.

55787

Zarezerwo-
wane do
przysztego
wykorzys-
tania.

Opentele-
metry

127.0.0.1

Port gRPC

55788

gRPC

Przycho-
dzacy

Ustugi
innych firm

Przesunie-
cie +36
wzgledem
gtownego
portu HTTP.

Opentele-
metry

127.0.0.1

Port HTTP

55789

HTTPS

Przycho-
dzacy

Ustugi
innych firm

Przesunie-
cie +37
wzgledem
gtownego
portu HTTP.

Port
serwera
WWW

55790

HTTPS

Przycho-
dzacy

Ustugi
integracji i
komponen-
ty innych
firm

55791

Zarezerwo-
wane do
przysztego
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Element Nastuchuje | Port Liczba Protokot Wejscie/ Komunika- | Opis
na wyjscie cja miedzy
interfejsie
wykorzys-
tania.
55792 Zarezerwo-
wane do
przysztego
wykorzys-
tania.
55793 Zarezerwo-
wane do
przysztego
wykorzys-
tania.
55794 Zarezerwo-
wane do
przysztego
wykorzys-
tania.
55795 Zarezerwo-
wane do
przysztego
wykorzys-
tania.
Broker 127.0.0.1 NATS 55796 NATS Przycho- Miedzy Przesunie-
NATS dzacy aplikacja cie +44
AXIS wzgledem
Camera gtéwnego
Station 51 | portu HTTP.
sktadnikami
oraz
miedzy
samymi
sktadnika-
mi
Opentele- | 127.0.0.1 Port HTTP | 55797 HTTP Przycho- Monitoro- | Przesunie-
metry dzacy wanie cie +45
punktu wzgledem
koncowego | gtownego
w celu portu HTTP.
pobrania
metryk z
otwartego
modutu
zbierajgce-
go dane
teleme-
tryczne
Inne porty
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Port

Liczba

Protokot

Wejscie/wyjscie

Komunikacja
miedzy

Opis

HTTPS dla
Internetu

801 443

TCP

Wychodzacy

Klient i serwer z
Internetem

Uzywany do
aktywowania
licencji,
pobierania
oprogramowa-
nia
sprzetowego,
potaczonych
ustug itd.

Port TCP
strumieniowa-
nia z serwera

55750

TCP

Przychodzacy

Serwer i
urzadzenie

Przesuniecie -2
wzgledem
gtownego portu
HTTP.

Port UDP stanu
aktualizacji

15156

uDP

Przychodzacy +
wychodzgcy

Serwer i
sterowanie
ustugami

AXIS Camera
Station 5
Aplikacja
Service Control
nastuchuje na
porcie, a serwer
rozgtasza status
trwajacego
uaktualniania.

Baza danych
Pliki baz danych

Podstawowe pliki baz danych

AXIS Camera Station 5 przechowuje podstawowe pliki bazy danych w folderze C: \ProgramData\AXIS
Communications\AXIS Camera Station Server.

Wersje AXIS Camera Station starsze niz 5.13 majg tylko jeden plik bazy danych: ACS.FDB.
Wersja AXIS Camera Station 5.13 i nowsze majg trzy pliki baz danych:

e ACS.FDB: Ten gtéwny plik bazy danych zawiera konfiguracje systemu obejmujacg urzgdzenia, widoki,
uprawnienia, zdarzenia i profile strumieniowania.

e ACS_LOGS.FDB: Ten bazodanowy plik dziennikéw zawiera odwotania do dziennikow.

e ACS_RECORDINGS.FDB: Ten plik bazy danych nagran zawiera metadane i odwotania do nagran
przechowywanych w lokalizacji okreslonej w sekeji Configuration (Konfiguracja) > Storage (Pamig¢
masowa). AXIS Camera Station 5 wymaga tego pliku do wyswietlania nagran na osi czasu podczas
odtwarzania.

Pliki baz danych sktadnikow
SecureEntry.db - Plik bazy danych programu AXIS Secure Entry zawiera wszystkie dane zwigzane z kontrolg

dostepu, z wyjatkiem zdjec posiadaczy kart. Jest on zapisany w folderze C: \ProgramData\Axis
Communications\AXIS Camera Station\Components\AXIS Secure Entry.

smartSearch.sqlite3 - To plik bazy danych inteligentnego wyszukiwania zawierajgcy konfiguracje kamery i
zapisane filtry wyszukiwania. Jest on zapisany w folderze C: \ProgramData\Axis Communications
\AXIS Smart Search\data.
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Ustawienia bazy danych

Kopia bazy danych jest tworzona codziennie w porze nocnej oraz przed kazdym uaktualnieniem systemu. W
aplikacji AXIS Camera Station 5 Service Control kliknij Modify settings (Modyfikuj ustawienia), a nastepnie
Database (Baza danych), aby zmieni¢ ustawienia kopii zapasowe;.

Backup folder (Folder kopii zapasowych)

Kliknij przycisk Browse (Przegladaj) i wybierz miejsce,
w ktérym majg by¢ zapisywane kopie zapasowe baz
danych. Uruchom ponownie serwer AXIS Camera
Station 5 w celu zastosowania wprowadzonej zmiany.

Jezeli Sciezka folderu kopii zapasowe;j jest
nieprawidtowa lub AXIS Camera Station 5 nie ma
dostepu do zasobu sieciowego, kopia zapasowa
zostanie zapisana w folderze C: \ProgramData
\Axis Communications\AXIS Camera
Station Server\backup.

Days to keep backups (Liczba dni przechowywania
kopii zapasowych)

Okresl liczbe dni, przez jakg maja by¢ zachowywane
kopie zapasowe. Moze to by¢ dowolna liczba z
przedziatu od 1 do 30. Domysina wartos¢ to 14 dni.

Postep uaktualnienia

Kliknij przycisk View details (Wyswietl szczegoty),
aby zobaczy¢ szczegdtowe informacje o ostatnim
uaktualnianiu bazy danych. Mozesz zobaczy¢
zdarzenia, ktore wystapity od ostatniego ponownego
uruchomienia aplikacji AXIS Camera Station 5 Service
Control.

Przygotuj kopi¢ zapasowg bazy danych

Baza danych zawiera informacje o nagraniach oraz inne metadane niezbedne do prawidtowego dziatania

systemu.

Wazne

e Baza danych nie przechowuje nagran. Przejdz do menu Configuration > Storage (Konfiguracja >
Zasob) i okres| lokalizacje, w ktorej nagrania majg by¢ przechowywane. Kopie zapasowe nagran musza

zosta¢ wykonane osobno.

e Ustawienia serwera, ustawienia proxy i ustawienia bazy danych w aplikacji AXIS Camera Station 5

Service Control nie zostaty zapisane.

Kopia zapasowa systemu

System automatycznie zapisuje kopie zapasowg systemu w folderze okreslonym na karcie Database (Baza
danych), patrz Ustawienia bazy danych, on page 196. Kopia zapasowa systemu zawiera podstawowe pliki bazy
danych oraz pliki baz danych sktadnikéw. Zobacz Pliki baz danych, on page 195.

Pliki kopii zapasowej

System YYYY-MM-DD-HH-mm-SSSS.zip

Kopia zapasowa uruchamiana co noc.

PreUpgrade YYYY-MM-DD-HH-mm-SSSS.
zip

Kopia zapasowa tworzona przed aktualizacja bazy
danych.

User YYYY-MM-DD-HH-mm-SSSS.zip

Kopia zapasowa generowana przed usunieciem
zasobu.

W pliku .zip znajduja si¢ nastgpujgce pliki:
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ACS Folder ten zawiera podstawowe pliki bazy danych
ACS.FDB,ACS LOGS.FDBoraz ACS
RECORDINGS. FDB.

Sktadniki Ten folder jest dostepny tylko w przypadku uzywania
sktadnika. Na przyktad AXIS Camera Station Secure
Entry lub Inteligentne wyszukiwanie.

e ACMSM: Folder ten zawiera plik bazy danych
programu AXIS Camera Station Secure Entry
SecureEntry.db oraz zdjecia posiadaczy
kart.

® smartsearch: Folder ten zawiera plik bazy
danych inteligentnego wyszukiwania
smartSearch-backup-
yyyyMMddHHmmssfff.sglite3.

backup summary.json Te pliki zawieraja doktadniejsze informacje o kopii
zapasowe;.

_cluster yyyyMMddHHmmssfff. Plik ten zawiera logiczng kopi¢ zapasowg klastra bazy

dbcbackup danych PostgreSQL, ktory obejmuje dane dotyczace

catego klastra, takie jak role i tablice.

Konserwacyjne kopie zapasowe

Okresl folder kopii zapasowych do przechowywania konserwacyjnych kopii zapasowych na karcie Database
(Baza danych), zob. Ustawienia bazy danych, on page 196. Konserwacyjna kopia zapasowa zawiera podstawowe
pliki bazy danych, z ktorych kazdy znajduje sie w osobnym folderze PreMaintenance YYYY-MM-DD-HH-
mm-SSSS.

Ta funkcja moze by¢ wywotywana na rozne sposoby:

* Automatycznie po aktualizacji AXIS Camera Station 5.

®  Porecznym uruchomieniu narzedzia do konserwacji bazy danych w aplikacji AXIS Camera Station 5
Service Control. Patrz Konserwacja bazy danych, on page 198.

* Automatycznie przez zaplanowane zadanie konserwacji bazy danych skonfigurowane w harmonogramie
zadan systemu Windows. Patrz Narzedzia, on page 199.

Reczne tworzenie kopii zapasowej

Uwaga
Recznie tworzona kopia zapasowa moze zawiera¢ kopie tylko podstawowych plikow bazy danych. Nie
obejmuje ona plikow baz danych sktadnikow, na przyktad pliku bazy danych funkcji Inteligentne
wyszukiwanie.

Kopie zapasowa mozna utworzy¢ manualnie, korzystajac z dwoch sposobow:

® Opcja 1: Przejdz do folderu C: \ProgramData\AXIS Communications\AXIS Camera
Station Server i wykonaj kopie plikdw bazy danych. Nastepnie wykonaj kopi¢ zapasowg klastra
bazy danych PostgreSQL:

1. Otworz terminal jako administrator w katalogu, w ktérym chcesz zapisac¢ kopi¢ zapasowa.

2. Uruchom C:\Program Files\Axis Communications\AXIS Camera Station
\Core\DbConsole\DbConsole.exe" backup —cluster

3. Kopia zapasowa zapisywana jest w folderze o nazwie yyyyMMddHHmmssfff w katalogu, w
ktérym otworzyte$ terminal.
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Opcja 2: Wygeneruj raport systemowy zawierajgcy wszystkie bazy danych i skopiuj pliki kopii zapasowe]
bazy danych. Pamigtaj o zaznaczeniu opcji Include all databases (Uwzglednij wszystkie bazy danych).
Patrz Raport systemowy, on page 180.

Przywracanie bazy danych

Jezeli baza danych zostanie utracona wskutek awarii sprzetu lub innych problemdw, mozna jg przywrocic¢ z
jednej z zapisanych kopii zapasowych. Domyslnie system przechowuje pliki kopii zapasowej przez 14 dni. Aby
uzyska¢ wiecej informacji o tworzeniu kopii zapasowych baz danych, patrz Przygotuj kopie zapasowg bazy
danych, on page 196.

Uwaga

Baza danych nie przechowuje nagran. Przejdz do menu Configuration > Storage (Konfiguracja > Zasdb) i
okresl lokalizacje, w ktorej nagrania majg by¢ przechowywane. Kopie zapasowe nagran muszg zosta¢
wykonane osobno.

Aby przywroéci¢ baze danych:

1.

Przejdz do aplikacji AXIS Camera Station 5 Service Control i kliknij przycisk Stop (Zatrzymaj), aby
zatrzymac ustuge.

Przejdz do plikow kopii zapasowych bazy danych. Patrz Przygotuj kopie zapasowq bazy danych, on page
196.

Wyodrebnij pliki.

Przywroé klaster bazy danych PostgreSQL:

4.1.  Otwdrz terminal jako administrator w wyodrebnionym katalogu.

4.2. Uruchom "C:\Program Files\Axis Communications\AXIS Camera Station

\Core\DbConsole\DbConsole.exe" restore -backup-file cluster
yyyyMMddHHmmssfff.dbcbackup

4.3. Nacisnij y, gdy pojawi si¢ monit o potwierdzenie, ze masz zaufanie do zrédta pliku kopii
zapasowe;.

W wyodrebnionym folderze skopiuj nastepujgce pliki bazy danych z ACS do C: \ProgramData
\AXIS Communications\AXIS Camera Station Server\.
- ACS.FDB - ten plik trzeba skopiowa¢, aby w ogdle mozna byto przywrdci¢ baze danych.

- ACS_LOGS.FDB - skopiuj ten plik, jezeli chcesz przywroci¢ dzienniki.
- ACS_RECORDINGS.FDB - skopiuj ten plik, jesli chcesz przywroci¢ nagrania.

Jezeli uzywasz programu AXIS Camera Station Secure Entry, skopiuj plik SecureEntry.db z
Components > ACMSM do C: \ProgramData\Axis Communications\AXIS Camera
Station\Components\AXIS Secure Entry.

Jezeli uzywasz inteligentnego wyszukiwania, skopiuj plik smartSearch-backup-yyyMMddHHmmssfff.
sqlite3 z smartsearch do C:\ProgramData\Axis Communications\AXIS Camera
Station\Components\AXIS Smart Search\data i zmien jego nazwe na smartSearch.
sqlite3.

Wro¢ do aplikacji AXIS Camera Station 5 Service Control i kliknij przycisk Start (Rozpocznij), aby
uruchomic¢ ustuge.

Konserwacja bazy danych

Przeprowadz konserwacje bazy danych po wystapieniu alarmu Database maintenance is required
(Wymagana jest konserwacja bazy danych) lub po nieoczekiwanym wytgczeniu systemu, na przyktad na skutek
awarii zasilania.

Aby rozpoczac¢ konserwacj¢ bazy danych, zobacz Narzedzia, on page 199.
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Uwaga
AXIS Camera Station Secure Entry wykorzystuje narzedzie DB Janitor do monitorowania plikow bazy danych i
ich zmniejszania w razie potrzeby. W rzadkich przypadkach wymuszonego zmniejszania rozmiaru system
kontroli dostepu staje sie tymczasowo niedostepny.

Najwazniejsze praktyki dotyczace baz danych

Aby unikna¢ problemow, pamigtaj o nastepujacych kwestiach:

Sprawdzaj dysk pod katem btedow - Btedy dysku mogg powodowa¢ uszkodzenie bazy danych. Uzywaj narzedzi
takich jak chkdsk (Sprawdz dysk, znane rowniez pod nazwg Sprawdzanie btedow) do wyszukania uszkodzonych
sektorow na dysku twardym zawierajgcym baz¢ danych. Uruchamiaj narzedzie chkdsk regularnie.

Oprogramowanie antywirusowe a zewnetrzne kopie zapasowe - Nie wigczaj skanowania anytywirusowego
bazy danych, poniewaz niektore programy antywirusowe uszkadzajg bazy danych. Jezeli uzywasz zewnetrznego
systemu przechowywania kopii zapasowych, nie tworz kopii zapasowych biezgcej ani aktywnej bazy danych.
Zamiast tego utworz kopi¢ zapasowg z plikdw w folderze zawierajgcym kopie zapasowe.

Awaria zasilania - Nieoczekiwane wyfgczenie komputera, na przyktad spowodowane awarig zasilania, moze
uszkodzi¢ baze danych. W krytycznych instalacjach stosuj zasilacze awaryjne (UPS).

Brak miejsca na dysku - Baza danych moze sie uszkodzi¢ wskutek braku miejsca na dysku twardym. Aby tego
unikngé, zainstaluj serwer AXIS Camera Station 5 na komputerze z wystarczajgcg iloscig pamieci. Wymagania
sprzetowe mozna znalez¢ tutaj: axis.com/products/axis-camera-station/hardware-guidelines.

Uszkodzona pamig¢ RAM - Regularnie uruchamiaj narzedzie Diagnostyka pamigci systemu Windows, ktore
szuka ewentualnych btedéw w pamigci operacyjnej.

Narzedzia

W aplikacji AXIS Camera Station 5 Service Control wybierz Modify settings (Modyfikuj ustawienia) i kliknij
karte Tools (Narzedzia), aby rozpoczac¢ konserwacje bazy danych i utworzyé¢ czesciowe raporty systemowe.

Narzedzie konserwacji bazy danych

®  Otworz aplikacje AXIS Camera Station 5 Service Control.
e Kliknij Tools (Narzedzia).
* W obszarze Database maintainer (Narzgdzie konserwacji bazy danych) kliknij Run (Uruchom).

e  Zostanie wySwietlony szacowany czas przestoju. Kliknij przycisk Yes (Tak), aby kontynuowac.
Uruchomionego procesu nie mozna anulowac. Serwer
Uwaga

e AXIS Camera Station 5 i wszystkie biezgce nagrania sg zatrzymywane na czas konserwacji. Po
zakonczeniu konserwacji serwer uruchamia sie automatycznie.

® Podczas konserwacji nie nalezy wytgcza¢ komputera.

® Do przeprowadzenia konserwacji bazy danych trzeba mie¢ uprawnienia administratora na komputerze z
systemem Windows.

e Jezeli konserwacja nie jest w stanie przywrdcic¢ bazy danych, skontaktuj sie z dziatem pomocy
technicznej Axis.

Koniecznie przeprowadz konserwacje¢ bazy danych w reakcji na alarm ,Wymagana jest konserwacja bazy
danych” albo jesli system nieoczekiwanie wytaczy sie, na przyktad po awarii zasilania.

Mozna réwniez zaplanowa¢ automatyczne uruchamianie konserwacji bazy danych. W tym celu w systemie
Windows w narzedziu Harmonogram zadan nalezy wtgczy¢ zadanie ,, AXIS Camera Station 5 Database
Maintenance” (Konserwacja bazy danych). Mozna edytowac ustawienia wyzwalacza, aby ustawic kiedy i jak
czesto ma byc¢ uruchamiana konserwacja bazy danych.

Raport systemowy
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Czesciowy raport systemowy jest plikiem .zip, ktéry zawiera parametry i pliki dziennika, pomagajgce dziatowi
pomocy technicznej Axis zbada¢ zgtoszony problem. Przy kontaktowaniu si¢ z dziatem wsparcia technicznego

zawsze dofgczaj raport systemowy. Aby wygenerowac petny raport systemowy, wybierz kolejno

> Help

(Pomoc) > System report (Raport systemowy) w kliencie AXIS Camera Station 5.

Aby utworzy¢ czeSciowy raport systemowy:

1. Kliknij przycisk Run (Uruchom).

2. Wybierz i wprowadz wymagane informacje w oknie dialogowym.

3. Kliknij Generate report (Generuj raport).

Narzedzie raportu systemowego

Nazwa pliku

Wprowadz nazwe pliku raportu systemowego.

Folder

Wybierz lokalizacj¢ zapisu raportu systemowego.

Automatically open folder when report is ready
(Automatycznie otworz folder, kiedy raport bedzie
gotowy)

Ta opcja automatycznie otwiera folder, kiedy raport
systemowy bedzie gotowy.

Include database file in report (Dotacz plik bazy
danych do raportu)

Wybierz w celu uwzglednienia bazy danych w
raporcie systemowym. Baza danych AXIS Camera
Station 5 zawiera informacje o nagraniach i dane
niezbedne do prawidtowego dziatania systemu.

Rejestracja ruchu sieciowego

e  Kliknij tacze, aby pobra¢ aplikacje analizatora protokotéw sieciowych.

® Po jej zainstalowaniu kliknij Start, aby uruchomi¢ aplikacje.
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Informacje dotyczgce tego przewodnika

Niniejszy przewodnik to zbior probleméw zwigzanych z AXIS Camera Station 5 i sposobdw ich rozwigzywania.
UmiesciliSmy informacje o problemach w powigzanych z nimi tematach, aby utatwic znalezienie tego, czego
szukasz; tematem moze by¢ na przyktad dzwiek lub podglad na zywo. Obok kazdego problemu znajdziesz opis
jego rozwigzania.

Wigcej informacji
Odwiedz axis.com/support, aby uzyska¢ odpowiedzi na

e (zesto zadawane pytania
* Wymagania sprz¢towe
e  Aktualizacje oprogramowania

e Samouczki, materiaty szkoleniowe i inne uzyteczne informacje
Ustuga AXIS Camera Station 5
Ustuga AXIS Camera Station 5 cz¢sto uruchamia si¢ ponownie

Serwer moze by¢ przecigzony, co wydtuza kolejke zadan i zagraza integralnosci bazy danych.

® W sekcji zarzgdzania zasobami systemu nalezy sprawdzi¢, czy AXIS Camera Station 5 lub jakakolwiek
inna aplikacja korzysta z duzej liczby zasobow.

®  Uruchom narzedzie do konserwacji bazy danych — zob. Konserwacja bazy danych w instrukeji obstugi
aplikacji AXIS Camera Station 5.

Jesli zadne z powyzszych, skontaktuj si¢ z pomocg techniczng Axis. Przejdz do Proces eskalacji, on page 216.
Urzgdzenia w systemie VMS

Typowe problemy

Nie mozna nawigza¢ kontaktu z kamerg

System VMS nie moze nawigza¢ potaczenia z kamera. 1. Upewnij si¢, ze kamera ma pofgczenie
Kamery widoczne na liscie nie zostaty dodane. sieciowe, jest zasilanie i ze dziata.

2. Wybierz kolejno opcje Configuration > Add
devices (Konfiguracja > Dodaj urzadzenia) i
sprobuj ponownie dodac¢ kamere.

Instalacja zostata anulowana

Operacja instalacji zostata anulowana przez Aby dodac¢ kamery, wybierz kolejno opcje
uzytkownika. Kamery widoczne na liscie nie zostaty Configuration > Add devices (Konfiguracja > Dodaj
dodane. urzadzenia).
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Niepowodzenie ustawiania hasta na kamerze

Nie mozna ustawi¢ hasta dostepu do kamer 1. Aby recznie ustawi¢ hasto, przejdz do
widocznych na liscie. Configuration > Devices > Management
(Konfiguracja > Urzadzenia > Zarzadzanie).

2. Kliknij kamere prawym przyciskiem myszy i
wybierz User Management > Set password
(Zarzadzanie uzytkownikami > Ustaw hasto).

Nie mozna doda¢ urzadzenia

Jesli urzadzenie byto uzywane w innym systemie, zanim zostato dodane do AXIS Camera Station 5:

e  Zastosuj ustawienia fabryczne urzadzenia.

Jesli urzadzenia nadal nie mozna doda¢ do systemu VMS, sprobuj doda¢ je do aplikacji AXIS Device Manager.
Mozliwe jest dodanie innego modelu urzgdzenia niz wybrany:

®  Jesli urzadzenie jest nowym produktem lub ma nowo wydane oprogramowanie sprz¢towe, moze
wystepowac problem ze zgodnoscig. Upewnij sie, ze korzystasz z najnowszej wersji oprogramowania
AXIS Camera Station 5.

Jesli nie mozna doda¢ innego modelu urzadzenia:

®  Rozwigz problemy z kamerg, zobacz na stronie axis.com/support/troubleshooting.

Nie mozna zaktualizowa¢ oprogramowania sprzetowego urzadzenia za pomoca AXIS Camera
Station 5

Aktualizacja kamery z poziomu interfejsu WWW nie jest mozliwa:

e Rozwigz problemy z kamerg, zobacz na stronie axis.com/support/troubleshooting.
Nie mozna zaktualizowa¢ oprogramowania sprzetowego dla wszystkich urzadzen:

® Upewnij sig, ze potgczenie sieciowe jest aktywne.

e  Jesli nie chodzi o problem z siecig, skontaktuj sie z pomocg techniczng Axis. Przejdz do Proces eskalacji,
on page 216.

Nie mozna zaktualizowa¢ oprogramowania sprzetowego konkretnych modeli:

® By¢ moze wystepuje problem ze zgodnoscig, skontaktuj sie z dziatem pomocy technicznej Axis. Przejdz
do Proces eskalacji, on page 216.

Nie znaleziono urzadzen

System zarzadzania materiatem wideo automatycznie wyszukuje w sieci podtgczone kamery i enkodery wideo,
ale nie moze znalez¢ zadnych kamer.

e Upewnij sig, ze kamera jest potgczona z siecig i ma zasilanie.

o Jezeli klient, serwer lub kamery znajdujg sie w roznych sieciach, skonfiguruj ustawienia serwera proxy i
zapory.
- Jesli klient i serwer sg oddzielone serwerem proxy, zmien ustawienia proxy klienta. Zob. sekcje
Ustawienia proxy klienta w instrukcji obstugi aplikacji AXIS Camera Station 5.

- Zmien NAT lub system zabezpieczen, jesli NAT lub system zabezpieczen oddziela klienta od
serwera. Upewnij sie, ze port HTTP, port TCP (Transmission Control Protocol) i port
strumieniowania okreslone w funkcjach sterowania programu AXIS Camera Station moga
przechodzi¢ przez system zabezpieczen lub przez NAT. Petna lista portow, p. sekcja Lista portow
z przeznaczeniem dla programu AXIS Camera Station 5.
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- Jesli serwer i urzagdzenia sg oddzielone serwerem proxy, zmien ustawienia proxy serwera.
Zapoznaj si¢ sekcjg Ustawienia proxy w rozdziale Informacje ogdine na temat sterowania
ustugami w instrukcji obstugi aplikacji AXIS Camera Station 5.

® Dodaj kamery manualnie — zob. sekcje Dodawanie urzqdzen w instrukcji obstugi aplikacji AXIS Camera
Station 5.

Powtarzajacy si¢ komunikat ,Ponowne potaczenie z kamerg za 15 s"

Mozliwe problemy:
®  Przecigzenie sieci.
® Kamera jest niedostepna. Upewnij sig, ze kamera jest potgczona z siecig i ma zasilanie.
o Wystepuja problemy z kartg graficzna.

Mozliwe rozwigzania problemow z kartg graficzna:
®  Zainstaluj najnowszy sterownik karty graficzne;.
® /mien karte graficzng na lepszg, ktéra ma wigcej pamigci wideo i wyzszg wydajnos¢.
®  Uzyj gtdwnego procesora komputera do renderowania wideo.

® Zmien ustawienia wideo i dzwieku, na przykfad optymalizujgc ustawienia profilu dla niskiej
przepustowosci.

Nagrania

Wiecej informacji o mozliwych problemach z wydajnoscig podczas nagrywania i odtwarzania obrazu, zob.
Podglgd na zywo, on page 205.

Typowe problemy

Nagrywanie ciggfe nie zostato wigczone

W kamerach widniejgcych na liscie nie zostato 1. Aby wyfgczy¢ nagrywanie ciggte, przejdz do

wigczone nagrywanie ciggfe. menu Configuration > Recording and events
> Recording method (Konfiguracja > Zapis i
zdarzenia > Metoda zapisywania).

2. Wybierz kamere i wigcz ustawienie

Continuous (Ciagty).
Nie mozna nagrywac¢ na okreslonym nape¢dzie
System nie moze skonfigurowa¢ pamigeci masowe;j 1. Aby uzy¢ innej pamieci masowej, wybierz
nagran. kolejno opcje Configuration > Storage >

management (Konfiguracja > Pamigé
masowa > Zarzgdzanie).

2. Dodaj zasdb pamigci i skonfiguruj jego
ustawienia dla kamer.

Niepowodzenie instalacji aplikacji AXIS Video Content Stream

Ten komunikat o btedzie jest wyswietlany w razie 1. Aby zainstalowac¢ aplikacje recznie, wybierz
niemoznosci zainstalowania aplikacji AXIS Video kolejno opcje Configuration > Devices >
Content Stream w kamerze, ktéra jg obstuguje. Management (Konfiguracja > Urzadzenia >

Zarzadzanie).
2. Zaznacz kamere i kliknij &
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Nagrywanie nie rozpoczyna si¢

Jesli nagrywanie nie zacznie si¢ lub nie zatrzyma po kilku sekundach, oznacza to, ze dysk jest zapetniony lub ze
jest na nim zbyt duzo danych.

¢ Naarkuszu konfiguracji serwera w obszarze Recording Storage (Pamig¢ masowa nagran) sprawdz, czy
jest wolne miejsce i czy nie ma na nim kolidujgcych danych.

e Zwigksz limit zasobu dla VMS.
®  Przypisz wiecej miejsca do puli zasobu. Zob. sekcje Konfiguracja pamieci masowej w instrukcji obstugi
aplikacji AXIS Camera Station 5.

Przerwy w nagrywaniu podczas ciggtego nagrywania
Wraz z przerwami alarmy z etykietg Recording errors (Btedy nagrywania). Przerwy w nagrywaniu moga wynika¢
z roznych przyczyn, takich jak:

® Przecigzenie serwera

® Problem zsiecig

®  Przecigzenie kamery

®  Przecigzenie dysku

Sprawdz, czy przerwy w nagrywaniu wystepujg we wszystkich kamerach. Jesli nie wystepuje we wszystkich
kamerach, moze to oznacza¢ przecigzenie konkretnej kamery. Aby znalez¢ przyczyng, odpowiedz na nastepujgce
pytania:

e Jak czesto wystepuja przerwy? (co godzine czy codziennie?)
e Jak dtuga jest przerwa? (Trwa sekundy, czy godziny?)
e 0O ktorej godzinie pojawia si¢ przerwa?

Mozliwe rozwigzania:

* W menedzerze zadan serwera sprawdz, czy system wykorzystuje jeden z zasobow sprzetowych w sposéb
bardziej intensywny niz zwykle. Jesli dysk wykazuje oznaki nadmiernego przecigzenia, dodaj wigcej
dyskow i ustaw w kilku kamerach zapisywanie nagran na nowych dyskach.

e Qgranicz ilos¢ danych zapisywanych na dysku (ustawienia wideo, strumien ZIP, FPS, rozdzielczos¢). Wez
pod uwage przepustowosc¢ szacowang przez AXIS Site Designer, zob. axis.com/support/tools/axis-site-
designer.

Wiecej informacji znajduje sie¢ w rozdziale Jakos¢ widoku na Zywo i odtwarzania, on page 205.
Nie mozna odtwarza¢ eksportowanych zapisow

Jezeli program Windows Media Player nie odtwarza eksportowanych zapisow, sprawdz format pliku. Do
odtwarzania nagran wyeksportowanych najlepiej jest uzywac programu Windows Media Player (.asf) lub AXIS
File Player (.asf, .mp4, .mkv).

Aby uzyska¢ wigcej informacji, zobacz Odtwarzanie i weryfikowanie wyeksportowanych nagran w instrukcji
obstugi aplikacji AXIS Camera Station 5.

Uwaga
AXIS File Player automatycznie otwiera wszystkie nagrania znajdujace sie w tym samym folderze co

odtwarzacz.

Znikajace nagrania

Nagrania sg zachowywane tylko przez okreslong liczbe dni. Aby zmienic te liczbe dni, wybierz kolejno opcje
Configuration > Storage > Selection (Konfiguracja > Pamig¢ masowa > Wybor).

Jezeli pamie¢ zostanie zapetniona, nagrania bedg usuwane przed uptywem ustawionej liczby dni.
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Aby unikna¢ zapetnienia zasobu pamigci, sprobuj nastepujgce rozwigzania:
® Dodaj wigcej pamigci masowej. Wybierz kolejno opcje Configuration > Storage > Management
(Konfiguracja > Pamie¢ masowa > Zarzadzanie).

® Zmien ilosci miejsca w pamieci masowe] przydzielonej dla AXIS Camera Station 5. Wybierz kolejno opcje
Configuration > Storage > Management (Konfiguracja > Pamie¢ masowa > Zarzadzanie).

® /mniejsz rozmiar nagrywanych plikow, zmieniajgc na przyktad rozdzielczos¢ lub poklatkowos¢. Wybierz
kolejno opcje Configuration > Devices > Stream profiles (Konfiguracja > Urzadzenia > Profile
strumieni).

- Uzyj formatu wideo w formacie H. 264, aby nagranie, format M-JPEG wymaga znacznie wiecej
miejsca na pamiec.

- Aby dodatkowo zmniejszy¢ rozmiary nagran, nalezy uzy¢ Zipstream firmy.
Problemy z zapisem awaryjnym

Zapis awaryjny nie jest nagrywany na serwerze po przywraceniu potaczenia.

Przyczyna Rozwigzanie

Przepustowos¢ sieci taczacej kamere z serwerem jest | Zwigksz przepustowos¢ sieci
niewystarczajgca do przestania nagrania.

W okresie braku pofgczenia kamera nie zapisywata ®  Zobacz raport serwera kamery. Zobacz na
nagran na karcie SD. stronie axis.com/support/troubleshooting.

e Upewnij sie, ze karta SD dziata prawidtowo i
s3 na niej nagrania.

Czas kamery zmienit si¢ lub przesunat od momentu ® Pamietaj o koniecznosci zsynchronizowania
zerwania potaczenia. NTP na potrzeby przysztych nagran.

®  /synchronizuj czas kamery z serwerem lub
skonfiguruj ten sam serwer NTP w kamerze,
CO na serwerze.

Zapis awaryjny w AXIS Camera Station 5 nie dziata w nastgpujacych scenariuszach:

® Kontrolowane wytgczenia serwerow.

®  Krotkie przerwy w pofgczeniu trwajgce mniej niz 10 sekund.
Podglad na zywo
Jakos¢ widoku na zywo i odtwarzania

W tej sekcji opisano mozliwe rozwigzania w przypadku utraty klatek lub problemdw graficznych w kliencie AXIS
Camera Station 5.
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Urzadzenie klienckie

Sprawdz, czy sterowniki karty
graficznej lub karty sieciowej sg
aktualne.

Sprawdz liczbe monitorow

1. Otworz narzedzie diagnostyczne DirectX (wyszukaj dxdiag na
komputerze).

2. Sprawdz w witrynie producenta urzadzenia, czy masz najnowszy
sterownik dla uzywanego systemu operacyjnego.

3. Sprawdz, czy aplikacje kliencka i serwera dziatajg na tym samym
komputerze.

4. Sprobuj uruchomic klienta na dedykowanym komputerze.

W przypadku korzystania z wewnetrznej karty graficznej nie zalecamy
uzywania wigcej niz dwoch monitoréw na karte graficzna.

1. Otworz narzedzie diagnostyczne DirectX (wyszukaj dxdiag na
komputerze)

2. Upewnij sig, ze AXIS Camera Station 5 obstuguje dedykowang
karte graficzng — zob. axis.com/products/axis-camera-station/
hardware-guidelines.

Uwaga
Nie mozna uruchomi¢ klienta na maszynie wirtualne;.

Podtaczone urzadzenia

Wiele klientdw potaczonych w
tym samym czasie

Zaleznie od typowego zastosowania sprawdz, czy system spetnia jego
wymagania i postepuj zgodnie ze wskazéwkami dotyczacymi sprzgtu.
Patrz axis.com/products/axis-camera-station/hardware-guidelines.

Kamera jest podtgczona do
innego systemu zarzadzania
materiatem wizyjnym niz AXIS
Camera Station 5

Odfgcz kamere od innego klienta i ustaw jg jako domysing, zanim ja
potaczysz z AXIS Camera Station 5.

Jedna kamera wykorzystuje wiele
roznych strumieni, zwtaszcza
wysokiej rozdzielczosci:

Moze to by¢ problem, zwtaszcza w przypadku niektdrych kamer z linii M.

® /mien strumien na ten sam profil strumieniowania lub ustaw
nizszg rozdzielczos¢. Zob. Profile strumieni w instrukcji obstugi
aplikacji AXIS Camera Station 5.

Przecigzenie serwera

Nietypowe uzycie procesora/
pamieci RAM rownolegle z
wystepowaniem problemu

Upewnij si¢, ze w tym samym czasie nie jest uruchomiona zadna inna
aplikacja korzystajaca z procesora/pamieci RAM.

Problem z siecig

Nietypowe wykorzystanie
przepustowosci rownolegle z
wystepowaniem problemu

Upewnij si¢, ze w tym samym czasie nie jest uruchomiona zadna inna
aplikacja korzystajgca z przepustowosci

Wystarczajgca przepustowosé/
zdalna lub lokalna sie¢

e Zapoznaj si¢ z topologig sieci.

® Sprawdz stan dowolnego urzadzenia sieciowego, np. przetacznika,
routera, karty sieciowej i kabla, uzywanych migdzy kamerami,
serwerem i klientem.
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Brak wideo w podgladzie na zywo

W podgladzie na zywo nie ma obrazu ze znanej kamery.

* Nalezy wytaczy¢ dekodowanie sprzetowe. Dekodowanie sprzetowe wigcza sie domysinie — zob. sekcje
Dekodowanie sprzetowe w rozdziale Strumieniowanie w instrukeji obstugi aplikacji AXIS Camera Station
5.

Inne mozliwe rozwigzania:
®  Jesli nie widzisz podgladu na zywo w interfejsie WWW lub jesli interfejs WWW nie dziata, sprobuj
procedury rozwigzywania probleméw z kamera. Przejdz do axis.com/support/troubleshooting.
e Utworz raport o serwerze kamer, przejdz do axis.com/support/troubleshooting .
e  Jesli masz zainstalowany program antywirusowy, moze on blokowa¢ transmisje na zywo.
e Zezwdl na foldery i procesy AXIS Camera Station 5 — zob. Czesto zadawane pytania.

®  Upewnij sig, ze zapora nie blokuje potaczen na niektdrych portach — zob. Informacje ogdlne na temat
sterowania ustugami w instrukcji obstugi aplikacji AXIS Camera Station 5.

®  Upewnij si¢, ze zostato zainstalowane Srodowisko pulpitu dla obstugiwanych wersji systemu Windows
Server. Zob. Zaplanowany eksport w instrukcji obstugi aplikacji AXIS Camera Station 5.

®  Upewnij sig, ze strumien o nizszej rozdzielczosci dziata.
Jesli zadne z opisanych powyzszej rozwigzan nie pomoze, zgto$ si¢ do dziatu pomocy technicznej Axis, przejdz do
Proces eskalacji, on page 216.
Przechowywanie

Pamig¢ sieciowa jest nieosiggalna

W przypadku uzywania lokalnego konta systemowego do logowania sie w aplikacji AXIS Camera Station 5
Service Control nie mozna doda¢ sieciowej pamigci masowej, ktéra ma powigzania z folderami udostepnionymi
na innych komputerach.

Aby zmieni¢ konto logowania do ustugi:
1.  Otworz Windows Control Panel (Panel sterowania w systemie Windows).
Wyszukaj ,Services".
Kliknij View local services (Wyswietl ustugi lokalne).
Kliknij prawym przyciskiem myszy AXIS Camera Station 5 i wybierz opcje Properties (Wiasciwosci).

Przejdz do karty Log on (Logowanie).

ISR L T

Zamiast opcji Local System account (Lokalne konto systemowe) zaznacz opcje This account (To
konto).

7. Zaznacz uzytkownika z dostepem do ustugi Windows Active Directory.
Sieciowy zasob pamieci jest niedostepny

Upewnij sig, ze komputer i serwer, na ktérych dziata oprogramowanie do zarzgdzania materiatem wizyjnym,
nalezg do tej samej domeny, co sieciowy zasdb pamigci.

Nie mozna nawigza¢ potaczenia z sieciowg pamig¢cig masowa przy uzyciu nowej nazwy uzytkownika
i hasta

Jezeli sieciowa pamie¢ masowa wymaga uwierzytelniania, to przed zmiang nazwy uzytkownika i hasta trzeba
koniecznie roztgczy¢ jej wszystkie istniejgce pofgczenia.

Aby zmieni¢ nazwe uzytkownika i hasto dostepu do pamieci masowej, a nastepnie ponownie nawigzac z nig
potaczenie:
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1. Roztacz wszystkie istniejgce potgczenia sieciowej pamigeci masowe;.

2. Zmien nazwe uzytkownika i hasto.

3. Wybierz kolejno opcje Configuration > Storage > Management (Konfiguracja > Pami¢¢ masowa >
Zarzadzanie) i ustandw potgczenie z sieciowg pamiecig masowg za pomocg nowej nazwy uzytkownika i
hasta.

Detekcja ruchu

Typowe problemy

Instalacja aplikacji AXIS Video Motion Detection nie powiodta sie

Nie mozna zainstalowa¢ aplikacji AXIS Video Motion ~ Wiecej informacji o manualnym instalowaniu
Detection 2 lub 4. Do nagrywania wyzwalanego aplikacji, zob. Instalowanie aplikacji kamery w
ruchem bedzie uzywana wbudowana funkcja detekcji  instrukcji obstugi aplikacji AXIS Camera Station 5.
ruchu.

Pobierania biezacej wersji aplikacji Motion Detection nie powiodto si¢

System zarzgdzania materiatem wizyjnym nie moze Wiecej informacji o manualnym instalowaniu
pobra¢ parametrow detekcji ruchu z kamery. Do aplikacji, zob. Instalowanie aplikacji kamery w
nagrywania wyzwalanego ruchem bedzie uzywana instrukeji obstugi aplikacji AXIS Camera Station 5.

wbudowana funkcja detekeji ruchu.

Detekcja ruchu nie jest skonfigurowana

Nie mozna skonfigurowa¢ detekcji ruchu w kamerach 1. Aby recznie skonfigurowa¢ funkcjonalnosé¢

wymienionych na liscie. wykrywania ruchu, wybierz kolejno opcje
Configuration > Recording and events >
Recording method (Konfiguracja > Zapis i
zdarzenia > Metoda zapisywania).

2. Zaznacz kamere i kliknij Motion settings
(Ustawienia ruchu), aby skonfigurowa¢
detekcje ruchu.

Detekcja ruchu nie jest wigczona

W kamerach wymienionych na liscie nie wtgczono 1. Wybierz kolejno opcje Configuration >

nagrywania ruchu. Recording and events > Recording method
(Konfiguracja > Zapis i zdarzenia > Metoda
zapisywania).

2. Zaznacz kamerg i wigcz opcje Motion
detection (Detekcja ruchu), aby wtaczy¢
nagrywanie wykrytego ruchu.

Funkcja detekcji ruchu wykrywa za duzo lub za mato poruszajacych si¢ obiektow

W tej czesci opisano mozliwe rozwigzania w przypadku wiekszej lub mniejszej liczby detekcji w nagraniach
zwigzanych z funkcjg Video Motion Detection.

Wyreguluj ustawienia wykrywania ruchu

Mozna wybra¢ ustawienia ruchu, aby ustawi¢ obszar detekcji poruszajgcych sie obiektow.
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1. Wybierz kolejno opcje Configuration > Recording and events > Recording method (Konfiguracja >
Zapis i zdarzenia > Metoda zapisywania).

2. Zaznacz kamere i wybierz polecenie Motion Settings (Ustawienia ruchu).

3. Woybierz ustawienia zgodnie z oprogramowaniem sprzetowym kamery.

Aplikacje AXIS Video Motion Detection 2 i 4 Mozna skonfigurowac obszar zainteresowania. Zob.
Edytowanie ustawien aplikacji AXIS Video Motion
Detection 2 i 4 w instrukgji obstugi aplikacji AXIS
Camera Station 5.

Whbudowana funkcja detekcji ruchu Mozna skonfigurowac¢ okna uwzgledniane i pomijane.
Zob. Edytowanie wbudowanej funkcji detekcji ruchu
w instrukcji obstugi aplikacji AXIS Camera Station 5.

Wyreguluj okres wyzwalacza

Czas wyzwalania jest przerwa pomiedzy kolejnymi wyzwalaczami. Uzyj tego ustawienia, aby zmniejszy¢ liczbe
nastepujacych po sobie zapiséw. Nagrywanie jest kontynuowane, jezeli w tym interwale wystgpi jakikolwiek
dodatkowy wyzwalacz. Okres wyzwalacza bedzie wtedy liczony od tego momentu.

Aby zmieni¢ okres wyzwalacza:

1. Wybierz kolejno opcje Configuration > Recording and events > Recording method (Konfiguracja >
Zapis i zdarzenia > Metoda zapisywania).

2. Zaznacz kamere.

3. W obszarze Advanced (Zaawansowane) ustaw Trigger period (Czas wyzwalania) w sekundach.
Dzwiek
Brak dzwigku w podgladzie na zywo
Jezeli w podgladzie na zywo nie ma dzwigku, wykonaj nastepujace czynnosci:

®  Upewnij sig, ze kamera ma funkcje obstugi dzwieku.

®  Upewnij sig¢, ze w komputerze jest zainstalowana karta dzwiekowa i czy jest ona uzywana.

®  Upewnij sig, ze uzywany profil zostat skonfigurowany do obstugi dzwieku.
®  Upewnij sig, ze uzytkownik ma prawa dostepu do dzwigku.
Konfigurowanie obstugi dzwigku w profilach
1. Wybierz kolejno opcje Configuration > Devices > Stream profiles (Konfiguracja > Urzadzenia > Profile
strumieni).
Zaznacz kamere.
W ustawieniach profilu wideo w polu Format zaznacz wartos¢ MPEG-4 lub H.264.
W obszarze Audio (Dzwigk) wybierz mikrofon z rozwijalnego menu Microphone (Mikrofon).
Z rozwijalnego menu Use microphone for (Uzyj mikrofonu przy) wybierz, kiedy ma by¢ uzywany dzwiek.
W razie potrzeby wybierz gtosnik menu rozwijanego Speaker (Gtosnik).
Kliknij OK.

N o o k& 0D

Sprawdzanie i zmienianie uprawnien dostepu uzytkownika

Uwaga
Aby wykonac te kroki, musisz mie¢ uprawnienia administratora do aplikacji AXIS Camera Station 5.
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2.
3.
4.

Przejdz do obszaru Configuration (Konfiguracja) > Security (Zabezpieczenia) > User permissions
(Uprawnienia uzytkownika).

Wybierz uzytkownika lub grupe.
Wybierz Audio listen (stuchanie audio) lub Audio speak (mdwienie audio)dla konkretnego urzadzenia.

Kliknij przycisk Apply (Zastosuj).

Brak dzwieku w sekwencjach

W profilach strumienia mozna wigczac¢ i wytgcza¢ dzwiek. Aby uzyska¢ wiecej informacji, zob. Profile strumieni
w instrukeji obstugi aplikacji AXIS Camera Station 5.

Brak dzwieku podczas odtwarzania

Dzwigk jest dostepny podczas odtwarzania, jezeli obstuga dzwigku byta wigczona w profilu uzywanym podczas
nagrywania.

Uwaga

Dzwiek nie dziata w materiatach wideo o kodowaniu M-JPEG. Wybierz inny format wideo.

Aby uzy¢ dzwieku w nagraniach:

1.

Wybierz kolejno opcje Configuration > Devices > Stream profiles (Konfiguracja > Urzadzenia > Profile
strumieni), aby ustawi¢ format wideo dla uzywanego profilu wideo.

Wybierz kolejno opcje Configuration > Recording and events > Recording method (Konfiguracja >
Zapis i zdarzenia > Metoda zapisywania).

Zaznacz kamere.
Wybierz skonfigurowany profil z menu rozwijanego Profile (Profil).

Kliknij przycisk Apply (Zastosuj).

Nagrania wyzwalane reqgutami

Aby wigczy¢ dzwiek w istniejgcej regule:

1.

o o &~ WD

Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i
zdarzenia > Reguly akgji).

Zaznacz regute i kliknij przycisk Edit (Edytuj).

Kliknij Next (Dalej), aby przejs¢ do Actions (Akcje).
Wybierz akcje Record (Nagrywanie) i kliknij Edit (Edycja).
Wybierz profil, w ktérym jest uzywana Sciezka dzwigkowa.

Kliknij przycisk Finish (Zakoncz), aby zapisac.

Logowanie

Nie mozna zalogowac¢ do serwera albo nawigza¢ z nim potaczenia

W tej czesci omowiono problemy z logowaniem i nawigzywaniem fgcznosci, ktore wystepujg w trakcie
ustanawiania potaczenia z jednym serwerem. Podczas logowania do wielu serwerow klient zostanie
uruchomiony, a stan potaczenia bedzie wyswietlany na pasku stanu. Aby uzyska¢ wiecej informacji o statusie
potaczenia, zob. Status pofgczenia w instrukeji obstugi aplikacji AXIS Camera Station 5.
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Nazwa uzytkownika
lub hasto s
niepoprawne

Kombinacja nazwy
uzytkownika i hasta jest
nieprawidtfowa do logowania
na wskazanym serwerze.

® Sprawdz pisownie lub uzyj innego konta.

®  Upewnij sig, ze uzytkownik ma prawa
dostepu do serwera AXIS Camera Station 5.

e Zegary serwera i klienta AXIS Camera
Station 5 muszg by¢ zsynchronizowane. W
przypadku uzytkownikow domenowych
zegar serwera domeny musi by¢
zsynchronizowany z serwerem i klientem.

e Uzytkownik, ktory nie zostat dodany do
serwera, a nalezy do lokalnej grupy
administratorow na serwerze, musi
uruchomi¢ klienta jako administrator.

®  Aby uzyskac¢ informacje o prawach dostepu
uzytkownikow, zob. Konfigurowanie
uprawnien uzytkownikow w instrukcji
obstugi aplikacji AXIS Camera Station 5.

Uzytkownik nie ma
uprawnien do
zalogowania si¢ na
serwerze

Uzytkownik nie moze
korzystac z aplikacji AXIS
Camera Station 5 na danym
serwerze.

Dodaj uzytkownika w oknie dialogowym
Uprawnienia uzytkownika.

Nie mozna
zweryfikowac
zabezpieczen
wiadomosci

Podczas konfigurowania
bezpiecznego potaczenia z
serwerem wystapit biad,
najprawdopodobnie]
spowodowany brakiem
synchronizacji czasu
komputera klienckiego lub
serwera.

Czasy UTC serwera i klienta musza by¢ odpowiednio
zsynchronizowane. Wyreguluj czas na kliencie i
serwerze w taki sposob, aby roznica miedzy nimi nie
przekraczata 3 godzin.

Brak kontaktu z
serwerem

Klient nie jest w stanie
ustanowic¢ pofgczenia z
serwerem.

®  Upewnij sig, czy serwer moze potgczyc si¢ z
siecig.

e Upewnij sig, ze komputer serwera jest
uruchomiony.

e Upewnij sig, ze zapora byfa poprawnie
skonfigurowana.

®  Sprawdz pisownie adresu serwera.

e Sprawdz ustawienia proxy klienta.

Brak odpowiedzi z
serwera

Klient moze si¢ potgczy¢ z
serwerem, ale zaden serwer
AXIS Camera Station 5 nie
jest uruchomiony.

Upewnij sig, ze taczysz sie z wiasciwym
komputerem i ze serwer AXIS Camera Station 5 jest
uruchomiony.

Klient nie moze
potaczyt sie z
serwerem

Klient nie moze potgczy¢ sie
z serwerem i zostanie
wyswietlony komunikat o
btedzie.

Upewnij sie, ze sie¢ jest poprawnie skonfigurowana:

e  Sprawdz, czy system operacyjny jest
obstugiwany. Aby uzyska¢ petng liste
obstugiwanych systemdw operacyjnych,
przejdz do informacji o wersji

® /poziomu aplikacji Service Control
sprawdz, czy serwer AXIS Camera Station 5
jest uruchomiony lub go uruchom w razie
potrzeby.
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Sprawdz, czy klient i serwer sg potgczone z

tg samg siecia.

- Jezeli nie, klient powinien uzywac¢
zewnetrznego adresu IP serwera.

Sprawdz, czy miedzy serwerem a klientem
jest serwer proxy.

- Skonfiguruj serwer proxy w
ustawieniach sterowania ustugami.

- Skonfiguruj ustawienie serwera
proxy klienta na stronie logowania,
wybierz opcje Change proxy
settings (Zmien ustawienia serwera
proxy).

- Skonfiguruj ustawienia serwera
proxy klienta w oknie Opcje
internetowe systemu Windows i
wybierz opcje domysing w oknie
Change Proxy settings (Zmien
ustawienia serwera proxy).

Nie mozna potagczy¢ sie  Wystapit nieznany bfad w

Z Serwerem

trakcie nawigzywania
potaczenia z serwerem.

Upewnij sie, ze adres i port serwera AXIS
Camera Station 5 sg prawidtowe.

Upewnij sig, ze zadna brama NAT, zapora
sieciowa ani oprogramowanie
antywirusowe nie blokujg potaczenia z
serwerem. Wiecej informacji:
Konfigurowanie zapory sieciowej w celu
umozliwienia dostepu do aplikacji AXIS
Secure Remote Access.

Skorzystaj z aplikacji AXIS Camera Station 5
Service Control, aby sprawdzi¢, czy serwer
jest uruchomiony.

- Otwoérz aplikacje AXIS Camera
Station 5 Service Control — zob.
AXIS Camera Station Service
Control w instrukcji obstugi aplikacji
AXIS Camera Station 5.

- Wyswietl stan serwera na karcie
General (Ogolne). Jesli serwer ma
stan Stopped (Zatrzymany), kliknij
Start , aby uruchomic serwer.

Nie mozna znalezé
serwera

Klient nie moze
zinterpretowac

wprowadzonego adresu jako

adresu IP.

Upewnij sig, czy serwer moze potgczyc si¢ z
sieci.

Upewnij si¢, ze adres i port serwera AXIS
Camera Station 5 sg prawidtowe.

Upewnij si¢, ze zadna brama NAT, zapora
sieciowa ani oprogramowanie
antywirusowe nie blokujg potaczenia z
serwerem. Wiecej informacji:
Konfigurowanie zapory sieciowej w celu
umozliwienia dostepu do aplikacji AXIS
Secure Remote Access.
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Wersje serwera i
klienta sg rézne

Klient ma nowszg wersje
AXIS Camera Station 5 niz
serwer.

Uaktualnij serwer, aby uzywat tej samej wersji, co
klient.

Serwer ma nowszg wersje
AXIS Camera Station 5 niz
klient.

Uaktualnij klienta, aby uzywat tej samej wersji, co
serwer.

Serwer nie moze
odpowiedzie¢ z powodu
problemow z wydajnoscia.

Nie mozna potaczy¢ sie
z serwerem. Serwer jest
zbyt zajety.

Upewnij sie, ze komputer serwera i sie¢ nie sg
przecigzone.

Lokalny serwer AXIS
Camera Station 5 nie
jest uruchomiony

Uzywasz opcji This computer
(Ten komputer) w celu
ustanowienia potaczenia, ale
zainstalowany serwer AXIS
Camera Station 5 nie jest

Uzyj aplikacji service control, aby uruchomi¢ AXIS
Camera Station 5, lub wybierz serwer zdalny, do
ktérego chcesz sie zalogowad.

uruchomiony.

Na tym komputerze nie
zainstalowano serwera
AXIS Camera Station 5.

Do potaczenia uzywasz

komputer), ale na tym
komputerze nie
zainstalowano serwera.

apletu This computer (Ten

Zainstaluj serwer AXIS Camera Station 5 lub
wybierz inny serwer.

Wybrana lista

serwerdw jest pusta potrzeby logowania byta

pusta.

Licencije

Problemy z rejestracja licencji

Lista serwerdéw wybrana na

Aby dodac¢ serwery do listy, kliknij Edit (Edytuj)
obok opcji wyboru listy serwerow.

Jezeli automatyczna rejestracja nie sie powiedzie, wyprobuj nastepujace rozwigzania:

e  Sprawdz, czy klucz licencyjny zostat wprowadzony poprawnie.

® /mien ustawienia serwera proxy klienta, aby zezwoli¢ aplikacji AXIS Camera Station 5 na dostep do

Internetu.

e  Zarejestruj licencje offline — zob. Licencja na system w trybie offline w instrukcji obstugi aplikacji AXIS

Camera Station 5.

® Zanotuj identyfikator serwera i aktywuj licencje AXIS Camera Station 5 z poziomu strony license-portal.

Ip.axis.com.

® Upewnij sig, ze czas serwera jest aktualny.
Uzytkownicy

Nie mozna odnalez¢ uzytkownikow domeny

Jezeli wyszukiwanie uzytkownika w domenie nie powiedzie si¢, zmien konto logowania do ustugi:

1. Otworz Windows Control Panel (Panel sterowania w systemie Windows).

Wyszukaj ,Services".

Kliknij View local services (Wyswietl ustugi lokalne).

2
3
4. Kliknij prawym przyciskiem myszy AXIS Camera Station 5 i wybierz opcj¢ Properties (Wtasciwosci).
5

Kliknij karte Log on (Logowanie).
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6. Zamiast opcji Local System account (Lokalne konto systemowe) zaznacz opcje This account (To

konto).

7. Zaznacz uzytkownika z dostepem do ustugi Windows Active Directory.

Bledy certyfikatow

AXIS Camera Station 5 nierozwigzany btad certyfikatu uniemozliwia komunikacje z urzagdzeniem.

Mozliwe bfedy

Certificate Not Found (Nie
znaleziono certyfikatu)

Jezeli zostat usuniety certyfikat
urzadzenia.

Jesli znasz przyczyne, kliknij Repair
(Napraw). Jezeli podejrzewasz
nieautoryzowany dostep, przed
przywroceniem certyfikatu
doktadnie zbadaj problem Kliknij
przycisk Advanced
(Zaawansowane), aby wyswietli¢
szczegoty certyfikatu. Mozliwe
przyczyny usuniecia certyfikatu:

® Urzadzenie zresetowano
do ustawien fabrycznych.

* Wyiaczono funkcje
bezpiecznej komunikacji
przy uzyciu protokotu
HTTPS.

* Nieuprawniona osoba
uzyskata dostep do
urzgdzenia i zmienita jego
ustawienia.

Niezaufany certyfikat

Certyfikat urzadzenia zostat
zmieniony poza AXIS Camera
Station 5. Moze to wskazywaé, iz
nieuprawniona osoba uzyskata
dostep do urzadzenia i zmienifa
jego ustawienia.

Jesli wiesz, jaka jest przyczyna,
kliknij polecenie Trust This Device
(Ufaj temu urzadzeniu). Jesli nie
znasz zrodta problemu, dowiedz
si¢, na czym polega problem,
zanim uznasz certyfikat za
zaufany. Kliknij przycisk Advanced
(Zaawansowane), aby wyswietli¢
szczegoty certyfikatu.

Brak hasta dla organu wydajacego certyfikat

Jesli w aplikacji AXIS Camera Station 5 znajduje sie urzad certyfikacji bez zapisanego hasta, pojawi sie ponizszy

alarm.

You need to provide a passphrase for the Certificate Authority certificate. (Nalezy poda¢ hasto dla
certyfikatu CA). Wigcej informacji znajduje si¢ w Podreczniku uzytkownika.

Istniejg trzy rozwigzania tego problemu:

®  Wiaczenie protokotu HTTPS na urzadzeniu

® Zaimportowanie istniejagcego CA

o Wygenerowanie nowego CA

Wiaczenie protokotu HTTPS na urzadzeniu:
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4.
5.

Przejdz do menu Configuration > Devices > Management (Konfiguracja > Urzadzenia > Zarzadzanie).

Na liscie kliknij prawym przyciskiem myszy, kliknij urzadzenie i wybierz opcje Security > HTTPS >
Enable/Update (Zabezpieczenia > HTTPS > Wigcz/Aktualizuj).

Kliknij przycisk Yes (Tak), aby potwierdzic.
Wprowadz hasto CA.
Kliknij OK.

Importowanie istniejacego CA:

1.

N o g k& W

Uwaga

Wybierz kolejno opcje Configuration > Security > Certificates > HTTPS (Konfiguracja > Zabezpieczenia
> Certyfikaty > HTTPS).

Witacz opcje Temporarily ignore certificate validation (Tymczasowo ignoruj potwierdzenie
certyfikatu).

W obszarze Certificate authority (Organ wydajgcy certyfikat (CA)) kliknij przycisk Import (Importuj).
Woisz hasto i kliknij przycisk OK.

Wybierz liczbe dni, przez jakg podpisane certyfikaty klientow/serwerdw pozostajg wazne.

Przejdz do menu Configuration > Devices > Management (Konfiguracja > Urzadzenia > Zarzadzanie).

Kliknij urzagdzenia prawym przyciskiem myszy i wybierz kolejno polecenia Zabezpieczenia > HTTPS >
Wigcz/Aktualizuj.

Wybierz kolejno opcje Configuration > Security > Certificates > HTTPS (Konfiguracja > Zabezpieczenia
> Certyfikaty > HTTPS) i wytacz opcje Temporarily ignore certificate validation (Tymczasowo ignoruj
potwierdzenie certyfikatu).

AXIS Camera Station 5 traci potaczenie z urzadzeniami, a niektdre sktadniki systemu uruchamiajg si¢
ponownie.

Aby umozliwi¢ aplikacji AXIS Camera Station 5 wygenerowanie nowego urzedu certyfikacji:

1.

Wybierz kolejno opcje Configuration > Security > Certificates > HTTPS (Konfiguracja > Zabezpieczenia
> Certyfikaty > HTTPS).

2. Wigcz opcje Temporarily ignore certificate validation (Tymczasowo ignoruj potwierdzenie
certyfikatu).

3. W obszarze Certificate authority (Organ wydajgcy certyfikat (CA)) kliknij przycisk Generate (Generuj).

4. Wopisz hasto i kliknij przycisk OK.

5. Wybierz liczbe dni, przez jakg podpisane certyfikaty klientow/serweréw pozostaja wazne.

6. Przejdz do menu Configuration > Devices > Management (Konfiguracja > Urzgdzenia > Zarzgdzanie).

7. Kliknij urzadzenia prawym przyciskiem myszy i wybierz kolejno polecenia Zabezpieczenia > HTTPS >
Wigcz/Aktualizuj.

8. Wybierz kolejno opcje Configuration > Security > Certificates > HTTPS (Konfiguracja > Zabezpieczenia
> Certyfikaty > HTTPS) i wytacz opcje Temporarily ignore certificate validation (Tymczasowo ignoruj
potwierdzenie certyfikatu).

Uwaga
AXIS Camera Station 5 traci potaczenie z urzadzeniami, a niektdre sktadniki systemu uruchamiajg si¢
ponownie.

Synchronizacja czasu

Ustuga Czas systemu Windows nie dziata

Czas systemu Windows i serwer NTP nie sg zsynchronizowane. Przyczyng moze by¢ brak mozliwosci potaczenia
sie ustugi Czas systemu Windows z serwerem NTP.
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®  Upewnij sig, ze serwer NTP jest online.
® Upewnij sig, ze ustawienia zapory sieciowej sg prawidtowe.
®  Upewnij sig, ze urzagdzenie znajduje si¢ w sieci, ktéra ma dostep do serwera NTP.

W celu uzyskania pomocy skontaktuj sie z administratorem systemu.
Wykryto réznice czasu w urzadzeniu

Urzgdzenie nie jest zsynchronizowane z czasem na serwerze. Nagranie ma sygnatur¢ czasowg momentu
odebrania przez serwer, a nie nagrania przez urzadzenie.

1. Wybierz kolejno opcje Configuration > Devices > Time synchronization (Konfiguracja > Urzgdzenia >
Synchronizacja czasu) i sprawdz przesuniecie wzgledem czasu na serwerze.

2. Jezeli przesuniecie wynosi ponad 2 sekundy:
2.1.  Wybierz Enable time synchronization (Wigcz synchronizacje¢ czasu).
2.2.  Upewnij sie, ze urzagdzenie ma dostep do wyznaczonego serwera NTP.
2.3.  Weczytaj ponownie urzadzenie w oknie Konfiguracja > Urzadzenia > Zarzadzanie.

3. Jezeli przesuniecie wzgledem czasu serwera nie przekracza 2 sekund, by¢ moze urzadzenie nie wysyfa
odpowiedniej ilosci danych niezbednych do synchronizowania czasu.

3.1.  Aby wytaczy¢ generowanie alarmdéw, wyczys¢ opcje Send alarm when the time difference
between server and device is larger than 2 seconds (Wyslij alarm, gdy réznica czasu migdzy
serwerem a urzadzeniem przekroczy 2 sekundy).

W celu uzyskania wsparcia skontaktuj sie z dziatem pomocy technicznej Axis.
Wsparcie techniczne

Wsparcie techniczne jest dostepne dla klientow majgcych licencjonowang wersje aplikacji AXIS Camera Station
5. Aby sie skontaktowa¢ z dziatem pomocy technicznej, wybierz kolejno - Help (Pomoc) > Online Support
(Wsparcie online) lub przejdz do strony axis.com/support.

Zalecamy, aby do zgtoszenia o pomoc techniczng dotgczy¢ raport systemowy i zrzut ekranu.

W celu utworzenia raportu systemowego wybierz kolejno
systemowy).

> Help (Pomoc) > System report (Raport

Proces eskalacji

W przypadku wystgpienia problemow, ktérych nie mozna rozwigzac za pomocg tego przewodnika, zgto$ problem
do internetowego punktu pomocy technicznej Axis, patrz Internetowy punkt pomocy technicznej Axis. Aby nasz
zespot pomocy technicznej mogt zrozumied i rozwigza¢ Twoj problem, musisz poda¢ nastepujace informacje:

®  Jasny opis, jak odtworzy¢ problem lub okolicznosci, w jakich wystepuje.
® Godzina i nazwa kamery lub adres IP, gdzie wystepuje problem.

e AXIS Camera Station 5 : raport systemowy generowany bezposrednio po wystgpieniu problemu. Raport
systemowy musi zosta¢ wygenerowany przez klienta lub serwer, na ktorym odtworzono problem.

®  Opcjonalne zrzuty ekranu lub nagrania ze wszystkich monitoréw, pokazujace problem. Podczas
wykonywania zrzutow ekranu/nagran wtacz funkcje naktadki debugowania.

* W razie potrzeby dotgcz pliki bazy danych. Aby przyspieszy¢ przesytanie, mozesz je poming¢.

Niektore problemy wymagaja podania dodatkowych informacji, ktorych zespot pomocy technicznej zazgda w
razie potrzeby.
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Uwaga

Jesli rozmiar pliku (na przyktad slad sieciowy lub plik bazy danych) przekracza 100 MB uzyj zaufanej ustugi

bezpiecznego udostepniania plikow.

Informacje dodatkowe

Dzienniki poziomu debugowania

Czasami uzywamy dziennikéw poziomu debugowania
do zebrania wigkszej ilosci informacji. Odbywa sie to
wytgcznie na zadanie inzyniera pomocy technicznej
firmy Axis. Instrukcje mozna znalez¢ w internetowym
centrum pomocy technicznej Axis.

Nakfadka debugowania podgladu na zywo

Czasami pomocne jest przekazanie zrzutéw ekranu z
danymi naktadki lub filmu pokazujgcego zmiany
wartosci w interesujgcym nas czasie. Aby doda¢ dane
naktadki, wykonaj nastepujgce czynnosci:

®  Nacisnij klawisze Ctrl + i raz, aby wyswietli¢
dane natozenia w podgladzie na zywo.

e Nacisnij klawisze Ctrl + i dwa razy, aby doda¢
informacje dotyczace usuwania btedow.

®  Nacisnij klawisze Ctrl + i trzy razy, aby ukry¢
natozenie.

Slad sieciowy

Jesli poprosi o to inzynier pomocy techniczne;j,
wygeneruj $lady sieciowe podczas tworzenia raportu
systemowego. Wykonaj $lady sieciowe w czasie, gdy
wystepuje problem, jesli jest to proces, ktéry da sie
odtworzy¢. Obejmuje to:

®  60-sekundowy slad sieciowy zarejestrowany
kamerg (dotyczy tylko oprogramowania
sprzetowego w wersji 5.20 i nowszych)
W razie potrzeby uzyj nastepujacego
polecenia VAPIX, aby zmieni¢ login, adres IP i
czas trwania (w sekundach):
http://root:
pass@192.168.0.90/axis-cgi/
debug/debug.tgz?cmd=
pcapdumpé&duration=60

® 10-30-sekundowy $lad sieciowy na serwerze,
ukazujgcy komunikacje miedzy serwerem a
kamera.

Pliki baz danych

W przypadkach, gdy musimy sprawdzi¢ lub recznie
naprawi¢ baze danych. Przed wygenerowaniem
raportu systemowego zaznacz opcje Include database
in the report (Dotgcz baze danych do raportu).

Zrzuty ekranu

Uzyj zrzutow ekranu, jesli problem podgladu na zywo
jest zwigzany z interfejsem uzytkownika. Na przyktad,
gdy chcesz pokaza¢ 0$ czasu nagran lub gdy trudno
opisa¢ problem.

Nagrania ekranu

Uzyj nagran ekranu, jesli trudno jest opisa¢ problem
stowami, na przyktad gdy odtworzenie problemu
wymaga wiele interakcji z interfejsem uzytkownika.
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