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AXIS Camera Station 5

O sadé AXIS Camera Station Integrator

Sada AXIS Camera Station Integrator Suite je sada nastroju, ktera zjednodusuje poskytovani systému dohledu
a pomaha predchazet chybam, ¢imz Setfi Cas i penize ve viech fazich zivotniho cyklu systému. Sada sestava
z téchto nastroji:

e AXIS Site Designer
Nastroj v prohlizeci, ktery zjednodusuje navrh systému a vybér produktu. Nastroj poskytuje okamzity
pristup k celému portfoliu Axis. Je automaticky vypoctena Sitka pasma a ulozisté a nasledn€ jsou
doporucena vhodna feSeni zaznamu. Dokumentace navrhu systému je automaticky vytvorena, a navrh
tak mGzete snadno sdilet.

e Automaticka konfigurace
Ke zkraceni doby instalace a eliminaci chyb pfi instalaci mlizete importovat nastaveni provedena
v nastroji AXIS Site Designer do systému AXIS Camera Station 5.

® Nastroj pro ovéfeni instalace AXIS
Aplikace integrovana do systému AXIS Camera Station 5. Provadi Zivé ovéfeni systému na misté, aby
bylo zajisténo, Ze vie funguje tak, jak ma. Dojde tim k ovéfeni vykonu systému a vznikne dokumentace,
kterou mGzete dat zakaznikovi pfi po¢atecni instalaci a pfi budoucich servisnich navstévach.

e  Sledovani stavu systému AXIS
Sledovani stavu systému AXIS se pouziva k ovéreni stavu instalaci systému AXIS Camera Station 5.
Portal vam umoZziuje monitorovat vSechny instalace a automaticky dostavat upozornéni, pokud je
s nékterym pripojenym zafizenim néjaky problém.



AXIS Camera Station 5

UZite¢né odkazy pro integratora

Zde je uvedeno par odkazd, které vam pomohou zaéit. Pfijemnou ¢etbu!
e  Ndvrh systému, on page 5

e (o je nového v systému AXIS Camera Station 57

AXIS Camera Station 5 UzZivatelskd pfirucka k systému

AXIS Camera Station 5 Ndvod k instalaci systému


https://help.axis.com/axis-camera-station-5#whats-new
https://help.axis.com/axis-camera-station-5
https://help.axis.com/axis-camera-station-installation-and-migration-guide

AXIS Camera Station 5

Pracovni postup

Pracovni postup navrhu kompletniho feSeni Axis je:
1. Ndvrh systému, on page 5
2. Konfigurace systému, on page 6

3. Test systému, on page 12



O nastroji AXIS Site Designer

AXIS Site Designer je webovy nastroj, ve kterém miiZzete navrhovat systém a vybirat produkty. Nastroj poskytuje
okamzity pristup k celému portfoliu Axis. Je automaticky vypoctena Sitrka pasma a ulozisté a nasledn€ jsou
doporucena vhodna feSeni zaznamu. Dokumentace navrhu systému je automaticky vytvorena, a cely navrh tak
mizete snadno sdilet.

Vytvofeni projektu v nastroji AXIS Site Designer

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

V tomto pfrikladu je popsan zplsob navrhu a nastaveni feSeni v nastroji AXIS Site Designer. Toto nastaveni
muzete poté importovat do systému AXIS Camera Station 5.

Poznamka
Predpoklady:
- Aktivni ucet My Axis

1. Prihlaste se do nastroje AXIS Site Designer.
2. Vytvorte novy projekt.

3. Pridejte do projektu kamery.
PouZzijte nastroj na 2D vizualizaci kamery k nalezeni vhodné kamery a kliknéte na tlacitko Add (Pridat).

4. Kamery nastavte.
Muzete napfiklad vytvofit rozvrhy pro zaznamy: nepretrzité nahravani béhem pracovni doby a nahravani
spousténé pohybem mimo pracovni dobu. MiZete také nakonfigurovat, kolik dni bude zaznam
uchovavan.

5. Pridejte do projektu zafizeni.
Do projektu mazete napfiklad pridat systém reproduktor(, feSeni zaznamu, prislusenstvi a sitové prvky.

Dalsi krok: Importovdni projektu ndstroje AXIS Site Designer, on page 6



Importovani projektu néstroje AXIS Site Designer

V tomto prikladu je popsano, jak importovat projekt nastroje AXIS Site Designer do systému AXIS Camera Station
5.

Poznamka
Predpoklady:
- Aktivni Gcet My Axis
- Projekt AXIS Site Designer
1. Prihlaste se do nastroje AXIS Site Designer.
2. Otevrete projekt.
3. Prejdéte do nabidky Share with AXIS Camera Station 5 (Sdilet se systémem) a kliknéte na jednu
z nasledujicich moznosti:
- Generate access code (Vygenerovat pristupovy kod) - Tuto moznost pouzijte, kdyz ma server
AXIS Camera Station 5 pfistup k internetu.

- Download camera settings (Stahnout nastaveni kamery) - Tuto moZnost pouZijte, kdyZ nema
server AXIS Camera Station 5 pfistup k internetu.

4,V systému AXIS Camera Station 5 prejdéte do nabidky Configuration > Devices > Add device
(Konfigurace > Zafizeni > Pfidat zafizeni).

5.  Kliknéte na moznost Add (Pfidat), vyberte Site Designer configuration (Konfigurace Site Designer)
a kliknéte na tlac¢itko Next (Dalsi).

6. Zvolte jednu z nasledujicich moznosti a kliknéte na moznost Import (Importovat):
- Pokud jste si vygenerovali pfistupovy kod, vyberte moznost Access code (Pfistupovy kdd).

- Pokud jste si stahli soubor, vyberte moznost Choose file (Vybrat soubor).

7. Kliknéte na tlacitko Instalovat.
Import automaticky spoji nastaveni pro konkrétni model na zaklad€ nastaveni nastroje AXIS Site
Designer a modeld v systému AXIS Camera Station 5. Pokud mate vice nastaveni pro jeden model
kamery, musite ruéné vybrat, které nastaveni chcete pouZit.

Dalsi krok: Test systému, on page 12
Pfipojeni k serveriim AXIS Camera Station 5

V této Casti je vysvétlen postup pfipojeni serveru AXIS Camera Station 5 z pocitace nebo mobilni aplikace.
K serveru se mlzete pfipojit rGznymi zplisoby:

Poznamka
Tyto informace plati pro AXIS Camera Station verze 5.16 a vy3si. Tyto kroky Ize provadét i u starich verzich,
ale jejich ovladaci prostredi miize mit jinou podobu.
®  Pripojeni k serveru z mistni sité
®  Pripojeni k serveru z internetu:
- pres zabezpeceny vzdaleny pFistup Axis
- prostfednictvim mapovani portl (nedoporucuje se)

Poznamka
Predpoklady:
- Aktivni ucet My Axis
- AXIS Camera Station 5.16 nebo novéjsi (VétSinu kroki je mozné provést ve starsich verzich, ale rozhrani
muZe vypadat jinak.)



PFipravte svij systém
NezZ se budete moci pfipojit k serveru AXIS Camera Station 5 z klientského zafizeni, musite pfipravit svij systém.
Nasledujici pokyny vam pomohou se zakladnim nastavenim.
1. Nainstalujte aplikaci AXIS Camera Station 5 pro systém Windows®.
Vytvorte uZivatelsky profil v systému Windows, viz ¢ast Vytvorte uZivatele Windows.

Pridejte uzivatele Windows do aplikace AXIS Camera Station 5 pro systém Windows.

> N

Nakonfigurujte na serveru branu firewall.
5. Nainstalujte mobilni aplikaci AXIS Camera Station 5.

Tyto kroky zavisi na konfiguraci vaseho systému, konfiguraci klienta a na sitové infrastrukture.
O uzivatelich a skupinach uzivatell

Poznamka

Pro pokrocilé uzivatele:
Ujistéte se, Ze mate uzivatelské jméno a heslo k systému Windows a k AXIS Camera Station 5 - otevrete port
xx a yy a nakonfigurujte mobilni aplikaci.

Pro pfipojeni k serveru AXIS Camera Station 5 z klientského zafizeni potfebujete uZivatele systému Windows se
spravnymi opravnénimi. Takovym uZivatelem miize byt bud vychozi ucet spravce na zafizeni se systémem
Windows, na némz je server nainstalovan, nebo uzivatel, ktery byl vytvoren.

Systém AXIS Camera Station 5 umoZiuje pfistup jak mistnim uzivatellim a skupinam uzivatell systému
Windows, tak uzivatelim a skupindm uzivatelll domény. Pouzivate-li doménové nastaveni, musite pripojit server
k doméné. Tento krok bude mozna muset provést vase oddéleni IT.

Pfihlasit se jako aktualni uzivatel:

e Je-li aktualni uzivatel systému Windows na serveru pfidan do seznamu opravnénych uzivatel(, vyberte
moznost Current user (Aktualni uzZivatel) a kliknéte na tlacitko Log in (PFihlasit se).

Prihlasit se jako jiny uzivatel:
1. Neni-li aktudlni uzivatel systému Windows na serveru pfidan do seznamu opravnénych uzivateld, zruste

volbu Log in as current user (PFihlasit se jako aktualni uZivatel) a kliknéte na tlacitko Log in (P¥ihlasit
se).

2. Na dalsi strance vyberte moznost Jiny uzivatel.
3. Zadejte své prihlasovaci udaje a kliknéte na tlacitko Log in (PFihlasit se).
UZivatel nebo skupina uzivateld mdze mit jednu z nasledujicich roli:
e  Spravce:
- PIny pfistup ke viem funkcim a zafizenim
e Operator:

- PIny pfistup ke vSem funkcim s vyjimkou nabidky Konfigurace,Pracovniho prostoru konfigurace,
stranky Sprava zafizeni a Protokolu auditu.

- PIny pfistup ke vybranym zafizenim a vstupnim/vystupnim portim.
- Vlybrany pfistup k pfehravani a exportovani zaznami.
® Pozorovatel:
- Pristup k zivému videu z vybranych kamer.
- Pristup k vybranym vstupnim/vystupnim portim.

Poznamka
Chcete-li zobrazit dalsi moznosti pfizplGsobeni U¢tl obsluhy a prohlizece, kliknéte na tlacitko Pokrodilé.

Nainstalujte aplikaci AXIS Camera Station 5 pro systém Windows (klient).


#createwindowsuser

1. Stahnéte si aplikaci pro Windows z axis.com/products/axis-camera-station

2. Nainstalujte aplikaci pro Windows, ktera ma stejnou verzi jako server.

Poznamka

U AXIS Camera Station 5 verze 5 nebo novéjsi:
Pokud vas server a klient sdileji stejnou sit a maji rizné aktualizované verze, sdéli server klientovi, kterou
verzi ma pouzit pfi prvnim pfipojeni.

Vytvorte uzivatele Windows

Chcete-li pouzivat mistni uzivatele a skupiny uzivateld systému Windows, musite je pfidat na server Windows,
na kterém je nainstalovan systém AXIS Camera Station 5. Doporucujeme, aby vSichni uzivatelé méli vlastni ucet.

1. Prejdéte do nabidky Sprava pocitace > Systémové nastroje > Mistni uZivatelé a skupiny > UZivatelé.
Kliknéte pravym tlacitkem na slozku UZivatelé a vyberte moznost Novy uzivatel

Vyplite pozadované informace.

> 0N

Vlymazte podminku P¥i pFistim pfihlaSeni musi uzivatel zménit heslo.
5. Kliknéte na moznost Create (Vytvofit).

Pridejte uZivatele Windows do systému AXIS Camera Station 5
UZivatelé systému Windows musi byt po vytvoreni pfidani do systému AXIS Camera Station 5.

1. Otevrete klienta AXIS Camera Station 5 a pfihlaste se k serveru pres aktualniho uZzivatele.

2. Prejdéte do nabidky Configuration > Security > User permissions (Nastaveni > Zabezpeceni >
UZivatelska opravnéni).

3. Kliknéte na tlacitko Pridat.

4. Zvolte rozsah, pro ktery chcete ucet pridat.
- Server: nalte mistni uzivatele a skupiny.

- Domeéna: nacte uZivatele a skupiny uzivatelG domény.
5.  Vyberte uzivatele a kliknéte na tlacitko Pridat.

6. Zvolte roli a uroven opravnéni uzivatele a kliknéte na OK.

Poznamka

Pouzivate-li mistni ucet, doporucujeme vam se pres n€j po jeho pfidani zkusebné prihlasit.
Nakonfigurujte branu firewall na serveru
Bé&hem instalace systém AXIS Camera Station 5 automaticky nakonfiguruje vyjimky brany Windows Firewall pro
pfichozi provoz. Pokud uvidite branu firewall patfici tfeti strané, budete mozna muset pozadat o pfidani
podobné sady vyjimek do nastaveni. Ve vétsiné ptipadl vyzaduji vyjimku pouze Vstupni rozsahy porti
55752 a 55757.

V této tabulce jsou uvedeny riizné porty zahrnuté do typického nastaveni systému AXIS Camera Station 5:

Cislo portu Protokol Vstupni/vystupni Pouziva Komentare
80 a 443 HTTP a HTTPS Vystupni Server a klient na Aktivujte licenci,
internet stahnéte firmware,

pfipojené sluzby
a dalsi.

80 HTTP Vystupni Server a zafizeni Video stream a data
zarizeni

5353 UDP Multicast (vstupni Server a zafizeni mDNS Discovery

+ vystupni) (Bonjour)

vyhledavani kamer
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Multicast
224.0.0.251

1900

uDP

Multicast (vstupni
+ vystupni)

Server a zafizeni

SSDP Discovery
upnp vyhledavani
zafizeni Multicast
239.255.255.250

3702

ubP

Multicast (vstupni
+ vystupni)

Server a zafizeni

WS-Discovery
webservices
discovery Onvif
Multicast
239.255.255.250

55752

TCP

Vstupni

Server a klient

Video, zvuk, stream
metadat (Sifrovani
AES) Pokud TCP
selze na 55754,
pouZije se pro
aplikacni data
(Sifrovani AES)
55752 s HTTP

55754

TCP

Vstupni

Server a klient

Sifrovana data
aplikaci (Sifrovani
TLS 1.2)

55755

TCP

Vstupni

Server a klient

Zjisténi serveru
SSDP/UPNP

55756

TCP

Vstupni

Server a mobilni
aplikace

Sifrovana data
aplikaci HTTPS
Video stream MP4
pres HTTPS

55757

TCP

Vstupni

Server a mobilni
aplikace

Video stream RTSP
pres HTTP

*50333

TCP

Vstupni

AXIS Camera
Station 5 Server
a aplikace tretich
stran

Aplika¢ni data pro
aplikace tretich
stran pouzivajici
ACS API

*50334

TCP

Vstupni

AXIS Camera
Station 5 Server
a aplikace tretich
stran

Video port pro
aplikace tretich
stran pouZzivajici
AXIS Camera
Station 5 API

Pfipojte se k serveru prostfednictvim zabezpeceného vzdaleného pristupu Axis

Zabezpeceny vzdaleny pfistup umoznuje klientovi nebo mobilni aplikaci pfipojit se k serveru bez presmérovani
portu. Pfi vytvoreni zabezpeceného pripojeni peer-to-peer mezi klientem nebo mobilni aplikaci a serverem neni
prenos dat nijak limitovan.

Pokud nelze navazat pfimou komunikaci, pfenasi se komunikace pres zprostfedkovatelské servery. Limit pro tento
typ prenosu dat je 1 GB mési¢né€ na uzivatele My Axis.

Dalsi informace o zabezpeceném vzdaleném pfistupu Axis najdete na axis.com/technologies/axis-secure-

remote-access

Ke spraveé zabezpeceného vzdaleného pfistupu Axis se vyZaduje:



https://www.axis.com/technologies/axis-secure-remote-access
https://www.axis.com/technologies/axis-secure-remote-access

e AXIS Camera Station 5 5.12 nebo noveéjsi
e Pristup k internetu (pfi pouZiti proxy serveru viz Pokrocild nastaveni, on page 11)
e Ucet My Axis
Nakonfigurujte server
1. Prihlaste se k serveru AXIS Camera Station 5 jako spravce. Pfi pfihlaSeni pouZijte stejnou sit jako server.
2. Prejdéte do nabidky Nastaveni > Pfipojena zafizeni > Zabezpeceny vzdaleny server Axis.
3. Pfihlaste se ke svému Uctu My Axis.
PFipojte se z aplikace pro Windows (klient)
1. Otevrete aplikaci AXIS Camera Station 5.
Kliknéte na moZnost Zabezpeceny vzdaleny pristup AXIS.

Zadejte stejné prihlaSovaci udaje, které jste pouzili pfi nastavovani serveru.

> N

Vlyberte moznost Remote server (Vzdaleny server) a ze seznamu vyberte poZzadovany server.Server se
zobrazi jako ServerJméno (Secure Remote Access).

5. Kliknéte na Log in (PFihlasit se).
PFipojte se z mobilni aplikace (klient)

1. Otevrete mobilni aplikaci AXIS Camera Station 5.
Kliknéte na P¥ihlaseni.
Zadejte prihlasovaci udaje ke svéemu uctu My Axis.

Vyberte server.

SAE I N

Pfihlaste se pfihlaSovacimi udaji uzivatele uctu systému Windows, které jste nastavili. PfihlaSovaci udaje
musi zadat pouze pfi prvnim pFistupu k serveru, mobilni aplikace vase pfihlaSovaci udaje ulozi.

Poznamka

V zavislosti na konfiguraci vaseho systému budete mozna muset pouZit format doménafuzivatel nebo
nazevserverufuZivatel

PFipojte svij server pfes mapovani porti

a VAROVANI

Z divodu kybernetické bezpecnosti nedoporu¢ujeme mapovani portti pouzivat.
Spoleénost Axis Communications doporucuje pouzivat radé€ji Axis Secure Remote Access. Dalsi informace
o0 kybernetické bezpecnosti a 0 zabezpeteném vzdaleném pfistupu Axis najdete na axis.com.

Mapovani portli umoznuje pfipojeni k serveru na dalku pres router. V zavislosti na sitové infrastrukture budete
mozna toto nastaveni muset provést ve spolupraci se spravcem site.

Nakonfigurujte server
* Na routeru, pres ktery je server AXIS Camera Station 5 pfipojeny k internetu, otevrete nasledujici porty:
- Pro povoleni pfipojeni klienta Windows: 55752 a 55754
- Pro povoleni mobilniho pfipojeni: 55756 a 55757

Pfipojte se z aplikace pro Windows (klient)

1. Otevrete aplikaci AXIS Camera Station 5 pro Windows.
2. Vyberte moznost Vzdaleny server.

3. Zadejte vefejnou IP adresu nebo pIné kvalifikovany nazev sit€, ve které je nainstalovan server AXIS
Camera Station 5.

4. Jestlize port pfesmérovava pravidla, nepouZivejte vychozi port. Jestlize se chcete pFipojit k portu 60009,
pridejte do adresy Cislo 60009.
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myserver.axis.com:60009
Pfipojte se z mobilni aplikace
e  (QOtevrete mobilni aplikaci AXIS Camera Station 5.
e  Kliknéte na tlacitko Pfidat systém a zadejte verejnou IP adresu nebo verejny plné kvalifikovany nazev.
®  Pokud nepouzivate vychozi hodnoty, upravte odpovidajicim zplisobem &islo portu.
e  Prihlaste se pfihlaSovacimi udaji uzivatele uc¢tu systému Windows, které jste nastavili. Pfihlasovaci udaje
musi zadat pouze pfi prvnim pFistupu k serveru, mobilni aplikace vase pfihlaSovaci udaje ulozi.

Pokrocila nastaveni

Nastaveni proxy u serveru

Pokud vas server vyuziva sit, ktera pro pfipojeni k internetu vyzaduje nastaveni proxy, budete mozna do této
sluzby muset zadat informace o proxy.

1. Otevrete fizeni sluzeb AXIS Camera Station 5.

2. Ve stavu serveru kliknéte na tlacitko Stop (Zastavit).
3. Vyberte moznost Upravit nastaveni.

4. Upravte nastaveni proxy.

5. Kliknéte na Save (UloZit).

6. Spustte sluzbu.

Zastupna nastaveni klienta

Pouzivate-li aplikaci pro Windows, ktera pro pristup k ur¢itym weblm vyZaduje proxy, musite u klienta AXIS
Camera Station 5 nastavit pouZiti stejného proxy serveru.

e QOtevrete aplikaci AXIS Camera Station 5 pro Windows.
e  Kliknéte na moznost Zménit nastaveni proxy u klienta.
® Upravte nastaveni podle potfeby a kliknéte na OK.

Port mapuje vice nez jeden server.

Pouzivate-li najednou vice nez jeden server v siti, ktera vyZaduje mapovani portd, musite zménit vychozi port
AXIS Camera Station 5 (55752). Kazdy server musi mit jedine¢ny port.

U kazdého server provedte nasledujici kroky:

1. Otevrete fizeni sluzeb AXIS Camera Station 5.

Ve stavu serveru kliknéte na tlacitko Stop (Zastavit).

Vlyberte moznost Upravit nastaveni.

Upravte portu HTTP, vdechny ostatni porty se pfizplisobi podle svého ocekavaného ¢&isla.

Ulozte a restartujte sluzbu.

ISR L T

Pouzijte novy rozsah portu pro presmeérovani portu.
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O nastroji pro ovéieni instalace AXIS

Nastroj pro ovéfeni instalace AXIS je nastroj integrovany do systému AXIS Camera Station 5 verze 5.02
nebo novéjsi. Ovéruje, Ze systém pracuje, jak ma, sérii testl po dokonceni instalace a nastaveni systému.

Nastroj pro ovéfeni instalace AXIS napodobuje ¢ast zaznamu serveru AXIS Camera Station 5. Nastroj provadi
jeden test aktualniho nastaveni, jeden test za simulovaného nizkého osvétleni a poté také jeden zatézovy test,
aby se urcila slaba mista systému.

Nastroj pro ovéfeni instalace AXIS vygeneruje zpravu o ovéreni ve formatu PDF, kterou mizete poté predat

zakaznikovi.

Spusténi nastroje pro ovéfeni instalace AXIS

1. Dokoncete instalaci a nastaveni systému AXIS Camera Station 5.

2. Vklientovi AXIS Camera Station 5 prejdéte do hlavni nabidky a kliknéte na moznost Help > Installation
Verifier (Napovéda > Ovéfeni instalace). Testy potrvaji zhruba 20 minut.
B&hem testd budou zafizeni nastavena do rezimu udrzby a nebudou poskytovat video stream pro Zivé
zobrazeni ani zaznam. Stav riiznych testd mGze byt:

BE&zi: Test probiha, cekejte.
SpInéno: VSechna testovatelna zafizeni test splnila. Podrobnosti naleznete ve zpravé.
Nespln€éno Ne vSechna testovatelna zafizeni test splnila. Podrobnosti naleznete ve zprave.

Nezdafilo se: Test se nepodafilo dokondit, a proto nebyla vygenerovana zadna zprava.
Doporucujeme pofidit snimek okna testu, vygenerovat systémovou zpravu AXIS Camera Station 5
a kontaktovat podporu spole¢nosti Axis.

3. Po dokonceni viech testi kliknéte na moznost View Report (Zobrazit zpravu) k jejimu otevieni nebo ji
kliknutim na moznost Save Report (Ulozit zpravu) ulozte do pocitace klienta.

Jak zpravy analyzovat a pochopit

Vysledky testii: obecné informace

Zprava je soubor PDF, ktery integrator systému miize predat koncovému zakaznikovi po dokonéeni instalace
a overeni systému.
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Prvni ¢ast prvni stranky obsahuje informace o systému, jako je hardware, operacni systém, datum a cas, kde byly
testy provedeny. Je zde také misto, kam miizete napsat jméno zakaznika.

AXIS Installation Verifier

System Verification time
31 cameras/devices testad. (12 cameras/devices excluded.) Time: 8:16:51 AM
AXIS Camera Station [master-1408]

Microsoft Windows 7 Enterprise 64-bit

Intel(R) Core(TM) i5-4590 CPU @ 3.30GHz
16GB of RAM

Customer
C: @ 465 GB, E: @ 3725GB

Date: Friday, February 16, 2018

Druha ¢ast obsahuje vysledky testu. Kazdy test (za normalnich podminek, za nizkého osvétleni a zatéZovy test)
trva 5 minut. Nastroj testuje tfi oblasti: ulozisté, zafizeni a sit. Ovéfeni mGze mit dva mozné vysledky:
[ )

Systém testy prosel a je ovéfen. Systém by si mél se zatézi a aktualnim nastavenim poradit. Je uvedena
také ocekavana zaté€z béhem simulace podminek nizkého osvétleni, coz je obvykle situace s nejvétsi
spotfebou prostredka.

Ve vySe uvedeném prikladu zatézovy test uréil omezeni systému a zjistil, ze normalni podminky

a podminky nizkého osvétleni o¢ekavané vyuziji 40-60 % prostfedkd.

\Af It's verified.

Your system passed our tests.
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AXIS Camera Station 5

We've checked the performance in these areas:

__=*}
= =
_
Storage Device Network

During normal conditions and low-light simulation

Stress test

40'50% At normal conditions, we expect your system to use this much of its maximum capacity.

Test results and specification

Stress test

During a normal day, we expect your system to use this
much of its maximum capacity.

0 This is a stress test of the system's data volume. The test
40- 60 /0 starts at the bad of the normal conditions and steadily
increases the load either until it reaches the maximum
(preconfigured load limit) or when the values indicate a

system bottleneck.

Normal conditions and low-light simulation

Test description

The tests for normal conditions and low-light simulation stem from the present system and camera
configurations.The normal conditions test requests a stream from each camera and runs the
collected streams for a couple of minutes while measuring the streaming and storage
performance. If that test is successful, the test runs again. But this time all the cameras simulate
low-light conditions. This means that the cameras create more noise and consume more bandwith,
simulating a higher load from each camera.

Device-specific information

The following pages contains specific information about AXIS Camera Station, cameras, and
storage.

®  Byly nalezeny problémy a ke zvySeni stability systému je tfeba provést ur¢ité zmény. Vysledek kazdého
testu a nalezené problémy jsou uvedeny spolecné s chybovymi zpravami. DalSi podrobnosti naleznete na
dalSich strankach zpravy.
Ve vySe uvedeném prikladu se nepodafilo béhem testu k jednomu zafizeni ziskat pfistup.
Nejpravdépodobngjsim divodem je problém se siti nebo pretizené zafizeni, které nedokazalo odpovédét.

I Issues found.

There's room for improvement.

This is what we found:

Test Results Error Messages

Current Mode Test NOT PASSED [RecEng] Could not connect to device

Low Light Simulation Test PASSED [RecEng] Device omitted from test due to previous errors
Load Test PASSED

Na konci prvni stranky je k dispozici prostor, kam miZete zadat Udaje zakaznika, komentare o testu nebo jiné
potfebné informace.

Vysledky testu: server AXIS Camera Station 5

14



AXIS Camera Station 5

Physical memary: 15.9 GB
Wirtual memory: 31.8 GB
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Fyzicka a virtualni pamét je uvedena na zacatku stranky.

e Pamét s nahodnym pfistupem (RAM) je fyzicka pamét, ktera obsahuje aplikace, dokumenty a procedury
na serveru.

® \Virtualni pamét je ulozisté, které uchovava soubory na pevném disku pro nacteni, kdyZ na serveru dojde
pamét RAM. Virtualni pamét je mnohem pomalejsi nez fyzicka pamét a nikdy by se neméla pouzivat.

AXIS Camera Station 5 Server je testovan na dva parametry:

® Doba procesoru: MEfi se procento, kolik ¢asu procesor stravi vykonavanim aktivniho vlakna. Pokud je
podil vétSi nez 85 %%, procesor je pretizeny a server mozna bude potrebovat rychlejsi procesor nebo je
tfeba zménit nastaveni.

e \lyuzita pamét: Méfi se procento fyzické paméti vyuzité vSemi spusténymi procesy. Pokud je tato
hodnota vétsi nez 85 %, znamena to nedostatek paméti a miize ¢astéji dochazet ke strankovani.
K vyreSeni problému pridejte do serveru vice paméti nebo omezte pocet aplikaci bézicich na serveru.

Vysledky testl: testované kamery a zafizeni

Tested cameras/devices

Name Normal conditions Low-=light simulation

AXIS M1103

AXIS M2025-LE

AXIS P1435-E

AXIS M3027 - Overview
AXIS M3027 (2) - Quad View
AKIS PLAZ5-E

AXIS P5515 NAA

AXIS M3DO5 (12} 0] /A

Na dalsi strance je uveden seznam testovanych kamer a zafizeni. Jedno zafizeni miZe obsahovat vice kamer.
Priklad: zafizeni s vice senzory nebo enkodéry s vice kanaly se pocitaji jako jedno zafizeni, ale 3, 4, nebo dokonce
16 kamer (jedna kamera na snimac/kanal).

e Zelené zaskrtnuti ukazuje, Ze kamera usp€3né prosla pfisluSnym testem.

® N/A (Neni k dispozici) znamena, Ze test nebylo pro kameru mozné spustit, pokud naptiklad kamera
nepodporuje parametr ExposureValue pro simulaci nizkého osvétleni.

o Cervena znacka se zobrazuje, kdyz kamera test nespinila. Dalsi podrobnosti naleznete u vysledki pro
konkrétni kameru na dalSich strankach.

Vysledky testl: poznamky a tGvahy

Na strance je uvedeny seznam menSich uprav, kterymi se vylepsi instalace a zaroven uspgji v testu. Napfiklad
situace, pfi které je vychozi router v jiné podsiti nez zafizeni, nebo kdyz chybi server DNS ¢&i NTP.
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AXIS Camera Station 5

Vysledky testl: vyloucené kamery a zafizeni

Excluded cameras/devices

Name Notes

AXIS 212 PTZ Video codec not supported
AXIS T8508 Device has no enabled cameras
AXIS C8033 Device has no enabled cameras
AXIS A1001 Device has no enabled cameras
AXIS M1014 Device status is not OK

AXIS 216MFD Video codec not supported
IPC-HD1200C Device is not Vapix

Pokud zafizeni zadné testy nepodporuje, bude vylou¢eno. Nasledujici zafizeni nebudou otestovana:

Zatizeni neni Vapix®: Zafizeni tfetich stran nejsou testovana.

Device has no enabled cameras (Zafizeni nema zadné aktivni kamery): Kamery bez snimace videa, jako
jsou sitové prepinace, zvukova zafizeni, ovladace dvefi, moduly vstupu/vystupu.

Video codec not supported (Kodek videa neni podporovan): Zafizeni bez podpory kodeku H.264
(obvykle s firmwarem verze 4.x).

Stav zafizeni neni v poradku: Zafizeni v rezimu Udrzby, nedostupné, Spatné prihlasovaci udaje.

Vysledky testi: vysledky specifické pro kameru

Jsou uvedeny vSechny udaje o kamere, jako je firmware, sériové Cislo, IP adresa a profil videa pouzivany
k zaznamu. Soucasti je také souhrn pfijatych a chybgjicich snimkl videa u kazdého testu.

Poznamka

Pokud je zafizeni nakonfigurovano tak, aby nahravalo pomoci dvou riiznych profili videa (napf. Stredni
pro nepretrzity zaznam a Vlysoky pro detekci pohybu), bude otestovan pouze nejvyssi profil bez ohledu na
nakonfigurované rozvrhy.

Pokud je neaktivni souvisly zaznam i zaznam pohybu, bude pro testy pouzit profil pro manualni zaznam,
i kdyz momentalné neni aktivni.

V &asti Nastaveni zafizeni naleznete nejddlezitéjsi udaje o testovaném zarizeni. Jsou-li nékteré z parametrii
chybné (nenastavena nebo odlisna podsit), zobrazi se pred nimi symbol vyk¥i¢niku.

Device Configuration
Firmware: 8.40.1

Serial number: ACCCBED2A96D
IP address: 172.25.193.116

Is Using Dhcp: Yes

Subnet Mask: 255.255.255.0
Default Router: !192.168.0.1
Primary DNS: !0.0.0.0

NTP Server: 10.0.2.201

Grafy ukazuji tfi metriky méfené béhem trvani testu, pro normalni podminky a podminky nizkého osvétleni.

Lost video frames (Ztracené snimky videa): MnoZstvi ztracenych snimkd videa na interval jedné
sekundy. Viysoka primérna hodnota znadi uzké misto sité nebo, Ze je zafizeni pfetizeno. Primér poctu
ztracenych snimk0 videa je obvykle niz3i nez 1 %.

Storage buffer (Zasobnik uloZisté) : Vyuziti zasobniku ulozisté na interval jedné sekundy. Vysoka
hodnota znaci problém s ulozistém. Zasobnik ulozisté je obvykle pod 20 %.

Received rate (Rychlost pfijmu): Rychlost dat (bez reZie) odeslanych kamerou a pfijatych serverem AXIS
Camera Station.

V nize uvedeném grafu je mnoZstvi ztracenych snimkl videa vysoké.
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AXIS Camera Station 5

AXIS M3027 - Overview Normal " Low light "

Firmwara: 6.50.2 Measured Properties Current Low light
Serial number: ACCCBE3BABCF = g
IP address: 172.25.193.66 Received video frames (Count) 101 78
Missing video frames (Count) 426 328
Video profile
Resolution: 1024x768
Frames per second: 12
Video codec: H.264
Lost mn: frames P PTrerey s'“"“::’"m Mormal 0% (Maximum)
L —— Low Light §1% {Average) —— Low Light 0% (Maximum)
100 100
|
a0 80
an ‘ || 40
0 H ‘| |‘ H 20
s || |‘ ‘n o
000 00:11 D0:23  00:35 00:47  DD:S8Time {min:sec) 00:00 00:08 ©O0:17  D0:25  00:34  D0:42Time (min:sec)

Receive rate
(bitrate)
95.4 Mbps

Mormal 2.3 Mbps (Average)
—— Low Light 2.9 Mbps (Average)

76.3 Mbps

57.2 Mbps

38.1 Mbps

19.1 Mbps

Obps
00:00 OD:0B  00:17 00:25 00:34  DD:42Time (min:sec)

Nejpravdépodobnéjsi divody:
e Kamera je pfetizena, mozna proto, Ze se pouziva pfilis mnoho oblasti (napfiklad 360stupriové kamery)
nebo je pfenaseno pfilis mnoho streamf.
o Uzké misto sité, mezi kamerou a serverem AXIS Camera Station 5.
®  Vadny nebo nekvalitni sitovy kabel.
* Nedostate¢ny nebo nespolehlivy zdroj napajeni véetné PoE.
U provadéni testu pfi bézném a nizkém osvétleni se pocita s doplfikovym kritériem ztraty snimku.
e Tento aspekt se pridava ke kazdému zafizeni, které v kritériu neobstoji (vétsi nez 5% ztrata snimku).
Nezpusobuje selhani v testu.
®  Pokud vySe uvedenym kritériem neprojde vice nez 5 % zafizeni, bude vysledek testu ,Nesplnéno”.

Nize naleznete pfiklad situace, ve které nedoslo ke spIn€ni kritéria testu bézného a nizkého osvétleni:

Error messages
[Generic] Test criterion not met
[Generic] Test criterion not met

Lost video frames

- o} Momal  23% (Average)
(m ] @ = Low Light 23% (Average)
1

80

60

40

20

1]
00:00 ©00:06 00:12 00:18 00:24  DO:30Time (min:sec)
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AXIS Camera Station 5

V nize uvedeném grafu je pfiklad testu, ktery se nepodafilo dokon¢it. Nejpravdépodobné;si ddvody:

e Kamera byla odpojena nebo byla sit béhem testu prerusena.
®  Zdroj napajeni nedokazal béhem testu pokryt potreby kamery.

® Kamera byla pretiZzena a odpoveéd na poZadavky serveru trvala pfilis dlouho.

AXIS MIDO5 (12) ne Low light N/A
Firmware: 5.50.5.10 Measured Properties Normal Low light
Serial number: 0040BCF1IBEE ;
IP address: 172.25.193.6 Received videa frames (Count) D WA
Missing video frames (Count) D NiA
Videc profile

Resaolution: 12B0x720
Frames per second: 15
Widea codac: H.264

Error messages

[RecEng] Could nat conmedt to device
[RecEng] Device amitted from test due to
previous errors

Lost video frims * A Stonmps buffer Nk
— s light AA — vw g A
s DA Ao il b Mo Dala A slabike

B e il

—— Auimal O bae (edraga)
s fw Light O Bas (dweraga)

o Dt e il bhe

Po vysledcich testu kamery je zobrazen snimek z kamery:

AXIS M1054 continued Current /" Low light ./

Snapshot

Viysledky testi: zafizeni GloZisté

Tested storage devices

Path Normal conditions Low-light simulation
E:\Recording v/ v/
\W172.25.192.20\nas\Recording v v
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AXIS Camera Station 5

Zarizeni uloziSté jsou testovana za stejnych podminek.

Nastroj testuje mistni pevné disky podle dvou metrik:

e Disk write rate (Rychlost zapisu na disk): Reprezentace celkové rychlosti dat zapsanych do tohoto

ulozisté na interval jedné sekundy.

® \lyuzité zasobniky pro zapis (pocet): Vyuziti zasobniku tlozisté (300 vzorkd) za jeden sekundovy
interval. Vysoka hodnota zna¢i problém s uloziStém. Obvykle by méla hodnota byt pod 1 nebo 2.

Poznamka

Sitova pfipojena ulozisté (NAS) momentalné nejsou testovana.

K dispozici jsou udaje o vyuziti a kapacité uloziste:

Celkova kapacita: Celkova velikost ulozisté.

Dalsi data: Data, ktera nejsou indexovana serverem AXIS Camera Station 5. MiiZe se jednat o externi soubory,
jako jsou nahodné dokumenty, systémy operacniho systému, soubory v kosi.

Maximum usage (Maximalni vyuziti): Limit zaznamu nastaveny v systému AXIS Camera Station 5. Systém AXIS
Camera Station 5 alokuje maximalni podil uloziSté€ pro soubory zaznamu. Ve vychozim nastaveni je hodnota
nastavena na 99 % u diskl bez operaéniho systému a celkova velikost - 60 GB u diskl s operaénim systémem.

C:\Recording

Total capacity: 235.5 GB
Other data: 181.4 GB
Maximum usage: 19%]

Disk write rate .
{ bitrate) Wommal 2.2 Mips (average)
—— low Light I.5Mbns (svemge)
5.1 Mibps

44.1 Mbps
3 Mbps
22 Mbps ‘

11 Mbps |

|
| gl L "
0 bps [l -'HMI'*-.'._ AR l‘ R ATE A R EAT
0O:00 DO:SI OL4l  OZE  03:23  D4:14Time (min:sec)

Odstraniovani potizi

Normal " Low light

Used write buffers {count)

Nermal 0 (average)
—— Low Light 0 {aversge]
10

(]

a4

2

o
00:00 DO:50  O0@:41  02:32  03:23  Od: 14Time (min:sec)

Pokud se néktery test nezdafi (Failed (Nezdafilo se)), neni vygenerovana zadna zprava. Doporucujeme pofidit
snimek okna testu, z nabidky napovédy vygenerovat systémovou zpravu AXIS Camera Station 5 a kontaktovat

podporu spoleénosti Axis prostfednictvim online helpdesku.

Poznamka

Existuje rozdil mezi Not passed (Nesplnilo) a Failed (Selhalo):
- Not passed (Nesplnilo) znadi, Ze server, néktera zafizeni nebo ulozisté nesplnily podminky pro tspésné

absolvovani testu.

- Failed (Nezdafilo se) znamena, Ze test nebyl proveden, a neni tak k dispozici zadny zavér tykajici se vykonu

systému.
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AXIS Installation Verifier at PCREMYI1 TR S

Installation Verifier (beta)

Run AXIS Installation Verifier to check the system. The test report gives detailed
information about the system's network performance and storage throughput. The total

test time is about 20 minutes.

39 of 90 cameras/devices will be tested and in maintenance mode during tests

Step

Initialize

Test normal conditions
Test low light conditions
Stress test

Create report

Last run: 07/03/2018 11:51:37

Aspekty a omezeni

66% Start

Progress Status
I 00 Passed
I 003 Passed
I 100%  Failed
[ | o% Canceled

0% Canceled

Tests canceled.

Help Close

® Podporovan je pouze kodek H.264. Kamery bez podpory kodeku H.264 budou ignorovany.

e Test nizkého osvétleni se spusti pouze u kamer s podporou parametru ExposureValue (hodnota expozice).
U kamer bez podpory parametru ExposureValue se zobrazi N/A.

e  Test za nizkého osvétleni mGze mit u nékterych kamer s podporou WDR stejné vysledky jako za

normalnich podminek.

e  Kamery tfetich stran jsou ignorovany.

e Sitova pfipojena uloZisté nejsou testovana, ale zobrazuji se jako ovérena.
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O sledovdni stavu systému AXIS BETA

Aktualni stav instalaci AXIS Camera Station 5 se ovéfuje po pfihlaseni do aplikace AXIS System Health
Monitoring. AXIS System Health Monitoring umoZziuje sledovat vSechny instalace a automaticky dostavat
upozornéni, pokud se vyskytne problém s nékterym z pfipojenych zafizeni.

Jak nakonfigurovat Sledovani stavu systému AXIS BETA

V tomto pfikladu je popsan postup konfigurace Sledovani stavu systému AXIS.

1. Stahnéte si a nainstalujte nejnove;jsi verzi systému AXIS Camera Station 5 dostupnou na webu axis.com.

2. Nakonfigurujte Sledovani stavu systému AXIS.

2.1.  V casti Configuration > System Health Monitoring > Settings (Konfigurace > Sledovani stavu
systému > Nastaveni) zvolte, zda je tfeba nastavit pravidlo brany firewall tak, aby sledovani
stavu systému AXIS mohlo projit skrze Windows Defender.

2.2.  Vcasti Configuration > System Health Monitoring > Notifications (Nastaveni > Sledovani
stavu systému > Oznameni nakonfigurujte server SMTP, prijemce e-mailu a pravidla, pro ktera
oznameni se bude odesilat e-mail.

3. Nakonfigurujte Sledovani stavu systému AXIS pro konfiguraci vice systéma.

3.1.  Prejdéte do Casti Configuration > System Health Monitoring > Multisystem (Konfigurace >

Sledovani stavu systému > Multisystém).

3.2.  V casti Generate system configuration (Generovani konfigurace systému) kliknéte na Generate
(Generovat).

3.3.  Zkopirujte konfiguraci a pfeneste ji do systému, ve kterém chcete shromazdovat data.

3.4.  Rozbalte moznost Retrieve data from other systems (Nacteni dat z jinych systéma) a vlozte
dfive zkopirované nastaveni a kliknéte na Add (Pfidat). ViySe uvedené kroky opakujte v kazdém

systému.
Charakteristiky
Funkce Popis
Zasoby Zasoby se souhrnem zafizeni.
Informace o zafizeni Typ, model, verze firmwaru, IP adresa, adresa MAC, rezim rozhrani API,

typ zaznamu apod.

Informace o systému spravy videa | Verze softwaru, operacni systém, hardware, procesor/pamét/vyuziti sité
(VMS) atd.

Stahnout systémové zpravy Ze stranky systém( je mozné vygenerovat zpravu systému AXIS Camera
Station 5 nebo zpravu Sledovani stavu systému AXIS.

Protokol upozornéni Zobrazit historii vSech generovanych protokold oznameni.

Informace o uloZisti Zobrazit vyuziti uloziSté€ a dobu uchovavani zaznamu pro kamery a dalSi
informace tykajici se zaznamd.
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Odstranovani potizi

Typ problému

Chybova zprava

Reseni

Runtime

Systém neni viditelny v konfiguraci vice
systémi.

Sledovani stavu systému AXIS se
nepodafilo nashromazdit zadna data ze
systému. Pockejte chvili, aby mohlo
Sledovani stavu systému AXIS shromazdit
data po pfidani nového systému. Pokud se
na strance se spravou server( zobrazuje
ikona chyby, ovérte tyto skutecnosti:

® Vsystému je spusténo Sledovani
stavu systému AXIS.
e Systém je v systému viditelny.

e  Poskytnuta konfigurace (hostitel,
port, token, certifikat) je spravna.

e Server je dosazitelny v siti.
® Je povolena vyjimka brany firewall.

Napovédu k problému mdze rovnéz
poskytnout bublinovy popisek na ikoné
chyby.

Protokoly podpory

Protokoly ladéni pro dohled stavu systému AXIS jsou uloZeny na serveru AXIS Camera Station 5 v adresafi: C:
\ProgramData\Axis Communications\AXIS System Health Monitoring\logs.

Casté dotazy

Otazka: Ktera verze systému AXIS Camera Station 5 je vyZadovana k pouzivani rozhrani AXIS System Health

Monitoring?

Odpovéd: Rozhrani AXIS System Health Monitoring je oficialné podporovano od verze 5.41.

Otazka: Jak Casto je zafizeni nebo stav VMS aktualizovano?

Odpovéd: Aktualizace stavu zafizeni nebo VMS muze na rozhrani AXIS System Health Monitoring trvat az

60 sekund.

Aspekty a omezeni

o Ulozisté: Vyuzité misto pro kamery pfipojené k rekordéru AXIS S3008 neni podporovano.

e Deaktivovana uloZzna zafizeni budou stale viditelna a shromazdéna data se uchovavaji az dva tydny.

® Nastaveni oznameni ovlivni pouze mistni server Sledovani stavu systému AXIS.

o  Pristup ke Sledovani stavu systému AXIS v systému AXIS Camera Station 5 vyZaduje opravnéni spravce.

®  Varovani tykajici se doby uchovavani nepodporuje zaznamy detekce pohybu.

® S vyjimkou kontinudlnich zaznami a zaznam aktivovanych pohybem maji zaznamy vytvorené jinymi
moznostmi (manualnifudalosti atd.) jako typ zaznamu uveden: Zadny.
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Nastaveni rekordéri AXIS OS Recorder

Rekordéry AXIS OS Recorder zahrnuji fadu AXIS S30 a fadu AXIS S40.

Poznamka
Potrebujete firmware AXIS OS Recorder 10.4 nebo novgjsi a firmware zafizeni Axis 5.50 nebo noveéjsi.
Rekordéry s AXIS OS nevyZaduji licenci.

Omezeni

Pfi pouzivani rekordéru AXIS OS Recorder jako Ulozisté zaznamu pro vase zafizeni v AXIS Camera Station 5méjte
na paméti nasledujici omezeni:

AXIS OS Recorder nepodporuje zaznamy z kamer noSenych na téle ani pfedem nahrana videa pouzivana
pro demonstracni ucely v systému AXIS Camera Station 5.

Zaznamy stream( se prenaseji pfimo z kamer do rekordéru AXIS OS Recorder. Ujistéte se, zda je AXIS 0OS
Recorder pfipojen ke stejné siti jako vase kamery a Ze spolu vSechna zafizeni mohou komunikovat.

Kamery a zafizeni tretich stran s neciselnym rozliSenim, jako je D1, CIF a 4CIF, nejsou podporovany.

U kamer s AXIS OS Recorder jako uloZiSt€ém pro zaznam neni podporovan nouzovy zaznam.

Intfrm' ’udélosti z rekordérd AXIS OS Recorder nejsou uvedeny na strance konfigurace spoustécd udalosti
zafizeni.

Zamykani zaznamu pomoci zalozek neni podporovano.

Zvuk z externiho zvukového zarizeni pfipojeného ke kamere se nezaznamenava.

Ukladani metadat popisu scény neni v rekordéru AXIS OS Recorder podporovano. Misto toho bude
metadata ukladat server AXIS Camera Station Pro. Pro spravnou funkci Chytrého vyhledavani 2 je proto
nutné neprerusované pfipojeni mezi serverem a kamerami.

Analytické udaje pouzivané pro automatickou redakci videi a Chytré vyhledavani 1 nejsou podporovany.
Nastroj pro ovéfeni instalace AXIS neni podporovana u rekordéru AXIS OS Recorder a pfipojenych
zafizeni.

Zafizeni 2N IP Intercom nejsou podporovana.

Zaznamy pofizené pomoci softwaru AXIS Companion nebo AXIS Camera Station Edge rekordérem AXIS
0S Recorder nelze prehrat v AXIS Camera Station 5.

Rekordéry AXIS S3008 Recorder a S3008 Mk Il Recorder podporuji az 64 virtudlnich vstupd.

- KaZda kamera, ktera zaznamenava na rekordér AXIS S3008 Mk Il Recorder, pouziva tfi virtualni
vstupy: jeden pro zaznam pohybu, jeden pro nepretrzity zaznam a jeden pro manualni zaznam.
Napfiklad 8 kamer vyuziva 24 virtualnich vstupl (8x3) z celkovych 64, takze pro pravidla akci
zbyva 40 virtualnich vstupl.

- Kazdy sitovy video interkom, ktery zaznamenava na rekordér AXIS S3008 Mk Il Recorder, pouziva
Ctyfi virtualni vstupy: jeden pro nahravani pohybu, jeden pro nepretrzité nahravani, jeden pro
manualni nahravani a jeden pro vychozi pravidlo akci.

Napfiklad 7 kamer a 1 video interkom vyuzivaji 25 virtualnich vstupt (7x3 + 1x4) z celkovych
64, takze zbyva 39 virtualnich vstupl pro dalSi pravidla akei.

- Kazdé pravidlo akci, které spousti zaznam na rekordéru AXIS OS Recorder, pouziva jeden virtualni
vstup.

- Zalozni nahravani nepouziva virtualni vstup.
Rekordéry AXIS S3016 a AXIS S4000 Rack podporuji az 128 virtualnich vstupd.

Pracovni postup

1.
2.

Pridani rekordéru, on page 24

Priddni zafizeni a vybér rekordéru jako ulozisté pro zdznam, on page 24
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3. Konfigurace nahrdvdni, on page 25
Pridani rekordéru

Poznamka
AXIS Camera Station 5 PFi pfidani rekordéru do nového systému odstrani systém zaznamy z jakéhokoli
predchoziho systému.

1. Prejdéte do nabidky Nastaveni > Zatizeni > Pridat zafizeni.

2. Vseznamu vyberte svij rekordér a kliknéte na tlacitko Add (Pfidat). Neni-li zde rekordér uveden,
vyhledejte ho ru¢né pomoci moznosti Manual search (Rucni vyhledavani).

3. PouZijte vychozi nastaveni a kliknéte na Next (Dalsi).

4. Vytvorte nove heslo pro Sifrovani ulozisté nebo pouzijte své aktualni, vice informaci naleznete nize.
Kliknéte na tlacitko Dalsi.

5. Prejdéte do nabidky Configuration > Devices > Other devices (Konfigurace > Zafizeni > Dalsi zafizeni)
a ovérte, ze byl rekordér pFidan.

6. Prejdéte do nabidky Configuration > Storage > Management (Konfigurace > Ulozisté > Sprava)

a overte, ze byl rekordér pridan do seznamu ulozist.
Dalezité

Heslo Sifrovani ulozisté

® Heslo pro Sifrovani uloziSté potrebujete pro pfistup k pevnému disku rekordéru mimo systém AXIS
Camera Station 5 nebo pfi resetovani rekordéru do vychoziho tovarniho nastaveni z webového interface
zafizeni.

® Neni-li zafizeni naformatovano, je tfeba zvolit nové heslo pro Sifrovani disku. Timto se disk zformatuje
a predchozi zaznamy se odstrani.

e Je-li zafizeni jiz naformatovano, miZete zvolit, zda chcete pouZzit své aktualni heslo, nebo zda chcete
vytvofit nove.

- PFi pouZziti aktualniho hesla systém odstrani vSechny zaznamy, ale zafizeni nezformatuje. Tato
moznost mUze uSetfit ¢as.

- Vytvorenim nového hesla se zafizeni zformatuje a odstrani se vSechny zaznamy.

e Pokud jste vybrali vice neZ jedno zafizeni a zvolite vytvoreni nového hesla, budou vSechna zafizeni
naformatovana a bude jim pfifazeno nové heslo.

®  Pokud jste vybrali vice nez jedno zafizeni a zvolite pouziti svého sou¢asného hesla, pfidaji se pouze
zafizeni se shodnym heslem.
Pfidani zafizeni a vybér rekordéru jako ulozisté pro zaznam
1. Prejdéte do nabidky Nastaveni > Zafizeni > Pridat zafizeni.

2. Vseznamu vyberte sva zafizeni a kliknéte na tlacitko Add (Pfidat). Pokud vase zafizeni nejsou
v seznamu uvedena, mUZete je vyhledat ruc¢né pomoci moznosti Manual search (Rucni vyhledavani).

3. PouZijte vychozi nastaveni a kliknéte na Next (Dalsi).

4.V rozeviracim seznamu Recording storage (Ulozisté pro zaznam) vyberte ru¢né rekordér a kliknéte na
tlacitko Install (Instalovat).

Poznamka
Jestlize vyberete moznost Automatic (Automaticky), rekordér nebude vybran jako ulozisté pro zaznam.

5. Prejdéte do nabidky Nastaveni > Ulozisté > Volba. Kliknéte na své zafizeni a ovéfte, zda je ulozistém pro
zaznam rekordér.

24



Konfigurace nahravani

1.

Prejdéte do nabidky Configuration > Storage > Selection (Konfigurace > Ulozi$té > Volba) a vyberte
své zafizeni.

2. Nastavte polozku Retention time (Doba uchovani).
- Jestlize chcete uchovavat zaznamy az do Uplného zaplnéni Ulozisté, zvolte moznost Neomezena
doba uchovavani.
- Vlyberte moznost Limited (Omezena) a nastavte maximalni pocet dni pro uchovavani zaznam.
3. Kliknéte na Pouzit.
Poznamka

Ve vychozim nastaveni je povolen zalozni zaznam, které uklada zaznamy na rekordér, kdyz dojde ke ztraté
spojeni mezi systémem AXIS Camera Station 5 a rekordérem. Viz Fallback recording (ZdloZni zdznam).

Zména umisténi ulozisté

MiiZzete zménit umisténi UloZiSté zafizeni z jednoho rekordéru na druhy a zachovat vSechny zaznamy.

1.

Prejdéte do nabidky Configuration > Storage > Selection (Konfigurace > Ulozité > Volba) a vyberte
sveé zafizeni.

2. Vyberte nové umisténi uloziste.
3.  Kliknéte na Pouzit.
Poznamka

Pokud vybrany rekordér jiz pouziva maximalni pocet pravidel akci s akcemi zaznamu, provedte nékterou
z nasledujicich ¢innosti:

Odeberte pravidla akci s akcemi nahravani ze stavajicich zafizeni, ktera pouzivaji rekordér jako uloziste.

Presunte zafizeni pomoci pravidel akci se zaznamem akei do jiného uloziste.

Nastaveni sitového ovladade dvefi Axis

V této Casti je vysvétleno, jak nastavit sitovy ovladac dvefi Axis v systému AXIS Camera Station 5. Videa
s navodem pro nastavovani naleznete v tomto seznamu.

Poznamka

1.

Tato moznost vyzaduje AXIS Camera Station 5.35 nebo novgjsi.
Protokol HTTPS musi byt povolen na ovladaéi pro AXIS Camera Station 5.37 nebo novéjsi.
Pridejte sitovy ovladac dvefi Axis do systému AXIS Camera Station 5. Viz Priddni zafizeni.
Upgradujte firmware ovladace dvefi. Viz Upgradovdni firmwaru.

Zapnéte synchronizaci ¢asu, pokud chcete server AXIS Camera Station 5 pouzit jako NTP server. Viz
Nastaveni serveru.

Nastavte datum a ¢as ovladace. Viz Nastaveni data a ¢asu.
Povolte protokol HTTPS na ovladadi. Viz Zabezpeceni.
Nakonfigurujte fizeni pFistupu.

6.1.  Informace o Upravé pfedem definovanych identifikaénich profild nebo vytvofeni nového
identifika¢niho profilu naleznete v tématu Identifikaéni profily.

6.2.  Chcete-li pouzit vlastni nastaveni pro formaty karet a délku kédu PIN, nahlédnéte do ¢asti
Formadty karet a kod PIN.

6.3.  Pridejte dvefe a aplikujte na né identifikacni profil. Viz ¢ast Priddni dveri.
6.4. Nakonfigurujte dané dvere.
- Priddni monitoru dveri
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- Pridat nouzovy vstup
- Priddni ¢tecky
- Priddni zafizeni REX
6.1. Pridejte zonu a pfidejte dvere do této zony. Viz ¢ast Priddni zony.
7. Spravujte Fizeni pFistupu.
7.1. Pridejte rozvrhy. Viz ¢ast Rozvrhy.
7.2.  Zvolte pracovni postup a pridejte nasledujici: Viz Rizeni pfistupu.
- Priddni drzitele karty
- Priddni pfihlasovacich udaji
- Priddni skupiny
- Priddni pravidla pristupu
7.1.  Pouzijte na pravidla pfistupu drzitele karet, skupiny, dvere a zony.
7.2.  Exportujte sestavy. Viz Export sestav.
8. Monitorujte a spravujte dvefe ruéné na fidicim panelu dvefi. Viz Ridici panel dvefi v déleném pohledu.

9. \Vyhledejte data fizeni pfistupu.
9.1.  Pripojte pohled ke dvefim. Viz Externi zdroje dat.

9.2.  Vyhledejte konkrétni data udalosti v uréitém obdobi nebo s urcitymi klic¢ovymi slovy. Viz
Vyhleddvdni dat.

Poznamka

Kdyz v systému AXIS Camera Station 5 odeberete ovladac dvefi, data na ovladaci dvefi se neodstrani. Chcete-
li odebrat data na ovladadi, resetujte ho do vychoziho nastaveni.

Nastaveni desktopové ¢tecky USB karet 2N

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

1. Prejdéte na web https;//www.elatec-rfid.com/int/, stahnéte si soubor TWN4 DevPack a rozbalte ho do
nékteré slozky.

2. Prejdéte do slozky s rozbalenymi soubory a spustte AppBlaster.exe.
2.1. Pro naprogramovani ¢tecky vyberte firmware klavesnice Multi keyboard V4.80.

2.2. Definujte format pro ¢tecku vytvorenim projektu. Je treba definovat nasledujici:

- Typ transpondéru véetné frekvence, typu a dil¢iho typu.
Napfiklad: MIFARE Classic (UID, libovolna délka)

- Bitova manipulace pro dany typ transpondéru.
Priklad: Obracené poradi byt

- Vystupni format pro dany typ transpondéru.
Priklad: Desetinny

- Odeberte preddefinovanou pfiponu pro vystupni data.
2.1. Nactéte soubor projektu do ctecky.

3. Kdyz do AXIS Camera Station 5 pridate pfihlasovaci udaje karty, pfilozenim karty pro Fizeni pfistupu ke
Ctecce ziskate podrobnosti karty.
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Nastaveni systému Axis k noSeni na téle

Chcete-li prehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Dalsi informace o FeSeni Axis pro noseni na téle najdete zde: Ndvod pro uZivatele feseni Axis pro noseni na téle.

1.

V pripadé jiZ existujici instalace systému AXIS Camera Station 5 obnovte certifikat serveru pouZivany ke
komunikaci s klientem.

1.1.  Vsystému AXIS Camera Station 5 pfejdéte na Configuration > Security > Certificates >
Certificate renewal (Konfigurace > Zabezpeceni > Certifikaty > Obnoveni certifikatu).

1.2.  Kliknéte na Renew (Obnovit).
1.3.  Restartujte sluzbu AXIS Camera Station 5.

2. Vytvorte soubor pfipojeni.

2.1.  Vsystému AXIS Camera Station 5 prejdéte na == > Other > Connection file... (Jiné > Soubor
pfipojeni...).

2.2.  Chcete-li zménit vychozi nazev umisténi zobrazeny na systému na téle, zadejte novy nazev.

2.3. Kliknéte na Export.

3. Provedte nastaveni systému na télo. Viz Prvni pfistup do ndstroje pro sprdvu systému na télo AXIS Body
Worn Manager. Az budete vyzvani k uréeni cilové adresy pfipojeni, vyberte soubor pfipojeni, ktery jste
vyexportovali ze systému AXIS Camera Station 5.

4.V systému AXIS Camera Station 5 zkontrolujte, Ze byla na karté¢ Zaznamy pfidana virtualni kamera se
jménem uzivatele.

5. Jestlize chcete dobu uchovani zménit, prejdéte do nabidky Configuration > Storage > Selection
(Konfigurace > Ulozisté > Volba).

6. Nahrajte zaznam pomoci kamery urcené k noSeni na téle a umistéte kameru do dokovaci stanice.
Zaznamy se automaticky nahraji do systému AXIS Camera Station 5.

7. Prehravani a export zaznamd z kamery Axis k noSeni na téle v systému AXIS Camera Station 5.

Chcete-li pfehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.
Dalezité

K odebirani uZivateld vzdy pouzivejte nastroj pro spravu systému AXIS Body Worn Manager k noSeni na téle.
Nikdy neodebirejte uzivatele kamery uréené k noSeni na téle ze systému AXIS Camera Station 5.

Nastaveni sifové dveini stanice Axis

Priklad vysvétluje nasledujici:

Pridani sitové dverni stanice Axis k systému AXIS Camera Station 5
Konfigurace zvukového upozornéni na klientském pocitaci

Ovladani prichozich hovorl
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® Zakazani oznameni o pfichozim hovoru dvefni stanice

Omezeni:

®  Hovory z dvefni stanice do systému AXIS Camera Station 5 nelze pfidrzet.
e U dvefni stanice nelze aktivovat detekci pohybu.
® Zaznamenat |ze pouze zaznamy od volajiciho. Zvuk od operatora zaznamenat nelze.

Pridani sitové dverni stanice Axis k systému AXIS Camera Station 5

1. Vsystému AXIS Camera Station 5 prejdéte do nabidky Configuration > Devices > Add devices
(Konfigurace > Zafizeni > Pridat zafizeni).

N

Zvolte sitovou dvefni stanici a kliknéte na Add (Pfidat).

w

Pouzijte vychozi nastaveni, kliknéte na Next (Dalsi) a Install (Instalovat).

4. Chcete-li zkontrolovat, zda byla dvefni stanice pfidana, pfejdéte do sekce Configuration > Devices >
Cameras (Konfigurace > Zatizeni > Kamery).

o

Prejdéte do sekce Configuration > Recording and events > Action rules (Konfigurace > Zaznam
a udalosti > Pravidla akei), abyste zkontrolovali, zda byla automaticky pfidana nasledujici pravidla akci.

- Pravidlo otevreni dvefi: Je pridano tlacitko akce Otevrit dvere. Kliknéte na tlacitko v Zivém
zobrazeni, aby se ve vychozim nastaveni na 7 sekund otevrel V/V port dvefni stanice.

- Nahravani probihajiciho hovoru: Pfi probihajicim hovoru za¢nete hovor nahravat na dvefni
stanici.

Nastaveni zvuku pfichoziho hovoru
1. Vsystému AXIS Camera Station 5 pfejdéte do nabidky Configuration > Client > Settings (Konfigurace >
Klient > Nastaveni).

2.V ¢asti Sound on incoming call (Zvuk pfi pfichozim hovoru) vyberte moznost Sound file (Zvukovy
soubor).

3. Kliknéte na Browse (Prochazet) a vyhledejte zvukovy soubor ve formatu WAV nebo MP3.
4. Jestlize chcete provést test zvuku, kliknéte na Play (Pfehrat).

Ovladani pfichoziho hovoru
1. Pri aktivaci hovoru se zobrazi okno oznameni.

2. Jestlize umistite ukazatel mySi na miniaturu, zobrazi se vétsi obrazek volajiciho.

3. Chcete-li hovor pfijmout, kliknéte na tlacitko Accept (Pfijmout). Objevi se nova karta obsahujici pohled
ze dverni stanice. Kliknutim na moznost Open door (Otevfit dvefe) oteviete ve vychozim nastaveni na
7 sekund V/V port dvefni stanice.

4. Jestlize chcete volani ignorovat pouze u tohoto klientu, kliknéte na tlacitko Ignore (Ignorovat). Na hovor
muZete nadale odpovédét na jiném klientu.

5. Chcete-li hovor ukoncit, kliknéte na moznost Decline (Odmitnout). Hovor se ukonéi a je odebrano
oznameni o hovoru u vsech klient(.

Poznamka

V pfipadg, Ze se vyskytne vice hovord, na né doporuc¢ujeme odpovidat jednotlivé. Ostatni hovory budou
nadale zobrazeny, dokud na né neodpovite nebo dokud nevyprsi jejich ¢asovy limit.

Deaktivace oznameni dverni stanice
1. Vytvorte pro klienta samostatného uzivatele.

1.1.  Prejdéte do nabidky Configuration > Security > User permissions (Nastaveni > Zabezpeceni >
UZivatelska opravnéni).

1.2. Kliknéte na PFidat.
1.3.  Zvolte uZivatele ze seznamu a kliknéte na Add (PFidat).

2. Nakonfigurujte uzivatele.
2.1.  Vnabidce Role zvolte moznost Operator (Operator).
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2.2.  Vyberte pro dvefni stanici Access (Pfistup), ale vymaZzte polozky Audio Listen (Poslech zvuku) a
Audio speak (Reproduktory).

2.3. Kliknéte na Save (Ulozit).
Nastaveni zvuku v systému AXIS Camera Station 5

Priklad vysvétluje nasledujici:
e Pridani sitového audio zafizeni Axis do systému AXIS Camera Station 5 a jeho pfifazeni k sitové kamere
Axis.

® \/ytvoreni tlacitka v Zivém zobrazeni kamery v systému AXIS Camera Station 5, po jehoZ stisknuti se na
audio zafizeni spusti zvukovy klip.

UPOZORNENI

Toto nastaveni systému je vhodné pro systémy, na kterych nezavisi Zivoty, napf. poplachy pfed narusitelem
nebo komunikace se zaméstnanci nebo zakazniky. K implementaci v kritickych systémech, jako je napfiklad
pozarni evakuace, musi byt spinéna konkrétni voditka a normy (podle mista instalace).

Omezeni:
e Zvuk odeslany ze systému AXIS Camera Station 5 do sitového audio zafizeni Axis nelze nahravat.

® Ke kamere v systému AXIS Camera Station 5 je tfeba nejprve pfifadit audio zafizeni.
e Sjednou kamerou je mozné spojit pouze jedno audio zafizeni.
eV systému AXIS Camera Station 5 nelze ovladat hlasitost audio zafizeni.

1. Pfidani sitového audio zafizeni Axis k systému AXIS Camera Station 5:

1.1.  Vsystému AXIS Camera Station 5 kliknéte na + a zvolte moznost Configuration
(Konfigurace).

1.2. Pfejdéte do nabidky Devices > Add devices (Zafizeni > Pfidat zafizeni).
1.3.  Ze seznamu vyberte sitové audio zafizeni a kliknéte na moznost Pridat.
1.4. Prejdéte do nabidky Jina zafizeni a zkontrolujte, Ze bylo audio zafizeni pfidano do seznamu.

2. Spojeni audio zafizeni s kamerou:

2.1.  Vsystému AXIS Camera Station 5 prejdéte do nabidky Devices > Streaming profiles (Zafizeni >
Profily streamovani) a vyberte kameru, se kterou chcete audio zafizeni spojit.

2.2.  Zrozeviraci nabidky Reproduktor ve streamovacim profilu zafizeni vyberte audio zafizeni.
2.3.  Kliknéte na Pouzit.

2.4, K otestovani spojeni prejdéte do nabidky Live view (Zivé zobrazeni) v systému AXIS Camera
Station 5 a kliknéte na tla¢itko Speak (Hovor). KdyZ promluvite do mikrofonu pocitace, audio
zarizeni zvuk prehraje.

3. Priprava odkazu na audio klip:
3.1.  Prejdéte do nabidky Audio > Audio clips (Audio klipy).
3.2.  Kliknéte na ikonu odkazu na audio klip.
3.3.  Nastavte hlasitost a pocet opakovani klipu.
3.4. Kliknéte na ikonu kopirovani a zkopirujte odkaz.

4. Vytvoreni tlacitka, které spousti audio klip:

4.1.  Vsystému AXIS Camera Station 5 pfejdéte do nabidky Configuration > Recording and events >
Action rules (Konfigurace > Zaznam a udalosti > Pravidla akci) a kliknéte na moznost New
(Nové).

4.2. Kliknéte na tlacitko Add (Pridat) a pfidejte spoustéc.

4.3. V seznamu spoustécu vyberte moznost Action button (Akce) a kliknéte na tlacitko OK.
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4.4.  Jestlize bylo vytvofeno tlacitko, vyberte moznost Create new button (Vytvofit nové tlacitko)
a kliknéte na tlacitko Next (Dalsi).

4.5.  \lyberte moznost Command button (Pfikazové tlacitko) a kliknéte na Next (Dalsi).
4.6.  Zadejte udaje tlacitka, napfiklad:

- Stitek tladitka: Zaméstnanec na prepazku

- Bublinovy popisek: Zavolani zaméstnance na prepazku

- Pridat ke kamere: vyberte kameru pfidruZzenou ke zvukovému zafizeni.

- Pridat k mapé:

- Kliknéte na OK.

Poznamka
Tlagitko miZzete spojit s vice mapami nebo kamerami.

4.1.  Kliknéte na tlacitko Dalsi.
4.2.  Jestlize chcete pridat akci, kliknéte na tlacitko Add (Pfidat).

4.3. V seznamu akci vyberte Send HTTP Notification (Odeslat HTTP notifikaci) a kliknéte na tlacitko
OK.

4.4.  Vlozte nakonfigurovany odkaz z audio zafizeni do poli¢ka URL.
4.5.  Zaskrtnéte moznost VyZadovano ovéreni a zadejte UZivatelské jméno a Heslo audio zafizeni.
4.6. Kliknéte na tlacitko OK.
4.7. Dvakrat kliknéte na tlacitko Dalsi.
4.8.  Zadejte Nazev pravidla a kliknéte na tlacitko Dokondit.
V Zivém zobrazeni kamery v systému AXIS Camera Station 5 je nyni tlacitko s ozna¢enim Staff to till

(Zaméstnanec na prepazku). Kdyz na tlacitko kliknete, audio zafizeni prehraje zvukovy klip.

Nastaveni analyzy Axis

Chcete-li prehrat toto video, pfejdéte na webovou verzi tohoto dokumentu.

Rozsirte systém AXIS Camera Station 5 0 moZnosti analyzy (AXIS Loitering Guard)
Nastaveni ¢tec¢ky ¢arovych kodi AXIS

V této Casti je vysvétleno, jak nastavit ¢tecku ¢arovych koda AXIS pro interkomy a kamery Axis a jak ji
nakonfigurovat v AXIS Camera Station Secure Entry. Dalsi informace o ¢teéce ¢arovych kddl AXIS naleznete
v uzZivatelské pfiruéce.

Poznamka
® \lyzaduje systém AXIS Camera Station 5 5.44 nebo nove¢jsi, AXIS A1601 Network Door Controller
s firmwarem 10.11.9 nebo novéjSim.

® \lyzaduje licenci.
Omezeni

QR Code® muzete odeslat az poté, co ulozite drzitele karty pomoci pfihlasovacich udaji QR.

Pracovni postup
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1.

2
3
4.
5

Instalace étecky ¢drovych kodi AXIS, on page 31
Konfigurace ¢tecky &drovych kodi AXIS, on page 31
Viytvoreni pfipojeni pomoci ovladace dvefi, on page 31
Konfigurace pfihlasovacich udaji QR, on page 32
Odeslat QR Code®, on page 32

Instalace ¢tecky ¢arovych kodu AXIS

1.

ISR L

Stahnéte si instalacni soubor aplikace z axis.com.

Prejdéte na webovou stranku interkomu nebo kamery Axis.

Nainstalujte aplikaci.

Aktivujte licenci.

Spusténi aplikace.

Doporuéujeme zménit nasledujici nastaveni kamery pro lepsi presnost QR.
6.1.  Prejdéte do nastaveni kamery.

6.2.  V CastiImage > Exposure (Obrazek > Expozice) presuiite posuvnik Blur-noise trade-off
(Vyvazeni rozmazani-Sumu) doprostred.

Konfigurace ¢tecky ¢arovych kodu AXIS

1.

Chcete-li zménit profil identifikace QR, pfejdéte na Configuration > Access control > Identification
profiles (Konfigurace > Rizeni pFistupu > Identifikaéni profily) a kliknéte na 4 . Viz Identifikacni
profily.

Pridejte dvefe. Viz ¢ast Priddni dvefi.

Jako identifikacni profil pro tato dvefe zvolte QR. Viz Nastaveni dvefi.

PFidani ¢tecky ¢arovych kodi. Viz Priddni ¢tecky.

4.1.  Pod jednou stranou dvefi kliknéte na Add reader (Pfidat ¢tecku).

4.2.  Zrozeviraciho seznamu Reader type (Typ ¢tecky) vyberte AXIS Barcode Reader. Zadejte nazev
a kliknéte na tlacitko OK.

Vytvoreni pFipojeni pomoci ovladace dvefi

Vytvoreni pfipojeni pomoci ovladace dvefi

1.

V AXIS Camera Station 5:

1.1. prejdete do nabidky Configuration > Access control > Encrypted communication (Konfigurace
> Rizeni pfistupu > Sifrovana komunikace).

1.2.  V casti External Peripheral Authentication Key (Externi periferni ovéfovaci klic) kliknéte na
moznost Show authentication key (Zobrazit ovéfovaci kli¢) a na Copy key (Zkopirovat klic).

Ve webovém rozhrani zafizeni, kde je spusténa ¢tecka ¢arovych kddi AXIS:
2.1.  Otevrete aplikaci ¢tecky ¢arovych koda AXIS.

2.2.  Jestlize serverovy certifikat nebyl v AXIS Camera Station 5 nakonfigurovan, zapnéte moznost
Ignore server certificate validation (Ignorovat ovéfeni certifikatu serveru). Vice informaci
najdete v Casti Certifikdty.

2.3.  Zapnéte AXIS Camera Station Secure Entry.
2.4, Kliknéte na Add (PFidat) a zadejte IP adresu ovladace dvefi a vlozte ovéfovaci klic.

2.5. Z rozbalovaciho menu dveri vyberte ¢tecku, ktera ¢te ¢arove kady.
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Konfigurace pfihlasovacich udaji QR

Pridejte drzitele karty.

2. Pridejte pfihlasovaci udaje QR.
(oo
- V ¢asti Credentials (Prihlasovaci Udaje) kliknéte na ° a .
- Zadejte jméno.
- Moznost Dynamic QR (Dynamicky QR) je ve vychozim nastaveni zapnuta. Dynamicky QR musi
byt pouzit spolu s kodem PIN.

- Nastavte datum vyprseni platnosti a kliknéte na Add (Pfidat).

3. Pfidejte pravidlo pristupu pro drZitele karty na dvere, které jsou nakonfigurovany pomoci ¢tecky
¢arovych koda AXIS.

Odeslat QR Code®

QR Code je registrovana ochranna znamka spole¢nosti Denso Wave Incorporated v Japonsku a dalSich zemich.

1.
2.
3.

Ujistéte se, Ze je u drzitele karty nastavena spravna e-mailova adresa. Viz Pfiddni drZitele karty.
Nakonfigurujte server SMTP pro odesilani e-mailli. Viz Nastaven/ serveru.

V pripadé potreby upravte Sablonu e-mailu. Viz Access management settings (Nastaveni sprdvy

pristupu).

3.1.  Prejdéte na ¢ast Access management > Settings (Sprava pristupu > Nastaveni).

3.2. Vst Email template (Sablona e-mailu) zménte predmét a zakladni text.

3.3. Ve vychozim nastaveni je zvolena moznost Include visiting time in the email (Do e-mailu uvést
¢as navstévy).

3.4.  Kliknéte na Pouzit.

Odeslete QR kdd. Viz Priddni drZitele karty.

4.1.  Piejdéte do ¢asti Access management > Dashboard > Cardholders (Sprava pfistupu > Ridici
panel > DrZitelé karet).

4.2.  Zvolte drzitele karty, kliknéte na moznost * anaSend QR code (Odeslat QR kad).
4.3. Kliknéte na tlacitko OK.

Nastaveni AXIS Mobile Credential

Chcete-li pouzit dynamicky QR kod, musite nastavit AXIS Mobile Credential.

Postupujte podle pokynii v e-mailu, ktery jste obdrzeli:

1.
2.
3.

4.

Stahnéte si aplikaci AXIS Mobile Credential.
V e-mailu kliknéte na aktivacni odkaz.

Otevrete aplikaci v mobilnim zafizeni, pfihlasovaci udaje se zobrazi pod polozkou My credentials (Moje
pfihlasovaci udaje).

Kliknéte na ni a zadejte PIN kdd pro aktivaci dynamického QR kodu.

Nastaveni AXIS Perimeter Defender PTZ Autotracking

Je-li pro kameru Axis PTZ nastavena funkce AXIS Perimeter Defender PTZ Autotracking, miZete pomoci kamery
v AXIS Camera Station 5 automaticky rozpoznat a sledovat pohybujici se objekty, jako jsou napfiklad osoby
nebo vozidla v uhlu pohledu. Funkce je uréena pro vnitfni i venkovni pouziti v prostorach s nizkym provozem,
jako jsou napriklad parkovisté. Funkce se hodi i pro sledovani prostor jako Skoly, pracovisté, kancelafe a obchody,
a to po zaviracich/provoznich hodinach.
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Poznamka

Tato moznost vyzaduje AXIS Camera Station 5.38 nebo novéjsi.

Je mozné sledovat vzdy pouze jeden objekt.

Omezeni:

V déleném pohledu nemusi byt oblasti detekce a indikatory objektl zobrazeny ve spravném umisténi.

Aktualizujte stranku konfigurace kamery nebo znovu oteviete stranku s nastavenim aplikace:
- Po skoné&eni udrzby kamery v nastroji AXIS Camera Station 5

- Pokud doslo k pootoéeni kamery z plvodniho umisténi

Dojde-li k odstranéni prednastavené polohy pouzité v profilu pro autotracking, nebude oblast detekce
fungovat a v nastroji AXIS Camera Station 5 se neaktivuje zadna vystraha.

Prejdéte na stranku konfigurace kamery a nastavte oblasti detekce.
1.1.  Prejdéte do nabidky Settings > Apps (Konfigurace > Aplikace).

1.2.  Kliknéte na moZnost Axis PTZ autotracking a spustte aplikaci.
1.3. Kliknutim na Open (Otevfit) otevrete stranku s nastavenim aplikace.

1.4.  Prejdéte do nabidky Settings > Profiles (Konfigurace > Profily).

1.5. Kliknéte na + a vytvorte profil.

1.6. Pretazenim kotevnich bodl presunite oblast detekce a upravte jeji velikost a tvar. Kazda oblast
detekce mdze mit az deset primarnich kotevnich bod.

1.7.  V pfipadé potreby vytvorte vice profilli a oblasti detekce. Miizete vytvofit az 10 profild.
1.8.  Zavrete stranku s nastavenim aplikace.

V AXIS Camera Station 5:

2.1.  Prejdéte do nabidky Nastaveni > Zatizeni > Pridat zafizeni.

2.2.  Vyberte kameru PTZ a kliknéte na tlacitko Pridat.

2.3.  Kliknéte na tla¢itko Next (Dalsi) a pak na tlacitko Install (Instalovat).

Prejdéte na Zivé zobrazeni kamery, uvidite:

- Zluté oblasti: Oblasti detekee, které jsou nakonfigurovany na strance konfigurace kamery.
Vsechny objekty, které vstupuji do Zluté oblasti detekce, budou automaticky sledovany.

- Zelené oblasti: Indikatory objektd, které kamera detekovala. Indikatory objektd jsou k dispozici
pouze tehdy, je-li zvolena moznost Show PTZ autotracking object indicators (Zobrazeni
indikatort autotrackingu objektt PTZ) v ¢asti Streaming profiles (Profily streamovani).

- Chcete-li spustit sledovani detekovaného objektu, kliknéte na zelenou oblast.
- Sledovani objektu ukondite kliknutim na objekt.

Vytvoreni pravidla akei pro spusténi akce, je-li spusténa funkce autotracking.

4.1.  Prejdéte do nabidky Configuration > Recording and events > Action rules (Nastaveni >
Zaznam a udalosti > Pravidla akci) a kliknéte na moznost New (Nové).

4.2.  Pridani spoustéce udalosti funkce autotracking.
4.2.1. Kliknéte na moznost Pfidat a vyberte moznost Udalost zafizeni. Kliknéte na tlacitko OK.

4.2.2. 'V ¢asti Configure device event trigger (Konfigurovat spousté¢ udalosti zafizeni):
- Z rozeviraciho nabidky Device (Zafizeni) vyberte kameru PTZ

- Vlyberte mozZnost PtzAutotracking > Autotracking is tracking (PtzAutotracking
> Autotracking sleduje) z rozbalovaci nabidky Event (Udalost).

- Nastavte parametr Trigger period (Interval spoustéce) a nastavte parametr
statelnfo (Informace o stavu) na hodnotu yes.

4.2.1. Kliknéte na tlacitko OK.
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4.2. Kliknéte na tlacitko Dalsi.

4.3. Pridejte akci zaznamu.
4.3.1. Kliknéte na moznost Pridat a vyberte moznost Zaznam. Kliknéte na tlacitko OK.

4.3.2. Zrozeviraciho nabidky Camera (Kamera) vyberte kameru PTZ.
4.3.3. Nakonfigurujte ¢ast Video setting (Nastaveni videa).
4.3.4. Kliknéte na tlacitko OK.

4.5, Kliknéte na Next (Dalsi) a vyberte rozvrh.

4.6. Kliknéte na moznost Dokoncit.

Nastaveni nastroje AXIS License Plate Verifier

Je-li zafizeni vybaveno nastrojem AXIS License Plate Verifier, povaZzuje se v systému pro spravu videa za zdroj
externich dat. Ke zdroji dat mGzete pripojit pohled, vyhledavat registra¢ni znacky zachycené zafizenim a zobrazit
souvisejici snimek.

Poznamka

1.

9.

Tato moznost vyzaduje AXIS Camera Station 5.38 nebo novéjsi.
Nastroj AXIS License Plate Verifier vyZaduje licenci.
Stahnéte si a nainstalujte aplikaci do svého zafizeni.

Konfigurace aplikace. Viz ¢ast AXIS License Plate Verifier user manual (UZivatelskd prirucka AXIS License
Plate Verifier).

V pfipad€ jiz existujici instalace stanice AXIS Camera Station obnovte certifikat serveru pouzivany ke
komunikaci s klientem. Viz Obnoveni certifikdtu.

Zapnéte synchronizaci ¢asu, pokud chcete AXIS Camera Station pouzit jako NTP server. iz Nastaven/
serveru.

Pridejte zafizeni k systému AXIS Camera Station. Viz Pfiddni zafizeni.

Pfi pfijeti prvni udalosti se zdroj dat automaticky pfida do nabidky Configuration > Devices > External
data sources (Konfigurace > Zafizeni > Externi zdroje dat).

Pfipojeni zdroje dat k pohledu. Viz Externi zdroje dat.

Vlyhledejte registraéni znacky zachycené zafizenim. Viz Vyhleddvadni dat.

Klepnutim na tlacitko r:r exportujete vysledky vyhledavani do souboru .txt.

Nastaveni AXIS Speed Monitor

Aplikaci AXIS Speed Monitor Ize nainstalovat do zafizeni pfipojeného k radaru nebo pfimo do radaru.

Jsou-li zafizeni nebo radar vybaveny nastrojem AXIS Speed Monitor, povazuje se v AXIS Camera Station 5 za
zdroj externich dat. Ke zdroji dat mlzete pfipojit pohled, vyhledavat rychlosti objektl zachycené zafizenim
a zobrazit souvisejici snimek.

Poznamka
To vyzaduje AXIS Camera Station 5.47 nebo novéjsi.

1.
2.
3.

Stahnéte si a nainstalujte aplikaci do svého zafizeni.
Nakonfigurujte aplikaci a radar. Viz UZivatelskd pfirucka AXIS Speed Monitor.

V pripadé jiZ existujici instalace systému AXIS Camera Station 5 obnovte certifikat serveru, ktery se
pouziva ke komunikaci s klientem. Viz Obnoveni certifikdtu.

Zapnéte synchronizaci ¢asu, pokud chcete server AXIS Camera Station 5 pouzit jako NTP server. Viz
Nastaveni serveru.

Pfidejte souvisejici zafizeni k AXIS Camera Station 5. Viz Priddni zafizeni.
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9.

- Je-li aplikace nainstalovana na zafizeni pfipojeném k radaru, pfidejte zafizeni a radar.
- Je-li aplikace nainstalovana na radaru, pfidejte radar.

Pri pfijeti prvni udalosti se zdroj dat automaticky pfida do nabidky Configuration > Devices > External
data sources (Konfigurace > Zafizeni > Externi zdroje dat).

Pfipojeni zdroje dat k pohledu. Viz Externi zdroje dat.
Vlyhledejte rychlosti objektd zachycené zafizenim. Viz Viyhleddvdni dat.

Klepnutim na tlacitko U exportujete vysledky vyhledavani do souboru .txt.

Nastaveni funkce AXIS Perimeter Defender

Nastaveni funkce AXIS Perimeter Defender

V této Casti je popsan postup integrace funkce AXIS Perimeter Defender se systémem udalosti AXIS Camera
Station 5. Naudite se:

1.

Konfigurovat spusténi pravidla AXIS Camera Station 5, kdyz dojde k naruSeni.
Ovéfit, ze je konfigurace provedena spravné.

Konfigurovat a kalibrovat funkci AXIS Perimeter Defender v softwaru pro nastaveni AXIS Perimeter
Defender. Napovédu k instalaci a kalibraci funkce AXIS Perimeter Defender naleznete v uzivatelské
prirucce AXIS Perimeter Defender nebo na strdnce produktu.

Pridejte kameru do systému AXIS Camera Station 5 pomoci privodce Add Camera (Pfidat kameru).

Konfigurace spoustéce udalosti zafizeni:

3.1.  Prejdéte do nabidky Configuration (Nastaveni) > Recording & Events (Zaznam a udalosti)
a otevrete kartu Advanced rules (Pokrodila pravidla).

3.2.  Vytvorte nové pravidlo a vyberte spousté¢ Device Event (Udalost zafizeni).
3.3.  Vyberte kameru, kde je nainstalovana funkce AXIS Perimeter Defender.
3.4. V seznamu Event (Udalost) vyberte moznost AXISPerimeterDefender.

3.5.  Vseznamu Feature (Funkce) vyberte nazev nakonfigurovaného priniku (v tomto pfipadé
Intrusion-1"). Pokud chcete spustit pravidlo pro vSechny nakonfigurované scénare, vyberte
moznost ALL_SCENARIOS.

3.6.  Vyberte moznost Yes, pokud ma byt spousté¢ aktivovan, kdyz dojde k priiniku. Kdyz je detekovan
prinik, v okné Aktivita se zobrazi zména stavu, coz pomaha kontrole, Ze nastaveni je spravné.

3.7. Kliknéte na moznost OK a Next (Dalsi) a nakonfigurujte akce.
3.8.  Vdialogovém okné Add Action (Pfidat akei) mizete pro pravidlo pfidat jednu nebo vice akci.

[Fid Create Recording Action tﬁ

Camera
Camera: |AX[S Q1765-LE-PT | = |

Video setting

Profile: |Medium (H.264, 1280%720, 15 fps) ‘ -|

Prebuffer: 3 {1 seconds

Postbuffer: 5 _ seconds
| Help | | OK | | Cancel |

V tomto prikladu pfiddme akci zdznamu a akci poplachu.

3.9. Kliknéte na moznost Dokondéit.
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AXIS Camera Station 5

| Basic settings Advancedrules

[fype ta search

Intrusion Parking lot
Triggers: Device event trigger on AXIS Q1765-LE-PT (AXISPerimeterDefender
Schedule: Always on
Actions:  Record on "AXIS Q1765-LE-PT'

Raise alarm 'Intrusion in perimeter 1!'

V tomto prikladu je uvedeno pravidlo, které spousti dvé akce, kdyZ dojde k naruseni.

4. Zkontrolujte, Ze konfigurace funguje podle o¢ekavani, simulovanim priniku, napfiklad fyzickym
vstoupenim do monitorované oblasti.
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AXIS Camera Station 5

Potfebujete dalsi pomoc?
Uziteéné odkazy

®  Parametry instalace - AXIS Camera Station 5 instalaéni program spole¢nosti Microsoft
® Instalaéni pfepinace - AXIS Camera Station 5 spustitelny soubor

e AXIS Camera Station 5 Pozndmky k verzi

AXIS Camera Station 5 Uzivatelskd prirucka k systému

o AXIS Camera Station 5 Video tutoridly k systému
Kontaktovat podporu

Pokud potfebujete dal3i pomoc, prejdéte na axis.com/support.
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