AXISa

COMMUNICATIONS

AXIS Camera Station Pro

Podrecznik uzytkownika



AXIS Camera Station Pro

Informacje o oprogramowaniu AXIS Camera Station Integrator Suite

AXIS Camera Station Integrator Suite to zbior narzedzi upraszczajacych budowe i wdrazanie systemow dozoru.
Pomoze unikng¢ btedoéw oraz oszczedzi¢ czas i pienigdze na wszystkich etapach cyklu zycia systemu. Przybornik
zawiera nastepujgce elementy:

AXIS Site Designer

Przegladarkowe narzedzie, ktore upraszcza projektowanie systemu i dobdr sktadnikow. Zapewnia ono
natychmiastowy dostep do kompletnego portfela produktow Axis. Zapotrzebowanie na pasmo i pamig¢
masowgq sg obliczane automatycznie, po czym narzedzie rekomenduje odpowiednie rozwigzania
nagrywajace. Dokumentacja projektowa systemu jest automatycznie tworzona i mozna fatwo jg
udostepniac innym uzytkownikom.

Automatyczne konfigurowanie
Aby przyspieszy¢ instalacje i wyeliminowa¢ mozliwe pomytki, mozna zaimportowac ustawienia
wprowadzone w aplikacji AXIS Site Designer do oprogramowania AXIS Camera Station Pro.

AXIS Installation Verifier

Aplikacja zintegrowana z AXIS Camera Station Pro. Weryfikuje ona lokalnie system na zywo,
sprawdzajac, czy wszystkie elementy dziatajg prawidtowo. Aplikacja bada dziatanie catego rozwigzania
oraz generuje dokumentacje, ktérg mozna wreczy¢ klientowi w trakcie poczatkowej instalacji i podczas
kolejnych wizyt serwisowych.

AXIS System Health Monitoring

Aplikacja AXIS System Health Monitoring umozliwia weryfikowanie stanu instalacji oprogramowania
AXIS Camera Station Pro. W portalu mozna obserwowac wszystkie zainstalowane sktadniki oraz
automatycznie otrzymywac¢ powiadomienia o problemach z ktérymikolwiek podtgczonymi urzgdzeniami.



AXIS Camera Station Pro

Przydatne tqcza dla integratora

Oto tacza do kilku tematow, ktére mogg pomdc w rozpoczeciu pracy. Mitej lektury!
®  Zaprojektuj system, on page 5
e Co nowego w AXIS Camera Station Pro?
e AXIS Camera Station Pro instrukcja obstugi

e AXIS Camera Station Pro przewodnik po instalacji


https://help.axis.com/axis-camera-station-pro#whats-new
https://help.axis.com/axis-camera-station-pro
https://help.axis.com/axis-camera-station-pro-installation-and-migration-guide

AXIS Camera Station Pro

Proces

Oto proces projektowania kompleksowego rozwigzania Axis:

1. Zaprojektuj system, on page 5
2. Konfigurowanie systemu, on page 6

3. Przetestuj system, on page 12



Informacje o oprogramowaniu AXIS Site Designer

AXIS Site Designer to internetowe narzgdzie, w ktdrym mozna zaprojektowac¢ system i wybiera¢ produkty.
Zapewnia ono natychmiastowy dostep do kompletnego portfela produktow Axis. Zapotrzebowanie na pasmo i
pamie¢ masowg sa obliczane automatycznie, po czym narzedzie rekomenduje odpowiednie rozwigzania

nagrywajace. Dokumentacja projektowa systemu jest tworzona automatycznie i dzieki mozna tatwo udostepni¢
kompletny projekt innym uzytkownikom.

Tworzenie projektu w programie AXIS Site Designer

Aby obejrzec¢ ten film wideo, przejdz do internetowej wersji dokumentu.

W ponizszym przykfadzie opisano, jak zaprojektowa¢ i skonfigurowac¢ rozwigzanie w programie AXIS Site
Designer. Nastepnie mozna zaimportowac t¢ konfiguracje do oprogramowania AXIS Camera Station Pro.

Uwaga

Wymagania wstepne:
- Aktywne konto My Axis

1.
2.
3.

Zaloguj sie w programie AXIS Site Designer.
Utworz nowy projekt.

Dodaj kamery do projektu.

Za pomocg narzedzia dwuwymiarowego wizualizowania i filtrow kamer znajdz odpowiednig kamerg, a
nastepnie kliknij przycisk Dodaj.

Skonfiguruj kamery.

Mozna na przykfad utworzy¢ harmonogramy tworzenia nagran: nagrywanie ciggte w godzinach pracy i
nagrywanie wyzwalane ruchem poza godzinami pracy. Mozna réwniez okresli¢, przez ile dni system
bedzie przechowywat zapis.

Dodaj urzadzenia do projektu.

Moga to by¢ na przyktad systemy gtosnikowe, rozwigzania nagrywajgce, akcesoria i urzadzenia sieciowe.

Nastepny krok: Importowanie projektu programu AXIS Site Designer, on page 6



Importowanie projektu programu AXIS Site Designer

W ponizszym przyktadzie opisano, jak zaimportowac¢ projekt z programu AXIS Site Designer do oprogramowania
AXIS Camera Station Pro.

Uwaga

Wymagania wstepne:
- Aktywne konto My Axis
- Projekt w programie AXIS Site Designer

1.
2.
3.

Zaloguj sie w programie AXIS Site Designer.

Otwarz projekt.

PrzejdZ do obszaru Share with (Wyslij do oprogramowania) AXIS Camera Station Pro i kliknij jedng z

ponizszych opcji:

- Wygeneruj kod dostepu — uzyj tej opcji w przypadku, gdy serwer AXIS Camera Station Pro ma
dostep do Internetu.

- Pobierz ustawienia kamery — uzyj tej opcji w przypadku, gdy serwer AXIS Camera Station Pro
nie ma dostepu do Internetu.

W oprogramowaniu AXIS Camera Station Pro przejdz do obszaru Configuration (Konfiguracja) >
Devices (Urzadzenia) > Add device (Dodaj urzadzenie).

Kliknij Add (Dodaj), wybierz Site Designer configuration (Konfiguracja narzgdzia Site Designer) i
kliknij Next (Dalej).

Wybierz jedng z opcji widocznych ponizej, a nastepnie kliknij przycisk Importuj:

- Jezeli wygenerowano kod dostepu, wybierz opcje Kod dostepu.

- Jezeli pobrano plik, kliknij opcje Wybierz plik.

Kliknij przycisk Install (Instaluj).

W operacji importu konfiguracja zostanie automatycznie dopasowana do konkretnego modelu na
podstawie konfiguracji programu AXIS Site Designer i modeli dostepnych w oprogramowaniu AXIS
Camera Station Pro. Jezeli dla jednego modelu kamery istnieje wiele konfiguracji, nalezy recznie wybrac
konfiguracje, ktéra ma zostac¢ uzyta.

Nastepny krok: Przetestuj system, on page 12

Lqgczenie z serwerem AXIS Camera Station Pro

W tej sekcji opisano sposéb nawigzywania pofgczenia z serwerem AXIS Camera Station Pro z poziomu
komputera klienckiego albo aplikacji mobilnej. Potgczenie z serwerem mozna ustanowic¢ na kilka sposobow:

Uwaga

Nawigzanie potgczenia z serwerem z lokalnej sieci

Nawigzanie pofgczenia z serwerem w Internetu:
- poprzez Axis Secure Remote Access

- poprzez mapowanie portow Via (niezalecane)

Wymagania wstepne:
- Aktywne konto My Axis

Przygotowywanie systemu

Zanim bedzie mozna taczy¢ sie z urzgdzenia klienckiego z serwerem AXIS Camera Station Pro, nalezy
przygotowac system. Instrukcje zamieszczone ponizej pomogg zarzgdza¢ ogdlnymi ustawieniami.

1.

Zainstaluj aplikacje AXIS Camera Station Pro dla systemu Windows®.



Utworz konta uzytkownikow systemu Windows — patrz Tworzenie uzytkownika systemu Windows.

Dodaj uzytkownikéw systemu Windows do aplikacji AXIS Camera Station Pro dla systemu Windows.

> N

Skonfiguruj zapore serwera.
5. Zainstaluj aplikacje mobilng AXIS Camera Station Pro.

Koniecznos¢ wykonania poszczegdlnych krokdw zalezy od konfiguracji systemu, konfiguracji urzadzen klienckich
i infrastruktury sieciowej.

Informacje na temat uzytkownikow i grup

Uwaga
Dla zaawansowanych uzytkownikow:
Aby sie upewni¢, ze masz identyfikatory uzytkownika i hasta dost¢pu do systemu Windows i oprogramowania
AXIS Camera Station Pro, otwdrz porty xx i yy w celu skonfigurowania aplikacji mobilnej.

Aby nawigza¢ pofgczenie z urzadzenia klienckiego z serwerem AXIS Camera Station Pro, potrzebujesz konta
uzytkownika systemu Windows z odpowiednimi uprawnieniami. Moze to by¢ domysiny administratora na
urzadzeniu z systemem Windows, na ktérym jest zainstalowany serwer, lub utworzony inny uzytkownik.

AXIS Camera Station Pro obstuguje zarowno lokalnych, jak i domenowych uzytkownikéw i grupy systemu
Windows. Jezeli korzystasz z konfiguracji domenowej, musisz przytgczyc¢ serwer do domeny. Moze to wymagac
zaangazowania firmowego dziatu IT.

Logowanie jako biezacy uzytkownik:
e Jezeli biezgcy uzytkownik systemu Windows zostat dodany do listy uprawnien na serwerze, zaznacz
opcje Aktualny uzytkownik i kliknij przycisk Zaloguj.
Logowanie jako inny uzytkownik:
1. Jezeli obecny uzytkownik systemu Windows nie zostat dodany do listy uprawnien na serwerze, wyczys¢
pole wyboru Zaloguj si¢ jako biezgcy uzytkownik i kliknij przycisk Zaloguj.
2. Na nastepnej stronie zaznacz opcje Inny uzytkownik.
3. Wprowadz poswiadczenia i kliknij przycisk Zaloguj.
Uzytkownik lub grupa uzytkownikdw moga mie¢ jedng z nastepujgcych rol:
®  Administrator:
- Petny dostep do wszystkich funkcji i urzagdzen

e Operator:

- Petny dostep do wszystkich funkcji poza menu Konfiguracja, obszarem roboczym Konfiguracja,
strong Zarzadzanie urzgdzeniami i dziennikiem audytu.

- Petny dostep do wybranych urzadzen i portow we/wy.
- Wybidrezy dostep do funkeji odtwarzania i eksportowania nagran.

*  Dozorca:
- Dostep do wideo na zywo z wybranych kamer.

- Dostep do wybranych portow we/wy.

Uwaga
Pod kazdg kartg znajduje sie przycisk Zaawansowane, ktorego klikniecie spowoduje wyswietlenie
dodatkowych opcji personalizowania kont Operator i Dozorca.

Instalowanie aplikacji AXIS Camera Station Pro dla systemu Windows (klienta)

1. Pobierz aplikacje dla systemu Windows ze strony axis.com/products/axis-camera-station-pro

2. Zainstaluj aplikacje dla systemu Windows koniecznie w takiej samej wersji, jak wersja oprogramowania
Serwerowego.

Tworzenie uzytkownika systemu Windows


#createwindowsuser
https://www.axis.com/products/axis-camera-station-pro

Aby uzywa¢ lokalnych uzytkownikéw i grup uzytkownikow systemu Windows, nalezy doda¢ tych uzytkownikdow i
grupy do serwera systemu Windows, na ktdrym jest zainstalowane oprogramowanie AXIS Camera Station Pro.
Zalecamy, aby wszyscy uzytkownicy mieli wtasne konta.

1. Wybierz kolejno opcje Zarzagdzanie komputerem > Narzg¢dzia systemowe > Uzytkownicy i grupy lokalne
> Uzytkownicy.

2. Kliknij prawym przyciskiem myszy folder Users (Uzytkownicy) i wybierz polecenie New user (Nowy
uzytkownik)

3. Wprowadz wymagane informacje.
4. Wyczys¢ pole wyboru Uzytkownik musi zmieni¢ hasto przy nastgpnym logowaniu.
5. Kliknij polecenie Create (Utworz).

Dodawanie uzytkownikow systemu Windows do oprogramowania AXIS Camera Station Pro
Po utworzeniu uzytkownikow systemu Windows nalezy ich doda¢ do oprogramowania AXIS Camera Station Pro.

1. Otwdrz aplikacje klienckg AXIS Camera Station Pro i zaloguj sie do serwera za pomocg konta biezagcego
uzytkownika.

2. Przejdz do obszaru Configuration (Konfiguracja) > Security (Zabezpieczenia) > User permissions
(Uprawnienia uzytkownika).

Kliknij przycisk Dodaj.
4. Zaznacz zakres, z ktorego chcesz dodac konto.
- Server (Serwer): pobieranie lokalnych uzytkownikow i grup.
- Domain (Domena): pobieranie domenowych uzytkownikow i grup.
5. Zaznacz uzytkownika i kliknij przycisk Dodaj.
6. Wybierz role i poziom uprawnien dla uzytkownika, a nastepnie kliknij przycisk OK.

Uwaga
Jezeli uzywasz konta lokalnego, zalecamy, aby po dodaniu zalogowac sie za jego pomocg i w ten sposéb
sprawdzi¢, czy dziata.

Konfigurowanie zapory na serwerze
Podczas instalacji oprogramowanie AXIS Camera Station Pro automatycznie skonfiguruje wyjatki z zaporze
systemu Windows do obstugi ruchu przychodzacego. Jezeli zobaczysz zapore sieciowg innego producenta, by¢

moze trzeba bedzie poprosi¢ o dodanie dla niej podobnego zestawu wyjatkow w konfiguracji. Najczesciej
wyjatku wymagajg tylko porty dla komunikacji przychodzacej z zakresu od 22900 do 29245 (wtacznie).

W ponizszej tabeli wymieniono rézne porty uzywane w typowe;j instalacji AXIS Camera Station Pro:

Numer portu Protokot Ruch Wykorzystywane Uwagi
przychodzacy/ przez
wychodzacy
801443 HTTP i HTTPS Wychodzacy Od serwera i klienta | Aktywowanie
do Internetu licencji, pobieranie
oprogramowania
sprzetowego,
potgczone ustugi
itd.
80 HTTP Wychodzacy Serwer i urzagdzenie | Strumien wideo i
dane urzadzenia
5353 ubp Multiemisja (ruch Serwer i urzagdzenie | Wykrywanie przy
przychodzacy + uzyciu mechanizmu
wychodzacy) mDNS (Bonjour),
wyszukiwanie




AXIS Camera Station Pro

kamer, multiemisja
na adresie
224.0.0.251

1900

uDP

Multiemisja (ruch
przychodzgcy +
wychodzacy)

Serwer i urzadzenie

Wykrywanie przy
uzyciu mechanizmu
SSDP, UPnP,
wyszukiwanie
urzadzen,
multiemisja na
adresie
239.255.255.250

3702

ubP

Multiemisja (ruch
przychodzgcy +
wychodzacy)

Serwer i urzagdzenie

Wykrywanie ustug
internetowych przy
uzyciu protokotu
WS-Discovery,
Onvif, multimemisja
na adresie
239.255.255.250

29200

TCP

Przychodzacy

Serwer i klient

Domyslnie
wytagczone.

29202

TCP

Przychodzacy

Serwer i klient

Szyfrowane dane
aplikacji
(szyfrowanie TLS
1.2)

29204

TCP

Przychodzacy

Serwer i aplikacja
mobilna

Szyfrowane dane
aplikacji, HTTPS,
strumien wideo
MP4 za
posrednictwem
protokotu HTTPS

29205

TCP

Przychodzacy

Serwer i aplikacja
mobilna

Strumien wideo,
RTSP za
posrednictwem
HTTP

taczenie z serwerem za pomoca funkgji Axis Secure Remote Access

Funkcja bezpiecznego dostepu zdalnego umozliwia aplikacji klienckiej lub mobilnej nawigzywania pofgczenia z
serwerem bez przekierowywania portéw. Po ustanowieniu bezpiecznego pofgczenia rdwnorzednych sktadnikéw
(peer-to-peer) miedzy klientem lub aplikacja mobilng a serwerem nie ma zadnych ograniczen w przesytaniu

danych.

W razie niemoznosci ustanowienia bezposredniej tgcznosci komunikacja jest realizowana przez serwery
posredniczace. Limit ilosci przekazywanych danych wynosi 1 GB miesiecznie dla kazdego konta MyAxis.

Wiecej informacji o funkcji Axis Secure Remote Access mozna znalez¢ na stronie axis.com/technologies/axis-

secure-remote-access.

Do zarzgdzania funkcjg Axis Secure Remote Access jest potrzebna nastepujgca infrastruktura:

Konfigurowanie serwera

Dostep do Internetu (jesli uzywasz serwera proxy, zobacz Ustawienia zaawansowane, on page 11)
Konto MyAxis



https://www.axis.com/technologies/axis-secure-remote-access
https://www.axis.com/technologies/axis-secure-remote-access

1. Zaloguj si¢ do serwera AXIS Camera Station Pro jako administrator. Loguj si¢ do tej samej sieci, w ktdrej
jest zlokalizowany serwer.

2. Wybierz kolejno opcje Konfiguracja > Potaczone ustugi > Axis Secure Remote Access.
3. Zaloguj si¢ na swoje konto My Axis.

taczenie sie z aplikacji systemu Windows (klienckiej)
1. Otworz aplikacje AXIS Camera Station Pro.

Kliknij pozycje AXIS Secure Remote Access.

Wprowadz te same poswiadczenia uzytkownika, jak uzyte podczas konfigurowania serwera.

> N

Wybierz Remote server (Serwer zdalny) i serwer z listy.Serwer jest wyswietlany jako ServerName
(Secure Remote Access) (NazwaSerwera (Secure Remote Access)).

5. Kliknij przycisk Zaloguj.
taczenie sie z aplikacji mobilnej (klienckiej)

1. Otworz aplikacje mobilng AXIS Camera Station Pro.

2. Kliknij przycisk Sign in (Zaloguj).

3. Wprowadz poswiadczenia uzytkownika swojego konta MyAxis.

4. Wybierz serwer.

5. Zaloguj sie przy uzyciu skonfigurowanych poswiadczen uzytkownika konta systemu Windows.
Poswiadczenia trzeba wpisa¢ tylko podczas uzyskiwania dostepu do serwera po raz pierwszy. Aplikacja
komorkowa je zapamieta.

Uwaga

W zaleznosci od konfiguracji systemu moze by¢ konieczne uzycie formatu domena/uzytkownik lub
nazwaserwerafuzytkownik.

kaczenie z serwerem poprzez mapowanie portow

4 OSTRZEZENIE

Ze wzgledow cyberbezpieczenstwa nie zalecamy korzystania z mapowania portow.

Zamiast tego Axis Communications zaleca korzystanie z funkcji Axis Secure Remote Access. Wiecej
informacji o cyberbezpieczenstwie i funkcji Axis Secure Remote Access mozna przeczyta¢ w witrynie axis.
com.

Funkcja mapowania portow umozliwia tgczenie si¢ z serwerem ze zdalnej lokalizacji na routerze. Zaleznie od
infrastruktury sieci moze by¢ konieczne zaangazowanie administratora sieci do przeprowadzenia odpowiedniej
konfiguracji.

Konfigurowanie serwera

* Na routerze, przez ktory serwer AXIS Camera Station Pro faczy sie z Internetem, otworz nastepujgce
porty:
- Aby zezwoli¢ na taczenie sie klientowi systemu Windows: 29200 i 29202

- Aby zezwoli¢ na taczenie sie aplikacji mobilnej: 29204 i 29205

taczenie sie z aplikacji systemu Windows (klienckiej)
1. Otworz aplikacje AXIS Camera Station Pro dla systemu Windows.
2. Wybierz opcje Remote server (Serwer zdalny).

3. Wopisz publiczny adres IP lub w petni kwalifikowang nazwe sieci, w ktorej jest zainstalowany serwer AXIS
Camera Station Pro.

4. Jezeli sg aktywne reguty przekierowywania portow, nie uzywaj portu domysinego. Jezeli chcesz sie
faczy¢ z portem 60009, dodaj w adresie wartos¢ 60009.
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myserver.axis.com:60009

taczenie si¢ z aplikacji mobilnej
®  Otworz aplikacje mobilng AXIS Camera Station Pro.
®  Kliknij przycisk Dodaj system i wprowadz publiczny adres IP lub w petni kwalifikowang nazwe publiczna.
e Jezeli nie uzywasz wartosci domysinych, odpowiednio dostosuj numer portu.

®  Zaloguj sie przy uzyciu skonfigurowanych poswiadczen uzytkownika konta systemu Windows.
Poswiadczenia trzeba wpisa¢ tylko podczas uzyskiwania dostepu do serwera po raz pierwszy. Aplikacja
komorkowa je zapamieta.

Ustawienia zaawansowane

Ustawienia proxy na serwerze

Jezeli serwer znajduje sie w sieci, ktora do komunikacji z Internetem musi mie¢ skonfigurowane ustawienia
serwera proxy, moze byc¢ konieczne dodanie informacji o serwerze proxy do ustugi.

1. Otworz aplikacje AXIS Camera Station Pro Service Control.
2. W oknie Stan serwera kliknij przycisk Zatrzymaj.

3. Wybierz Modify settings (Zmien ustawienia).

4. Dostosuj ustawienia serwera proxy.

5. Kliknij przycisk Zapisz.

6. Uruchom ustugg.

Ustawienia proxy klienta

Jesli uzywasz aplikacji systemu Windows, ktora w celu uzyskania dostgpu do niektorych witryn internetowych
potrzebuje serwera proxy, musisz w aplikacji klienckiej AXIS Camera Station Pro skonfigurowaé uzywanie tego
Samego Serwera proxy.

e Otworz aplikacje AXIS Camera Station Pro dla systemu Windows.
e Kliknij Change client proxy settings (Zmien ustawienia proxy klienta).
® Dostosuj ustawienia w wymagany sposob i kliknij przycisk OK.

Mapowanie portow dla wiecej niz jednego serwera.

Jezeli w jednej sieci znajduje si¢ kilka serwerdw wymagajgcych mapowania portéw, trzeba zmieni¢ domysiny
port oprogramowania AXIS Camera Station Pro (29200). Kazdy serwer musi mie¢ unikatowy port.

Dla kazdego serwera wykonaj nastepujgce czynnosci:

1. Otworz aplikacje AXIS Camera Station Pro Service Control.

W oknie Stan serwera kliknij przycisk Zatrzymaj.

Wybierz Modify settings (Zmien ustawienia).

Zmien port HTTP. Wszystkie pozostate porty automatycznie dostosujg swoje wartosci.

Zapisz ustawienia i uruchom ponownie ustuge.

o o &~ W DN

Uzywaj nowego zakresu portow do przekierowywania portow.
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Informacje o oprogramowaniu AXIS Installation Verifier

AXIS Installer Verifier to narzedzie wbudowane w oprogramowanie AXIS Camera Station Pro. Sprawdza, czy
system dziafa prawidtowo, wykonujgc szereg testow po zakonczeniu instalowania i konfigurowania systemu
przez uzytkownika.

Narzedzie AXIS Installation Verifier nasladuje dziatanie funkcji serwera AXIS Camera Station Pro zwigzanych z
nagrywaniem. Wykonuje jeden test przy uzyciu biezagcych ustawien, jeden test z emulacjg stabego oswietlenia i
jeden test obcigzeniowy stuzgcy znalezieniu waskich gardet w systemie.

AXIS Installation Verifier generuje raport z weryfikacji w formacie PDF, ktdry potem mozna wreczy¢ klientowi.
Jak uruchomi¢ aplikacje AXIS Installation Verifier

1. Dokoncz instalacje i konfiguracje oprogramowania AXIS Camera Station Pro.

2. W kliencie AXIS Camera Station Pro przejdz do menu gtéwnego i kliknij Help (Pomoc) > Installation
Verifier. Testy zajmg ok. 20 minut.
Podczas testow urzadzenia zostang przetgczone do trybu konserwacji i nie bedg przekazywac strumienia
wideo, ktory mogtby by¢ wyswietlany na zywo albo zosta¢ nagrany. Poszczegdlne testy mogg mie¢
nastepujacy status:

- Uruchomiona: Test jest w toku, czekaj.

- Wynik pozytywny: Wszystkie urzagdzenia nadajace sie do sprawdzenia zaliczyty test. Szczegdtowe
informacje znajduja sie w raporcie.

- Wynik negatywny: Nie wszystkie urzagdzenia nadajace si¢ do sprawdzenia zaliczyty test.
Szczegdbtowe informacje znajdujg sie w raporcie.

- Failed (Niepowodzenie): Nie mozna byto sfinalizowa¢ testu, w zwigzku z tym nie zostat
wygenerowany raport. Zalecamy wykonanie zrzutu ekranu okna testu, wygenerowanie raportu
systemowego z oprogramowania AXIS Camera Station Pro, a nastepnie kontakt z dziatem
wsparcia Axis.

3. Po wykonaniu wszystkich testow kliknij przycisk Wyswietl raport, aby otworzyé raport, lub przycisk
Zapisz raport, aby pobra¢ raport do komputera klienckiego.

Jak analizowac i interpretowaé raport

Wyniki testow: informacje ogadlne

Raport ma postac pliku PDF, ktory po zakonczeniu instalacji i zweryfikowaniu poprawnosci dziatania systemu
integrator moze przekazac¢ klientowi koncowemu.

12



AXIS Camera Station Pro

= Ash, || m—— axss, | s e AXISA
. e e AN
——aia s FE——
= Tt resnalia and smiification. ——i
— SRR _
i ET e T ommamem
165 varified. 0-20% | F =
PP —— | |
T —————— = =
B K & I
o, - L,
e i EE TS
T T 0 LS e S
Dt it
o i o e =
e o e

g

Pierwsza sekcja pierwszej strony zawiera informacje o systemie, takie jak zastosowane urzadzenia, system
operacyjny oraz data i godzina przeprowadzenia testéw. Jest tam réwniez pole na wpisanie nazwy klienta.

AXIS Installation Verifier

System Verification time

31 cameras/devices testad. (12 cameras/devices excluded.) Time: 8:16:51 AM

AXIS Camera Station [master-1408] Date: Friday, February 16, 2018
Microsoft Windows 7 Enterprise 64-bit
Intel(R) Core(TM) i5-4590 CPU @ 3.30GHz
16GB of RAM Customer
C: @ 465GB,E: @ 3725 GB

Druga sekcja informuje o wynikach testow. Kazdy test (w warunkach normalnych, przy stabym oswietleniu i

badajgcy zachowanie pod obcigzeniem) trwa 5 minut. Narzedzie sprawdza pamie¢ masowa, urzgdzenia i siec.
Istniejg dwa mozliwe wyniki weryfikacji:

e  System pomysinie przeszedt testy i zostat pozytywnie zweryfikowany. Powinien sobie bez problemu
radzi¢ z obcigzeniami przy obecnej konfiguracji. Mozna réwniez sprawdzi¢ oczekiwane obcigzenie przy
symulowanym stabym oswietleniu, kiedy to przewaznie trzeba zaangazowac¢ najwigcej zasobdw systemu.
W przyktadzie powyzej test obcigzenia wskazat granice mozliwosci systemu i uwidocznit, ze w
warunkach normalnego i stanego oswietlenia system bedzie uzywat 40-60% swoich zasobdw.

? It's verified.
v

Your system passed our tests.
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We've checked the performance in these areas:
__=*}
= =
_
Storage Device Network
During normal conditions and low-light simulation

Stress test

40'50?"0 At normal conditions, we expect your system to use this much of its maximum capacity.

Test results and specification

Stress test

During a normal day, we expect your system to use this
much of its maximum capacity.

0 This is a stress test of the system's data volume. The test
40- 60 /0 starts at the bad of the normal conditions and steadily
increases the load either until it reaches the maximum
(preconfigured load limit) or when the values indicate a

system bottleneck.

Normal conditions and low-light simulation

Test description

The tests for normal conditions and low-light simulation stem from the present system and camera
configurations.The normal conditions test requests a stream from each camera and runs the
collected streams for a couple of minutes while measuring the streaming and storage
performance. If that test is successful, the test runs again. But this time all the cameras simulate
low-light conditions. This means that the cameras create more noise and consume more bandwith,
simulating a higher load from each camera.

Device-specific information

The following pages contains specific information about AXIS Camera Station, cameras, and
storage.

*  Woykryto problemy i trzeba zmieni¢ pewne rzeczy, aby poprawi¢ stabilnos¢ systemu. Wynik kazdego testu
i znalezione problemy zostang wyswietlone wraz z odnosnymi komunikatami o btedach. Wiecej
szczegdtowych informacji znajduje sie na kolejnych stronach raportu.

W przyktadzie powyzej jedno urzadzenie byto niedostepne podczas testu. Najbardziej prawdopodobng
przyczyna jest problem z siecig lub przecigzeniem urzadzenia, ktore wskutek tego nie mogto
odpowiedziec.

I Issues found.

There's room for improvement.

This is what we found:

Test Results Error Messages

Current Mode Test NOT PASSED [RecEng] Could not connect to device

Low Light Simulation Test PASSED [RecEng] Device omitted from test due to previous errors
Load Test PASSED

U dotu pierwszej strony znajduje sie pole, w ktérym mozna wprowadzi¢ informacje o kliencie, komentarze o
tescie lub wszelkie inne konieczne informacje.

Wyniki testow: serwer AXIS Camera Station Pro
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Physical memary: 15.9 GB
Wirtual memory: 31.8 GB
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Stany pamigci fizycznej i wirtualnej sg podane u gory strony.

e Pamiec¢ o dostepie swobodnym (RAM) to pamiec fizyczna przechowujaca aplikacje, dokumenty i
procedury na serwerze.

® Pamiec¢ wirtualna to obszar pamigci masowej na dysku twardym, w ktérym sg przechowywane pliki na
potrzeby pobierania, gdy na serwerze zabraknie pamieci RAM. Pami¢¢ wirtualna jest znacznie wolniejsza
od fizycznej i nigdy nie powinna by¢ uzywana.

AXIS Camera Station Pro serwer jest testowany pod katem dwoch wskaznikow:

e (Czas dziatania procesora: Procent czasu, jaki procesor poswieca na wykonywanie aktywnego watku.
Jezeli wartos¢ ta przekracza 85 procent, procesor jest przecigzony, w zwigzku z czym by¢ moze nalezy
zainstalowac szybszy procesor albo skorygowa¢ konfiguracje.

e Uzywana pamiec¢: Procent fizycznej pamigci uzywanej przez wszystkie uruchomione procesy. Jezeli ta
wartos¢ przekracza 85 procent, wystepuje niedobdr pamigci, w zwigzku z czym nastepuje
intensywniejsze stronicowanie. W celu rozwigzania problemu nalezy zwiekszy¢ ilos¢ pamigci w serwerze
lub ograniczy¢ liczbe aplikacji dziatajgcych na serwerze.

Wyniki testow: przetestowane kamery i urzadzenia

Tested cameras/devices

Name Normal conditions Low-light simulation
AXIS M1103

AXIS M2025-LE

AXIS PL1435-E

AKIS M3027 - Overview

AXIS M3027 (2) - Quad View

AKIS PLAZS-E

AXIS PES1S A

AXIS M3005 (12) O] /A

Na nastepnej stronie znajduje si¢ lista przetestowanych kamer i urzadzen. Urzagdzenie moze zawierac kilka
kamer. Przyktad: urzadzenia wieloprzetwornikowe i enkodery wielokanatowe sg traktowane jako pojedyncze
urzadzenia, ale jako 3, 4, a nawet 16 kamer (jedna kamera na przetwornik/kanat).

®  Zielony znacznik wyboru wskazuje, ze kamera zaliczyta odnosny test.

e Tekst N/D oznacza niemoznos¢ przetestowania kamery, poniewaz na przyktad nie obstuguje ona
parametru ExposureValue uzywanego przy symulacji stabego oSwietlenia.

e Jezeli kamera nie zaliczyta testu, jest wySwietlany czerwony symbol. Wiecej szczegotowych informacji
mozna znalez¢ w wynikach dla konkretnych kamer na kolejnych stronach.

Wyniki testéw: uwagi i czynniki do uwzglgdnienia
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Na tej stronie sg wySwietlane drobne korekty, ktdre mogq poprawic¢ dziatanie instalacji, ale nie wptywajg na
niezaliczenie testu. Dotyczg na przyktad sytuacji, gdy domysiny router znajduje si¢ w innej podsieci niz
urzadzenie albo gdy brakuje serwera DNS lub NTP.

Wyniki testow: wykluczone kamery i urzadzenia

Excluded cameras/devices

Name Notes

AXIS 212 PTZ Video codec not supported
AXIS T8508 Device has no enabled cameras
AXIS CB033 Device has no enabled cameras
AXIS A1001 Device has no enabled cameras
AXIS M1014 Device status is not OK

AXIS 216MFD Video codec not supported
IPC-HD1200C Device is not Vapix

Jezeli urzadzenie nie obstuguje ktoregokolwiek z testow, zostanie wykluczone. Nastepujgce urzadzenia nie beda
testowane:

® Urzadzenie nie jest urzadzeniem Vapix®: urzgdzenia innych producentow nie sg testowane.

® Na urzadzeniu nie ma wtaczonych kamer: Urzagdzenia bez przetwornika obrazu, takie jak przetgczniki
sieciowe, urzgdzenia audio, kontrolery drzwi czy moduty we/wy.

e Brak obstugi kodeka wideo: Urzgdzenia bez obstugi standardu H.264 (zazwyczaj z oprogramowaniem
sprzetowym 4.x).

* Nieprawidtowy status urzadzenia: urzadzenia w trybie konserwacji, niedost¢pne, nieprawidtowe
poswiadczenia.

Wyniki testow: wyniki specyficzne dla kamery

Tutaj s wymienione wszystkie informacje o kamerach, takie jak wersja oprogramowania sprz¢towego, numer
seryjny, adres IP i profil wideo uzyty do nagrywania. Znajduje si¢ tu rowniez podsumowanie o odebranych i
brakujacych ramkach (klatkach) wideo w kazdym tescie.

Uwaga

e Jezeli na urzadzeniu skonfigurowano nagrywanie przy uzyciu dwéch roznych profili wideo (np. Sredni
dla nagrywania ciggtego i Wysoki dla wykrywania ruchu), przetestowany zostanie tylko profil o
najwyzszym priorytecie, bez wzgledu na skonfigurowane harmonogramy.

* W przypadku wytgczenia nagrywania ciggtego i nagrywania wyzwalanego ruchem w testach bedzie
uzywany profil wybrany dla nagrywania recznego, nawet jesli obecnie nie jest aktywny.

Sekcja Konfiguracja urzgdzenia zawiera najwazniejsze informacje otrzymane z testowanego urzgdzenia. Jezeli
niektdre parametry sg btedne (nie zostaty skonfigurowane lub dotyczg urzgdzen w innej podsieci), przed
nazwami parametréw bedg wyswietlane wykrzykniki.

Device Configuration
Firmware: 8.40.1

Serial number: ACCCBED2A96D
IP address: 172.25.193.116

Is Using Dhcp: Yes

Subnet Mask: 255.255.255.0
Default Router: ! 192.168.0.1
Primary DNS: !0.0.0.0

NTP Server: 10.0.2.201

Wykresy pokazujg trzy wskazniki mierzone w trakcie testu dla oswietlenia normalnego i stabego.

e  Utracone ramki wideo: Liczba brakujacych klatek wideo w okresie 1 sekundy. Wysoka wartos¢ Srednia
wskazuje na waskie gardto w sieci lub przecigzenie urzagdzenia. Zazwyczaj Sredni odsetek utraconych
ramek wideo wynosi ponizej 1%.

® Bufor pamigci masowej : Wykorzystanie bufora pamieci masowej w okresie 1 sekundy. Wysoka wartos¢
szczytowa oznacza problem z pamigcig masowa. Zazwyczaj wielkos¢ bufora pamigci masowej nie
przekracza 20% zasobow pamigci.
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e Szybkosc¢ odbierania: Szybkos¢ transmisji danych (bez danych ogolnych) wysytanych z kamery i
odbieranych przez serwer programu AXIS Camera Station.

Na wykresie ponizej liczba utraconych klatek wideo jest wysoka.

AXIS M3027 - Overview Normal Low light /"’

Firmwara: 6.50.2 Measured Properties Current Low light

Serial number: ACCCBE3BABCF . -

1P address: 172.25.193.66 Received video frames (Count) 101 78
Missing video frames (Count) 426 328

Video profile
Resolution: 1024x768
Frames per second: 12
Video codec: H.264

Storage buffer
Lost vides frames Py "(“} Mormal 0% (Maximum)
= Low Light 1% (Average) = Low Light 0% (Maximum}
100 100

TR

| H "

40 ||

0 | ||| ‘” 20
o I .||_| ) L

o

0300 O0:11 00:23 00:35 00:47  DD:59Time (min:sec) 00:00 00:08 0017 00:25  00:34  DO0:42Time (min:sech

Receive rate
{bitrate)
95.4 Mbps

Mormal 2.3 Mbps (Average)
—— Low Light 2.9 Mbps (Average)

76.3 Mbps

57.2 Mbps

38.1 Mbps

19.1 Mbps

Obps
00:00 O0D:0B  00:17 00:25 00:34  OD:=42Time {min:sec)

Najbardziej prawdopodobne przyczyny tego zjawiska sg nastepujgce:

e Kamera jest przecigzona, by¢ moze z powodu uzywania zbyt duzej liczby obszaréw obserwacji (np. w
kamerach o zasiegu 360 stopni) lub pobierania Sciggania informacji ze zbyt duzej liczby strumieni.

® Waskie gardto w sieci miedzy kamerg a serwerem AXIS Camera Station Pro.
®  Uszkodzenie lub niska jakos¢ kabla sieciowego.
® Niewystarczajace lub zawodne zrodfo zasilania, w tym przez PoE.

Podczas testu przy normalnym i stabym oswietleniu jest brane pod uwage¢ dodatkowe kryterium gubienia ramek:

e Dla kazdego urzadzenia niespetniajacego kryterium (utrata ponad 5% klatek) jest dodawany komentarz.
Nie powoduje to niezaliczenia testu.

® Jezeli ponad 5% urzadzen objetych testem nie spetnia powyzszego kryterium, test otrzyma status
Wynik negatywny".

Ponizej zaprezentowano przyktad, w ktorym kryterium badawcze nie zostato spetnione dla testu przy normalnym
i stabym oswietleniu:
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Error messages
[Generic] Test criterion not met
[Generic] Test criterion not met

Lost video frames
(%)
100

@ Nommal  23% (Average)
(D == Low Light 23% (Average)

40

20

]
00:00 ©00:06 00:12 00:18 00:24 DO:30Time (min:sec)

Wykres ponizej ilustruje test, ktorego nie udato si¢ przeprowadzi¢ do konca. Najbardziej prawdopodobne
przyczyny tego zjawiska sg nast¢pujace:

® W trakcie testu odtgczono kamere lub zerwano dostep sieciowy.
e W trakcie testu zrddto zasilania nie byto w stanie dostarczy¢ ilosci energii wymaganej przez kamere.

® Kamera byfa przecigzona i zbyt dtugo odpowiadata na zgdania serwera.

AXIS MI005 (12) Low light N:,r'.pﬂ.
Firmware: 5.50.5.10 Measured Properties Normal Low light
Serial number: 0040BCF1IBEE 5
IP address: 172.25.193.6 Received video frames (Count) O NAA
Missing video frames (Count) O T
Videc profile

Resolution: 12B0x720
Frames per seécond: 15
Widea codec: H.264

Error messages

[RecEng] Could nat connedt to device
[RecEng] Device omitted frem test due to
previous errors

Lost vides frases e oo St buffer A
S— L] — e g A
e (Dt Aeailabis Mo Data A slable

B e il

fomal 0 oos (Aesraga)
— e Light O B (daeraga)

P D e il b

Po zakonczeniu testéw kamery zostanie wyswietlone widziane przez nig ujecie:
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AXIS M1054 continued Current /" Low light ./

Snapshot

’:ﬁ’ i ./wn/
Wyniki testow: urzadzenia pamieci masowej

Tested storage devices

Path Normal conditions Low-light simulation
E:\Recording v’
\W172.25.192.20\nas\Recording v/ v

Urzadzenia pamieci masowej sg testowane wzgledem takich samych warunkow.
Narzedzie sprawdza dwa wskazniki lokalnych dyskéw twardych:
e Szybkosc¢ zapisu na dysku: Catkowita ilos¢ danych zapisywanych w tej pamieci masowej w ciggu jednej
sekundy.

e Wykorzystane bufory zapisu (liczba): wykorzystanie bufora pamieci masowej (300 probek) na
jednosekundowy przedziat czasu. Wysoka wartos¢ szczytowa oznacza problem z pamiecig masowa.
Zasadniczo ta wartos¢ nie powinna przekraczac 1 lub 2.

Uwaga
Obecnie sieciowe zasoby dyskowe (NAS) nie sg testowane.

Dostepne sg informacje o wykorzystaniu i wielkosci pamieci masowej:
Catkowita pojemnosc¢: Catkowity rozmiar pamigci masowe;j.

Inne dane: Dane, ktore nie s indeksowane przez serwer AXIS Camera Station Pro. Mogg to by¢ zewnetrzne pliki,
takie jak losowe dokumenty, pliki systemu operacyjnego czy pliki znajdujgce sie w koszu.

Maksymalne uzycie: Limit nagrywania definiuje sie w oprogramowaniu AXIS Camera Station Pro. AXIS Camera
Station Pro przydzieli maksymalny procent pamieci masowej, jaki mogg zajg¢ pliki nagran. Domysinie wartos¢ ta
jest ustawiana na 99% dla dyskow niezawierajgcych systemu operacyjnego oraz na catkowity rozmiar-60GB dla
dyskow systemu operacyjnego.
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C:\Recording Normal . Low light /"

Total capacity: 235.5 GB
Other data: 181.4 GB
Maximum usage: 19%]

Disk write rate Used write buffers {count)

{ bitrate) Nommal 2.2 Mbps (avemge) Normal — Ofa
' } —— low Light I.5Mbns (svemge) —— Low Light 0 {aversge]
5.1 Mibps 1
44.1 Mbps ]
3 Mbps 6
22 Mbps ‘ 4
11 Mbps | 2
i "

0 bins . o y [ i o

00:00 0050 0141 0232 03:23  04:14Time (min-sec) 00:00 DO:50  O0@:41  02:32  03:23  Od: 14Time (min:sec)

Rozwigzywanie problemoéw -

Jezeli ktorykolwiek z testow nie zostanie przeprowadzony do konca (Niepowodzenie), raport nie zostanie
wygenerowany. Zalecamy wykonanie zrzutu ekranu okna testu, wygenerowanie raportu systemowego z menu
pomocy oprogramowania AXIS Camera Station Pro, a nastepnie kontakt z dziatem wsparcia Axis za
posrednictwem internetowego punktu pomocy techniczne;.

Uwaga
Istnieje réznica miedzy wartosciami Wynik negatywny i Niepowodzenie:
- Wynik negatywny wskazuje, ze serwer, niektdre urzadzenia lub pamig¢¢ masowa nie spetnity warunkow
niezbednych do zaliczenia testu.

- Niepowodzenie oznacza, ze test nie zostat ukonczony, dlatego nie mozna wyciggng¢ zadnych wnioskow na
temat sprawnosci dziatania systemu.

x

AXIS Installation Verifier at PCREMYI1 EN T G

Installation Verifier (beta)

Run AXIS Installation Verifier to check the system. The test report gives detailed
information about the system's network performance and storage throughput. The total
test time is about 20 minutes.

39 of 90 cameras/devices will be tested and in maintenance mode during tests

66% Start
Step Progress Status
Initialize I 00 Passed
Test normal conditions I 00 Passed
Test low light conditions N 003  Failed
Stress test 0% Canceled
Create report | 0% Canceled

Last run: 07/03/2018 11:51:37 Tests canceled.

Help Close

Wazne informacje i ograniczenia

®  Obstugiwany jest tylko format H.264. Kamery bez obstugi formatu H.264 zostang zignorowane.

® Test przy stabym oswietleniu dziata tylko na kamerach z obstugg parametru ExposureValue. W przypadku
kamer bez obstugi parametru ExposureValue zostanie wyswietlona informacja N/A (Nd.).
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® W niektorych kamerach obstugujgcych funkcjonalnos¢ WDR test przy stabym oswietleniu moze da¢ takie
same wyniki, jak test przy normalnym oswietleniu.

e Kamery innych producentéw bedg ignorowane.

® Sieciowe zasoby dyskowe nie bedg testowane, ale mimo to pojawig si¢ jako zweryfikowane.
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Informacje o oprogramowaniu AXIS System Health Monitoring w wersji BETA

Aktualny stan instalacji AXIS Camera Station Pro mozna sprawdzi¢, logujac si¢ do aplikacji AXIS System Health
Monitoring. AXIS System Health Monitoring umozliwia monitorowanie wszystkich instalacji i automatyczne
otrzymywanie powiadomien w przypadku wystgpienia problemu z ktédrymkolwiek z podtgczonych urzgdzen.

Jak skonfigurowaé aplikacje AXIS System Health Monitoring BETA

W tym przyktadzie opisano sposdb konfigurowania aplikacji AXIS System Health Monitoring.

1. Pobierz i zainstaluj najnowszg wersje oprogramowania AXIS Camera Station Pro dostepng na stronie
axis.com.

2. Skonfiguruj aplikacje AXIS System Health Monitoring.

2.1.

2.2.

W obszarze Configuration (Konfiguracja) > System Health Monitoring (Monitorowanie stanu
systemu) > Settings (Ustawienia) okresl, czy trzeba skonfigurowac regute zapory zezwalajaca
ruchowi zwigzanemu z aplikacjg AXIS System Health Monitoring na przechodzenie przez filtry
programu Windows Defender.

W oknie Konfiguracja > Monitorowanie stanu systemu > Powiadomienia skonfiguruj serwer
SMTP, adresatow poczty e-mail oraz requty powiadamiania, wedtug ktérych majg by¢ wysytane
wiadomosci e-mail.

3. Skonfiguruj aplikacje AXIS System Health Monitoring dla instalacji wielosystemowe;j.

3.1.  Wybierz kolejno opcje Configuration > System Health Monitoring > Multisystem
(Konfiguracja > Monitorowanie stanu systemu > Multisystem).
3.2. W obszarze Generate system configuration (Wygeneruj konfiguracje systemu) kliknij Generate
(Wygeneruj).
3.3.  Skopiuj konfiguracje i przeslij jg do komputera, na ktdrym chcesz zbiera¢ dane.
3.4. Rozwin wezet Pobierz dane z innych systemow, wklej skopiowang wczesniej konfiguracje i
kliknij przycisk Dodaj. Powtorz powyzsze czynnosci dla kazdego komputera.
Cechy
Funkcja Opis
Magazyn Spis inwentarzowy z podsumowaniem informacji o urzadzeniach.
Informacje o urzadzeniu Typ, model, wersja oprogramowania sprzetowego, adres IP, adres MAC,

tryb interfejsu API, sposob nagrywania itd.

Informacje o systemie zarzadzania | Wersja oprogramowania, system operacyjny, sprz¢t, wykorzystanie
materiatem wizyjnym (VMS) procesora/pamieci/sieci itd.

Pobieranie raportow systemowych | Na stronie systemow mozna wygenerowac¢ raport systemu AXIS Camera

Station Pro lub raport aplikacji AXIS System Health Monitoring.

Dziennik powiadomien Pokazuje histori¢ wszystkich wygenerowanych dziennikow powiadomien.

Informacje o pamigci masowe;j Pokazuje uzycie pamigci masowej, czasy przechowywania zapisow z

kamer oraz inne informacje zwigzane z nagrywaniem.
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Rozwigqzywanie problemow —

Rodzaj problemu Komunikat o bfedzie Rozwiazanie
Srodowisko Komputer nie jest widoczny w konfiguracji | Aplikacja AXIS System Health Monitoring
wykonawcze wielokomputerowej. nie zebrata zadnych danych z komputera.

Po dodaniu nowego komputera odczekaj
chwilg, dajac aplikacji AXIS System Health
Monitoring szanse na zebranie danych.
Jezeli na stronie Zarzadzaj serwerami jest
wyswietlana ikona btedu, sprawdz, czy:

* Aplikacja AXIS System Health
Monitoring jest wtgczona na
komputerze.

*  Komputer jest widoczny w
systemie.

e Podana konfiguracja (host, port,
token, certyfikat) jest prawidtowa.

e Serwer jest dostepny w sieci.
* Wigczono wyjatek w zaporze.

Podpowiedz na ikonie btedu moze rowniez
sugerowac zrodto problemu.

Dzienniki pomocy technicznej

Dzienniki debugowania aplikacji AXIS System Health Monitoring sg zapisywane na serwerze AXIS Camera
Station Pro w nastepujacej lokalizacji: C:\ProgramData\Axis Communications\AXIS System Health Monitoring\

logs.

Czesto zadawane pytania

P: Jak czesto sg aktualizowane informacje o stanie urzgdzenia lub systemu VMS?

0: Moze ming¢ nawet 60 sekund, zanim najswiezsze informacje o stanie urzadzenia lub systemu VMS pojawig
sie w interfejsie aplikacji AXIS System Health Monitoring.

Wazne informacje i ograniczenia

Pamie¢ masowa: Nie sa podawane informacje o ilosci miejsca zajetej przez kamery podfgczone do
rejestratora AXIS S3008.

Zdezaktywowane urzadzenia pamieci masowej bedg widoczne oraz przez 2 tygodnie zachowajg
zgromadzone dane.

Ustawienia powiadomien dotycza tylko lokalnego serwera AXIS System Health Monitoring.

Dostep do aplikacji AXIS System Health Monitoring w oprogramowaniu AXIS Camera Station Pro
wymaga uprawnien administratora.

Ostrzezenia o przechowywaniu nie dotycza zapiséw funkcji detekcji ruchu.

Nagrania utworzone za pomocg metod innych niz ,nagrywanie ciggte” i ,detekcja ruchu"” (recznie/
inicjowanie zdarzeniami itp.) maja status ,Typ nagrania: Brak".
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Konfigurowanie rejestratorow AXIS OS Recorder

Rejestratory AXIS OS Recorder obejmujg modele AXIS S30 Series oraz AXIS 540 Series.

Uwaga
Potrzebne jest oprogramowanie sprzetowe rejestratora AXIS OS Recorder w wersji 10.4 lub nowszej oraz
oprogramowanie sprzetowe urzgdzenia Axis w wersji 5.50 lub nowszej. Rejestratory AXIS OS Recorder nie
wymagaja licencji.

Ograniczenia

Uzywajac rejestratora AXIS OS Recorder w charakterze pamieci masowej nagran dla urzadzen w
oprogramowaniu AXIS Camera Station Pro, nalezy pamigta¢ o nastepujacych ograniczeniach:

e AXIS OS Recorder nie obstuguje nagran z kamer nasobnych ani wstepnie nagranych plikéw wideo
uzywanych w celach demonstracyjnych w oprogramowaniu AXIS Camera Station Pro.

® Nagrywane strumienie sg przesytane bezposrednio z kamer do rejestratora AXIS OS Recorder. Upewnij
sie, ze rejestrator AXIS OS Recorder jest podtagczony do tej samej sieci co kamery, a wszystkie urzadzenia
mogg si¢ z sobg komunikowac.

e Kamery i urzagdzenia innych producentow o rozdzielczosciach nienumerycznych takich jak D1, CIF i 4CIF
nie sg obstugiwane.

®  Funkcja zapisu awaryjnego nie jest obstugiwana w kamerach, ktore majg rejestrator AXIS OS Recorder
ustawiony jako pamig¢ masowg nagran.

* Blokowanie nagran za pomocg zaktadek nie jest obstugiwane.
* Dzwiek z zewnetrznego urzadzenia audio podfgczonego do kamery nie jest nagrywany.

®  Przechowywanie metadanych opisu sceny nie jest obstugiwane w rejestratorze AXIS OS Recorder.
Zamiennie metadane beda przechowywane na serwerze AXIS Camera Station Pro. Dlatego tez, aby
mogta dziata¢ funkcja Smart search 2, konieczne jest nieprzerwane potaczenie miedzy serwerem a
kamerami.

® Dane analityczne wykorzystywane do automatycznej redakcji nagrania i funkcja Smart search 1 nie sg
obstugiwane.

®  Program AXIS Installation Verifier nie jest obstugiwany przez rejestrator AXIS OS Recorder ani
podtgczone urzadzenia.

® Interkomy IP firmy 2N nie sg obstugiwane.

* Nagrania zapisane w rejestratorze AXIS OS Recorder za pomocg AXIS Companion lub AXIS Camera
Station Edge nie mogg by¢ odtwarzane w oprogramowaniu AXIS Camera Station Pro.

®  Rejestratory AXIS S3008 i S3008 Mk Il Recorder obstugujg do 64 wirtualnych wejs¢.

- Kazda kamera rejestrujgca na rejestratorze AXIS S3008 Mk Il Recorder wykorzystuje trzy
wirtualne wejscia: jedno do nagrywania wyzwalanego ruchem, jedno do nagrywania ciggtego i
jedno do nagrywania recznego.

Na przyktad 8 kamer wykorzystuje 24 wirtualne wejscia (8x3) z 64, pozostawiajac 40
wirtualnych wejs¢ dla requt akgji.

- Kazdy wideodomofon sieciowy rejestrujacy na rejestratorze AXIS S3008 Mk Il Recorder
wykorzystuje cztery wirtualne wejscia: jedno do nagrywania wyzwalanego ruchem, jedno do
nagrywania ciggtego, jedno do nagrywania recznego i jedno do domysinej reguty akcji.

Na przyktad 7 kamer i 1 wideodomofon wykorzystujg 25 wirtualnych wejs¢ (7x3 + 1x4) z 64,
pozostawiajgc 39 wirtualnych wejs¢ dla dodatkowych regut akgji.

- Kazda reguta akcji wyzwalajaca nagrywanie na rejestratorze AXIS OS Recorder uzywa jednego
wejscia wirtualnego.

- Funkcja zapisu zawartosci rezerwowej nie uzywa wejscia wirtualnego.
® Rejestratory AXIS S3016 i AXIS S4000 Rack Recorder obstugujg maks. 128 wirtualnych wejs¢.
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Proces

1. Dodawanie rejestratora, on page 25
2. Dodawanie urzgdzern i wskazywanie rejestratora jako pamieci masowej nagran, on page 25

3. Konfigurowanie nagrywania, on page 26
Dodawanie rejestratora

Uwaga
AXIS Camera Station Pro usuwa nagrania ze wszystkich poprzednich systemoéw po dodaniu rejestratora do
nowego systemu.

1. Wybierz kolejno opcje Configuration > Devices > Add devices (Konfiguracja > Urzadzenia > Dodaj
urzadzenia).

2. Zaznacz rejestrator na liscie i kliknij przycisk Add (Dodaj). Jezeli rejestratora nie ma na liscie, poszukaj
go recznie za pomocg opcji Manual search (Wyszukiwanie reczne).
Uzyj ustawien domysinych i kliknij przycisk Dalej.

4. Utwdrz nowe hasto na potrzeby szyfrowania zasobu lub uzywaj dotychczasowego hasta. Zapoznaj si¢ ze
szczegotowymi informacjami ponizej. Kliknij Next (Dalej).

5. Wybierz kolejno opcje Configuration > Devices > Other devices (Konfiguracja > Urzadzenia > Inne
urzadzenia) i sprawdz, czy rejestrator zostat dodany.

6. Wybierz kolejno opcje Configuration > Storage > Management (Konfiguracja > Pamige¢ masowa >
Zarzadzanie) i sprawdz, czy rejestrator zostat dodany do listy zasobow pamieci masowe;.

Wazne
Hasto szyfrowania zasobu
® Hasto szyfrowania zasobu trzeba bedzie poda¢ w celu uzyskania dostepu do dysku twardego rejestratora
poza aplikacjag AXIS Camera Station Pro oraz po przywrdceniu fabrycznych ustawien rejestratora z
poziomu interfejsu WWW urzadzenia.

e  Jesli urzadzenie nie zostato sformatowane, konieczne bedzie wybranie nowego hasta do szyfrowania
dysku. Spowoduje to sformatowanie dysku i usunigcie poprzednich nagran.

e  Jedli urzadzenie zostato sformatowane, mozesz wybraé uzywanie obecnego hasta lub utworzenie
nowego hasfa.

- Jesli wybierzesz uzywanie dotychczasowego hasta, system usunie wszystkie nagrania, ale nie
sformatuje urzadzenia. Wybranie tej opcji pomoze zaoszczedzi¢ czas.

- Utworzenie nowego hasta spowoduje sformatowanie urzadzenia i usunigcie wszystkich nagran.

o  Jesli po wybraniu kilku urzadzen zdecydujesz si¢ utworzy¢ nowe hasto, nastgpi sformatowanie
wszystkich tych urzadzen i przypisanie do nich nowego hasta.

e Jesli po wybraniu kilku urzadzen zdecydujesz si¢ uzywa¢ dotychczasowego hasta, zostang dodane tylko
urzadzenia z pasujgcym hastem.

Dodawanie urzadzen i wskazywanie rejestratora jako pamieci masowej nagran
1. Wybierz kolejno opcje Configuration > Devices > Add devices (Konfiguracja > Urzadzenia > Dodaj

urzadzenia).

2. Zaznacz urzadzenia na liscie i kliknij przycisk Add (Dodaj). Jezeli urzgdzen nie ma na liscie, poszukaj ich
recznie za pomoca opcji Manual search (Wyszukiwanie reczne).

Uzyj ustawien domysinych i kliknij przycisk Dale;.

4. Wybierz recznie rejestrator z listy rozwijanej Recording storage (Pamig¢ masowa nagrywania) i kliknij
przycisk Install (Zainstaluj).
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Uwaga
W przypadku wybrania opcji Automatic (Automatycznie) rejestrator nie zostanie ustawiony jako pamiec
masowa nagran.

5. Wybierz kolejno opcje Configuration > Storage > Selection (Konfiguracja > Zasob > Wybor). Kliknij
urzadzenia i sprawdz, czy role pamigci masowej nagran pefni rejestrator.

Konfigurowanie nagrywania
1. Wybierz kolejno opcje Configuration > Storage > Selection (Konfiguracja > Pamie¢ masowa > Wybdr)

i zaznacz swoje urzadzenie.

2. Skonfiguruj ustawienie Czas przechowywania.

- Wybierz czas przechowywania Bez ograniczen, aby nagrania pozostawaty w pamigci masowe] az
do jej zapetnienia.

- Alternatywnie zaznacz opcj¢ Ograniczony i ustaw maksymalng liczbg dni zachowywania nagran.
3. Kliknij przycisk Apply (Zastosuj).

Uwaga
Opcja Fallback recording (Zapis zawartosci rezerwowej) jest domysinie wtgczona, aby w razie utraty
pofaczenia miedzy aplikacjg AXIS Camera Station Pro a rejestratorem nagrania byty zapisywane na
rejestratorze. Zobacz Fallback recording (Zapis zawartosci rezerwowey).

Zmiana lokalizacji pamigci masowe;j

Lokalizacje pamigci masowe] urzadzenia mozna zmieni¢ z jednego rejestratora na inny i zachowac¢ wszystkie
nagrania.

1. Wybierz kolejno opcje Configuration > Storage > Selection (Konfiguracja > Pamie¢ masowa > Wybdr)
i zaznacz swoje urzadzenie.

2. Wybierz nowg lokalizacje pamigci masowej.
3. Kliknij przycisk Apply (Zastosuj).

Uwaga
Jesli wybrany rejestrator juz wykorzystuje maksymalng liczbe requt akcji nagrywania, wykonaj jedng z
ponizszych czynnosci:
e Usun reguty akcji nagrywania z istniejgcych urzgdzen wykorzystujgcych rejestrator jako pamie¢ masowa.

®  Przenies urzadzenia korzystajace z requt akcji nagrywania do innej pamieci masowej.
Konfigurowanie sieciowego kontrolera drzwi Axis

W tej sekeji wyjasniono, jak skonfigurowac sieciowy kontroler drzwi Axis w oprogramowaniu AXIS Camera
Station Pro. Aby obejrze¢ filmy o konfigurowaniu, przejdz do tej listy odtwarzania.

Uwaga
® Na kontrolerze musi by¢ wtgczony protokdt HTTPS.

1. Dodaj sieciowy kontroler drzwi Axis do oprogramowania AXIS Camera Station Pro. Patrz Dodawanie
urzqdzen.

2. Uaktualnij oprogramowanie sprzetowe kontrolera drzwi. Patrz Aktualizowanie oprogramowania
sprzetowego.

3. Aby uzywa¢ serwera AXIS Camera Station Pro jako serwera NTP, wtgcz synchronizacje czasu. Patrz
Ustawienia serwera.

4. Ustaw date i godzing na kontrolerze. Patrz Ustawianie daty i godziny.
5. Wiacz obstuge protokotu HTTPS na kontrolerze. Patrz Bezpieczerstwo.

6. Skonfiguruj kontrolg dostepu.

26


https://help.axis.com/axis-camera-station-5#fallback-recording
https://www.youtube.com/playlist?list=PLqCu13en-F2viWWRwyYdgmZUi8tTCA0TB
https://help.axis.com/axis-camera-station-pro#add-devices
https://help.axis.com/axis-camera-station-pro#add-devices
https://help.axis.com/axis-camera-station-pro#upgrade-firmware
https://help.axis.com/axis-camera-station-pro#upgrade-firmware
https://help.axis.com/axis-camera-station-pro#server-settings
https://help.axis.com/axis-camera-station-pro#set-date-and-time
https://help.axis.com/axis-camera-station-pro#security

6.1.  Aby zmodyfikowac predefiniowane profile identyfikacji lub utworzy¢ nowy profil identyfikacji,
zobacz Profile identyfikacji.

6.2.  Aby uzywa¢ niestandardowej konfiguracji formatow kart i dtugosci numeréw PIN, patrz Formaty
kart i kod PIN.

6.3.  Dodaj drzwi i zastosuj do nich profil identyfikacji. Zobacz Dodawanie drzwi.

6.4.  Skonfiguruj drzwi.
- Dodawanie monitora drzwi

- Dodaj wejscie awaryjne
- Dodawanie czytnika
- Dodawanie urzqdzenia REX
6.1.  Dodaj strefe, a nastgpnie drzwi do strefy. Zobacz Dodawanie strefy.

7. Skonfiguruj ustawienia kontroli dostepu.
7.1. Dodaj harmonogramy. Patrz Harmonogramy.

7.2.  Wybierz proces i dodaj elementy wymienione ponizej: Patrz Zarzqdzanie dostepem.
- Dodawanie posiadacza karty

- Dodaj poswiadczenia

- Dodawanie grupy

- Dodawanie regufy dostepu
7.1. Przypisz posiadaczy kart, grupy, drzwi i strefy do requt dostepu.
7.2.  Wyeksportuj raporty. Patrz Eksportowanie raportow.

8. W pulpicie nawigacyjnym drzwi monitoruj drzwi i zarzgdzaj nimi recznie. Patrz Pulpit nawigacyjny drzwi
w widoku podzielonym.

9. Wyszukaj dane kontroli dostepu.
9.1. Potgcz widok z kontrolerem drzwi. Patrz Zewnetrzne Zrddfa danych.

9.2 Wyszukaj dane konkretnych zdarzen w okresie lub wedtug stow kluczowych. Patrz Wyszukiwanie
danych.

Uwaga
Usuniecie kontrolera drzwi z oprogramowania AXIS Camera Station Pro nie powoduje usuniecia danych z
kontrolera. Aby usung¢ dane z kontrolera, zresetuj go, przywracajgc wszystkie ustawienia fabryczne.

Konfigurowanie biurkowego czytnika kart USB firmy 2N

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

1. Przejdz do strony https;//www.elatec-rfid.com/int/, pobierz plik TWN4 DevPack i wyodrebnij go do
folderu.
2. Przejdz do wyodrebnionego folderu i uruchom program AppBlaster.exe.
2.1.  Wybierz oprogramowanie sprz¢towe klawiatury Multi keyboard V4.80, aby zaprogramowac
czytnik.
2.2. Utworz projekt definiujgcy format czytnika. Nalezy zdefiniowa¢ nastepujgce elementy:

- Parametry transpondera, w tym czestotliwo$¢, typ i podtyp.
Na przyktad: MIFARE Classic (UID, dowolna dtugosc)
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3.

- Zarzadzanie bitami w transponderze danego typu.
Na przyktad: Odwrotna kolejnos¢ bajtow

- Format wyjsciowy dla rodzaju transpondera.
Na przyktad: Dziesietny

- Usun wstepnie zdefiniowany sufiks danych wyjsciowych.
2.1.  Woeczytaj plik projektu do czytnika.

Po dodaniu poswiadczenia typu karta do oprogramowania AXIS Camera Station Pro przytdz karte
kontroli dostepu do czytnika, a uzyskasz szczegdtowe informacje na jej temat.

Konfigurowanie systemu nasobnego Axis

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Wiecej informacji o rozwigzaniu nasobnym Axis mozna znalez¢ w instrukcji obstugi urzqgdzenia nasobnego Axis.

1.

Wazne

Dla istniejgcej instalacji AXIS Camera Station Pro wygeneruj nowy certyfikat serwera uzywany do
komunikacji z klientem. Wskazowki znajdziesz w instrukcji obstugi oprogramowania AXIS Camera
Station Pro

Utwarz plik potaczenia.

2.1. W AXIS Camera Station Pro przejdz do obszaru = > Other (Inne) > Connection file (Plik
potaczenia).

2.2.  Abyzmieni¢ domysing nazwe lokalizacji wyswietlang w urzadzeniu ubieralnym, wpisz nowa
nazwe.

2.3.  Kliknij Export (Eksportuj).

Skonfiguruj swoj system noszony na ciele. Patrz Uzyskiwanie dostepu do AXIS Body Worn Manager po
raz pierwszy. Gdy zobaczysz monit o ustawienie miejsca docelowego dla tresci, zaznacz plik pofgczenia
wyeksportowany z oprogramowania AXIS Camera Station Pro.

W AXIS Camera Station Pro sprawdz, czy na karcie Recordings (Nagrania) zostata dodana wirtualna
kamera z przypisang nazwg uzytkownika.

Aby zmieni¢ czas przechowywania, wybierz kolejno opcje Configuration > Storage > Selection
(Konfiguracja > Pamig¢ masowa > Wybor).

Wykonaj nagranie za pomocg kamery noszonej na ciele, po czym odt6z kamere z powrotem do stacji
dokujgcej. Nagrania zostang automatycznie przestane do oprogramowania AXIS Camera Station Pro.

Nagrania z kamery nasobnej mozna odtwarzac i eksportowa¢ w oprogramowaniu AXIS Camera Station
Pro.

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Do usuwania uzytkownikéw zawsze uzywaj AXIS Body Worn Manager. Nigdy nie usuwaj uzytkownikow
kamer nasobnych z poziomu oprogramowania AXIS Camera Station Pro.
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Konfigurowanie sieciowego wideodomofonu AXIS

W tym przykfadzie wyjasniono, jak:

Dodawanie wideodomofonu sieciowego Axis do AXIS Camera Station Pro
Konfigurowanie alarmu dzwiekowego na kliencie
Obstuga potaczen przychodzacych

Wyfgczanie powiadamiania o potgczeniach przychodzacych z wideodomofonu

Ograniczenia:

Nie mozna wstrzymywac pofgczen kierowanych z wideodomofonu do AXIS Camera Station Pro.
W wideodomofonie nie mozna wtgczy¢ funkcji detekcji ruchu.

Mozna nagrywac tylko potgczenia od rozméwceow. Nie mozna nagrywa¢ dzwigeku od operatora.

Dodawanie wideodomofonu sieciowego Axis do AXIS Camera Station Pro

1.

W oprogramowaniu AXIS Camera Station Pro przejdz do obszaru Configuration (Konfiguracja) >
Devices (Urzadzenia) > Add devices (Dodaj urzadzenia).

Zaznacz sieciowy wideodomofon i kliknij przycisk Dodaj.

Pozostaw ustawienia domysine, a nastepnie kliknij kolejno przyciski Dalej i Zainstaluj.

Wybierz kolejno opcje Konfiguracja > Urzagdzenia > Kamery i sprawdz, czy wideodomofon zostat
dodany.

Wybierz kolejno opcje Configuration > Recording and events > Action rules (Konfiguracja > Zapis i

zdarzenia > Reguly akgji) i sprawdz, czy reqguty dziatan wymienione ponizej zostaty dodane

automatycznie.

- Reguta otwierania drzwi: Zostat dodany przycisk Drzwi otwarte. Kliknigcie przycisku w
podgladzie na zywo spowoduje otwarcie portu we/wy w wideodomofonie domysinie na 7
sekund.

- Nagrywanie trwajacego pofaczenia: Jezeli trwa pofgczenie, wideodomofon zacznie je nagrywac.

Konfigurowanie dzwigku potaczenia przychodzacego

1.

2.
3.
4.

W oprogramowaniu AXIS Camera Station Pro przejdz do obszaru Configuration (Konfiguracja) > Client
(Klient) > Settings (Ustawienia).

W obszarze Wiacz dzwigk potaczenia przychodzacego zaznacz opcje Plik dzwigkowy.
Kliknij przycisk Przegladaj i przejdz do pliku dzwigkowego w formacie .wav lub .mp3.

Kliknij przycisk Odtworz, aby przetestowac dzwiek.

Obstugiwanie potaczenia przychodzacego

Uwaga

Po aktywacji pofgczenia zostanie wyswietlone okno powiadomienia.
Umies¢ wskaznik myszy na miniaturze, a zobaczysz powigkszony obraz rozmdwcy.

Aby odebrac¢ potaczenie, kliknij przycisk Akceptuj. Zostanie wyswietlona nowa karta pokazujgca widok w
wideodomofonu. Kliknij przycisk Drzwi otwarte. Port we/wy wideodomofonu zostanie otwarty domysinie
na 7 sekund.

Aby zignorowa¢ potaczenie tylko na tym komputerze klienckim, kliknij przycisk Ignoruj. Potgczenie nadal
mozna odebra¢ na innym urzadzeniu klienckim.

Aby zakonczy¢ potgczenie, kliknij przycisk Odmow. Potgczenie zostanie zakonczone, a powiadomienie o
potgczeniu na wszystkich urzadzeniach klienckich usuniete.

W przypadku istnienia kilku potaczen zalecamy odbieranie ich pojedynczo. Pozostate potaczenia beda caty
czas wyswietlane, az zostang odebrane lub uptynie limit czasu.

Wyltgczanie powiadomienia z wideodomofonu

1.

Utwérz osobnego uzytkownika dla komputera klienckiego.
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1.1.  Przejdz do obszaru Configuration (Konfiguracja) > Security (Zabezpieczenia) > User
permissions (Uprawnienia uzytkownika).

1.2.  Kliknij Dodaj.
1.3.  Zaznacz uzytkownika na liscie i kliknij przycisk Dodaj.

2. Skonfiguruj uzytkownika.
2.1. W polu Rola zaznacz wartos¢ Operator.

2.2. W ustawieniach wideodomofonu zaznacz opcje Dostep, ale wyczys¢ opcje Nastuch audio i
Odtwarzanie komunikatu audio.

2.3. Kliknij przycisk Zapisz.
Skonfiguruj dzwiek w aplikacji AXIS Camera Station Pro

W tym przykfadzie wyjasniono, jak:
® Dodac¢ sieciowe urzgdzenie audio Axis do aplikacji AXIS Camera Station Pro i powigzac¢ je z kamerg
sieciowg Axis.

®  Utworzy¢ przycisk w podgladzie na zywo kamery w aplikacji AXIS Camera Station Pro, ktéry uruchamia
odtwarzanie klipu audio przez urzadzenie audio.

POWIADOMIENIE

Taka konfiguracja systemu jest odpowiednia dla systemdw innych niz systemy o krytycznym znaczeniu dla
zycia, na przyktad dotyczacych alarmdéw o wtargnieciu intruza, czy adresow personelu lub klientow.

W przypadku systemdw o krytycznym znaczeniu dla zycia, takich jak te dotyczgce ewakuacji w razie pozaru,
muszg by¢ spetnione specjalne wytyczne i standardy (obowigzujgce w lokalizacji instalacji).

Ograniczenia:
® Dzwieku wysytanego z aplikacji AXIS Camera Station Pro do sieciowego urzadzenia audio Axis nie mozna
nagrywac.

e Urzadzenie audio musi by¢ powigzane z kamerg w aplikacji AXIS Camera Station Pro.
e /jedng kamerg mozna powigza¢ tylko jedno urzadzenie audio.
* W aplikacji AXIS Camera Station Pro nie ma opcji reqgulacji gtosnosci urzadzen audio.

1. Dodaj sieciowe urzadzenie audio Axis do aplikacji AXIS Camera Station Pro:

1.1. W aplikacji AXIS Camera Station Pro kliknij + i wybierz Configuration (Konfiguracja).
1.2.  Przejdz do menu Urzgdzenia > Dodaj urzadzenia.
1.3.  Wybierz sieciowe urzadzenie audio z listy i kliknij przycisk Dodaj.

1.4, Przejdz do opcji Other devices (Inne urzadzenia), aby sprawdzi¢, czy urzadzenie audio zostato
dodane do listy.

2. taczenie urzadzenia audio z kamera:

2.1. W aplikacji AXIS Camera Station Pro przejdz do menu Devices (Urzadzenia) > Streaming
profiles (Profile strumieni) i wybierz kamere, z ktorg chcesz powigza¢ urzadzenie audio.

2.2. W profilu strumieniowania urzadzenia wybierz urzgdzenie audio z listy rozwijanej Gtosnik.
2.3.  Kliknij przycisk Apply (Zastosuj).

2.4.  Aby przetestowac powiazanie, przejdz do opcji Live view (Podglad na zywo) kamery w aplikacji
AXIS Camera Station Pro i kliknij przycisk Speak (Przekaz wypowiedz). Kiedy mowisz do
mikrofonu komputera, urzadzenie audio odtwarza plik audio.

3. Przygotowanie fgcza do klipu audio:
3.1.  Przejdz do menu Audio > Audio clips (Klipy audio).

3.2.  Kliknij ikong facza klipu audio.

3.3.  Ustaw gtosnos¢ i liczbe powtorzen klipu.
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3.4.

Kliknij ikone kopiowania, aby skopiowac¢ tacze.

4. Tworzenie przycisku uruchamiajacego odtwarzanie klipu audio:

4.1.

4.2.
4.3.
4.4.

4.5.
4.6.

Uwaga

W aplikacji AXIS Camera Station Pro przejdz do menu Configuration (Konfiguracja) >
Recording and events (Nagrywanie i zdarzenia) > Action rules (Reguty akcji) i kliknij opcje
New (Nowa).

Kliknij przycisk Add (Dodaj), aby doda¢ wyzwalacz.
Z listy wyzwalaczy wybierz Przycisk akgeji i kliknij przycisk OK.

Jezeli utworzono przycisk, wybierz polecenie Create new button (Utwdrz nowy przycisk) i kliknij
przycisk Next (Dalej).

Wybierz opcje Przycisk polecenia i kliknij przycisk Dalej.

Wprowadz szczegotowe dane przycisku, na przyktad:

- Etykieta przycisku: Personel do kas

- Podpowiedz: Przywotanie personelu na lini¢ kas

- Dodaj do kamery: wybierz kamere powigzang z urzgdzeniem audio.
- Dodaj do mapy.

- Kliknij OK.

Przycisk mozna powigza¢ z wieloma mapami lub kamerami.

4.1.
4.2.
4.3.

4.4,
4.5.

4.6.
4.7.
4.8.

Kliknij Next (Dalej).
Kliknij przycisk Add (Dodaj), aby doda¢ akcje.

Z listy akcji wybierz opcje Send HTTP Notification (Wyslij powiadomienie HTTP) i kliknij
przycisk OK.

Wklej skonfigurowane fgcze z urzadzenia audio do pola URL.

Zaznacz opcje Wymagane uwierzytelnienie i wprowadz Nazwe uzytkownika i Hasto urzadzenia
audio.

Kliknij OK.
Kliknij dwukrotnie przycisk Dalej.
Wprowadz Nazwg reguty i kliknij przycisk Zakoncz.

W podgladzie na zywo kamery w aplikacji AXIS Camera Station Pro znajduje si¢ obecnie przycisk o nazwie Staff
to till (Personel do kas). Po kliknieciu przycisku urzadzenie audio odtworzy klip audio.

Konfigurowanie funkciji analitycznych Axis

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

AXIS Camera Station Pro mozna rozszerzy¢ o analityke (AXIS Loitering Guard)

Konfigurowanie aplikacji AXIS Barcode Reader

W tym rozdziale wyjasniono, jak skonfigurowa¢ aplikacj¢ AXIS Barcode Reader w interkomach i kamerach Axis
oraz jak skonfigurowa¢ aplikacje AXIS Camera Station Secure Entry. Wiece]j informacji o aplikacji AXIS Barcode
Reader mozna znalez¢ w instrukcji obstugi.
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Uwaga
*  Wymagany jest sieciowy kontroler drzwi AXIS A1601 Network Door Controller z oprogramowaniem
sprzetowym w wersji 10.11.9 lub nowsze;.

*  Wymaga licencji.
Ograniczenia
Kod QR Code® mozna wysta¢ dopiero po zapisaniu posiadacza karty z poswiadczeniem QR.

Proces

1. Instalowanie aplikacji AXIS Barcode Reader, on page 32
Konfigurowanie aplikacji AXIS Barcode Reader, on page 32

2
3
4. Konfigurowanie poswiadczer QR, on page 33
5

Wysytanie kodu QR Code®, on page 33
Instalowanie aplikacji AXIS Barcode Reader

1. Pobierz plik instalacyjny aplikacji ze strony axis.com.

Przejdz do strony internetowej swojego interkomu lub kamery Axis.
Zainstaluj aplikacje.

Aktywuj licencje.

Uruchom aplikacje.

o o &~ WD

W celu uzyskania lepszej doktadnosci kodu QR zalecamy zmiang¢ nastepujgcego ustawienia kamery.
6.1. Przejdz do strony ustawien kamery.

6.2. W obszarze Obraz > Ekspozycja przesun suwak Stosunek rozmycia do szumu na Srodek.
Konfigurowanie aplikacji AXIS Barcode Reader

1. Aby zmieni¢ profil identyfikacji za pomoca kodéw QR, wybierz kolejno opcje Configuration > Access
control > Identification profiles (Konfiguracja > Kontrola dostepu > Profile identyfikacji) i kliknij
%
przycisk / . Zobacz Profile identyfikacji.
2. Dodaj drzwi. Zobacz Dodawanie drzwi.
3. Jako profil identyfikacji tych drzwi wybierz opcje QR. Zobacz Ustawienia drzwi.

4. Dodaj czytnik kodow kreskowych. Zobacz Dodawanie czytnika.
4.1.  Pod jedng strong drzwi kliknij przycisk Add reader (Dodaj czytnik).

4.2.  Zlisty rozwijanej Reader type (Typ czytnika) wybierz opcje AXIS Barcode Reader. Wprowadz
nazwe i kliknij przycisk OK.

Tworzenie pofaczenia z kontrolerem drzwi

1. W aplikacji AXIS Camera Station Pro:

1.1 Przejdz do Configuration > Access control > Encrypted communication (Konfiguracja >
Kontrola dostepu > Komunikacja szyfrowana).

1.2. W obszarze External Peripheral Authentication Key (Klucz uwierzytelniania zewngtrznego
urzadzenia peryferyjnego) kliknij polecenie Show authentication key (Pokaz klucz
uwierzytelniania) oraz Copy key (Kopiuj klucz).

2. W interfejsie WWW urzadzenia, na ktérym dziata aplikacja AXIS Barcode Reader:
2.1.  otworz aplikacje AXIS Barcode Reader.
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2.2.  Jesli certyfikat serwera nie zostat skonfigurowany w aplikacji AXIS Camera Station Pro, wigcz
Ignore server certificate validation (Ignoruj sprawdzanie poprawnosci certyfikatu serwera).
Wiecej informacji znajduje sie na stronie Certificates (Certyfikaty).

2.3.  Witacz opcje AXIS Camera Station Secure Entry.

2.4.  Kliknij przycisk Add (Dodaj), a nastepnie wprowadz adres IP kontrolera drzwi i wklej klucz
uwierzytelniania.

2.5. Z rozwijalnego menu wybierz czytnik, ktory ma stuzy¢ do sczytywania kodow kreskowych.

Konfigurowanie poswiadczen QR

1. Dodaj posiadacza karty.

2. Dodaj poswiadczenie QR.
- W sekgeji Credentials (Poswiadczenia) kliknij G i .
- Wprowadz nazwe.
- Domyslnie jest zaznaczona opcja Dynamiczny kod QR. Dynamicznych kodéw QR nalezy uzywac

razem z numerami PIN.

- Ustaw date waznosci i kliknij przycisk Dodaj.

3. Dodaj regute dostepu dla posiadacza karty w drzwiach, dla ktorych skonfigurowano aplikacje AXIS
Barcode Reader.

Wysytanie kodu QR Code®

QRCode to zastrzezony znak towarowy nalezacy do Denso Wave Incorporated w Japonii i w innych krajach.

1.

Upewnij sig, ze posiadacz karty ma skonfigurowany prawidtowy adres e-mail. Patrz Dodawanie
posiadacza karty.

Skonfiguruj serwer SMTP, aby wysyta¢ wiadomosci e-mail. Patrz Ustawienia serwera.

W razie potrzeby zmodyfikuj szablon wiadomosci e-mail. Patrz Ustawienia zarzqdzania dostepem.
3.1.  Wybierz kolejno opcje Zarzagdzanie dostepem > Ustawienia.

3.2. W obszarze Email template (Szablon wiadomosci e-mail) zmien temat i tresc.

3.3.  Opcja Dotacz czas przebywania w wiadomosci e-mail jest domysinie zaznaczona.

3.4, Kliknij przycisk Apply (Zastosuj).

Wyslij kod QR. Patrz Dodawanie posiadacza karty.

4.1. Wybierz kolejno opcje Zarzgdzanie dostgpem > Pulpit nawigacyjny > Posiadacze kart.

4.2.  Zaznacz posiadacza karty, a nastgpnie kliknij * iSend QR code (Wyslij kod QR).
4.3.  Kiliknij OK.

Konfigurowanie aplikacji AXIS Mobile Credential

Aby uzywa¢ dynamicznego kodu QR, trzeba skonfigurowac aplikacje AXIS Mobile Credential.

Postepuj zgodnie z instrukcjami w otrzymanej wiadomosci e-mail:

1.
2.
3.

Pobierz aplikacje AXIS Mobile Credential.
Kliknij fgcze aktywacyjne zawarte w wiadomosci e-mail.

Otwadrz aplikacje na urzadzeniu komdrkowym. Poswiadczenie bedzie widoczne w sekeji Moje
poswiadczenia.

Kliknij je i wprowadz numer PIN, aby aktywowac¢ dynamiczne generowanie kodu QR.
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Konfigurowanie funkciji AXIS Perimeter Defender PTZ Autotracking

Gdy w kamerze PTZ Axis zostanie skonfigurowana funkcja AXIS Perimeter Defender PTZ Autotracking, kamera
moze w oprogramowaniu AXIS Camera Station Pro automatycznie wykrywac i sledzi¢ poruszajgce si¢ obiekty,
takie jak ludzie lub pojazdy, ktore znajdujg sie w polu jej widzenia. Nadaje si¢ ona do stosowania wewnatrz lub
na zewngatrz pomieszczen w obszarach o matym natezeniu ruchu, takich jak parkingi lub szkoty, biura i sklepy po
godzinach pracy/urzedowania.

Uwaga

Mozna $ledzi¢ tylko jeden obiekt naraz.

Ograniczenia:

W widoku podzielonym obszary wyzwalane i wskazniki obiektdow mogg by¢ wyswietlane w
nieprawidfowych miejscach.

Odswiez strone konfiguracyjng kamery lub otwdrz ponownie strong ustawien aplikacji:
- Po przeprowadzeniu konserwacji kamery w oprogramowaniu AXIS Camera Station Pro

- W przypadku zmiany orientacji kamery

Jezeli prepozycja uzywana w profilu automatycznego $Sledzenia ruchu zostanie usuni¢ta, obszar
wyzwalania przestanie dziata¢ i w oprogramowaniu AXIS Camera Station Pro nie bedg wyzwalane zadne
ostrzezenia.

Przejdz do strony konfiguracyjnej kamery i skonfiguruj obszary wyzwalania.
1.1.  Przejdz do menu Settings (Ustawienia) > Apps (Aplikacje).

1.2. Kliknij pozycje AXIS PTZ Autotracking i uruchom aplikacje.
1.3. Kliknij przycisk Otwarz, aby otworzy¢ strone ustawien aplikacji.

1.4, Wybierz kolejno opcje Settings > Profiles (Ustawienia > Profile).

+

1.6. Mozna przesung¢ obszar wyzwalania oraz zmienic¢ jego rozmiar i ksztatt, przeciggajac punkty
kotwiczenia. Kazdy obszar wyzwalania moze mie¢ maksymalnie 10 gtéwnych punktow
kotwiczenia.

1.5.  Kliknij przycisk i utwérz profil.

1.7. W razie potrzeby mozna utworzy¢ wigcej profili i punktéw kotwiczenia. Mozna utworzy¢
maksymalnie 10 profili.

1.8.  Zamknij strone ustawien aplikacji.

W aplikacji AXIS Camera Station Pro:

2.1.  Wybierz kolejno opcje Configuration > Devices > Add devices (Konfiguracja > Urzadzenia >
Dodaj urzadzenia).

2.2.  Zaznacz kamere PTZ i kliknij przycisk Dodaj.
2.3. Kliknij przycisk Next (Dalej) i Install (Zainstaluj).

Przejdz do podgladu na zywo z kamery. Wida¢ tam:
- Z6tte obszary: Obszary wyzwalania skonfigurowane na stronie konfiguracyjnej kamery. Kazdy
obiekt, ktéry wejdzie do zottego obszaru wyzwalania, bedzie automatycznie Sledzony.

- Zielone obszary: Wskazniki obiektu wykryte przez kamere. Funkcja wskaznikow obiektow dziata
tylko wtedy, gdy w ustawieniu Profile strumieniowania zaznaczono opcje Pokaz wskazniki PTZ
automatycznego sledzenia obiektow.

- Kliknigcie zielonego obszaru spowoduje rozpoczecie sledzenia wykrytego obiektu.
- Kliknij obiekt, aby zatrzymac sledzenie.

Utworz requte akcji, ktora bedzie inicjowata dziatanie po rozpoczeciu automatycznego $Sledzenia ruchu.

4.1.  Przejdz do menu Configuration (Konfiguracja) > Recording and events (Rejestracja
i zdarzenia) > Action rules (Reguty akgji) i kliknij opcje New (Nowa).

34



4.2. Dodaj wyzwalacz zdarzenia automatycznego sledzenia ruchu.

4.2.1. Kliknij przycisk Add (Dodaj) i wybierz opcje Device event (Zdarzenie urzadzenia). Kliknij
oK.

4.2.2. W obszarze Configure device event trigger (Konfiguracja wyzwalacza zdarzen):

- Na liscie rozwijanej Urzadzenie zaznacz swoja kamere PTZ.

- Z listy rozwijanej Zdarzenie wybierz kolejno opcje PTZ Autotracking > Sledzenie
automatyczne w toku.

- Okresl wartos¢ w polu Trigger period (Okres wyzwalacza), a w parametrze
statelnfo (Informacje o stanie) ustaw wartos¢ yes (Tak).

4.2.1. Kliknij OK.
4.2. Kliknij Next (Dalej).
4.3. Dodaj akcje nagrywania.
4.3.1. Kliknij przycisk Add (Dodaj) i wybierz opcje Record (Rejestruj). Kliknij OK.
4.3.2. Na liscie rozwijanej Kamera zaznacz swojg kamere PTZ.
4.3.3.  Okresl wartos¢ w polu Ustawienie obrazu.
4.3.4. Kliknij OK.
4.5, Kliknij przycisk Dalej i wybierz harmonogram.
4.6.  Kliknij przycisk Finish (Zakoncz).

Konfigurowanie aplikacji AXIS License Plate Verifier

Gdy na urzadzeniu jest skonfigurowana aplikacja AXIS License Plate Verifier, system zarzadzania sygnatem
wizyjnym uznaje ja za zewnetrzne zrodto danych. Mozna podtgczy¢ widok do zrodta danych, wyszukac tablice
rejestracyjne, ktore zostaty przechwycone przez urzadzenie, i wyswietli¢ powigzany obraz.

Uwaga

Oprogramowanie AXIS License Plate Verifier wymaga licencji.

1.
2.
3.

9.

Pobierz i zainstaluj aplikacj¢ na urzadzeniu.
Skonfiguruj aplikacje. Zobacz Podrecznik uzytkownika oprogramowania AXIS License Plate Verifier.

W przypadku istniejgce] instalacji oprogramowania AXIS Camera Station Pro odndw certyfikat serwera
stuzgcy do komunikowania sie z klientem. Patrz Odnowienie certyfikatu.

Aby uzywac serwera programu AXIS Camera Station Pro jako serwera NTP, wigcz synchronizacje czasu.
Patrz Ustawienia serwera.

Dodaj urzadzenie do oprogramowania AXIS Camera Station Pro. Patrz Dodawanie urzqdzen.

Po odebraniu pierwszego zdarzenia zrédto danych zostanie dodane automatycznie w folderze
Configuration > Devices > External data sources (Konfiguracja > Urzadzenia > Zewnetrzne zrodta
danych).

Pofgcz zrodto danych z widokiem. Patrz Zewnetrzne zrddfa danych.

Wyszukaj tablice rejestracyjne zarejestrowane przez urzgdzenie. Patrz Wyszukiwanie danych.

Kliknij przycisk F—-" aby wyeksportowa¢ wyniki wyszukiwania do pliku .txt.

Konfiguracja AXIS Speed Monitor

Aplikacja AXIS Speed Monitor moze by¢ zainstalowana na urzgdzeniu podtgczonym do radaru lub bezposrednio
zainstalowana na radarze.

Gdy na urzadzeniu lub radarze jest skonfigurowana aplikacja AXIS Speed Monitor, oprogramowanie AXIS
Camera Station Pro uznaje jg za zewngtrzne zrddto danych. Mozna podtgczy¢ widok do Zrddta danych, wyszukaé
predkosci obiektow, ktore zostaty przechwycone przez urzadzenie, i wyswietli¢ powigzany obraz.
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9.

Pobierz i zainstaluj aplikacje na urzadzeniu.
Skonfiguruj aplikacje i radar. Patrz Instrukcja obstugi AXIS Speed Monitor.

Dla istniejgcej instalacji AXIS Camera Station Pro wygeneruj nowy certyfikat serwera uzywany do
komunikacji z klientem. Wskazowki znajdziesz w instrukcji obstugi oprogramowania AXIS Camera
Station Pro

Aby uzywac¢ serwera programu AXIS Camera Station Pro jako serwera NTP, wtacz synchronizacje czasu.
Patrz Ustawienia serwera.

Dodaj urzadzenia pokrewne do AXIS Camera Station Pro. Patrz Dodawanie urzgdzen.

- Jezeli aplikacja jest zainstalowana na urzadzeniu podtgczonym do radaru, dodaj urzadzenie i
radar.

- Jezeli aplikacja jest zainstalowana w radarze, dodaj radar.

Po odebraniu pierwszego zdarzenia zrodfo danych zostanie dodane automatycznie w folderze
Configuration > Devices > External data sources (Konfiguracja > Urzadzenia > Zewngtrzne zrddta
danych).

Potgcz Zrédto danych z widokiem. Patrz Zewnetrzne Zrédta danych.

Wyszukaj predkosci obiektow zarejestrowane przez urzadzenie. Patrz Wyszukiwanie danych.

Kliknij przycisk r:", aby wyeksportowac¢ wyniki wyszukiwania do pliku .txt.

Konfigurowanie oprogramowania AXIS Perimeter Defender

W tej czesci opisano sposob integrowania aplikacji AXIS Perimeter Defender z AXIS Camera Station Pro
systemem obstugi zdarzen. Dowiesz sig¢, jak:

1.

skonfigurowadé regute AXIS Camera Station Pro, ktéra bedzie wyzwalana w przypadku wtargniecia,
sprawdzi¢, czy konfiguracja zostata przeprowadzona prawidtowo.

Skonfiguruj i skalibruj aplikacje AXIS Perimeter Defender w oprogramowaniu AXIS Perimeter Defender
Setup. Aby uzyska¢ pomoc w zakresie instalacji i kalibracji aplikacji AXIS Perimeter Defender, zapoznaj
sie z jej instrukcjg obstugi lub strong produktu.

Dodaj kamere do AXIS Camera Station Pro, postepujgc zgodnie z kreatorem Add Camera (Dodaj
kamere).

Skonfiguruj wyzwalacz zdarzenia urzadzenia:

3.1.  Przejdz do menu Configuration (Konfiguracja) > Recording & Events (Zapis i zdarzenia)
i otworz karte Advanced rules (Reguly zaawansowane).

3.2. Utwodrz nowg regute i wybierz wyzwalacz Device Event (Zdarzenie urzadzenia).
3.3.  Wybierz kamere, w ktorej zainstalowano aplikacje AXIS Perimeter Defender.
3.4.  Zlisty Event (Zdarzenie) wybierz opcje AXISPerimeterDefender.

3.5. Z listy Feature (Funkcja) wybierz nazwe skonfigurowanego wtargniecia (w tym przypadku
JIntrusion-1"). Jesli chcesz, aby reguta byta wyzwalana dla wszystkich skonfigurowanych
scenariuszy, wybierz opcje ALL_SCENARIOS (WSZYSTKIE SCENARIUSZE).

3.6.  Wybierz opcje Yes (Tak), jesli wyzwalacz ma zostac aktywowany w przypadku wtargniecia. Po
wykryciu wtargniecia w oknie Activity (Aktywno$¢) zostanie wyswietlona zmiana stanu, co
pomoze sprawdzié¢, czy konfiguracja zostata przeprowadzona prawidtowo.

3.7.  Kliknij opcje OK, a nastepnie opcje Next (Dalej), aby skonfigurowac akcje.

3.8. W oknie dialogowym Add Action (Dodaj akcje) mozna dodac¢ jedna lub kilka akcji dla danej
reguty.
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https://help.axis.com/axis-speed-monitor
https://help.axis.com/axis-camera-station-pro#service-control-certificates
https://help.axis.com/axis-camera-station-pro#service-control-certificates
https://help.axis.com/axis-camera-station-pro#server-settings
https://help.axis.com/axis-camera-station-pro#add-devices
https://help.axis.com/axis-camera-station-pro#external-data-sources
https://help.axis.com/axis-camera-station-pro#data-search
https://www.axis.com/products/axis-perimeter-defender

AXIS Camera Station Pro

r Create Recording Action ﬂ‘
Camera
Camers |Ax[s Q1765-LE-PT | ..|

Video setting

Profile: |Medium (H.264, 1280x720, 15 fps) ‘v|

Prebuffer: 3 {1 seconds

Pastbuffer: 5 {] seconds
| Help | | OK | | Cancel |

W tym przyktfadzie dodajemy akcje nagrywania i akcje alarmu.
3.9.  Kliknij przycisk Finish (Zakoncz).
Recoraing & everts N | IO

Basic settings Advanced rules

[fype ta search x

Intrusion Parking lot
Triggers: Device event trigger on AXIS Q1765-LE-PT [AXISPerimeterDefenderi
Schedule: Always on
Actions: Record on "AXIS Q1765-LE-PT'
Raise alarm 'Intrusion in perimeter 1!’

W przyktadzie przedstawiono regufe, ktora wyzwala dwa dziatania w przypadku wtargniecia.

4. Sprawdz, czy konfiguracja dziata zgodnie z oczekiwaniami, symulujgc wtargniecie — na przyktad poprzez
fizyczne wejScie na monitorowany obszar.
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AXIS Camera Station Pro

Potrzebujesz wiecej pomocy?
Przydatne igcza

®  Parametry instalacji — instalator Microsoft oprogramowania AXIS Camera Station Pro
®  Przefgczniki instalacji — plik wykonywalny oprogramowania AXIS Camera Station Pro
e AXIS Camera Station Pro instrukcja obstugi

e AXIS Camera Station Pro samouczki wideo
Kontakt z pomocq techniczng

Aby uzyska¢ pomoc, przejdz na strone axis.com/support.
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https://www.axis.com/dam/public/76/4b/d4/installation-parameters-microsoft-installer-en-GB+en-US-416222.pdf
https://www.axis.com/dam/public/93/d6/fa/installation-switches-executable-en-GB+en-US-416223.pdf
https://help.axis.com/en-us/axis-camera-station-pro
https://help.axis.com/axis-camera-station-pro-tutorial-videos
https://www.axis.com/support
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