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バージョン情報

AXIS Camera Station Pro は、Axisネットワークカメラからのビデオフィードの包括的な監視、録
画、管理を提供するビデオ管理ソリューションです。高度なアクセスコントロール機能、マルチ
サイト管理機能、システム統合機能を提供します。AXIS Camera Station Proに対応する製品を確認
するには、対応製品を参照してください。

アクセスのオプション

AAXXIISS CCaammeerraa SSttaattiioonn PPrroo ササーーババーー -- は、システム内のカメラ、ビデオエンコーダ、補助装置と
のすべての通信を処理します。システム要件および容量計画に関する情報は、AXIS Camera
Station Proのインストールおよび移行ガイドのハードウェアガイドラインを参照してください。

AAXXIISS CCaammeerraa SSttaattiioonn PPrroo ククラライイアアンントト -- 録画、ライブビデオ、ログ、および設定にアクセスで
きます。任意のコンピューターにインストールでき、インターネットや社内ネットワーク上のど
こからでもリモートで監視や制御を行うことができます。

AAXXIISS CCaammeerraa SSttaattiioonn WWeebbククラライイアアンントト -- AXIS Camera Station Proの録画とライブビデオにWeb
ブラウザーからアクセスできるようになります。詳細については、AXIS Camera Station Webクラ
イアントユーザーマニュアルを参照してください。

AAXXIISS CCaammeerraa SSttaattiioonn PPrroo モモババイイルルアアププリリ -- 複数のシステムの録画やライブビデオにアクセスで
きます。このアプリはAndroid装置やiOS装置にインストールでき、他の場所からリモートで監視
を行うことができます。

チュートリアルビデオ

システムの使用方法の詳細な例については、AXIS Camera Station Proチュートリアルビデオを参照
してください。

システム機能

AXIS Camera Stationのシステム機能の詳細については、AXIS Camera Station Pro Feature Guideを
参照してください。

最新情報

AXIS Camera Station Proの各リリースの新機能については、AXIS Camera Station Proの新機能を参
照してください。

AXIS Camera Station Pro

https://www.axis.com/products/axis-camera-station-pro/support#compatible-products
https://help.axis.com/axis-camera-station-pro-installation-and-migration-guide#hardware-guidelines
https://help.axis.com/axis-camera-station-pro-installation-and-migration-guide#hardware-guidelines
https://tim-staging.se.axis.com/axis-camera-station-pro-installation-and-migration-guide#hardware-guidelines
https://help.axis.com/web-client-for-axis-camera-station
https://help.axis.com/web-client-for-axis-camera-station
https://help.axis.com/axis-camera-station-pro-tutorial-videos
http://help.axis.com/axis-camera-station-pro-feature-guide
https://help.axis.com/what-is-new-in-axis-camera-station-pro
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管理者に役に立つリンク

ここでは、オペレーターが興味を持ちそうなトピックをいくつか紹介します。

• サーバーとの接続, on page 8

• デバイスの設定, on page 45
• ストレージの設定, on page 74
• 録画とイベントの設定, on page 79
• 接続中のサービスの設定, on page 121
• サーバーの設定, on page 125
• セキュリティの設定, on page 137

その他のマニュアル

• AXIS Camera Station Webクライアント
• AXIS Camera Station Pro Integrator Guide

• AXIS Camera Stationモバイルアプリ
• AXIS Camera Station Proチュートリアルビデオ
• AXIS Camera Station Pro Troubleshooting Guide
• AXIS Camera Station Pro System Hardening Guide

AXIS Camera Station Pro

https://help.axis.com/web-client-for-axis-camera-station
http://help.axis.com/axis-camera-station-pro-integrator-guide
http://help.axis.com/axis-camera-station-mobile-app
http://help.axis.com/axis-camera-station-pro-tutorial-videos
http://help.axis.com/axis-camera-station-pro-troubleshooting-guide
http://help.axis.com/axis-camera-station-pro-system-hardening-guide
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オペレーターに役に立つリンク

ここでは、オペレーターが興味を持ちそうなトピックをいくつか紹介します。

• AXIS Camera Station Proのオペレーター向け操作ガイド
• サーバーとの接続, on page 8
• クライアントの設定, on page 116

• ライブビュー, on page 13
• 録画の再生, on page 24
• 録画のエクスポート, on page 26
• AXIS Camera Station Pro早見表 - レビューとエクスポート

AXIS Camera Station Pro

https://www.axis.com/dam/public/6d/60/96/how-to--getting-started-guide-for-operators-en-US-388713.pdf
https://www.axis.com/dam/public/d3/41/f0/axis-camera-station-cheat-sheet--review-and-exportpdf-en-US-388709.pdf
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クイックスタート

このチュートリアルでは、システムを起動して実行中にする手順について説明します。

開始する前に、以下をご確認ください。

• インストール内容に応じてネットワークを設定します。ネットワーク設定を参照してくだ
さい。

• 必要な場合は、サーバーポートを設定します。サーバーポートの設定を参照してくださ
い。

• セキュリティ上の問題を考慮します。セキュリティに関する考慮事項を参照してくださ
い。

管理者向け:

1. ビデオ管理システムを起動する
2. デバイスの追加
3. 録画方法の設定, on page 6

オペレーター向け:

1. ライブビデオを表示する, on page 6
2. 録画の表示, on page 6
3. 録画のエクスポート, on page 6
4. AXIS File Playerでの録画の再生と検証, on page 6

ビデオ管理システムを起動する

AXIS Camera Station Proクライアントのアイコンをダブルクリックすると、クライアントが起動し
ます。クライアントの初回起動時には、同じコンピューターにインストールされた AXIS Camera
Station Proサーバーに自動的にログインしようとします。

クライアントが開くと、システムのライセンスを取得するよう求められます。[LLiicceennssee nnooww ((今今すす
ぐぐラライイセセンンススをを取取得得))]] をクリックして [MMaannaaggee lliicceenncceess ((ラライイセセンンスス管管理理))] ページに移動しま
す。ここで、サーバーを組織に登録して、ライセンス取得プロセスを開始できます。詳細につい
ては、接続中のサービスを管理する, on page 121および ライセンスを管理, on page 135を参照し
てください。VMS Webクライアント、システムの健全性監視、オンラインライセンス取得など、
接続中のサービスにアクセスするには、システムを組織に登録してから、システムに接続する必
要があります。

複数の AXIS Camera Station Proサーバーに異なる方法で接続できます。サーバーとの接続を参照
してください。

デバイスの追加

をを初初めめてて起起動動すするるとと、、[[Add devices (デバイスの追加) AXIS Camera Station Pro] ページが開きま
す。AXIS Camera Station Proはネットワークで接続済みの装置を検索し、見つかった装置のリスト
を表示します。デバイスの追加を参照してください。

1. 追加するカメラをリストから選択します。カメラが見つからない場合は、[MMaannuuaall sseeaarrcchh
((手手動動検検索索))] をクリックします。

2. [追追加加] をクリックします。
3. [ククイイッックク設設定定] または [SSiittee DDeessiiggnneerr設設定定] を選択します。[[NNeexxtt ((次次へへ))]] をクリックしま

す。Site Designerプロジェクトのインポート, on page 49を参照してください。

4. デフォルト設定を使用し、録画方法が [NNoonnee ((ななしし))] に設定されていることを確認します。
[イインンスストトーールル] をクリックします。

AXIS Camera Station Pro
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録画方法の設定

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[録録画画方方法法]] を選択します。
2. カメラを選択します。
3. [MMoottiioonn ddeetteeccttiioonn ((動動体体検検知知))] または [CCoonnttiinnuuoouuss ((連連続続))] をオンにします。
4. [適適用用] をクリックします。

ライブビデオを表示する

1. [LLiivvee vviieeww ((ラライイブブビビュューー))] タブを開きます。
2. ライブビデオを表示するカメラを選択します。

詳細については、ライブビュー, on page 13を参照してください。

録画の表示

1. [RReeccoorrddiinnggss ((録録画画))] タブを開きます。
2. 録画を表示するカメラを選択します。

詳細については、録画, on page 24を参照してください。

録画のエクスポート

1. [RReeccoorrddiinnggss ((録録画画))] タブを開きます。
2. 録画をエクスポートするカメラを選択します。

3. をクリックすると、選択マーカーが表示されます。
4. マーカーをドラッグして、エクスポートする録画を含めます。

5. をクリックして、[[EExxppoorrtt ((エエククススポポーートト))]] タブを開きます。
6. [EExxppoorrtt...... ((エエククススポポーートト......))] をクリックします。

詳細については、録画のエクスポート, on page 26を参照してください。

AXIS File Playerでの録画の再生と検証

1. エクスポートした録画を含むフォルダーに移動します。
2. AXIS File Playerをダブルクリックします。

3. をクリックすると、録画のノートが表示されます。
4. デジタル署名を検証するには、次のようにします。

4.1. [TToooollss >> VVeerriiffyy ddiiggiittaall ssiiggnnaattuurree ((ツツーールル >> デデジジタタルル署署名名のの検検証証))] に移動します。

4.2. [VVaalliiddaattee wwiitthh ppaasssswwoorrdd ((パパススワワーードドでで検検証証))] を選択し、パスワードを入力しま
す。

4.3. [VVeerriiffyy ((検検証証))] をクリックします。検証結果ページが表示されます。

注
• デジタル署名は署名付きビデオとは異なります。署名付きビデオを使用すると、ビデオを

元のカメラに戻してトレースし、録画がいたずらされていないことを確認できます。詳細
については、署名付きビデオとカメラのユーザーマニュアルを参照してください。

• 保存されたファイルがAXIS Camera Stationデータベースと接続していない場合 (インデック
スされていないファイル) 、AXIS File Playerで再生できるように変換する必要があります。
ファイルの変換については、Axisテクニカルサポートにお問い合わせください。

AXIS Camera Station Pro

https://www.axis.com/solutions/built-in-cybersecurity-features
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ネットワーク設定

AXIS Camera Station Proクライアント、AXIS Camera Station Proサーバー、接続されているネット
ワーク装置が異なるネットワーク上にある場合は、AXIS Camera Station Proを使用する前にプロキ
シまたはファイアウォールを設定します。

ククラライイアアンントトののププロロキキシシ設設定定

プロキシーサーバーがクライアントとサーバーの間にある場合は、クライアントコンピューター
のWindowsでプロキシー設定を行う必要があります。詳細については、Axisサポートまでお問い合
わせください。

ササーーババーーののププロロキキシシ設設定定

プロキシーサーバーがネットワークデバイスとサーバーの間にある場合は、サーバー上の
Windowsでプロキシー設定を行う必要があります。詳細については、Axisサポートまでお問い合わ
せください。

NNAATTととフファァイイアアウウォォーールル

クライアントとサーバーがNATやファイアウォールなどで隔てられている場合は、NATやファイア
ウォールを設定して、AXIS Camera Station Pro Service Controlで指定されているHTTPポート、TCP
ポート、ストリーミングポートがファイアウォールやNATを通過できるようにします。NATまたは
ファイアウォールの設定手順については、ネットワーク管理者に問い合わせてください。

詳しくは、ポートリスト, on page 210および「AXIS Camera Station Pro - トラブルシューティン
グ」の「Axis Secure Remote Accessへのアクセスを許可するようにファイアウォールを設定す
る」を参照してください。

サーバーポートの設定

AXIS Camera Station Proサーバーでは、ポート29202 (TCP)、29204 (モバイル通信)、29205 (モバイ
ルストリーミング) がサーバーとクライアントの間の通信に使用されます。必要な場合、これらの
ポートはAXIS Camera Station Pro Service Controlで変更できます。

注
ポートの変更は、Axis Secure Remote Access v2またはその他のクラウドサービスを使用せずに
AXIS Camera Stationをご利用になる場合に限り行ってください。

詳細については、概要またはFAQを参照してください。

セキュリティに関する考慮事項

カメラや録画に対する不正アクセスを防止するため、次のことに注意してください。

• すべてのネットワーク装置 (カメラ、ビデオエンコーダ、補助装置) で強力なパスワードを
使用します。

• AXIS Camera Station Proサーバー、カメラ、ビデオエンコーダ、補助装置をオフィスネッ
トワークから分離された安全なネットワークにインストールします。AXIS Camera Station
Proクライアントは、インターネットアクセスのあるネットワークなど別のネットワーク上
のコンピューターにインストールすることができます。

• すべてのユーザーが強力なパスワードを使用していることを確認してください。Windows®
Active Directoryは、高レベルのセキュリティを提供します。

AXIS Camera Station Pro

https://help.axis.com/en-us/axis-camera-station-pro-troubleshooting-guide#configure-the-firewall-to-allow-access-to-axis-secure-remote-access
https://help.axis.com/en-us/axis-camera-station-pro-troubleshooting-guide#configure-the-firewall-to-allow-access-to-axis-secure-remote-access
https://help.axis.com/en-us/axis-camera-station-pro-troubleshooting-guide#configure-the-firewall-to-allow-access-to-axis-secure-remote-access
https://faq.axis.com/s/article/firewall-allow-acs-pro-cloud-connect?language=en_US
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サーバーとの接続

AXIS Camera Station Proクライアントを使用すると、同じコンピューターやネットワーク上にイン
ストールされている1つまたは複数のサーバーに接続することができます。AXIS Camera Station
Proサーバーに異なる方法で接続できます。

最最後後にに使使用用ししたたササーーババーー -- 前のセッションで使用したサーバーに接続します。

ここののココンンピピュューータターー -- クライアントと同じコンピューターにインストールされているサーバーに
接続します。

リリモモーートトササーーババーー -- リモートサーバーとの接続, on page 8を参照してください。

AAxxiissセセキキュュアアリリモモーートトアアククセセスス -- AXISセキュアリモートアクセスにサインイン, on page 10を参照
してください。

AAxxiiss SSeeccuurree RReemmoottee AAcccceessss vv22 -- Axis Secure Remote Access v2にサインインする, on page 9を参
照してください。

注
初めてサーバーに接続する際に、クライアントではサーバー証明書IDが確認されます。正しい
サーバーに接続していることを確認するには、AXIS Camera Station ProService Controlに表示さ
れている証明書IDを手動で確認します。概要, on page 210を参照してください。
クライアントとサーバー間の接続を確立するためには、両方のバージョンが同じである必要が
あります。ローカルシステムまたはポートマッピングが設定されたシステムに接続する際に
バージョンの不一致があると、互換性の問題が発生することがあります。クライアントはサー
バーと一致する正しいバージョンをダウンロードすることができます。すると、クライアント
は一致するバージョンに切り替えます。
セキュアリモートアクセス経由で接続されているシステムについては、クライアントを手動で
更新する必要があります。クライアントが複数のサーバーに接続するためには、各サーバーの
バージョンが同じである必要があります。デフォルトでは、クライアントのショートカットは
最新バージョンを使用します。
AXIS Camera Station Proクライアントユーザーの認証にはKerberosを使用することをお勧めし
ます。詳細については、AAXXIISS CCaammeerraa SSttaattiioonn PPrrooシシスステテムム強強化化ガガイイドドの「Kerberosを使用し
た認証」を参照してください。

SSeerrvveerr lliisstt ((ササーーババーーリリスストト)) サーバーリストからサーバーに接続するには、
[SSeerrvveerr lliisstt ((ササーーババーーリリスストト))] ドロップダウン
メニューからサーバーを選択します。サーバー

リストを作成または編集するには、 をク
リックします。サーバーリストを参照してくだ
さい。

IImmppoorrtt sseerrvveerr lliisstt ((ササーーババーーリリスストトののイインン
ポポーートト))

AXIS Camera Station Proからエクスポートされ
たサーバーリストファイルをインポートするに
は、右下の [IImmppoorrtt sseerrvveerr lliisstt ((ササーーババーーリリスス
トトををイインンポポーートト))] をクリックして、.mslファイ
ルを参照します。サーバーリストを参照してく
ださい。

DDeelleettee ssaavveedd ppaasssswwoorrddss ((保保存存ししたたパパススワワーー
ドドのの削削除除))

接続済みのすべてのサーバーで保存されたユー
ザー名とパスワードを削除するには、[DDeelleettee
ssaavveedd ppaasssswwoorrddss ((保保存存ししたたパパススワワーードドをを削削
除除))] をクリックします。

リモートサーバーとの接続

1. [リリモモーートトササーーババーー] を選択します。

AXIS Camera Station Pro

https://help.axis.com/axis-camera-station-pro-system-hardening-guide#authenticate-using-kerberos
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2. [RReemmoottee sseerrvveerr ((リリモモーートトササーーババーー))] ドロップダウンリストからサーバーを選択するか、IP

アドレスまたはDNSアドレスを入力します。サーバーが一覧表示されていない場合は、
をクリックして使用可能なすべてのリモートサーバーを再読み込みします。サーバーがデ
フォルトのポート番号 (29202) とは異なるポートでクライアントを受け入れるよう設定され
ている場合は、IPアドレスの後にポート番号 (192.168.0.5:46001など) を入力します。

3. 利用可能な機能は以下のとおりです。
– 現在のWindows® ユーザーとしてログインするには、[[LLoogg iinn aass ccuurrrreenntt uusseerr ((現現在在

ののユユーーザザーーででロロググイインン))]] を選択します。
– [LLoogg iinn aass ccuurrrreenntt uusseerr ((現現在在ののユユーーザザーーででロロググイインン))] のチェックマークを外し、

[LLoogg iinn ((ロロググイインン))] をクリックします。別の認証情報を使用してログインする場合
は、[OOtthheerr uusseerr ((そそのの他他ののユユーーザザーー))] を選択して別のユーザー名とパスワードを入
力します。

Axis Secure Remote Access v2にサインインする

1. [SSiiggnn iinn ttoo AAXXIISS SSeeccuurree RReemmoottee AAcccceessss vv22 ((AAxxiiss SSeeccuurree RReemmoottee AAcccceessss vv22ににササイインンイイ
ンン))] リンクをクリックします。

2. MyAxisアカウントの認証情報を入力します。
3. [SSiiggnn iinn ((ササイインンイインン))] をクリックします。
4. 組織を選択し、[OOKK] をクリックします。
5. ログインするサーバーを選択します。
6. サーバーの認証情報を使用してログインします。

注
サーバーの認証情報はMy Axisアカウントの認証情報とは異なります。

AXIS Camera Station Proクライアントの下部にあるステータスバーに、Axis Secure Remote Access
v2の使用状況が表示されます。[DDaattaa uusseedd tthhiiss mmoonntthh ((今今月月使使用用ししたたデデーータタ))] には、組織が当月
に使用した中継データの合計量が表示されます。カウンターは毎月1日の午前0時までにリセット
されます。

Axis Secure Remote Access v2を有効にする方法については、Axis Secure Remote Access v2, on
page 123を参照してください。

モモババイイルルデデババイイススののAAxxiiss SSeeccuurree RReemmoottee AAcccceessss vv22

モバイルデバイス (iOSおよびAndroid) でAxis Secure Remote Access v2を使用してサーバーにログ
インするには:

1. モバイル装置を使用してaxis.com/products/axis-camera-station/overviewにアクセスし、
AXIS Camera Stationモバイルアプリをダウンロードします。

2. モバイルアプリをインストールして開きます。
3. My Axisアカウントの認証情報を使用して、Axis Secure Remote Access v2にサインインしま

す。
4. ログインするサーバーを選択します。
5. サーバーの認証情報を使用してログインします。

注
• サーバーの認証情報はMy Axisアカウントの認証情報とは異なります。

• My Axisアカウントでサインインするには、まずユーザーとして組織に招待される必要があ
ります。

モバイルアプリには、組織が当月に使用した中継データの合計量が表示されます。詳細について
は、AXIS Camera Stationモバイルアプリユーザーマニュアルを参照してください。

AXIS Camera Station Pro

https://www.axis.com/products/axis-camera-station/overview
https://help.axis.com/axis-camera-station-mobile-app#connect-to-secure-remote-access-systems
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AXISセキュアリモートアクセスにサインイン

重要
セキュリティおよび機能性の向上を目的として、AAxxiiss SSeeccuurree RReemmoottee AAcccceessss ((vv11)) をAAxxiiss
SSeeccuurree RReemmoottee AAcccceessss vv22 へアップグレードします。現行バージョンは2025年12月1日をもっ
て提供終了となる予定のため、それまでにAxis Secure Remote Access v2へのアップグレードを
強くお勧めします。
お使いの AXIS Camera Station Proシステムへの影響：
• 2025年12月1日以降、AAxxiiss SSeeccuurree RReemmoottee AAcccceessss ((vv11))を使用してシステムにリモートアク

セスすることはできなくなります。
• AAxxiiss SSeeccuurree RReemmoottee AAcccceessss vv22を使用するには、AXIS Camera Station Proバージョン6.8に

アップグレードする必要があります。このアップグレードは、2026年3月1日まで、AXIS
Camera Station 5をご利用中のすべてのユーザーに無料で提供されます。

注
• Axis Secure Remote Accessを使用してサーバーに接続しようとすると、サーバーはクライ

アントを自動的にアップグレードできません。
• プロキシーサーバーがネットワークデバイスと AXIS Camera Station Proサーバーの間にあ

る場合、AXIS Secure Remote Accessを使用してサーバーにアクセスするには、AXIS
Camera Station Proサーバー上のWindowsでプロキシー設定を行う必要があります。

1. [AAXXIISSセセキキュュアアリリモモーートトアアククセセススににササイインンイインン] リンクをクリックします。
2. MyAxisアカウントの認証情報を入力します。Axisセキュアリモートアクセスを参照してく

ださい。
3. [SSiiggnn iinn ((ササイインンイインン))] をクリックします。
4. [GGrraanntt ((許許可可))] をクリックします。

クライアントのプロキシ設定

プロキシーサーバーが AXIS Camera Station Proクライアントと AXIS Camera Station Proサーバー
の間にある場合は、クライアントコンピューターのWindowsでプロキシー設定を行う必要があり
ます。詳細については、Axisサポートまでお問い合わせください。

AXIS Camera Station Pro
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AXIS Camera Station Pro クライアント

[Configuration (設定)] タブにある [Add devices (デバイスの追加)] ページは、AXIS Camera Station
Proを初めて使用するときに表示されます。デバイスの追加を参照してください。

タタブブ

ラライイブブビビュューー
接続されたカメラからのライブビデオを表示し
ます。ライブビューを参照してください。

録録画画
録画の検索、再生、エクスポートを行います。
録画を参照してください。

ススママーートト検検索索11
動き検索を使用して、録画されたビデオから重
要なイベントを見つけます。スマート検索1を
参照してください。

デデーータタ検検索索 外部ソースまたはシステムからデータを検索
し、各イベントの発生時に何が起こったかを追
跡します。データ検索, on page 42を参照して
ください。

設設定定
接続されたデバイスの管理とメンテナンス、ク
ライアントおよびサーバーの設定を行います。
設定を参照してください。

ホホッットトキキーー
アクションのホットキーの一覧です。ホット
キーを参照してください。

ロロググ
アラームログ、イベントログ、および監査ログ
です。ログを参照してください。

アアククセセスス管管理理
システムのカード所持者、グループ、ドア、
ゾーン、アクセスルールを設定および管理しま
す。アクセス管理, on page 179を参照してくだ
さい。

ススママーートト検検索索22
高度なフィルターを使用して、特徴に基づいて
車両や人物を検索します。スマート検索2, on
page 36を参照してください。

シシスステテムムののヘヘルルススモモニニタタリリンンググ 1つまたは複数の AXIS Camera Station Proシス
テムからのヘルスデータを監視します。
System Health MonitoringBETA, on page 191を
参照してください。

ラライイブブビビュューーアアララーートト
ライブビューアクションがトリガーされると、
カメラの [ライブビューアラート] タブまたは
ビューに自動的に移動します。ライブビューア
クションの作成を参照してください。

録録画画アアララーートト
[アラーム] タブまたは [ログ] タブでアラームを

選択し、 [GGoo ttoo rreeccoorrddiinnggss ((録録画画をを表表示示))]
をクリックして [録画アラート] タブを開きま
す。「 アラーム」および「 ログ」を参照して
ください。

メメイインンメメニニュューー

AXIS Camera Station Pro
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メインメニューを開きます。

ササーーババーー 新しい AXIS Camera Station Proサーバーに接続
し、サーバーリストを表示して、すべてのサー
バーの接続ステータスを確認します。サーバー
の設定を参照してください。

アアククシショョンン 録画を手動で開始または停止し、I/Oポートの
ステータスを変更します。「 手動による録
画」および「 I/Oポートの監視」を参照してく
ださい。

ヘヘルルププ ヘルプ関連のオプションを開きます。[HHeellpp
((ヘヘルルププ))] > [AAbboouutt ((ババーージジョョンン情情報報))] に移動
して、使用中の AXIS Camera Station Proクライ
アントのバージョンを確認します。

ロロググアアウウトト サーバーとの接続を切断し、AXIS Camera
Station Proクライアントからログオフします。

終終了了 AXIS Camera Station Proクライアントを終了し
て閉じます。

タタイイトトルルババーー

またはF1を選択します。
ヘルプを開きます。

全画面モードに入ります。

またはESC
全画面モードを終了します。

スステテーータタススババーー

ステータスバーの表示内容はたとえば次のようになります。

• クライアントとサーバー間に時間の不一致がある場合、警告のアイコンが表示されます。
タイムラインの問題が発生しないように、クライアントの時刻がサーバーの時刻と同期し
ていることを必ず確認してください。

• サーバーの接続ステータスには、接続するサーバー数が表示されます。接続ステータスを
参照してください。

• ライセンスステータスには、ライセンスされていないデバイス数が表示されます。を参照
してください。

• [Secure Remote Access Usage (セキュアリモートアクセスの使用)] には、今月使用したデー
タのうち、サービスレベルに含まれる量との比較で、残存または超過したデータ量が表示
されます。Axisセキュアリモートアクセスを参照してください。

• 管理者としてログインしている場合、新しいバージョンがあると、AAXXIISS CCaammeerraa SSttaattiioonn
PPrroo[[uuppddaattee aavvaaiillaabbllee ((更更新新がが利利用用ででききまますす))]]と表示されます。AXIS Camera Station Proの
更新, on page 129を参照してください。

アアララーームムととタタススクク

[Alarms (アラーム)] タブと [Tasks (タスク)] タブには、トリガーされたイベントとシステムアラー
ムが表示されます。「 アラーム」および「 タスク」を参照してください。

AXIS Camera Station Pro
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ライブビュー

ライブビューには、ビューとカメラ、接続されているカメラからのライブビデオが表示されま
す。複数の AXIS Camera Station Proサーバーに接続している場合は、接続されているサーバーの
すべてのビューとカメラがサーバー名でグループ化されて表示されます。

ビューを使用して、AXIS Camera Station Proに追加されているすべてのカメラと装置にアクセスで
きます。ビューは、1台以上のカメラ、アイテムのシーケンス、マップ、またはWebページで構成
できます。システムから装置を追加または削除すると、ライブビューの表示は自動的に更新され
ます。

また、AXIS Audio Manager Proとの統合により、ライブビューでページングインターフェースを
使って音声オゾーンの設定や追加ができます。詳細については、分割ビューでページングイン
ターフェースを使用する, on page 20を参照してください。

すべてのユーザーはビューにアクセスできます。ユーザーのアクセス権の詳細については、「
ユーザー権限, on page 137」を参照してください。

ライブビューの設定方法については、クライアント設定を参照してください。

複数のモニター

別の画面でビューを開くには:

1. [Live view (ライブビュー)] タブを開きます。
2. 1台以上のカメラ、ビュー、シーケンスを選択します。
3. それらを別の画面にドラッグアンドドロップします。

Axisビデオデコーダに接続されたモニターでビューを開くには:

1. [Live view (ライブビュー)] タブを開きます。
2. 1台以上のカメラ、ビュー、シーケンスを選択します。
3. カメラ、ビュー、またはシーケンスを右クリックし、使用しているビデオデコーダに応じ

て [SShhooww oonn AAXXIISS TT88770055 ((AAXXIISS TT88770055でで表表示示))] または [SShhooww oonn AAXXIISS DD11111100 ((AAXXIISS
DD11111100でで表表示示))] を選択します。

注
• AXIS T8705はAxisカメラのみをサポートしています。
• AXIS D1110は、1つの分割ビューで最大9つのストリームをサポートします。

ライブビューでのビューの管理

新しい分割ビュー、シーケンス、カメラ
ビュー、マップ、Webページ、またはフォル
ダーを追加します。

ビューまたはカメラ名を編集します。カメラの
設定を編集する方法については、「 カメラ設
定を編集する」を参照してください。

ビューを削除します。ビューとすべてのセカン
ダリビューを編集および削除するための権限が
必要です。AXIS Camera Station Proからカメラ
を削除する方法については、カメラ, on page
52を参照してください。

管理者はビューをロックして、オペレーターや
閲覧者がビューを移動または編集できないよう
にすることが可能です。

AXIS Camera Station Pro
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ライブビューで画像を管理する

NNaavviiggaattee ((移移動動)) カメラビューに移動するには、分割ビューで画
像を右クリックし、[NNaavviiggaattee ((移移動動))] を選択
します。

ススナナッッププシショョッットトをを撮撮るる スナップショットを撮るには、画像を右クリッ
クし、[TTaakkee ssnnaappsshhoott ((ススナナッッププシショョッットトをを
撮撮るる))] を選択します。[[CCoonnffiigguurraattiioonn ((設設定定))]]
>> [[CClliieenntt ((ククラライイアアンントト))]] >> [[SSeettttiinnggss ((設設定定))]]
で指定したスナップショットフォルダーにス
ナップショットが保存されます。
注

Axis Camera Station Proでは通常、スナップ
ショット撮影時にビデオストリームを使用
するため、スナップショットの解像度もビ
デオストリームと同じになります。ただ
し、スティッチングや歪み補正が必要なパ
ノラマカメラや魚眼カメラの場合は、クラ
イアント側で画面から直接スナップショッ
トを撮ります。この方法では、特に複数の
カメラを含むビューでスナップショットを
撮る場合、各画像が画面に小さく表示され
るため、解像度が低下する可能性がありま
す。

AAdddd ssnnaappsshhoott ttoo EExxppoorrtt ((ススナナッッププシショョッットト
ををエエククススポポーートトにに追追加加すするる))

スナップショットを [Export (エクスポート)] タ
ブのエクスポートリストに追加するには、画像
を右クリックし、[AAdddd ssnnaappsshhoott ttoo EExxppoorrtt
((ススナナッッププシショョッットトををエエククススポポーートトにに追追加加すす
るる))] を選択します。

次次にに表表示示:: 別の画面でビューを開くには、画像を右クリッ
クし、[SShhooww oonn ((次次にに表表示示))] を選択します。

UUssee MMeecchhaanniiccaall PPTTZZ ((メメカカニニカカルルPPTTZZをを使使用用)) PTZカメラと、カメラのwebインターフェース
でデジタルPTZが有効に設定されているカメラ
で利用することができます。メカニカルPTZを
使用するには、画像を右クリックし、[メメカカニニ
カカルルPPTTZZをを使使用用] を選択します。マウスを使用
して、ズーム、パン、チルトを実行します。

ズズーームム ズームイン/ズームアウトするにはマウスのホ
イールを使用します。また、CTRLキーと(+)
キーを同時にを押してズームインし、CTRL
キーと(-)キーを同時に押してズームアウトする
こともできます。

AArreeaa zzoooomm ((エエリリアアズズーームム)) 画像内の特定のエリアを拡大するには、拡大す
るエリアを囲む四角形を描きます。ズームアウ
トするには、マウスのホイールを使用します。
画像の中央付近を拡大するには、マウスの右ボ
タンを使用して四角形を描くようにドラッグし
ます。

パパンンととチチルルトト カメラを向ける画像をクリックします。ライブ
ビュー画像で連続的にパンまたはチルトを行う
には、画像の中央にカーソルを移動して、ナビ
ゲーションの矢印を表示します。クリックして
ホールドして、ナビゲーションの矢印の方向に
パンします。画像のパン、チルトの速度を速く

AXIS Camera Station Pro
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するには、クリックしてホールドして、ナビ
ゲーションの矢印の長さを伸ばします。

フフォォーーカカススのの設設定定 カメラフォーカスを調整するには、画像を右ク
リックし、[SSeett ffooccuuss ((フフォォーーカカススをを設設定定))] を
選択します。被写体にピントを自動的に合わせ
るには、[AAFF] をクリックします。手動でピン
トを調節するには、[近近くくへへ] または [遠遠くくへへ]
の側でバーを選択します。カメラに近い被写体
にピントを合わせるには、[近近くくへへ] を使用しま
す。カメラから遠い被写体にピントを合わせる
には [遠遠くくへへ] を使用します。

フフォォーーカカススリリココーールルゾゾーーンン フォーカスリコールゾーンを追加または削除す
るには、画像を右クリックし、[FFooccuuss rreeccaallll
zzoonnee ((フフォォーーカカススリリココーールルゾゾーーンン))] を選択し
ます。

オオーートトトトララッッキキンンググののオオンン//オオフフ AXIS PTZ Autotrackingが設定されているAxis
PTZカメラのオートトラッキングをオンまたは
オフにするには、画像を右クリックし、
[AAuuttoottrraacckkiinngg oonn//ooffff ((オオーートトトトララッッキキンンググのの
オオンン//オオフフ))] を選択します。

ププリリセセッットト プリセットポジションに移動するには、画像を
右クリックし、[PPrreesseettss ((ププリリセセッットト))] を選択
して、プリセットを選択します。プリセットを
作成するには、「 PTZプリセット」を参照して
ください。

ププリリセセッットトをを追追加加すするる プリセットを追加するには、画像ビューを目的
の位置にドラッグし、右クリックして [PPrreesseettss
>> AAdddd pprreesseett ((ププリリセセッットト >> ププリリセセッットトをを追追
加加))] を選択します。

絶絶対対PPTTZZ移移動動 絶対PTZ位置合わせに対応するONVIFデバイス
で利用できます。繰り返して同じ位置に合わせ
るため、この機能を使用してカメラを正確な座
標に移動します。
絶対PTZを使用するには、ライブビューでカメ
ラを右クリックし、[[AAbbssoolluuttee PPTTZZ MMoovvee ((絶絶
対対PPTTZZ移移動動))]] を選択します。座標系を選択しま
す。標準座標は [[GGeenneerriicc ((一一般般))]] 、地理座標は
[[SSpphheerriiccaall ((球球形形))]] を選択します。パン、チル
ト、ズームの位置の値を入力し、移動速度を設
定し、[[OOKK]] または[[SSeenndd ((送送信信))]] をクリックし
ます。

スストトリリーームムププロロフファァイイルル ストリームプロファイルを設定するには、画像
を右クリックし、[SSttrreeaamm pprrooffiillee ((スストトリリーームム
ププロロフファァイイルル))] を選択します。ストリームプ
ロファイルを参照してください。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

AXIS Camera Station Pro
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デジタルプリセットの追加

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

PTZ制御

注
管理者はユーザーに対してメカニカルPTZをオフにすることができます。ユーザー権限を参照
してください。

ライブビューでの録画とインスタント再生

[Recordings (録画)] タブに移動するには、カメ

ラまたは分割ビューを選択し、 をクリック
します。

ライブビューで進行中の録画を示します。

動きが検知されたかどうかを示します。

現在実行中の録画を再生するには、画像の上に

カーソルを置き、 [[IInnssttaanntt rreeppllaayy ((イインンスス
タタンントト再再生生))]]をクリックします。[Recordings
(録画)] タブが開き、直前の5秒間の録画が再生
されます。

RREECC ライブビューから手動録画を行うには、画像の
上にカーソルを置き、[RREECC] をクリックしま
す。ボタンが黄色に変わり、録画中であること
が示されます。録画を停止するには、もう一度
[RREECC] をクリックします。

解像度、圧縮、フレームレートなどの手動録画を設定するには、「 録画の方法」を参照してくだ
さい。録画と再生の詳細については、「 録画の再生」を参照してください。

注
管理者はユーザーに対して手動録画機能をオフにすることができます。ユーザー権限を参照し
てください。

ライブビューの音声

カメラに音声機能があり、ライブビューのプロファイルで音声をオンにしている場合は、音声を
使用できます。

[[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[DDeevviicceess ((デデババイイスス))]] >> [[SSttrreeaamm pprrooffiilleess ((スストトリリーームムププロロフファァイイルル))]] に
移動し、カメラの音声を設定します。ストリームプロファイル, on page 53を参照してください。

AXIS Camera Station Pro
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VVoolluummee ((音音量量)) ビュー内で音量を変更するには、画像にカーソ
ルを合わせてから、スピーカーボタンにカーソ
ルを合わせ、スライダーを使用して音量を変更
します。音声をミュートまたはミュート解除す
るには、 をクリックします。

ここののビビュューーののみみをを聞聞くく 他のビューをミュートし、このビューのみを聞
くには、画像にカーソルを合わせ、 をク
リックします。

ススピピーーカカーーをを通通ししてて話話すす 全二重モードで設定したスピーカーを通して話
すには、画像にカーソルを合わせ、 をク
リックします。

PPuusshh--ttoo--ttaallkk 設定したスピーカーから単方向および半二重
モードで話すには、画像にカーソルを合わせ、

をクリックしたままにします。すべての二
重モードで [PPuusshh--ttoo--ttaallkk ((ププッッシシュュツツーートトーー
クク))] ボタンが表示されるようにするには、
[[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[CClliieenntt ((ククラライイアアンン
トト))]] >> [[SSttrreeaammiinngg ((スストトリリーーミミンンググ))]] >>
[[AAuuddiioo ((音音声声))]] に移動して、[UUssee ppuusshh--ttoo--ttaallkk
ffoorr aallll dduupplleexx mmooddeess ((すすべべててのの二二重重モモーードドでで
ププッッシシュュツツーートトーーククをを使使用用すするる))] をオンにし
ます。ストリーミング, on page 120を参照して
ください。

注
管理者は、ユーザーの音声をオフにすることができます。ユーザー権限を参照してください。

ライブビューの画面上コントロール

注
画面上コントロールには、ファームウェア7.40以降が必要です。

ライブビューで利用可能なカメラ機能にアクセ

スするには、 をクリックします。

分割ビュー

分割ビューでは、複数のビューが同じウィンドウに表示されます。分割ビューでは、カメラ
ビュー、シーケンス、Webページ、マップ、他の分割ビューを使用できます。

注
複数の AXIS Camera Station Proサーバーに接続する場合、他のサーバーから任意のビュー、カ
メラ、デバイス、または音声ゾーンを分割ビューに追加できます。

分割ビューを追加するには:

1. [ライブビュー] タブで、 をクリックします。
2. [新新ししいい分分割割ビビュューー] を選択します。
3. 分割ビューの名前を入力します。
4. [TTeemmppllaattee ((テテンンププレレーートト))] ドロップダウンメニューから、使用するテンプレートを選択し

ます。
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5. 1つ以上のビュー、音声ゾーン、またはカメラを、グリッドにドラッグアンドドロップしま
す。

6. [SSaavvee vviieeww ((ビビュューーをを保保存存))] をクリックして、分割ビューを現在のサーバーに保存します。

ホホッットトススポポッットトをを設設定定 ホットスポットフレームを定義するには、その
フレームを右クリックし、[SSeett hhoottssppoott ((ホホッッ
トトススポポッットトをを設設定定))] を選択します。別のフ
レームをクリックすると、そのフレームがホッ
トスポット内で開きます。ホットスポットは、
1つの大きなフレームと複数の小さなフレーム
がある非対称分割ビューの場合に便利です。通
常、最大のフレームがホットスポットです。

スストトリリーームムププロロフファァイイルル カメラのストリームプロファイルを設定するに
は、グリッドビューでカメラを右クリックし、
[SSttrreeaamm pprrooffiillee ((スストトリリーームムププロロフファァイイルル))] を
選択します。ストリームプロファイルを参照し
てください。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

分割ビューの追加

分分割割ビビュューーののドドアアダダッッシシュュボボーードド

ドアを設定している場合は、分割ビューでカード所持者を支援したり、ドアの状態や最近のトラ
ンザクションを監視したりできます。

1. ドアを追加する手順については、ドアの追加, on page 149を参照してください。

2. ドアダッシュボードを分割ビューに追加します。分割ビュー, on page 17を参照してくださ
い。

ダダッッシシュュボボーードド ドアの詳細、ドアの状態、およびロックの状態
を表示するには、[DDaasshhbbooaarrdd ((ダダッッシシュュボボーー
ドド))] タブを開きます。

ダッシュボードには、以下の情報が表示されま
す。

• カード所持者がカードを通したりした
ときにアクセスコントロールイベント
(写真などのカード所持者の詳細情報と
共に)。

• ドアの開放時間が長すぎるときなどに
アラーム (アラームトリガー情報と共
に)。

• 最新のトランザクション。

イベントをブックマークし、[Transactions (ト
ランザクション)]タブで利用できるようにする

には、 をクリックします。
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アアククセセスス 手動でアクセス権を付与するには、[AAcccceessss
((アアククセセスス権権))] をクリックします。これによ
り、誰かが認証情報を提示した場合と同じよう
にドアのロックが解除されます。つまり、通常
は設定した時間が経過するとドアは自動的に
ロックされます。

ロロッックク 手動でドアをロックするには、[LLoocckk ((ロロッックク))]
をクリックします。

ロロッックク解解除除 手動でドアのロックを解除するには、[UUnnlloocckk
((ロロッックク解解除除))] をクリックします。手動で再度
ロックするまで、ドアはロック解除されたまま
になります。

施施設設やや部部屋屋のの封封鎖鎖 ドアへのアクセスを防止するには、
[LLoocckkddoowwnn ((閉閉鎖鎖))] をクリックします。

トトラランンザザククシショョンン 最近のトランザクションと保存されたトランザ
クションを表示するには、[TTrraannssaaccttiioonnss ((トトララ
ンンザザククシショョンン))] タブを開きます。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

ドアダッシュボードでの監視と支援

分分割割ビビュューーののAAXXIISS DDaattaa IInnssiigghhttss DDaasshhbbooaarrdd

AXIS Data Insights Dashboardには、装置からの分析データがグラフやチャート形式で表示されま
す。分割ビューにダッシュボードを追加するには:

1. ダッシュボードを設定します。AXIS Data Insights Dashboard, on page 176を参照してくだ
さい。

2. [Live view (ライブビュー)]タブで をクリックします。
3. [新新ししいい分分割割ビビュューー] を選択します。
4. [DDaasshhbbooaarrddss ((ダダッッシシュュボボーードド))] フォルダーを展開します。
5. ダッシュボードをグリッドにドラッグアンドドロップします。
6. [[SSaavvee vviieeww ((ビビュューーをを保保存存))]] をクリックします。

ダッシュボード

AAuuddiioo AAnnaallyyttiiccss AXIS Audio Analyticsイベントのデータを表示
します。

ククロロススラライインンカカウウンントト AXIS Object Analyticsクロスラインカウントシ
ナリオのカウントデータを表示します。

汎汎用用 サポートされているすべてのデータソースから
のデータを表示します。
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ダッシュボード

IImmaaggee HHeeaalltthh AXIS Image Health Analyticsイベントのデータ
を表示します。

混混雑雑状状況況 AXIS Object Analyticsのエリアの混雑状況シナ
リオによる混雑率データを表示します。

送送受受信信ののカカウウンントト AXIS Object Analyticsクロスラインカウントシ
ナリオ、AXIS People Counter、AXIS P8815-2
3D Counterのデータを表示します。

空空気気質質モモニニタターー AXIS Air Quality Sensorからの屋内空気質デー
タをライブで表示します。

空空気気質質モモニニタターーのの詳詳細細 AXIS Air Quality Sensorの集計データを表示し
ます。

分分割割ビビュューーででペペーージジンンググイインンタターーフフェェーーススをを使使用用すするる

ページングインターフェースを使用して、ライブアナウンス、通話、音声デバイスからの音声
ファイル再生が可能です。これにはAXIS Audio Manager Proの統合が必要です。詳しくは、AXIS
Audio Manager Proを設定する, on page 172を参照してください。

ページングインターフェースを使用するには:

1. 分割ビューを編集するか、新しい分割ビューを追加します。
2. 1つ以上の音声ゾーンをグリッドにドラッグアンドドロップして、ページングインター

フェースに変換します。

注
AXIS Camera Station Proの音声ゾーンは、AXIS Audio Manager Proサーバーで設定したゾーン
と同じです。
3. [[SSppeeaakk ((話話すす))]]、[[CCaallll ((通通話話すするる))]]、または [[PPllaayy aa ffiillee ((フファァイイルルをを再再生生すするる))]] を選択する:

– ライブアナウンスなどの単方向通信には、[[SSppeeaakk ((話話すす))]] を選択します。
– インターコムで誰かと話すなどの双方向通信には、[[CCaallll ((通通話話すするる))]] を選択しま

す。
– AXIS Audio Proサーバーから音声ファイルをスピーカーで再生するには、[[PPllaayy aa ffiillee

((フファァイイルルをを再再生生すするる))]] を選択します。

順次

シーケンスはビュー間で切り替わります。

注
複数の AXIS Camera Station Proサーバーに接続する場合、他のサーバーから任意のビュー、カ
メラ、装置をシーケンスに追加できます。

シーケンスを追加するには:

1. [ライブビュー] タブで、 をクリックします。
2. [新新ししいいシシーーケケンンスス] を選択します。
3. シーケンスの名前を入力します。
4. 1つ以上のビューまたはカメラを、シーケンスビューにドラッグアンドドロップします。
5. シーケンスに表示する順序でビューを配列します。
6. 必要に応じて、ビューごとに個別の表示時間を設定します。
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7. PTZ機能付きのカメラの場合、[PPTTZZププリリセセッットト] ドロップダウンリストからPTZプリセット
を選択します。PTZプリセットを参照してください。

8. [SSaavvee vviieeww ((ビビュューーをを保保存存))] をクリックして、シーケンスを現在のサーバーに保存します。

滞滞留留時時間間 表示時間は、ビューを表示してから次のビュー
に切り替えるまでの秒数です。これはビューご
とに個別に設定できます。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

シーケンスの追加

カメラビュー

カメラごとの映像を表示するためのビューです。カメラビューは、分割ビュー、シーケンス、
マップで使用できます。

注
複数の AXIS Camera Station Proサーバーに接続している場合、すべての接続済みのサーバーの
すべてのカメラがリストに表示されます。

カメラにビューを追加するには:

1. [ライブビュー] または [録画] タブで、 をクリックします。
2. [新新ししいいカカメメララビビュューー] を選択します。
3. ドロップダウンメニューからカメラを選択し、[OOKK] をクリックします。

マップ

マップはインポートした画像で、マップにはカメラビュー、分割ビュー、音声ゾーン、シーケン
ス、Webページ、他のマップ、ドアを配置できます。マップを使用することで、視覚的な概要が
わかり、個々の装置を見つけてアクセスすることができます。大規模な設置の場合は、複数の
マップを作成し、概要マップに配置することができます。

マップビューでは、アクションボタンを使用することもできます。アクションボタントリガーの
作成を参照してください。

注
複数の AXIS Camera Station Proサーバーに接続する場合、他のサーバーから任意のビュー、カ
メラ、装置をマップビューに追加できます。

マップを追加するには:

1. [ライブビュー] タブで、 をクリックします。
2. [新新ししいいママッッププ] を選択します。
3. マップの名前を入力してください。
4. [CChhoooossee iimmaaggee ((画画像像をを選選択択))] をクリックし、マップファイルを見つけます。ファイルの

最大サイズは20MBで、サポートされるファイル形式はBMP、JPG、PNG、GIFです。
5. ビュー、カメラ、その他の装置、ドアをマップにドラッグします。
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6. マップ上のアイコンをクリックすると、設定を編集できます。
7. [AAdddd llaabbeell ((ララベベルルをを追追加加))] をクリックして、ラベル名を入力し、ラベルのサイズ、回転、

スタイル、および色を設定します。

注
複数のアイコンとラベルについて、一部の設定は同時に編集できます。
8. [SSaavvee vviieeww ((ビビュューーをを保保存存))] をクリックして、マップを現在のサーバーに保存します。

ドアがドアモニターありで構成されている場合
のドアの物理的状態。

ドアがドアモニターなしで構成されている場合
のロックの物理的状態。

アアイイココンン 使用するアイコンを選択します。このオプショ
ンはカメラやその他のデバイスでのみ使用でき
ます。

大大ききささ スライダーを調整してアイコンのサイズを変更
できます。

カカララーー
をクリックしてアイコンの色を変更できま

す。

名名称称 このオプションをオンにするとアイコンの名前
が表示されます。アイコン名の位置を変更する
には [BBoottttoomm ((下下端端))] または [TToopp ((上上端端))] を選
択します。

検検知知範範囲囲 このオプションはカメラやその他のデバイスで
のみ使用できます。このオプションをオンにす
ると、デバイスの検知範囲がマップ上に表示さ
れます。検知範囲の [RRaannggee ((範範囲囲))]、[WWiiddtthh
((幅幅))]、[DDiirreeccttiioonn ((方方向向))]、色を編集すること
ができます。動体検知やその他のアクション
ルールによってトリガーされたカメラの録画中
に、検知範囲が点滅するようにする場合は、
[FFllaasshh ((点点滅滅))] をオンにします。クライアント
の設定ページで、すべての装置の検知範囲の点
滅をグローバルにオフにすることができます。
クライアント設定, on page 116を参照してくだ
さい。

削削除除
をクリックするとアイコンがマップから削

除されます。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

マップの追加
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このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

マップから音声をトリガー

Webページ

Webページビューには、インターネットのページが表示されます。分割ビューやシーケンスなど
にWebページを追加できます。

Webページを追加するには:

1. [ライブビュー] タブで、 をクリックします。
2. [NNeeww wweebbppaaggee ((新新ししいいWWeebbペペーージジ))] を選択します。
3. Webページの名前を入力します。
4. WebページのURL全体を入力します。
5. [OOKK] をクリックします。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

フォルダー

フォルダーを使用して、ツリービューのナビゲーションの項目を分類します。フォルダーには、
分割ビュー、シーケンス、カメラビュー、マップ、Webページ、他のフォルダーを含めることが
できます。

フォルダーを追加するには:

1. [ライブビュー] または [録画] タブで、 をクリックします。
2. [新新ししいいフフォォルルダダーー] を選択します。
3. フォルダーに名前を入力し、[OOKK] をクリックします。
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録画

[録画] タブでは、録画の検索、再生、エクスポートを行うことができます。このタブには、録画の
ビューと、接続されているサーバーのビュー、画像、再生ツール、カメラをサーバー名でグルー
プ化した 2 つのパネルがあります。ライブビューを参照してください。

録画のメインビューから、ライブビューと同じ方法で画像を管理できます。詳細については、ラ
イブビューで画像を管理する, on page 14を参照してください。

録画方法や、解像度、圧縮、フレームレートなどの録画設定を変更したりするには、録画の方法
を参照してください。

注
AXIS Camera Station Proから録画を手動で削除することはできません。古い録画を削除するに
は、[[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[SSttoorraaggee ((スストトレレーージジ))]] >> [[SSeelleeccttiioonn ((選選択択))]]で保存期間を変更す
る必要があります。

録画の再生

タイムラインの複数の録画の上に再生マーカーを置くと、複数のカメラの録画を同時に再生でき
ます。

複数のモニターを使用する場合、ライブビデオと録画ビデオを同時に表示できます。

再再生生タタイイムムラライインン

タイムラインを使って、再生内を移動したり、録画日時を確認したりすることができます。タイ
ムラインの赤い線は、動体検知録画を表します。タイムラインの青い線は、アクションルールに
よって録画がトリガーされたことを表します。タイムライン内の録画の上にカーソルを合わせる
と、録画のタイプと時間が表示されます。タイムラインをズームイン、ズームアウト、ドラッグ
することで、録画を見やすく表示して検索できます。タイムラインをドラッグすると再生が一時
停止し、放すと再開されます。録画の中で、タイムラインを移動 (スクラビング) してコンテンツ
の概要を把握し、特定の出来事を見つけることができます。

録録画画をを検検索索すするる

タイムライン内の日付と時刻をクリックして選
択します。

フィルターを使用して、タイムラインに表示す
る録画のタイプを設定します。

保存されたブックマークの検索に使用します。
ブックマークを参照してください。

クリックすると、Axis装着式カメラで作成され
た録画とブックマークのリストが開きます。こ
こで、日付と時刻、録画の開始方法、カメラ
ユーザーがAXIS Body Worn Assistantで追加し
たカテゴリとメモを検索できます。

ススママーートト検検索索11
スマート検索を使用して録画を検索します。ス
マート検索1を参照してください。

録録画画のの再再生生

録画を再生します。

録画を一時停止します。
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再生中や前の録画またはイベントの先頭に戻り
ます。右クリックして、録画、イベント、また
はその両方に移動します。

次の録画またはイベントの先頭に進みます。右
クリックして、録画、イベント、またはその両
方に移動します。

録画内の前のフレームに移動します。この機能
を使用するには、録画を一時停止してくださ
い。右クリックしてスキップするフレーム数を
設定します (最大20フレーム)。

録画内の次のフレームに移動します。この機能
を使用するには、録画を一時停止してくださ
い。右クリックしてスキップするフレーム数を
設定します (最大20フレーム)。

ドロップダウンメニューの乗数を使用して再生
速度を変更します。

音声をミュートします。この機能を持つのは音
声付きの録画のみです。

音音声声ススラライイダダーー スライドして音量を変更します。この機能を持
つのは音声付きの録画のみです。

すすべべててのの装装着着式式ののメメタタデデーータタをを表表示示すするる 装着式システムのメタデータを示し、AXIS
Body Worn Assistantからのメモとカテゴリを
表示します。

パパンン、、チチルルトト、、ズズーームム 画像をクリックして上下にスクロールして画像
を拡大または縮小し、ビューを移動して画像の
他の部分を表示します。エリアにズームインす
るには、エリア内にカーソルを置き、スクロー
ルしてズームします。

ブックマーク

注
• ロックされた録画は、手動でロックを解除しない限り削除できません。
• AXIS Camera Station Proからカメラを削除すると、システムはロックされた録画を削除し

ます。

クリックするとすべてのブックマークが表示さ
れます。ブックマークをフィルタリングするに
は、アイコンをクリックします。

新しいブックマークを追加します。

ロックされた録画であることを意味します。録
画にはブックマークの前後に2.5分以上の映像
が含まれます。

ブックマークの名前、説明を編集し、録画を
ロック解除またはロックします。
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ブックマークを削除します。複数のブックマー
クを削除するには、複数のブックマークを選択
して、CTRLキーまたはSHIFTキーを押しながら
複数のブックマークを削除します。

録録画画削削除除をを防防止止 選択またはクリアして、録画をロックまたは
ロック解除します。

ブブッッククママーーククのの追追加加

1. 録画に移動します。
2. カメラのタイムラインで、ズームインとズームアウトを行い、マーカーが目的の位置に置

かれるようにタイムラインを動かします。

3. をクリックします。
4. ブックマークの名前と説明を入力します。説明にキーワードを使用すると、ブックマーク

を検索しやすく、内容が分かりやすくなります。
5. 録画をロックするには、[録録画画削削除除をを防防止止] を選択します。

注
ロックされた録画を削除することはできません。録画のロックを解除するには、このオプショ
ンをクリアするか、ブックマークを削除します。
6. [OOKK] をクリックして、ブックマークを保存します。

イベントカテゴリー

録画にカテゴリーを割り当てることで、暴行や交通取り締まりなど、特定のタイプのイベントを
見つけやすくなります。

1. 録画タブで、イベントカテゴリーを割り当てる録画を検索します。
2. タイムラインで録画を右クリックし、[CCaatteeggoorryyiizzee eevveenntt ((イイベベンントトをを分分類類すするる))] を選択

します。
3. 1つまたは複数のカテゴリーを追加します。
4. [OOKK] をクリックします。

イベントをカテゴリー化すると、タイムライン上でそのイベントがオレンジ色に表示され、選択
したカテゴリーが録画プレビューのサムネイルに表示されます。

詳細については、イベントカテゴリーの設定, on page 87を参照してください。

録画のエクスポート

[EExxppoorrtt ((エエククススポポーートト))] タブから、ローカルストレージまたはネットワーク上の場所に録画をエ
クスポートできます。このタブでは、録画の情報とプレビューも閲覧できます。複数のファイル
を同時にエクスポートでき、.asf、.mp4、.mkvへのエクスポートを選択できます。録画を再生する
には、Windows Media Player (.asf) またはAXIS File Player (.asf、.mp4、.mkv) を使用します。AXIS
File Playerは、インストール不要の無料のビデオおよび音声再生ソフトウェアです。

注
AXIS File Playerで再生する場合、.mp4および.mkv形式の録画は再生速度の変更が可能です。た
だし.asf形式の録画は再生速度を変更できません。

開始前に、エクスポートの権限があることを確認してください。エクスポートのユーザー権限, on
page 30を参照してください。

録録画画ののエエククススポポーートト

1. [RReeccoorrddiinnggss ((録録画画))] タブで、カメラまたはビューを選択します。
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2. 録画をエクスポートリストに追加します。エクスポートに含まれていないタイムラインの
録画には縞模様の色が付きます。

2.1. をクリックすると、選択マーカーが表示されます。
2.2. マーカーを移動して、エクスポートする録画を含めます。

2.3. をクリックして、[[EExxppoorrtt ((エエククススポポーートト))]] タブを開きます。
3. [[EExxppoorrtt......((エエククススポポーートト))]]をクリックします。

4. 録画のエクスポート先のフォルダーを選択します。
5. [OOKK] をクリックします。録画のエクスポートタスクが[[TTaasskkss ((タタススクク))]]タブに表示されま

す。
エクスポートフォルダーには以下が含まれます。

• 選択した形式の録画。
• .txtファイルのノート ([[IInncclluuddee nnootteess ((ノノーートトをを含含めめるる))]]を選択した場合)。
• AXIS File Player ([IInncclluuddee AAXXIISS FFiillee PPllaayyeerr ((AAXXIISS FFiillee PPllaayyeerrをを含含めめるる))] を選択した場合)。

• .asxファイルのプレイリスト([[CCrreeaattee ppllaayylliisstt((..aassxx)) ((ププレレイイリリスストト ((..aassxx)) のの作作成成))]]を選択し
た場合)。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

録画のエクスポート

[RReeccoorrddiinnggss ((録録画画))] タブ

複数の録画を選択するには、 をクリックし
て、選択マーカーを目的の開始点と終了点に移
動します。

セクションマーカー内の録画をエクスポートす

るには、 をクリックします。

録録画画のの追追加加 単一の録画をエクスポートするには、録画を右
クリックし、[EExxppoorrtt >> AAdddd rreeccoorrddiinnggss ((エエクク
ススポポーートト >> 録録画画をを追追加加))] を選択します。

イイベベンントト録録画画のの追追加加 イベントの時間内に発生したすべての録画を追
加するには、録画を右クリックして、[EExxppoorrtt
>> AAdddd eevveenntt rreeccoorrddiinnggss ((エエククススポポーートト >> イイ
ベベンントト録録画画のの追追加加))] を選択します。

録録画画のの削削除除 エクスポートリストから録画を削除するには、
録画を右クリックして、[EExxppoorrtt >> RReemmoovvee
rreeccoorrddiinnggss ((エエククススポポーートト >> 録録画画のの削削除除))] を
選択します。

録録画画のの削削除除 選択マーカー内の複数の録画をエクスポートリ
ストから削除するには、録画の外部を右クリッ
クし、[EExxppoorrtt >> RReemmoovvee rreeccoorrddiinnggss ((エエククスス
ポポーートト >> 録録画画のの削削除除))] を選択します。
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[EExxppoorrtt ((エエククススポポーートト))] タブ

音音声声 エクスポートした録画に音声を含めないように
するには、[AAuuddiioo ((音音声声))] 列のチェックボック
スをオフにします。エクスポートした録画に常
に音声を含めるには、[CCoonnffiigguurraattiioonn ((設設定定))]
> [SSeerrvveerr ((ササーーババーー))] > [SSeettttiinnggss ((設設定定))] >
[EExxppoorrtt ((エエククススポポーートト))] で、[IInncclluuddee aauuddiioo
wwhheenn aaddddiinngg rreeccoorrddiinnggss ttoo eexxppoorrtt ((エエククスス
ポポーートトすするる録録画画のの追追加加時時にに音音声声をを含含めめるる))] を
選択します。

録画を編集するには、録画を選択して、 を
クリックします。エクスポートする前に録画の
編集 (映像の編集) を行う, on page 30を参照し
てください。

録画のメモを編集するには、録画を選択して、

をクリックします。

録画をエクスポートリストから削除するには、

録画を選択して、 をクリックします。

エエククススポポーートトにに切切りり替替ええるる [IInncciiddeenntt rreeppoorrtt ((事事故故レレポポーートト))] タブが開い
ている場合、[EExxppoorrtt ((エエククススポポーートト))] タブに
移動するには、[SSwwiittcchh ttoo eexxppoorrtt ((エエククススポポーー
トトにに切切りり替替ええるる))] をクリックします。

推推奨奨スストトリリーームムププロロフファァイイルル [PPrreeffeerrrreedd ssttrreeaamm pprrooffiillee ((推推奨奨スストトリリーームムププ
ロロフファァイイルル))] フィールドで、ストリームプロ
ファイルを選択します。

ププレレビビュューー 録画をプレビューするには、エクスポートされ
たリスト内で録画をクリックして再生します。
複数の録画をプレビューできるのは、それらが
1台のカメラでの録画である場合だけです。

保保存存 エクスポートリストをファイルに保存する場合
は、[SSaavvee ((保保存存))] をクリックします。

読読みみ込込みみ 以前に保存したエクスポートリストを含める場
合は、[LLooaadd ((読読みみ込込みみ))] をクリックします。

エエククススポポーートト名名 エクスポートされたフォルダーとファイルの名
前を入力できます。空白のままにしておくと、
AXIS Camera Station Proのデフォルトの命名規
則が適用されます。

カカメメララ名名ととタタイイムムススタタンンププのの追追加加 このオプションを選択して、エクスポートされ
たフォルダーとファイルの名前に、カメラ名と
タイムスタンプを追加します。
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[EExxppoorrtt ((エエククススポポーートト))] タブ

開開始始時時間間とと終終了了時時間間をを調調整整すするる 録画の開始時刻と終了時刻を調整するには、プ
レビューのタイムラインに移動し、開始時刻と
終了時刻を調整します。タイムラインには、選
択した録画の前後に最大30分間の録画が表示
されます。

ススナナッッププシショョッットトをを追追加加 スナップショットを追加するには、プレビュー
内のタイムラインを特定の場所にドラッグしま
す。プレビューを右クリックし、[AAdddd
ssnnaappsshhoott ((ススナナッッププシショョッットトのの追追加加))] を選択
します。

高高度度なな設設定定

ノノーートトをを含含めめるる 録画にノートを含めるには、[ノノーートトをを含含めめるる]
を選択します。ノートは、エクスポート先の
フォルダーで.txtファイルとして使用したり、
AXIS File Playerで録画のブックマークとして使
用したりできます。

AAXXIISS FFiillee PPllaayyeerr をを含含めめるる エクスポートする録画にAXIS File Playerを添付
するには、[AAXXIISS FFiillee PPllaayyeerrをを含含めめるる] を選択
します。

ププレレイイリリスストトをを作作成成 ((..aassxx)) Windows Media Playerで使用される.asx形式で
プレイリストを作成するには、[ププレレイイリリスストト
をを作作成成 ((..aassxx))] を選択します。録画の再生は、
録画された順番で行われます。

デデジジタタルル署署名名をを追追加加 画像の改ざんを防止するには、[AAdddd ddiiggiittaall
ssiiggnnaattuurree ((デデジジタタルル署署名名をを追追加加すするる))] を選択
します。このオプションは、.asf形式の録画で
のみ使用できます。エクスポートした録画の再
生と検証, on page 31を参照してください。

ZZiippフファァイイルルににエエククススポポーートトすするる Zipファイルにエクスポートするには、[EExxppoorrtt
ttoo ZZiipp ffiillee ((ZZiippフファァイイルルににエエククススポポーートトすするる))]
を選択します。エクスポートするZipファイル
にパスワードを設定することができます。

EExxppoorrtt ffoorrmmaatt ((エエククススポポーートト形形式式)) [EExxppoorrtt ffoorrmmaatt ((エエククススポポーートト形形式式))] ドロップ
ダウンメニューから、録画のエクスポート先の
形式を選択します。[MP4] を選択した場合、エ
クスポートされた録画にはG.711またはG.726形
式の音声は含まれません。

編編集集済済みみののビビデデオオエエンンココーーデディィンンググ 編集された録画に対して、[EEddiitteedd vviiddeeoo
eennccooddiinngg((編編集集済済みみののビビデデオオエエンンココーーデディィンン
ググ))]で、ビデオエンコード形式を
[Automatic]、[H.264] または [ M-JPEG] に設
定できます。[Automatic] を選択すると、M-
JPEG形式の場合にM-JPEGが使用され、その他
の形式の場合はH.264が使用されます。
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エエククススポポーートトののユユーーザザーー権権限限

録画をエクスポートしたり、インシデントレポートを生成するには、権限が必要です。どちらか

一方または両方に権限を与えることができます。[[RReeccoorrddiinnggss ((録録画画))]]タブで をクリックする
と、[connected export (接続されたエクスポート)]タブが開きます。

権限を設定するには、ユーザー権限, on page 137に移動します

エエククススポポーートトすするる前前にに録録画画のの編編集集 ((映映像像のの編編集集)) をを行行うう

動動くく物物体体ののぼぼかかしし

1. [[EExxppoorrtt ((エエククススポポーートト))]]タブまたは[[IInncciiddeenntt rreeppoorrtt ((イインンシシデデンントトレレポポーートト))]]タブで、録

画を選択して をクリックします。
2. 対象の動く物体が最初に出現する場所にタイムラインを移動します。
3. [BBoouunnddiinngg bbooxxeess >> AAdddd ((境境界界ボボッッククスス >> 追追加加))] をクリックして新しい境界ボックスを追

加します。
4. [BBoouunnddiinngg bbooxx ooppttiioonnss >> SSiizzee ((ババウウンンデディィンンググボボッッククススののオオププシショョンン >> ササイイズズ))] に移動

し、サイズを調整します。
5. 境界ボックスを移動して物体の上に配置します。
6. [BBoouunnddiinngg bbooxx ooppttiioonnss >> FFiillll ((境境界界ボボッッククススののオオププシショョンン >> 塗塗りりつつぶぶしし))] に移動し、

[PPiixxeellaatteedd ((モモザザイイクク))] または [BBllaacckk ((黒黒))] に設定します。
7. 録画が再生されたら、物体を右クリックし、[AAdddd kkeeyy ffrraammee ((キキーーフフレレーームムをを追追加加すするる))]

を選択します。
8. 連続するキーフレームを追加するには、録画の再生中に境界ボックスを移動して物体を覆

います。
9. タイムラインを移動し、録画全体にわたって境界ボックスが物体を覆っていることを確認

します。
10. 終了位置を設定するには、最後のキーフレームのひし形を右クリックし、[SSeett eenndd ((終終了了位位

置置のの設設定定))] を選択します。これにより、終了位置以降のキーフレームが削除されます。

注
ビデオには、複数のバウンディングボックスを追加できます。境界ボックスが重なり合ってい
る場合、重なっている部分は [Black (黒)]、[Pixelated (モザイク)]、[Clear (透明)] の順に塗りつぶ
されます。

すすべべてて削削除除 すべての境界ボックスを削除するには、
[BBoouunnddiinngg bbooxxeess >> RReemmoovvee aallll ((境境界界ボボッックク
スス >> すすべべてて削削除除))] をクリックします。

キキーーフフレレーームムのの削削除除 キーフレームを削除するには、キーフレームを
右クリックし、[RReemmoovvee kkeeyy ffrraammee ((キキーーフフ
レレーームムのの削削除除))] を選択します。

背背景景ををぼぼかかししてて動動くく物物体体をを表表示示すするる

1. 境界ボックスを作成します。動く物体のぼかし, on page 30を参照してください。

2. [BBoouunnddiinngg bbooxx ooppttiioonnss >> FFiillll ((ババウウンンデディィンンググボボッッククススののオオププシショョンン >> 塗塗りりつつぶぶしし))] に
移動し、[CClleeaarr ((透透明明))] に設定します。

3. [VViiddeeoo bbaacckkggrroouunndd ((ビビデデオオ背背景景))] に移動し、[PPiixxeellaatteedd ((モモザザイイクク))] または [BBllaacckk ((黒黒))] に
設定します。
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ここれれをを除除くくすすべべててををモモザザイイクク化化 リストから複数の境界ボックスを選択し、右ク
リックして [PPiixxeellaattee aallll bbuutt tthhiiss ((ここれれをを除除くく
すすべべててををモモザザイイクク化化))] を選択します。選択し
た境界ボックスは [CClleeaarr ((ククリリアア))] になり、選
択されていない境界ボックスは [PPiixxeellaatteedd ((モモ
ザザイイクク))] になります。

ババウウンンデディィンンググボボッッククススのの生生成成

分析データから境界ボックスを生成するには、カメラの分析データをオンにします。ストリーム
プロファイル, on page 53を参照してください。

1. [[EExxppoorrtt ((エエククススポポーートト))]]タブまたは[[IInncciiddeenntt rreeppoorrtt ((事事故故レレポポーートト))]]タブで、 をクリッ
クします。

2. [GGeenneerraattee bboouunnddiinngg bbooxxeess ((境境界界ボボッッククススのの生生成成))] をクリックします。
3. 境界ボックスが動く物体を覆っていることを確認し、必要に応じて調整します。
4. 境界ボックスまたはビデオの背景の塗りつぶしを選択します。

AAXXIISS VViiddeeoo CCoonntteenntt SSttrreeaammをを使使用用ししたたビビデデオオ編編集集のの強強化化

ビデオ編集を改善するには、ファームウェア5.50～9.60を適用したカメラにAXIS Video Content
Stream 1.0アプリケーションをインストールします。AXIS Camera Station Proでは、システムにカ
メラを追加すると、自動的にインストールが開始されます。カメラアプリケーションのインス
トールを参照してください。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

エクスポートする前に録画を編集する

エエククススポポーートトししたた録録画画のの再再生生とと検検証証

画像の改ざんを防ぐために、パスワードの有無に関わらず、エクスポートされた録画にデジタル
署名を追加できます。AXIS File Playerを使用して、デジタル署名を検証し、録画の変更を確認しま
す。

1. エクスポートした録画を含むフォルダーに移動します。エクスポートしたZipファイルがパ
スワードで保護されている場合は、パスワードを入力してフォルダーを開きます。

2. AXIS File Playerを開くと、エクスポートされた録画が自動的に再生されます。

3. AXIS File Playerで をクリックすると、録画のノートが表示されます。

4. AXIS File Playerの [AAdddd ddiiggiittaall ssiiggnnaattuurree ((デデジジタタルル署署名名をを追追加加))] で録画のデジタル署名を
検証します。
4.1. [TToooollss >> VVeerriiffyy ddiiggiittaall ssiiggnnaattuurree ((ツツーールル >> デデジジタタルル署署名名のの検検証証))] に移動します。

4.2. パスワードで保護されている場合は、[VVaalliiddaattee wwiitthh ppaasssswwoorrdd ((パパススワワーードドをを使使用用
すするる))] を選択してパスワードを入力します。

4.3. 検証結果を表示するには、[VVeerriiffyy ((確確認認すするる))] をクリックします。
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事故レポートのエクスポート

[Incident report (事故レポート)] タブから、事故レポートをローカルストレージまたはネットワー
クの場所にエクスポートできます。ここで、録画、スナップショット、ノートを事故レポートに
含めることができます。

開始前に、エクスポートの権限があることを確認してください。エクスポートのユーザー権限, on
page 30を参照してください。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

インシデントレポート

事事故故レレポポーートトのの生生成成

1. [RReeccoorrddiinnggss ((録録画画))] タブで、カメラまたはビューを選択します。
2. 録画をエクスポートリストに追加します。録画のエクスポート, on page 26を参照してくだ

さい。
3. [SSwwiittcchh ttoo iinncciiddeenntt rreeppoorrtt ((事事故故レレポポーートトにに切切りり替替ええるる))] をクリックして、[incident

report (事故レポート)] タブに移動します。
4. [CCrreeaattee rreeppoorrtt ((レレポポーートトのの作作成成))] をクリックします。

5. インシデントレポートを保存するフォルダーを選択します。
6. [OOKK] をクリックします。[[TTaasskkss ((タタススクク))]]タブに、インシデントレポートのエクスポートタ

スクが表示されます。
エクスポートフォルダーには以下が含まれます。

• AXIS File Player。
• 選択した形式の録画。
• .txtファイル ([IInncclluuddee nnootteess ((ノノーートトをを含含めめるる))] を選択した場合)。
• 事故レポート。
• プレイリスト (複数の録画をエクスポートした場合)

音音声声 エクスポートした録画に音声を含めないように
するには、[AAuuddiioo ((音音声声))] 列のチェックボック
スをオフにします。エクスポートした録画に常
に音声を含めるには、[CCoonnffiigguurraattiioonn ((設設定定))]
> [SSeerrvveerr ((ササーーババーー))] > [SSeettttiinnggss ((設設定定))] >
[EExxppoorrtt ((エエククススポポーートト))] で、[IInncclluuddee aauuddiioo
wwhheenn aaddddiinngg rreeccoorrddiinnggss ttoo eexxppoorrtt ((エエククスス
ポポーートトすするる録録画画のの追追加加時時にに音音声声をを含含めめるる))] を
選択します。

録画を編集するには、録画を選択して、 を
クリックします。エクスポートする前に録画の
編集 (映像の編集) を行う, on page 30を参照し
てください。

録画のメモを編集するには、録画を選択して、

をクリックします。

AXIS Camera Station Pro



33

録画をエクスポートリストから削除するには、

録画を選択して、 をクリックします。

事事故故レレポポーートトにに切切りり替替ええるる [EExxppoorrtt ((エエククススポポーートト))] タブが表示されてい
る場合、[IInncciiddeenntt rreeppoorrtt ((事事故故レレポポーートト))] に
変更するには、[SSwwiittcchh ttoo iinncciiddeenntt rreeppoorrtt ((事事
故故レレポポーートトにに切切りり替替ええるる))] をクリックしま
す。

推推奨奨スストトリリーームムププロロフファァイイルル [PPrreeffeerrrreedd ssttrreeaamm pprrooffiillee ((推推奨奨スストトリリーームムププ
ロロフファァイイルル))] ドロップダウンからストリーム
プロファイルを選択します。

ププレレビビュューー 録画をプレビューするには、エクスポートされ
たリスト内で録画をクリックすると、再生が開
始します。複数の録画をプレビューできるの
は、それらが1台のカメラでの録画である場合
だけです。

保保存存 事故レポートをファイルに保存する場合は、
[SSaavvee ((保保存存))] をクリックします。

読読みみ込込みみ 以前に保存した事故レポートを含める場合は、
[LLooaadd ((読読みみ込込みみ))] をクリックします。

説説明明 [DDeessccrriippttiioonn ((説説明明))] フィールドには、説明テ
ンプレートに既定のデータが自動的に入力され
ます。事故レポートに含める追加情報を併せて
入力できます。

カカテテゴゴリリーー レポートが属するカテゴリを選択します。

参参照照IIDD 参参照照IIDDは自動的に生成され、必要に応じて手
動で変更できます。参照IDは事故レポートを識
別する一意のIDです。

ノノーートトをを含含めめるる 録画/スナップショットにノートを含めるに
は、[IInncclluuddee nnootteess ((ノノーートトをを含含めめるる))] を選択
します。ノートは、エクスポート先のフォル
ダーで.txtファイルとして使用したり、
AXIS File Playerで録画のブックマークとして使
用したりできます。

編編集集済済みみののビビデデオオエエンンココーーデディィンンググ 編集された録画に対して、[EEddiitteedd vviiddeeoo
eennccooddiinngg((編編集集済済みみののビビデデオオエエンンココーーデディィンン
ググ))]で、ビデオエンコード形式を
[Automatic]、[H.264] または [ M-JPEG] に設
定できます。[Automatic] を選択すると、M-
JPEG形式の場合にM-JPEGが使用され、その他
の形式の場合はH.264が使用されます。

開開始始時時間間とと終終了了時時間間をを調調整整すするる 録画の開始時刻と終了時刻を調整するには、プ
レビューのタイムラインに移動し、開始時刻と
終了時刻を調整します。タイムラインには、選
択した録画の前後に最大30分間の録画が表示
されます。

ススナナッッププシショョッットトをを追追加加 スナップショットを追加するには、プレビュー
内のタイムラインを特定の場所に移動します。
プレビューを右クリックし、[AAdddd ssnnaappsshhoott
((ススナナッッププシショョッットトのの追追加加))] を選択します。
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手動による録画

注
複数の AXIS Camera Station Proサーバーに接続した場合、接続されている任意のサーバーの録
画を手動で開始および停止できます。それには、[[SSeelleecctteedd sseerrvveerr ((選選択択ししたたササーーババーー))]]ドロッ
プダウンリストからサーバーを選択します。

メインメニューから手動録画を開始および停止するには:

1. >> [[AAccttiioonnss ((アアククシショョンン))]] >> [[RReeccoorrdd mmaannuuaallllyy ((手手動動にによよるる録録画画))]]に移動します。
2. 1台以上のカメラを選択します。
3. 録画を開始するには、[SSttaarrtt ((開開始始))] をクリックします。
4. 録画を停止するには、[[SSttoopp ((停停止止))]]をクリックします。

[LLiivvee vviieeww ((ラライイブブビビュューー))] タブから手動録画を開始および停止するには:

1. [[LLiivvee vviieeww]] ((ラライイブブビビュューー)) に移動します。
2. カメラのライブビューフレームに、マウスポインターを置きます。
3. 録画を開始するには、[RREECC] をクリックします。録画中はビューフレームに赤いインジケー

ターが表示されます。
4. 録画を停止するには、[RREECC] をクリックします。

AXIS Camera Station Pro



35

スマート検索1

スマート検索1を使用して、定義された画像エリア内で動きがある録画の部分を見つけます。

検索速度を上げるには、ストリームプロファイルに [IInncclluuddee aannaallyyttiiccss ddaattaa ((分分析析デデーータタをを含含めめ
るる))] を選択します。ストリームプロファイルを参照してください。

スマート検索1を使用するには:

1. をクリックし、[[SSmmaarrtt sseeaarrcchh 11 ((ススママーートト検検索索11))]]タブを開きます。
2. 検索するカメラを選択します。
3. 対象範囲を調整します。形状には最大20個の点を追加できます。点を削除するには、その

点を右クリックします。
4. [SShhoorrtt--lliivveedd oobbjjeeccttss ffiilltteerr ((一一時時的的なな物物体体フフィィルルタターー))] と [SSmmaallll oobbjjeeccttss ffiilltteerr ((小小ささなな物物

体体フフィィルルタターー))] を使用して、望ましくない結果をフィルター処理して除去します。
5. 検索の開始時刻と終了時刻、および日付を選択しますSHIFTキーを使って日付の範囲を選択

します。
6. [検検索索] をクリックします。

検索結果が [RReessuullttss ((結結果果))] タブに表示されます。ここで、1つまたは多数の結果を右クリックし
て、録画をエクスポートできます。

SShhoorrtt--lliivveedd oobbjjeeccttss ffiilltteerr ((一一時時的的なな物物体体フフィィ
ルルタターー))

物体が検索結果に含まれるために、対象範囲内
に存在している必要がある最小時間。

SSmmaallll oobbjjeeccttss ffiilltteerr ((小小ささなな物物体体フフィィルルタターー)) 物体が検索結果に含まれるために必要な最小サ
イズ。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

スマート検索1

AXIS Camera Station Pro



36

スマート検索2

スマート検索2は、録画内で移動する人物や車両の検索に使用します。

Axisカメラのスマート検索2をオンにすると、AXIS Camera Station Proはそのカメラからのメタ
データの記録を開始します。スマート検索2では、メタデータを使用してシーン内の物体を分類
し、フィルタを使用して対象物を検索できます。

注
スマート検索2には以下が必要です。
• RTSPを介した分析メタデータのストリーミング。
• 9.60より前のAXIS OSを搭載するカメラではAXIS Video Content Stream。カメラアプリケー

ションのインストール, on page 68を参照してください。
• AXIS Camera Station Proサーバーとカメラの時刻同期。

注
一般的な推奨事項:
• 連続録画の使用をお勧めします。動体検知によってトリガーされる録画を使用すると、検

知にビデオ録画が含まれないことがあります。
• 検索結果で録画をプレビューする場合は、H.264形式の使用をお勧めします。
• 最適な色分類のために、照明条件がカメラの仕様内であることを確認してください。必要

な場合は、追加の照明を使用します。

ワークフロー

1. スマート検索2の設定, on page 173
2. AXIS Camera Station Proサーバーとカメラの時刻同期を設定します。時刻同期, on page 73

を参照してください。
3. フィルターを作成するか、既存のフィルターを読み込みます。フィルターで検索する, on

page 36を参照してください。
4. 検索結果を管理します。スマート検索の結果, on page 40を参照してください。

フィルターで検索する

1. [CCoonnffiigguurraattiioonn >> SSmmaarrtt sseeaarrcchh 22 >> SSeettttiinnggss ((設設定定 >> ススママーートト検検索索22 >> 設設定定))] をクリック
して、スマート検索2で使用するカメラを選択します。

2. をクリックし、[[SSmmaarrtt sseeaarrcchh 22 ((ススママーートト検検索索22))]]タブを開きます。
3. 検索条件を定義します。
4. [検検索索] をクリックします。

検索に予想以上に時間がかかる場合は、以下の方法を1つ以上試して検索を高速化してください。

• 重要なカメラや頻繁に使用するカメラのバックグラウンド処理をオンにする。
• カメラに受信フィルターを適用して無関係な検知を減らす。
• 検索期間を短縮する。
• 検索のカメラの台数を減らす。
• エリア、物体の向き、大きさ、時間を定義し、データの量を絞り込む。

カカメメララ カメラによる検索を制限するには、[CCaammeerraass
((カカメメララ))] をクリックして検索に含めるカメラ
を選択します。

検検索索期期間間 期間を指定して検索するには、[[SSeeaarrcchh
iinntteerrvvaall ((検検索索期期間間))]] をクリックし、複数日に
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わたる特定の期間を選択するか、期間をカスタ
マイズします。

人人物物 人物を検知するには、[OObbjjeecctt cchhaarraacctteerriissttiiccss
((物物体体のの特特徴徴))] > [PPrree--ccllaassssiiffiieedd ((事事前前分分類類済済
みみ))] > [PPeerrssoonn ((人人物物))] をクリックし、服の色を
選択します。複数の色を選択できます。

車車両両 車両を検出するには、[OObbjjeecctt cchhaarraacctteerriissttiiccss
((物物体体のの特特徴徴))] > [PPrree--ccllaassssiiffiieedd ((事事前前分分類類済済
みみ))] をクリックし、車両のタイプと色を選択し
ます。車両のタイプ色はそれぞれ複数選択でき
ます。

映映像像のの類類似似性性 画像内の人物の検索結果を使用して、視覚的に
類似した人物を検索できます。検索結果項目の

コンテキストメニュー を開き、[[UUssee aass
vviissuuaall ssiimmiillaarriittyy rreeffeerreennccee ((映映像像のの類類似似性性のの
参参照照ととししてて使使用用))]]を選択します。次に、
[SSeeaarrcchh ((検検索索))] をクリックします。
注

類似性検索は、トリミングされた低解像度
の人物画像から抽象化された画像データを
作成し、他の画像データと比較します。2つ
の画像データが類似している場合、検索に
ヒットします。類似性検索は、生体認証
データを使用して人物を識別することはあ
りませんが、例えば、ある瞬間の人物の大
まかな体型や衣服の色を認識することがで
きます。

フフリリーーテテキキスストト検検索索 フリーテキスト検索では、自然な言語 (英語の
み) を使用して録画映像内で探しているコンテ
ンツを説明することができます。フリーテキス
ト検索, on page 38を参照してください。

範範囲囲 エリアでフィルターするには、[AArreeaa ((エエリリアア))]
をクリックし、カメラを選択して、[FFiilltteerr bbyy
aarreeaa oonn tthhiiss ccaammeerraa ((ここののカカメメララででエエリリアアにに
よよりりフフィィルルタターー))] をオンにします。画像内の
対象範囲を調整し、必要に応じて点を追加また
は削除します。

ラライインン横横断断 ライン横断でフィルターするには、[LLiinnee
ccrroossssiinngg ((ラライインン横横断断))] をクリックし、カメラ
を選択して、[FFiilltteerr bbyy lliinnee ccrroossssiinngg oonn tthhiiss
ccaammeerraa ((ここののカカメメララででラライインン横横断断にによよりりフフィィ
ルルタターー))] をオンにします。画像内の線を調整
し、必要に応じて点を追加または削除します。

ササイイズズとと継継続続時時間間 サイズと期間でフィルターするには、[SSiizzee
aanndd dduurraattiioonn ((ササイイズズとと期期間間))] をクリックし、
カメラを選択して、[FFiilltteerr bbyy ssiizzee aanndd
dduurraattiioonn oonn tthhiiss ccaammeerraa ((ここののカカメメララででササイイ
ズズとと期期間間にによよりりフフィィルルタターー))] をオンにしま
す。画像全体に対するパーセンテージで最小の
幅と高さを調整します。最小期間を秒単位で調
整します。
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速速度度 速度でフィルターするには、[SSppeeeedd ((速速度度))] を
クリックし、カメラを選択して、[FFiilltteerr bbyy
ssppeeeedd oonn tthhiiss ccaammeerraa ((ここののカカメメララでで速速度度にに
よよりりフフィィルルタターー))] をオンにします。フィル
ターに含める速度範囲を指定します。
注

速度フィルターは、レーダーやフュージョ
ンカメラなど、速度を検知できる製品で使
用できます。

不不明明なな物物体体のの検検知知 スマート検索2が不明として分類した検知を含
めるには、[OObbjjeecctt cchhaarraacctteerriissttiiccss ((物物体体のの特特
徴徴))] を選択した後、UUnnkknnoowwnn oobbjjeecctt
ddeetteeccttiioonnss ((未未知知のの物物体体のの検検知知))] を選択しま
す。

フィルターを保存するには、 をクリック
し、フィルターの名前を入力して[[SSaavvee ((保保存存))]]
をクリックします。

他のユーザーとフィルターを共有するには、
[SShhaarree wwiitthh ootthheerr uusseerrss ((他他ののユユーーザザーーとと共共
有有))] を選択します。

既存のフィルターを置き換える場合は、 を
クリックして既存のフィルターを選択し、
[[RReeppllaaccee ((置置換換))]]をクリックします。

最近の検索を読み込むには、 > [[RReecceenntt
sseeaarrcchheess ((最最近近のの検検索索))]]をクリックし、検索を
選択します。

保存したフィルターを読み込むには、 >
[[SSaavveedd ffiilltteerrss ((保保存存ししたたフフィィルルタターー))]] > [をク
リックし、フィルターを選択します。

別のユーザーと共有しているフィルターを読み
込むには、 > [[SShhaarreedd ffiilltteerrss ((共共有有フフィィルル
タターー))]]をクリックし、フィルターを選択しま
す。

フィルターをリセットするには、 をクリッ
クし、[[RReesseett ((リリセセッットト))]]をクリックします。

フリーテキスト検索

フリーテキスト検索では、自然な言語を使用して録画映像内で探しているコンテンツを説明する
ことができます。

注
• フリーテキスト検索には最低16GBのRAMが必要です。
• フリーテキスト検索にはインターネット接続が必要です。

– フリーテキスト検索は、初回設定時とモデルのアップグレード時に、インターネッ
ト接続を使用してaxis.comからAIモデルをダウンロードします。

– フリーテキスト検索は週に一度、Axisのクラウドサービスに接続し、AIモデルが将来
の規制や要件に準拠するために更新が必要かどうかを確認します。接続に失敗した
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場合、システムが再接続されるまでフリーテキスト検索を使用することはできませ
ん。

– フリーテキスト検索は、すべての処理をサーバー上でローカルに実行し、映像、画
像、プロンプトテキストを送信するためにインターネット接続を使使用用すするるここととははああ
りりまませせんん。

フリーテキスト検索をオンにするには、以下の手順に従います。

1. [CCoonnffiigguurraattiioonn ((設設定定))] タブを開きます。
2. [SSmmaarrtt sseeaarrcchh 22 ((ススママーートト検検索索22))] > [SSeettttiinnggss ((設設定定))] に移動します。
3. [Free text search (フリーテキスト検索)] で、[UUssee ffrreeee tteexxtt sseeaarrcchh ((フフリリーーテテキキスストト検検索索をを

使使用用すするる))] を選択します。システムがaxis.comから必要なファイルをダウンロードしま
す。

フリーテキスト検索を実行にするには、以下の手順に従います。

1. [SSmmaarrtt sseeaarrcchh 22 ((ススママーートト検検索索22))] タブを開きます。
2. [OObbjjeecctt cchhaarraacctteerriissttiiccss ((物物体体のの特特徴徴))] をクリックします。
3. [FFrreeee tteexxtt ((フフリリーーテテキキスストト))] をクリックします。
4. [SShhooww ((表表示示))] をクリックして、使用目的、制限、責任ある使用に関する情報を読みます。
5. 検索に含めるものと除外するものを入力します。
6. [検検索索] をクリックします。

ププロロンンププトトののガガイイドドラライインン

プロンプトには次の構成を使用することをお勧めします。

{person, vehicle or other object} + {specific action or attributes of the
person, vehicle, or object}

いいくくつつかかののキキーーワワーードドをを使使用用ししてて、、物物体体をを的的確確にに説説明明ししまますす。。例例::

プロンプト コメント

赤いセーターと黒い帽子を着用した女性 概ね的確

赤い服の女性 やや曖昧すぎる

身長約156cmの女性。黄色のアクセントが入っ
たくり色のカーディガンを羽織り、80年代後
半を彷彿とさせる黄褐色の縁取りが施された黒
い日よけ帽子をかぶっている。

説明が細かすぎる

監監視視のの専専門門家家ででなないい人人とと話話ししてていいるるつつももりりでで、、状状況況をを説説明明ししまますす。。例例::

プロンプト コメント

木のそばに停車している黄色いピックアップト
ラック

概ね的確

無人車両、ナンバープレート: CHY67F、クラ
ス: ピックアップ、色: イエロー、位置:巨大な
ポプラの木の隣。

警察の報告書のように細かすぎる

フフリリーーテテキキスストト検検索索がが理理解解さされれるる可可能能性性のの高高いい、、優優れれたたキキーーワワーードド::

AXIS Camera Station Pro
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記述子 例

物体の種類 人、自動車、自転車、動物

カラー 黄

天気 晴れ

有名ブランド (自動車ブランド、ロゴ) UPSトラック

不不適適切切ななキキーーワワーードド::

記述子 例

テキスト 「踊るクマの立ち入り禁止」という店の看板。

感情に関する手がかり An angry looking man (怒っているように見え
る男性)

計測 14 people milling around a town square (町の
広場をうろつく14人)

地方の俗語 A red hoover (赤い掃除機)

検検索索ククエエリリののモモデデレレーーシショョンン

安全で品位のある環境を維持するために、侮辱的、有害、または有毒なコンテンツを含む検索は
ブロックされる場合があります。Axisのシステムは、各検索クエリを評価するために自然言語処理
モデルを使用し、この機能を強化するために検索禁止カテゴリと単語のカスタムリストを使用し
ています。

ブロックされた語に同意できない場合、または新しい語を提案したい場合は、スマート検索の
ユーザーインターフェースから匿名でフィードバックを送ることができます。

注
• フリーテキスト検索は英語にのみ対応しています。
• フリーテキスト検索は静止画像を理解します。falling (転倒)、running (走行)、stealing (盗

み) などのアクションについては、より多くのコンテキストを必要とするため、フリーテキ
スト検索を使用して適切な結果を得ることが困難な場合があります。

• フリーテキスト検索はトリミングされた画像を使用するため、周囲の環境が含まれない可
能性があります。city (都市)、urban (都会)、park (公園)、garden (庭)、lake (湖)、beach
(ビーチ) などのシーンに関するキーワードを使用すると、結果の精度が低下する可能性があ
ります。

• 全文検索機能の制限やベストプラクティスなどの詳細については、ホワイトペーパー
『AXIS Camera Station Proの全文検索 』を参照してください。

スマート検索の結果

同じイベントに属する可能性が高い検知をグ
ループ化するには、時間間隔ごとにグループ化

します。 ドロップダウンメニューから間隔
を選択します。

最最新新のの検検知知をを先先頭頭にに
スマート検索2では、最新の検知を先頭に、降
順で検索結果が表示されます。最も古い検知結

果を先頭に表示するには、 [[OOllddeesstt ffiirrsstt
((ももっっとともも古古いい検検知知結結果果をを先先頭頭にに))]]をクリック
します。

AXIS Camera Station Pro
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信信頼頼度度 検索結果をさらにフィルターするには、
[CCoonnffiiddeennccee lleevveell ((信信頼頼度度))] をクリックして、
信頼度を設定します。高い信頼度では、不確実
な分類が無視されます。

CCoolluummnnss ((列列))
検索結果のサムネールのサイズを調整するに
は、[CCoolluummnnss ((列列))] をクリックし、列数を変
更します。

DDeetteeccttiioonn vviieeww ((検検知知ビビュューー)) 検知された物体のトリミングしたビューをサム
ネールとして表示するには、[DDeetteeccttiioonn vviieeww
((検検知知ビビュューー))] を選択します。

制限事項

• スマート検索2は、プライマリ (ノンクロップ) ビューエリアのみに対応しています。
• スマート検索2は、ノンクロップキャプチャーモードのみに対応しています。
• ARTPEC-7以上、ファームウェアバージョン10.6未満のデバイスを使用し、ミラーリングお

よび回転されたカメラストリームでスマート検索2を使用すると、問題が発生する場合があ
ります。

• ネットワーク遅延が高いか大きく変動する場合、時刻同期の問題が発生し、分析機能メタ
データに基づく検知の分類に影響する可能性があります。

• 物体タイプの分類と検知の精度は、高圧縮レベルによる低画質、大雨や雪などの気象条件
のほか、カメラでの低解像度、大きい歪み、広い視野、または過度の振動から、悪影響を
受けます。

• スマート検索2は、小さくて遠くにある物体を検知できない場合があります。
• 色の分類は、暗闇や赤外線照明では機能しません。
• 装着式カメラには対応していません。
• レーダーは人物と他の車両のみを検知できます。レーダーに対してバックグラウンドでの

サーバー分類を有効にすることはできません。
• サーマルカメラでの物体の分類の動作は未確認です。
• スマート検索2では、PTZプリセットポジションの変更時、および位置変更後の短い再キャ

リブレーションの間、動く物体は検知されません。
• ライン横断およびエリアフィルターには、PTZ位置の変更は影響しません。

AXIS Camera Station Pro
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データ検索

データ検索を使用すると、外部ソースからデータを検索できます。ソースとは、イベントで起
こったことの詳細を知るためのデータを生成するシステムまたは装置です。詳細については、外
部データソース, on page 72を参照してください。以下にいくつかの例を示します。

• アクセスコントロールシステムによって生成されたイベント。
• AXIS License Plate Verifierによりキャプチャーされたナンバープレート。
• AXIS Speed Monitorによりキャプチャーされた速度。

AXIS Camera Station Proが外部データを保存する日数を変更するには、CCoonnffiigguurraattiioonn >> SSeerrvveerr >>
SSeettttiinnggss >> EExxtteerrnnaall ddaattaa ((設設定定 >> ササーーババーー >> 設設定定 >> 外外部部デデーータタ))] に移動します。

データを検索するには:

1. をクリックして[[DDaattaa sseeaarrcchh ((デデーータタ検検索索))]]を選択します。

2. 検索間隔 を選択します。
3. ドロップダウンリストからデータソースタイプを選択します。

4. [Search (検索)]オプション をクリックし、追加のフィルターを適用します。フィルター
はデータソースのタイプによって異なる場合があります。

5. 検索フィールドに任意のキーワードを入力します。検索の最適化, on page 43を参照してく
ださい。

6. [検検索索] をクリックします。
ビューを使用して設定している場合、データ検索はソースから生成されたデータをブックマーク
します。リスト内のデータをクリックすると、イベントに関連付けられた録画に移動します。

時間間隔

ラライイブブ リアルタイムデータを検索するには、時間間隔
として [LLiivvee ((ラライイブブ))] を選択します。データ
検索では、最大3,000のライブデータイベント
を表示できます。ライブモードは検索演算子を
サポートしません。

検索結果は、さまざまなタイプのソースでフィルタリングできます。

データソースのタイプ

AAllll ddaattaa ((すすべべててののデデーータタ)) このオプションには、コンポーネントと外部
ソースの両方からのデータが含まれます。

アアククセセススココンントトロローールル アクセスコントロールは、データを生成するコ
ンポーネントの一例です。この特定のコンポー
ネントからのデータのみを含める場合は、この
オプションを使用します。アクセスコントロー
ルを使用すると、ドアやゾーン、カード所持
者、イベントタイプに基づいたフィルタリング
が可能になります。

TThhiirrdd ppaarrttyy ((ササーードドパパーーテティィ)) 設定したコンポーネント以外のサードパーティ
ソースからのデータを含める場合は、このオプ
ションを使用します。
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データソースに応じて、検索結果に異なる項目が表示される場合があります。以下にいくつかの
例を示します。

検索結果

ササーーババーー イベントデータが送信されるサーバーです。複数のサーバー
に接続する場合にのみ表示されます。

場場所所 ドア名とドアコントローラー名およびIPアドレス。

進進入入速速度度 物体がレーダー動体検知 (RMD) ゾーンに進入するときの速度
(時速キロメートルまたは時速マイル)。

等等級級 物体の分類。例:車両：

検索結果をPDFまたはテキストファイルにエクスポートするには、[DDoowwnnllooaadd sseeaarrcchh rreessuulltt ((検検
索索結結果果ををダダウウンンロローードド))] をクリックします。検索結果の列を並べ替えたり、列幅を調整したりす
ることで、PDF出力の表レイアウトを改善できます。PDFには最大10列が含まれます。

検索の最適化

より正確な結果を得るために、次の検索演算子を使用できます。

キーワードと完全一致させる場合は、引用符"
"を使用します。

• 「"door 1"」と入力して検索すると、
「door 1」を含む結果が返されます。

• 「door 1」と入力して検索すると、
「door」と「1」の両方を含む結果が返
されます。

ANDを使用すると、すべてのキーワードを含む
一致が見つかります。

• 「door AND 1」と入力して検索する
と、「door」と「1」の両方を含む結果
が返されます。

• 「"door 1" AND "door forced
open"」と入力して検索すると、
「door 1」と「door forced open」の両
方を含む結果が返されます。

任意のキーワードを含む一致を見つけるには、
ORまたは|を使用します。

• 「"door 1" OR "door 2"」と入力して
検索すると、「door 1」または「door
2」を含む結果が返されます。

• 「door 1 OR door 2」と入力して検索
すると、「door」、「1」または「 2」
を含む結果が返されます。

括弧( )は、ANDまたはORとともに使用しま
す。

• 「(door 1 OR door 2) AND "Door
forced open"」と入力して検索する
と、以下のいずれかを含む結果が返さ
れます。
– 「ドア1」と「ドアのこじ開け」
– 「ドア2」と「ドアのこじ開け」

• 「door 1 AND (door (forced open
OR open too long))」と入力して検索
すると、以下のいずれかを含む結果が
返されます。
– 「ドア1」と「ドアのこじ開け」
– 「ドア1」と「ドアの開放時間が

長すぎる」
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特定の列を数字で絞り込むには、>、>=、<、
または<=を使用します。

• 「[Max speed] > 28」と入力して検索
すると、[Max speed] 列 (最大速度列) で
28を超える数値が含まれる結果が返さ
れます。

• 「[Average speed] < = 28」と入力し
て検索すると、[Average speed] 列 (平
均速度列) に28以下の数値が含まれる結
果が返されます。

特定の列内のテキストを検索するには、
CONTAINSを使用します。

• 「[Cardholder] CONTAINS Oscar」
を検索すると、[Cardholder] 列 (カード
所持者) に「Oscar」が含まれるデータ
が返されます。

• 「[Door] CONTAINS "door 1"」を検
索すると、[Door] 列 (ドア) に「door
1」が含まれるデータが返されます。

特定の列での完全一致を検索するには、=を使
用します。

「[CardholderId] = ABC123」と入力して
を検索すると、[Cardholder] 列で「ABC123」
に一致する結果のみが返されます。
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設定

[Configuration (設定)] タブでは、接続された装置の管理とメンテナンス、およびクライアントと

サーバーを設定できます。 をクリックし、[[CCoonnffiigguurraattiioonn ((設設定定))]]を選択して[Configuration (設
定)]タブを開きます。

デバイスの設定

AXIS Camera Station Proでは、装置とは、IPアドレスを有するネットワーク製品を意味します。カ
メラとは、ビデオソースを意味し、たとえばネットワークカメラや、マルチポートのビデオエン
コーダの (アナログカメラに接続された) ビデオポートを指します。例を挙げると、4ポートビデオ
エンコーダは、4台のカメラに対応する1台の装置です。

注
• AXIS Camera Station Pro では、IPv4アドレスを持つ装置のみがサポートされます。
• ビデオポートごとに1つのIPアドレスを持つビデオエンコーダもあります。この場合、AXIS

Camera Station Proによって各ビデオポートは1台のカメラに対応する1台の装置として扱わ
れます。

AXIS Camera Station Proでは、装置の例は次のとおりです。

• ネットワークカメラ
• ビデオエンコーダ (1つ以上のビデオポートを装備)
• カメラ以外の補助デバイス (例: I/O音声デバイス、ネットワークスピーカー、ドアコント

ローラーなど)
• インターカム

デバイスでは次のアクションを実行できます。

• カメラおよびビデオ機能を持たないデバイスの追加。デバイスの追加を参照してくださ
い。

• 接続するカメラの環境設定を編集します。カメラを参照してください。
• カメラ以外のデバイスの環境設定を編集します。その他の装置を参照してください。
• 解像度、フォーマットなどに関するストリームプロファイルを編集します。ストリームプ

ロファイルを参照してください。
• 画像設定をリアルタイムで調整します。画像の設定を参照してください。
• PTZプリセットを追加または削除します。PTZプリセットを参照してください。
• 接続された装置の管理と保守を行います。デバイスの管理を参照してください。
• 外部データソースを管理します。外部データソース, on page 72を参照してください。

デデババイイススのの追追加加

注
• このシステムは、ビューエリアを個々のカメラと見なします。使用する前に、カメラに

ビューエリアを作成する必要があります。ビューエリアの使用を参照してください。
• 装置を追加すると、装置の時刻が AXIS Camera Station Proサーバーと同期されます。
• 装置のホスト名には、Å、Ä、Öなどの特殊文字を使用しないことをお勧めします。
1. デバイス、ビデオストリーム、または録画済みのビデオを見つけます。

– デバイスの検索, on page 47

– ビデオストリームの検索, on page 47

– 録画済みのビデオを見つける, on page 48

AXIS Camera Station Pro
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2. デバイス、ビデオストリーム、または録画済みのビデオを追加する, on page 48
装置を追加する前に、装置ステータス列に表示されている問題をすべて解決する必要がありま
す。

((空空白白)) ステータスが表示されていない場合は、装置を
AXIS Camera Station Proに追加できます。

通通信信中中 AXIS Camera Station Pro サーバーが装置にアク
セスしようとしています。

デデババイイススのの証証明明書書がが信信頼頼さされれてていいまませせんん AXIS Camera Station Pro は、装置上のHTTPS証
明書が信頼された発行者によって署名されてい
ることを検証できません。リンクをクリックし
て新規HTTPS証明書を発行するか、AXIS
Camera Station Proに既存の証明書を信頼する
ように指示します。

証証明明書書認認証証局局のの有有効効期期限限がが切切れれままししたた 装置証明書を発行した認証局が失効していま
す。リンクをクリックして新規HTTPS証明書を
発行するか、AXIS Camera Station Proに既存の
証明書を信頼するように指示します。

デデババイイスス証証明明書書ののアアドドレレススがが一一致致ししてていいまませせ
んん

デバイスのアドレスが証明書内のアドレスと一
致していません。リンクをクリックして新規
HTTPS証明書を発行するか、AXIS Camera
Station Proに既存の証明書を信頼するように指
示します。

通通信信エエララーー AXIS Camera Station Pro は装置に接続できませ
ん。

パパススワワーードドをを入入力力 AXIS Camera Station Pro は、装置へのアクセス
に使用する認証情報を認識していません。リン
クをクリックして、デバイスの管理者アカウン
トのユーザー名とパスワードを入力します。デ
フォルトでは、入力したユーザー名とパスワー
ドが、ユーザーの存在するすべての装置に対し
て、AXIS Camera Station Proによって使用され
ます。

パパススワワーードドのの設設定定 rootアカウントとパスワードが設定されていな
いか、デバイスで使用されているパスワードが
デフォルトのままになっています。リンクをク
リックして、rootユーザーのパスワードを設定
します。

• パスワードを入力するか、[GGeenneerraattee
((生生成成))] をクリックしてパスワードを取
得します。生成されたパスワードを表
示し、そのコピーを作成することをお
勧めします。

• [Set password] ステータスが存在する
すべての装置でこのパスワードを使用
する選択肢を有効にします。

ササポポーートトさされれなないいモモデデルルでですす:: AXIS Camera Station Pro はその装置モデルをサ
ポートしていません。

ササポポーートト対対象象外外ののフファァーームムウウェェアア 装置のファームウェアのバージョンが古いた
め、装置を追加するには、その前にファーム
ウェアを更新する必要があります。
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故故障障デデババイイスス AXIS Camera Station Proによって取得された装
置パラメーターが破損しています。

チチルルトトのの向向ききをを設設定定 カメラの設置方法に応じて、リンクをクリック
し、チルトの向きを [Ceiling (天井)]、[Wall
(壁)]、または [Desk (デスク)] のいずれにするか
を選択します。一部のカメラモデルでは、チル
トの向きを設定する必要があります。

非非ササポポーートトののササーードドパパーーテティィデデババイイスス AXIS Camera Station Pro は、このサードパー
ティ製の装置をサポートしていません。

AAXXIISS CCoommppaanniioonnとと共共ににののみみ使使用用ででききまますす:: この装置はAXIS Companion専用に設計されて
います。

注
新規HTTPS証明書は AXIS Camera Station Proから発行され、自動更新されます。

デデババイイススのの検検索索

表示されていない装置を検索するには:

1. [[設設定定]] -- [[デデババイイスス]] -- [[デデババイイススのの追追加加]] を選択します。
2. 実行中のネットワーク検索を停止するには、[キキャャンンセセルル] をクリックします。
3. [[MMaannuuaall sseeaarrcchh ((手手動動検検索索))]] をクリックします。
4. 1つ以上のIP範囲内にある複数の装置を検索する手順は、以下のとおりです。

4.1. [[SSeeaarrcchh oonnee oorr mmoorree IIPP rraannggeess ((11つつままたたはは複複数数ののIIPP範範囲囲をを検検索索))]] を選択します。
4.2. IP範囲を入力します。例:192.168.10.*, 192.168.20-22.*, 192.168.30.0-50

– グループ内のすべてのアドレスを対象とするには、ワイルドカードを使用し
ます。

– アドレスの範囲を指定するには、ダッシュを使用します。
– コンマを使用して複数の範囲を区切る。

4.1. デフォルトのポート80を変更する場合は、ポートの範囲を入力します。例:80, 1080-
1090
– ポートの範囲を指定するには、ダッシュを使用します。
– コンマを使用して複数の範囲を区切る。

4.1. [検検索索] をクリックします。
5. 1つ以上の特定のデバイスを検索する手順は、以下のとおりです。

5.1. [[EEnntteerr oonnee oorr mmoorree hhoossttnnaammeess oorr IIPP aaddddrreesssseess ((ホホスストト名名ままたたははIIPPアアドドレレススをを11つつ
以以上上入入力力))]] を選択します。

5.2. ホスト名かIPアドレスを、カンマで区切って入力します。
5.3. [検検索索] をクリックします。

6. [[OOKK]]をクリックします。

ビビデデオオスストトリリーームムのの検検索索

以下をサポートするビデオストリームを追加できます。

• プロトコル:RTSP、HTTP、HTTPS
• ビデオエンコード方式:M-JPEG (HTTPおよびHTTPS)、H.264 (RTSP)
• 音声エンコーディング:AAC、G.711 (RTSP)

サポートされるビデオストリームのURLスキーム:

AXIS Camera Station Pro
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• rtsp://<address>:<port>/<path>
例：rtsp://<address>:554/axis-media/media.amp

• http://<address>:80/<path>
例：http://<address>:80/axis-cgi/mjpg/video.cgi?date=1&clock=
1&resolution=1920x1080

• https://<address>:443/<path>
例：https://<address>:443/axis-cgi/mjpg/video.cgi?date=1&clock=
1&resolution=1920x1080

1. [[設設定定]] -- [[デデババイイスス]] -- [[デデババイイススのの追追加加]] を選択します。
2. [[EEnntteerr ssttrreeaamm UURRLLss ((スストトリリーームムUURRLLをを入入力力))]] をクリックし、1つ以上のストリームURLを

入力します (複数の場合はカンマ区切り)。
3. [[追追加加]]をクリックします。

録録画画済済みみののビビデデオオをを見見つつけけるる

事前に録画したビデオを .mkv形式で AXIS Camera Station Proに追加できます。

.mkvファイルの要件:

• ビデオエンコード方式:M-JPEG、H.264、H.265
• 音声エンコーディング:AAC
1. C:\ProgramData\Axis Communications\AXIS Camera Station Serverの下にフォ

ルダPPrreerreeccoorrddeeddVViiddeeoossを作成します。
2. フォルダーに.mkvファイルを追加します。
3. 事前に録画したビデオの歪みを補正するには、.mkvファイルと同じ名前の.dewarpファイル

をフォルダーに追加します。詳細については、画像の設定, on page 57を参照してくださ
い。

4. [CCoonnffiigguurraattiioonn >> DDeevviicceess >> AAdddd ddeevviicceess ((設設定定 >> デデババイイスス >> デデババイイススのの追追加加))] に移動し
て [IInncclluuddee pprreerreeccoorrddeedd vviiddeeoo ((事事前前録録画画済済みみののビビデデオオをを含含めめるる))] をオンにします。
事前録画済みビデオと、システムによって提供された事前録画済みビデオが見つかりま
す。

デデババイイスス、、ビビデデオオスストトリリーームム、、ままたたはは録録画画済済みみののビビデデオオをを追追加加すするる

1. マルチサーバーシステムでは、[SSeelleecctteedd sseerrvveerr ((選選択択ししたたササーーババーー))] ドロップダウンリス
トからサーバーを選択します。

2. [[設設定定]] -- [[デデババイイスス]] -- [[デデババイイススのの追追加加]] を選択します。
3. デバイスの名前を変更するには、リストにある名前をクリックし、新しい名前を入力しま

す。
4. 装置、ビデオストリーム、または事前録画済みビデオを選択します。[[追追加加]]をクリックしま

す。
5. ホスト名が使える場合、デバイスについてIPの代わりにホスト名を使用するかどうかを選択

します。
6. 基本的な設定のみを行う場合は、[QQuuiicckk ccoonnffiigguurraattiioonn ((ククイイッックク設設定定))] を選択します。

Site Designerプロジェクトをインポートする場合は、Site Designerプロジェクトのインポー
トを参照してください。

7. [RReetteennttiioonn ttiimmee ((保保存存時時間間))] 、[RReeccoorrddiinngg ssttoorraaggee ((録録画画スストトレレーージジ))]、[[RReeccoorrddiinngg
mmeetthhoodd ((録録画画方方法法))] を選択します。

注
録画ストレージで [AAuuttoommaattiicc ((自自動動))] 録画を選択した場合、各カメラのOS以外のドライブに32
GB以上の容量のストレージが割り当てられます (可能な場合)。システムは、15 GB以上の空き
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容量のあるストレージを自動的に選択し、次に、録画するように設定されたカメラの台数が少
ないストレージと、AXIS Camera Station Proに既に設置されているストレージを選択します。
8. [IInnssttaallll ((イインンスストトーールル))] をクリックします。AXIS Camera Station Proにより、HTTPSをサ

ポートする装置でHTTPSが自動的に有効になります。

SSiittee DDeessiiggnneerrププロロジジェェククトトののイインンポポーートト

AXIS Site Designerはオンラインの設計ツールです。Axisの製品およびアクセサリーを使用するサイ
トを構築するのに役立ちます。

AXIS Site Designerでサイトを作成している場合、このプロジェクト設定を AXIS Camera Station
Proにインポートできます。アクセスコードまたはダウンロードしたSite Designer設定ファイルを
使用してプロジェクトにアクセスできます。

サイトデザイナープロジェクトを AXIS Camera Station Proにインポートするには:

1. Site Designerプロジェクトへのアクセスコードを生成するか、またはプロジェクトファイ
ルをダウンロードします。
1.1. MyAxisアカウントでhttp://sitedesigner.axis.comにサインインします。

1.2. プロジェクトを選択し、プロジェクトページに移動します。
1.3. [SShhaarree ((共共有有))] をクリックします。
1.4. ササーーババーーががイインンタターーネネッットトにに接接続続さされれてていいるる状状態態でで、、[[Generate code (コードを生

成する) AXIS Camera Station Pro] をクリックします。または、サーバーがインター
ネットに接続されていない状態で、[DDoowwnnllooaadd sseettttiinnggss ffiillee ((設設定定フファァイイルルををダダウウ
ンンロローードドすするる))] をクリックします。

2. AXIS Camera Station Proクライアントで、[CCoonnffiigguurraattiioonn >> DDeevviicceess >> AAdddd ddeevviicceess ((設設定定
>> 装装置置 >> デデババイイススのの追追加加))] に移動します。

3. カメラを選択して [追追加加] をクリックします。
4. [SSiittee DDeessiiggnneerr設設定定] を選択して [次次へへ] をクリックします。
5. [アアククセセススココーードド] を選択し、アクセスコードを入力します。または、[CChhoooossee ffiillee ((フファァイイ

ルルのの選選択択))] を選択してダウンロードしているSite Designer設定ファイルに移動します。
6. [IImmppoorrtt ((イインンポポーートト))] をクリックします。インポート時、AXIS Camera Station ProはSite

Designerプロジェクトと選択したカメラをIPアドレスまたは製品名で一致させようとしま
す。マッチングに失敗した場合は、ドロップダウンメニューから正しいカメラを選択でき
ます。

7. [イインンスストトーールル] をクリックします。
AXIS Camera Station Pro は、Site Designerプロジェクトから次の設定をインポートします。

エンコーダ、ビデオデコー
ダ、ドアコントローラー、
レーダー検知器、スピーカー:

カメラ、インターカム、F/FA
シリーズ

名前とスロットが設定された
スケジュール

✔ ✔

名前、アイコンの色、アイコ
ンの場所、および項目名が設
定されたマップ

✔ ✔

名称 ✔ ✔

説明 ✔ ✔

動きによるトリガー録画: スケ
ジュールと、フレームレー
ト、解像度、ビデオエンコー

✔

AXIS Camera Station Pro
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エンコーダ、ビデオデコー
ダ、ドアコントローラー、
レーダー検知器、スピーカー:

カメラ、インターカム、F/FA
シリーズ

ディング、圧縮などの録画プ
ロファイル

連続録画: スケジュールと、フ
レームレート、解像度、ビデ
オエンコーディング、圧縮な
どの録画プロファイル

✔

Zipstreamの強度 ✔

ライブビューと録画の音声設
定

✔

録画の保存期間 ✔

注
• 録画プロファイルを1つだけ定義した場合、またはSite Designerプロジェクトに同一の録画

プロファイルが2つある場合、AXIS Camera Station Proはプロファイルを「中」に設定しま
す。

• Site Designerプロジェクトで両方の録画プロファイルを定義している場合、AXIS Camera
Station Proは連続録画プロファイルを「中」に、動きによるトリガー録画を「高」に設定
します。

• AXIS Camera Station Pro はアスペクト比を最適化するため、インポートとSite Designerプ
ロジェクトで解像度が異なる場合があります。

• AXIS Camera Station Pro 装置に内蔵マイクロフォンまたはスピーカーが搭載されている場
合、は音声設定を行うことができます。外部音声装置を使用する場合は、装置を設置した
後、装置を手動で有効にする必要があります。

• AXIS Camera Station Pro は、Site Designerの設定が異なる場合でも、音声設定をインター
カムに適用しません。インターカムでは、ライブビューのみで音声が常にオンになりま
す。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

ササーードドパパーーテティィデデババイイススのの追追加加

AXIS Camera Station Proには、Axis製品を追加するのと同じ方法でサードパーティ製の装置を追加
できます。デバイスの追加を参照してください。

注
サードパーティ製の装置を、ビデオストリームとして AXIS Camera Station Proに追加すること
もできます。ビデオストリームの検索, on page 47を参照してください。

サードパーティ製の装置のサポートについては、最新のテクニカルペーパーを参照してくださ
い。

AXIS Camera Station Pro は、IEC62676-2-31およびIEC62676-2-32に準拠し、サードパーティ製の装
置用に次の機能をサポートしています。

AXIS Camera Station Pro
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• カメラ検出
• ビデオエンコード方式:M-JPEG、H.264
• 音声エンコード方式:G.711 (1方向、装置から AXIS Camera Station Pro)
• カメラごとに1ビデオプロファイル
• ライブビュー
• 連続録画および手動録画
• 再生
• 録画のエクスポート
• デバイスイベントトリガー
• PTZ

ビビュューーエエリリアアのの使使用用

一部のカメラモデルでは、ビューエリアがサポートされています。AXIS Camera Station Proでは、
[AAdddd ddeevviicceess ((デデババイイススのの追追加加))] ページでビューエリアが個別のカメラとして一覧表示されます。
デバイスの追加を参照してください。

注
• AXIS Camera Station Proライセンスで使用可能なカメラの総数では、ネットワークカメラ

のすべてのビューエリアが1台のカメラとしてカウントされます。
• 追加できるカメラの数はライセンスによって異なります。
• AXIS Camera Station Proライセンスごとに、特定の台数のカメラがインストール可能で

す。
AXIS Camera Station Proでビューエリアを使用するには、まずカメラでビューエリアを有効にする
必要があります。

1. [[設設定定]] -- [[デデババイイスス]] -- [[カカメメララ]] を選択します。
2. カメラを選択し、[アドレス] 列でリンクをクリックします。
3. カメラの設定ページで、ユーザー名とパスワードを入力してログインします。
4. 設定を見つけるための手順はカメラのモデルとファームウェアによって異なるため、[HHeellpp

((ヘヘルルププ))] をクリックして確認してください。

装装置置をを交交換換すするる

装置を交換しても、既存の設定と録画を維持できます。新しいカメラに設定されているビデオス
トリームの数は、古いカメラと同じである必要があります。

装置を交換するには:

1. 交換するデバイスがクラウドストレージを使用している場合は、My Systemsの [CClloouudd
ssttoorraaggee ((ククララウウドドスストトレレーージジ))] から、デバイスのクラウドストレージをオフにしてくださ
い。

2. [CCoonnffiigguurraattiioonn ((設設定定))] タブを開き、[DDeevviicceess ((デデババイイスス))] > [MMaannaaggeemmeenntt ((管管理理))] に移動
します。

3. 交換する装置を選択し、 をクリックします。
4. [RReeppllaaccee ddeevviiccee ((デデババイイススのの交交換換))] ダイアログで、古い装置と交換する装置を選択しま

す。
5. FFiinniisshh ((終終了了)) をクリックします。
6. [RReeppllaacceedd ddeevviiccee ((デデババイイススのの交交換換完完了了))] ダイアログが表示され、装置が正常に交換され

たことを確認します。[OOKK] をクリックします。
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7. 交換したデバイスがクラウドストレージを使用していた場合は、AXIS Camera Station Pro
サーバーでサービスを再起動し、My Systemsでデバイスのクラウドストレージをオンにし
ます。個々のカメラのクラウドストレージをオンにするを参照してください。

8. 新しい装置の設定をチェックして、設定が正しく、装置が正常に機能していることを確認
します。該当する場合:
8.1. 装置でPTZプリセットを再設定します。
8.2. 削除されたI/Oポートを追加し、関連するアクションルールを更新します。
8.3. 古いカメラがビデオ動体検知ACAPアプリケーションではなく内蔵ビデオ動体検知機

能を使用していた場合は、動体設定を再設定します。
8.4. 古いカメラがフェイルオーバーによる録画を使用していた場合は、SDカードを挿入

するか、ストレージ選択設定で [FFaaiilloovveerr rreeccoorrddiinngg ((フフェェイイルルオオーーババーーにによよるる録録
画画)] をオフにします。

カカメメララ

[CCoonnffiigguurraattiioonn >> DDeevviicceess >> CCaammeerraass ((設設定定 >> 装装置置 >> カカメメララ))] を選択すると、システムに追加さ
れているすべてのカメラが一覧表示されます。

このページでは次の操作ができます。

• カメラのアドレスをクリックして、そのwebインターフェースを開きます。この操作は、
AXIS Camera Station Proクライアントと装置の間にNATまたはファイアウォールがない場合
にのみ可能です。

• カメラの設定を編集します。カメラ設定を編集するを参照してください。
• カメラを削除します。これを実行すると、AXIS Camera Station Proは、削除されたカメラに

関連付けられたすべての録画 (ロックされた録画を含む) を削除します。

カカメメララ設設定定をを編編集集すするる

カメラ設定を編集するには:

1. [[設設定定]] -- [[デデババイイスス]] -- [[カカメメララ]] を選択します。
2. カメラを選択して [編編集集] をクリックします。

オオンン ビデオストリームの録画と表示を禁止するに
は、[EEnnaabblleedd ((有有効効))] の選択を解除します。そ
の場合にも、録画とライブビューを設定するこ
とはできます。

チチャャンンネネルル [CChhaannnneell ((チチャャンンネネルル))] がマルチポートビデオ
エンコーダで使用可能な場合は、ポート番号を
選択します。

[CChhaannnneell ((チチャャンンネネルル))] がビューエリアで使用
可能な場合は、ビューエリアに対応する番号を
選択します。

そそのの他他のの装装置置

[CCoonnffiigguurraattiioonn >> DDeevviicceess >> OOtthheerr ddeevviicceess ((設設定定 >> 装装置置 >> 他他のの装装置置))] を選択すると、ドアコン
トローラー、音声装置、I/Oモジュールなどビデオ機能を持たない装置が一覧表示されます。一覧
には、ドアコントローラー、音声装置、I/Oモジュールが記載されます。

サポートされている製品の詳細については、www.axis.comの「 他のデバイスから音声を使用す
る」を参照してください。

このページでは次の操作ができます。
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• 装置のアドレスをクリックして、そのwebインターフェースを開きます。この操作は、
AXIS Camera Station Proクライアントと装置の間にNATまたはファイアウォールがない場合
にのみ可能です。

• 名前、アドレス、パスワードなど、装置の設定を編集します。
• 装置を削除します。

他他ののデデババイイススのの設設定定のの編編集集

カメラ以外の装置の名前を変更するには:

1. [[設設定定]] -- [[デデババイイスス]] -- [[他他ののデデババイイスス]] を選択します。
2. デバイスを選択し、[編編集集] をクリックします。
3. 装置の新しい名前を入力します。

スストトリリーームムププロロフファァイイルル

ストリームプロファイルは、解像度、ビデオ形式、フレームレート、圧縮など、ビデオストリー
ムに影響を与える設定のグループです。[[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[DDeevviicceess ((デデババイイスス))]] >>
[[SSttrreeaamm pprrooffiilleess ((スストトリリーームムププロロフファァイイルル))]] に移動し、[Stream profiles (ストリームプロファイ
ル)] ページを開きます。このページにはすべてのカメラのリストが表示されます。

ライブビューおよび録画の設定で、次のプロファイルを使用することができます。

高高 -- 最高の画質と解像度を実現するように最適化されます。

中中 -- 高画質とパフォーマンスのバランスを取るように最適化されます。

低低 -- パフォーマンスに最適化されます。

注
ストリームプロファイルは、ライブビューと録画ではデフォルトで [AAuuttoommaattiicc ((自自動動))] に設定
されています。つまり、ストリームプロファイルは、ビデオストリームの使用可能なサイズに
応じて、[HHiigghh ((ハハイイ))]、[MMeeddiiuumm ((中中))]、[LLooww ((低低))] に自動的に変更されます。

スストトリリーームムププロロフファァイイルルのの編編集集

1. [CCoonnffiigguurraattiioonn >> DDeevviicceess >> SSttrreeaammiinngg pprrooffiilleess ((設設定定 >> 装装置置 >> スストトリリーームムププロロフファァイイ
ルル))] を選択し、設定するカメラを選択します。

2. [VViiddeeoo pprrooffiilleess ((ビビデデオオププロロフファァイイルル))] の下で、解像度、ビデオ形式、フレームレート、圧
縮を設定します。

3. [AAuuddiioo ((音音声声))] の下で、マイクとスピーカーを設定します。
4. [AAddvvaanncceedd ((詳詳細細設設定定))] の下で、分析データ、FFmpegストリーミング、PTZオートトラッ

キング物体インジケーター、カスタマイズされたストリーム設定を設定します。これらの
設定は、製品によっては利用できない場合もあります。

5. [適適用用] をクリックします。
ビビデデオオププロロフファァイイルル
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エエンンココーーダダ • 使用可能なオプションは、装置のビデ
オエンコーダの設定によって異なりま
す。このオプションはサードパーティ
製デバイスにのみ使用できます。

• ビデオエンコーダ設定は1つのビデオプ
ロファイルに対してのみ使用できま
す。

• 装置に1つしかエンコーダ設定がない場
合、[MMeeddiiuumm ((中中))] プロファイルだけが
使用できます。

解解像像度度 使用可能なオプションは、カメラのモデルに
よって異なります。解像度が高いほど画像は高
画質になりますが、必要な帯域幅とストレージ
容量が大きくなります。

フフォォーーママッットト 使用可能なオプションは、カメラのモデルに
よって異なります。ほとんどのカメラは、
HH..226644とHH..226655に対応しています。これらはMM--
JJPPEEGGより必要な帯域幅とストレージ容量が少
なく、カメラはM-JPEG形式のビデオプロファ
イルを一度に1つのみ設定できます。
一部のカメラは、AAVV11にも対応しています。こ
の形式は他の形式よりも優れた圧縮率を提供し
ますが、より高い処理能力を必要とします。
AV1について詳しくは、AV1製品ページを参照
してください。お使いのカメラがAV1に対応し
ているかどうかを確認するには、対応カメラの
ページを参照してください。

フフレレーームム数数 実際のフレームレートは、カメラのモデル、
ネットワーク環境、コンピューターの設定に
よって決まります。

圧圧縮縮 低い値を設定すると画質が向上しますが、必要
な帯域幅とストレージ容量が大きくなります。

注
• ファームウェアバージョン5以降を搭載するカメラのみ、音声のドロップダウンリストに表

示されます。
• 5台以上のカメラが同じ音声ソースを使用する場合、ソースカメラに過負荷がかかり、動作

効率が低下することがあります。
ZZiippssttrreeaamm

強強度度 H.264またはH.265
ストリームのビッ
トレート低減のレ
ベルは、Zipstream
の強度によってリ
アルタイムで決定
されます。このオ
プションは、
Zipstreamをサポー
トするAxisデバイス
でのみ使用できま
す。

デデフフォォルルトト 装置のwebインターフェースページ
で設定されたZipstream設定を使用し
ます。

オオフフ ありません

低低 ほとんどのシーンで、視認できる画
質変化なし

中中 一部のシーンで、低ノイズと、関心
の低い領域における詳細部分のわず
かな画質低下が見られる
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高高 多くのシーンで、低ノイズと、関心
の低い領域における詳細部分の画質
低下が見られる

高高 さらに多くのシーンで、低ノイズ
と、関心の低い領域における詳細部
分の画質低下が見られる

極極高高 ほとんどのシーンで、低ノイズと、
関心の低い領域における詳細部分の
画質低下が見られる

スストトレレーージジ
用用にに最最適適化化

Zipstreamは、
[OOppttiimmiizzee ffoorr
ssttoorraaggee ((スストトレレーー
ジジ用用にに最最適適化化すす
るる))] プロファイル
を使用して、ビデ
オストリームをス
トレージ用に最適
化します。スト
レージの最適化で
は、デフォルトの
Zipstream設定と比
較して、より高度
な圧縮ツールを使
用して追加のスト
レージを節約しま
す。このプロファ
イルを使用する
と、動きの多い
シーンでもビット
レートをさらに下
げることができま
す。

• asf形式は、
この機能で
使用されるB
フレームを
サポートし
ていませ
ん。

• この機能
は、AXIS
S30シリーズ
レコーダー
に録画され
たビデオに
は影響しま
せん。

• この機能に
は、AXIS OS
11.7.59以降
が必要で
す。

音音声声
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ママイイクク:: マイクをカメラに関連付けるには、[BBuuiilltt--iinn
mmiiccrroopphhoonnee oorr lliinnee iinn ((内内蔵蔵ママイイククロロフフォォンン
ままたたははラライインン入入力力))] または他の装置のマイク
を選択します。他のデバイスから音声を使用す
るを参照してください。

講講演演者者：： スピーカーをカメラに関連付けるには、[BBuuiilltt--
iinn ssppeeaakkeerr oorr lliinnee oouutt ((内内蔵蔵ススピピーーカカーーままたたはは
ラライインン出出力力))] または他のデバイスのスピー
カーを選択します。送話には、コンピューター
に接続されたマイクを使用します。他のデバイ
スから音声を使用するを参照してください。

ママイイククのの使使用用対対象象:: 1つまたは2つのストリームのマイク音声を有
効にします。音声は、ライブビューと録画、ラ
イブビューのみ、または録画のみ有効にするこ
とができます。

AXIS Audio Manager Proに接続すると、カメラに関連付けられた音声デバイスとしてAXIS Audio
Manager Proサーバーから音声デバイスを選択することも可能です。詳しくは、AXIS Audio
Manager Proを設定する, on page 172を参照してください。

高高度度

分分析析デデーータタをを含含めめるる ビデオストリーミング中にスマート検索用の
データを収集できるようにするには、[IInncclluuddee
aannaallyyttiiccss ddaattaa ((分分析析デデーータタをを含含めめるる))] を選択
します。このオプションは、分析データをサ
ポートするAxis装置でのみ使用できます。ス
マート検索1用にデータを収集すると、ビデオ
ストリーミングの待ち時間が長くなることがあ
ります。

FFFFmmppeeggをを使使用用 サードパーティ製デバイスとの互換性を改善す
るには、[UUssee FFFFmmppeegg ((FFFFmmppeeggをを使使用用))] を選
択してFFmpegストリーミングを有効にしま
す。このオプションはサードパーティ製の装置
にのみ使用できます。

AXIS Camera Station Pro
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PPTTZZオオーートトトトララッッキキンンググ物物体体イインンジジケケーータターー
をを表表示示

PTZカメラによって検知された物体インジケー
ターをライブビューで表示するには、[SShhooww
PPTTZZ aauuttoottrraacckkiinngg oobbjjeecctt iinnddiiccaattoorrss ((PPTTZZオオーー
トトトトララッッキキンンググオオブブジジェェククトトイインンジジケケーータターー
をを表表示示))] を選択し、ビデオストリームバッファ
時間を最大2000ミリ秒に設定します。このオ
プションは、AXIS PTZオートトラッキングが設
定されたAxis PTZカメラでのみ使用できます。
AXIS Camera Station ProでAXIS PTZ
Autotrackingを設定する詳細なワークフローに
ついては、「AXIS PTZ Autotrackingの設定」を
参照してください。

スストトリリーームムののカカススタタママイイズズ 特定のプロファイルのストリーム設定をカスタ
マイズするには、そのプロファイルの設定を&
で区切って入力します。たとえば、
「overlays=off&color=0」と入力すると、
そのカメラのオーバーレイが非表示になりま
す。

カスタム設定は、既存の設定を上書きします。
機密情報をカスタム設定に含めないでくださ
い。

解像度、フレームレート、圧縮、ビデオ形式、音声などのププロロフファァイイルル設設定定ををカカススタタママイイズズする
には、設定するカメラを選択します。同じモデルで、設定方法が同じであるカメラは、複数台同
時に設定できます。設定の構成を参照してください。

録録画画ののププロロフファァイイルル設設定定ををカカススタタママイイズズする方法については、録画の方法を参照してください。

たとえば、ククラライイアアンントトととサーバーの間の接続が低速な場合、AXIS Camera Station Proライブ
ビューの解像度やフレームレートを制限して、帯域幅の使用量を低減 AXIS Camera Station Proで
きます。帯域幅の使用量については、「 ストリーミング」を参照してください。

他他ののデデババイイススかからら音音声声をを使使用用すするる

ネットワークカメラやビデオエンコーダのビデオと、カメラ以外の補助装置の音声を合わせて、
ライブビューや録画に使用できます。

1. カメラ以外の装置を AXIS Camera Station Proに追加します。デバイスの追加を参照してく
ださい。

2. デバイスからの音声を利用できるよう、カメラを設定する。ストリームプロファイルを参
照してください。

3. ライブビューや録画用に音声を有効にする。ストリームプロファイルを参照してくださ
い。

次の例は、AXIS Camera Station Pro ビデオチュートリアルにあります。

• 音声デバイスを設定し、ライブアナウンスを行う
• アクションボタンを作成して、動きが検知されたときに音声を手動で再生する
• 動きが検知されたときに音声を自動的に再生
• AXIS Camera Station Proで音声クリップをスピーカーに追加する

画画像像のの設設定定

AXIS Camera Station Proに接続しているカメラの画像を設定することができます。

AXIS Camera Station Pro
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注
画像の設定を変更した場合は、瞬時に適用されます。

画像を設定するには:

1. [CCoonnffiigguurraattiioonn >> DDeevviicceess >> IImmaaggee ccoonnffiigguurraattiioonn ((設設定定 >> 装装置置 >> 画画像像のの設設定定))] に移動
し、AXIS Camera Station Proに追加されているすべてのカメラを一覧表示します。

2. リストの下にカメラとビデオフィードがリアルタイムで表示されます。[[検検索索すするる文文字字をを入入
力力] フィールドを使用して、リスト内の特定のカメラを検索できます。

3. 画像を設定します。
画画像像設設定定

輝輝度度:: 画像の輝度を調整します。値を大きくするほど画像が明るくなります。

カカララーーレレベベルル:: 色の彩度を調整します。小さい値を選択すると色の彩度が低下します。0にすると
画像が白黒で表示されます。最大値にすると最高彩度になります。

シシャャーーププネネスス:: 画像のシャープさを調整します。シャープネスを高く設定すると、特に微光の状況
では画像ノイズが増えることがあります。シャープネスの値が高いと、高コントラスト部分の周
囲に画像のアーティファクト (ぎざぎざなど) が生じるおそれがあります。低い値を設定すると画
像ノイズは減りますが、ややぼやけた画像になります。

ココンントトララスストト:: 画像のコントラストを調整します。

ホホワワイイトトババラランンスス:: ドロップダウンリストで、ホワイトバランスのオプションを選択します。ホワ
イトバランスは、光源の色温度にかかわらず同じになるようにするために使用します。[自自動動] を選
択すると、カメラが光源を識別して自動的に色を補正します。満足の行く結果が得られない場合
は、光源の種類に対応するオプションを選択してください。利用なオプションは、カメラのモデ
ルによって異なります。

画画像像をを回回転転:: 画像の回転角度を設定します。

画画像像ののイイメメーージジ自自動動回回転転 オンに設定すると、画像の回転が自動的に調整されます。

画画像像をを反反転転:: オンにすると画像が反転します。

逆逆光光補補正正:: 電球などの明るい光点によって、画像内の他の領域が暗く見えすぎる場合は、オンにし
ます。

ダダイイナナミミッッククココンントトララスストト((ワワイイドドダダイイナナミミッッククレレンンジジ))::オンにすると、ワイドダイナミックレン
ジを使用して、画像内でコントラストがかなり強い場合の露出を向上させます。スライダーを使
用して、ダイナミックコントラストを調整します。逆光の強い条件下ではダイナミックコントラ
ストを有効にします。暗い条件下ではダイナミックコントラストを無効にします。

カカススタタムム歪歪みみ補補正正設設定定:: カメラのレンズパラメーター、光学センター、およびチルトの向きを含
む.dewarpファイルをインポートすることができます。[RReesseett ((リリセセッットト))] をクリックすると、パ
ラメーターが元の値にリセットされます。

1. 以下のパラメーターを含む.dewarpファイルを作成します。
– 必須：RadialDistortionX、RadialDistortionY、RadialDistortionZ、

TiltOrientation。TiltOrientationに指定できる値は、wall、desk、およ
びceilingです。

– オプション：OpticalCenterXとOpticalCenterY。光学センターを設定する場
合は、これら2つのパラメーターを両方とも含める必要があります。

2. [IImmppoorrtt ((イインンポポーートト))] をクリックして、.dewarpファイルを参照します。
以下は.dewarpファイルの例です。
RadialDistortionX=-43.970703 RadialDistortionY=29.148499 RadialDistortionZ=715.732193
TiltOrientation=Desk OpticalCenterX=1296 OpticalCenterY=972

AXIS Camera Station Pro
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PPTTZZププリリセセッットト

パン/チルト/ズーム (PTZ) とは、カメラをパン (左右に移動)、チルト (上下に移動)、ズームイン、
ズームアウトする機能です。

[[設設定定]] -- [[デデババイイスス]] -- [[PPTTZZププリリセセッットト]] を選択して、PTZ機能を使用できるカメラを一覧表示しま
す。カメラをクリックすると、カメラで使用可能なすべてのプリセットが表示されます。[RReeffrreesshh
((更更新新))] をクリックすると、プリセットリストが更新されます。

PTZが使用可能なカメラは次のとおりです。

• PTZカメラ (メカニカルPTZが搭載されているカメラ)
• デジタルPTZが有効になっている固定カメラ

デジタルPTZを有効にするには、カメラに内蔵の設定ページを使用します。詳細については、カメ
ラのユーザーマニュアルを参照してください。設定ページを開くには、デバイスの管理ページに
進み、カメラを選択して [Address (アドレス)] 列のリンクをクリックします。

PTZプリセットは、AXIS Camera Station Proおよびカメラの設定ページで設定できます。PTZプリ
セットは、AXIS Camera Station Proで設定することをお勧めします。

• カメラの設定ページでPTZプリセットを設定する場合は、プリセット内でストリームのみを
表示できます。ライブビューでのPTZの動きを確認し、録画することができます。

• AXIS Camera Station ProでPTZプリセットを設定する場合は、カメラのストリーム全体を閲
覧できます。ライブビューでのPTZの動きは、表示することも記録することもできません。

注
カメラのコントロールキューが有効になっている場合、PTZは使用できません。コントロール
キューの詳細と、コントロールキューを有効または無効にする方法については、カメラのユー
ザーマニュアルを参照してください。

プリセットを追加するには:

1. [[設設定定]] -- [[デデババイイスス]] -- [[PPTTZZププリリセセッットト]] を選択し、リストからカメラを選択します。
2. メカニカルPTZを搭載したカメラの場合は、PTZコントロールを使用して、カメラビューを

目的の位置に移動します。デジタルPTZを搭載したカメラの場合は、マウスホイールを使用
してズームインし、カメラビューを目的の位置にドラッグします。

3. [追追加加] をクリックし、新しいプリセットの名前を入力します。
4. [[OOKK]]をクリックします。

プリセットを削除するには、プリセットを選択し [削削除除] をクリックします。選択したプリセット
が AXIS Camera Station Proとカメラから削除されます。

デデババイイススのの管管理理

装置管理には、AXIS Camera Station Proに接続された装置の管理とメンテナンスを行うためのツー
ルが用意されています。

[[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択して「デバイスの管理」ページを開きます。

ファームウェアアップグレード設定, on page 122で新しいファームウェアバージョンの自動確認
を設定した場合は、デバイスで使用可能な新しいファームウェアバージョンがあるとリンクが表
示されます。リンクをクリックして、ファームウェアバージョンをアップグレードします。
ファームウェアのアップグレードを参照してください。

AXIS Camera Station Proの更新, on page 129で新しいソフトウェアバージョンの自動確認を設定し
た場合は、使用可能な新しい AXIS Camera Station Proのバージョンがあるとリンクが表示されま
す。リンクをクリックして、新しいバージョンの AXIS Camera Station Proをインストールしま
す。

AXIS Camera Station Proに追加されている装置のリストが表示されます。[[検検索索すするる文文字字をを入入力力]
フィールドを使用して、リスト内のデバイスを検索できます。列を表示/非表示にするには、ヘッ
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ダー行を右クリックし、表示する列を選択します。ヘッダーをドラッグアンドドロップして、列
の順序を並べ替えることができます。

デバイスのリストには以下の情報が含まれています。

• 名名前前:: 装置が複数のカメラが接続されたビデオエンコーダであるとき、または装置が複数の
ビューエリアのあるネットワークカメラであるとき、装置名または関連付けられたすべて
のカメラ名のリストが表示されます。

• MMAACCアアドドレレスス:: デバイスのMACアドレス。
• スステテーータタスス:: 装置のステータス。

– OOKK:: 確立されたデバイス接続の標準の状態。
– メメンンテテナナンンスス:: 装置はメンテナンス中であるため、一時的にアクセスできません。
– アアククセセスス不不可可:: デバイスとの接続を確立できません。
– 設設定定さされれたたホホスストト名名ででははアアククセセススででききまませせんん:: ホスト名を使用して装置との接続を

確立することはできません。
– ササーーババーーににアアククセセスス不不可可:: デバイスが接続するサーバーとの接続を確立できませ

ん。
– パパススワワーードドをを入入力力:: 有効なアカウント情報を入力するまでデバイスの接続は確立さ

れません。リンクをクリックし、有効なユーザー認証情報を入力します。デバイス
が暗号化接続に対応している場合、デフォルトで暗号化されたパスワードが送信さ
れます。

– パパススワワーードドをを設設定定:: rootアカウントとパスワードが設定されていないか、デバイスで
使用されているパスワードがデフォルトのままになっています。リンクをクリック
して、rootユーザーのパスワードを設定します。
– パスワードを入力するか、[GGeenneerraattee ((生生成成))] をクリックして、装置で許容さ

れる長さを上限としたパスワードを自動的に生成します。自動生成されたパ
スワードを表示し、そのコピーを作成することをお勧めします。

– [Set password] ステータスが存在するすべての装置でこのパスワードを使
用する選択肢を有効にします。

– 装置がHTTPSをサポートしている場合は、[EEnnaabbllee HHTTTTPPSS ((HHTTTTPPSSをを有有効効ににすす
るる))] を選択してHTTPSを有効にします。

– パパススワワーードドののタタイイププ：：非非暗暗号号化化：： デバイスが以前に暗号化されたパスワードを使
用して接続しているため、デバイスの接続は確立されません。安全上の理由から、
AXIS Camera Station Proでは暗号化されたパスワードを使用したことがある装置に
対しては、暗号化されていないパスワードの使用を許可していません。暗号化に対
応している装置では、装置の設定ページで接続のタイプを設定します。

– 証証明明書書エエララーー:: 装置上の証明書にエラーがあります。
– ままももななくく証証明明書書のの有有効効期期限限でですす:: 装置上の証明書の有効期限が近くなっています。
– 証証明明書書のの有有効効期期限限切切れれ:: デバイス上の証明書の有効期限が切れました。
– HHTTTTPPSS証証明明書書がが信信頼頼さされれてていいまませせんん:: 装置のHTTPS証明書が AXIS Camera Station

Proに信頼されていません。新しいHTTPS証明書を発行するためのリンクをクリック
します。

– HHTTTTPP失失敗敗:: デバイスとのHTTP接続を確立できません。
– HHTTTTPPSS失失敗敗:: デバイスとのHTTPS接続を確立できません。
– HHTTTTPPおおよよびびHHTTTTPPSS接接続続にに失失敗敗 ((ppiinnggままたたははUUDDPPははOOKK))::デバイスとのHTTPまたは

HTTPS接続を確立できません。デバイスはpingおよびUser Datagram Protocol (UDP)
通信には応答します。

• アアドドレレスス:: 装置のアドレス。リンクをクリックすると、デバイスの設定ページが開きます。
デバイスの追加時にどちらを使用したかに応じて、IPアドレスまたはホスト名が表示されま
す。[Device configuration (装置設定)] タブ, on page 72を参照してください。
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• ホホスストト名名:: デバイスのホスト名 (使用可能な場合)。リンクをクリックすると、デバイスの設
定ページが開きます。ホスト名は、完全修飾ドメイン名で表示されます。[Device
configuration (装置設定)] タブ, on page 72を参照してください。

• メメーーカカーー:: デバイスのメーカー。
• モモデデルル:: デバイスのモデル。
• フファァーームムウウェェアア:: デバイスが現在使用しているファームウェアのバージョン。
• DDHHCCPP:: デバイスがDHCPを使用してサーバーに接続している場合、表示されます。
• HHTTTTPPSS:: 装置のHTTPSステータス。セキュリティ, on page 69でHTTPSステータスを参照して

ください。
• IIEEEEEE 880022..11XX:: デバイスのIEEE 802.1Xステータス。セキュリティ, on page 69でIEEE 802.1Xス

テータスを参照してください。
• ササーーババーー:: 装置が接続されている AXIS Camera Station Proサーバー。
• タタググ:: (デフォルトでは非表示) デバイスに付加されているタグ。
• UUPPnnPPフフレレンンドドリリ名名::(デフォルトでは非表示) UPnP名。デバイスを識別しやすくするために

使用する、分かりやすい名前です。
デバイスで次のアクションを実行できます。

• デバイスにIPアドレスを割り当てる。IPアドレスの割り当てを参照してください。
• デバイスにパスワードを設定する。ユーザー管理を参照してください。
• デバイスのファームウェアをアップグレードする。ファームウェアのアップグレードを参

照してください。
• デバイスに日付と時刻を設定する。日付と時刻の設定を参照してください。
• デバイスを再起動する。
• パスワードを含むほとんどの設定を工場出荷時の値にリセットするためにデバイスをリス

トアします。アンロードされたカメラアプリケーション、ブートプロトコル(DHCPまたは
静的)、静的なIPアドレス、デフォルトルーター、サブネットマスク、システム時刻の設定
はリセットされていません。

注
• 不正なアクセスを防止するため、デバイスを工場出荷時の設定に戻した後、パスワードを

設定することを強く推奨します。
• リセットするデバイスがクラウドストレージを使用している場合は、リセットする前に、

My Systemsの [CClloouudd ssttoorraaggee ((ククララウウドドスストトレレーージジ))] から、デバイスのクラウドストレー
ジをオフにしてください。デバイスがリセットされたら、AXIS Camera Station Proサーバー
でサービスを再起動し、My Systemsでデバイスのクラウドストレージをオンにします。
個々のカメラのクラウドストレージをオンにするを参照してください。

• デバイスにカメラアプリケーションをインストールします。カメラアプリケーションのイ
ンストールを参照してください。

• デバイスの設定ページから設定を変更した場合に、デバイスを再読み込みします。
• デバイスを設定する。デバイスの設定を参照してください。
• ユーザーを管理する。ユーザー管理を参照してください。
• 証明書を管理する。セキュリティ, on page 69を参照してください。

• デバイスデータを収集する。装置データの収集を参照してください。
• IPアドレスまたはホスト名を使用する場合に選択します。接続, on page 71を参照してくだ

さい。
• デバイスにタグを付ける。タグを参照してください。
• デバイスの認証情報を入力する。デバイスを右クリックして [[詳詳細細設設定定]] -- [[デデババイイススのの認認証証

情情報報のの入入力力]] を選択し、デバイスのパスワードを入力します。
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• デバイスの設定タブに移動し、デバイスを設定します。[Device configuration (装置設定)]
タブ, on page 72を参照してください。

IIPPアアドドレレススのの割割りり当当てて

AXIS Camera Station Pro は複数の装置にIPアドレスを割り当てることができます。新しいIPアドレ
スは、DHCPサーバーから自動的に取得したり、IPアドレス範囲から割り当てて取得したりできま
す。

IIPPアアドドレレススのの割割りり当当てて

1. [[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択し、設定するデバイスを選択します。

2. をクリックするか、右クリックして [AAssssiiggnn IIPP aaddddrreessss ((IIPPアアドドレレススのの割割りり当当てて))] を選
択します。

3. 装置にアクセスできないなど、装置を設定できない場合は、[Invalid devices (無効な装置)]
ダイアログが表示されます。[CCoonnttiinnuuee ((継継続続))] をクリックすると、設定できない装置をス
キップできます。

4. IPアドレスの割り当てで1台のデバイスを選択する場合、[詳詳細細設設定定] をクリックすると、[IP
アドレスの割り当て] ページが開きます。

5. [IIPPアアドドレレススをを自自動動的的にに取取得得すするる ((DDHHCCPP))] を選択して、DHCPサーバーからIPアドレスを自
動的に取得します。

6. [次次ののIIPPアアドドレレスス範範囲囲をを割割りり当当てて] を選択し、IPアドレス、サブネットマスク、デフォルト
ルーターを指定します。
IP範囲を指定するには:
– ワイルドカードを使用。例:192.168.0.*、または10.*.1.*
– 最初のIPアドレスと最後のIPアドレスをダッシュで区切って書く。例:192.168.0.10-

192.168.0.20 (このアドレス範囲は、192.168.0.10-20に短縮もできます)、または
10.10-30.1.101

– ワイルドカードと範囲を組み合わせる。例:10.10-30.1.*
– コンマを使用して複数の範囲を区切る。例:192.168.0.*,192.168.1.10-192.168.1.20

注
IPアドレス範囲を割り当てる場合、各装置が同じ AXIS Camera Station Proサーバーに接続され
ている必要があります。
7. [[NNeexxtt ((次次へへ))]]をクリックします。
8. 現在のIPアドレスと新しいIPアドレスを確認します。デバイスのIPアドレスを変更するに

は、デバイスを選択して [IIPPをを編編集集] をクリックします。
– 新しいIPアドレス、サブネットマスク、デフォルトルーターが [現在のIPアドレス] セ

クションに表示されます。
– [新しいIPアドレス] セクションでオプションを編集し、[OOKK] をクリックします。

9. 新しいIPアドレスを確認し、[完完了了] をクリックします。

デデババイイススのの設設定定

1台の装置から装置設定をコピーするか、設定ファイルを適用することで、複数の装置の一部の設
定を同時に行うことができます。

注
1台のデバイスですべての設定を行うには、デバイスの設定ページに移動します。[Device
configuration (装置設定)] タブ, on page 72を参照してください。

• デバイスの設定方法については、「 設定方法」を参照してください。
• 設定ファイルの作成方法については、「 設定ファイルを作成する」を参照してください。
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• コピー可能な設定については、「 設定の構成」を参照してください。

設設定定方方法法

デバイスを設定するには数種類の方法があります。AXIS Device managementは、設定の方法に基
づいてすべてのデバイスを構成しようとします。デバイスの設定を参照してください。

選選択択ししたたデデババイイススのの設設定定をを使使用用すするる

注
この方法は、既存の設定を一部またはすべてを再利用することで、単一のデバイスの設定での
み使用できます。
1. [[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択します。
2. 1台のデバイスを右クリックして、[[デデババイイススのの設設定定]] -- [[設設定定]] を選択します。
3. 適用する設定を選択します。設定の構成, on page 64を参照してください。
4. [次次へへ] をクリックして適用する設定を確認します。
5. [完完了了] をクリックし、設定をデバイスに適用します。

他他ののデデババイイススかからら設設定定ををココピピーーすするる

1. [[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択します。
2. デバイスを右クリックして、[[デデババイイススのの設設定定]] -- [[設設定定]] を選択します。さまざまなモデル

またはファームウェアのデバイスを選択できます。
3. [デデババイイスス] をクリックして設定を再利用できるデバイスを表示します。
4. 設定をコピーするデバイスを選択し、[OOKK] をクリックします。
5. 適用する設定を選択します。設定の構成, on page 64を参照してください。
6. [次次へへ] をクリックして適用する設定を確認します。
7. [完完了了] をクリックし、設定をデバイスに適用します。

設設定定フファァイイルルをを使使用用すするる

設定ファイルには、1台のデバイスの設定が含まれています。この設定を使用して複数のデバイス
を同時に設定したり、デバイスを向上出荷時の設定にリセットする場合などに、デバイスを再設
定したりできます。1台のデバイスから作成した設定ファイルを、モデルまたはファームウェアの
異なる複数のデバイスに適用することができます。一部の設定が、すべてのデバイスに存在する
わけではない場合でも可能です。

設定が適用先の装置に存在しなかったり、設定を適用できない場合は、AXIS Camera Station Proク
ライアントの一番下にある [Tasks (タスク)] タブに「Error (エラー)」というステータスが表示され
ます。その場合、タスクを右クリックし、[表示] を選択して、適用できなかった設定の情報を表示
します。

注
この方法は経験豊富なユーザー向けです。
1. [[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択します。
2. デバイスを右クリックして、[[デデババイイススのの設設定定]] -- [[設設定定]] を選択します。
3. [設設定定フファァイイルル] をクリックして設定ファイルを参照します。設定ファイルの作成方法につ

いては、設定ファイルを作成する, on page 64を参照してください。
4. .cfgファイルを選択し、[開開くく] をクリックします。
5. [次次へへ] をクリックして適用する設定を確認します。
6. [完完了了] をクリックし、設定をデバイスに適用します。
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設設定定フファァイイルルをを作作成成すするる

設定ファイルには、1台のデバイスの設定が含まれています。これらの設定は後で他のデバイスに
適用できます。設定ファイルの使用方法については、「 設定方法」を参照してください。

表示される設定は、AXIS Device managementを使用してアクセスすることができるデバイス設定
です。特定の設定を検索するには、[検検索索すするる文文字字をを入入力力] フィールドを使用します。

設定ファイルを作成するには:

1. [[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択します。
2. 設定ファイルを作成するデバイスを選択します。
3. デバイスを右クリックし、[[デデババイイススのの設設定定]] -- [[設設定定フファァイイルルのの作作成成]] を選択します。
4. ファイルに含める設定を選択し、設定の値を必要に応じて変更します。設定の構成を参照

してください。
5. [次次へへ] をクリックして設定を確認します。
6. [完完了了] をクリックして設定ファイルを作成します。
7. [保保存存] をクリックして設定を.cfgファイルに保存します。

設設定定のの構構成成

デバイスの設定時は、デバイスのパラメーター、アクションルール、および追加の設定を構成す
ることができます。

パパララメメーータターー

パラメーターとは、デバイスの動作を制御する内部的なデバイスパラメーターです。パラメー
ターの全般的な情報は、Axisのホームページ (www.axis.com) で製品のユーザーマニュアルを参照
してください

注
• パラメーターの変更は、経験豊富なユーザーだけが行うようにしてください。
• AXIS Device managementから、すべてのデバイスパラメーターにアクセスできるわけでは

ありません。
一部のテキストフィールドには、変数を挿入することができます。変数はデバイスに適用される
前にテキストに置き換えられます。変数を挿入するには、テキストフィールドを右クリックし、
次のように選択します。

• 変変数数ととししてて、、製製品品ののシシリリアアルル番番号号をを入入力力ししててくくだだささいい:: この変数は、設定ファイルを適用
するデバイスのシリアル番号に置き換えられます。

• 変変数数ととししてて、、デデババイイスス名名をを入入力力ししててくくだだささいい:: この変数は、設定ファイルの適用時に使用
されているデバイスの名前に置き換えられます。デバイス名は、「デバイスの管理」ペー
ジの [名前] 列で確認できます。デバイスの名前を変更するには、[カメラ] または [他のデバ
イス] ページを選択します。

• 変変数数ととししてて、、ササーーババーー名名をを入入力力ししててくくだだささいい:: この変数は、設定ファイルの適用時に使用
されているサーバーの名前に置き換えられます。サーバー名は、「デバイスの管理」ペー
ジの [サーバー] 列で確認できます。サーバーの名前を変更するには、AXIS Camera Station
Pro Service Controlに移動します。

• 変変数数ととししてて、、ササーーババーーののタタイイムムゾゾーーンンをを入入力力ししててくくだだささいい:: この変数は、設定ファイルの
適用時に使用されているサーバーのPOSIXタイムゾーンに置き換えられます。これは、
POSIXタイムゾーンパラメーターと共に使用して、複数のタイムゾーンのサーバーからなる
ネットワーク内のすべてのデバイスに正しいタイムゾーンを設定することができます。

アアククシショョンンルルーールル
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アクションルールは、デバイス間でコピーすることができます。アクションルールの変更は、経
験豊富なユーザーだけが行うようにしてください。アクションルールの全般的な情報について
は、「 アクションルール」を参照してください。

追追加加設設定定

• スストトリリーームムププロロフファァイイルル:: ストリームプロファイルは、ビデオエンコーディングおよび画
像や音声の設定用に事前プログラムされているライブビューのプロファイルです。スト
リームプロファイルは、デバイス間でコピーすることができます。

• 動動体体検検知知ウウィィンンドドウウ:: 動体検知ウィンドウは、カメラの視野に特定のエリアを定義するた
めに使用します。通常、指定されたエリア内で何かが動く (または停止する) たびにアラー
ムが生成されます。動体検知ウィンドウは、デバイス間でコピーすることができます。

ユユーーザザーー管管理理

[[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択すると、デバイスのユーザーを管理するための「デバイスの管
理」ページが表示されます。

複数のデバイスに対してパスワードを設定したりユーザーを削除したりする場合、いずれのデバ

イスにも存在しないユーザーは で表示されます。個々のユーザーが別々のデバイスに別々の
権限で存在する場合、各ユーザーは一度だけ表示されます。

注
アカウントは装置固有であり、AXIS Camera Station Proのユーザーアカウントとは関連付けら
れていません。

パパススワワーードドのの設設定定

注
• ファームウェア5.20以降のデバイスでは、64文字のパスワードをサポートします。それよ

り古いファームウェアバージョンのデバイスでは、8文字のパスワードをサポートします。
古いファームウェアを搭載した装置では、個別にパスワードを設定することをお勧めしま
す。

• サポートされているパスワードの長さが異なる複数の装置でパスワードを設定する場合、
パスワードは、その中で最短の長さに収まるようにする必要があります。

• 許可されていないアクセスを防止したり、セキュリティを向上させるため、AXIS Camera
Station Proに追加されたすべての装置をパスワードで保護することを強くお勧めします。

パスワードに使用できる文字は以下のとおりです。

• アルファベットA～Z、a～z
• 数字 0～9
• スペース、カンマ (,)、ピリオド (.)、コロン (:)、セミコロン (;)
• !、“、#、$、%、&、'、(、+、*、-、)、/、<、>、=、?、[、\、^、-、`、{、|、~、@、]、}

デバイスのユーザーにパスワードを設定するには:

1. [CCoonnffiigguurraattiioonn >> DDeevviicceess >> MMaannaaggeemmeenntt >> MMaannaaggee ddeevviicceess ((設設定定 >> デデババイイスス >> 管管理理 >>
デデババイイススのの管管理理))] を選択します。

2. デバイスを選択し、 をクリックします。装置を右クリックして [UUsseerr MMaannaaggeemmeenntt >>
SSeett ppaasssswwoorrdd ((ユユーーザザーー管管理理 >> パパススワワーードドをを設設定定))] を選択することもできます。

3. ユーザーを選択します。
4. パスワードを入力するか、[GGeenneerraattee ((生生成成))] をクリックして強力なパスワードを生成しま

す。
5. [[OOKK]]をクリックします。

ユユーーザザーーをを追追加加
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ローカルユーザーまたはActive Directoryユーザーを AXIS Camera Station Proに追加するには:

1. [CCoonnffiigguurraattiioonn >> DDeevviicceess >> MMaannaaggeemmeenntt >> MMaannaaggee ddeevviicceess ((設設定定 >> デデババイイスス >> 管管理理 >>
デデババイイススのの管管理理))] を選択します。

2. デバイスを右クリックして [UUsseerr MMaannaaggeemmeenntt >> AAdddd uusseerr ((ユユーーザザーー管管理理 >> ユユーーザザーーをを
追追加加))] を選択します。

3. ユーザー名とパスワードを入力し、パスワードを確認します。使用できる文字の一覧は、
前述の「パスワードを設定」セクションを参照してください。

4. [権権限限] フィールドのドロップダウンリストからユーザーのアクセス権を選択します。
– 管管理理者者:: 装置に無制限にアクセスできます。
– オオペペレレーータターー:: ビデオストリーム、イベント、システムオプションを除くすべての設

定にアクセスできます。
– 閲閲覧覧者者:: ビデオストリームにアクセスできます。

5. [PPTTZZココンントトロローールルをを有有効効ににすするる] を選択すると、ユーザーがライブビューでパン、チル
ト、ズームを実行できるようになります。

6. [[OOKK]]をクリックします。
ユユーーザザーーをを削削除除

デバイスからユーザーを削除するには:

1. [CCoonnffiigguurraattiioonn >> DDeevviicceess >> MMaannaaggeemmeenntt >> MMaannaaggee ddeevviicceess ((設設定定 >> デデババイイスス >> 管管理理 >>
デデババイイススのの管管理理))] を選択します。

2. デバイスを右クリックして [UUsseerr MMaannaaggeemmeenntt >> RReemmoovvee uusseerr ((ユユーーザザーー管管理理 >> ユユーー
ザザーーをを削削除除))] を選択します。

3. [ユユーーザザーー] フィールドのドロップダウンリストから削除するユーザーを選択します。
4. [[OOKK]]をクリックします。

ユユーーザザーーをを一一覧覧

デバイスのすべてのユーザーとそのアクセス権を一覧にするには:

1. [CCoonnffiigguurraattiioonn >> DDeevviicceess >> MMaannaaggeemmeenntt >> MMaannaaggee ddeevviicceess ((設設定定 >> デデババイイスス >> 管管理理 >>
デデババイイススのの管管理理))] を選択します。

2. 装置を右クリックして [UUsseerr MMaannaaggeemmeenntt >> LLiisstt uusseerrss ((ユユーーザザーー管管理理 >> ユユーーザザーーをを一一
覧覧))] を選択します。

3. [検検索索すするる文文字字をを入入力力] フィールドを使用すると、リスト内の特定のユーザーを検索できま
す。

フファァーームムウウェェアアののアアッッププググレレーードド

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

ファームウェアはAxis製品の機能を決定するソフトウェアです。最新のファームウェアをインス
トールすることで、最新の機能を利用できるようになります。

新しいファームウェアは、AXIS Camera Station Proを使用してダウンロードできるほか、ハードド
ライブまたはメモリーカード内のファイルからインポートすることもできます。AXIS Camera
Stationにまだダウンロードされていないバージョンのファームウェアの場合、そのバージョン番
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号の後に ((ダダウウンンロローードド)) と表示されています。ローカルクライアントにまだダウンロードされて
いないバージョンのファームウェアの場合、そのバージョン番号の後に ((フファァイイルル)) と表示されて
います。

ファームウェアをアップグレードする際には、以下のアップグレードタイプを選択できます。

• 標標準準:: 選択したファームウェアバージョンにアップグレードして、既存の設定値を維持しま
す。

• FFaaccttoorryy ddeeffaauulltt ((工工場場出出荷荷時時設設定定)):: 選択したファームウェアバージョンにアップグレード
し、すべての設定を工場出荷時の値にリセットします。

ファームウェアをアップグレードするには:

1. [[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択し、設定するデバイスを選択します。

2. をクリックするか、右クリックして [UUppggrraaddee ffiirrmmwwaarree ((フファァーームムウウェェアアののアアッッププググ
レレーードド))] を選択します。

3. 装置にアクセスできないなど、装置を設定できない場合は、[Invalid devices (無効な装置)]
ダイアログが表示されます。[CCoonnttiinnuuee ((継継続続))] をクリックすると、設定できない装置をス
キップできます。

4. ファームウェアのアップグレード中はデバイスにアクセスできません。[ははいい] をクリック
して続行します。このことを確認済みで、再び表示されないようにするには、[ここののダダイイアア
ロロググをを再再表表示示ししなないい] を選択して [ははいい] をクリックします。

5. [ファームウェアのアップグレード] ダイアログには、装置モデル、各モデルの装置数、既存
のファームウェアバージョン、アップグレードで使用可能なファームウェアバージョン、
およびアップグレードタイプが一覧表示されます。新しいファームウェアバージョンのダ
ウンロードが可能になると、デフォルトでデバイスがあらかじめリストで選択され、最新
のファームウェアバージョンがデバイスごとにあらかじめ選択されています。
5.1. ダウンロード可能なファームウェアバージョンのリストを更新するには、[更更新新をを確確

認認] をクリックします。ローカルのクライアントに保存されている1つ以上のファー
ムウェアファイルを参照するには、[参参照照] をクリックします。

5.2. アップグレードする装置とファームウェアのバージョン、およびアップグレードタ
イプを選択します。

5.3. [OOKK] をクリックして、リスト内の装置のアップグレードを開始します。

注
デフォルトでは、ファームウェア更新は選択したすべてのデバイスで同時に行われます。更新
の順序は変更することができます。ファームウェアアップグレード設定を参照してください。

日日付付とと時時刻刻のの設設定定

Axisデバイスに日付と時刻を設定します。コンピューターの時刻またはNTPサーバーに同期する
か、手動で設定することができます。

デバイスに日付と時刻を設定するには:

1. [[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択します。

2. デバイスを選択して をクリックするか、右クリックして[[SSeett ddaattee aanndd ttiimmee ((日日付付とと時時
刻刻をを設設定定))]]を選択します。

3. Axisデバイスの現在の日付と時刻が [デデババイイススのの時時刻刻] に表示されます。複数のデバイスを
選択すると、[デデババイイススのの時時刻刻] が利用できなくなります。

4. タイムゾーンを選択します。
– [タタイイムムゾゾーーンン] ドロップダウンリストからAxis製品で使用するタイムゾーンを選択

します。
– 製品を使用している地域で夏時間が導入されている場合は、[夏夏時時間間のの調調整整をを自自動動的的

にに行行うう] を選択してください。
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注
タイムゾーンは、[NNTTPPササーーババーーとと同同期期すするる] または [手手動動でで設設定定すするる] の時刻モードを選択して
いる場合に設定できます。
5. [時刻モード] セクションで次のように実行します。

– [SSyynncchhrroonniizzee wwiitthh sseerrvveerr ccoommppuutteerr ttiimmee ((ココンンピピュューータターーのの時時刻刻とと同同期期すするる))] を
選択して、製品の日付と時刻を、AXIS Camera Station Proサーバーがインストール
されているサーバーコンピューターのクロックと同期させます。

– [NNTTPPササーーババーーとと同同期期すするる] を選択して、製品の日付と時刻をNTPサーバーに同期さ
せます。フィールドに、NTPサーバーのIPアドレス、DNSまたはホスト名を入力しま
す。

– [手手動動でで設設定定すするる] を選択して、日付と時刻を手動で設定します。
6. [[OOKK]]をクリックします。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

日付と時刻の設定

カカメメララアアププリリケケーーシショョンンののイインンスストトーールル

カメラアプリケーションは、Axisのネットワークビデオ製品にアップロードし、インストールする
ことができるソフトウェアです。アプリケーションをインストールすることにより、検知、認
識、追跡、カウントなどの機能を追加することができます。

AXIS Camera Station Proから直接インストールできるアプリケーションもあります。それ以外のア
プリケーションは、まず、AxisのWebサイト (www.axis.com/global/en/products/analytics-and-
other-applications) またはアプリケーションベンダーのWebサイトからダウンロードする必要があ
ります。

これらのアプリケーションは、AXIS Camera Application Platformをサポートするデバイスにイン
ストールすることができます。アプリケーションによっては、特定のファームウェアバージョン
またはカメラモデルにしかインストールできません。

ライセンスが必要なアプリケーションの場合は、ライセンスキーファイルをアプリケーションと
同時にインストールすることも、装置の設定ページを使用して後からインストールすることもで
きます。

ライセンスキーファイルを取得するには、www.axis.com/se/sv/products/camera-applications/
license-key-registration#/registrationにアクセスし、アプリケーションに付属するライセンスコー
ドを登録する必要があります。

アプリケーションをインストールできない場合は、www.axis.comにアクセスし、インストール先
の装置モデルとファームウェアバージョンがAXIS Camera Application Platformをサポートしてい
るかどうかをチェックしてください。

利用可能なカメラアプリケーション:

AAXXIISS VViiddeeoo MMoottiioonn DDeetteeccttiioonn 44 -- 対象範囲内で動く被写体を検知するアプリケーションです。ラ
イセンスが不要で、ファームウェア6.50以降のカメラにインストールすることができます。製品の
ファームウェアのリリースノートを確認し、Video Motion Detection 4をサポートしているかどう
かを確認することもできます。

AAXXIISS VViiddeeoo MMoottiioonn DDeetteeccttiioonn 22 -- 対象範囲内で動く被写体を検知するアプリケーションです。ラ
イセンスが不要で、ファームウェア5.60以降のカメラにインストールすることができます。
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AAXXIISS VViiddeeoo CCoonntteenntt SSttrreeaamm -- Axisカメラが動体追跡データを AXIS Camera Station Proに送信でき
るようにするアプリケーション。5.50〜9.59のファームウェアを搭載したカメラにインストールで
きます。AXIS Video Content Streamは AXIS Camera Station Proと組み合わせてのみ使用できま
す。

そそのの他他ののアアププリリケケーーシショョンン -- インストールを希望する任意のアプリケーション。インストールを
開始する前に、アプリケーションをローカルコンピューターにダウンロードしてください。

カメラアプリケーションをインストールするには:

1. [[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択します。

2. アプリケーションをインストールするカメラを選択します。 をクリックするか、右ク
リックして [IInnssttaallll ccaammeerraa aapppplliiccaattiioonn ((カカメメララアアププリリケケーーシショョンンののイインンスストトーールル))] を選
択します。

3. カメラにインストールするカメラアプリケーションを選択します。他のアプリケーション
をインストールする場合は、[参参照照] をクリックしてローカルのアプリケーションファイル
に移動します。[[NNeexxtt ((次次へへ))]]をクリックします。

4. アプリケーションのインストール後、[アアププリリケケーーシショョンンのの上上書書ききをを許許可可] を選択してアプ
リケーションを再インストールするか、[アアププリリケケーーシショョンンののダダウウンンググレレーードドをを許許可可] を選
択して旧バージョンのアプリケーションをインストールします。

注
ダウングレードまたは上書きによって、デバイスのアプリケーション設定がリセットされま
す。
5. ライセンスが必要なアプリケーションの場合は、[ライセンスのインストール] ダイアログが

表示されます。
5.1. [ははいい] をクリックしてライセンスのインストールを開始してから、[次次へへ] をクリッ

クします。
5.2. [参参照照] をクリックしてライセンスファイルに移動してから、[次次へへ] をクリックしま

す。

注
AXIS Video Motion Detection 2、AXIS Video Motion Detection 4、またはAXIS Video Content
Streamのインストールではライセンスは不要です。
6. 情報を確認し、[完完了了] をクリックします。カメラのステータスが [OK] から [Maintenance]

に変更され、インストールが終了すると [OK] に戻ります。

セセキキュュリリテティィ

HTTPSまたはIEE 802.1Xを有効にすると、AXIS Camera Station Proの認証局 (CA) は自動的にクライ
アントとサーバーの証明書に署名し、それらの証明書を装置に配布します。CAは、プリインス
トールされた証明書を無視します。証明書を設定する方法の詳細については、証明書, on page
141を参照してください。

HHTTTTPPSSままたたははIIEEEEEE 880022..11XX証証明明書書のの管管理理

注
IEEE 802.1Xを有効にする前に、AXIS Camera Station ProでAxis装置の時刻が同期されていること
を確認します。
1. [[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択します。
2. デバイスを右クリックし、以下の操作を行います。

– [SSeeccuurriittyy >> HHTTTTPPSS >> EEnnaabbllee//UUppddaattee ((セセキキュュリリテティィ >> HHTTTTPPSS >> 有有効効ににすするる//更更新新
すするる))] を選択して、装置でHTTPSを有効にするか、HTTPSの設定を更新します。

– [SSeeccuurriittyy >> IIEEEEEE 880022..11XX >> EEnnaabbllee//UUppddaattee ((セセキキュュリリテティィ >> IIEEEEEE 880022..11XX >> 有有効効にに
すするる//更更新新すするる))] を選択して、デバイスでIEEE 802.1Xを有効にするか、IEEE 802.1Xの
設定を更新します。
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– [SSeeccuurriittyy >> HHTTTTPPSS >> DDiissaabbllee ((セセキキュュリリテティィ >> HHTTTTPPSS >> 無無効効ににすするる))] を選択して、
装置でHTTPSを無効にします。

– [SSeeccuurriittyy >> IIEEEEEE 880022..11XX >> DDiissaabbllee ((セセキキュュリリテティィ >> IIEEEEEE 880022..11XX >> 無無効効ににすするる))] を
選択して、装置でIEEE 802.1Xを無効にします。

– [CCeerrttiiffiiccaatteess...... ((証証明明書書......))] を選択して、証明書の概要を表示したり、証明書を削除
したり、特定の証明書に関する詳細な情報を確認したりします。

注
同じ証明書が複数のデバイスにインストールされているとき、その証明書は1つの項目として表
示されるだけです。その証明書を削除すると、インストールされているすべてのデバイスから
削除されます。

HHTTTTPPSSととIIEEEEEE 880022..11XXののスステテーータタスス

装置の管理ページに、HTTPSとIEEE 802.1Xのステータスが一覧表示されます。

スステテーータタスス 説説明明

HTTPS オン AXIS Camera Station Pro はHTTPSを使用して装置に
接続します。

オフ AXIS Camera Station Pro はHTTPを使用して装置に接
続します。

不明 装置にアクセスできません。

サポートされていない
ファームウェア

装置のファームウェアが古すぎるため、HTTPSはサ
ポートされていません。

サポートされていない装置 HTTPSはこのデバイスモデルではサポートされてい
ません。

IEEE 802.1X オン IEEE 802.1Xは、装置上でアクティブです。

オフ IEEE 802.1Xはアクティブではありませんが、デバイ
ス上でアクティブにする準備ができています。

サポートされていない
ファームウェア

装置のファームウェアが古すぎるため、IEEE 802.1X
はサポートされていません。

サポートされていない装置 IEEE 802.1Xはこの装置モデルではサポートされてい
ません。

装装置置デデーータタのの収収集集

このオプションは、一般的にトラブルシューティング目的で使用されます。デバイス上の特定の
場所に関するデータ収集レポートを含む.zipファイルを生成するには、このオプションを使用しま
す。

デバイスデータを収集するには:

1. [[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択します。
2. デバイスを右クリックし、[デデババイイススデデーータタのの収収集集] を選択します。
3. [選択した製品のデータソース] セクションで次のように実行します。

– [ププリリセセッットト] を選択し、一般に使用されているコマンドのドロップダウンリストか
らいずれかを選択します。

注
プリセットによっては、すべてのデバイスで使用できるわけではない場合があります。たとえ
ば、PTZ状態は音声デバイスでは使用できません。
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– [カカススタタムム] をクリックして、選択したサーバー上のデータ収集ソースへのURLパス
を指定します。

4. [名前を付けて保存] セクションで、データ収集の.zipファイルのファイル名とフォルダーの
場所を指定します。

5. データ収集が終了した時点で指定のフォルダーを開くように、[準準備備完完了了後後にに保保存存先先ののフフォォ
ルルダダーーをを自自動動的的にに開開くく] を選択します。

6. [[OOKK]]をクリックします。

接接続続

IPアドレスまたはホスト名を使用して装置と通信する方法:

1. [[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択します。
2. 装置を選択して右クリックし、[CCoonnnneeccttiioonn ((接接続続))] を選択します。

– IPアドレスを使用して装置に接続するには、[UUssee IIPP ((IIPPをを使使用用すするる))] を選択します。
– ホスト名を使用して装置に接続するには、[UUssee hhoossttnnaammee ((ホホスストト名名をを使使用用すするる))]

を選択します。
– 認証情報、またはアドレスとポートの設定を変更するには、[EEddiitt ((編編集集))] を選択しま

す。

タタググ

「デバイスの管理」ページで、タグを使用してデバイスをグループごとに分けて管理することが
できます。1台のデバイスに複数のタグを設定できます。

たとえばデバイスのモデルや場所に応じて、デバイスにタグを付けることができます。たとえ
ば、カメラのモデルに応じたタグを付けると、特定のモデルの全カメラをすばやく見つけてアッ
プグレードすることができます。

1台のデバイスにタグを付けるには:

1. [[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択します。
2. デバイスを右クリックして [デデババイイススののタタググ付付けけ] を選択します。
3. 既既存存ののタタググをを使使用用] を選択してタグを選択するか、[新新ししいいタタググをを作作成成] を選択してタグの

名前を入力します。
4. [[OOKK]]をクリックします。

デバイスからタグを削除するには:

1. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[DDeevviicceess ((装装置置))]] >> [[MMaannaaggeemmeenntt ((管管理理))]]に移動して、右上の

をクリックします。
2. [タグ] フォルダーからタグを選択します。タグに関連づけられているすべてのデバイスが表

示されます。
3. デバイスを選択します。デバイスを右クリックして、[製製品品ののタタググのの解解除除] を選択します。
4. [[OOKK]]をクリックします。

タグを管理するには:

1. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[DDeevviicceess ((装装置置))]] >> [[MMaannaaggeemmeenntt ((管管理理))]]に移動して、右上の

をクリックします。
2. [デバイスのタグ] ページで次のように実行します。

– [タタググ] を右クリックして、[新新ししいいタタググ] を選択してタグを作成します。
– タグを右クリックして [タタググのの名名前前をを変変更更] を選択し、タグに付ける新しい名前を入

力します。
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– タグを右クリックして [タタググをを削削除除] を選択すると、タグを削除できます。

– をクリックすると、[Device (装置)]ページを固定できます。
– タグをクリックすると、このタグに関連付けられているすべての装置が表示され、

[All devices (すべての装置)] をクリックすると、AXIS Camera Station Proに接続する
すべての装置が表示されます。

– [警警告告//エエララーー] をクリックすると、アクセスできないデバイスなど、注意が必要なデ
バイスが表示されます。

[[DDeevviiccee ccoonnffiigguurraattiioonn ((装装置置設設定定))]] タタブブ

1台のデバイスですべての設定を行うには:

1. [[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択します。
2. 装置のアドレスまたはホスト名をクリックして、装置の設定タブに移動します。
3. 設定を変更します。装置の設定方法については、装置のユーザーマニュアルを参照してく

ださい。
4. タブを閉じると、装置が再読み込みされ、AXIS Camera Station Proで変更が実装されている

ことを確認できます。
制制限限事事項項

• サードパーティ製装置の自動認証はサポートされていません。
• サードパーティ製デバイスの一般的なサポートは保証できません。
• ビデオストリームがアクティブな状態でデバイス設定タブを使用すると、負荷が増加し

て、サーバーマシンのパフォーマンスに影響する可能性があります。

外外部部デデーータタソソーースス

外部データソースとは、各イベント時点での出来事の追跡に使用できるデータを生成するシステ
ムまたはソースです。データ検索, on page 42を参照してください。

[[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[DDeevviicceess ((装装置置))]] >> [[EExxtteerrnnaall ddaattaa ssoouurrccee ((外外部部デデーータタソソーースス))]] の順に
移動すると、すべての外部データソースが一覧表示されます。列見出しをクリックすると、列の
値を基準にしてデータが並べ替えられます。

アアイイテテムム 説説明明

名称 外部データソースの名前です。

ソースキー 外部データソースの一意の識別子です。

表示 外部データソースがリンクされているビューで
す。

サーバー データソースが接続されているサーバーです。
複数のサーバーに接続する場合にのみ表示され
ます。

外部データソースは、次の場合に自動的に追加されます。

• [CCoonnffiigguurraattiioonn >> AAcccceessss ccoonnttrrooll >> DDoooorrss aanndd zzoonneess ((設設定定 >> アアククセセススココンントトロローールル >>
ドドアアととゾゾーーンン))] の順に移動してドアを作成した場合。
AXIS Camera Station ProでAXIS A1601 Network Door Controllerを設定するワークフローの
詳細については、「AXIS A1601 Network Door Controllerの設定」を参照してください。

• 最初のイベントは、AXIS License Plate Verifierで設定した装置により受信されます。
AXIS Camera Station ProでAXIS License Plate Verifierを設定するワークフローの詳細につい
ては、「AXIS License Plate Verifierの設定」を参照してください。
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外部データソースをビューで設定している場合、データソースから生成されたデータは、[Data
search (データ検索)] タブ内のビューのタイムラインに自動的にブックマークされます。データ
ソースをビューに接続するには:

1. [CCoonnffiigguurraattiioonn >> DDeevviicceess >> EExxtteerrnnaall ddaattaa ssoouurrcceess ((設設定定 >> 装装置置 >> 外外部部デデーータタソソーースス))] を
選択します。

2. 外部データソースを選択し、[EEddiitt ((編編集集))] をクリックします。
3. [VViieeww ((ビビュューー))] ドロップダウンリストからビューを選択します。
4. [OOKK] をクリックします。

時時刻刻同同期期

[CCoonnffiigguurraattiioonn >> DDeevviicceess >> TTiimmee ssyynncchhrroonniizzaattiioonn((設設定定 >> 装装置置 >> 時時刻刻同同期期))]] にに移移動動 し、[Time
synchronization (時刻同期)] ページを開きます。

AXIS Camera Station Proに追加されている装置のリストが表示されます。ヘッダー行を右クリック
し、表示する列を選択します。ヘッダーをドラッグアンドドロップして、列の順序を並べ替える
ことができます。

デバイスのリストには以下の情報が含まれています。

• 名名前前:: 装置が複数のカメラが接続されたビデオエンコーダであるとき、または装置が複数の
ビューエリアのあるネットワークカメラであるとき、装置名または関連付けられたすべて
のカメラ名のリストが表示されます。

• アアドドレレスス:: 装置のアドレス。リンクをクリックすると、デバイスの設定ページが開きます。
デバイスの追加時にどちらを使用したかに応じて、IPアドレスまたはホスト名が表示されま
す。[Device configuration (装置設定)] タブ, on page 72を参照してください。

• MMAACCアアドドレレスス:: デバイスのMACアドレス。
• モモデデルル:: デバイスのモデル。
• 有有効効:: 時刻同期が有効になっている場合に表示されます。
• NNTTPPソソーースス:: 装置に設定されたNTPソースです。

– ススタタテティィッックク:: [PPrriimmaarryy NNTTPP sseerrvveerr ((ププラライイママリリNNTTPPササーーババーー))] および [SSeeccoonnddaarryy
NNTTPP sseerrvveerr ((セセカカンンダダリリNNTTPPササーーババーー))] から装置のNTPサーバーを手動で指定しま
す。

– DDHHCCPP:: 装置は、ネットワークからNTPサーバーを動的に受信します。[DDHHCCPP] を選択
すると、[PPrriimmaarryy NNTTPP sseerrvveerr ((ププラライイママリリNNTTPPササーーババーー))] および [SSeeccoonnddaarryy NNTTPP
sseerrvveerr ((セセカカンンダダリリNNTTPPササーーババーー))] を指定できません。

• ププラライイママリリNNTTPPササーーババーー:: 装置に設定されたプライマリNTPサーバーです。[SSttaattiicc ((ススタタ
テティィッックク))] を選択した場合にのみ使用できます。

• セセカカンンダダリリNNTTPPササーーババーー:: 装置に設定されたセカンダリNTPサーバーです。セカンダリNTP
をサポートするAxis装置に限り使用できます。また [SSttaattiicc ((ススタタテティィッックク))] が選択されてい
る場合にのみ使用できます。

• ササーーババーーのの時時間間オオフフセセッットト:: 装置とサーバーの時差です。
• 協協定定世世界界時時:: 装置上の協定世界時です。
• 同同期期ししままししたた:: 時刻同期の設定が実際に適用された場合に表示されます。これは、ファーム

ウェア9.1以降を搭載した装置にのみ適用されます。
• 次次のの同同期期ままででのの時時間間:: 次の同期までの残り時間です。

Windows Timeサービス (W32Time) はNetwork Time Protocol (NTP) を使用して、AXIS Camera
Station Proサーバーの日時を同期します。以下の情報が表示されます。

• ササーーババーー:: Windows Timeサービスを実行している AXIS Camera Station Proサーバーです。
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• スステテーータタスス:: Windows Timeサービスのステータスです。RunningまたはStoppedのいずれ
か。

• NNTTPPササーーババーー:: Windows Timeサービス用に設定されたNTPサーバーです。

時時刻刻同同期期のの設設定定

1. [CCoonnffiigguurraattiioonn >> DDeevviicceess >> TTiimmee ssyynncchhrroonniizzaattiioonn ((設設定定 >> 装装置置 >> 時時刻刻同同期期))] を開きま
す。

2. 装置を選択し、[EEnnaabbllee ttiimmee ssyynncchhrroonniizzaattiioonn ((時時刻刻同同期期をを有有効効ににすするる))] を指定します。
3. NTPソースを [SSttaattiicc ((ススタタテティィッックク))] または [DDHHCCPP] に指定します。
4. [SSttaattiicc ((ススタタテティィッックク))] を指定した場合は、プライマリNTPサーバーとセカンダリNTPサー

バーを設定します。
5. [適適用用] をクリックします。

SSeenndd aallaarrmm wwhheenn tthhee ttiimmee ddiiffffeerreennccee
bbeettwweeeenn sseerrvveerr aanndd ddeevviiccee iiss llaarrggeerr tthhaann 22
sseeccoonnddss ((ササーーババーーととデデババイイススのの時時間間差差がが22秒秒
をを超超ええたた場場合合ににアアララーームムをを送送信信すするる))

サーバーと装置の時間差が2秒を超えた場合に
アラームを受信するには、このオプションを選
択します。

SSeett tthhee ttiimmee zzoonnee mmaannuuaallllyy tthhrroouugghh tthhee
ddeevviiccee iinntteerrffaaccee ((デデババイイススののイインンタターーフフェェーー
ススかかららタタイイムムゾゾーーンンをを手手動動でで設設定定すするる))

サーバーのタイムゾーンを使用せず、装置の設
置場所の別のタイムゾーンを使用する場合は、
このオプションを選択します。このオプション
を選択した場合は、装置のWebインターフェー
スからタイムゾーンを手動で設定する必要があ
ります。

ストレージの設定

[[設設定定]] -- [[スストトレレーージジ]] -- [[管管理理]] を選択して「ストレージの管理」ページを開きます。[Manage
storage (ストレージの管理)] ページで、AXIS Camera Station Proに存在するローカルストレージと
ネットワークストレージの概要が表示されます。

リスト

場場所所 ストレージのパスと名前。

割割りり当当てて済済みみ 録画に割り当てられている最大ストレージ容量。

使使用用中中 録画データが現在使用しているストレージ容量。
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リスト

スステテーータタスス ストレージのステータス。表示される値:

• OOKK
• スストトレレーージジ満満杯杯:: ストレージが満杯です。ロックされていな

い最も古い録画が上書きされます。
• 利利用用不不可可:: ストレージ情報は、現在使用することができませ

ん。たとえば、ネットワークストレージが削除されたか切断
された場合などです。

• デデーータタのの割割りり込込みみ:: AXIS Camera Station Proに割り当てられ
たストレージ容量を他のアプリケーションからのデータが使
用しています。つまり、データベース接続のない録画、いわ
ゆるインデックスなしの録画が、AXIS Camera Station Proに
割り当てられたストレージ容量を使用しています。

• 権権限限ががあありりまませせんん:: ユーザーにはストレージに対する読み取
りまたは書き込み権限がありません。

• 容容量量不不足足:: ドライブの空き容量が15 GB未満であり、AXIS
Camera Station Proはそれを少なすぎると判断しています。
エラーや破損を防ぐため、AXIS Camera Station Proはスト
レージスライダーの位置に関係なく、強制クリーンアップを
実行してドライブを保護します。強制クリーンアップの実行
中、AXIS Camera Station Proは15 GB以上のストレージが利用
可能になるまで録画を停止します。

• 容容量量不不足足::ディスクの合計サイズが32 GB未満であるため、
AXIS Camera Station Proには十分ではありません。

RAIDをサポートするAXIS OSレコーダーは、次の状態になる場合も
あります。

• オオンンラライインン:: RAIDシステムは正常に動作しています。RAIDシ
ステムのいずれかの物理ディスクが故障した場合に備えた冗
長性があります。

• 低低下下:: RAIDシステム内のいずれかの物理ディスクが故障して
います。ストレージからの録画と再生は引き続き可能です
が、冗長性はありません。さらに別の物理ディスクが故障し
た場合、RAIDステータスは [FFaaiilluurree ((故故障障))] に変わります。
故障した物理ディスクをできるだけ早く交換することをお勧
めします。故障したディスクを交換した後、RAIDステータス
は [DDeeggrraaddeedd ((低低下下))] から [SSyynncciinngg ((同同期期))] に変わります。

• 同同期期中中:: RAIDディスクが同期されます。ストレージからの録
画と再生は可能ですが、いずれかの物理ディスクが故障した
場合に備えた冗長性はありません。物理ディスクが同期され
ると、RAIDシステムに冗長性が備わり、RAIDステータスが
[OOnnlliinnee ((オオンンラライインン))] に変わります。

重要
同期中は、絶対にRAIDディスクを取り外さないでください。ディ
スクの故障につながる可能性があります。
• 故故障障:: RAIDシステムのいくつかの物理ディスクが故障してい

ます。この場合、ストレージ内の録画はすべて失われ、故障
した物理ディスクを交換してからでないと録画ができなくな
ります。

ササーーババーー ローカルストレージまたはネットワークストレージが置かれている
サーバー。
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概概要要

使使用用中中 インデックス付き録画によって現在使用されているストレージ容
量。ファイルが録画ディレクトリ内にあるが、データベースでイン
デックスが付けられていない場合、そのファイルは [OOtthheerr ddaattaa ((そそ
のの他他ののデデーータタ))] カテゴリに属します。ストレージの管理, on page
76で、[非インデックスファイルを収集する] を参照してください。

無無料料 保存先ストレージの空き容量です。これは、保存先のWindowsプロ
パティで表示される [空き領域] と同じです。

そそのの他他ののデデーータタ インデックス付き録画以外のファイルによって使用されているスト
レージ容量は AXIS Camera Station Proには不明です。

その他のデータ = 全容量 - 使用中容量 - 空き容量

全全容容量量 ストレージ容量の合計です。これは、保存先のWindowsプロパティ
で表示される [合計サイズ] と同じです。

割割りり当当てて済済みみ AXIS Camera Station Proが録画に使用できるストレージ容量。スラ
イダーを動かして [AAppppllyy ((適適用用))] をクリックすると、割り当て容量
を調整できます。

ネネッットトワワーーククスストトレレーージジ

パパスス ネットワークストレージへのパスです。

ユユーーザザーー名名 ネットワークストレージへの接続で使用するユーザー名です。

パパススワワーードド ネットワークストレージへの接続で使用するユーザー名のパスワー
ドです。

スストトレレーージジのの管管理理

[[設設定定]] -- [[スストトレレーージジ]] -- [[管管理理]] を選択して「ストレージの管理」ページを開きます。このページ
で、録画を保存するフォルダーを指定することができます。ストレージがいっぱいにならないよ
うに、AXIS Camera Station Proが使用できる合計容量の最大割合を設定します。セキュリティや容
量拡大のために、他のローカルストレージやネットワークドライブを追加することもできます。

注
• 複数の AXIS Camera Station Proサーバーに接続している場合は、[SSeelleecctteedd sseerrvveerr ((選選択択しし

たたササーーババーー))] ドロップダウンメニューから、ストレージを管理するサーバーを選択しま
す。

• システムアカウントを利用してサービスにログオンしている場合、他のコンピューターの
共有フォルダーにリンクしているネットワークドライブを追加することはできません。
ネットワークストレージにアクセスできないを参照してください。

• ローカルストレージまたはネットワークストレージを録画の保存先としてカメラに設定し
ているか、ストレージに録画が含まれている場合、そのストレージを削除することはでき
ません。

ロローーカカルルスストトレレーージジままたたはは共共有有ネネッットトワワーーククドドラライイブブをを追追加加すするる

1. [[設設定定]] -- [[スストトレレーージジ]] -- [[管管理理]] を選択します。
2. [追追加加] をクリックします。
3. ローカルストレージを追加するには、[LLooccaall ssttoorraaggee ((ロローーカカルルスストトレレーージジ))] を選択し、ド

ロップダウンメニューからストレージを選択します。
4. 共有ネットワークドライブを追加する場合は、[共共有有ネネッットトワワーーククドドラライイブブ] をクリック

し、共有ネットワークドライブへのパスを入力します。例:\\ip_address\share
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5. [OOKK] をクリックして、共有ネットワークドライブのユーザー名とパスワードを入力しま
す。

6. [OOKK] をクリックします。
ロローーカカルルスストトレレーージジままたたはは共共有有ネネッットトワワーーククドドラライイブブをを削削除除すするる

ローカルストレージまたは共有ネットワークドライブを削除するには、ストレージリストから
ローカルストレージまたは共有ネットワークドライブを選択し、[RReemmoovvee ((削削除除))] をクリックしま
す。

録録画画デデーータタをを新新規規フフォォルルダダーーにに移移動動すするる

1. [[設設定定]] -- [[スストトレレーージジ]] -- [[管管理理]] を選択します。
2. ストレージリストからローカルストレージまたは共有ネットワークドライブを選択しま

す。
3. [OOvveerrvviieeww ((概概要要))] で、[MMoovvee rreeccoorrddiinnggss ttoo aa nneeww ffoollddeerr ((録録画画デデーータタをを新新規規フフォォルルダダーー

にに移移動動すするる))] にフォルダー名を入力し、録画の保存先を変更します。これにより、既存の
録画データも以前のフォルダーから新規のフォルダーへ移動されます。

4. [適適用用] をクリックします。
スストトレレーージジ容容量量のの調調整整

1. [[設設定定]] -- [[スストトレレーージジ]] -- [[管管理理]] を選択します。
2. ストレージリストからローカルストレージまたは共有ネットワークドライブを選択しま

す。
3. [OOvveerrvviieeww ((概概要要))] で、スライダーを移動して、AXIS Camera Station Proが使用できる最大

容量を設定します。
4. [適適用用] をクリックします。

注
• 最適なパフォーマンスを得るために、ディスク領域の少なくとも5%を空き領域として残す

ことをお勧めします。
• AXIS Camera Station Proに追加するストレージの最小容量の要件は32 GBで、15 GB以上の

利用可能な空き容量が必要です。
• 利用可能な空き容量が15 GB未満の場合、AXIS Camera Station Proは容量を解放するため

に、自動的に古い録画を削除します。
非非イインンデデッッククススフファァイイルルをを収収集集すするる

非インデックスファイルは、ストレージの [OOtthheerr ddaattaa ((そそのの他他ののデデーータタ))] の大部分を占める場合
があります。非インデックスファイルとは、現在のデータベースの一部ではない、録画フォル
ダー内のすべてのデータを指します。このファイルには、以前のインストールからの録画または
復元ポイントが使用されたときに損失したデータが含まれています。

収集されたファイルは削除されませんが、録画ストレージの [NNoonn--iinnddeexxeedd ffiilleess ((非非イインンデデッッククスス
フファァイイルル))] フォルダーに収集され、配置されます。ストレージは、クライアントと同じコン
ピューター、またはユーザーの設定に応じてリモートサーバーに配置することができます。[NNoonn--
iinnddeexxeedd ffiilleess ((非非イインンデデッッククススフファァイイルル))] フォルダーにアクセスするにはサーバーへのアクセス
権が必要です。AXIS Camera Station Proは最初にサーバー、次にそのサーバーに接続された装置
に、データを見つかった順序でフォルダーに配置します。

損失した特定の録画やログを探すか、容量を確保するために単にコンテンツを削除するかのどち
らかを選択できます。

確認または削除のために非インデックスファイルを収集するには:

1. [[設設定定]] -- [[スストトレレーージジ]] -- [[管管理理]] を選択します。
2. ストレージリストからローカルストレージまたは共有ネットワークドライブを選択しま

す。
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3. [CCoolllleecctt nnoonn--iinnddeexxeedd ffiilleess ((非非イインンデデッッククススフファァイイルルをを収収集集すするる))] で、[CCoolllleecctt ((収収集集))] を
クリックしてタスクを開始します。

4. タスクが完了したら、[AAllaarrmmss aanndd TTaasskkss >> TTaasskkss ((アアララーームムととタタススクク >> タタススクク))] に移動
し、タスクをダブルクリックして結果を表示します。

接接続続すするるスストトレレーージジデデババイイススのの選選択択

注
録画は.acsmファイルとして保存され、再生する前に変換する必要があります。ファイルの変換
については、Axisテクニカルサポートにお問い合わせください。

[[設設定定]] -- [[スストトレレーージジ]] -- [[選選択択]] を選択して [ストレージを選択する] ページを開きます。このページ
には、AXIS Camera Station Pro内のすべてのカメラのリストが表示され、特定のカメラの録画を保
存する日数を指定できます。選択すると、ストレージ情報が [録画ストレージ] の下に表示されま
す。同時に複数のカメラを設定できます。

名名称称 装置が複数のカメラが接続されたビデオエンコーダであるとき、ま
たは装置が複数のビューエリアのあるネットワークカメラであると
き、装置名または関連付けられたすべてのカメラ名のリストが表示
されます。

AAddddrreessss ((アアドドレレスス)) 装置のアドレス。リンクをクリックすると、デバイスの設定ページ
が開きます。装置を追加したときに使用されたIPアドレスまたはホ
スト名が表示されます。[Device configuration (装置設定)] タブ, on
page 72を参照してください。

MMAACCアアドドレレスス デバイスのMACアドレス。

メメーーカカーー デバイスのメーカー。

モモデデルル デバイスのモデル。

使使用用済済みみスストトレレーージジ 録画データが現在使用しているストレージ容量。

場場所所 ストレージのパスと名前。

保保存存期期間間 カメラ用に設定された保存期間。

最最もも古古いい録録画画 カメラからストレージに保存されている最も古い録画の時刻。

フフェェイイルルオオーーババーー録録画画 カメラがフェイルオーバーによる録画を使用するかどうかを示しま
す。

フフォォーールルババッックク録録画画 カメラがフォールバック録画を使用するかどうかを示します。

ササーーババーー ローカルストレージまたはネットワークストレージが置かれている
サーバー。

AXIS Camera Station Proにカメラを追加すると、すべてのカメラの録画ストレージが設定されま
す。カメラのストレージ設定を編集するには:

1. [[設設定定]] -- [[スストトレレーージジ]] -- [[選選択択]] を選択します。
2. ストレージ設定を編集するカメラを選択します。
3. [RReeccoorrddiinngg ssttoorraaggee ((録録画画スストトレレーージジ))] で、保存先と保存期間を設定します。
4. [適適用用] をクリックします。
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録録画画スストトレレーージジ

SSttoorree ttoo ((保保存存先先)) ドロップダウンメニューから録画を保存するス
トレージを選択します。選択可能なオプション
は、作成されたローカルストレージとネット
ワークストレージです。

フフェェイイルルオオーーババーー録録画画 AXIS Camera Station Proとカメラの接続が失わ
れたときに録画をカメラのSDカードに保存す
る場合に選択します。接続が回復すると、フェ
イルオーバーによる録画が AXIS Camera
Station Proに転送されます。

注
この機能は、SDカードおよびファームウェ
ア5.20以降を使用するカメラでのみ使用で
きます。

無無制制限限 ストレージがいっぱいになるまで録画が保存さ
れます。

制制限限付付きき 録画を保存する最大日数を設定する場合に選択
します。

注
AXIS Camera Station Pro用に予約されたス
トレージ容量がいっぱいになると、指定し
た日数が経過する前に録画が削除されま
す。

MMaaxxiimmuumm ddaayyss ttoo kkeeeepp rreeccoorrddiinnggss ((録録画画のの
最最大大保保存存期期間間))

録画を保存する日数を指定します。

録画とイベントの設定

カメラを AXIS Camera Station Proに追加すると、自動的に動体録画または連続録画が設定されま
す。後からニーズに合わせて録画方法を変更するには、録画の方法, on page 84に移動します。

動動体体録録画画

すべてのAxisネットワークカメラとビデオエンコーダで、動体検知を利用できます。カメラが動き
を検知したときのみ録画することで、連続録画に比べてストレージ容量を大幅に節約できます。
[RReeccoorrddiinngg mmeetthhoodd ((録録画画方方法法))] で、[MMoottiioonn ddeetteeccttiioonn ((動動体体検検知知))] をオンにして設定できま
す。たとえば、カメラが検知した移動物体の数が多すぎたり少なすぎたりする場合や、録画ファ
イルのサイズが使用可能なストレージ容量に対して大きすぎる場合に設定を構成できます。

動体録画を設定するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[録録画画方方法法]] を選択します。
2. カメラを選択します。
3. [MMoottiioonn ddeetteeccttiioonn ((動動体体検検知知))] のチェックボックスを選択します。
4. [MMoottiioonn sseettttiinnggss ((動動体体設設定定))] をクリックして、検知可能な物体の数などの動体検知設定を

指定します。利用可能な設定はカメラによって異なります。「 内蔵動体検知機能の編集」
および「 AXIS Video Motion Detection 2および4の編集」を参照してください。

5. ドロップダウンメニューで、[PPrrooffiillee ((ププロロフファァイイルル))] を選択します。デフォルトは、[HHiigghh
((高高))] プロファイルです。

6. スケジュールを選択するか、 [NNeeww sscchheedduullee ((ススケケジジュューールル新新規規作作成成))] をクリックして新
しいカスタムスケジュールを作成します。
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7. プリバッファおよびポストバッファの時間設定とトリガー期間を設定します。
8. [適適用用] をクリックします。

注
アクションルールを使用して動体録画を設定することもできます。アクションルールを使用す
る場合は、必ず事前に [RReeccoorrddiinngg mmeetthhoodd ((録録画画方方法法))] で [MMoottiioonn ddeetteeccttiioonn ((動動体体検検知知))] を
オフにしてください。

ププロロフフィィーールル 録画サイズを小さくするには、解像度を低くし
ます。プロファイル設定を編集するには、「
ストリームプロファイル」を参照してくださ
い。

SScchheedduullee 録画のスケジュール。ストレージ容量への影響
を軽減するには、特定の期間のみ録画してくだ
さい。

イイベベンントトカカテテゴゴリリーー 録画を分類するイベントカテゴリー (ある場
合)。

ププリリババッッフファァ 動体検知の何秒前から録画に含めるか。

ポポスストトババッッフファァ 動体検知の何秒前後まで録画に含めるか。

TTrriiggggeerr ppeerriioodd ((トトリリガガーー期期間間)) 連続する録画の回数を減らすための連続する2
つの録画の時間間隔。この間隔内に追加のトリ
ガーが発生した場合、録画は続行され、トリ
ガー期間が再開始します。

アアララーームムをを上上げげるる カメラが動きを検知するとアラームを発しま
す。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

動体検知の設定

連連続続録録画画のの設設定定

連続録画は連続的に画像を保存するため、他の録画オプションよりも多くのストレージ容量を必
要とします。ファイルサイズを小さくするには、できるだけ動体検知録画を使用します。

連続録画を使用するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[録録画画方方法法]] を選択します。
2. カメラを選択します。
3. 連続録画を使用するには、[[CCoonnttiinnuuoouuss ((連連続続))]] のチェックボックスを選択します。
4. 設定します。詳細については下表を参照してください。
5. [適適用用] をクリックします。
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ププロロフフィィーールル ドロップダウンメニューで、[PPrrooffiillee ((ププロロ
フファァイイルル))] を選択します。デフォルトは、
[HHiigghh ((高高))] プロファイルです。録画サイズを
小さくするには、解像度を小さくします。プロ
ファイル設定を編集するには、「 ストリーム
プロファイル」を参照してください。

SScchheedduullee 録画のスケジュールを設定します。ストレージ
容量への影響を軽減するには、特定の期間のみ
録画してください。

平平均均ビビッットトレレーートト オンにし、最大ストレージを設定します。指定
された最大ストレージと保存期間に基づいて、
平均ビットレートの概算がシステムに表示され
ます。最大平均ビットレートは50000キロビッ
ト/秒です。平均ビットレートを設定する, on
page 84を参照してください。

手手動動録録画画

手動で録画する方法の詳細については、手動による録画を参照してください。

手動録画を設定するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[録録画画方方法法]] を選択します。
2. カメラを選択します。
3. [[MMaannuuaall ((手手動動))]] のチェックボックスを選択します。
4. 設定します。詳細については下表を参照してください。
5. [適適用用] をクリックします。

ププロロフフィィーールル ドロップダウンメニューで、[PPrrooffiillee ((ププロロ
フファァイイルル))] を選択します。デフォルトは、
[HHiigghh ((高高))] プロファイルです。録画サイズを
小さくするには、解像度を小さくします。プロ
ファイル設定を編集するには、「 ストリーム
プロファイル」を参照してください。

イイベベンントトカカテテゴゴリリーー 録画を分類するイベントカテゴリーを選択しま
す (ある場合)。

ププリリババッッフファァ 録画を押す何秒前から録画に含めるかを設定し
ます。

ポポスストトババッッフファァ 録画を停止した何秒後まで録画に含めるかを設
定します。

録録画画中中ののブブッッククママーークク 手動録画を開始するたびに、ブックマークの詳
細を追加するかどうかを選択します。ブック
マークは、後で特定の録画を見つけたり識別し
たりするのに役立ちます。この設定はオペレー
ターと管理者のみに適用され、デフォルトでは
無効になっています。

最最大大継継続続時時間間 各録画の最大時間を設定します。プリバッファ
時間とポストバッファ時間は含みません。無制
限の場合は0に設定します。
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ルルーールルトトリリガガーー録録画画

ルールトリガー録画の開始と停止は、[Action rules (アクションルール)] で作成したルールに従っ
て行われます。たとえば、ルールを使用して、I/Oポートまたは装置イベントからの信号によって
トリガーされる録画を生成できます。1つのルールに複数のトリガーを指定できます。

ルールによってトリガーされる録画を作成するには、アクションルールを参照してください。

注
ルールを利用して動体録画を設定する場合は、録画の重複を避けるため、動体録画をオフにし
てください。

フフェェイイルルオオーーババーー録録画画

フェイルオーバーによる録画を使用すると、AXIS Camera Station Proへの接続が失われた場合も録
画を保存できます。フェイルオーバーによる録画を有効にすると、接続が20秒以上中断した場
合、カメラが録画データをSDカードに保存します。カメラにはSDカードが挿入されており、機能
が有効になっている必要があります。フェイルオーバーによる録画は、すべてH.264の録画形式と
なります。

フェイルオーバーによる録画をオンにするには、次のとおりにします。

1. [[設設定定]] -- [[スストトレレーージジ]] -- [[選選択択]] を選択します。
2. フェイルオーバーによる録画をサポートするカメラを指定します。
3. [[FFaaiilloovveerr rreeccoorrddiinngg ((フフェェイイルルオオーーババーーにによよるる録録画画))]] を選択します。
4. [適適用用] をクリックします。

注
• AXIS Camera Station Proサーバーの再起動は、フェイルオーバーによる録画をトリガーし

ません。たとえば、データベースメンテナンスを実行する場合、AXIS Camera Station Pro
Service Controlを再起動する場合、サーバーがインストールされているコンピューターを再
起動する場合などです。

• フェイルオーバーによる録画を有効にすると、他のサーバー上でそのカメラに設定されて
いる既存のフェイルオーバー設定が上書きされます。

• フェイルオーバーによる録画は、各カメラビューで一度に1台の AXIS Camera Station Pro
サーバーでのみ有効になります。

接続が回復すると、AXIS Camera Station Proがフェイルオーバーによる録画を自動的にインポート
し、タイムライン上に濃いグレーで表示します。

カメラは録画の中断を最小限に抑えるため、20秒間のプリバッファとポストバッファを使用しま
すが、それでも約1～4秒の短い中断が発生することがあります。フェイルオーバーによる録画に
は、ハイストリームプロファイルが常に使用されます。カメラで音声が有効になっており、フェ
イルオーバーがオンになる前のストリームの一部である場合、音声が含まれます。
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録画の方法

動動体体検検知知 ((ププリリババッッフファァ使使用用)) 接続が20秒以上中断した場合、カメラは接続
が回復するか、SDカードがフルになるまでSD
カードへの連続録画を継続します。

動動体体検検知知 ((ププリリババッッフファァ不不使使用用)) • 動態録画が実行されていない状態で、
接続が20秒以上中断した場合、フェイ
ルオーバーによる録画は開始しませ
ん。

• 動態録画の実行中に接続が20秒以上中
断した場合は、フェイルオーバーによ
る録画が開始し、接続が回復するかSD
カードがフルになるまで録画を継続し
ます。

連連続続録録画画 接続が20秒以上中断した場合、カメラは接続
が回復するか、SDカードがフルになるまでSD
カードへの連続録画を継続します。

注
AXIS OSバージョン11.11.42より前のバージョンを実行しているデバイスは、従来のフェイル
オーバーによる録画方式を使用します。主な違いは以下の通りです。
• カメラは接続が切断されてから10秒後にフェイルオーバーによる録画を開始します。
• カメラは20秒間のプリバッファとポストバッファの代わりに、10秒間の内蔵メモリバッ

ファを使用します。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

フェイルオーバーによる録画にSDカードを使う

フフォォーールルババッックク録録画画

AXIS S3008 Recorderを録画ストレージとして使用する装置のフォールバック録画をオンにするこ
とができます。代替録画をオンにすると、AXIS Camera Station Proとレコーダーの接続が失われた
ときに、装置は連続録画を開始します。装置は、フォールバック録画に中程度のストリームプロ
ファイルを使用します。

注
• AXIS Camera Stationバージョン5.36以降、AXIS S3008 Recorderファームウエアバージョン

10.4以降、Axis装置ファームウェア5.50以降が必要です。
• フォールバック録画が開始されたときに連続録画が進行中の場合、新しい連続録画が開始

されます。システムは、レコーダー上にストリームの複製を作成します。
フォールバック録画をオンにするには:

1. AXIS S3008 Recorderと装置が追加され、レコーダーが装置の録画ストレージとして選択さ
れていることを確認します。AXIS OS Recorderの設定を参照してください。

2. [[設設定定]] -- [[スストトレレーージジ]] -- [[選選択択]] を選択します。
3. 装置を選択し、[FFaallllbbaacckk rreeccoorrddiinngg ((フフォォーールルババッックク録録画画))] を選択します。
4. [適適用用] をクリックします。
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録録画画のの方方法法

AXIS Camera Station Pro に装置を追加すると、自動的に動体録画または連続録画が設定されま
す。

リスト内のチェックマークは、装置が使用する録画方法を示します。ビデオおよび音声のプロ
ファイル設定をカスタマイズする方法については、「 ストリームプロファイル」を参照してくだ
さい。

録画方法を変更するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[録録画画方方法法]] を選択します。
2. 1台または複数の装置を選択します。

同じモデルの装置の場合、複数台の装置を選択し、一括して設定を変更することもできま
す。

3. [RReeccoorrddiinngg mmeetthhoodd ((録録画画方方法法))] 画面で、録画方法をオンまたはオフにします。

注
ビューエリアは動体検知をサポートしていません。

平平均均ビビッットトレレーートトをを設設定定すするる

平均ビットレートでは、より長い時間にわたってビットレートが自動的に調整されます。これに
より、指定されたストレージに基づいて、目的のビットレートを満たし、良好なビデオ品質を提
供することができます。

注
• このオプションは連続録画にのみ対応し、平均ビットレートに対応したカメラでファーム

ウェア9.40以降を使用している必要があります。
• 平均ビットレートの設定は、選択したストリームプロファイルの品質に影響します。
1. [CCoonnffiigguurraattiioonn >> SSttoorraaggee >> SSeelleeccttiioonn ((設設定定 >> スストトレレーージジ >> 選選択択))] に移動して、カメラ

の保存期間が制限されていることを確認してください。
2. [CCoonnffiigguurraattiioonn >> DDeevviicceess >> SSttrreeaamm pprrooffiilleess ((設設定定 >> デデババイイスス >> スストトリリーームムププロロフファァイイ

ルル))] に移動し、連続録画に使用するプロファイルとしてH.264またはH.265を使用している
ことを確認してください。

3. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[録録画画方方法法]] を選択します。
4. カメラを選択し、[CCoonnttiinnuuoouuss ((連連続続))] をオンにします。
5. [VViiddeeoo sseettttiinnggss ((ビビデデオオのの設設定定))] で、設定済みのビデオプロファイルを選択します。
6. [AAvveerraaggee bbiittrraattee ((平平均均ビビッットトレレーートト))] をオンにし、[MMaaxx ssttoorraaggee ((最最大大スストトレレーージジ))] を設

定します。指定された最大ストレージと保存期間に基づいて、平均ビットレートの概算が
システムに表示されます。平均ビットレートの最大値は50,000キロビット/秒です。

注
最最大大スストトレレーージジは、保存期間中の録画の最大容量を意味します。録画が指定されたスペースを
超えないことを保証するだけであり、録画に十分なスペースがあることは保証されません。
7. [適適用用] をクリックします。

動動体体設設定定をを編編集集すするる

装置でAXIS Object Analyticsを使用している場合は、そこで動体録画の設定を編集できます。

注
AXIS Camera Station ProでAXIS Object Analyticsを利用するには、AXIS OS 12.4が必要です。

1. [CCoonnffiigguurraattiioonn ((設設定定))] タブを開きます。
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2. [RReeccoorrddiinngg aanndd eevveennttss ((録録画画ととイイベベンントト))] > [RReeccoorrddiinngg mmeetthhoodd ((録録画画方方法法))] に移動しま
す。

3. 設定するカメラを選択します。
4. [MMoottiioonn ddeetteeccttiioonn ((動動体体検検知知))] をオンにします。
5. [MMoottiioonn sseettttiinnggss ((動動体体設設定定))] をクリックします。

装置上でAXIS Object Analyticsを設定する方法については、AXIS Object Analyticsユーザーマニュア
ルをお読みください。

AAXXIISS VViiddeeoo MMoottiioonn DDeetteeccttiioonn 22おおよよびび44のの編編集集

AXIS Video Motion Detection 2および4は、AXIS Camera Application Platformをサポートする製品
にインストールできるカメラアプリケーションです。カメラにAXIS Video Motion Detection 2また
は4をインストールすると、対象範囲内で移動する対象を動体検知機能が検知します。Motion
Detection 2にはファームウェア5.60以降が必要です。AXIS Video Motion Detection 4にはファーム
ウェア6.50以降が必要です。製品のファームウェアのリリースノートを確認し、Video Motion
Detection 4をサポートしているかどうかを確認することもできます。

AXIS Camera Station Proにカメラを追加する際に動体録画を選択すると、対応のファームウェアが
搭載されたカメラにAXIS Video Motion Detection 2および4がインストールされます。対応の
ファームウェアを搭載していないカメラでは、内蔵の動体検知機能を使用します。装置管理ペー
ジから手動でアプリケーションをインストールすることもできます。カメラアプリケーションの
インストールを参照してください。

AXIS Video Motion Detection 2および4では、次の作成ができます。

• 対対象象範範囲囲:録画内の1つの領域で、カメラがここで移動物体を検知します。検知機能は対象
範囲の外にある動体を無視し、動作しません。この領域はビデオ画像の上にポリゴンの形
状で表示されます。3～20の頂点を使ってこの領域を作成できます。

• 除除外外範範囲囲:対象範囲内のエリアで、移動物体を無視する場所です。
• 無無視視フフィィルルタターー:アプリケーションが検知した移動物体を無視するフィルターを作成しま

す。重要な動体を無視することのないよう、このフィルターは可能な限り少なく使用し、
慎重に設定してください。1度に1つのフィルターを使用し、設定します。
– 一一時時的的なな物物体体:このフィルターは、短い時間しか画像に現れない物体を無視します。

たとえば通り過ぎる車のライトや、素早く移動する影などです。物体がアラームを
トリガーするまでに、画像内に表示されている必要がある最短時間を設定します。
開始時間は、アプリケーションが物体を検知した瞬間です。このフィルターはア
ラームが発生するまでの時間を遅らせます。指定した時間内に画像から物体が消え
た場合はアラームをトリガーしません。

– 小小ささなな物物体体:このフィルターは、小動物など小さな物体を無視します。幅と高さを画
像全体に対するパーセンテージで指定します。このフィルターは指定した幅と高さ
より小さい物体を無視し、アラームはトリガーされません。フィルターが無視する
には、物体の幅と高さのいずれもフィルターの値を下回る必要があります。

– 揺揺ららめめいいてていいるる物物体体:このフィルターは、揺らめいている葉、旗、その陰など、短い
距離しか移動しない物体を無視します。移動の距離を画像全体に対するパーセン
テージで指定します。このフィルターは、楕円の中心からいずれかの矢印の先端ま
での距離よりも短い距離を移動する物体を無視します。楕円は動きの尺度で、画像
内のすべての動きに対して適用されます。

動体設定を行うには:

注
ここで行う設定は、カメラの設定を変更します。
1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[録録画画方方法法]] を選択します。
2. AXIS Video Motion Detection 2または4を使用するカメラを選択し、[動動体体設設定定] をクリック

します。
3. 対象範囲を編集します。
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4. 除外範囲を編集します。
5. 無視フィルターを作成します。
6. [適適用用] をクリックします。

新新規規のの頂頂点点をを追追加加すするる 対象範囲に新規の頂点を追加するには、2つの
点の間の線をクリックします。

頂頂点点をを削削除除すするる 対象範囲から頂点を削除するには、頂点をク
リックし、さらに [[RReemmoovvee PPooiinntt ((ポポイインントトのの
削削除除))]] をクリックします。

除除外外範範囲囲のの追追加加 除外範囲を作成するには、[AAdddd EExxcclluuddee AArreeaa
((除除外外範範囲囲をを追追加加))] をクリックしてから、2つ
の頂点を結ぶ線をクリックします。

除除外外範範囲囲をを削削除除 除外範囲を削除するには、[除除外外範範囲囲をを削削除除]
をクリックします。

SShhoorrtt lliivveedd oobbjjeeccttss ffiilltteerr ((一一時時的的なな物物体体フフィィ
ルルタターー))

一時的な物体を無視するフィルターを使用にす
るには、[[SShhoorrtt lliivveedd oobbjjeeccttss ffiilltteerr ((一一時時的的なな
物物体体フフィィルルタターー))]] を選択します。次に [[時時間間]]
スライダーを使用して物体がアラームをトリ
ガーするまで画像内に表示されている必要があ
る最短時間を調整します。

SSmmaallll oobbjjeeccttss ffiilltteerr ((小小ささなな物物体体フフィィルルタターー)) 小さな物体フィルターを使用にするには、
[[SSmmaallll oobbjjeeccttss ffiilltteerr ((小小ささなな物物体体フフィィルルタターー))]]
を選択します。さらに [[WWiiddtthh ((幅幅))]] および
[[HHeeiigghhtt ((高高ささ))]] スライダーを使用して、無視
する物体のサイズを調整します。

SSwwaayyiinngg oobbjjeeccttss ffiilltteerr ((揺揺ららめめいいてていいるる物物体体
フフィィルルタターー))

揺らめいている物体を無視するフィルターを使
用するには、[[SSwwaayyiinngg oobbjjeeccttss ffiilltteerr ((揺揺ららめめ
いいてていいるる物物体体フフィィルルタターー))]] を選択してから、
[[DDiissttaannccee ((距距離離))]] スライダーを使用して楕円
のサイズを調整します。

内内蔵蔵動動体体検検知知機機能能のの編編集集

内蔵動体検知機能を使用すると、カメラは1つ以上の対象範囲内の動きを検知します。また、他の
すべての動きを無視します。対象範囲は動きを検知する領域です。対象範囲の中に除外範囲を配
置して、動きを無視することができます。対象範囲、および除外範囲は、複数使用することが可
能です。

対対象象範範囲囲のの追追加加、、編編集集手手順順::

注
ここで行う設定は、カメラの設定を変更します。
1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[録録画画方方法法]] を選択します。
2. 動体検知機能が内蔵されているカメラを選択し、[動動体体検検知知] をクリックします。
3. [Window (ウィンドウ)] セクションで [AAdddd ((追追加加))] をクリックします。
4. [検検知知対対象象] を選択します。
5. 編集した領域のみを表示するには、[[SShhooww sseelleecctteedd wwiinnddooww ((選選択択ししたたウウィィンンドドウウをを表表

示示))]] を選択します。
6. ビデオ画像内の図形を移動、および、サイズ変更します。これは対象範囲です。
7. [[OObbjjeecctt ssiizzee ((物物体体ののササイイズズ))]]、[[HHiissttoorryy ((履履歴歴))]]、[[SSeennssiittiivviittyy ((感感度度))]] を手動で調整しま

す。
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8. 既定の設定を使用するには:[[LLooww ((低低))]]、[[MMooddeerraattee ((中中))]]、[[HHiigghh ((高高))]]、または[[VVeerryy HHiigghh
((非非常常にに高高))]] を選択します。[[低低] を選択すると、大きな被写体が短い検出認識時間で検出さ
れます。[[非非常常にに高高] を選択すると、小さな被写体が長い検出認識時間で検出されます。

9. [[AAccttiivviittyy ((アアククテティィビビテティィ))]] セクションで、対象範囲内で検知された動きを確認できます。
赤いピークが動きを示します。[[AAccttiivviittyy ((アアククテティィビビテティィ))]]フィールドを使用して、
[[OObbjjeecctt ssiizzee ((物物体体ササイイズズ))]]、[[HHiissttoorryy ((履履歴歴))]]、[[SSeennssiittiivviittyy ((感感度度))]] を調整できます。

10. [OOKK] をクリックします。

オオブブジジェェククトトササイイズズ 範囲の大きさに対する物体の大きさの割合。高
い値に設定すると、カメラは非常に大きな物体
だけを検知します。低い値に設定すると、画像
内の非常に小さな被写体も検知します。

検検出出認認識識時時間間 物体メモリーの長さは、物体が範囲内の動かな
い存在と見なされるまでの時間の長さを定義し
ます。高い値に設定すると、物体が動体検知を
トリガーする時間が長くなります。低い値に設
定すると、物体が動体検知をトリガーする時間
が短くなります。範囲内に物体が現れない場合
は、非常に高い履歴レベルを選択できます。こ
の設定では、物体が範囲内に出現すると動体検
知がトリガーされます。

感感度度 背景と被写体の間の明るさの違い。高感度に設
定すると、カメラは通常の背景にある通常のカ
ラーの物体を検知します。低感度に設定する
と、カメラは暗い背景にある非常に輝度が高い
物体だけを検知します。光の点滅だけを検知さ
せるには、感度を低に設定します。それ以外の
場合は、感度を高くすることをお勧めします。

除除外外範範囲囲をを追追加加、、編編集集すするるににはは次次ののととおおりりににししまますす。。

1. [[EEddiitt MMoottiioonn DDeetteeccttiioonn ((動動体体検検知知のの編編集集))]] 画面の [Window (ウィンドウ)] セクションで
[[AAdddd ((追追加加))]] をクリックします。

2. [EExxcclluuddee ((除除外外))] を選択します。
3. ビデオ画像で影付きの図形を移動、およびサイズ変更します。
4. [OOKK] をクリックします。

対対象象範範囲囲ままたたはは除除外外範範囲囲をを削削除除すするるににはは、、次次ののととおおりりににししまますす。。

1. [[EEddiitt MMoottiioonn DDeetteeccttiioonn ((動動体体検検知知のの編編集集))]] 画面で、削除する範囲を指定します。
2. [[削削除除]] をクリックします。
3. [[OOKK]]をクリックします。

イイベベンントトカカテテゴゴリリーーのの設設定定

イベントカテゴリーを使用すると、暴行や交通取り締まりなど、特定のタイプの録画を簡単に見
つけることができます。イベントカテゴリーは、以下の手順に沿って作成します。

1. [CCoonnffiigguurraattiioonn ((設設定定))] > [RReeccoorrddiinngg aanndd eevveennttss ((録録画画ととイイベベンントト))] > [EEvveenntt ccaatteeggoorriieess
((イイベベンントトカカテテゴゴリリーー))] を選択します。

2. [新新規規] をクリックします。
3. イベントカテゴリーの名前を入力します。
4. 任意で、イベントカテゴリーのカラーとカスタム保持時間を設定します。
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5. [適適用用] をクリックします。

名名称称 「暴行」や「交通取り締まり」など、イベント
のタイプを表す名称をカテゴリー名として使用
することをお勧めします。

保保存存期期間間 各イベントカテゴリーにカスタム保存期間を設
定し、カメラのデフォルトの保存期間を上書き
することができます。イベントカテゴリーのカ
スタム保存期間は、デフォルトよりも長い場合
にのみ適用されます。

詳細については、イベントカテゴリー, on page 26を参照してください。

II//OOポポーートト

多くのカメラとビデオエンコーダが、外部デバイスを接続するためのI/Oポートを備えています。
一部の補助装置にもI/Oポートが搭載されている場合があります。

I/Oポートには2種類あります。

入入力力ポポーートト -- オープンサーキットとクローズサーキットの切り替えが可能な装置を接続するため
に使用します。一例としてドアや窓のコンタクト、煙検出器、ガラス破損検知器、PIR (受動赤外線
センサー) があります。

出出力力ポポーートト -- リレー、ドア、ロック、アラームなどの装置に接続するために使用します。AXIS
Camera Station Proは出力ポートに接続された装置を制御できます。

注
• 複数の AXIS Camera Station Proサーバーに接続している場合、[SSeelleecctteedd sseerrvveerr ((選選択択ししたた

ササーーババーー))] ドロップダウンメニューから任意の接続中サーバーを選択してI/Oポートを追加
および管理できます。

• 管理者権限を持つユーザーは、ユーザー向けI/Oポートをオフにすることができます。ユー
ザー権限を参照してください。

アクションルールは、I/Oポートをトリガーまたはアクションとして使用します。トリガーは入力
シグナルを使用します。具体的には、AXIS Camera Station Proは入力ポートに接続された装置から
信号を受信することで、指定したアクションを実行します。アクションは出力ポートを使用しま
す。具体的には、ルールがアクティブになったとき、AXIS Camera Station Proは出力ポートに接続
された装置をアクティブ化または非アクティブ化できます。アクションルールを参照してくださ
い。

装置の接続方法、I/Oポートの設定方法については、Axis製品のユーザーマニュアルまたはインス
トールガイドを参照してください。一部の製品は、入力ポートとしても出力ポートとしても動作
するポートを備えています。

出力ポートは手動で制御できます。I/Oポートの監視を参照してください。

II//OOポポーートトのの追追加加

I/Oポートを追加するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[II//OOポポーートト]] を選択します。
2. [AAdddd ((追追加加))] をクリックし、追加できるI/Oポートのリストを表示します。
3. ポートを選択し、[OOKK] をクリックします。
4. [TTyyppee ((タタイイププ))] と [DDeevviiccee ((デデババイイスス))] の情報を確認します。必要に応じて情報を変更しま

す。
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5. [[PPoorrtt ((ポポーートト))]]、[[AAccttiivvee SSttaattee ((アアククテティィブブ状状態態))]]、[[IInnaaccttiivvee SSttaattee ((非非アアククテティィブブ状状態態))]]
に名前を入力します。この名前は、[Action rules (アクションルール)]、[Logs (ログ)]、およ
び [I/O Monitoring (I/O監視)] にも表示されます。

6. AXIS Camera Station Proが装置に接続するときの初期状態を出力ポートに設定できます。
[[OOnn ssttaarrttuupp sseett ttoo ((起起動動時時設設定定))]] を選択し、[[SSttaattee ((状状態態))]] ドロップダウンメニューで初期
状態を選択します。

編編集集 ポートを編集するには、ポートを選択して [編編
集集] をクリックします。ポップアップダイアロ
グでポート情報を更新し、[OOKK] をクリックし
ます。

削削除除 ポートを削除するには、ポートを選択し [削削除除]
をクリックします。

RReellooaadd II//OO PPoorrttss ((II//OO ポポーートトをを再再読読みみ込込みみ)) 装置の設定ページを使用してI/Oポートを設定
する場合は、[RReellooaadd II//OO PPoorrttss ((II//OO ポポーートトをを
再再読読みみ込込みみ))] をクリックしてリストを更新し
ます。

II//OOポポーートトのの監監視視

注
複数の AXIS Camera Station Proサーバーに接続している場合、[SSeelleecctteedd sseerrvveerr ((選選択択ししたたササーー
ババーー))] ドロップダウンメニューで任意の接続中サーバーを選択して、I/Oポートを監視できま
す。

出力ポートを手動で制御するには:

1. >> [[AAccttiioonnss ((アアククシショョンン))]] >> [[II//OO MMoonniittoorriinngg ((II//OO監監視視))]]に移動します。
2. 出力ポートを選択します。
3. [[CChhaannggee ssttaattee ((状状態態のの変変更更))]] をクリックします。

アアククシショョンンルルーールル

アクションルールを使用してイベントに自動で対応することができます。たとえば、営業時間外
にカメラが動体を検知した場合に電子メールを送信したり、I/Oポートに接続されたデバイスと連
携したり、重要なイベントに関するアラートをオペレーターに送信することが可能です。

各ルールには、トリガー (ルールを起動するイベント)、アクション (トリガーによって実行される
処理)、およびオプションのスケジュールがあります。トリガーが起動すると、ルールによってす
べてのアクションが実行されます。

注
• 複数の AXIS Camera Station Proサーバーに接続している場合、[SSeelleecctteedd SSeerrvveerr ((選選択択ししたた

ササーーババーー))] のドロップダウンメニューで接続中の任意のサーバーを選択し、アクション
ルールを作成、および管理できます。

• サードパーティ製の装置の場合、使用できるアクションは装置により異なる可能性があり
ます。多数のアクションについて、装置に追加の設定が必要となることがあります。

トトリリガガーーのの追追加加

トリガーはルールをアクティブにします。1つのルールに複数のトリガーを含めることができま
す。トリガーの1つがアクティブである間、そのルールはアクティブな状態に保たれます。すべて
のトリガーがアクティブであることをルールをアクティブにする条件とする場合は、[AAllll ttrriiggggeerrss
mmuusstt bbee aaccttiivvee ssiimmuullttaanneeoouussllyy ttoo ttrriiggggeerr tthhee aaccttiioonnss ((すすべべててののトトリリガガーーがが同同時時ににアアククテティィブブ
なな場場合合ににののみみアアククシショョンンををトトリリガガーー))] を選択します。パルストリガーでこの設定を使用する場合
は、トリガー期間を長くします。パルストリガーは一時的に有効になるトリガーです。
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以下のトリガーを選択できます。

動動体体検検知知 -- 定義された領域内に登録した動きが、動体検知をトリガーします。動体検知トリガー
の作成, on page 90を参照してください。

常常ににアアククテティィブブ -- このトリガーは常にオンです。たとえば、このトリガーを常時オンのスケ
ジュールや低プロファイルの録画アクションと組み合わせることで、パフォーマンスが限られて
いる装置に適した2つ目の連続録画が可能になります。

ラライイブブビビュューー -- ライブビュートリガーは、ユーザーが特定のカメラのビデオストリームを開いた
ときに発生します。たとえば、このトリガーにより、カメラのLEDを使用して、誰かが監視してい
ることをカメラの近くの人に知らせることができます。ライブビュートリガーを作成する, on
page 91を参照してください。

シシスステテムムイイベベンントトととエエララーー -- 録画エラーが発生した、ストレージが一杯になった、ネットワーク
ストレージへの接続に失敗した、1台以上の装置が接続不能などの場合、システムイベントとエ
ラートリガーがアクティブになります。システムイベントとエラートリガーの作成, on page 91を
参照してください。

入入力力//出出力力 -- 装置のI/Oポートが接続先のドア、煙検知器、スイッチなどから信号を受信した場合
に、入出力 (I/O) トリガーがアクティブになります。入出力トリガーの作成, on page 92を参照して
ください。可能であれば、入力/出力トリガーではなく、装置イベントトリガーを使用することを
お勧めします。

デデババイイススイイベベンントト -- このトリガーはカメラまたは補助装置から直接イベントを受信し、使用しま
す。この機能は、AXIS Camera Station Proに目的に合ったトリガーがない場合に使用します。デバ
イスイベントトリガーの作成, on page 93を参照してください。

アアククシショョンンボボタタンン -- アクションボタンを使用して、ライブビューからアクションを開始および停
止できます。1つのボタンを複数のルールで使用できます。アクションボタントリガーの作成, on
page 98を参照してください。

AAXXIISS EEnnttrryy MMaannaaggeerrイイベベンントト -- AXIS Camera Station ProがAXIS Entry Managerで設定済みのドア
から信号を受信したときに、このトリガーがアクティブになります。たとえば、ドアがこじ開け
られた、開いている時間が長すぎる、アクセスを拒否したなどの信号です。AXIS Entry Managerイ
ベントトリガーの作成, on page 99を参照してください。

外外部部HHTTTTPPSS -- 外部HTTPSトリガーは、外部アプリケーションが AXIS Camera Station ProでHTTPS通
信を介してイベントをトリガーできるようにします。外部HTTPSトリガーの作成, on page 100を参
照してください。

動動体体検検知知トトリリガガーーのの作作成成

カメラが一定の範囲内で動きを検知すると、動体検知トリガーがアクティブになります。カメラ
が検知処理を行うため、AXIS Camera Station Proに処理負荷は生じません。

注
カメラの動体録画と、動体検知トリガーを使った録画開始設定を併用しないでください。動体
検知トリガーを使用する前に、動体録画をオフにしておきます。動体録画をオフにするには、
[CCoonnffiigguurraattiioonn >> RReeccoorrddiinngg aanndd eevveennttss >> RReeccoorrddiinngg mmeetthhoodd ((設設定定 >> 録録画画ととイイベベンントト >> 録録
画画方方法法))] を開きます。

動体検知トリガーを作成するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [追追加加] をクリックして [動動体体検検知知] を選択します。
4. [OOKK] をクリックします。
5. ポップアップ画面で、次のとおりに設定します。

5.1. 動体検知を実行するカメラを指定します。
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5.2. 連続する2つの録画の時間間隔を設定すると、連続する録画の回数を減らすことがで
きます。この間隔内に追加のトリガーが発生した場合、録画は続行され、トリガー
期間が再開始します。

5.3. 動体検知を設定するには、[動動体体設設定定] をクリックします。利用可能な設定はカメラ
によって異なります。「 内蔵動体検知機能の編集」および「 AXIS Video Motion
Detection 2および4の編集」を参照してください。

6. [[OOKK]]をクリックします。

ラライイブブビビュューートトリリガガーーをを作作成成すするる

ライブビュートリガーは、ユーザーが特定のカメラのビデオストリームを開いたときに発生しま
す。たとえば、このトリガーにより、カメラのLEDを使用して、誰かが監視していることをカメラ
の近くの人に知らせることができます。

ライブビュートリガーを作成するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [追追加加] をクリックし、[ラライイブブビビュューー] を選択します。
4. [OOKK] をクリックします。
5. トリガーカメラを選択します。
6. [[OOKK]]をクリックします。

シシスステテムムイイベベンントトととエエララーートトリリガガーーのの作作成成

トリガーとして使用する1つ以上のシステムイベントとエラーを選択します。システムイベントの
例としては、録画エラーが発生した、ストレージが一杯になった、ネットワークストレージへの
接続に失敗した、1台以上の装置が接続不能などがあります。

システムイベントとエラートリガーを作成するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [追追加加] をクリックし、[シシスステテムムイイベベンントトととエエララーー] を選択します。
4. [OOKK] をクリックします。
5. トリガーの作成元になるシステムイベントまたはエラーを選択します。
6. [OOKK] をクリックします。

OOnn rreeccoorrddiinngg eerrrroorr ((録録画画エエララーーののとときき)) [録録画画エエララーーののとときき] を選択すると、カメラが
ストリーミングを停止した場合など、録画中に
エラーが発生したときにトリガーがアクティブ
になります。

スストトレレーージジがが満満杯杯ののとときき [OOnn ffuullll ssttoorraaggee ((スストトレレーージジのの空空きき容容量量ががなな
くくななっったたとときき))] を選択すると、録画用のスト
レージの空き容量がなくなったときにトリガー
がアクティブになります。
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ネネッットトワワーーククスストトレレーージジににアアククセセススででききなないい
とときき

[OOnn nnoo ccoonnttaacctt wwiitthh nneettwwoorrkk ssttoorraaggee ((ネネッッ
トトワワーーククスストトレレーージジににアアククセセススででききなないいとと
きき))] を選択すると、ネットワークストレージへ
のアクセスに問題が発生したときにトリガーが
アクティブになります。

OOnn lloosstt ccoonnnneeccttiioonn ttoo ccaammeerraa ((次次ののカカメメララとと
のの接接続続がが切切断断さされれたたとときき))

[OOnn lloosstt ccoonnnneeccttiioonn ttoo ccaammeerraa ((次次ののカカメメララ
ととのの接接続続がが切切断断さされれたたとときき))] を選択した場
合、カメラとの接続に問題があるとトリガーが
アクティブになります。

• [AAllll ((すすべべてて))] を選択すると、AXIS
Camera Station Proに追加されているす
べてのカメラが対象となります。

• [SSeelleecctteedd ((選選択択済済みみ))] を選択し、
[CCaammeerraass ((カカメメララ))] をクリックして、
AXIS Camera Station Proに追加されたす
べてのカメラのリストを表示します。
[SSeelleecctt aallll ((すすべべてて選選択択))] を使用してす
べてのカメラを選択したり、[DDeesseelleecctt
aallll ((すすべべてて選選択択解解除除))] を使用してすべて
のカメラの選択を解除したりできま
す。

入入出出力力トトリリガガーーのの作作成成

装置のI/Oポートが接続先のドア、煙検知器、スイッチなどから信号を受信した場合に、入出力 (I/
O) トリガーがアクティブになります。

注
• I/Oトリガーを使用する前に、I/Oポートを AXIS Camera Station Proに追加します。I/Oポー

トを参照してください。
• 可能であれば、入力/出力トリガーではなく、装置イベントトリガーを使用します。装置イ

ベントトリガーを使用すると、ユーザーエクスペリエンス全体が向上します。詳細につい
ては、デバイスイベントトリガーの作成, on page 93を参照してください。

入出力トリガーを作成するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [追追加加] をクリックし、[入入力力//出出力力] を選択します。
4. [OOKK] をクリックします。
5. [TTrriiggggeerr ppoorrtt aanndd ssttaattee ((トトリリガガーーポポーートトとと状状態態))] で、I/Oポートとトリガーの設定を行い

ます。
6. [OOKK] をクリックします。
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ポートとステータス

入入出出力力ポポーートト [II//OO ppoorrtt ((II//OOポポーートト))] で、使用する入力また
は出力ポートを選択します。

TTrriiggggeerr ssttaattee ((トトリリガガーー時時のの状状態態)) [TTrriiggggeerr ssttaattee ((トトリリガガーー状状態態))] で、トリガー
をアクティブにする必要のあるI/Oポートの状
態を選択します。利用可能な状態は、ポートの
設定によって異なります。

TTrriiggggeerr ppeerriioodd ((トトリリガガーー期期間間)) [TTrriiggggeerr ppeerriioodd ((トトリリガガーー期期間間))] で、連続する
2つのトリガーの間隔を設定して、連続する録
画の回数を減らします。

この間隔内に追加のトリガーが発生した場合、
録画は続行され、トリガー期間が再開始しま
す。

デデババイイススイイベベンントトトトリリガガーーのの作作成成

このトリガーはカメラまたは補助装置から直接イベントを受信し、使用します。この機能は、
AXIS Camera Station Proに目的に合ったトリガーがない場合に使用します。イベントはカメラに
よって異なり、1つ以上のフィルターを設定する必要があります。フィルターとは、装置イベント
トリガーをアクティブにするために満たすべき条件です。Axis製品のイベントとフィルターの詳細
については、axis.com/partnersおよびaxis.com/vapixにあるVAPIX®のドキュメントを参照してくだ
さい。

デバイスイベントトリガーを作成するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [追追加加] をクリックし、[デデババイイススイイベベンントト] を選択します。
4. [OOKK] をクリックします。
5. [CCoonnffiigguurree ddeevviiccee eevveenntt ttrriiggggeerr ((デデババイイススイイベベンントトトトリリガガーーのの設設定定))] で、イベントトリ

ガーを設定します。

注
利用可能なイベントは、選択したデバイスによって異なります。サードパーティデバイスの場
合、これらのイベントの多くでは、デバイスで追加の設定が必要です。
6. [FFiilltteerrss ((フフィィルルタターー))] で、フィルターを選択します。
7. [AAccttiivviittyy ((アアククテティィビビテティィ))] で、経過時間に応じた装置イベントトリガーの現在の状態を確

認します。イベントは、ステートフル、ステートレスのいずれかになります。ステップ関
数は、ステートフルイベントのアクティビティを表します。イベントがトリガーされた時
点からのパルスを含む直線は、ステートレスイベントのアクティビティを表します。

8. [OOKK] をクリックします。

AXIS Camera Station Pro

https://www.axis.com/partners
https://www.axis.com/vapix


94

デバイスイベントトリガーを設定

デデババイイスス [DDeevviiccee ((デデババイイスス))] で、カメラまたは補助装
置を選択します。

イイベベンントト [EEvveenntt ((イイベベンントト))] で、トリガーとして使用す
るイベントを選択します。

TTrriiggggeerr ppeerriioodd ((トトリリガガーー期期間間)) [TTrriiggggeerr ppeerriioodd ((トトリリガガーー期期間間))] で、連続する
2つのトリガーの間隔を設定して、連続する録
画の回数を減らします。

この間隔内に追加のトリガーが発生した場合、
録画は続行され、トリガー期間が再開始しま
す。

デデババイイススイイベベンントトのの例例

カカテテゴゴリリーー デデババイイススイイベベンントト

アンプ アンプの過負荷

音声コントロール デジタル信号のステータス

音声ソース 音声検知

認証 アクセス要求の許可

アクセス要求の拒否

呼び出し 状態

状態を変更

ネットワーク品質

SIPアカウントのステータス

着信映像

ケーシング ケーシング開放

デバイス リングパワー過電流保護

装置センサー システム準備完了

PIRセンサー

装置ステータス システム準備完了

ドア ドアのこじ開け

ドア設備へのいたずらを検知

ドアがロックされました

ドアが開いている時間が長すぎます

ドア位置

ドアのロックが解除されました

イベントバッファ 開始

イベントロガー アラーム欠落

イベント欠落
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アラーム

ファン ステータス

グローバルシーン変更 画像サービス

ハードウェアの故障 ストレージエラー

ファンの故障

ヒーター ステータス

入力ポート 仮想入力

デジタル入力ポート

手動トリガー

状態監視入力ポート

デジタル出力ポート

外部入力

ライト ステータス

照明ステータス変更 ステータス

メディア プロファイル変更

設定変更

モニタリング ハートビート

MotionRegionDetector 動き

ネットワーク ネットワーク接続断絶

装置によって使用されるイベントにのみ適用されます。
AXIS Camera Station Proによって使用されるイベントに
は適用されません。

アドレス追加

アドレス削除

PTZ動作中 チャネル<channel name>でのPTZ動作

PTZプリセット <channel name>でのPTZプリセット到達

PTZController 自動追跡

PTZコントロールキュー

PTZエラー

PTZ準備完了

録画設定 録画の作成

録画の削除

設定の追跡

録画の設定

録画ジョブの設定

リモートカメラ Vapixのステータス
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PTZ位置

Schedule パルス

期間

スケジュール型イベント

状態 アクティブ

ストレージ ストレージの中断

録画中

システムメッセージ アクションの失敗

いたずら検出 チルト検知

衝撃検知

温度センサー 動作温度範囲の上

動作温度範囲の下

動作温度範囲内

動作温度範囲外

トリガー リレーおよび出力

デジタル入力

ビデオ動体検知 VMD 4: プロファイル<プロファイル名>

VMD 4: 任意のプロファイル

Video Motion Detection 3 VMD 3

ビデオソース 動体アラーム

ライブストリームのアクセス

デイナイトビジョン

カメラに対するいたずら

平均ビットレート低下

ビデオソースの接続

AAXXIISS AA11660011 NNeettwwoorrkk DDoooorr CCoonnttrroolllleerrのの装装置置イイベベンントト

デデババイイススイイベベンントト アアククシショョンンルルーールルののトトリリガガーー

認認証証

アクセス要求の許可 システムは、カード所持者が認証情報を使用して本人確認し
たときにアクセスを許可しました。

強制 誰かが強制PINを使用しました。これを使用して、たとえ
ば、無音アラームをトリガーできます。

アクセス要求の拒否 システムは、カード所持者が認証情報を使用して本人確認し
たときにアクセスを拒否しました。

ダブルスワイプ カード所持者がカードを2回スワイプしました。ダブルスワ
イプにより、カード所持者はドアの現在の状態を無効にする
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ことができます。たとえば、通常のスケジュール外にドアの
ロックを解除するために使用できます。

不正通行防止による検知 誰かが、自分より前にゾーンに入ったカード所持者の認証情
報を使用しました。

AAuutthhoorriizzaattiioonn wwiitthh ttwwoo--ppeerrssoonn rruullee ((22人人ルルーールルにによよりり承承認認))

アクセス要求の保留中 2人のカード所持者のうち最初の1人が認証情報を使用して本
人確認しました。

アクセス要求の許可 システムは、最後のカード所持者が認証情報を使用して本人
確認をしたときにアクセスを許可しました。

ケケーーシシンンググ

ケーシング開放 誰かがネットワークドアコントローラーのケーシングを開い
たり、取り外したりしました。たとえば、保守のためにケー
シングが開かれたときや、ケーシングがいたずらされたとき
に管理者に通知を送信するために使用します。

装装置置スステテーータタスス

システム準備完了 システムが準備完了の状態になった。たとえば、Axis製品は
システムの状態を検出し、システムが起動したときに管理者
に通知を送信します。[ははいい] を選択した場合、本製品が準備
完了状態になると、アクションルールがトリガーされます。
このルールは、イベントシステムなど、必要なすべてのサー
ビスが開始されている場合にしかトリガーできません。

ドドアア

ドアのこじ開け ドアがこじ開けられました。

ドア設備へのいたずらを検知 システムが以下を検知したとき:
• 装置のケーシングが開閉された
• 装置の動き
• 壁に取り付けられたリーダーが取り外された
• 接続されているドアモニター、リーダー、またはREX

装置に対するいたずら。このトリガーを使用する場合
は、監視入力をオンになっていて、関連するドアコネ
クターの入力ポートの終端抵抗器が取り付けられてい
ることを確認してください。

ドアがロックされました ドアロックが施錠されました。

ドアが開いている時間が長すぎ
ます

ドアの開放時間が長すぎます。

ドア位置 ドアモニターがドアの開閉を示します。

ドアのロックが解除されました ドアのロックが解除されたままです。たとえば、認証情報を
提示せずにドアを開くことを許可される訪問者が存在する場
合に、この状態を使用できます。

入入力力ポポーートト

仮想入力 いずれかの仮想的な入力の状態が変化しました。管理ソフト
ウェアなどのクライアントで、さまざまなアクションを開始
するために使用できます。アクティブになったときにアク
ションルールをトリガーする入力ポートを選択してくださ
い。
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デジタル入力ポート デジタル入力ポートの状態が変化しました。このトリガーを
使用して、通知の送信やステータスLEDの点滅など、さまざ
まなアクションを開始します。アクティブになったときにア
クションルールをトリガーする入力ポートを選択してくださ
い。または、[AAnnyy ((任任意意))] を選択すると、いずれかの入力
ポートがアクティブになったときにアクションルールがトリ
ガーされます。

手動トリガー 手動トリガーをアクティブにします。このトリガーを使用し
て、VAPIX APIを通じて手動でアクションルールを開始また
は停止します。

外部入力 緊急入力がアクティブまたは非アクティブになりました。

ネネッットトワワーークク

ネットワーク接続断絶 ネットワークの接続が失われました。

装置によって使用されるイベントにのみ適用されます。AXIS
Camera Station Proによって使用されるイベントには適用さ
れません。

アドレス追加 新しいIPアドレスが追加されました。

AddressRemoved IPアドレスが削除されました。

SScchheedduullee

スケジュール型イベント 既定のスケジュールの状態が変化しました。たとえば、営業
時間中や週末など、特定の時間帯にビデオを録画する場合に
使用します。[[SScchheedduullee ((ススケケジジュューールル))]]ドロップダウンメ
ニューでスケジュールを選択します。

シシスステテムムメメッッセセーージジ

アクションの失敗 アクションルールの実行に失敗し、アクションに失敗したこ
とを通知するシステムメッセージがトリガーされました。

トトリリガガーー

デジタル入力 物理デジタル入力ポートがアクティブまたは非アクティブに
なりました。

アアククシショョンンボボタタンントトリリガガーーのの作作成成

[LLiivvee vviieeww ((ラライイブブビビュューー))] でアクションを開始および停止するには、アクションボタンを使用し
ます。アクションボタンはライブビューの最下部またはマップ内にあります。1つのボタンを複数
のカメラやマップに使用したり、1つのカメラやマップに複数のアクションボタンを使用したりで
きます。アクションボタンを追加または編集する際に、カメラに配置するボタンを並べ替えるこ
とができます。

アクションボタンには次の2種類があります。

ココママンンドドボボタタンン -- アクションを手動で開始するために使用します。停止ボタンが不要なアクショ
ンには、コマンドボタンを使用します。コマンドボタンには、ボタンラベルとツールチップがあ
ります。ボタンラベルは、ボタンに表示されるテキストです。ツールチップは、ボタンにマウス
ポインターを合わせると表示されます。

例例：： 既定の時間で出力をアクティブにし、アラームを鳴らして、電子メールを送信するボタンを
作成します。

トトググルルボボタタンン -- アクションを手動で開始および停止するために使用します。ボタンにはトグルオ
ン状態とトグルオフ状態の2つの状態があります。ボタンをクリックすると、2つの状態が切り替
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わります。デフォルトではトグルボタンはトグルオン状態のときにアクションを開始しますが、
トグルオフ状態でアクションを開始するように設定することもできます。

トグルボタンには、トグルオンのラベル、トグルオフのラベル、ツールチップがあります。トグ
ルオンのラベルとトグルオフのラベルは、トグルオンとトグルオフの各状態のボタンに表示され
るテキストです。ツールチップは、ボタンにマウスポインターを合わせると表示されます。

例例：： ドアを開閉するボタンを作成し、パルスを [as long as any trigger is active (トリガーがアク
ティブである限り)] に設定した出力アクションを使用します。

アクションボタントリガーを作成するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [追追加加] をクリックし、[アアククシショョンンボボタタンン] を選択します。
4. [OOKK] をクリックします。
5. [ボボタタンンのの新新規規作作成成] または [既既存存ののボボタタンンをを使使用用] を選択します。[[NNeexxtt ((次次へへ))]] をクリッ

クします。
6. [CCrreeaattee nneeww bbuuttttoonn ((ボボタタンンのの新新規規作作成成))] を選択した場合:

6.1. [ココママンンドドボボタタンン] または [トトググルルボボタタンン] を選択します。トグルボタンを使用してト
グルオフ状態でアクションを開始する場合は、[トトリリガガーーををオオフフにに切切りり替替ええ] を選択
します。

6.2. [[NNeexxtt ((次次へへ))]] をクリックします。
6.3. ボタンのラベルとツールチップを追加します。

注
アクションボタンラベルの最初の下線の次に表示される文字または数字が、そのアクションボ
タンのアクセスキーになります。ALTキーとアクセスキーを同時に押します。たとえば、アク
ションボタンにA_BCという名前を付けると、このアクションボタン名はライブビューでABCに
変更されます。ALTキーとBキーを同時に押すとアクションボタンが起動します。
7. [UUssee eexxiissttiinngg bbuuttttoonn ((既既存存ののボボタタンンをを使使用用))] を選択する場合:

7.1. ボタンを検索するか、使用するボタンをクリックします。
7.2. 既存のトグルボタンを使用することを選択した場合は、[TTrriiggggeerr oonn ttooggggllee ((トトリリ

ガガーーををオオンンにに切切りり替替ええ))] または [TTrriiggggeerr oonn uunnttooggggllee ((トトリリガガーーををオオフフにに切切りり替替
ええ))] を選択する必要があります。

7.3. [[NNeexxtt ((次次へへ))]]をクリックします。
7.4. ボタンのラベルとツールチップを編集します。

8. ドロップダウンメニューからカメラまたはマップを選択します。
9. 複数のカメラまたはマップにボタンを追加するには、[複複数数ののカカメメララにに追追加加] または [複複数数

ののママッッププにに追追加加] をクリックします。
10. カメラに複数のアクションボタンがある場合、[AArrrraannggee ((配配置置))] をクリックしてボタンの順

序を編集できます。[OOKK] をクリックします。
11. [[NNeexxtt ((次次へへ))]] をクリックします。

AAXXIISS EEnnttrryy MMaannaaggeerrイイベベンントトトトリリガガーーのの作作成成

AXIS Camera Station Pro AXIS Entry Managerで設定済みのドアから信号を受信したときに、によっ
てこのトリガーがアクティブになります。たとえば、ドアがこじ開けられた、ドアが開いている
時間が長すぎる、アクセスが拒否されたなどの信号です。

注
AXIS Entry Managerイベントトリガーは、AXIS A1001 Network Door Controllerを AXIS Camera
Station Proに追加した場合にのみ使用できます。
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1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [AAdddd ((追追加加))] をクリックし、[AAXXIISS EEnnttrryy MMaannaaggeerr eevveenntt ((AAXXIISS EEnnttrryy MMaannaaggeerrイイベベンントト))]

を選択します。
4. [OOKK] をクリックします。
5. トリガーをアクティブにするイベントとドアを選択します。
6. [OOKK] をクリックします。

外外部部HHTTTTPPSSトトリリガガーーのの作作成成

外部HTTPSトリガーは、外部アプリケーションが AXIS Camera Station ProでHTTPS通信を介してイ
ベントをトリガーできるようにします。このトリガーはHTTPS通信のみをサポートし、HTTPS要求
で、ドメイン名とパスワードを含む有効な AXIS Camera Station Proのユーザー名の提供を要求し
ます。

以下の要求は、HTTPメソッドGET*でサポートされています。要求本文に記載されたJSONデータと
共にPOSTを使用することもできます。

注
• 外部HTTPSトリガー要求は、Google Chromeでのみテストできます。

• 外部HTTPSトリガーは、モバイル監視アプリと同じポートを使用します。「 概要」のモバ
イル通信ポートおよびモバイルストリーミングポートの説明を参照してください。

• ID "trigger1"でトリガーをアクティブにする：https://[address]:29204/Acs/Api/
TriggerFacade/ActivateTrigger?{"triggerName":"trigger1"}

• ID "trigger1"でトリガーを非アクティブにする：https://[address]:29204/Acs/Api/
TriggerFacade/DeactivateTrigger?{"triggerName":"trigger1"}

• ID "trigger1"でトリガーをアクティブにし、30秒後にトリガーを自動的に非アクティブにす
る：https://[address]:29204/Acs/Api/TriggerFacade/
ActivateDeactivateTrigger?
{"triggerName":"trigger1","deactivateAfterSeconds":"30"}

注
自動非アクティベーションのタイマーは、同じトリガーに他のコマンドが発行されるとキャン
セルされます。
• ID "trigger1"でトリガーをパルスさせる (トリガーをアクティブにした直後に非アクティブ

にする)：https://[address]:29204/Acs/Api/TriggerFacade/PulseTrigger?
{"triggerName":"trigger1"}

外部HTTPSトリガーを作成するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [NNeeww ((新新規規))] をクリックします。
3. [追追加加] をクリックし、[外外部部HHTTTTPPSS] を選択します。
4. [OOKK] をクリックします。
5. トリガーの名前を [TTrriiggggeerr nnaammee ((トトリリガガーー名名))] に入力します。

6. ログオン時にクライアントが使用したものと同じサーバーアドレスをサンプルURLが使用す
ることを確認します。URLは、アクションルールの完了後にのみ機能します。

7. [[OOKK]]をクリックします。
外外部部HHTTTTPPSSトトリリガガーーにに対対すするる適適切切ななアアククシショョンン

• トリガーをアクティブおよび非アクティブにする要求は、録画の開始や停止を行うアク
ションに適しています。
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• トリガーをパルスする要求は、[RRaaiissee AAllaarrmm ((アアララーームムをを発発すするる))] または [SSeenndd EEmmaaiill ((電電
子子メメーールルをを送送信信すするる))] などのアクションに適しています。

ススママーートト検検索索22ののトトリリガガーーをを作作成成すするる

以下の手順に従って、スマート検索トリガー2を作成します。

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [[AAdddd ((追追加加))]]をクリックし、[[SSmmaarrtt sseeaarrcchh 22 ((ススママーートト検検索索22))]] を選択します。
4. [OOKK] をクリックします。
5. トリガーを選択して設定します。

– トリガーとして使用するスマート検索フィルターを作成するには、トリガー, on
page 174を参照してください。

– [[HHiigghh pprroocceessssiinngg ddeellaayy ((高高処処理理遅遅延延))]] を選択し、スマート検索2が検出処理に1分
以上を要する場合にトリガーを有効にします。

6. [OOKK] をクリックします。

AAuuddiioo MMaannaaggeerrののトトリリガガーーをを作作成成すするる

Audio Managerのトリガーを作成するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [[AAdddd ((追追加加))]] をクリックし、[[AAuuddiioo mmaannaaggeerr]] を選択します。
4. [OOKK] をクリックします。
5. トリガーを選択して設定します。
6. [OOKK] をクリックします。

DDeevviiccee ssttaattuuss cchhaannggeedd ((デデババイイスススステテーータタスス
変変更更))

デバイスステータスが変化したときにトリガー
を有効にする場合、[[DDeevviiccee ssttaattuuss cchhaannggeedd
((デデババイイスススステテーータタスス変変更更))]] を選択します (例:
オンライン/オフラインになったときなど)。

PPllaayybbaacckk ssttaattuuss cchhaannggeedd ((再再生生スステテーータタスス変変
更更))

再生ステータスが変化したときにトリガーを有
効にする場合、[[PPllaayybbaacckk ssttaattuuss cchhaannggeedd ((再再
生生スステテーータタスス変変更更))]] を選択します。

TTaarrggeett eennaabblleedd oorr ddiissaabblleedd ((対対象象有有効効//無無効効)) トリガー対象が有効または無効になったときに
トリガーを有効にする場合、[[TTaarrggeett eennaabblleedd
oorr ddiissaabblleedd ((対対象象有有効効//無無効効))]] を選択します。

VVoolluummee ccoonnttrroolllleerr vvoolluummee cchhaannggeedd ((音音量量ココ
ンントトロローーララーーのの音音量量変変更更))

音量コントローラーの設定が変更されたときに
トリガーを有効にする場合、[[VVoolluummee
ccoonnttrroolllleerr vvoolluummee cchhaannggeedd ((音音量量ココンントトロローー
ララーーのの音音量量変変更更))]] を選択します。

アアククシショョンンのの追追加加

1つのルールに複数のアクションを設定できます。ルールがアクティブになると、アクションが開
始されます。

以下のアクションを使用できます。
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録録音音 -- このアクションは、カメラからの録画を開始します。録画アクションの作成を参照してくだ
さい。

アアララーームムをを上上げげるる -- このアクションは、すべての接続済みの AXIS Camera Station Proクライアン
トにアラームを送信します。「アラームを上げる」アクションの作成を参照してください。

出出力力設設定定 -- このアクションは出力ポートの状態を設定します。このアクションを使用して、出力
ポートに接続された装置をコントロールします (照明を点灯する、ドアをロックするなど)。出力ア
クションの作成を参照してください。

電電子子メメーールルのの送送信信 -- このアクションは、1人以上の送信先に電子メールを送信します。メール送信
アクションの作成を参照してください。

ラライイブブビビュューー -- このアクションは、すべての接続済みの AXIS Camera Station Proクライアント
で、特定のカメラのライブビュー、ビュー、またはプリセットポジションを開きます。ライブ
ビューアクションを使用して、開いている AXIS Camera Station Proクライアントをタスクバーか
らリストアしたり、開いている他のアプリケーションの手前に移動したりすることもできます。
ライブビューアクションの作成を参照してください。

HHTTTTPPでで通通知知をを送送るる -- このアクションは、カメラ、ドアコントローラー、外部のWebサーバーなど
にHTTP要求を送信します。HTTP通知アクションの作成を参照してください。

ササイイレレンンととラライイトト -- このアクションは、対応するデバイスであらかじめ設定されたプロファイル
に基づいて、サイレンとライトのパターンをトリガーします。サイレンとライトのアクションを
作成する, on page 108を参照してください。

仮仮想想II//OO -- このアクションは、装置の特定の仮想入力ポートをトリガーします。仮想I/Oアクション
を作成する, on page 108を参照してください

AAXXIISS EEnnttrryy MMaannaaggeerr -- このアクションは、AXIS Entry Managerで設定したドアコントローラーに
接続されたドアへのアクセスの許可、ロック解除またはロックを行うことができます。AXIS Entry
Managerアクションの作成, on page 109を参照してください。

モモババイイルルアアププリリのの通通知知をを送送信信すするる -- このアクションは、カスタムメッセージをAXIS Camera
Stationモバイルアプリに送信します。モバイルアプリ通知の送信アクションを作成する, on page
109を参照してください。

ルルーールルををオオンン//オオフフににすするる -- このアクションルールを使用して、他のルールをオンまたはオフにし
ます。他のアクションルールをオンまたはオフにするアクションの作成, on page 110を参照して
ください。

ビビデデオオデデココーーダダにに送送信信すするる -- このアクションを使用すると、ビデオデコーダにビューを送信し、
指定した時間モニターに表示できます。ビデオデコーダにビューを送信するアクションを作成す
る, on page 110を参照してください

アアククセセススココンントトロローールル -- このアクションには、AXIS Camera Station Secure Entryでのドアアク
ションとゾーンアクションが含まれます。アクセスコントールアクションの作成, on page 111を
参照してください。

録録画画アアククシショョンンのの作作成成

録画アクションは、カメラによる録画を開始します。[RReeccoorrddiinnggss ((録録画画))] タブから録画にアクセ
スし、再生します。

録画アクションを作成するには:

1. 録画を保存する場所を指定するには、[[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[SSttoorraaggee ((スストトレレーージジ))]] >>
[[SSeelleeccttiioonn ((選選択択))]] に移動します。

2. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
3. [新新規規] をクリックします。
4. [追追加加] をクリックしてトリガーを作成します。[[NNeexxtt ((次次へへ))]] をクリックします。トリガー

の追加を参照してください。
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5. [追追加加] をクリックし、[録録画画] を選択します。
6. [OOKK] をクリックします。
7. [CCaammeerraa ((カカメメララ))] で、録画を行うカメラを選択します。
8. [VViiddeeoo sseettttiinngg ((ビビデデオオ設設定定))] で、プロファイル、プリバッファ、ポストバッファを設定し

ます。
9. [[EEvveenntt sseettttiinngg ((イイベベンントト設設定定))]] で、録画を分類するイベントカテゴリーを選択します (あ

る場合)。
10. [[OOKK]]をクリックします。

映像設定

ププロロフフィィーールル [PPrrooffiillee ((ププロロフファァイイルル))] ドロップダウンメ
ニューからプロファイルを選択します。プロ
ファイル設定を編集するには、「 ストリーム
プロファイル」を参照してください。

ププリリババッッフファァ 動体検知の何秒前から録画に含めるかを設定し
ます。

ポポスストトババッッフファァ アクションの終了後の何秒後まで録画に含める
かを選択します。

「「アアララーームムをを上上げげるる」」アアククシショョンンのの作作成成

「アラームを発する」アクションは、接続先のすべての AXIS Camera Station Proクライアントに
アラームを送信します。アラームは、[AAllaarrmmss ((アアララーームム))] タブに表示されるほか、タスクバーに
も通知が表示されます。アラームには、アラーム手順を含む指示をファイルの形で含めることが
できます。アラームガイドは、[アアララーームム] タブのほか、[ロロググ] タブで使用できます。

「アラームを上げる」アクションを作成するには、次のように実行します。

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [追追加加] をクリックしてトリガーを作成します。[[NNeexxtt ((次次へへ))]] をクリックします。トリガー

の追加を参照してください。
4. [追追加加] をクリックし、[アアララーームムをを上上げげるる] を選択します。
5. [OOKK] をクリックします。
6. [AAllaarrmm mmeessssaaggee ((アアララーームムメメッッセセーージジ))] で、タイトル、説明、期間を設定します。
7. [AAllaarrmm pprroocceedduurree ((アアララーームム手手順順))] で:

7.1. アアララーームム時時ににアアララーームムガガイイドドをを表表示示] を選択します。
7.2. [UUppllooaadd ((アアッッププロローードド))] をクリックし、目的のファイルを見つけます。
7.3. [ププレレビビュューー] をクリックすると、アップロードするファイルがプレビューウィンド

ウに表示されます。
7.4. [OOKK] をクリックします。
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アラームメッセージ

タタイイトトルル アラームのタイトルを入力します。タイトル
は、[AAllaarrmmss ((アアララーームム))] タブの [AAllaarrmmss ((アア
ララーームム))] とタスクバーの通知に表示されます。

説説明明 アラームの簡単な説明を入力します。説明は
[AAllaarrmmss ((アアララーームム))] タブの [[AAllaarrmmss ((アアララーー
ムム))]] >> [[DDeessccrriippttiioonn ((説説明明))]] とタスクバー通知
に表示されます。

((DDuurraattiioonn ((ss)) ((期期間間 ((秒秒)))) ポップアップアラームの継続時間を1～600秒
に設定します。

出出力力アアククシショョンンのの作作成成

出力アクションは、出力ポートの状態を設定します。このアクションを使用して、出力ポートに
接続された装置をコントロールします (照明を点灯する、ドアをロックするなど)。

注
出力アクションを使用する前に、AXIS Camera Station Proに出力ポートを追加します。I/Oポー
トを参照してください。

出力アクションを作成するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [追追加加] をクリックしてトリガーを作成します。[[NNeexxtt ((次次へへ))]] をクリックします。トリガー

の追加を参照してください。
4. [追追加加] をクリックし、[出出力力のの設設定定] を選択します。
5. [OOKK] をクリックします。
6. [OOuuttppuutt ppoorrtt ((出出力力ポポーートト))] で、出力ポートを選択します。
7. [SSttaattee oonn aaccttiioonn ((アアククシショョンン時時のの状状態態))] で、設定するポートの状態を選択します。利用可

能なオプションは、ポートの設定によって異なります。
8. [パパルルスス] を選択して、新しいステータスに出力ポートを維持する時間を定義します。

注
アクション後もポートを新しいステータスに維持するには、[パパルルスス] のチェックマークを外し
ます。
9. [OOKK] をクリックします。

FFoorr aass lloonngg aass aannyy ttrriiggggeerr iiss aaccttiivvee ((トトリリガガーー
ががアアククテティィブブででああるる限限りり出出力力ポポーートトのの状状態態をを
維維持持

[[トトリリガガーーががアアククテティィブブででああるる限限りり出出力力ポポーー
トトのの状状態態をを維維持持] を選択すると、ルールに指定
されたすべてのトリガーがアクティブである限
り、ポートは新しいステータスを維持します。

一定時間その状態を保つ ポートを一定の時間だけ新しい状態に維持する
には、2番目のオプションを選択し、秒数を指
定します。

メメーールル送送信信アアククシショョンンのの作作成成

メールアクションは、1人以上の送信先にメールを送信します。カメラからのスナップショットを
電子メールに添付できます。
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注
電子メールを送信するには、まずSMTPサーバーを設定する必要があります。サーバーの設定を
参照してください。

メール送信アクションを作成するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [追追加加] をクリックしてトリガーを作成します。[[NNeexxtt ((次次へへ))]] をクリックします。トリガー

の追加を参照してください。
4. [追追加加] をクリックし、[電電子子メメーールルをを送送信信] を選択します。
5. [OOKK] をクリックします。
6. [RReecciippiieennttss ((送送信信先先))] で、送信先を追加します。

6.1. [NNeeww RReecciippiieenntt ((新新ししいい送送信信先先))] にメールアドレスを入力し、[TToo]、[CCcc]、または
[BBcccc] を選択します。

6.2. [AAdddd ((追追加加))] をクリックして、メールアドレスを [RReecciippiieennttss ((送送信信先先))] に追加しま
す。

7. [CCoonntteennttss ((内内容容))] に電子メールの件名とメッセージを入力します。
8. [AAddvvaanncceedd ((詳詳細細設設定定))] で、添付ファイル、電子メール件数、間隔を設定します。
9. [[OOKK]]をクリックします。

高度

AAttttaacchh ssnnaappsshhoottss ((ススナナッッププシショョッットトをを添添付付)) カメラからの.jpgスナップショットを電子メー
ル通知に添付ファイルとして添付するには、
[AAttttaacchh ssnnaappsshhoottss ((ススナナッッププシショョッットトをを添添
付付))] を選択し、[CCaammeerraass ((カカメメララ))] をクリック
します。AXIS Camera Station Proに追加されて
いるすべてのカメラのリストが表示されます。
[SSeelleecctt aallll ((すすべべてて選選択択))] ですべてのカメラを
選択したり、[DDeesseelleecctt aallll ((すすべべてて選選択択解解除除))]
ですべてのカメラの選択を解除したりできま
す。

SSeenndd oonnee eemmaaiill ffoorr eeaacchh eevveenntt ((イイベベンントトごご
ととにに電電子子メメーールルをを一一通通送送信信))

同じイベントに対して複数のメールを送信しな
いようにするには、[イイベベンントトごごととににメメーールルをを
一一通通送送信信] を選択します。

DDoonn''tt sseenndd aannootthheerr eemmaaiill ffoorr ((次次ののアアドドレレスス
にに別別のの電電子子メメーールルをを送送信信ししなないい))

メールを短い間隔で続けて送信しないようにす
るには、[DDoonn''tt sseenndd aannootthheerr eemmaaiill ffoorr ((新新規規
のの電電子子メメーールルをを送送信信ししなないい時時間間間間隔隔))] を選択
して、電子メールを送信する最小の時間間隔を
ドロップダウンメニューから設定します。

ラライイブブビビュューーアアククシショョンンのの作作成成

ライブビューアクションは、特定のカメラ、ビュー、またはプリセットポジションで [LLiivvee vviieeww
((ラライイブブビビュューー))] タブを開きます。接続されているすべてのククラライイアアンントトでで [[Live view (ライブ
ビュー) AXIS Camera Station Pro] タブが開きます。[LLiivvee vviieeww ((ラライイブブビビュューー))] タブでホットス
ポット付きの分割ビューを表示する場合、ライブビューアクションで選択したカメラの映像が
ホットスポットに表示されます。ホットスポットの詳細については、「 分割ビュー」を参照して
ください。

ライブビューアクションを使用して、開いている AXIS Camera Station Proクライアントをタスク
バーからリストアしたり、開いている他のアプリケーションの手前に移動したりすることもでき
ます。
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ライブビューアクションを作成するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [追追加加] をクリックしてトリガーを作成します。[[NNeexxtt ((次次へへ))]] をクリックします。トリガー

の追加を参照してください。
4. [追追加加] をクリックし、[ラライイブブビビュューー] を選択します。
5. [OOKK] をクリックします。
6. [LLiivvee vviieeww aaccttiioonnss ((ラライイブブビビュューーアアククシショョンン))] で、アクションがアクティブなときに何を

表示するかを設定します。
7. [SShhoowwnn iinn ((表表示示先先))] で、選択したビューの表示方法を設定します。
8. [BBrriinngg ttoo ffrroonntt ((最最前前面面にに表表示示))] で、[OOnn ttrriiggggeerr bbrriinngg aapppplliiccaattiioonn ttoo ffrroonntt ((トトリリガガーー時時

ににククラライイアアンントト画画面面をを最最前前面面にに表表示示))] を選択して、開いている AXIS Camera Station Proク
ライアントをタスクバーからリストアするか、ライブビューアクションの開始時に他のア
プリケーションの手前に表示します。

9. [OOKK] をクリックします。

ライブビューアクション

表表示示 ビューを開くには、[VViieeww ((ビビュューー))] を選択し
てから、ドロップダウンメニューからビューを
選択します。

カカメメララ カメラビューを開くには、[CCaammeerraa ((カカメメララ))]
を選択してから、ドロップダウンメニューから
カメラを選択します。カメラにPTZプリセット
機能がある場合は、[GGoo ttoo pprreesseett ((ププリリセセッットト
にに移移動動))] を選択し、ドロップダウンメニューか
ら範囲を1つ選択してプリセットポジションを
開きます。

NNoo aaccttiioonn ((アアククシショョンンななしし)) [NNoo aaccttiioonn ((アアククシショョンンななしし))] を選択すると、
どのビューも開きません。

Shown in (表示先)

ラライイブブアアララーートトタタブブ [LLiivvee aalleerrtt ttaabb (([[ラライイブブアアララーートト]] タタブブ))] を選
択すると、選択したビューまたはカメラビュー
が [LLiivvee aalleerrtt ((ラライイブブアアララーートト))] タブで開きま
す。

HHoottssppoott iinn vviieeww ((ビビュューー内内ののホホッットトススポポッットト)) [HHoottssppoott iinn vviieeww ((ビビュューー内内ののホホッットトススポポッッ
トト))] を選択し、ドロップダウンメニューから
ホットスポットのあるビューを選択します。ア
クションがトリガーされると、ホットスポット
がライブビューに表示されている場合、ホット
スポットにカメラビューが表示されます。

例:
[LLiivvee vviieeww ((ラライイブブビビュューー))] タブを開くには、ホットスポットビューに移動し、ホットスポットに
カメラビューを表示して、同じアクションルールで2つのライブビューアクションを設定します。

1. [LLiivvee aalleerrtt ((ラライイブブアアララーートト))] タブでホットスポットビューを表示するライブビューアク
ションを作成します。
1.1. [LLiivvee vviieeww aaccttiioonnss ((ラライイブブビビュューーアアククシショョンン))] で、[VViieeww ((ビビュューー))] を選択します。
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1.2. [HHoottssppoott vviieeww ((ホホッットトススポポッットトビビュューー))] を選択します。
1.3. [ SShhooww ((表表示示すするる)) ]で、[ [[LLiivvee aalleerrtt((ラライイブブアアララーートト))]をタブを選択します。
1.4. トトリリガガーー時時ににククラライイアアンントト画画面面をを最最前前面面を選択:

2. ホットスポットビューに移動してホットスポットにカメラビューを表示する、別のライブ
ビューアクションを作成します。
2.1. [ LLiivvee vviieeww aaccttiioonnss ((ラライイブブビビュューーアアククシショョンン)) ]で、[[CCaammeerraa ((カカメメララ))]]を選択し 、

[camera view (カメラビュー) ]を選択します。
2.2. [SShhooww iinn ((表表示示先先))] で、[HHoottssppoott iinn vviieeww ((ビビュューー内内ののホホッットトススポポッットト))] を選択しま

す。
2.3. [HHoottssppoott vviieeww ((ホホッットトススポポッットトビビュューー))] を選択します。

HHTTTTPP通通知知アアククシショョンンのの作作成成

HTTP通知アクションは、送信先にHTTP要求を送信します。カメラ、ドアコントローラー、外部の
Webサーバー、HTTP要求を受信可能なサーバーを送信先にすることができます。HTTP通知を使用
して、カメラの特定の機能をオンまたはオフにしたり、ドアコントローラーに接続されたドアを
開閉、ロック、ロック解除したりできます。

GET、POST、およびPUTメソッドがサポートされています。

注
ローカルネットワークの外部の送信先にHTTP通知を送信するには、AXIS Camera Station Pro
サーバーのプロキシ設定の調整が必要になる場合があります。詳細については、Axisサポート
までお問い合わせください。

HTTP通知アクションを作成するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [追追加加] をクリックしてトリガーを作成します。[[NNeexxtt ((次次へへ))]] をクリックします。トリガー

の追加を参照してください。
4. [追追加加] をクリックし、[HHTTTTPP通通知知をを送送信信] を選択します。
5. [OOKK] をクリックします。
6. [UURRLL] に、送信先のアドレスと、要求を処理するスクリプトを入力します。例：https://

192.168.254.10/cgi-bin/notify.cgi

7. 送信先で認証が必要な場合は、[認認証証がが必必要要] を選択します。ユーザー名とパスワードを入
力します。

8. 認証方法を選択します。
9. [詳詳細細設設定定] をクリックして、詳細設定を表示します。
10. [OOKK] をクリックします。

認証方式

ダダイイジジェェスストト 盗聴からの保護に最適なため、このオプション
を使用することをお勧めします。

DDiiggeesstt wwiitthh bbaassiicc aass ffaallllbbaacckk ((ダダイイジジェェスストト
ととそそのの代代替替ににベベーーシシッッククをを使使用用))

装置で使用する認証方法が不明な場合は、この
オプションを使用してください。
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高度

方方式式 [MMeetthhoodd ((メメソソッッドド))] ドロップダウンメニュー
からHTTPメソッドを選択します。

ココンンテテンンツツタタイイププ POSTおよびPUTメソッドの場合、[CCoonntteenntt
ttyyppee ((ココンンテテンンツツタタイイププ))] ドロップダウンメ
ニューからコンテンツタイプを選択します。

本本体体 POSTおよびPUTメソッドの場合、[BBooddyy ((本本
文文))] に要求本文を入力します。

TTrriiggggeerr ddaattaa ((トトリリガガーーデデーータタ)) ドロップダウンメニューから既定のトリガー
データを挿入することもできます。詳細につい
ては下記を参照してください。

Trigger data (トリガーデータ)

タタイイププ このアクションルールをアクティブにしたトリ
ガー。

SSoouurrccee IIDD ((ソソーーススIIDD)) ソースIDは、アクションルールをトリガーした
ソースのIDであり、多くの場合、カメラなどの
装置を表します。すべてのソースにソースIDが
あるわけではありません。

SSoouurrccee NNaammee ((ソソーースス名名)) ソース名は、アクションルールをトリガーした
ソースの名前であり、多くの場合、カメラなど
の装置を表します。すべてのソースにソース名
があるわけではありません。

時時刻刻 ((UUTTCC)) アクションルールがトリガーされたときのUTC
日時。

TTiimmee ((llooccaall)) ((時時刻刻 ((ロローーカカルル)))) アクションルールがトリガーされたときのサー
バーの日時。

仮仮想想II//OOアアククシショョンンをを作作成成すするる

仮想I/Oアクションを使用して、装置上の特定の仮想入力ポートをトリガーします。装置の各ポー
トはそれぞれ1つのアクションに使用できます。

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [追追加加] をクリックしてトリガーを作成します。[[NNeexxtt ((次次へへ))]] をクリックします。トリガー

の追加を参照してください。
4. [AAdddd ((追追加加))] をクリックし、[VViirrttuuaall II//OO ((仮仮想想II//OO))] を選択します。
5. [OOKK] をクリックします。
6. トリガーする装置とポートを選択します。
7. [OOKK] をクリックします。

ササイイレレンンととラライイトトののアアククシショョンンをを作作成成すするる

サイレンとライトのアクションは、設定されたプロファイルに従って、AXIS D4100-E Network
Strobe Sirenのサイレンとライトパターンをアクティブにします。
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注
このアクションを使用するには、装置の設定ページからプロファイルを設定する必要がありま
す。
1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [追追加加] をクリックしてトリガーを作成します。[[NNeexxtt ((次次へへ))]] をクリックします。トリガー

の追加を参照してください。
4. [ AAdddd ((追追加加))]をクリックし、[ SSiirreenn aanndd lliigghhtt ((ササイイレレンンととラライイトト))]を選択します。
5. [OOKK] をクリックします。
6. [DDeevviiccee ((デデババイイスス))] ドロップダウンメニューから装置を選択します。
7. [PPrrooffiillee ((ププロロフファァイイルル))] ドロップダウンメニューからプロファイルを選択します。
8. [OOKK] をクリックします。

AAXXIISS EEnnttrryy MMaannaaggeerrアアククシショョンンのの作作成成

AXIS Entry Managerアクションは、AXIS Entry Managerで設定したドアコントローラーに接続され
たドアへのアクセス許可、ロック解除またはロックを行うことができます。

注
AXIS Entry Managerアクションは、AXIS A1001 Network Door Controllerが AXIS Camera Station
Proで利用可能な場合にのみ使用できます。
1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [追追加加] をクリックしてトリガーを作成します。[[NNeexxtt ((次次へへ))]] をクリックします。トリガー

の追加を参照してください。
4. [AAdddd ((追追加加))] をクリックし、[AAXXIISS EEnnttrryy MMaannaaggeerr] を選択します。
5. [OOKK] をクリックします。
6. アクションとアクション実行するドアを選択します。
7. [OOKK] をクリックします。

モモババイイルルアアププリリ通通知知のの送送信信アアククシショョンンをを作作成成すするる

モバイルアプリ通知の送信アクションでは、AXIS Camera Stationモバイルアプリにカスタムメッ
セージが送信されます。受信した通知をクリックすると、特定のカメラビューに移動できます。
AXIS Camera Stationモバイルアプリユーザーマニュアルを参照してください。

モバイルアプリ通知の送信アクションを作成する:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [追追加加] をクリックしてトリガーを作成します。[[NNeexxtt ((次次へへ))]] をクリックします。トリガー

の追加を参照してください。
4. [AAdddd ((追追加加))] をクリックし、[SSeenndd mmoobbiillee aapppp nnoottiiffiiccaattiioonn ((モモババイイルルアアププリリ通通知知のの送送

信信))] を選択します。
5. [OOKK] をクリックします。
6. [MMeessssaaggee ((メメッッセセーージジ))] に、モバイルアプリに表示するメッセージを入力します。
7. [CClliicckk nnoottiiffiiccaattiioonn aanndd ggoo ttoo ((通通知知ををククリリッッククししてて移移動動))] で、通知をクリックしたときに

表示される内容を設定します。
8. [[OOKK]]をクリックします。

AXIS Camera Station Pro

https://help.axis.com/axis-camera-station-mobile-app#set-up-notifications


110

通知をクリックして移動

カカメメララ モバイルアプリの通知をクリックしたときに表
示するカメラビューを [CCaammeerraa ((カカメメララ))] ド
ロップダウンメニューから選択します。

デデフフォォルルトト [DDeeffaauulltt ((デデフフォォルルトト))] を選択すると、モバイ
ルアプリで通知をクリックしたときに、モバイ
ルアプリの開始ページに移動します。

他他ののアアククシショョンンルルーールルををオオンンままたたははオオフフににすするるアアククシショョンンのの作作成成

たとえば、従業員がアクセスカードをスワイプしたときに、オフィスの動体検知をオフにする場
合に、ルールをオン/オフにするアクションを使用します。

ルールをオン/オフにするアクションを作成するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [追追加加] をクリックしてトリガーを作成します。[[NNeexxtt ((次次へへ))]] をクリックします。トリガー

の追加を参照してください。
4. [AAdddd ((追追加加))] をクリックし、[TTuurrnn rruulleess oonn oorr ooffff ((ルルーールルををオオンンままたたははオオフフににすするる))] を選

択します。
5. [OOKK] をクリックします。
6. 1つ以上のアクションルールを選択します。
7. 選択したアクションルールをオンにするかオフにするかを選択します。
8. トリガーから状態変更までに間隔が必要な場合は、遅延を入力します。
9. トリガーがアクティブでなくなったときに、選択したアクションルールを変更したままに

しない場合は、[RReettuurrnn ttoo tthhee pprreevviioouuss ssttaattee wwhheenn tthhee ttrriiggggeerr iiss nnoo lloonnggeerr aaccttiivvee ((トトリリ
ガガーーががアアククテティィブブででななくくななっったたととききにに前前のの状状態態にに戻戻るる))] を選択します。上の例では、こ
れにより、従業員がアクセスカードをリーダーから外すと動体検知が再びオンになりま
す。

10. [[OOKK]]をクリックします。

ブブッッククママーーククアアククシショョンンのの作作成成

ブックマークアクションを作成するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [追追加加] をクリックしてトリガーを作成します。[[NNeexxtt ((次次へへ))]] をクリックします。トリガー

の追加を参照してください。
4. [[AAdddd ((追追加加))]] をクリックし、[[AAdddd bbooookkmmaarrkk ((ブブッッククママーーククのの追追加加))]] を選択します。
5. [OOKK] をクリックします。
6. 名前と、必要に応じて説明を入力し、ブックマークを設定します。
7. [OOKK] をクリックします。

ビビデデオオデデココーーダダににビビュューーをを送送信信すするるアアククシショョンンをを作作成成すするる

このアクションを使用すると、ビデオデコーダにビューを送信し、指定した時間モニターに表示
できます。

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
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2. [新新規規] をクリックします。
3. [追追加加] をクリックしてトリガーを作成します。[[NNeexxtt ((次次へへ))]] をクリックします。トリガー

の追加を参照してください。
4. [AAdddd ((追追加加))] をクリックして [SSeenndd ttoo vviiddeeoo ddeeccooddeerr ((ビビデデオオデデココーーダダににビビデデオオをを送送信信))]

を選択します。
5. [OOKK] をクリックします。
6. [DDeeccooddeerr ((デデココーーダダ))] で、ビューを送信するビデオデコーダを選択します。
7. [VViieeww ((ビビュューー))] で、送信するカメラまたはビューを選択します。
8. [DDuurraattiioonn ((時時間間))] に、ビューを表示する時間を秒単位で入力します。
9. [[OOKK]]をクリックします。

アアククセセススココンントトーールルアアククシショョンンのの作作成成

アクセスコントロールアクションは、AXIS Camera Station Secure Entryシステムで次のアクション
を実行できます。

• ドドアアアアククシショョンン:: 選択したドアへのアクセス許可、ロック、ロック解除、またはロックダウ
ン。

• ゾゾーーンンアアククシショョンン:: 選択したゾーンにある選択済みのドアのロック、ロック解除、ロックダ
ウン。

• アアククセセススルルーールルアアククシショョンン:: アクセスルールをオンまたはオフ。

注
アクセスコントロールアクションは、AXIS Camera Station Secure Entryシステムでのみ使用で
きます。

アクセスコントロールアクションを作成するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [追追加加] をクリックしてトリガーを作成します。[[NNeexxtt ((次次へへ))]] をクリックします。トリガー

の追加を参照してください。
4. [AAdddd ((追追加加))] をクリックし、[AAcccceessss ccoonnttrrooll ((アアククセセススココンントトロローールル))] を選択します。
5. [OOKK] をクリックします。
6. ドアアクションを実行するには:

6.1. [AAcccceessss ccoonnttrrooll ((アアククセセススココンントトロローールル))] で、[DDoooorr aaccttiioonnss ((ドドアアアアククシショョンン))] を
選択します。

6.2. [CCoonnffiigguurree aaccttiioonn ((アアククシショョンンのの設設定定))] で、ドアとアクションを選択します。

7. ゾーンアクションを実行するには:
7.1. [AAcccceessss ccoonnttrrooll ((アアククセセススココンントトロローールル))] で、[ZZoonnee aaccttiioonnss ((ゾゾーーンンアアククシショョンン))]

を選択します。
7.2. [CCoonnffiigguurree aaccttiioonn ((アアククシショョンンのの設設定定))] で、ゾーン、ドアのタイプ、アクションを

選択します。
8. アクセスルールをオンまたはオフにするには:

8.1. [AAcccceessss ccoonnttrrooll ((アアククセセススココンントトロローールル))] で、[AAccttiioonn rruullee aaccttiioonnss ((アアククシショョンン
ルルーールルアアククシショョンン))] を選択します。

8.2. [CCoonnffiigguurree aaccttiioonn ((アアククシショョンンのの設設定定))] で、オンまたはオフにするアクセスルール
を選択します。

8.3. [AAccttiioonn ((アアククシショョンン))] で、[EEnnaabbllee ((有有効効))] または [DDiissaabbllee ((無無効効))] を選択します。
9. [OOKK] をクリックします。
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AAuuddiioo MMaannaaggeerrののアアククシショョンンをを作作成成すするる

Audio Managerのアクションを作成するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. [追追加加] をクリックしてトリガーを作成します。[[NNeexxtt ((次次へへ))]] をクリックします。トリガー

の追加を参照してください。
4. [[AAdddd ((追追加加))]] をクリックし、[[AAuuddiioo mmaannaaggeerr]] を選択します。
5. [OOKK] をクリックします。
6. トリガーするアクションを選択し、設定します。
7. [OOKK] をクリックします。

Audio Managerのアクション

PPllaayy aauuddiioo ffiillee ((音音声声フファァイイルルのの再再生生)) 選択した音声ファイルを再生する場合、[[PPllaayy
aauuddiioo ffiillee ((音音声声フファァイイルルのの再再生生))]] を選択しま
す。

EEnnaabbllee oorr ddiissaabbllee ttaarrggeett ((対対象象のの有有効効化化//無無効効
化化))

デバイスを有効または無効にする場合、
[[EEnnaabbllee oorr ddiissaabbllee ttaarrggeett ((対対象象のの有有効効化化//無無効効
化化))]] を選択します。

MMuuttee vvoolluummee ((音音量量ののミミュューートト)) 音量コントローラーをミュートにする場合、
[[MMuuttee vvoolluummee ((音音量量ののミミュューートト))]] を選択しま
す。

SSeett vvoolluummee ((音音量量のの設設定定)) 新しい音量を設定する場合、[[SSeett vvoolluummee ((音音
量量のの設設定定))]] を選択します。

OOffffsseett vvoolluummee ((音音量量ののオオフフセセッットト)) 現在の音量レベルから音量を調節する場合、
[[OOffffsseett vvoolluummee ((音音量量ののオオフフセセッットト))]] を選択し
ます。

ススケケジジュューールル

[Schedules (スケジュール)] のページには、録画、アクションルール、およびAXIS Secure Entryな
どのコンポーネントに適用できるすべてのスケジュールが含まれています。AXIS Site Designer
は、インストール中にいくつかのスケジュールを作成します。

[Schedules (スケジュール)] では、カスタマイズされた日次スケジュールや週次スケジュールに加
え、祝日などの特定の日に日次スケジュールまたは週次スケジュールの代わりに適用する特別な
オーバーライドスケジュールを作成したり編集したりできます。

[[SScchheedduulleess ((ススケケジジュューールル))]] タブは、すべての日次スケジュールと週次スケジュールを管理する
ためのメインビューで、次の情報が表示されます。

• 名名前前: スケジュール名。
• タタイイププ: スケジュールが日次スケジュールか週次スケジュールかを示します。
• IInn uussee ((使使用用中中)): コンポーネント、録画ルール、またはアクションルールが現在スケジュー

ルを使用しているかどうかを表示します。
• OOvveerrrriiddee sscchheedduulleess ((オオーーババーーラライイドドススケケジジュューールル)) : 該当のスケジュールに適用される

オーバーライドスケジュールを表示します。
[[OOvveerrrriiddee sscchheedduulleess ((オオーーババーーラライイドドススケケジジュューールル))]] タブは、オーバーライドスケジュールを管
理するためのメインビューで、適用されている日次スケジュールと週次スケジュールを確認でき
ます。
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注
複数の AXIS Camera Station Proサーバーに接続している場合は、接続されている任意のサー
バーでスケジュールを追加および管理できます。[SSeelleecctteedd sseerrvveerr ((選選択択ししたたササーーババーー))] ドロッ
プダウンメニューからサーバーを選択して、スケジュールを管理します。

日日次次ススケケジジュューールルとと週週次次ススケケジジュューールルのの管管理理

日次スケジュールと週次スケジュールを管理するには、[[SScchheedduulleess ((ススケケジジュューールル))]] タブに移動
します。

新しい日次スケジュールまたは週次スケジュールを作成するには、[[NNeeww sscchheedduullee ((ススケケジジュューールル
新新規規作作成成))]] をクリックします。

スケジュールを削除するには、リストから削除するスケジュールを選択し、[[DDeelleettee ((削削除除))]] をク
リックします。削除する前にそのスケジュールが使用中でないことを確認してください。

日次スケジュールまたは週次スケジュールを作成または選択し、詳細を表示します。

• 日次スケジュールの場合、[[AAdddd ddaatteess ((日日付付のの追追加加))]] をクリックし、スケジュールに新し
い日付範囲を追加します。同じ日次スケジュールに複数の日付範囲を追加することができ
ます。

• 時間帯を追加するには、++ をクリックするか、行をダブルクリックします。
• 日付範囲や時間帯を編集するには、それを左クリックします。
• オーバーライドスケジュールを追加するには、ドロップダウンメニューからそのスケ

ジュールを選択し、[[AAdddd ((追追加加))]] をクリックします。オーバーライドスケジュールを削除
するには、リストからそのスケジュールを選択し、[[RReemmoovvee ((削削除除))]] をクリックします。

• [[AAppppllyy ((適適用用))]] をクリックして変更を保存します。

オオーーババーーラライイドドススケケジジュューールルのの管管理理

• オーバーライドスケジュールを管理するには、[[OOvveerrrriiddee sscchheedduulleess ((オオーーババーーラライイドドススケケ
ジジュューールル))]] タブに移動します。

• [[AAdddd ddaatteess ((日日付付のの追追加加))]] をクリックし、スケジュールに新しい日付範囲を追加します。
同じオーバーライドスケジュールに複数の日付範囲を追加することができます。

• 時間帯を追加するには、++ をクリックするか、行をダブルクリックします。
• 日付範囲や時間帯を編集するには、それを左クリックします。
• [[AAppppllyy ((適適用用))]] をクリックして変更を保存します。

アアククシショョンンルルーールルのの例例

例:ドアがこじ開けられました
ドアがこじ開けられました
ここでは、誰かが出入口のドアをこじ開けたときに録画とアラームをトリガーするアクション
ルールを AXIS Camera Station Proで設定する方法を例示します。

開始する前に、以下のことを完了させておく必要があります。

• AXIS A1601 Network Door Controllerを取り付けます。デバイスの追加, on page 45を参照し
てください。

• ドアコントローラーシステムを設定します。「ドアの追加」 ドアの追加, on page 149。
アクションルールを作成する:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. ドアこじ開けイベントのトリガーを追加します。

3.1. [追追加加] をクリックし、[デデババイイススイイベベンントト] を選択します。
3.2. [OOKK] をクリックします。
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3.3. [CCoonnffiigguurree ddeevviiccee eevveenntt ttrriiggggeerr ((デデババイイススイイベベンントトトトリリガガーーのの設設定定))] で、トリ
ガー設定を行います。

3.4. [FFiilltteerrss ((フフィィルルタターー))] で、フィルター設定を行います。
3.5. [[AAccttiivviittyy ((アアククテティィビビテティィ))]] で、トリガーの信号ラインにアクティビティが示され

ていることを確認します。
3.6. [OOKK] をクリックします。

4. [[NNeexxtt ((次次へへ))]] をクリックします。
5. 録画アクションを追加します。

5.1. [追追加加] をクリックし、[録録画画] を選択します。
5.2. [OOKK] をクリックします。
5.3. [[CCaammeerraa ((カカメメララ))]] ドロップダウンメニューからカメラを選択します。
5.4. [VViiddeeoo sseettttiinngg ((ビビデデオオ設設定定))] で、プロファイル、プリバッファ、ポストバッファを

設定します。
5.5. [OOKK] をクリックします。

6. 「アラームを上げる」アクションを追加します。
6.1. [追追加加] をクリックし、[アアララーームムをを上上げげるる] を選択します。
6.2. [OOKK] をクリックします。
6.3. [[AAllaarrmm mmeessssaaggee ((アアララーームムメメッッセセーージジ))]] で、アラームのタイトルと説明を入力しま

す。たとえば、「正面出入り口がこじ開けられました」と入力します。
6.4. [OOKK] をクリックします。

7. [[NNeexxtt ((次次へへ))]] をクリックし、スケジュールには [[AAllwwaayyss ((常常時時))]] を選択します。
8. FFiinniisshh ((終終了了)) をクリックします。

デバイスイベントトリガーを設定

デデババイイスス [DDeevviiccee ((デデババイイスス))] ドロップダウンメニュー
からAXIS A1601 Network Door Controllerを選
択します。

イイベベンントト [[EEvveenntt ((イイベベンントト))]] ドロップダウンメニューか
ら [[DDoooorr ((ドドアア))]] >> [[DDoooorr ffoorrcceedd ((ドドアアののここじじ
開開けけ))]] を選択します。

TTrriiggggeerr ppeerriioodd ((トトリリガガーー期期間間)) [[TTrriiggggeerr ppeerriioodd ((トトリリガガーー時時間間))]] には10秒を
設定します。

フィルター

ドドアア名名 [DDoooorr nnaammee ((ドドアア名名))] ドロップダウンメ
ニューからドアを選択します。

ドドアアスステテーータタスス [DDoooorr ssttaattuuss ((ドドアアスステテーータタスス))] ドロップダウ
ンメニューから [FFoorrcceedd ((ここじじ開開けけ))] を選択し
ます。
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映像設定

ププロロフフィィーールル [PPrrooffiillee ((ププロロフファァイイルル))] ドロップダウンメ
ニューから [HHiigghh ((ハハイイ))] を選択します。

ププリリババッッフファァ [[PPrreebbuuffffeerr ((ププリリババッッフファァ))]] には3秒を設定し
ます。

ポポスストトババッッフファァ [[PPoossttbbuuffffeerr ((ポポスストトババッッフファァ))]] には5秒を設定
します。

例:重要人物が入ったとき
重要人物が入ったとき
ここでは、重要人物が入ってきたときにウェルカムメッセージを再生してエレベーターを呼び出
すアクションルールを AXIS Camera Station Proで作成する方法を例示します。

開始する前に、以下のことを完了しておく必要があります。

• AXIS A1601 Network Door Controllerの設置と設定を行い、カード所持者を追加します。「
アクセスコントロールの設定, on page 146」および「 アクセス管理, on page 179」を参照
してください。

• Axisネットワーク音声装置を取り付けて、音声装置をカメラに関連付けます。ストリームプ
ロファイル, on page 53を参照してください。

• AXIS A9188 Network I/O Relay Moduleを取り付けてI/Oをエレベーターに接続し、ネット
ワークI/OリレーモジュールのI/Oポートを AXIS Camera Station Proに追加します。I/Oポー
ト, on page 88を参照してください。

アクションルールを作成する:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. [新新規規] をクリックします。
3. デバイスイベントトリガーを追加します。

3.1. [追追加加] をクリックし、[デデババイイススイイベベンントト] を選択します。
3.2. [OOKK] をクリックします。
3.3. [CCoonnffiigguurree ddeevviiccee eevveenntt ttrriiggggeerr ((デデババイイススイイベベンントトトトリリガガーーのの設設定定))] で、イベン

ト設定を行います。
3.4. [FFiilltteerrss ((フフィィルルタターー))] で、フィルター設定を行います。
3.5. [[AAccttiivviittyy ((アアククテティィビビテティィ))]] で、トリガーの信号ラインにアクティビティが示され

ていることを確認します。
3.6. [OOKK] をクリックします。

4. [[NNeexxtt ((次次へへ))]] をクリックします。
5. ウェルカムメッセージを再生するために、HTTP通知を送信するアクションを追加します。

5.1. [[AAdddd ((追追加加))]] をクリックして [[SSeenndd HHTTTTPP NNoottiiffiiccaattiioonn ((HHTTTTPP通通知知をを送送信信))]] を選択
します。

5.2. [OOKK] をクリックします。
5.3. [UURRLL] に、ウェルカムメッセージにするオーディオクリップのURLを入力します。
5.4. [[AAuutthheennttiiccaattiioonn rreeqquuiirreedd ((認認証証がが必必要要))]] を選択し、音声デバイスのユーザー名とパ

スワードを入力します。
5.5. [OOKK] をクリックします。

6. 出力を設定するアクションを追加します。
6.1. [追追加加] をクリックし、[出出力力のの設設定定] を選択します。
6.2. [OOKK] をクリックします。
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6.3. [OOuuttppuutt ppoorrtt ((出出力力ポポーートト))] ドロップダウンメニューから、エレベーターに接続さ
れているI/Oモジュールの出力ポートを選択します。

6.4. [SSttaattee oonn aaccttiioonn ((アアククシショョンン時時のの状状態態))] ドロップダウンメニューから、エレベー
ターを呼び出すI/Oモジュールの状態を選択します。

6.5. [[PPuullssee ((パパルルスス))]] を選択して、ポートの状態を60秒維持するように設定します。
6.6. [OOKK] をクリックします。

7. [[NNeexxtt ((次次へへ))]] をクリックし、スケジュールには [[AAllwwaayyss ((常常時時))]] を選択します。
8. FFiinniisshh ((終終了了)) をクリックします。

デバイスイベントトリガーを設定

デデババイイスス [DDeevviiccee ((デデババイイスス))] ドロップダウンメニュー
からAXIS A1601 Network Door Controllerを選
択します。

イイベベンントト [EEvveenntt ((イイベベンントト))] ドロップダウンメニューか
ら [[AAuutthhoorriizzaattiioonn ((認認証証))]] >> [[AAcccceessss rreeqquueesstt
ggrraanntteedd ((アアククセセスス要要求求のの許許可可))]] を選択しま
す。

TTrriiggggeerr ppeerriioodd ((トトリリガガーー期期間間)) [[TTrriiggggeerr ppeerriioodd ((トトリリガガーー時時間間))]] には10秒を
設定します。

フィルター

ドドアア名名 [DDoooorr nnaammee ((ドドアア名名))] ドロップダウンメ
ニューからドアを選択します。

DDoooorr ssiiddee ((ドドアア面面)) [[DDoooorr ssiiddee ((ドドアア面面))]] ドロップダウンメニュー
からドア面を選択します。

カカーードド番番号号 [CCaarrdd nnuummbbeerr ((カカーードド番番号号))] を選択し、重要
人物のカード番号を入力します。

クライアントの設定

[[設設定定]] -- [[ククラライイアアンントト]] を選択し、

• テーマや言語のようなクライアント固有の設定を編集します。クライアント設定, on page
116を参照してください。

• 通知や起動オプションのようなユーザー固有の設定を編集します。ユーザー設定, on page
118を参照してください。

• ビデオのサイズ変更やハードウェアデコーディングなど、クライアントの特定のストリー
ミングパフォーマンス設定を編集します。ストリーミング, on page 120を参照してくださ
い。

ククラライイアアンントト設設定定

これらの設定は、コンピューター上のすべての AXIS Camera Station Proユーザーに適用されま
す。[CCoonnffiigguurraattiioonn >> CClliieenntt >> CClliieenntt sseettttiinnggss ((設設定定 >> ククラライイアアンントト >> ククラライイアアンントト設設定定))] に移
動し、AXIS Camera Station Proクライアント設定を行います。
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テーマ

SSyysstteemm ((シシスステテムム))、、LLiigghhtt ((ラライイトト))、、DDaarrkk
((ダダーークク))

クライアントのテーマを選択します。[[SSyysstteemm
((シシスステテムム))]] は、新規インストールのデフォル
トのテーマです。

[[SSyysstteemm ((シシスステテムム))]] を選択すると、Windows
システムテーマに応じて、明るいテーマまたは
暗いテーマが使用されます。

概要

WWiinnddoowwssのの起起動動時時ににアアププリリケケーーシショョンンをを起起
動動

Windowsが起動するたびに AXIS Camera
Station Proを自動的に実行する場合は、オンに
します。

ライブビュー

ラライイブブビビュューーににカカメメララ名名をを表表示示すするる ライブビューでカメラの名前を表示します。

録画のタイプを示すには、[SShhooww rreeccoorrddiinngg
iinnddiiccaattoorrss iinn lliivvee vviieewwss aanndd mmaappss ((ラライイブブ
ビビュューーととママッッププにに録録画画イインンジジケケーータターーをを表表示示
すするる))] をオンにします。

動体検知録画であるか、アクションルールに
よって開始された録画であるかを示すには、
[SShhooww eevveenntt iinnddiiccaattoorrss iinn lliivvee vviieewwss aanndd
mmaappss ((ラライイブブビビュューーととママッッププににイイベベンントトイインン
ジジケケーータターーをを表表示示すするる))] をオンにします。

マップ

AAllllooww ffllaasshhiinngg ccoovveerraaggee aarreeaass ffoorr aallll mmaappss
((すすべべててののママッッププでで検検知知範範囲囲のの点点滅滅をを許許可可))

[FFllaasshh ((点点滅滅))] を使用したすべての検知範囲の
点滅をグローバルに禁止または許可するために
使用します。このグローバル設定はマップレベ
ルのローカル設定には影響しません。マップ,
on page 21を参照してください。

言語

AXIS Camera Station Proクライアントの言語を変更します。変更は、クライアントの再起動後に
有効になります。

フィードバック

SShhaarree aannoonnyymmoouuss cclliieenntt uussaaggee ddaattaa wwiitthh
AAxxiiss CCoommmmuunniiccaattiioonnss ttoo hheellpp iimmpprroovvee tthhee
aapppplliiccaattiioonn aanndd uusseerr eexxppeerriieennccee ((匿匿名名ののクク
ラライイアアンントト使使用用デデーータタををAAxxiiss
CCoommmmuunniiccaattiioonnssとと共共有有ししてて、、アアププリリケケーー
シショョンンややユユーーザザーーエエククススペペリリエエンンススのの向向上上にに
協協力力すするる))

匿名データをAxisと共有して、ユーザーエクス
ペリエンスの向上に協力します。サーバーのオ
プションを変更するには、サーバーの設定, on
page 125を参照してください。
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ユユーーザザーー設設定定

これらの設定は、サインインした AXIS Camera Station Proユーザーに適用されます。
[CCoonnffiigguurraattiioonn >> CClliieenntt >> UUsseerr sseettttiinnggss ((設設定定 >> ククラライイアアンントト >> ユユーーザザーー設設定定))] に移動し、
AXIS Camera Station Proクライアントユーザーの設定を行います。

ナビゲーションシステム

ツツリリーービビュューーののナナビビゲゲーーシショョンンシシスステテムム デフォルトでオンになり、ツリー表示のナビ
ゲーションペインにビューとカメラが表示され
ます。

SShhooww iinn nnaavviiggaattiioonn ((ナナビビゲゲーーシショョンンにに表表示示)) 選択すると、ドロップダウンメニューでビュー
またはカメラ、またはその両方が表示されま
す。

ビビュューー内内のの移移動動時時ににナナビビゲゲーーシショョンンパパススをを表表
示示ししまますす。。

オンにすると、分割ビュー内で移動するときに
ビューの最上部にナビゲーションパスが表示さ
れます。

通知

SShhooww ttaasskkbbaarr nnoottiiffiiccaattiioonn oonn aallaarrmmss ((アアララーー
ムムにに関関すするるタタススククババーー通通知知をを表表示示))

オンにすると、アラームの開始時にWindows
タスクバーに通知が表示されます。

SShhooww ttaasskkbbaarr nnoottiiffiiccaattiioonn ffoorr ttaasskkss ((タタススクク
にに関関すするるタタススククババーー通通知知をを表表示示))

オンにすると、誰かがタスクを追加したとき、
またはタスクが完了したときにWindowsタス
クバーに通知が表示されます。

[[デデババイイススのの管管理理]] にに通通知知をを表表示示 オンにすると、新しいファームウェアがダウン
ロード可能になったときに通知が表示されま
す。

イインンタターーココムム通通知知ウウィィンンドドウウをを表表示示すするる オンにすると、誰かが接続されたインターカム
システムの通話ボタンを押したときに通知ウィ
ンドウが表示されます。

スナップショット

ススナナッッププシショョッットトのの撮撮影影時時ににメメッッセセーージジをを表表
示示

オンにすると、誰かがスナップショットを撮っ
たときにメッセージが表示されます。

ススナナッッププシショョッットトのの保保存存時時ににババッッククググラランンドド
ででフフォォルルダダーーをを開開くく

オンにすると、誰かがスナップショットを撮っ
たときにスナップショットフォルダーが開きま
す。

参参照照 [BBrroowwssee ((参参照照))] をクリックして、スナップ
ショットを保存するフォルダーを選択します。
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起動

全全画画面面でで開開始始すするる オンにすると、AXIS Camera Station Proが全画
面モードで起動します。

最最後後にに使使用用ししたたタタブブをを記記憶憶すするる オンにすると、AXIS Camera Station Proの前回
終了時に開いていたのと同じタブ、ビュー、カ
メラビューで AXIS Camera Station Proが起動し
ます。

最最後後にに使使用用ししたたモモニニタターーをを記記憶憶すするる オンにすると、AXIS Camera Station Proの前回
終了時に使用していたのと同じモニターで
AXIS Camera Station Proが起動します。

注
• ビューとカメラビューはタブごとに保存されます。これらは、クライアントが同じサー

バーに再接続した場合にのみ記憶されます。
• モニター、ビュー、カメラビューを記憶するためにタブを記憶します。
• ライブビューでドラッグアンドドロップした動的ビューは記憶されません。
• 異なるユーザーが複数のサーバーに接続している場合、[RReemmeemmbbeerr llaasstt uusseedd ttaabbss ((最最後後

にに使使用用ししたたタタブブをを記記憶憶すするる))] 機能はサポートされません。

アラーム時に音を鳴らす

NNoo ssoouunndd ((ササウウンンドドななしし)) アラーム音を鳴らさないようにする場合に選択
します。

BBeeeepp アラームで通常のビープ音を鳴らさないように
する場合に選択します。

SSoouunndd ffiillee ((ササウウンンドドフファァイイルル)) アラーム音をカスタマイズする場合は、これを
選択して、[BBrroowwssee ((参参照照))] をクリックして、
サウンドファイルを見つけます。Windows
Media Playerがサポートしているファイル形式
を使用してください。

再再生生 サウンドをテストする場合にクリックします。

着信時に音を鳴らす

NNoo ssoouunndd ((ササウウンンドドななしし)) 着信時にサウンドを鳴らさないようにする場合
に選択します。

BBeeeepp 着信時に通常のビープ音を鳴らす場合に選択し
ます。

SSoouunndd ffiillee ((ササウウンンドドフファァイイルル)) 着信音をカスタマイズする場合は、これを選択
して、[BBrroowwssee ((参参照照))] をクリックして、サウ
ンドファイルを見つけます。Windows Media
Playerがサポートしているファイル形式を使用
してください。

再再生生 サウンドをテストする場合にクリックします。

機能

ススママーートト検検索索11をを表表示示 デフォルトでは、スマート検索1が表示されま
す。この機能を非表示にするには、オフにしま
す。
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警告ダイアログを表示する

IInnvvaalliidd cceerrttiiffiiccaattee wwaarrnniinngg ((無無効効なな証証明明書書のの
警警告告))

オンにすると、条件に該当する場合にこの警告
が表示されます。

スストトリリーーミミンンググ

[CCoonnffiigguurraattiioonn >> CClliieenntt >> SSttrreeaammiinngg ((設設定定 >> ククラライイアアンントト >> スストトリリーーミミンンググ))] を選択して、
AXIS Camera Station Proクライアントのストリーミングオプションを設定します。

ビデオのサイズ変更

自自動動ササイイズズ変変更更 ビデオを使用可能な領域全体に表示する場合に
選択します。ビデオのアスペクト比が崩れた
り、画像がトリミングされたりすることはあり
ません。

ビビデデオオ領領域域をを埋埋めめるる ((場場合合にによよっっててははビビデデオオ
のの一一部部ををククロロッッププ))

ビデオを使用可能な領域に合わせて表示する場
合に選択します。ビデオのアスペクト比が保持
されます。使用可能な表示領域のアスペクト比
がビデオと異なる場合、ビデオの一部がトリミ
ングされます。

ハードウェアデコーディング

モモーードド • AAuuttoommaattiicc ((自自動動)) グラフィックカード
(サポートされている場合) を使用して、
3840x2160p@25fps (4KまたはUHD) を
超える解像度のストリームをデコード
します。

• OOnn ((オオンン)) グラフィックカード (サポー
トされている場合) を使用して、
1920x1080p@25fps (1080pまたはHD)
を超える解像度のストリームをデコー
ドします。

• OOffff ((オオフフ)) ハードウェアデコーディング
はオフになり、AXIS Camera Station Pro
はCPUを使用してビデオをデコードしま
す。

ググララフフィィッッククススカカーードド ドロップダウンメニューからグラフィックカー
ドを選択します。

注
• ハードウェアデコーディングは、グラフィックカードを使用してビデオをデコードしま

す。高性能のグラフィックカードを搭載している場合、特に高解像度ビデオをストリーミ
ングする場合、ハードウェアデコーディングは性能を改善してCPU使用率を下げる優れた
方法です。ハードウェアデコーディングはM-JPEGおよびH.264をサポートします。

• 解像度が1080p未満のカメラは、ハードウェアデコードが [OOnn ((オオンン))] であっても、ハード
ウェアデコードを使用できません。

• グラフィックカードが4Kデコードをサポートしていない場合、ハードウェアデコードが
[OOnn ((オオンン))] であっても、ハードウェアデコードは1080pのストリームでのみ機能します。
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帯域幅の使用量

ここののククラライイアアンントトででははスストトリリーームムププロロフファァイイ
ルルをを常常にに [[低低]] ににししてて使使用用ししててくくだだささいい

オンにすると、ライブビューで低ストリームプ
ロファイルが使用されます。ストリームプロ
ファイルを参照してください。

この設定はH.264およびM-JPEGビデオに影響
し、帯域幅の使用量が少なくなります。

非非アアククテティィブブタタブブののビビデデオオスストトリリーームムをを停停止止
すするる

オンにすると、非アクティブタブのビデオスト
リームは停止されます。これにより、帯域幅の
使用量が少なくなります。

PTZ （パン、チルト、ズーム）

PPTTZZをを開開始始すするる代代わわりりにに最最初初ののククリリッッククでで
ビビュューーをを選選択択ししまますす

オンにすると、ビューで初めてクリックしたと
きに、ビューの選択がアクティブになります。
ビューで行うその後すべてのクリックで、PTZ
を制御できます。

音声

PPuusshh--ttoo--ttaallkk rreelleeaassee ddeellaayy ((mmss)) ((PPuusshh--TToo--
TTaallkkののリリリリーースス遅遅延延 ((ミミリリ秒秒))))

[PPuusshh--ttoo--ttaallkk ((ププッッシシュュツツーートトーークク))] ボタンを
離した後マイクから送信される音声を何ミリ秒
間保持するかを調整します。

全全二二重重モモーードドででPPuusshh--TToo--TTaallkkをを使使用用すするる 単方向、半二重、全二重モードでPush-To-Talk
を使用する場合は、オンにします。

イインンタターーココムムのの音音声声をを常常にに許許可可すするる オンにすると、インターカムからの通話がない
場合でも、インターカムで聞いたり話したりで
きるようになります。

インスタントリプレイ

PPllaayybbaacckk dduurraattiioonn ((ss)) ((再再生生時時間間 ((秒秒)))) 再生時間を[between 1 and 600 seconds(1~600
秒)]に設定すると、タイムラインに戻って録画
が再生されます。

接続中のサービスの設定

接接続続中中ののササーービビススをを管管理理すするる

接続中のサービスでは、次のことが可能です:

• AXIS Camera Station Webクライアント
• デバイスの管理
• ライセンスの自動管理
• システムのヘルスモニタリング

接続中のサービスにアクセスするには、システムを登録し、組織に接続する必要があります。詳
細については、システムを組織に登録する, on page 122を参照してください。
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スステテーータタスス ステータスカードには、サーバーと接続中の
サービスの間の接続ステータスと、登録済みま
たは接続先の組織の名前が表示されます。

切切断断 接続中のサーバーを切断しても、そのサーバー
は組織に登録されたままになります。

ラライイセセンンスス管管理理 [LLiicceennssee mmaannaaggeemmeenntt ((ラライイセセンンスス管管理理))] を
オンにすると、ライセンスが自動的に同期され
ます。これは、システムがライセンス数に影響
する変更をAXIS License Managerにプッシュ
し、新しいライセンスステータスを取得するこ
とを意味します。システムにインターネット接
続がない場合など、ライセンスを手動で処理す
るには、[LLiicceennssee mmaannaaggeemmeenntt ((ラライイセセンンスス
管管理理))] をオフにします。詳細については、ライ
センスを管理, on page 135を参照してくださ
い。

SSyynncchhrroonniizzee ssyysstteemm ((シシスステテムムのの同同期期)) [SSyynncchhrroonniizzee ssyysstteemm ((シシスステテムムのの同同期期))] をオ
ンにすると、装置およびビューがAXIS Camera
Station WebクライアントおよびAXIS Device
Managerと自動的に同期されます。

シシスステテムムをを組組織織にに登登録録すするる

システムを登録するには:

1. [CCoonnffiigguurraattiioonn ((設設定定))] > [CCoonnnneecctteedd sseerrvviicceess ((接接続続中中ののササーービビスス))] > [MMaannaaggeemmeenntt ((管管
理理))] に移動します。

2. [RReeggiisstteerr ((登登録録))] をクリックし、画面の指示に従います。
システムを登録する際に考慮すべき事項の詳細については、AXIS Camera Station Proのインストー
ルおよび移行ガイドをお読みください。

フファァーームムウウェェアアアアッッププググレレーードド設設定定

注
複数の AXIS Camera Station Proサーバーに接続している場合、[SSeelleecctteedd sseerrvveerr ((選選択択ししたたササーー
ババーー))] ドロップダウンメニューから任意のサーバーを選択して、ファームウェアのアップグ
レード設定を行うことができます。
1. [[設設定定]] -- [[接接続続中中ののササーービビスス]] -- [[フファァーームムウウェェアアアアッッププググレレーードド設設定定]] を選択します。
2. [AAuuttoommaattiicc cchheecckk ffoorr uuppddaatteess ((更更新新のの自自動動確確認認))] で、ファームウェアの更新を確認する

頻度と方法を設定します。
3. [UUppggrraaddee oorrddeerr ((アアッッププググレレーードドのの順順序序))] で、装置を更新する順序を設定します。

ファームウェア更新の自動確認

CChheecckk ffoorr uuppddaatteess ((更更新新をを確確認認すするる)) 利用可能なファームウェアバージョンを起動時
に毎回確認するには、[Check for updates (更新
を確認する)] ドロップダウンメニューから
[EEvveerryy ssttaarrtt--uupp ((起起動動時時にに毎毎回回))] を選択しま
す。デフォルトでは、AXIS Camera Station Pro
は [NNeevveerr ((ししなないい))] に設定されています。

CChheecckk nnooww ((今今すすぐぐ確確認認)) サーバーで利用可能なファームウェアのバー
ジョンを確認するときにクリックします。
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アップグレードの順序

同同時時 複数の装置を同時にアップグレードする場合に
選択します。このオプションの方が
[SSeeqquueennttiiaall ((シシーーケケンンスス))] より高速ですが、
すべての装置が同時にオフラインになります。

シシーーケケンンシシャャルル 装置を順番にアップグレードを実行する場合に
選択します。このオプションの方が時間がかか
りますが、装置が同時にオフラインになること
はありません。シーケンシャルアップグレード
を停止するには、[CCaanncceell rreemmaaiinniinngg
uuppggrraaddeess iiff oonnee ddeevviiccee ffaaiillss ((アアッッププググレレーードド
にに失失敗敗ししたたデデババイイススがが見見つつかかっったた場場合合、、残残りり
ののアアッッププググレレーードドををキキャャンンセセルルすするる))] を選択
します。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

ファームウェアの自動確認の有効化

AAxxiiss SSeeccuurree RReemmoottee AAcccceessss vv22

Axis Secure Remote Access v2を使用すると、暗号化された安全なインターネット接続経由で AXIS
Camera Station Proサーバーに接続できます。

注
Axis セキュアリモートアクセス v2は、AXIS Camera Station Pro 6.8以降で利用できます。

以下の手順に従って、Axis Secure Remote Access v2を有効にします。

1. サーバーを組織に登録します。システムを組織に登録する, on page 122を参照してくださ
い。

2. Axis Secure Remote Access v2にサインインします。AXISセキュアリモートアクセスにサイ
ンインを参照してください。

以下の手順に従って、AXIS Camera Station Proサーバーのみにアクセスを制限します。

1. My Systemsで [[OOrrggaanniizzaattiioonn ((組組織織))]] >> [[UUsseerrss ((ユユーーザザーー))]] に移動します。

2. 設定するユーザーを選択します。
3. [[RRoolleess aanndd aacccceessss ((ロローールルととアアククセセスス))]] をクリックします。
4. 「AACCSS PPrroo SSeeccuurree RReemmoottee AAcccceessss」 のロールを割り当てます。このロールは、他のAxis

My Systemsの機能へのアクセスは許可されず、AXIS Camera Station ProProサーバーのみへ
のアクセスが許可されます。

登録されると、Axis My Systemsで組織のユーザーロールを割り当ててさらにアクセス権限を管理
できます。AXIS Camera Station Proユーザーのアクセス権の詳細については、「 ユーザー権限, on
page 137」を参照してください。
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AAxxiissセセキキュュアアリリモモーートトアアククセセスス

重要
セキュリティおよび機能性の向上を目的として、AAxxiiss SSeeccuurree RReemmoottee AAcccceessss ((vv11)) をAAxxiiss
SSeeccuurree RReemmoottee AAcccceessss vv22 へアップグレードします。現行バージョンは2025年12月1日をもっ
て提供終了となる予定のため、それまでにAxis Secure Remote Access v2へのアップグレードを
強くお勧めします。
お使いの AXIS Camera Station Proシステムへの影響：
• 2025年12月1日以降、AAxxiiss SSeeccuurree RReemmoottee AAcccceessss ((vv11))を使用してシステムにリモートアク

セスすることはできなくなります。
• AAxxiiss SSeeccuurree RReemmoottee AAcccceessss vv22を使用するには、AXIS Camera Station Proバージョン6.8に

アップグレードする必要があります。このアップグレードは、2026年3月1日まで、AXIS
Camera Station 5をご利用中のすべてのユーザーに無料で提供されます。

Axis Secure Remote Accessを使用すると、暗号化された安全なインターネット接続経由で AXIS
Camera Station Proサーバーに接続できます。Axis Secure Remote Accessは、ルーターのポート
フォワーディングに依存せずにカメラにアクセスします。

注
• Axisセキュアリモートアクセスは、AXIS Camera Station 5.12以降でのみ利用可能です。
• 複数の AXIS Camera Station Proサーバーに接続している場合は、[SSeelleecctteedd sseerrvveerr ((選選択択しし

たたササーーババーー))] ドロップダウンメニューから任意のサーバーを選択して、Axis Secure
Remote Accessを設定します。

AAxxiissセセキキュュアアリリモモーートトアアククセセススのの有有効効化化

Axisセキュアリモートアクセスを有効にするには、お使いのMy Axisアカウントでサインインして
ください。Axis Secure Remote Accessは手動でオンにする必要があります。この機能により、
サーバーにリモートでサインインできるようになります。サーバーとの接続を参照してくださ
い。

1. [[設設定定]] -- [[接接続続中中ののササーービビスス]] -- [[AAxxiissセセキキュュアアリリモモーートトアアククセセスス]] を選択します。
2. [My Axis account (My Axisアカウント)] で、My Axisアカウントの認証情報を入力します。
3. [適適用用] をクリックします。
4. [Axis Secure Remote Access] セクションで、[EEnnaabbllee ((有有効効ににすするる))] をクリックしてリモー

トアクセスをオンにします。
モモババイイルルデデババイイススででののAAxxiissセセキキュュアアリリモモーートトアアククセセススのの有有効効化化

モバイル装置 (iOSおよびAndroid) でセキュアリモートアクセスを使用してサーバーにログインす
るには:

1. モバイル装置を使用してaxis.com/products/axis-camera-station/overviewにアクセスし、
AXIS Camera Stationモバイルアプリをダウンロードします。

2. モバイルアプリをインストールして開きます。
3. リモートアクセスのアクティブ化に使用したものと同じMy AxisアカウントでAxis Secure

Remote Accessにサインインします。
4. ログインするサーバーを選択します。
5. サーバーの認証情報を使用してログインします。

注
サーバーの認証情報はMy Axisアカウントの認証情報とは異なります。

モバイルアプリには、My Axisアカウントで当月に使用した中継データの合計量が表示されます。
詳細については、AXIS Camera Stationモバイルアプリユーザーマニュアルを参照してください。

AAxxiissセセキキュュアアリリモモーートトアアククセセススのの使使用用
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AXIS Camera Station Proクライアントの下部にあるステータスバーにAxis Secure Remote Accessの
使用状況が表示されます。リンクをクリックすると、セキュアリモート接続がどのように使用さ
れているかについて概要を見ることができます。

ササーービビススレレベベルル Axisセキュアリモートアクセスサブスクリプ
ションのサービスレベルを表示します。

今今月月にに使使用用ししたたデデーータタ 今月使用したデータ量を表示します。カウン
ターは毎月1日の午前0時までにリセットされ
ます。

超超過過 今月使用したデータのうち、サービスレベルに
含まれる量を超過したデータ量を表示します。
これはサブスクリプションに超過が含まれる場
合にのみ利用できます。

接接続続 Secure Remote Accessを介して接続されている
サーバーを表示します。

ククララウウドドスストトレレーージジ

AXIS Camera Station Cloud Storage は、録画をクラウドに保存できるライセンスサービスです。詳
細については、AXIS Camera Station Cloud Storage ユーザーマニュアルを参照してください。

クラウドストレージサービスを使用する前に、接続中のサービスに登録する必要があります。シ
ステムを登録すると、My Systemsでカメラのクラウドストレージを管理できます。

サーバーの設定

ササーーババーーのの設設定定

AXIS Camera Station Proサーバー設定を行うには、[CCoonnffiigguurraattiioonn >> SSeerrvveerr >> SSeettttiinnggss ((設設定定 >>
ササーーババーー >> 設設定定))] を選択します。

注
複数の AXIS Camera Station Proサーバーに接続している場合は、[SSeelleecctteedd sseerrvveerr ((選選択択ししたた
ササーーババーー))] ドロップダウンメニューから任意のサーバーを選択して、サーバー設定を行いま
す。

ストレージ

OOnn sseerrvveerr ssttaarrttuupp,, ttrraannssffeerr oowwnneerrsshhiipp ooff tthhee
rreeccoorrddiinngg ffoollddeerrss ttoo aaddmmiinniissttrraattoorrss aanndd
rreessttrriicctt rreeccoorrddiinngg ffoollddeerr aacccceessss ttoo
aaddmmiinniissttrraattoorrss ((ササーーババーーのの起起動動時時にに、、録録画画
フフォォルルダダーーのの所所有有権権をを管管理理者者にに移移ししてて録録画画
フフォォルルダダーーへへののアアククセセススをを管管理理者者にに制制限限すす
るる))

AXIS Camera Station Proを初めてインストール
すると、このオプションが選択されます。AXIS
Camera Station Proを新しいバージョンにアッ
プグレードすると、このオプションの選択は解
除されます。

エクスポート

IInncclluuddee aauuddiioo wwhheenn aaddddiinngg rreeccoorrddiinnggss ttoo
eexxppoorrtt ((エエククススポポーートトすするる録録画画のの追追加加時時にに音音
声声をを含含めめるる))

エクスポートリストに録画を追加するときに、
音声を含めるかどうかを選択します。

ログ

アラーム、イベント、監査を保持する日数を指定します。1～1,000日の間で値を設定します。
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外部データ

外部データを保持する日数を指定します。1～1,000日の間で値を設定します。

SSMMTTPPササーーババーー

システムアラームまたはイベント設定ルールがアクティブになったときに電子メールを送信する
SMTPサーバーを追加します。

SMTPサーバーを追加するには:

1. [SSMMTTPP sseerrvveerrss ((SSMMTTPPササーーババーー))] で、[AAdddd ((追追加加))] をクリックします。
2. [SSeerrvveerr ((ササーーババーー))] で、サーバーのアドレス、ポート、認証、TLSプロトコルを設定しま

す。
3. [SSeennddeerr ((送送信信者者))] に、送信者の電子メールに表示するメールアドレスと名前を入力しま

す。

サーバー

AAddddrreessss ((アアドドレレスス)) SMTPサーバーのアドレスを入力します。

ポポーートト ポートを入力します。587は、SMTP TLS接続の
デフォルトポートです。

TTLLSSをを使使用用すするる SMTPサーバーがTLSを使用している場合に選択
します。TLSはデフォルトのプロトコルです。

認認証証をを使使用用すするる このサーバーにユーザー名とパスワードが必要
かどうかを選択します。サーバーへのアクセス
に使用するユーザー名およびパスワードを入力
します。

編編集集 SMTPサーバーを編集するには、サーバーを選
択して [編編集集] をクリックします。

削削除除 SMTPサーバーを削除するには、サーバーを選
択して [削削除除] をクリックします。ポップアッ
プダイアログで [ははいい] をクリックするとサー
バーが削除されます。

TTeesstt aallll...... ((すすべべててテテスストト......)) SMTPサーバーをテストするには、サーバーを
選択して [TTeesstt aallll...... ((すすべべててテテスストト......))] をク
リックします。ポップアップダイアログの
[[RReecciippiieenntt ((送送信信先先))]]にメールアドレスを入力
し、[[OOKK]]をクリックするとテストメールが送
信されます。SMTPサーバーがテストを実行
し、結果と可能なアクションのリストが表示さ
れます。

矢印 サーバーを選択し、矢印を使用してリスト内の
サーバーの順序を変更します。システムは、一
覧表示されているのと同じ順序でサーバーを使
用します。
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サーバーテストの結果

OOKK SMTPサーバーとの接続に成功しました。送信
先にテストメールが届いていることを確認して
ください。

不不明明ななエエララーー メールの送信時に予期しないエラーが発生しま
した。SMTPサーバーが正しく動作しているか
どうかを確認してください。

接接続続ででききまませせんん AXIS Camera Station Pro はSMTPサーバーにア
クセスできません。SMTPサーバーが正しく動
作していること、AXIS Camera Station Proと
SMTPサーバー間のすべてのルーターとプロキ
シサーバーがトラフィックを許可していること
を確認してください。

設設定定エエララーー TLSが要求されましたが、サーバーがStartTLS
をサポートしていないか、認証をサポートして
いないか、または対応している認証メカニズム
がありません。

TTLLSS//SSSSLLハハンンドドシシェェイイククエエララーー 無効なサーバー証明書など、TLS/SSLネゴシ
エーション中にエラーが発生しました。

認認証証がが必必要要 サーバーは、電子メールを送信するには認証が
必要です。

認認証証エエララーー 認証情報が正しくありません。

接接続続がが切切断断さされれままししたた 接続は確立されましたが、その後切断されまし
た。

シシスステテムムアアララーームム

システムアラームは、カメラが接続を失った場合、録画ストレージへのアクセスが拒否された場
合、予期しないサーバーのシャットダウンが発生した場合、または録画エラーが発生した場合に
発生します。システムアラームに関する電子メール通知を送信できます。

注
電子メールを送信するには、まずSMTPサーバーを追加する必要があります。

システムアラームに関するメールを送信するには:

1. [シシスステテムムアアララーームム発発生生時時にに以以下下のの受受信信者者ににメメーールルをを送送信信すするる] を選択してシステムア
ラームメールを有効にします。

2. [RReecciippiieennttss ((送送信信先先))]] で:
2.1. アドレスを電子メールの [TToo]、[CCcc]、または [BBcccc] フィールドに含める必要があるか

どうかを選択します。
2.2. メールアドレスを入力します。
2.3. [追追加加] をクリックして、入力したメールアドレスを [送送信信先先] ボックスに追加しま

す。

デバイス接続

アアククセセススででききななくくななっったた場場合合ででもも、、ホホスストト名名
をを使使用用しし続続けけまますす。。

ホスト名を使用して接続します。IPアドレスを
使用した接続に自動的に切り替えるには、
チェックボックスをオフにします。デバイスに
接続するために、ホスト名またはIPアドレスの
使用を手動で選択することができます。接続,
on page 71を参照してください。
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言語

ササーーババーーのの言言語語をを変変更更ししまますす AXIS Camera Station Pro Service Controlおよび
AXIS Camera Station Secure Entryの名前を変更
します。例: システムアラーム、監査ログメッ
セージ、[[DDaattaa sseeaarrcchh ((デデーータタ検検索索))]]タブの外
部データ。変更は再起動後に有効になります。

装着式

デディィススクク

フフォォルルダダーー

装着式システムから却下されたコンテンツを受
信するドライブとフォルダーを選択します。詳
しくは、Axis装着式ソリューション - ユーザー
マニュアルの「却下されたコンテンツストレー
ジに録画を転送する」を参照してください。

装装着着式式シシスステテムムかからら却却下下さされれたたココンンテテンンツツをを
保保存存すするる日日数数。。

却下されたコンテンツの保存期間です。

フィードバック

AAxxiiss CCoommmmuunniiccaattiioonnssとと匿匿名名ササーーババーーのの使使用用
デデーータタをを共共有有

Axisによるアプリケーションとユーザーエクス
ペリエンスの向上に協力する場合に選択しま
す。クライアントのオプションを変更するに
は、クライアント設定, on page 116を参照して
ください。

高高度度なな設設定定

設定の変更は、Axisサポートから指示があった場合にのみ行ってください。高度な設定の変更手順
は以下の通りです。

1. 設定とその値を入力します。
2. [追追加加] をクリックします。

トラブルシューティングの目的でデバッグログをアクティブにするには、[EEnnaabbllee sseerrvveerr ssiiddee
ddeebbuugg llooggggiinngg ((ササーーババーー側側ののデデババッッググロロググ出出力力をを有有効効ににすするる))] を選択します。この設定では
ディスクのより多くの容量が使用されるため、PPrrooggrraammDDaattaaディレクトリ内のlog4net.config
ファイルによってこの設定は上書きされます。

詳しくは、「AXIS Camera Station Pro - トラブルシューティングガイド」の「サーバーの詳細設
定」を参照してください。

ココンンポポーーネネンントト

コンポーネントは、システムに機能を追加するソフトウェアモジュールです。コンポーネント
ページでは、コンポーネントを管理し、そのステータスを表示できます。

インストールされているコンポーネントのリストを表示するには:

1. [CCoonnffiigguurraattiioonn >> SSeerrvveerr >> CCoommppoonneennttss ((設設定定 >> ササーーババーー >> ココンンポポーーネネンントト))] に移動し
ます。

2. [SShhooww ccoommppoonneennttss ((ココンンポポーーネネンントトをを表表示示))] をオンにします。

注
Axisはコンポーネントを高度な設定と考えています。コンポーネントの表示と管理はAxisサポー
トへの連絡後にのみ行ってください。
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AAXXIISS CCaammeerraa SSttaattiioonn PPrrooのの更更新新

AXIS Camera Station Proの最新バージョンを入手するには:

1. [CCoonnffiigguurraattiioonn >> SSeerrvveerr >> UUppddaattee ((設設定定 >> ササーーババーー >> 更更新新))] を選択します。

2. [DDoowwnnllooaadd aanndd iinnssttaallll...... ((ダダウウンンロローードドととイインンスストトーールル......))] をクリックします。

注
• 手動によるかスケジュールによるかに関わらず、いったん開始した更新はキャンセルでき

ません。
• スケジュール設定された更新は自動的に開始されます。
• マルチサーバーシステムでは、常にローカルサーバーを最後に更新してください。
• ローカルサーバーを更新すると、クライアントとサービス制御は一時的に終了します。更

新中は、UIや進行状況のインジケーターは表示されません。クライアントとサーバーの両
方が再起動するまで、サーバーコンピュータの電源をオンにしておいてください。

事事故故レレポポーートト

事故レポートの権限がオンになっている場合は、事故に関する録画、スナップショット、メモを
含む事故レポートを生成することができます。事故レポートのエクスポート, on page 32を参照し
てください。

以下の手順で事故レポートを設定します。

1. [CCoonnffiigguurraattiioonn >> SSeerrvveerr >> IInncciiddeenntt rreeppoorrtt ((設設定定 >> ササーーババーー >> 事事故故レレポポーートト))] に移動し
ます。

2. [LLooccaattiioonn ((場場所所))] で、事故レポートの保存先を選択します。
3. [EExxppoorrtt ffoorrmmaatt ((エエククススポポーートト形形式式))] ドロップダウンメニューから、録画のエクスポート先

の形式を選択します。
4. [CCaatteeggoorriieess ((カカテテゴゴリリーー))] で、カテゴリーを追加または削除して、事故レポートをグルー

プ化できます。カテゴリーをサーバーディレクトリパスの変数として設定した場合、カテ
ゴリーをエクスポート先のフォルダー名とすることができます。
4.1. 「事故」や「窃盗」など、ボックスにカテゴリー名を入力します。
4.2. [追追加加] をクリックします。
4.3. カテゴリーを削除するには、カテゴリーを選択し、[RReemmoovvee ((削削除除))] をクリックし

ます。
5. [DDeessccrriippttiioonn tteemmppllaattee ((説説明明テテンンププレレーートト))] で、事故レポート生成時に [DDeessccrriippttiioonn ((説説

明明))] に表示する情報を入力します。例:報告者:<名前、メール、電話番号を挿入します>。
6. [適適用用] をクリックします。
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場所

SSeerrvveerr ddiirreeccttoorryy ppaatthh ((ササーーババーーデディィレレククトトリリ
パパスス))

事故レポートをコンピューターのフォルダーに
保存する場合に選択して、ディレクトリパスを
入力します。サーバー名、カテゴリー、ユー
ザー名を変数として使用できます。例：C:
\Reports\$(Server Name)\$(Category)
\$(User Name)\

NNeettwwoorrkk ddiirreeccttoorryy ppaatthh ((ネネッットトワワーーククデディィ
レレククトトリリパパスス))

事故レポートをネットワークストレージ上の
フォルダーに保存する場合に選択します。ディ
レクトリパスを入力するか、ネットワークスト
レージの認証情報を使用します。共有は AXIS
Camera Station Proサーバーからアクセスでき
る必要があります。録画に使用するストレージ
の追加方法については、ストレージの管理を参
照してください。

Export format (エクスポート形式)

AASSFF [AAdddd ddiiggiittaall ssiiggnnaattuurree ((デデジジタタルル署署名名をを追追加加))]
を選択して、デジタル署名を使用して画像の改
ざんができないようにします。録画のエクス
ポートにある「デジタル署名」セクションを参
照してください。[UUssee ppaasssswwoorrdd ((パパススワワーードド
をを使使用用すするる))] を選択して、デジタル署名にパ
スワードを使用することもできます。

MMPP44 エクスポートされた録画にはG.711またはG.726
形式の音声は含まれません。

録録画画エエククススポポーートトののススケケジジュューールル

[[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[SSeerrvveerr ((ササーーババーー))]] >> [[SScchheedduulleedd eexxppoorrtt ((エエククススポポーートトののススケケジジュューー
ルル))]] に移動して、録画のエクスポートスケジュールを作成します。

選択した時刻に、前回のエクスポート以降のすべての録画のエクスポートが開始されます。前回
のエクスポートが1週間より前に行われた場合、または前回のエクスポートがない場合は、過去1
週間未満の録画のみがエクスポートされます。それより前の録画をエクスポートするには、
[RReeccoorrddiinnggss ((録録画画))] タブを開き、手動で録画をエクスポートします。録画のエクスポートを参照
してください。

注
複数の AXIS Camera Station Proサーバーに接続している場合は、[SSeelleecctteedd sseerrvveerr ((選選択択ししたた
ササーーババーー))] ドロップダウンメニューから任意のサーバーを選択して、エクスポートのスケ
ジュールをオンにして管理します。

ススケケジジュューールルさされれたた録録画画ををエエククススポポーートトすするる

1. [SScchheedduulleedd eexxppoorrtt ((エエククススポポーートトののススケケジジュューールル))] で、[EEnnaabbllee sscchheedduulleedd eexxppoorrtt ((エエクク
ススポポーートトののススケケジジュューールルをを有有効効ににすするる))] を選択して、エクスポートのスケジュールを使用
します。

2. [CCaammeerraass ((カカメメララ))] で、録画をエクスポートするカメラを選択します。リストされている
すべてのカメラはデフォルトとして選択されています。[UUssee aallll ccaammeerraass ((すすべべててののカカメメララ
をを使使用用))] をオフにして、リスト内の特定のカメラを選択します。

3. [EExxppoorrtt ((エエククススポポーートト))] で、録画の保存場所、フォーマット、プレイリストの作成を設定
します。
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4. [WWeeeekkllyy sscchheedduullee ((週週次次ススケケジジュューールル))] で、録画をエクスポートする時刻と曜日を選択し
ます。

5. [適適用用] をクリックします。

エクスポート

SSeerrvveerr ddiirreeccttoorryy ppaatthh ((ササーーババーーデディィレレククトトリリ
パパスス))

録画を保存するコンピューター上のフォルダー
のディレクトリパスを選択して入力します。

NNeettwwoorrkk ddiirreeccttoorryy ppaatthh ((ネネッットトワワーーククデディィ
レレククトトリリパパスス))

録画をネットワークストレージ上のフォルダー
に保存する場合に選択します。ディレクトリパ
スを入力するか、ネットワークストレージの認
証情報を使用します。共有は AXIS Camera
Station Proサーバーからアクセスできる必要が
あります。録画に使用するストレージの追加方
法については、ストレージの管理を参照してく
ださい。

ププレレイイリリスストトをを作作成成 ((..aassxx)) Windows Media Playerで使用される.asx形式で
プレイリストを作成する場合に選択します。録
画は録画された順に再生されます。

EExxppoorrtt ffoorrmmaatt ((エエククススポポーートト形形式式)) 録画をエクスポートする形式を選択します。

[AASSFF] - [AAdddd ddiiggiittaall ssiiggnnaattuurree ((デデジジタタルル署署名名
をを追追加加))] を選択して、デジタル署名を使用して
画像の改ざんができないようにします。録画の
エクスポートにある「デジタル署名」セクショ
ンを参照してください。[UUssee ppaasssswwoorrdd ((パパスス
ワワーードドをを使使用用すするる))] を選択して、デジタル署
名にパスワードを使用することもできます。

MMPP44 - エクスポートされた録画にはG.711また
はG.726形式の音声は含まれません。

MMiiccrroossoofftt WWiinnddoowwss 22000088 SSeerrvveerr

Microsoft Windows 2008 Serverで動作するサーバーから録画をエクスポートするには、以下の手
順でDesktop Experienceをインストールする必要があります。

1. メニューから [[ススタターートト]] -- [[管管理理ツツーールル]] -- [[ササーーババーーママネネーージジャャーー]] を選択してサーバーマ
ネージャーを開きます。

2. [FFeeaattuurreess SSuummmmaarryy ((機機能能のの概概要要))] で、[AAdddd ffeeaattuurreess ((機機能能のの追追加加))] をクリックします。
3. [DDeesskkttoopp EExxppeerriieennccee] を選択し、[NNeexxtt ((次次へへ))] をクリックします。
4. [イインンスストトーールル] をクリックします。

MMiiccrroossoofftt WWiinnddoowwss 22001122 SSeerrvveerr

Microsoft Windows 2012 Serverで動作するサーバーから録画をエクスポートするには、以下の手
順でDesktop Experienceをインストールする必要があります。

1. メニューから [[ススタターートト]] -- [[管管理理ツツーールル]] -- [[ササーーババーーママネネーージジャャーー]] を選択してサーバーマ
ネージャーを開きます。

2. [[管管理理]] -- [[権権限限とと機機能能のの追追加加]]] を選択して、権限と機能の追加ウィザードを起動します。
3. [FFeeaattuurreess SSuummmmaarryy ((機機能能のの概概要要))] で、[UUsseerr IInntteerrffaacceess aanndd IInnffrraassttrruuccttuurree ((ユユーーザザーーイイ

ンンタターーフフェェーーススととイインンフフララスストトララククチチャャ))] を選択します。
4. [DDeesskkttoopp EExxppeerriieennccee] を選択し、[NNeexxtt ((次次へへ))] をクリックします。
5. [イインンスストトーールル] をクリックします。
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WWeebbRRTTCC設設定定

AXIS Camera Station WebクライアントはWebRTCを使用してサーバーと通信します。

TTUURRNNのの有有効効化化 このオプションを選択すると、AXIS Camera
Station Proサーバー上のローカルTURNサー
バーが有効になります。WebRTC通信で1つの
ポートを使用できるようにする場合は、
[EEnnaabbllee TTUURRNN ((TTUURRNNをを有有効効ににすするる))] を選択し
ます。これにより、ファイアウォールの設定が
簡素化されます。

PPrriioorriittiizzee TTUURRNN ((TTUURRNNをを優優先先すするる)):: WebRTCでリレー候補のみを考慮する場合に、
このオプションを選択します。

新新ししいい接接続続

>> [[SSeerrvveerrss ((ササーーババーー))]] >> [[NNeeww ccoonnnneeccttiioonn ((新新ししいい接接続続))]]に移動して、AXIS Camera Station
Proサーバーに接続します。サーバーとの接続を参照してください。

接接続続スステテーータタスス

サーバーの接続ステータスを表示するには、 >> [[SSeerrvveerrss ((ササーーババーー))]] >> [[CCoonnnneeccttiioonn ssttaattuuss ((接接
続続スステテーータタスス))]]に移動します。

サーバー名の前にあるスライダーを使用して、サーバーに対する接続または切断を行います。

スステテーータタススココーードド 説説明明 考考ええらられれるる対対処処法法

接続 クライアントはこのサーバー
との接続を試みています。

接続 このサーバーに接続している
間、クライアントはTCPを使用
します。

接続済み (セキュアリモートア
クセスを使用)

このサーバーに接続している
間、クライアントはSecure
Remote Accessを使用します。

接続 (HTTPを使用) このサーバーに接続している
間、クライアントはHTTPを使
用します。HTTPはTCPよりや
や非効率的で、複数のサー
バーに接続する場合は遅延が
生じます。

切断中 クライアントはこのサーバー
との接続を切断中です。

切断 クライアントとこのサーバー
の間に接続はありません。

再接続 クライアントはこのサーバー
との接続が切断され、再接続
を試みています。

再接続に失敗 クライアントはこのサーバー
との再接続に失敗しました。
サーバーは見つかっても、
ユーザー権限またはパスワー

• [ユーザー権限] ダイア
ログでユーザーを追加
します。
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ドが変更されている可能性が
あります。

• ユーザー名とパスワー
ドを確認します。

ログインがキャンセルされま
した

ユーザーがログインをキャン
セルしました。

ユーザー名またはパスワード
が不正です

[[AAccttiioonn ((アアククシショョンン))]]列のリ
ンクをクリックして、正しい
アカウント情報を入力しま
す。

ユーザーがサーバーで認証さ
れません

サーバーはユーザーのログイ
ンを許可しません。

[ユーザー権限] ダイアログで
ユーザーを追加します。

セキュリティ確認が失敗しま
した

WCF関連のセキュリティ
チェックが失敗しました。ク
ライアントコンピューターと
サーバーコンピューターの
UTC時刻を必ず同期させてく
ださい。

サーバーコンピューターと接
続できません

使用したアドレスのサーバー
コンピューターから応答があ
りませんでした。

• ネットワークが正常に
動作しているかどうか
を確認します。

• サーバーが起動してい
るかどうかを確認しま
す。

サーバーが動作していません サーバーコンピューターにア
クセスできますが、サーバー
が動作していません。

サーバーを起動します。

通信障害 サーバーへの接続に失敗しま
した。サーバーコンピュー
ターにアクセスできるかを確
認します。

• ネットワークが正常に
動作しているかどうか
を確認します。

• サーバーが起動してい
るかどうかを確認しま
す。

無効なホスト名です DNSがホスト名をIPアドレスに
変換できません。

• ホスト名が正しいかど
うかをチェックしま
す。

• DNSに必要な情報が提
供されているかどうか
をチェックします。

同じサーバーにすでに接続済
みです

クライアントはこのサーバー
とすでに接続されています。

重複したサーバーエントリを
削除してください。

期待されるサーバーではあり
ません

想定されるサーバーとは異な
るサーバーがこのアドレスで
応答しました。

サーバーリストを更新し、こ
のサーバーに接続します。
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クライアントのバージョン (x)
とサーバーのバージョン (y) の
互換性がありません

クライアントのバージョンが
サーバーと比べて古すぎるか
新しすぎます。

クライアント、サーバーコン
ピューターの両方に、同じ
バージョンの AXIS Camera
Station Proがインストールさ
れているかどうかを確認しま
す。

サーバーがビジー状態 パフォーマンスの問題によ
り、サーバーが応答できませ
んでした。

サーバーコンピューターと
ネットワークが過負荷になっ
ていないかどうかを確認しま
す。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

マルチサーバー

ササーーババーーリリスストト

AXIS Camera Station Proサーバーをサーバーリストで整理できます。1台のサーバーを複数のサー
バーリストに含めることができます。他の AXIS Camera Station Proクライアントでサーバーリス
トをインポート、エクスポート、使用できます。

>> [[SSeerrvveerrss ((ササーーババーー))]] >> [[SSeerrvveerr lliissttss ((ササーーババーーリリスストト))]]に移動して、[Server lists (サーバーリ
スト)]ダイアログを開きます。

[RReecceenntt ccoonnnneeccttiioonnss ((最最近近のの接接続続))] リストがデフォルトで表示されます。このリストには、以前
のセッションで使用されたサーバーが含まれています。[RReecceenntt ccoonnnneeccttiioonnss ((最最近近のの接接続続))] は削
除できません。

サーバーリストを選択し、 をクリックしま
す。

++ NNeeww sseerrvveerr lliisstt ((新新ししいいササーーババーーリリスストトのの追追
加加))

クリックして、新しいサーバーリストを追加
し、リストの名前を入力します。

追追加加 サーバーをサーバーリストに追加するには、
サーバーリストを選択し、[Add (追加)] をク
リックします。必要な情報を入力します。

EExxppoorrtt lliissttss ((リリスストトををエエククススポポーートト)) クリックして、すべてのサーバーリストを.msl
ファイル形式でエクスポートします。サーバー
リストをインポートしてサーバーにログインす
ることもできます。サーバーとの接続を参照し
てください。

編編集集 サーバーリストのサーバーを編集するには、
サーバーを選択し、[EEddiitt ((編編集集))] をクリックし
ます。1度に編集できるのは1台のサーバーの
みです。
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削削除除 サーバーリストのサーバーを削除するには、
サーバーを選択し、[RReemmoovvee ((削削除除))] をクリッ
クします。

サーバーの名前を変更する リストをダブルクリックし、リストの新しい名
前を入力します。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

サーバーリスト内のサーバーの整理

スイッチの設定

AXIS Camera Station S22 Appliance Seriesの装置を使用している場合は、AXIS Camera Station Pro
から装置を設定するオプションがあります。[CCoonnffiigguurraattiioonn >> SSwwiittcchh >> MMaannaaggeemmeenntt ((設設定定 >>
ススイイッッチチ >> 管管理理))] に移動し、認証情報を入力して、AXIS Camera Station Proクライアントでス
イッチの管理ページを開きます。スイッチの設定方法については、axis.comでAXIS Camera Station
S22 Appliance Seriesのユーザーマニュアルを参照してください。

注
AXIS Camera Station Pro はスイッチのデフォルトのIPアドレスであるhttps://192.168.0.1/にのみ
接続できます。

ライセンスを管理

[Manage licenses (ライセンス管理)] ページに、現在のライセンスステータスが表示されます。

試試用用 AXIS Camera Station Proをインストールする
と、90日間の試用期間が与えられます。この
期間中、システムは完全に機能するため、ライ
センスを購入する前にシステムを設定し、すべ
ての機能を試すことができます。

ラライイセセンンススのの確確認認 システムのライセンス期間が自動更新されずに
期限切れになった場合、AXIS License Manager
ではさらに30日間の猶予期間が与えられま
す。

ラライイセセンンススのの購購入入がが必必要要 システムは、直近の有効期限まで完全にライセ
ンスされ、動作します。

AXIS Camera Station Pro
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CChhaannggeess mmaaddee iinn tthhee ssyysstteemm rreeqquuiirree aa
lliicceennssee ssyynncchhrroonniizzaattiioonn ((シシスステテムムでで行行っったた
変変更更ににははラライイセセンンススのの同同期期がが必必要要))

ライセンスされたシステムに装置を追加する
と、AXIS Camera Station Proは変更をAXIS
License Managerと同期して、システムのライ
センスステータスを再評価しようとします。自
動ライセンシングを使用している場合は、この
ことに気づかない可能性があります。しかし、
手動ライセンシングを使用していても、60日
以内にシステムの変更をAXIS License Manager
と再同期できなかった場合、システムはライセ
ンスされなくなります。

ラライイセセンンススななしし システムは動作していますが、機能が制限され
ています。録画とアクションルールは引き続き
正常に動作するため、録画が失われることはあ
りません。以下の機能は利用できません。

• ライブストリーム
• 録画の再生
• インスタント再生
• スナップショット
• 録画のエクスポート

システムをライセンスするには、2つの方法があります。

自自動動ラライイセセンンスス ((オオンンラライインンシシスステテムム)) -- このオプションを使用すると、システムがライセンス数
に影響する変更をAXIS License Managerに自動的にプッシュし、新しいライセンスステータスを取
得します。このオプションにはインターネット接続が必要です。詳細については、システムをオ
ンラインでライセンスする, on page 136を参照してください。

手手動動ラライイセセンンスス ((オオフフラライインンシシスステテムム)) -- このオプションを使用すると、システムはライセンス数
に影響する変更をAXIS License Managerに自動的にプッシュし、新しいライセンスステータスを取
得します。ライセンス数に影響するシステムの変更を行うたびに、手動ライセンスを繰り返す必
要があります。ライセンスを手動で処理する場合や、システムにインターネット接続がない場合
は、このオプションを選択します。詳細については、オフラインのシステムをライセンスする, on
page 136を参照してください。

シシスステテムムををオオンンラライインンででラライイセセンンススすするる

自動ライセンスを使用するには、システムを登録し、組織に接続する必要があります。

1. [CCoonnffiigguurraattiioonn ((設設定定))] > [LLiicceennsseess ((ラライイセセンンスス))] > [MMaannaaggeemmeenntt ((管管理理))] に移動します。
2. [AAuuttoommaattiicc lliicceennssiinngg ((自自動動ラライイセセンンスス))] がオンになっていることを確認します。
3. [RReeggiisstteerr...... ((登登録録......))] をクリックします。
4. My Axisアカウントを使用してサインインし、画面の指示に従います。
5. [GGoo ttoo AAXXIISS LLiicceennssee MMaannaaggeerr ((AAXXIISS LLiicceennssee MMaannaaggeerrにに移移動動))] をクリックして、そこで

ライセンスを管理します。詳細については、help.axis.comのMy Systemsユーザーマニュア
ルをお読みください。

オオフフラライインンののシシスステテムムををラライイセセンンススすするる

システムを手動でライセンスするには:

1. [CCoonnffiigguurraattiioonn ((設設定定))] > [LLiicceennsseess ((ラライイセセンンスス))] > [MMaannaaggeemmeenntt ((管管理理))] に移動します。
2. [AAuuttoommaattiicc lliicceennssiinngg ((自自動動ラライイセセンンスス))] をオフにします。
3. [EExxppoorrtt ssyysstteemm ffiillee...... ((シシスステテムムフファァイイルルののエエククススポポーートト......))] をクリックし、コンピュー

ターにファイルを保存します。
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注
AXIS License Managerにアクセスするには、インターネット接続が必要です。クライアントコ
ンピューターにインターネット接続がない場合は、インターネット接続のあるコンピューター
にシステムファイルをコピーします。
4. AXIS License Managerを開きます。
5. AXIS License Managerで:

5.1. 正しい組織を選択するか、まだ作成していない場合は作成します。詳細について
は、help.axis.comのMy Systemsユーザーマニュアルをお読みください。

5.2. [SSyysstteemm sseettuupp ((シシスステテムム設設定定))] に移動します。

5.3. [UUppllooaadd ssyysstteemm ffiillee ((シシスステテムムフファァイイルルををアアッッププロローードド))] をクリックします。

5.4. [UUppllooaadd ssyysstteemm ffiillee ((シシスステテムムフファァイイルルををアアッッププロローードド))] をクリックし、システム
ファイルを選択します。

5.5. [UUppllooaadd ssyysstteemm ffiillee ((シシスステテムムフファァイイルルををアアッッププロローードド))] をクリックします。

5.6. [DDoowwnnllooaadd lliicceennssee ffiillee ((ラライイセセンンススフファァイイルルののダダウウンンロローードド))] をクリックしま
す。

6. AXIS Camera Station Proクライアントに戻ります。
7. [IImmppoorrtt lliicceennssee ffiillee...... ((ラライイセセンンススフファァイイルルののイインンポポーートト......))] をクリックし、ライセンス

ファイルを選択します。
8. [GGoo ttoo AAXXIISS LLiicceennssee MMaannaaggeerr ((AAXXIISS LLiicceennssee MMaannaaggeerrにに移移動動))] をクリックして、そこで

ライセンスを管理します。

セキュリティの設定

ユユーーザザーー権権限限

[[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[SSeeccuurriittyy ((セセキキュュリリテティィ))]] >> [[UUsseerr ppeerrmmiissssiioonnss ((ユユーーザザーー権権限限))]] に移動
して、AXIS Camera Station Proに存在するユーザーとグループを表示します。

注
AXIS Camera Station Proサーバーを実行しているコンピューターの管理者は、自動的に AXIS
Camera Station Proの管理者権限が付与されます。管理者グループの権限を変更したり、削除し
たりすることはできません。

ユーザーまたはグループを追加する前に、ユーザーまたはグループをローカルコンピューターに
登録するか、Windows® Active Directoryユーザーアカウントがあることを確認します。ユーザーま
たはグループを追加するには、「 ユーザーまたはグループの追加」を参照してください。

グループの一員であるユーザーには、個人またはグループに割り当てられる最上位の権限が与え
られます。ユーザーは個人としてアクセス権と共にグループの一員としての権限も与えられま
す。たとえば、あるユーザーがユーザー個人の権限としてカメラXへのアクセス権を与えられてい
るとします。このユーザーは、カメラYおよびZへのアクセス権を持つグループのメンバーでもあ
ります。したがって、ユーザーはカメラX、Y、Zへのアクセス権を持ちます。

エントリが1人のユーザーであることを示します。

エントリがグループであることを示します。

名名称称 ローカルコンピューターまたはActive Directoryに表示されるユー
ザー名。

ドドメメイインン ユーザーまたはグループが属するドメイン。

役役割割 ユーザーまたはグループに与えられているアクセス権。

表示される値:管理者、オペレーター、閲覧者。
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詳詳細細 ローカルコンピューターまたはActive Directoryに表示されるユー
ザーの詳細情報。

ササーーババーー ユーザーまたはグループが属するサーバー。

ユユーーザザーーままたたははググルルーーププのの追追加加

Microsoft Windows® とActive Directoryのユーザーとグループは AXIS Camera Station Proにアクセ
スできます。ユーザーを AXIS Camera Station Proに追加するには、ユーザーまたはグループを
Windows® に追加する必要があります。

Windows® 10および11でユーザーを追加するには：

• Windowsキー + X を押し、 [CCoommppuutteerr MMaannaaggeemmeenntt ((ココンンピピュューータターーのの管管理理))] を選択し
ます。

• [CCoommppuutteerr MMaannaaggeemmeenntt ((ココンンピピュューータターーのの管管理理))] ウィンドウで、 [LLooccaall UUsseerrss aanndd
GGrroouuppss ((ロローーカカルルユユーーザザーーととググルルーーププ))] > [UUsseerrss ((ユユーーザザーー))]の順に移動します。

• [UUsseerrss ((ユユーーザザーー))] を右クリックし、 [NNeeww uusseerr ((新新ししいいユユーーザザーー))] を選択します。
• ポップアップダイアログで、新規ユーザーの詳細を入力し、[UUsseerr mmuusstt cchhaannggee ppaasssswwoorrdd

aatt nneexxtt llooggiinn ((ユユーーザザーーがが次次回回ロロググオオンン時時ににパパススワワーードドをを変変更更すするる必必要要ががあありりまますす))] の
チェックを外します。

• [CCrreeaattee ((作作成成))] をクリックします。
Active Directoryドメインをご使用の場合は、ネットワーク管理者にお問い合わせください。

ユユーーザザーーままたたははググルルーーププのの追追加加

1. [CCoonnffiigguurraattiioonn >> SSeeccuurriittyy >> UUsseerr ppeerrmmiissssiioonnss ((設設定定 >> セセキキュュリリテティィ >> ユユーーザザーー権権限限))]
に移動します。

2. [追追加加] をクリックします。
使用可能なユーザーとグループがリストに表示されます。

3. [SSccooppee ((対対象象))] で、ユーザーとグループを検索する場所を選択します。
4. [SShhooww ((表表示示))] で、ユーザーまたはグループを表示するかどうかを選択します。

ユーザーまたはグループが多すぎる場合、検索結果は表示されません。フィルター機能を
使用します。

5. ユーザーまたはグループを選択し、[追追加加] をクリックします。

対象

ササーーババーー ローカルコンピューター上のユーザーまたはグ
ループを検索する場合に選択します。

ドドメメイインン Active Directoryのユーザーまたはグループを
検索する場合に選択します。

選選択択ししたたササーーババーー 複数の AXIS Camera Station Proサーバーに接続
している場合は、[SSeelleecctteedd sseerrvveerr ((選選択択ししたた
ササーーババーー))] ドロップダウンメニューからサー
バーを選択します。

ユユーーザザーーままたたははググルルーーププのの設設定定

1. リストからユーザーまたはグループを選択します。
2. [RRoollee ((権権限限))] で、[AAddmmiinniissttrraattoorr ((管管理理者者))]、[OOppeerraattoorr ((オオペペレレーータターー))]、または [VViieewweerr

((閲閲覧覧者者))] を選択します。
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3. [OOppeerraattoorr ((オオペペレレーータターー))] または [VViieewweerr ((閲閲覧覧者者))] を選択した場合は、ユーザーまたはグ
ループの権限を設定することができます。ユーザーまたはグループの権限を参照してくだ
さい。

4. SSaavvee ((保保存存)) をクリックします。
ユユーーザザーーままたたははググルルーーププのの削削除除

1. ユーザーまたはグループを選択します。
2. [[削削除除]] をクリックします。
3. ポップアップダイアログで [OOKK] をクリックするとユーザーまたはグループが削除されま

す。

ユユーーザザーーままたたははググルルーーププのの権権限限

ユーザーまたはグループに与えられる権限は3種類です。ユーザーまたはグループの権限の定義方
法については、ユーザーまたはグループの追加を参照してください。

管管理理者者 -- すべてのカメラのビューのライブおよび録画ビデオへのアクセス、すべてのI/Oポートへ
のアクセスなど、システム全体へのフルアクセス。システム設定を行うユーザーは、この権限が
必要になります。

オオペペレレーータターー -- カメラ、ビュー、I/Oポートを選択して、ライブおよび録画ビデオにアクセスしま
す。オペレーターは AXIS Camera Station Proのすべての機能 (システムの設定を除く) へのフルア
クセスが許可されます。

ビビュューーワワーー -- 選択したカメラ、I/Oポート、ビューのライブビデオにアクセスします。録画ビデオ
へのアクセスやシステムの設定を行うことはできません。

カカメメララ

[OOppeerraattoorr ((オオペペレレーータターー))] または [VViieewweerr ((閲閲覧覧者者))] の権限を持つユーザーまたはグループは、次
のアクセス権を利用できます。

アアククセセスス カメラおよびすべてのカメラ機能へのアクセス
を許可します。

ビビデデオオ このカメラからのライブ映像へのアクセスを許
可します。

音音声声をを聞聞くく カメラから受話するアクセスを許可します。

音音声声送送話話 カメラに送話するアクセスを許可します。

MMaannuuaall RReeccoorrddiinngg ((手手動動録録画画)) 録画の手動による開始および停止を許可しま
す。

MMeecchhaanniiccaall PPTTZZ ((メメカカニニカカルルPPTTZZ)) メカニカルPTZコントロールへのアクセスを許
可します。メカニカルPTZを搭載したカメラで
のみ使用できます。

PPTTZZ優優先先度度 PTZ優先度を設定します。数値が小さいほど、
優先度が高いことを意味します。優先度を割り
当てない場合は [0] に設定されます。優先度が
最も高いのは管理者です。優先度の高い権限を
持つユーザーがPTZカメラを操作する場合、デ
フォルトでは、他のユーザーは同じカメラを
10秒間操作することができません。メカニカ
ルPTZを搭載したカメラで、[MMeecchhaanniiccaall PPTTZZ
((メメカカニニカカルルPPTTZZ))] が選択されているときにの
み使用できます。

ビビュューー
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[OOppeerraattoorr ((オオペペレレーータターー))] または [VViieewweerr ((閲閲覧覧者者))] の権限を持つユーザーまたはグループは、次
のアクセス権を利用できます。複数のビューを選択し、アクセス権を設定することができます。

アアククセセスス AXIS Camera Station Proのビューへのアクセス
を許可します。

編編集集 AXIS Camera Station Proのビューの編集を許可
します。

II//OO

[OOppeerraattoorr ((オオペペレレーータターー))] または [VViieewweerr ((閲閲覧覧者者))] の権限を持つユーザーまたはグループは、次
のアクセス権を利用できます。

アアククセセスス I/Oポートへのフルアクセス権を許可します。

読読むむ I/Oポートのステータスの表示を許可します。
ユーザーはポートの状態を変更できません。

WWrriittee ((書書きき込込みみ)) I/Oポートのステータスの変更を許可します。

シシスステテムム

リスト内でグレー表示されている権限は設定できません。チェックマークが付いている権限は、
ユーザーまたはグループがデフォルトでその権限を持っていることを示します。

[OOppeerraattoorr ((オオペペレレーータターー))] 権限を持つユーザーまたはグループは次のアクセス権を利用できま
す。[TTaakkee ssnnaappsshhoottss ((ススナナッッププシショョッットトをを撮撮るる))] は [VViieewweerr ((閲閲覧覧者者))] 権限でも利用できます。

ススナナッッププシショョッットトをを撮撮るる ライブビューモードおよび録画モードでのス
ナップショット撮影を許可します。

録録画画ののエエククススポポーートト 録画のエクスポートを許可します。

事事故故レレポポーートトのの生生成成 事故レポートの生成を許可します。

PPrreevveenntt aacccceessss ttoo rreeccoorrddiinnggss oollddeerr tthhaann ((ここ
れれよよりり古古いい録録画画へへののアアククセセススをを防防止止))

指定した分数よりも古い録画へのアクセスを防
止します。ユーザーが検索を利用する際、指定
した時間よりも前の録画は検索できなくなりま
す。

アアララーームム、、タタススクク、、ロロググへへののアアククセセスス アラーム通知を受け取り、[AAllaarrmmss aanndd ttaasskkss
((アアララーームムととタタススクク))] バーと [LLooggss ((ロロググ))] タブ
へのアクセスを許可します。

AAcccceessss ddaattaa sseeaarrcchh ((デデーータタ検検索索へへののアアククセセ
スス))

イベント発生時の状況を追跡するためのデータ
検索を許可します。

アアククセセススココンントトロローールル

[OOppeerraattoorr ((オオペペレレーータターー))] 権限を持つユーザーまたはグループは次のアクセス権を利用できま
す。[AAcccceessss MMaannaaggeemmeenntt ((アアククセセスス管管理理))] は [VViieewweerr ((閲閲覧覧者者))] 権限でも利用できます。

アアククセセススココンントトロローールルのの設設定定 ドアとゾーン、識別プロファイル、カード
フォーマットとPIN、暗号化通信、マルチサー
バーの設定を許可します。

アアククセセスス管管理理 アクセス管理およびActive Directory設定への
アクセスを許可します。

AAXXIISS AAuuddiioo MMaannaaggeerr PPrroo
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[OOppeerraattoorr ((オオペペレレーータターー))] または [VViieewweerr ((閲閲覧覧者者))] の権限を持つユーザーまたはグループは、次
のアクセス権を利用できます。

AAXXIISS AAuuddiioo MMaannaaggeerr PPrrooココンンポポーーネネンントト設設定定
へへののアアククセセスス

オペレーター専用です。AXIS Camera Station
ProでAXIS Audio Manager Proの設定とAXIS
Audio Manager Proサーバーインターフェース
へのアクセスを許可します。

AAXXIISS AAuuddiioo MMaannaaggeerr PPrrooイインンタターーフフェェーーススへへ
ののアアククセセスス

閲覧者専用です。AXIS Audio Manager Proサー
バーインターフェースへのアクセスを許可しま
す。

VViieewweerr ((閲閲覧覧者者)) のロールを持つユーザーまたはグループは、次のアクセス権を利用できます。

シシスステテムムののヘヘルルススモモニニタタリリンンググ

[OOppeerraattoorr ((オオペペレレーータターー))] 権限を持つユーザーまたはグループは次のアクセス権を利用できま
す。[>>シシスステテムムのの健健全全性性監監視視へへののアアククセセスス] は [VViieewweerr ((閲閲覧覧者者))] 権限でも利用できます。

シシスステテムムのの健健全全性性監監視視のの設設定定 システムの健全性監視システムの設定を許可し
ます。

シシスステテムムのの健健全全性性監監視視へへののアアククセセスス システムの健全性監視システムへのアクセスを
許可します。

証証明明書書

AXIS Camera Station Proサーバーと装置間の証明書の設定を管理するには、[CCoonnffiigguurraattiioonn >>
SSeeccuurriittyy >> CCeerrttiiffiiccaatteess ((設設定定 >> セセキキュュリリテティィ >> 証証明明書書))] に移動します。

HTTPSおよびIEEE 802.1X証明書をオンにする、削除する、表示する方法については、セキュリ
ティ, on page 69を参照してください。

AXIS Camera Station Pro は次のように使用できます。

• ルルーートト認認証証局局 ((CCAA)):: AXIS Camera Station ProをルートCAとして使用する場合、AXIS Camera
Station Proが独自のルート証明書を使用してサーバー証明書を発行し、プロセスに他の
ルートCAは関与しません。

• 中中間間認認証証局局:: このシナリオでは、Axis装置のサーバー証明書に署名して発行するために、
AXIS Camera Station ProでCA証明書とその秘密鍵をインポートする必要があります。この
CA証明書は、ルート証明書または中間CA証明書にすることができます。

注
AXIS Camera Station Proをアンインストールすると、Windowsの信頼されたルート証明機関か
らCA証明書が削除されます。インポートされたCA証明書は削除されません。これらの証明書は
手動で削除する必要があります。

認認証証局局 ((CCAA))

CAを使用すると、クライアント/サーバー証明書がない装置で、HTTPSおよびIEEE 802.1Xをオンに
することができます。AXIS Camera Station Pro CA証明書があれば、装置でHTTPSまたはIEEE
802.1Xを使用するときに、クライアント/サーバー証明書を自動的に作成、署名、インストールす
ることができます。ルートCAとして AXIS Camera Station Proを使用するか、CA証明書をインポー
トして AXIS Camera Station Proに中間CAとして動作させることができます。サーバーをインス
トールすると、ルートCAが生成されます。
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イインンポポーートト クリックすると、既存のCA証明書とその秘密
鍵がインポートされます。AXIS Camera
Station Proによってパスワードが保存されま
す。

生生成成 クリックすると、新しい公開鍵と秘密鍵、およ
び10年間有効な自己署名CA証明書が生成され
ます。新しい認証局を生成すると、すべてのコ
ンポーネントの証明書が置き換えられ、すべて
のコンポーネントが再起動されます。

表表示示 クリックすると、CA証明書の詳細が表示され
ます。

エエククススポポーートト クリックしてCAをファイルにエクスポートし
ます。エクスポートには以下の2通りの方法が
あります。

• 秘秘密密鍵鍵ががなないい場場合合:: 証明書を.cerまたは.
crt形式で保存します。AXIS Camera
Station Proによって署名された証明書を
信頼する他のシステムに公開証明書の
みをインストールする必要がある場合
は、このオプションを使用します。

• 秘秘密密鍵鍵ががああるる場場合合:: CAをPKCS#12形式 (.
pfx または.p12) で保存します。CAを別
の AXIS Camera Station Proサーバーに
インポートする必要がある場合は、こ
のオプションを使用します。

.cer形式、または.crt、形式の証明書は、AXIS
Camera Station Proに再インポートすることは
できません。

NNuummbbeerr ooff ddaatteess tthhee ssiiggnneedd cclliieenntt//sseerrvveerr
cceerrttiiffiiccaatteess wwiillll bbee vvaalliidd ffoorr ((署署名名入入りりののククララ
イイアアンントト//ササーーババーー証証明明書書がが有有効効化化さされれるる日日
数数))

自動的に作成されたクライアント/サーバー証
明書の有効期間を日数で設定します。最大期間
は1095日 (3年間) です。CAは自身の有効期限
を超えた証明書には署名しません。

ルルーートトCCAAのの生生成成

AXIS Camera Station Proが開始すると、CAを探します。見つからない場合は、ルートCAを自動生
成します。これには自己署名ルート証明書、およびパスワードで保護された秘密鍵が含まれてい
ます。AXIS Camera Station Proによってパスワードは保存されますが、表示することはできませ
ん。AXIS Camera Station Proによって生成されたCA証明書は10年間有効です。

手動で新しいCAを生成して、古いCAと置き換えるには、CAの置き換え, on page 143を参照してく
ださい。

装置に手動でインストールした証明書を使用するバージョン5.45以前からアップグレードした場
合、手動でインストールした証明書の有効期限が切れると、AXIS Camera Station Proは既存のルー
トCAを使用して自動的に新しい証明書をインストールします。

注
生成したCA証明書は、Windowsの信頼されたルート証明書に追加されます。

CCAAののイインンポポーートト

他のCAからCA証明書をインストールする場合、AXIS Camera Station Proを中間CAとして使用でき
ます。証明書と秘密鍵で構成される既存のCAをインポートし、そのCAの代わりに AXIS Camera
Station Proが証明書に署名できるようにします。ファイルはPKCS#12ファイルでなければならず、
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証明書にはCA証明書であることを示す基本制約（2.5.29.19）があり、有効期間内に使用されなけ
ればなりません。CAをインポートして既存のCAと置き換えるには、CAの置き換え, on page 143を
参照してください。

注
• インポートされたCAがパスワードを必要としない場合、何かでパスワードが必要になるた

びにダイアログが表示されます。たとえば、装置でHTTPSまたはIEEEを使用するときや、装
置を追加するときなどです。続行するには、[OOKK] をクリックする必要があります。

• インポートしたCA証明書は、Windowsの信頼されたルート証明書に追加されます。
• AXIS Camera Station Proをアンインストールした後、インポートしたCA証明書をWindows

の信頼されたルート証明機関から手動で削除する必要があります。

CCAAのの置置きき換換ええ

HTTPS接続を使用する装置で使用される署名付き証明書を発行するCAを置き換えるには:

1. [CCoonnffiigguurraattiioonn >> SSeeccuurriittyy >> CCeerrttiiffiiccaatteess >> HHTTTTPPSS ((設設定定 >> セセキキュュリリテティィ >> 証証明明書書 >>
HHTTTTPPSS))] に移動します。

2. [TTeemmppoorraarriillyy iiggnnoorree cceerrttiiffiiccaattee vvaalliiddaattiioonn ((証証明明書書のの検検証証をを一一時時的的にに無無視視すするる))] をオンに
します。

3. [CCeerrttiiffiiccaattee aauutthhoorriittyy ((認認証証局局))] で、[GGeenneerraattee ((生生成成))] または [IImmppoorrtt ((イインンポポーートト))] をク
リックします。

4. パスワードを入力し、[OOKK] をクリックします。
5. 署名入りのクライアント/サーバー証明書の有効日数を選択します。
6. [[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択します。
7. 装置を右クリックし、[[SSeeccuurriittyy ((セセキキュュリリテティィ))]] >> [[HHTTTTPPSS]] >> [[EEnnaabbllee//UUppddaattee ((有有効効ににすす

るる//更更新新すするる))]] を選択します。
8. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[SSeeccuurriittyy ((セセキキュュリリテティィ))]] >> [[CCeerrttiiffiiccaatteess ((証証明明書書))]] >> [[HHTTTTPPSS]]

に移動し、[TTeemmppoorraarriillyy iiggnnoorree cceerrttiiffiiccaattee vvaalliiddaattiioonn ((証証明明書書のの検検証証をを一一時時的的にに無無視視すす
るる))] をオフにします。

カカススタタムム証証明明書書をを発発行行すするる

AXIS Camera Station Pro認証局によって署名されたカスタム証明書を作成できます。たとえば、こ
れらの証明書を外部HTTPSエンドポイントに使用できます。これらの証明書は有効期限が切れたと
きに、手動で更新する必要があります。カスタム証明書を発行するには:

1. [CCoonnffiigguurraattiioonn ((設設定定))] > [SSeeccuurriittyy ((セセキキュュリリテティィ))] > [CCeerrttiiffiiccaatteess ((証証明明書書))] に移動しま
す。

2. [IIssssuuee ccuussttoomm cceerrttiiffiiccaattee ((カカススタタムム証証明明書書のの発発行行))] で、[IIssssuuee cceerrttiiffiiccaattee...... ((証証明明書書のの発発
行行......))] をクリックします。

3. 証明書の詳細を入力し、[OOKK] をクリックします。

証明書を発行する

ココモモンンネネーームム ((CCNN)) 証明書所有者を識別します。CNは通常、証明
書をインストールする完全修飾ドメイン名
(FQDN) またはIPアドレスです。

PPrriivvaattee kkeeyy ppaasssswwoorrdd ((秘秘密密鍵鍵ののパパススワワーードド)) 秘密鍵を保護するパスワード。

DDuurraattiioonn ((ddaayyss)) ((期期間間 ((日日数数)))) 証明書の有効期間の日数。

SSeerrvveerr aauutthheennttiiccaattiioonn ((ササーーババーー認認証証)) サーバーのID証明としてサーバー上の証明書を
使用する場合は、このオプションを選択しま
す。通常、AXIS Camera Station ProがHTTPSを
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証明書を発行する

使用して接続する装置またはその他のエンドポ
イントはサーバー装置と見なされ、その証明書
ではサーバー認証を使用する必要があります。

CClliieenntt aauutthheennttiiccaattiioonn ((ククラライイアアンントト認認証証)) サーバーへの接続を許可する前に、クライアン
トのID証明としてクライアント上の証明書を使
用する場合は、このオプションを選択します。
たとえば、IEEE 802.1Xアクセスコントロール
ネットワークにアクセスする装置は、ネット
ワークに入る前にこの証明書を使用する必要が
あります。

組組織織 ((OO)) 証明書所有者の組織。

CCoouunnttrryy ccooddee ((CC)) ((国国ココーードド ((CC)))) 証明書所有者の国コード。

DDNNSS SSAANN 動的ネームサーバーのサブジェクト代替名。証
明書所有者に連絡するための代替FQDNです。
証明書を発行するとき、システムはCNをDNS
SANとして自動的に追加します。カンマで区
切って複数のアドレスを入力できます (例:
address-1.com，address-2.com)。

IIPP SSAANN IPアドレスのサブジェクトの代替名。証明書所
有者に連絡するための代替IPアドレスです。
CNがIPアドレスの場合、システムはCNをIP
SANとして自動的に追加します。複数のアドレ
スはカンマで区切って入力できます。たとえ
ば、192.168.1.1,192.168.1.2のようになりま
す。

HHTTTTPPSS

デフォルトでは、AXIS Camera Station Proは、接続される各装置でアクティブなHTTPSサーバー証
明書の署名を検証し、検証された証明書のない装置には接続しません。サーバー証明書は、AXIS
Camera Station ProのアクティブなCAによって署名されているか、Windows Certificate Storeを通
じて検証されている必要があります。また、AXIS Camera Station Proは、[VVaalliiddaattee ddeevviiccee
aaddddrreessss ((デデババイイススアアドドレレススのの検検証証))] がオンになっている場合、装置のHTTPS証明書のアドレスが
装置との通信に使用されるアドレスと一致するかどうかも検証します。

ファームウェアが7.20以降のカメラには自己署名証明書が付属しています。これらの証明書は信頼
されていません。代わりに、HTTPSを使用するときに AXIS Camera Station Proが装置に新しい証明
書を発行できるように、CAを生成するかインポートしてください。

VVaalliiddaattee cceerrttiiffiiccaattee ((証証明明書書のの検検証証)) 証明書が有効な装置のみの接続を許可する場合
に、オンにします。証明書の検証を行わない
と、証明書が無効な装置へのアクセスが許可さ
れます。

デデババイイススアアドドレレススのの検検証証 ホスト名を使用せずにDHCPネットワーク上で
安定した動作を実現する場合は、オフにしま
す。

オンにすると、追加のセキュリティのためにア
ドレスが一致することが求められます。この設
定は、装置が主にホスト名を使用して通信する
ネットワーク、または装置が静的なIPアドレス
を持つネットワークでのみオンにすることをお
勧めします。
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注
• セキュアな接続（HTTPS）が利用できない場合、新規にHTTPS証明書を発行することができ

ます。デバイスの追加, on page 45を参照してください

• HTTPSを使用するには、ビデオ装置には5.70以降のファームウェア、アクセスコントロール
装置と音声装置には1.25以降のファームウェアが必要です。

制制限限事事項項

• デフォルトでないポート (443以外) はサポートされていません。
• 1つのインストールバッチ内のすべての証明書は、同じパスワードを持っている必要があり

ます。
• 暗号化されていないチャンネル上の証明書動作 (「ベーシック」など) はサポートされてい

ません。「ダイジェスト」通信を可能にするには、装置を [Encrypted & unencrypted (暗号
化および非暗号化)] または [Encrypted only (暗号化のみ)] に設定する必要があります。

• AXIS T85 PoE+ Network Switch SeriesではHTTPSをオンにすることはできません。

IIEEEEEE 880022..11XX

AXIS Camera Station Pro IEEE 802.1X認証では、要求を行う装置はLANへの接続を求めるAxisネット
ワーク装置です。認証を行う装置は、イーサネットスイッチやワイヤレスアクセスポイントなど
のネットワーク装置です。認証サーバーは通常、RADIUSおよびEAPプロトコルをサポートするソ
フトウェアを実行しているホストです。

IEEE 802.1Xをオンにするには、IEEE 802.1X認証CA証明書をインポートする必要があります。IEEE
802.1X認証CA証明書とIEEE 802.1Xクライアント証明書は、IEEE 802.1Xをオンにするか更新すると
インストールされます。認証用の証明書は、IEEE 802.1X認証サーバーなど外部から取得すること
も、AXIS Camera Station Proから直接取得することもできます。この証明書は各Axis装置にインス
トールされ、認証サーバーの検証に使用されます。

注
IEEE 802.1X証明書を使用するには、ビデオ装置には5.50以降のファームウェア、アクセスコン
トロール装置と音声装置には1.25以降のファームウェアが必要です。

IEEE 802.1Xを設定するには:

1. [CCoonnffiigguurraattiioonn >> SSeeccuurriittyy >> CCeerrttiiffiiccaatteess ((設設定定 >> セセキキュュリリテティィ >> 証証明明書書))] に移動しま
す。

2. [EEAAPPOOLL VVeerrssiioonn ((EEAAPPOOLLののババーージジョョンン))] ドロップダウンメニューで、使用するEAP
(Extensible Authentication Protocol) のバージョンを選択します。

3. [EEAAPP iiddeennttiittyy ((EEAAPP識識別別情情報報))] ドロップダウンメニューで、装置のMACアドレス、装置のホ
スト名、またはカスタムテキストのいずれを使用するかを選択します。

4. [CCuussttoomm ((カカススタタムム))] を選択した場合は、[CCuussttoomm ((カカススタタムム))] にEAP識別情報となるテキ
ストを入力します。

5. [IImmppoorrtt ((イインンポポーートト))] をクリックし、IEEE 802.1X認証CA証明書ファイルを選択します。

6. [CCoommmmoonn nnaammee ((ココモモンンネネーームム))]] ドロップダウンメニューで、がが認認証証局局ととししてて動動作作すするる
ととききにに装装置置ごごととにに作作成成さされれるる個個々々のの証証明明書書でで、、ココモモンンネネーームムととししててDevice IP address (デ
バイスのIPアドレス) ととDevice EAP identity (デバイスのEAP識別情報) AXIS Camera Station
Pro のどちらを使用するかを選択します。

7. [[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択します。
8. 装置を右クリックし、[SSeeccuurriittyy >> IIEEEEEE 880022..11XX >> EEnnaabbllee//UUppddaattee ((セセキキュュリリテティィ >> IIEEEEEE

880022..11XX >> 有有効効ににすするる//更更新新すするる))] を選択します。
制制限限事事項項

• 複数のネットワークアダプターが搭載された装置 (ワイヤレスカメラなど) では、IEEE
802.1Xは最初のアダプター (通常は有線接続) でのみオンにできます。
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• パラメーターNetwork.Interface.I0.dot1x.Enabledが指定されていないデバイスは
サポートされません。例:AXIS P39 Series、AXIS T85 Series、およびAXIS T87 Video Decoder

• 暗号化されていないチャンネル上の証明書動作 (「ベーシック」など) はサポートされてい
ません。「ダイジェスト」通信を可能にするには、装置を [Encrypted & unencrypted (暗号
化および非暗号化)] または [Encrypted only (暗号化のみ)] に設定する必要があります。

証証明明書書のの有有効効期期限限にに関関すするる警警告告

クライアント/サーバー証明書の有効期限が切れていたり有効期限が近くなっていたりすると、警
告が表示されます。この警告により、特定の証明書に対してシステムアラームもトリガーされま
す。すべてのクライアント証明書とサーバー証明書、AXIS Camera Station Proによってインストー
ルされた装置CA証明書、AXIS Camera Station Pro CA証明書、およびIEEE 802.1X証明書に対しても
同様です。警告は、[DDeevviiccee mmaannaaggeemmeenntt ((デデババイイスス管管理理))] ページの [SSttaattuuss ((スステテーータタスス))] に
メッセージとして表示され、[IInnssttaalllleedd cceerrttiiffiiccaatteess ((イインンスストトーールル済済みみ証証明明書書))] リストにアイコン
として表示されます。

[CCeerrttiiffiiccaattee eexxppiirraattiioonn wwaarrnniinngg ((証証明明書書のの有有効効期期限限切切れれのの警警告告))] で、AXIS Camera Station Proに
有効期限日の何日前に通知してもらいたいかを指定します。

証証明明書書のの更更新新

ササーーババーーとと装装置置のの間間のの証証明明書書をを更更新新すするる

AXIS Camera Station Proによって生成された装置クライアント/サーバー証明書は、有効期限切れ
の警告が表示される7日前に自動的に更新されます。このためには、装置でHTTPSまたはIEEE
802.1Xをオンにする必要があります。証明書を手動で更新する場合は、セキュリティ, on page 69
を参照してください。

ササーーババーーととククラライイアアンントトのの間間のの証証明明書書をを更更新新すするる

新規サーバー証明書は、AXIS Camera Station Proサービス制御の証明書タブで生成できます。手順
については、証明書, on page 226を参照してください。

パパススワワーードドををリリセセッットトすするる

1. [CCoonnffiigguurraattiioonn >> SSeeccuurriittyy >> CCeerrttiiffiiccaatteess ((設設定定 >> セセキキュュリリテティィ >> 証証明明書書))] に移動しま
す。

2. [TTeemmppoorraarriillyy iiggnnoorree cceerrttiiffiiccaattee vvaalliiddaattiioonn ((証証明明書書のの検検証証をを一一時時的的にに無無視視すするる))] をオンに
して、CA証明書を使用する装置がアクセス可能であることを確認します。

3. [CCeerrttiiffiiccaattee aauutthhoorriittyy ((認認証証局局))] で、[GGeenneerraattee ((生生成成))] をクリックし、パスワードを入力し
ます。

4. [CCeerrttiiffiiccaattee aauutthhoorriittyy ((認認証証局局))] で、[EExxppoorrtt ((エエククススポポーートト))] をクリックしてCA証明書を
ローカルに保存します。

5. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[DDeevviicceess ((デデババイイスス))]] >> [[MMaannaaggeemmeenntt ((管管理理))]] に移動し、選択し
た装置でHTTPSをオンにします。

6. [TTeemmppoorraarriillyy iiggnnoorree cceerrttiiffiiccaattee vvaalliiddaattiioonn ((証証明明書書のの検検証証をを一一時時的的にに無無視視すするる))] をオフに
します。

アクセスコントロールの設定

Axisネットワークドアコントローラーをシステムに追加している場合、バージョン6.x以降のAXIS
Camera Stationでアクセスコントロールハードウェアを設定できます。

AXIS Camera Station ProでAxisネットワークドアコントローラーを設定する手順の詳細について
は、「Axisネットワークドアコントローラーを設定する」を参照してください。

注
開始する前に、以下の手順を実行します。
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• 設設定定 >> デデババイイスス >>管管理理からコントローラーのAXIS OSバージョンをアップグレードしま
す。

• [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[DDeevviicceess ((装装置置))]] >> [[MMaannaaggeemmeenntt ((管管理理))]] に移動し、コントロー
ラーの日付と時刻を設定します。

• [CCoonnffiigguurraattiioonn >> DDeevviicceess >> MMaannaaggeemmeenntt ((設設定定 >> デデババイイスス >> 管管理理))] に移動し、コント
ローラーでHTTPSをオンにします。

アアククセセススココンントトロローールル設設定定ののワワーーククフフロローー

1. 既定の識別プロファイルを編集したり、新しい識別プロファイルを作成したりするには、
識別プロファイル, on page 164を参照してください。

2. カスタム設定したカードフォーマットとPIN長を使用するには、カード形式とPIN, on page
165を参照してください。

3. ドアを追加し、識別プロファイルをドアに適用します。ドアの追加, on page 149を参照し
てください。

4. ドアを設定します。
– 「ドアモニターの追加」, on page 155
– 緊急入力の追加, on page 157

– 「リーダーの追加」, on page 158
– REX装置の追加, on page 160

5. ゾーンを追加し、ゾーンにドアを追加します。ゾーンの追加, on page 161を参照してくだ
さい。

ドドアアココンントトロローーララーー用用デデババイイススソソフフトトウウェェアアのの互互換換性性

重要
ドアコントローラーのAXIS OSをアップグレードするときは、以下の点に注意してください。
• ササポポーートトさされれてていいるるAAXXIISS OOSSババーージジョョンン:: 下記に記載されている対応AXIS OSバージョン

は、元の推奨AXIS Camera Station Proバージョンからアップグレードする場合、およびシス
テムにドアがある場合にのみ適用されます。システムがこれらの条件を満たしていない場
合は、特定のAXIS Camera Station Proバージョンに対して推奨されるAXIS OSバージョンに
アップグレードする必要があります。

• 対対応応すするる最最低低限限ののAAXXIISS OOSSババーージジョョンン:: システムにインストールされている最も古いAXIS
OSバージョンによって、サポートされる最低限のAXIS OSバージョンが決まります。最大で
2つ前のバージョンまで対応します。AXIS Camera Station Proバージョン6.5を使用してお
り、すべてのデバイスを推奨のAXIS OSバージョン12.0.86.2にアップグレードしたとしま
す。この場合、AXIS OSバージョン12.0.86.2がシステムで今後サポートされる最低限のバー
ジョンになります。

• 推推奨奨さされれるるAAXXIISS OOSSババーージジョョンンをを上上回回るるアアッッププググレレーードドをを行行うう場場合合：： 特定のAXIS
Camera Station Proに推奨されているバージョンより上のAXIS OSバージョンにアップグ
レードしたとします。この場合は、AXIS Camera Station Proバージョンに設定されたサポー
ト範囲内であれば、いつでも問題なく推奨のAXIS OSバージョンにダウングレードすること
ができます。

• 今今後後ののAAXXIISS OOSSにに関関すするる推推奨奨事事項項:: システムの安定性と完全な互換性を確保するため、必ず
各AXIS Camera Station Proバージョンに推奨されるAXIS OSバージョンに従ってください。

以下の表は、AXIS Camera Station Proの各バージョンに対する最低限および推奨のAXIS OSバー
ジョンを示しています。
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AXIS Camera Stationバージョ
ン

最低限のAXIS OSバージョン 推奨AXIS OSバージョン

Pro 6.13 12.5.68.1 12.6.102.1

Pro 6.12 12.2.63.13 12.6.94.1

Pro 6.11 12.0.101.4 12.5.68.1

ドドアアととゾゾーーンン

[CCoonnffiigguurraattiioonn >> AAcccceessss ccoonnttrrooll >> DDoooorrss aanndd zzoonneess ((設設定定 >> アアククセセススココンントトロローールル >> ドドアアとと
ゾゾーーンン))] に移動して、概要を確認し、ドアとゾーンを設定します。

PPIINNチチャャーートト ドアに関連付けられたコントローラーのピン配
置図の表示。ピン配置図を印刷する場合は、
[[PPrriinntt ((印印刷刷))]] をクリックします。

識識別別ププロロフファァイイルル ドアの識別プロファイルを変更します。

セセキキュュアアチチャャンンネネルル 特定のリーダーのOSDPセキュアチャンネルを
オンまたはオフにします。

ドドアア

名称 ドア名です。

ドアコントロー
ラー

ドアに接続されているドアコントローラーです。

側面A ドアのA面が面しているゾーンです。

側面B ドアのB面が面しているゾーンです。

識別プロファイル 識別プロファイルはドアに適用されます。

カード形式とPIN カードのフォーマットまたはPINの長さを表示します。

ステータス ドアのステータス。
• オオンンラライインン:: ドアはオンラインで正しく機能しています。
• リリーーダダーーオオフフラライインン:: ドア設定のリーダーがオフラインです。
• リリーーダダーーエエララーー:: ドア設定のリーダーは、安全なチャンネルをサ

ポートしていないか、セキュアチャンネルがリーダーに対してオフ
になっています。

ゾゾーーンン

名称 ゾーン名です。

ドア数 ゾーンに含まれるドアの数です。

AXIS Camera Station Pro



149

ドドアアととゾゾーーンンのの例例

• グリーンゾーンとブルーゾーンの2つのゾーンがあります。
• 緑色のドア、青色のドア、茶色のドアの3つのドアがあります。
• 緑色のドアは、緑色のゾーンにある内部ドアです。
• 青色のドアは、青色のゾーン専用の周辺ドアです。
• 茶色のドアは、緑色のゾーンと青色のゾーン共通の周辺ドアです。

ドドアアのの追追加加

注
• ドアコントローラーは、2つのロックがある1つのドア、またはそれぞれ1つのロックがある

2つのドアで構成できます。
• ドアコントローラーにドアがない場合、新しいバージョンの AXIS Camera Station Proを使

用していて、ドアコントローラーのファームウェアが古いと、システムではドアを追加で
きません。ただし、ドアがすでにある場合、システムコントローラーのファームウェアが
古くても、システムでは新しいドアを追加できます。

新しいドアの設定を作成してドアを追加する:

1. [CCoonnffiigguurraattiioonn >> AAcccceessss ccoonnttrrooll >> DDoooorrss aanndd zzoonneess ((設設定定 >> アアククセセススココンントトロローールル >>
ドドアアととゾゾーーンン))] に移動します。

2. [[AAdddd ddoooorr ((ドドアアのの追追加加))]] をクリックし、ドロップダウンリストからドアのタイプを選
択します。
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ドドアアののタタイイププ

ドドアア ロックとリーダーに対応するドアモニター付き
の標準的なドア。ドアコントローラーが必要で
す。

ワワイイヤヤレレススドドアア ASSA ABLOY Aperio® のワイヤレスロックと通
信ハブで設定可能なドア。詳しくは、ワイヤレ
スロックの追加, on page 154を参照してくださ
い。

監監視視ドドアア 開閉を通知できるドア。詳しくは、監視ドアを
追加する, on page 156を参照してください。

設設置置済済みみドドアア ハードウェアを選択する必要がなく、システム
内にプレースホルダーとして追加できるドア。

フフロロアア カードリーダーを使用してエレベーター各階へ
のアクセスを認証するエレベーターコントロー
ルのドアタイプ。詳しくは、エレベーターコン
トロールのフロアを追加する BETA, on page 157
を参照してください。

3. ドアの名前を入力し、[[DDeevviiccee ((デデババイイスス))]] のドロップダウンメニューでドアコントロー
ラーを選択してドアに関連付けます。別のドアを追加できない場合、オフラインの場合、
またはHTTPSがアクティブでない場合、コントローラーはグレー表示されます。

4. [[NNeexxtt ((次次へへ))]] をクリックして [Door configuration (ドアの設定)] ページに移動します。

5. [PPrriimmaarryy lloocckk ((ププラライイママリリロロッックク))] ドロップダウンメニューで、リレーポートを選択しま
す。

6. ドアで2つのロックを設定するには、[SSeeccoonnddaarryy lloocckk ((セセカカンンダダリリロロッックク))] ドロップダウ
ンメニューからリレーポートを選択します。

7. 識別プロファイルを選択します。識別プロファイル, on page 164を参照してください。
8. ドアの設定に記載されている設定を行います。「 ドア設定, on page 151」を参照してくだ

さい。
9. 「ドアモニターの追加」, on page 155
10. 緊急入力の追加, on page 157

11. 「リーダーの追加」, on page 158
12. REX装置の追加, on page 160
13. セキュリティレベルを設定します。ドアセキュリティレベル, on page 152を参照してくだ

さい。
14. [保保存存] をクリックします。

既存のドアの設定をコピーしてドアを追加する:

1. [CCoonnffiigguurraattiioonn >> AAcccceessss ccoonnttrrooll >> DDoooorrss aanndd zzoonneess ((設設定定 >> アアククセセススココンントトロローールル >>
ドドアアととゾゾーーンン))] に移動します。

2. [ [[AAdddd ddoooorr ((ドドアアをを追追加加))]]をクリックします。
3. ドアの名前を入力し、[[DDeevviiccee ((デデババイイスス))]] のドロップダウンメニューでドアコントロー

ラーを選択してドアに関連付けます。
4. [[NNeexxtt ((次次へへ))]] をクリックします。
5. [CCooppyy ccoonnffiigguurraattiioonn ((設設定定ののココピピーー))] ドロップダウンメニューで、既存のドアの設定を選

択します。接続されているドアが表示され、コントローラーがグレー表示されている場合
は、2つのドアが設定されているか、1つのドアに2つのロックが設定されています。
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6. 必要に応じて設定を変更してください。
7. [保保存存] をクリックします。

ドアを編集するには:

1. [CCoonnffiigguurraattiioonn >> AAcccceessss ccoonnttrrooll >> DDoooorrss aanndd zzoonneess >> DDoooorrss ((設設定定 >> アアククセセススココンントト
ロローールル >> ドドアアととゾゾーーンン >> ドドアア))] を選択します。

2. リストからドアを選択します。

3. [[EEddiitt ((編編集集))]]をクリックします。
4. 設定を変更して [SSaavvee ((保保存存))] をクリックします。

ドアを削除するには:

1. [CCoonnffiigguurraattiioonn >> AAcccceessss ccoonnttrrooll >> DDoooorrss aanndd zzoonneess >> DDoooorrss ((設設定定 >> アアククセセススココンントト
ロローールル >> ドドアアととゾゾーーンン >> ドドアア))] を選択します。

2. リストからドアを選択します。

3. [[RReemmoovvee ((削削除除))]]をクリックします。
4. [YYeess ((ははいい))] をクリックします。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

ドアとゾーンの追加と設定

ドドアア設設定定

1. [CCoonnffiigguurraattiioonn >> AAcccceessss ccoonnttrrooll >> DDoooorr aanndd ZZoonneess ((設設定定 >> アアククセセススココンントトロローールル >> ドド
アアととゾゾーーンン))] に移動します。

2. 編集するドアを選択します。

3. [[EEddiitt ((編編集集))]]をクリックします。

アアククセセスス時時間間 ((秒秒)) アクセスが許可されてからドアのロック解除を
継続する秒数を設定します。ドアが開くか設定
時間が終了するまで、ドアのロックは解除され
たままになります。ドアが閉まると、アクセス
時間が残っていてもドアはロックされます。

OOppeenn--ttoooo--lloonngg ttiimmee ((sseecc)) ((長長時時間間ののドドアア開開
放放 ((秒秒))))

ドアモニターを設定している場合にのみ有効で
す。ドアが開いたままになる秒数を設定しま
す。設定時間が終了したときにドアが開いてい
ると、長時間ドア開放アラームがトリガーされ
ます。アクションルールを設定して、長時間ド
ア開放イベントでトリガーするアクションを設
定します。

長長いいアアククセセスス時時間間 ((秒秒)) アクセスが許可されてからドアのロック解除を
継続する秒数を設定します。Long access time
(長いアクセス時間) は、この設定がオンになっ
ているカード所持者のアクセス時間より優先さ
れます。
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LLoonngg ooppeenn--ttoooo--lloonngg ttiimmee ((sseecc)) ((長長いい長長時時間間
ののドドアア開開放放 ((秒秒))))

ドアモニターを設定している場合にのみ有効で
す。ドアが開いたままになる秒数を設定しま
す。設定時間が終了したときにドアが開いてい
ると、長時間ドア開放イベントがトリガーされ
ます。[LLoonngg aacccceessss ttiimmee ((長長いいアアククセセスス時時
間間))] 設定をオンにしている場合、[Long open-
too-long time (長い長時間のドア開放)] は、
カード所持者に対してすでに設定されている
[Open too long time (長時間のドア開放)] 設定
よりも優先されます。

再再ロロッッククのの遅遅延延時時間間 ((mmss)) ドアの開閉後にロック解除されたままになる時
間 (ミリ秒) を設定します。

再再ロロッックク • AAfftteerr ooppeenniinngg ((開開けけたた後後)):: ドアモニ
ターを追加した場合のみ有効です。

• AAfftteerr cclloossiinngg ((閉閉じじたた後後)):: ドアモニター
を追加した場合のみ有効です。

ドドアアののここじじ開開けけ ドアがこじ開けられた場合にアラームを作動さ
せるかどうかを選択します。

ドドアアがが開開いいてていいるる時時間間がが長長すすぎぎまますす ドアが開いている時間が長すぎる場合にアラー
ムを作動させるかどうかを選択します。

ドドアアセセキキュュリリテティィレレベベルル

ドアに次のセキュリティ機能を追加できます。

22パパーーソソンンルルーールル -- 2人ルールでは、2人が有効な認証情報を使用してアクセスする必要がありま
す。

ダダブブルルススワワイイププ -- ダブルスワイプにより、カード所持者はドアの現在の状態を無効にすることが
できます。たとえば、通常のスケジュール外でのドアのロックまたはロック解除に使用でき、シ
ステムにアクセスしてドアのロックを解除するよりも便利です。ダブルスワイプは既存のスケ
ジュールには影響しません。たとえば、ドアが閉店時にロックされるようにスケジュールされて
いて、従業員が昼休みに店外に出ても、ドアはスケジュールに従ってロックされます。

セキュリティレベルは、新しいドアの追加時に、または既存のドアで設定できます。

既存のドアに22人人ルルーールルを追加するには:

1. [CCoonnffiigguurraattiioonn ((設設定定))] > [AAcccceessss ccoonnttrrooll ((アアククセセススココンントトロローールル))] > [DDoooorrss aanndd zzoonneess
((ドドアアととゾゾーーンン))] に移動します。

2. セキュリティレベルを設定するドアを選択します。
3. [[EEddiitt]] ((編編集集)) をクリックします。
4. [SSeeccuurriittyy lleevveell ((セセキキュュリリテティィレレベベルル))] をクリックします。
5. 22人人ルルーールルをオンにします。
6. [適適用用] をクリックします。

22パパーーソソンンルルーールル

SSiiddee AA ((AA面面)) とSSiiddee BB ((BB面面)) ルールを使用するドアの面を選択します。
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ススケケジジュューールル ルールがいつアクティブになるかを選択しま
す。

タタイイムムアアウウトト ((秒秒)) タイムアウトは、カードのスワイプ間または他
のタイプの有効な認証情報間で許容される最長
時間です。

既存のドアにダダブブルルススワワイイププを追加するには:

1. [CCoonnffiigguurraattiioonn ((設設定定))] > [AAcccceessss ccoonnttrrooll ((アアククセセススココンントトロローールル))] > [DDoooorrss aanndd zzoonneess
((ドドアアととゾゾーーンン))] に移動します。

2. セキュリティレベルを設定するドアを選択します。
3. [[EEddiitt]] ((編編集集)) をクリックします。
4. [SSeeccuurriittyy lleevveell ((セセキキュュリリテティィレレベベルル))] をクリックします。

5. ダダブブルルススワワイイププをオンにします。
6. [適適用用] をクリックします。
7. カード所持者にダダブブルルススワワイイププを適用します。

7.1. [AAcccceessss MMaannaaggeemmeenntt ((アアククセセスス管管理理))] タブを開きます。

7.2. 編集するカード所持者の をクリックし、[[EEddiitt ((編編集集))]]をクリックします。
7.3. [MMoorree ((詳詳細細))] をクリックします。
7.4. [AAllllooww ddoouubbllee--sswwiippee ((ダダブブルルススワワイイププをを許許可可すするる))] を選択します。
7.5. [適適用用] をクリックします。

ダダブブルルススワワイイププ

タタイイムムアアウウトト ((秒秒)) タイムアウトは、カードのスワイプ間または他
のタイプの有効な認証情報間で許容される最長
時間です。

時時間間ののオオププシショョンン

1 アクセス許可 - ロック解除
2 アクセス時間
3 アクションの実行なし - ロック施錠
4 アクションの実行 (ドアの開放) – ロック施錠、またはドアが閉じるまでロック

解除状態を維持
5 長時間のドア開放
6 長時間のドア開放アラームの生成
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1 アクセス許可 - ロック解除
2 アクセス時間
3 2+3: 長いアクセス時間
4 アクションの実行なし - ロック施錠
5 アクションの実行 (ドアの開放) – ロック施錠、またはドアが閉じるまでロック

解除状態を維持
6 長時間のドア開放
7 6+7: 長い長時間のドア開放
8 長時間のドア開放アラームの生成

ワワイイヤヤレレススロロッッククのの追追加加

AXIS Camera Station Pro は、ASSA ABLOY Aperio®のワイヤレスロックと通信ハブをサポートして
います。ワイヤレスロックは、ドアコントローラーのRS485コネクターに接続されたAperio通信ハ
ブを介してシステムに接続します。16個のワイヤレスロックを1台のドアコントローラーに接続で
きます。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

注
• 設定には、AxisドアコントローラーでAXIS OSバージョン11.6.16.1以降が必要です。
• 設定には、AXIS Door Controller Extensionの有効なライセンスが必要です。
• Axisドアコントローラーと AXIS Camera Station Proサーバーの時刻を同期する必要がありま

す。
• 開始する前に、ASSA ABLOYがサポートするAperioアプリケーションを使用して、Aperio

ロックとAperioハブをペアリングします。
• ワイヤレスロックは、オフライン状態ではロック解除スケジュールに従いません。
1. ドアコントローラーにアクセスします。

1.1. [[設設定定]] -- [[デデババイイスス]] -- [[他他ののデデババイイスス]] を選択します。
1.2. Aperio通信ハブに接続されているドアコントローラーのwebインターフェースを開

きます。
2. AXIS Door Controller Extensionをオンにします。

2.1. ドアコントローラーのwebインターフェースで、[AAppppss ((アアププリリ))] に移動します。
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2.2. AXIS Door Controller Extensionのコンテキストメニュー を開きます。
2.3. [AAccttiivvaattee lliicceennssee wwiitthh aa kkeeyy ((キキーーにによよるるラライイセセンンススののアアククテティィブブ化化))] をクリック

し、ライセンスを選択します。
2.4. AAXXIISS DDoooorr CCoonnttrroolllleerr EExxtteennssiioonnをオンにします。

3. 通信ハブを介してワイヤレスロックをドアコントローラーに接続します。
3.1. ドアコントローラーのwebインターフェースで、[AAcccceessss ccoonnttrrooll >> WWiirreelleessss lloocckkss

((アアククセセススココンントトロローールル >> ワワイイヤヤレレススロロッックク))] に移動します。
3.2. [CCoonnnneecctt ccoommmmuunniiccaattiioonn hhuubb ((通通信信ハハブブをを接接続続すするる))] をクリックします。
3.3. ハブの名前を入力し、[CCoonnnneecctt ((接接続続))] をクリックします。
3.4. [CCoonnnneecctt wwiirreelleessss lloocckk ((ワワイイヤヤレレススロロッッククをを接接続続))] をクリックします。
3.5. 追加するロックのアドレスと機能を選択し、[SSaavvee ((保保存存))] をクリックします。

4. ワイヤレスロック付きのドアを追加し、設定します。
4.1. AXIS Camera Station Proで、CCoonnffiigguurraattiioonn >> AAcccceessss ccoonnttrrooll >> DDoooorrss aanndd zzoonneess

((設設定定 >> アアククセセススココンントトロローールル >> ドドアアととゾゾーーンン))] に移動します。

4.2. [ [[AAdddd ddoooorr ((ドドアアをを追追加加))]]をクリックします。
4.3. Aperio通信ハブに接続されているドアコントローラーを選択し、[DDoooorr ttyyppee ((ドドアアタタ

イイププ))] で [WWiirreelleessss ddoooorr ((ワワイイヤヤレレススドドアア))] を選択します。
4.4. [[NNeexxtt ((次次へへ))]] をクリックします。
4.5. [WWiirreelleessss lloocckk ((ワワイイヤヤレレススロロッックク))] を選択します。
4.6. ドアのA面とB面を定義し、センサーを追加します。詳細については、ドアとゾーン,

on page 148を参照してください。
4.7. [保保存存] をクリックします。

ワイヤレスロックを接続すると、ドアの概要でバッテリー残量とステータスを確認できます。

バッテリー残量 動作

良好 ありません

低 ロックは意図したとおりに作動しますが、バッ
テリー残量が限界になる前にバッテリーを交換
する必要があります。

重大 バッテリーを交換してください。ロックが意図
したとおりに動作しない可能性があります。

ロックステータス 動作

オンライン ありません

ロックの詰まり ロックの機械的な問題を解決してください。

「「ドドアアモモニニタターーのの追追加加」」

ドアモニターとは、ドアの物理的な状態を監視するドアポジションスイッチです。ドアにドアモ
ニターを追加し、ドアモニターの接続方法を設定できます。

1. [Door configuration (ドアの設定)] ページに移動します。ドアの追加, on page 149を参照し
てください。

2. [SSeennssoorrss ((セセンンササーー))] で、[AAdddd ((追追加加))] をクリックします。
3. [DDoooorr mmoonniittoorr sseennssoorr ((ドドアアモモニニタターーセセンンササーー))] を選択します。
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4. ドアモニターを接続するI/Oポートを選択します。
5. [DDoooorr ooppeenn iiff ((ドドアアがが開開くく条条件件))] で、ドアモニター回路の接続方法を選択します。
6. デジタル入力が新しい安定状態に移行するまで状態変化を無視するには、[[DDeebboouunnccee ttiimmee

((デデババウウンンスス時時間間))]] を設定します。
7. ドアコントローラーとドアモニターの間の接続が中断された場合にイベントをトリガーす

るには、[SSuuppeerrvviisseedd iinnppuutt ((状状態態監監視視入入力力))] をオンにします。監視入力, on page 162を参
照してください。

ドドアアがが開開くく条条件件

回回路路がが開開いいてていいるる ドアモニター回路はNC (Normally Closed) で
す。回路が開くと、ドアモニターはドアが開い
ている信号を送信します。回路が閉じると、ド
アモニターはドアが閉じている信号を送信しま
す。

回回路路がが閉閉じじてていいるる ドアモニター回路はNO (Normally Open) で
す。回路が閉じると、ドアモニターはドアが開
いている信号を送信します。回路が開くと、ド
アモニターはドアが閉じている信号を送信しま
す。

監監視視ドドアアをを追追加加すするる

監視ドアは、開閉状態を表示できるタイプのドアです。たとえば、施錠は必要ないが開閉状態を
知る必要がある防火扉に、このオプションを使用できます。

監視ドアは、ドアモニター付きの通常のドアとは異なります。ドアモニター付きの通常のドア
は、ロックとリーダーをサポートしていますが、ドアコントローラーが必要です。監視ドアは、1
つのドアポジションセンサーをサポートしていますが、ドアコントローラーに接続されたネット
ワークI/Oリレーモジュールのみが必要です。1つのネットワークI/Oリレーモジュールには、最大5
つのドアポジションセンサーを接続できます。

注
監視ドアには、AXIS Monitoring Door ACAPアプリケーションを含む最新ファームウェアが搭載
されたAXIS A9210 Network I/O Relay Moduleが必要です。

監視ドアを設定するには:

1. AXIS A9210を設置し、AXIS OSの最新バージョンにアップグレードします。
2. ドアポジションセンサーを取り付けます。
3. AXIS Camera Station Proで、[CCoonnffiigguurraattiioonn ((設設定定))] > [AAcccceessss ccoonnttrrooll ((アアククセセススココンントト

ロローールル))] > [DDoooorrss aanndd zzoonneess ((ドドアアととゾゾーーンン))] に移動します。
4. [AAdddd ddoooorr ((ドドアアをを追追加加))] をクリックします。
5. 名前)を入力します。
6. [TTyyppee ((タタイイププ))] で、[MMoonniittoorriinngg ddoooorr ((監監視視ドドアア))] を選択します。

7. [DDeevviiccee ((デデババイイスス))] で、ネットワークI/Oリレーモジュールを選択します。
8. [[NNeexxtt ((次次へへ))]] をクリックします。
9. [SSeennssoorrss ((セセンンササーー))] で、[++ AAdddd ((追追加加))] をクリックし、[DDoooorr ppoossiittiioonn sseennssoorr ((ドドアアポポジジ

シショョンンセセンンササーー))] を選択します。
10. ドアポジションセンサーに接続されているI/Oを選択します。
11. [追追加加] をクリックします。
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エエレレベベーータターーココンントトロローールルののフフロロアアをを追追加加すするる BBEETTAA

フロアはエレベーター各階へのアクセスを管理するために使用するドアタイプです。フロアを追
加すると、そのエレベーターのすべての階をグループ化するエレベーターリソースが作成されま
す。各フロアは、ユーザーがその階へアクセスすることを許可する前に、エレベーター内に設置
されたカードリーダーを使用してユーザーを認証します。

開始する前に以下が必要です。

• システムに追加された対応ネットワークドアコントローラー (A1610、A1710-B、A1810-Bな
ど)。

• 追加のリレー用のA9910 I/O Relay Expansion Module。コントローラーにモジュールを追加
する手順については、を参照してください。

注
この機能はベータ版です。現在、最大16のフロアおよびカードリーダーのみに対応していま
す。

フロアを設定するには:
1. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[AAcccceessss ccoonnttrrooll ((アアククセセススココンントトロローールル))]] >> [[DDoooorrss aanndd zzoonneess

((ドドアアととゾゾーーンン))]]に移動します。
2. [[AAdddd ((追追加加))]] をクリックし、[[FFlloooorr ((フフロロアア)) BETA] を選択します。
3. フロアの名前を入力します。
4. コントローラーを選択します。
5. [[EElleevvaattoorr ((エエレレベベーータターー))]] で既存のエレベーターを選択するか、[[CCrreeaattee nneeww eelleevvaattoorr ((エエ

レレベベーータターーのの新新規規作作成成))]] をクリックして新しいエレベーターを追加し、名前を入力しま
す。

6. [[SSiiddee AA ((AA面面))]] で [[CCaarrdd rreeaaddeerr ((カカーードドリリーーダダーー))]] を選択し、リーダーを設定します。
[[SSiiddee BB ((BB面面))]] は安全上の理由により設定できません。

7. [[SSaavvee aanndd aadddd nneeww ((保保存存ししてて新新規規追追加加))]] をクリックして同じエレベーターにフロアを追
加します。エレベーターとリーダーの設定は、次のフロア用に入力されたまま維持されま
す。このオプションは、コントローラーに利用可能なリレーがある場合のみ利用できま
す。

8. フロアを追加したら、[[SSaavvee ((保保存存))]] をクリックします。フロアは「エレベーター名 - フロ
ア名」の命名規則で表示されます (例: “West Side - Floor 1“)。

注
• 複数のフロアで使用されているリーダーは、最初に追加されたフロアでのみ編集すること

ができます。
• 関連するすべてのフロアが削除されると、エレベーターは自動的に削除されます。

緊緊急急入入力力のの追追加加

緊急入力を追加して、ドアをロックまたはロック解除するアクションを開始するように設定でき
ます。回路の接続方法を設定することもできます。

1. [Door configuration (ドアの設定)] ページに移動します。ドアの追加, on page 149を参照し
てください。

2. [SSeennssoorrss ((セセンンササーー))] で、[AAdddd ((追追加加))] をクリックします。
3. [EEmmeerrggeennccyy iinnppuutt ((緊緊急急入入力力))] を選択します。
4. [EEmmeerrggeennccyy ssttaattee ((緊緊急急状状態態))] で、回路接続を選択します。

5. デジタル入力が新しい安定状態に移行するまで状態変化を無視するには、[DDeebboouunnccee ttiimmee
((mmss)) ((デデババウウンンスス時時間間 ((ミミリリ秒秒))))] を設定します。

6. [EEmmeerrggeennccyy aaccttiioonn ((緊緊急急アアククシショョンン))] で、ドアが緊急状態シグナルを受信したときにトリ
ガーする緊急アクションを選択します。
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緊緊急急状状態態

回回路路がが開開いいてていいるる 緊急入力回路はNC (Normally Closed) です。緊
急入力は、回路が開いたときに緊急状態信号を
送信します。

回回路路がが閉閉じじてていいるる 緊急入力回路はNO (Normally Open) です。緊
急入力は、回路が閉じたときに緊急状態信号を
送信します。

緊緊急急アアククシショョンン

ドドアアロロッックク解解除除 緊急状態信号を受信すると、ドアのロックが解
除されます。

ドドアアののロロッックク 緊急状態信号を受信すると、ドアがロックされ
ます。

「「リリーーダダーーのの追追加加」」

ドアコントローラーは2台の有線リーダーを使用するように設定できます。リーダーをドアの片面
に追加するか、両面に追加するかを選択します。

カスタム設定のカードフォーマットやPIN長をリーダーに適用すると、そのことは [CCoonnffiigguurraattiioonn
>> AAcccceessss ccoonnttrrooll >> DDoooorrss aanndd zzoonneess ((設設定定 >> アアククセセススココンントトロローールル >> ドドアアととゾゾーーンン))] の [CCaarrdd
ffoorrmmaattss ((カカーードドフフォォーーママッットト))] で確認できます。ドアとゾーン, on page 148を参照してくださ
い。

注
• また、ドアコントローラーには、最大16台のBluetoothリーダーを追加できます。詳しく

は、Bluetoothリーダーの追加, on page 159を参照してください。

• AxisネットワークインターカムをIPリーダーとして使用する場合、システムは装置のWeb
ページで設定されたPIN設定を使用します。

1. [Door configuration (ドアの設定)] ページに移動します。ドアの追加, on page 149を参照し
てください。

2. ドアのどちらかの面で [AAdddd ((追追加加))] をクリックします。
3. [CCaarrdd rreeaaddeerr ((カカーードドリリーーダダーー))] を選択します。
4. [RReeaaddeerr ttyyppee ((リリーーダダーータタイイププ))] を選択します。

5. このリーダーにカスタムのPIN長さ設定を使用するには:
5.1. 詳詳細細設設定定] をクリックします。
5.2. [[CCuussttoomm PPIINN lleennggtthh ((カカススタタムムPPIINN長長))]] をオンにします。
5.3. [[MMiinn PPIINN lleennggtthh ((最最小小PPIINN長長))]]、[[MMaaxx PPIINN lleennggtthh ((最最大大PPIINN長長))]]、[[EEnndd ooff PPIINN

cchhaarraacctteerr ((PPIINN文文字字のの終終端端))]] をそれぞれ設定します。
6. このリーダーにカスタムのカードフォーマットを使用するには:

6.1. 詳詳細細設設定定] をクリックします。
6.2. [[CCuussttoomm ccaarrdd ffoorrmmaattss ((カカススタタムムカカーードドフフォォーーママッットト))]] をオンにします。
6.3. リーダーで使用するカードフォーマットを選択します。すでに同じビット長のカー

ドフォーマットを使用している場合は、まずそれを無効にする必要があります。
カードフォーマットの設定が現在のシステム設定と異なる場合、クライアントに警
告アイコンが表示されます。

7. [追追加加] をクリックします。
8. ドアの反対側の面にリーダーを追加するには、この手順を再度行います。
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AXIS Barcode Readerの設定方法については、「AXIS Barcode Readerの設定」を参照してくださ
い。

リリーーダダーータタイイププ

OOSSDDPP RRSS448855 hhaallff dduupplleexx ((OOSSDDPP RRSS448855半半二二
重重))

RS485リーダーの場合は、[OOSSDDPP RRSS448855 hhaallff
dduupplleexx ((OOSSDDPP RRSS448855半半二二重重))] とリーダーポー
トを選択します。

WWiieeggaanndd Wiegandプロトコルを使用するリーダーの場合
は、[WWiieeggaanndd] とリーダーポートを選択しま
す。

IIPPリリーーダダーー IPリーダーの場合は、[IIPP rreeaaddeerr ((IIPPリリーーダダーー))]
を選択し、ドロップダウンメニューから装置を
選択します。要件およびサポートされるデバイ
スについては、IPリーダー, on page 160を参照
してください。

WWiieeggaanndd

LLEEDDココンントトロローールル [SSiinnggllee wwiirree ((シシンンググルルワワイイヤヤーー))] または
[DDuuaall wwiirree ((RR//GG)) ((デデュュアアルルワワイイヤヤーー ((RR//GG))))]
を選択します。デュアルLEDコントロールを備
えたリーダーは、通常、赤、緑のLED用にさま
ざまな配線を使用します。

いいたたずずらら警警告告 リーダーに対するいたずら入力がアクティブに
なるタイミングを選択します。

• OOppeenn cciirrccuuiitt ((開開路路)):リーダーは、回路
が開いたときにいたずら信号を送信し
ます。

• CClloosseedd cciirrccuuiitt ((閉閉路路)):リーダーは、回路
が閉じたときにいたずら信号を送信し
ます。

TTaammppeerr ddeebboouunnccee ttiimmee ((いいたたずずららののデデババウウ
ンンスス時時間間))

リーダーへのいたずら入力が新しい安定状態に
移行するまで状態変化を無視するには、
[[TTaammppeerr ddeebboouunnccee ttiimmee ((いいたたずずららののデデババウウ
ンンスス時時間間))]] を設定します。

状状態態監監視視入入力力 オンにすると、ドアコントローラーとリーダー
の間の接続が中断されたときにイベントがトリ
ガーされます。監視入力, on page 162を参照し
てください。

BBlluueettooootthhリリーーダダーーのの追追加加

AXIS A4612 Network Bluetooth Readerを使用してAxisドアコントローラーの有線ドア制限を拡張
し、これらのリーダーを最大16台までドアに割り当てることができます。各リーダーは、ドア
ロック、Request-to-Exit (REX)、Door Position Switch (DPS) を管理できます。

これらのリーダーを追加して使用する場合、追加のライセンスは必要ありません。

以下の手順に従って、AXIS A4612 Network Bluetooth Readerをドアに追加します。

1. AXIS A4612とドアコントローラーがペアリングされていることを確認します。AXIS Mobile
CredentialアプリをBluetooth認証情報として使用する, on page 183を参照してください。
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2. [Door configuration (ドアの設定)] ページに移動します。「ドアの追加」 ドアの追加, on
page 149。

3. ドアの片面で、 [[AAdddd ((追追加加))]] をクリックし、[[CCaarrdd rreeaaddeerr ((カカーードドリリーーダダーー))]] を選択しま
す。

4. [[IIPP rreeaaddeerr ((IIPPリリーーダダーー))]] を選択し、ドロップダウンメニューからペアリングされたAXIS
A4612を選択します。このリーダーを認証情報のペアリングに使用する場合は、ペアリング
用にマークを付けます。[追追加加] をクリックします。

5. [[OOvveerrvviieeww ((オオーーババーービビュューー))]] タブで、識別プロファイルを変更します。ドアの片面のみに
AXIS A4612を取り付け、反対の面にREXを使用する場合は、[[TTaapp iinn aapppp ((アアププリリででタタッッププ))]]
または[[TToouucchh rreeaaddeerr ((リリーーダダーーををタタッッチチ))]] のプロファイルを使用できます。

IIPPリリーーダダーー

Axisネットワークインターカムは、AXIS Camera Station Secure EntryでIPリーダーとして使用する
ことができます。

注
• これには、AXIS Camera Station 5.38以降と、ファームウェア10.6.0.2以降を搭載したAXIS

A1601 Network Door Controllerが必要です。
• インターカムをIPリーダーとして使用するための特別な設定は必要ありません。

対応デバイス:

• ファームウェア10.5.1以降を搭載しているAXIS A8207-VE Network Video Door Station
• ファームウェア10.5.1以降を搭載しているAXIS A8207-VE Mk II Network Video Door Station
• AXIS I8116-E Network Video Intercom

RREEXX装装置置のの追追加加

REX (退出要求) 装置は、ドアの片面に取り付けるか、両面に取り付けるかを選択できます。REX装
置には、PIRセンサー、REXボタン、またはプッシュバーを使用できます。

1. [Door configuration (ドアの設定)] ページに移動します。ドアの追加, on page 149を参照し
てください。

2. ドアのどちらかの面で [AAdddd ((追追加加))] をクリックします。
3. [RREEXX ddeevviiccee ((RREEXXデデババイイスス))] を選択します。
4. REX装置を接続するI/Oポートを選択します。使用可能なポートが1つしかない場合、ポート

は自動的に選択されます。
5. [AAccttiioonn ((アアククシショョンン))] で、ドアがREX信号を受信したときにトリガーするアクションを選択

します。
6. [RREEXX aaccttiivvee ((RREEXXアアククテティィブブ))] で、ドアモニター回路の接続方法を選択します。
7. デジタル入力が新しい安定状態に移行するまで状態変化を無視するには、[DDeebboouunnccee ttiimmee

((mmss)) ((デデババウウンンスス時時間間 ((ミミリリ秒秒))))] を設定します。
8. ドアコントローラーとREX装置の間の接続が中断された場合にイベントをトリガーするに

は、[SSuuppeerrvviisseedd iinnppuutt ((状状態態監監視視入入力力))] をオンにします。監視入力, on page 162を参照し
てください。

動動作作

ドドアアロロッックク解解除除 REX信号を受信したときにドアのロックを解除
する場合に選択します。

あありりまませせんん ドアがREX信号を受信したときにアクションを
トリガーしない場合に選択します。
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RREEXX有有効効

回回路路がが開開いいてていいるる REX回路がNC (Normally Closed) の場合に選択
します。REX装置は、回路が開いたときに信号
を送信します。

回回路路がが閉閉じじてていいるる REX回路がNO (Normally Open) の場合に選択し
ます。REX装置は、回路が閉じたときに信号を
送信します。

ゾゾーーンンのの追追加加

ゾーンとは、グループ化されたドアがある特定の物理的領域です。ゾーンを作成したり、ゾーン
にドアを追加したりできます。ドアには２つのタイプがあります。

• 周周辺辺ドドアア:: このドアを通ってカード所持者がゾーンに出入りします。
• 内内部部ドドアア:: ゾーンの内部にあるドアです。

注
周辺ドアは、2つのゾーンに属することができますが、内部ドアは1つのゾーンにのみ属するこ
とができます。
1. [CCoonnffiigguurraattiioonn >> AAcccceessss ccoonnttrrooll >> DDoooorrss aanndd zzoonneess >> ZZoonneess ((設設定定 >> アアククセセススココンントト

ロローールル >> ドドアアととゾゾーーンン >> ゾゾーーンン))] を選択します。

2. [[AAdddd zzoonnee ((ゾゾーーンンをを追追加加))]]をクリックします。
3. ゾーン名を入力します。
4. [AAdddd ddoooorr ((ドドアアをを追追加加))] をクリックします。
5. ゾーンに追加するドアを選択し、[AAdddd ((追追加加))] をクリックします。
6. デフォルトでは、ドアは敷地周辺ドアに設定されています。これを変更するには、ドロッ

プダウンメニューで [IInntteerrnnaall ddoooorr ((内内部部ドドアア))] を選択します。
7. 敷地周辺ドアでは、デフォルトでドアのA面がゾーンへの入口として使用されます。これを

変更するには、ドロップダウンメニューで [LLeeaavvee ((退退出出))] を選択します。
8. ゾーンからドアを削除するには、ドアを選択し、[RReemmoovvee ((削削除除))] をクリックします。
9. [保保存存] をクリックします。

ゾーンを編集するには:

1. [CCoonnffiigguurraattiioonn >> AAcccceessss ccoonnttrrooll >> DDoooorrss aanndd zzoonneess >> ZZoonneess ((設設定定 >> アアククセセススココンントト
ロローールル >> ドドアアととゾゾーーンン >> ゾゾーーンン))] を選択します。

2. リストからゾーンを選択します。

3. [[EEddiitt ((編編集集))]]をクリックします。
4. 設定を変更して [SSaavvee ((保保存存))] をクリックします。

ゾーンを削除するには:

1. [CCoonnffiigguurraattiioonn >> AAcccceessss ccoonnttrrooll >> DDoooorrss aanndd zzoonneess >> ZZoonneess ((設設定定 >> アアククセセススココンントト
ロローールル >> ドドアアととゾゾーーンン >> ゾゾーーンン))] を選択します。

2. リストからゾーンを選択します。

3. [[RReemmoovvee ((削削除除))]]をクリックします。
4. [YYeess ((ははいい))] をクリックします。
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ゾゾーーンンセセキキュュリリテティィレレベベルル

ゾーンに次のセキュリティ機能を追加できます。

アアンンチチパパススババッックク -- ユーザーが自分より前にそのエリアに入った人と同じ認証情報を使用するこ
とを防ぎます。これにより、ユーザーは認証情報を再度使用する前に、まずそのエリアから退出
する必要があります。

注
• 不正通行防止では、ゾーン内のすべてのドアにドアポジションセンサーが必要です。これ

により、ユーザーがカードのスワイプ後にドアを開けたことをシステムが登録できます。
• ゾーン内のすべてのドアが同じドアコントローラーに属している場合、ドアコントロー

ラーがオフラインになっても、不正通行防止は機能します。ただし、ゾーン内のドアが異
なるドアコントローラーに属している場合は、ドアコントローラーがオフラインになる
と、不正通行防止は機能しなくなります。

セキュリティレベルは、新しいゾーンの追加時に、または既存のゾーンで設定できます。既存の
ゾーンにセキュリティレベルを追加するには:

1. [CCoonnffiigguurraattiioonn ((設設定定))] > [AAcccceessss ccoonnttrrooll ((アアククセセススココンントトロローールル))] > [DDoooorrss aanndd zzoonneess
((ドドアアととゾゾーーンン))] に移動します。

2. セキュリティレベルを設定するゾーンを選択します。
3. [[EEddiitt]] ((編編集集)) をクリックします。
4. [SSeeccuurriittyy lleevveell ((セセキキュュリリテティィレレベベルル))] をクリックします。
5. ドアに追加するセキュリティ機能をオンにします。
6. [適適用用] をクリックします。

アアンンチチパパススババッックク

LLoogg vviioollaattiioonn oonnllyy ((SSoofftt)) ((違違反反をを記記録録ののみみ ((ソソ
フフトト))))

2人目のユーザーが最初の人と同じ認証情報を
使用してドアから入ることを許可する場合に、
このオプションを使用します。このオプション
では、システムアラームのみが発生します。

アアククセセススをを拒拒否否 ((ハハーードド)) 2人目のユーザーが最初のユーザーと同じ認証
情報を使用してドアから入ることを禁止する場
合に、このオプションを使用します。このオプ
ションでも、システムアラームが発生します。

タタイイムムアアウウトト ((秒秒)) この時間が経過するまで、ユーザーは再入場を
許可されます。タイムアウトを設定しない場合
は0と入力します。その場合、ユーザーがゾー
ンから退出するまで、そのソーンでアンチパス
バックが維持されます。[DDeennyy aacccceessss ((HHaarrdd))
((アアククセセスス拒拒否否 ((ハハーードド))))] でタイムアウトとし
て00を使用するのは、ゾーン内のすべてのドア
の両側にリーダーがある場合に限ります。

監監視視入入力力

状態監視入力は、ドアコントローラーへの接続が中断されたときにイベントをトリガーできま
す。

• ドアコントローラーとドアモニターの接続。「ドアモニターの追加」, on page 155を参照
してください。

• Wiegandプロトコルを使用するドアコントローラーとリーダー間の接続。「リーダーの追
加」, on page 158を参照してください。
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• ドアコントローラーとREX装置間の接続。REX装置の追加, on page 160を参照してくださ
い。

監視入力を使用するには:

1. 終端抵抗は、接続図にしたがって、できるだけ周辺機器の近くに設置してください。
2. リーダー、ドアモニター、またはREX装置の設定ページに移動し、[SSuuppeerrvviisseedd iinnppuutt ((監監視視

入入力力))] をオンにします。
3. 並列優先接続図に従った場合は、[PPaarraalllleell ffiirrsstt ccoonnnneeccttiioonn wwiitthh aa 2222 KKΩΩ ppaarraalllleell rreessiissttoorr

aanndd aa 44..77 KKΩΩ sseerriiaall rreessiissttoorr ((2222 KKΩΩのの並並列列抵抵抗抗器器とと44..77 KKΩΩのの直直列列抵抵抗抗器器にによよるる並並列列優優先先
接接続続))] を選択します。

4. 直列優先接続図に従った場合は、[SSeerriiaall ffiirrsstt ccoonnnneeccttiioonn ((直直列列優優先先接接続続))] を選択し、
[RReessiissttoorr vvaalluueess ((抵抵抗抗器器のの値値))] ドロップダウンメニューから抵抗器の値を選択します。

接接続続図図

パパララレレルルフファァーースストト接接続続

抵抗器の値は 4.7 kΩ及び 22 kΩである必要があります。

最最初初のの直直列列接接続続

抵抗器の値は同じで、1~10 kΩの範囲内である必要があります。

手手動動アアククシショョンン

ドアとゾーンには、以下の手動アクションを実行することができます。

リリセセッットト -- 設定されたシステムルールに戻ります。

アアククセセススのの付付与与 -- ドアまたはゾーンのロックを7秒間解除し、再度ロックします。

ロロッックク解解除除 -- リセットするまでドアのロックが解除されます。

ロロッックク -- システムがカード所持者にアクセスを許可するまで、ドアをロックします。

施施設設やや部部屋屋のの封封鎖鎖 -- リセットするかロックを解除するまで、誰も出入りできません。

手動アクションを実行するには、以下の手順に従います。

1. [CCoonnffiigguurraattiioonn ((設設定定))] > [AAcccceessss ccoonnttrrooll ((アアククセセススココンントトロローールル))] > [DDoooorrss aanndd zzoonneess
((ドドアアととゾゾーーンン))] に移動します。

2. 手動アクションを実行するドアまたはゾーンを選択します。
3. 手動アクションのいずれかをクリックします。
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識識別別ププロロフファァイイルル

識別プロファイルは、識別タイプとスケジュールを組み合わたものです。識別プロファイルを1つ
以上のドアに適用して、カード所持者がドアにいつどのようにアクセスできるかを設定できま
す。

識別タイプは、ドアにアクセスするために必要な認証情報を運ぶものです。一般的な識別タイプ
には、トークン、個人識別番号 (PIN)、指紋、顔立ちマップ、REX装置があります。識別タイプ
は、1つ以上のタイプの情報を運ぶことができます。

サポートされる識別タイプ:カード、PIN、REX、静的QR、動的QR。

注
動的QRをPINと共に使用する必要があります。

識別プロファイルを作成、編集、または削除するには、[[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[AAcccceessss ccoonnttrrooll
((アアククセセスス管管理理))]] >> [[IIddeennttiiffiiccaattiioonn pprrooffiilleess ((識識別別ププロロフファァイイルル))]] を選択します。

そのまま使用したり、必要に応じて編集して使用したりできる、デフォルトの識別プロファイル
が5つ用意されています。

カカーードド -- カード所持者がドアにアクセスする際に、カードを読み取らせる必要があります。

カカーードドととPPIINN -- カード所持者がドアにアクセスする際に、カードを読み取らせ、かつPINを入力す
る必要があります。

PPIINN -- カード所持者がドアにアクセスする際に、PINを入力する必要があります。

カカーードドままたたははPPIINN -- カード所持者がドアにアクセスする際に、カードを読み取らせるか、PINを入
力する必要があります。

QQRR -- カード所持者は、ドアにアクセスするためにQR Code®をカメラに提示する必要があります。
QR識別プロファイルは、静的QRと動的QRの両方に使用できます。

ナナンンババーーププレレーートト -- カード所持者は、承認済みのナンバープレートを付けた車両でカメラに向
かって運転する必要があります。

アアププリリででタタッッププ -- カード所持者は、Bluetoothリーダーの範囲内に立っている状態で、AXIS
Camera Stationモバイルアプリで認証情報をタップする必要があります。

リリーーダダーーににタタッッチチ -- カード所持者は、モバイル認証情報を設定した携帯電話をBluetoothリーダー
にタッチする必要があります。

QRコードは、日本およびその他の国々におけるデンソーウェイブ株式会社の登録商標です。

識別プロファイルを作成する手順は、以下のとおりです。

1. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[AAcccceessss CCoonnttrrooll ((アアククセセススココンントトロローールル))]] >> [[IIddeennttiiffiiccaattiioonn
pprrooffiilleess ((識識別別ププロロフファァイイルル))]] を選択します。

2. [CCrreeaattee iiddeennttiiffiiccaattiioonn pprrooffiillee ((識識別別ププロロフファァイイルルのの作作成成))] をクリックします。
3. 識別プロファイル名を入力します。
4. 設備コードを [Credential validation (認証情報の検証)] フィールドの1つとして使用するに

は、[[IInncclluuddee ffaacciilliittyy ccooddee ffoorr ccaarrdd vvaalliiddaattiioonn ((カカーードド検検証証用用のの機機能能ココーードドをを含含めめるる))]] を
選択します。このフィールドは、[AAcccceessss mmaannaaggeemmeenntt >> SSeettttiinnggss ((アアククセセスス管管理理 >> 設設
定定))] で [FFaacciilliittyy ccooddee ((設設備備ココーードド))] をオンにしている場合のみ使用できます。

5. ドアの片側の面で識別プロファイルを設定します。
6. ドアの反対側の面で同じ手順を繰り返します。
7. [OOKK] をクリックします。

識別プロファイルを編集する手順は、以下のとおりです。
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1. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[AAcccceessss CCoonnttrrooll ((アアククセセススココンントトロローールル))]] >> [[IIddeennttiiffiiccaattiioonn
pprrooffiilleess ((識識別別ププロロフファァイイルル))]] を選択します。

2. 識別プロファイルを選択して をクリックします。
3. 識別プロファイル名を変更するには、新しい名前を入力します。
4. ドアの現在の面で編集をします。
5. ドアの反対側の面の識別プロファイルを編集するには、ここまでの手順を繰り返します。
6. [OOKK] をクリックします。

識別プロファイルを削除する手順は、以下のとおりです。

1. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[AAcccceessss CCoonnttrrooll ((アアククセセススココンントトロローールル))]] >> [[IIddeennttiiffiiccaattiioonn
pprrooffiilleess ((識識別別ププロロフファァイイルル))]] を選択します。

2. 識別プロファイルを選択して をクリックします。
3. 識別プロファイルがドアで使用されている場合は、そのドア用に別の識別プロファイルを

選択します。
4. [OOKK] をクリックします。

識識別別ププロロフファァイイルルのの編編集集

識別タイプとそれに関連するスケジュールを削
除するには:

認認証証タタイイププ 識別タイプを変更するには、[IIddeennttiiffiiccaattiioonn
ttyyppee ((識識別別タタイイププ))] のドロップダウンメニュー
から1つ以上のタイプを選択します。

SScchheedduullee スケジュールを変更するには、[SScchheedduullee ((スス
ケケジジュューールル))] ドロップダウンメニューから1つ
以上のスケジュールを選択します。

追追加加
識別タイプとそれに関連スケジュールを追加
し、[AAdddd ((追追加加))] をクリックして、識別タイプ
とスケジュールを設定します。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

識別プロファイルの設定

カカーードド形形式式ととPPIINN

カードフォーマットは、カードにデータを保存する方法を定義します。これは、システム内で入
力データを検証済みデータにする変換テーブルです。カードフォーマットごとに、保存された情
報を整理する方法に対する異なるルールがあります。カードフォーマットを定義することで、コ
ントローラーがカードリーダーから取得する情報をどのように解釈するかがシステムに通知され
ます。

そのまま使用したり、必要に応じて編集して使用したりできる、汎用性の高い既定のカード
フォーマットも用意されています。カスタムのカードフォーマットを作成することもできます。
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[CCoonnffiigguurraattiioonn >> AAcccceessss CCoonnttrrooll >> CCaarrdd ffoorrmmaattss aanndd PPIINN ((設設定定 >> アアククセセススココンントトロローールル >>
((カカーードドフフォォーーママッットトととPPIINN))] に移動して、カードフォーマットを作成、編集、または有効化しま
す。PINの設定もできます。

カスタムカードフォーマットには、認証情報の検証に使用する以下のデータフィールドを含める
ことができます。

カカーードド番番号号 -- 認証情報のバイナリデータのサブセットであり、10進数または16進数としてエン
コードされています。カード番号を使用して、特定のカードまたはカード所持者を識別します。

設設備備ココーードド -- 認証情報のバイナリデータのサブセットであり、10進数または16進数としてエン
コードされています。設備コードを使用して、特定のエンドカスタマーまたはサイトを識別しま
す。

カードフォーマットを作成する手順は、以下のとおりです。

1. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[AAcccceessss CCoonnttrrooll ((アアククセセススココンントトロローールル))]] >> [[CCaarrdd ffoorrmmaattss aanndd
PPIINN ((カカーードドフフォォーーママッットトととPPIINN))]] を選択します。

2. [AAdddd ccaarrdd ffoorrmmaatt ((カカーードドフフォォーーママッットトのの追追加加))] をクリックします。
3. カードフォーマットの名前を入力します。
4. [BBiitt lleennggtthh ((ビビッットト長長))] フィールドに、1～256の間のビット長を入力します。

5. カードリーダーから受信したデータのビット順を反転するには、[IInnvveerrtt bbiitt oorrddeerr ((ビビッットト
順順をを反反転転すするる))] を選択します。

6. カードリーダーから受信したデータのバイト順を反転するには、[[IInnvveerrtt bbyyttee oorrddeerr ((ババイイ
トト順順をを反反転転すするる))]] を選択します。このオプションは、8で割り切れるビット長を指定してい
る場合のみ使用できます。

7. カードフォーマットで有効にするデータフィールドを選択して設定します。カードフォー
マットでは、[[CCaarrdd nnuummbbeerr ((カカーードド番番号号))]] か [[FFaacciilliittyy ccooddee ((設設備備ココーードド))]] のいずれかを有
効にする必要があります。

8. [OOKK] をクリックします。
9. カードフォーマットを有効にするには、カードフォーマット名の前にあるチェックボック

スをオンにします。

注
• 同一ビット長の2つのカードフォーマットを同時にアクティブにすることはできません。た

とえば、32ビットカードフォーマットを2つ定義した場合、アクティブにできるのはそのう
ちの1つだけです。一方のカードフォーマットを無効にすると、もう一方のフォーマットが
有効になります。

• 1つ以上のリーダーが接続されたドアコントローラーを設定している場合は、カードフォー
マットを有効または無効にのみ設定できます。

をクリックすると、ビット順を反転した後
の出力例が表示されます。

通通信信可可能能距距離離 データフィールドのデータのビット範囲を設定
します。この範囲は、[BBiitt lleennggtthh ((ビビッットト長長))]
に指定した範囲内である必要があります。
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出出力力形形式式 データフィールドのデータの出力形式を選択し
ます。

DDeecciimmaall ((1100進進数数)):10を底とする位取り記数法
であり、0～9の数字で構成されます。

1166進進数数: 16進記数法としても知られ、0～9の数
字とa～fの文字の16個の一意の記号で構成され
ます。

ビビッットト順順ののササブブ範範囲囲 ビット順を選択します。

LLiittttllee eennddiiaann ((リリトトルルエエンンデディィアアンン)):最初の
ビットが最小 (最下位) です。

BBiigg eennddiiaann ((ビビッッググエエンンデディィアアンン)):最初のビッ
トが最大 (最上位) です。

カードフォーマットを編集する手順は、以下のとおりです。

1. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[AAcccceessss CCoonnttrrooll ((アアククセセススココンントトロローールル))]] >> [[CCaarrdd ffoorrmmaattss aanndd
PPIINN ((カカーードドフフォォーーママッットトととPPIINN))]] を選択します。

2. カードフォーマットを選択して をクリックします。
3. 既定のカードフォーマットを編集する場合は、[IInnvveerrtt bbiitt oorrddeerr ((ビビッットト順順をを反反転転すするる))] と

[IInnvveerrtt bbyyttee oorrddeerr ((ババイイトト順順をを反反転転すするる))]] のみを編集できます。
4. [OOKK] をクリックします。

削除できるのは、カスタムカードフォーマットのみです。カスタムカードフォーマットを削除す
る手順は、以下のとおりです。

1. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[AAcccceessss CCoonnttrrooll ((アアククセセススココンントトロローールル))]] >> [[CCaarrdd ffoorrmmaattss aanndd
PPIINN ((カカーードドフフォォーーママッットトととPPIINN))]] を選択します。

2. カスタムカードフォーマットを選択し、 と[[YYeess ((ははいい))]]をクリックします。
既定のカードフォーマットをリセットするには:

1. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[AAcccceessss CCoonnttrrooll ((アアククセセススココンントトロローールル))]] >> [[CCaarrdd ffoorrmmaattss aanndd
PPIINN ((カカーードドフフォォーーママッットトととPPIINN))]] を選択します。

2. をクリックすると、カードフォーマットをデフォルトのフィールドマップにリセットで
きます。

PIN長を設定する手順は、以下のとおりです。

1. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[AAcccceessss CCoonnttrrooll ((アアククセセススココンントトロローールル))]] >> [[CCaarrdd ffoorrmmaattss aanndd
PPIINN ((カカーードドフフォォーーママッットトととPPIINN))]] を選択します。

2. [[PPIINN ccoonnffiigguurraattiioonn ((PPIINN設設定定))]]で をクリックします。
3. [[MMiinn PPIINN lleennggtthh ((最最小小PPIINN長長))]]、[[MMaaxx PPIINN lleennggtthh ((最最大大PPIINN長長))]]、[[EEnndd ooff PPIINN cchhaarraacctteerr

((PPIINN文文字字のの終終端端))]] をそれぞれ指定します。
4. [OOKK] をクリックします。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。
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カードフォーマットの設定

カカーードドフフォォーーママッットトのの設設定定

概概要要

• カード番号は10進数で64332です。
• 1台のリーダーにより、カード番号が16進数のFB4Cに変換されます。別のリーダーによ

り、それが16進数の4CFBに変換されます。
• FB4Cを受信したAXIS A1601 Network Door Controllerは、それをリーダーのカードフォー

マット設定に従って10進数の64332に変換します。
• 4CFBを受信したAXIS A1601 Network Door Controllerは、それをバイト順序を逆にして

FB4Cに変更し、リーダーのカードフォーマット設定に従って10進数の64332に変換しま
す。

ビビッットト順順をを反反転転すするる

ビット順の反転後、リーダーから受信したカードデータは、右から左にビット順に読み取られま
す。

ババイイトト順順をを反反転転すするる

1バイトは8ビットです。バイト順の反転後、リーダーから受信したカードデータは、右から左に
バイト順に読み取られます。

2266ビビッットト標標準準ののWWiieeggaannddカカーードドフフォォーーママッットト
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1 先頭のパリティ
2 設備コード
3 カード番号
4 末尾のパリティ

暗暗号号化化通通信信

OOSSDDPPセセキキュュアアチチャャンンネネルル

AXIS Camera Station Secure Entryは、OSDP (Open Supervised Device Protocol) セキュアチャンネ
ルに対応し、コントローラーとAxisリーダー間の回線暗号化をアクティブにします。

システム全体でOSDPセキュアチャンネルをオンにするには:

1. [CCoonnffiigguurraattiioonn >> AAcccceessss ccoonnttrrooll >> EEnnccrryypptteedd ccoommmmuunniiccaattiioonn ((設設定定 >> アアククセセススココンントト
ロローールル >> 暗暗号号化化通通信信))] に移動します。

2. メインの暗号化キーを入力し、[OOKK] をクリックします。
3. [OOSSDDPP SSeeccuurree CChhaannnneell ((OOSSDDPPセセキキュュアアチチャャンンネネルル))] をオンにします。このオプション

は、メインの暗号化キーを入力した後にのみ使用できます。
4. デフォルトでは、メインの暗号化キーによってOSDPセキュアチャンネルキーが生成されま

す。OSDPセキュアチャンネルキーを手動で設定するには:

4.1. [[OOSSDDPP SSeeccuurree CChhaannnneell ((OOSSDDPPセセキキュュアアチチャャンンネネルル))]]で、 をクリックします。
4.2. [UUssee mmaaiinn eennccrryyppttiioonn kkeeyy ttoo ggeenneerraattee OOSSDDPP SSeeccuurree CChhaannnneell kkeeyy ((メメイインン暗暗号号化化

キキーーをを使使用用ししててOOSSDDPPセセキキュュアアチチャャンンネネルルキキーーをを生生成成すするる))] をクリアします。
4.3. OSDPセキュアチャンネルキーを入力し、[OOKK] をクリックします。

特定のリーダーでOSDPセキュアチャンネルをオンまたはオフにする方法については、ドアとゾー
ンを参照してください。

AAXXIISS BBaarrccooddee RReeaaddeerr

AXIS Barcode Readerは、Axisカメラにインストールできるアプリケーションです。Axisドアコント
ローラーは、認証キーを使用してアクセスを許可し、AXIS Barcode Readerを認証します。AXIS
コードリーダーの設定方法の完全なワークフローについては、「AXIS Barcode Readerの設定」を
参照してください。

ドアコントローラーとAXISコードリーダー間の接続を作成するには:

1. AXIS Camera Station Proで:
1.1. [CCoonnffiigguurraattiioonn >> AAcccceessss ccoonnttrrooll >> EEnnccrryypptteedd ccoommmmuunniiccaattiioonn ((設設定定 >> アアククセセスス

ココンントトロローールル >> 暗暗号号化化通通信信))] に移動します。
1.2. [EExxtteerrnnaall PPeerriipphheerraall AAuutthheennttiiccaattiioonn KKeeyy ((外外部部周周辺辺機機器器認認証証))] キーで [SShhooww

aauutthheennttiiccaattiioonn kkeeyy ((認認証証キキーーのの表表示示))]、[CCooppyy kkeeyy ((キキーーののココピピーー))] の順にクリッ
クします。

2. AXISバーコードリーダーが実行されている装置のwebインターフェースで:
2.1. AXIS Barcode Readerアプリケーションを開きます。
2.2. サーバー証明書が AXIS Camera Station Proで設定されていない場合は、[IIggnnoorree

sseerrvveerr cceerrttiiffiiccaattee vvaalliiddaattiioonn ((ササーーババーー証証明明書書のの検検証証をを無無視視すするる))] をオンにしま
す。より詳細な情報については、CA証明書 を参照してください。

AXIS Camera Station Pro

https://help.axis.com/axis-camera-station-5#doors-and-zones
https://help.axis.com/axis-camera-station-5#doors-and-zones
https://help.axis.com/axis-camera-station-integrator-guide#set-up-axis-barcode-reader
https://help.axis.com/axis-camera-station-pro#certificates


170

2.3. AAXXIISS CCaammeerraa SSttaattiioonn SSeeccuurree EEnnttrryyに反対します。
2.4. [ 追追加加]]] をクリックし、ドアコントローラーのIPアドレスを入力し、認証キーを貼り

付けます。
2.5. ドアのドロップダウンメニューからバーコードを読み取るリーダーを選択します。

ママルルチチササーーババーーBBEETTAA

マルチサーバーを使用すると、メインサーバー上のグローバルカード所持者およびカード所持者
グループを接続されたサブサーバーで使用できます。

注
• 1つのシステムで最大64台のサブサーバーをサポートできます。
• AXIS Camera Station 5.47以降が必要です。
• 前提条件として、メインサーバーとサブサーバーは同じネットワーク上にある必要があり

ます。
• メインサーバーとサブサーバーでかならず、WindowsファイアウォールがSecure Entryポー

トで入力TCP接続を許可するよう設定します。デフォルトのポートは55767です。ポートの
カスタマイズ設定については、概要, on page 210を参照してください。

ワワーーククフフロローー

1. サーバーをサブサーバーとして設定し、設定ファイルを生成します。サブサーバーから設
定ファイルを生成する, on page 170を参照してください。

2. サーバーをメインサーバーとして設定し、サブサーバーの設定ファイルをインポートしま
す。設定ファイルをメインサーバーにインポートする, on page 170を参照してください。

3. メインサーバーでグローバルなカード所持者とカード所持者グループを設定します。「
カード所持者の追加, on page 179」および「 「グループの追加」, on page 184」を参照し
てください。

4. サブサーバーからグローバルなカード所持者およびカード所持者グループを表示および監
視します。アクセス管理, on page 179を参照してください。

ササブブササーーババーーかからら設設定定フファァイイルルをを生生成成すするる

1. サブサーバーで、[CCoonnffiigguurraattiioonn >> AAcccceessss ccoonnttrrooll >> MMuullttii sseerrvveerr ((設設定定 >> アアククセセススココンン
トトロローールル >> ママルルチチササーーババーー))] に移動します。

2. [SSuubb sseerrvveerr ((ササブブササーーババーー))] をクリックします。
3. [GGeenneerraattee ((生生成成))] をクリックします。設定ファイルが.json形式で生成されます。

4. [DDoowwnnllooaadd ((ダダウウンンロローードド))] をクリックし、ファイルを保存する場所を選択します。

設設定定フファァイイルルををメメイインンササーーババーーににイインンポポーートトすするる

1. メインサーバーで、[CCoonnffiigguurraattiioonn >> AAcccceessss ccoonnttrrooll >> MMuullttii sseerrvveerr ((設設定定 >> アアククセセススココ
ンントトロローールル >> ママルルチチササーーババーー))] に移動します。

2. [MMaaiinn sseerrvveerr ((メメイインンササーーババーー))] をクリックします。

3. [[AAdddd ((追追加加))]]をクリックし、サブサーバーから生成された設定ファイルに移動します。
4. サブサーバーのサーバー名、IPアドレス、ポート番号を入力します。
5. [IImmppoorrtt ((イインンポポーートト))] をクリックして、サブサーバーを追加します。
6. サブサーバーのステータスが [Connected] と表示されます。

ササブブササーーババーーをを無無効効ににすするる

サブサーバーは、設定ファイルをメインサーバーにインポートする前に限り無効にできます。
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1. メインサーバーで、[CCoonnffiigguurraattiioonn >> AAcccceessss ccoonnttrrooll >> MMuullttii sseerrvveerr ((設設定定 >> アアククセセススココ
ンントトロローールル >> ママルルチチササーーババーー))] に移動します。

2. [SSuubb sseerrvveerr ((ササブブササーーババーー))] をクリックしてから、[RReevvookkee sseerrvveerr ((ササーーババーーをを無無効効化化))] を
クリックします。
これで、このサーバーをメインサーバーまたはサブサーバーとして設定できます。

ササブブササーーババーーをを削削除除すするる

サブサーバーの設定ファイルをインポートすると、サブサーバーがメインサーバーに接続されま
す。

サブサーバーを削除するには、次の手順を実行します。

1. メインサーバーにアクセスします。
1.1. [AAcccceessss mmaannaaggeemmeenntt >> DDaasshhbbooaarrdd ((((アアククセセスス管管理理 >> ダダッッシシュュボボーードド))] を選択し

ます。
1.2. グローバルカード所持者とグループをローカルカード所持者とグループに変更しま

す。
1.3. [CCoonnffiigguurraattiioonn >> AAcccceessss ccoonnttrrooll >> MMuullttii sseerrvveerr ((設設定定 >> アアククセセススココンントトロローールル >>

ママルルチチササーーババーー))] に移動します。
1.4. [MMaaiinn sseerrvveerr ((メメイインンササーーババーー))] をクリックすると、サブサーバーのリストが表示さ

れます。
1.5. サブサーバーを選択し、[DDeelleettee ((削削除除))] をクリックします。

2. サブサーバーから:
– [CCoonnffiigguurraattiioonn >> AAcccceessss ccoonnttrrooll >> MMuullttii sseerrvveerr ((設設定定 >> アアククセセススココンントトロローールル >>

ママルルチチササーーババーー))] に移動します。
– [SSuubb sseerrvveerr ((ササブブササーーババーー))] をクリックしてから、[RReevvookkee sseerrvveerr ((ササーーババーーをを無無

効効化化))] をクリックします。

AAccttiivvee DDiirreeccttoorryy設設定定BBEETTAA

注
Microsoft Windowsのユーザーアカウント、Active Directoryユーザーおよびグループは、AXIS
Camera Station Proにアクセスできます。Windowsでユーザーを追加する方法は、使用してい
るバージョンによって異なります。詳細については、support.microsoft.comにアクセスしてく
ださい。Active Directoryドメインネットワークを使用している場合は、ネットワーク管理者に
お問い合わせください。

初めてActive Directory設定ページを開いたときに、AXIS Camera Station Proでカード所持者に
Microsoft Active Directoryユーザーをインポートできます。Active Directoryユーザーをインポート
する, on page 171を参照してください。

初期設定の後、Active Directory設定ページに次のオプションが表示されます。

• Active Directory内のグループに基づいてカード所持者グループを作成および管理します。

• Active Directoryとアクセス管理システム間のスケジュールされた同期を設定します。

• 手動で同期して、Active Directoryからインポートされたすべてのカード所持者を更新しま
す。

• Active Directoryからのユーザーデータとカード所持者のプロパティ間のデータマッピング
を管理します。

AAccttiivvee DDiirreeccttoorryyユユーーザザーーををイインンポポーートトすするる

AXIS Camera Station Proでカード所持者にActive Directoryユーザーをインポートするには:
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1. [[CCoonnffiigguurraattiioonn ((設設定定))]] > [[AAcccceessss ccoonnttrrooll ((アアククセセススココンントトロローールル))]] > [[AAccttiivvee ddiirreeccttoorryy
sseettttiinnggss BETA (Active Directory設定 BETA)]に移動します。

2. [SSeett uupp iimmppoorrtt ((イインンポポーートトをを設設定定すするる))] をクリックします。
3. 画面に表示される手順に従ってこれら3つの主な手順を完了します。

3.1. データマッピングのテンプレートとして使用するユーザーをActive Directoryから選
択します。

3.2. Active Directoryデータベースのユーザーデータをカード所持者のプロパティにマッ
ピングします。

3.3. アクセス管理システムで新しいカード所持者グループを作成し、インポートする
Active Directoryグループを選択します。

インポートされたユーザーデータを変更することはできませんが、インポートされたカード所持
者に認証情報を追加することはできます。認証情報の追加, on page 180を参照してください。

AXIS Audio Manager Proを設定する

AXIS Camera Station ProでAXIS Audio Manager Proサーバーに接続し、そのサーバーに接続されて
いる音声デバイスを使用できます。

この設定には、AXIS Camera Station Pro 6.12以降および AXIS Audio Manager Pro 5.0以降が必要で
す。AXIS Camera Station ProおよびAXIS Audio Manager Proの両サーバーは、同じサーバー、また
は同じネットワーク上の異なるマシンで事前に設定しておく必要があります。

重要
同じサーバー上でAXIS Camera Station ProとAXIS Audio Manager Proの両方を実行する場合、
どちらもデフォルトでポート443を使用するように設定されます。接続の問題を防ぐため、いず
れかを別のポートを使用するように設定してください。
AXIS Camera Station Proのポート設定は、概要, on page 210から変更できます。AXIS Audio
Manager Proのポート設定の変更方法については、AXIS Audio Manager Proユーザーマニュアル
を参照してください。

AXIS Camera Station ProでAXIS Audio Manager Proの使用を開始するには:

1. AXIS Audio Manager Proで、以下の手順に従います。
1.1. [[SSyysstteemm sseettttiinnggss ((シシスステテムム設設定定))]] > [[AAPPII aacccceessss ((AAPPIIアアククセセスス))]] に移動します。

1.2. APIを有効化し、ユーザー名とパスワードを入力します。
2. AXIS Camera Station Proでの手順：

2.1. [[CCoonnffiigguurraattiioonn ((設設定定))]] > [[AAXXIISS AAuuddiioo MMaannaaggeerr PPrroo]] に移動し、[[CCoonnnneecctt ((接接続続))]]
をクリックしてAXIS Audio Manager Proサーバーへの接続を設定します。

2.2. ポップアップダイアログに、AXIS Audio Manager Proサーバーの [[SSeerrvveerr UURRLL ((ササーー
ババーーUURRLL))]]、[[AAPPII uusseerrnnaammee ((AAPPIIユユーーザザーー名名))]]、[[AAPPII ppaasssswwoorrdd ((AAPPIIパパススワワーードド))]]
を入力し、[[CCoonnnneecctt ((接接続続))]] をクリックします。

接続が確立すると、以下の操作が可能です。

• AXIS Audio Manager Proサーバーの [[SSeerrvveerr ssttaattuuss ((ササーーババーースステテーータタスス))]] とそのサーバー
に接続されている [[DDeevviiccee ssttaattuuss ((デデババイイスススステテーータタスス))]] を表示する。

• 新しいAXIS Audio Manager Proタブを開き、サーバーのWebインターフェースにアクセス
する。

• AXIS Camera Station Proの新しい音声関連機能を使用する。
詳しくは、AXIS Audio Manager Pro, on page 201を参照してください。

注
証明書関連の問題を避けるため、信頼できる認証局 (CA) から証明書を作成または取得し、AXIS
Audio Manager ProにアップロードしてAXIS Camera Station Proサーバーの信頼できる証明書リ
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ストに追加することをお勧めします。詳しくは、AXIS Audio Manager Proユーザーマニュアル
を参照してください。

スマート検索2の設定

スマート検索2を使用すると、複数のフィルターを設定して、Axisカメラから生成された録画から
対象となる人物や車両を簡単に見つけることができます。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

要件、制限、スマート検索2の使用方法については、スマート検索2, on page 36を参照してくださ
い。

1. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[SSmmaarrtt sseeaarrcchh 22 ((ススママーートト検検索索22))]] >> [[SSeettttiinnggss ((設設定定))]]に移動し
ます。

2. [CCaammeerraass ((カカメメララ))] で:
2.1. メタデータをスマート検索2に送信する必要のあるカメラを選択します。
2.2. カメラに対してバックグラウンドでのサーバー分類を許可するには、[BBaacckkggrroouunndd

sseerrvveerr ccllaassssiiffiiccaattiioonn ((ババッッククググララウウンンドドででののササーーババーー分分類類))] で [AAllllooww ((許許可可))] を選
択します。
これにより、サーバーの負荷が増加しますが、ユーザーエクスペリエンスは向上し
ます。

2.3. サーバーに保存される検知の量を制限するには、[FFiilltteerr ((フフィィルルタターー))] で、 をク
リックし、[AArreeaa ((エエリリアア))]、[SSiizzee aanndd dduurraattiioonn ((ササイイズズとと期期間間))]、[SSwwaayyiinngg
oobbjjeeccttss ((揺揺ららめめいいてていいるる物物体体))] のフィルターを作成します。
これらのフィルターを使用すると、除外範囲、小さな物体、ごく短時間しか現れな
い物体、木の葉のような揺らめいている物体を除外することができます。
スマート検索フィルターは既存のモーション設定フィルターを開始点として使用し
ます。

3. [SSttoorraaggee ((スストトレレーージジ))] で次の設定を行います。
– 検知を保存するドライブとフォルダーを選択し、[AAppppllyy ((適適用用))] をクリックします。

– ストレージサイズの上限を設定し、[AAppppllyy ((適適用用))] をクリックします。ストレージが
上限に達すると、最も古い検知が削除されます。

4. 特定の期間にメタデータが記録されていないことを示す結果を表示するには、[IInncclluuddee
ppeerriiooddss wwiitthh mmiissssiinngg mmeettaaddaattaa ((メメタタデデーータタががなないい期期間間をを含含めめるる))] を選択します。

5. [[AAllllooww tthhee sseerrvveerr ttoo ccllaassssiiffyy ddeetteeccttiioonnss wwhheenn yyoouu ssttaarrtt aa sseeaarrcchh ((検検索索開開始始ででササーーババーー
にによよるる検検出出結結果果分分類類をを許許可可))]] を選択し、カメラが分類しなかった検出結果を含む、より詳
細な検索結果を取得します。検索結果が表示されるまでの時間を短くする場合は、このオ
プションをオフのままにしておきます。

ババッッククググララウウンンドドササーーババーーのの分分類類

サーバー分類のステータスは、サーバー分類が
低速である過去1時間からのものです。分類さ
れた検知が95%未満であると表示されます。

サーバー分類のステータスは、サーバー分類が
低速である過去1時間からのものです。分類さ
れた検知が50%未満であると表示されます。
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トトリリガガーー

スマート検索フィルターを設定して、アクションルールのトリガーとして使用できます。以下の
手順に従って、スマート検索トリガーを作成します。

1. [[CCoonnffiigguurraattiioonn ((設設定定))]] > [[SSmmaarrtt sseeaarrcchh 22 ((ススママーートト検検索索22))]] > [[TTrriiggggeerrss ((トトリリガガーー))]] に移
動します。

2. [CCrreeaattee ((作作成成))] をクリックします。
3. フィルターを設定します。スマート検索フィルターについて詳しくは、フィルターで検索

する, on page 36を参照してください。
4. [[NNeexxtt ((次次へへ))]] をクリックします。
5. 検出の [[CCoonnffiiddeennccee ((信信頼頼度度))]] レベルを調整します。信頼度が高いほど不確かな分類が無視

されるため、検出数が少なくなります。
6. [[NNeexxtt ((次次へへ))]] をクリックします。
7. トリガーの名前を入力し、[[SSaavvee ((保保存存))]] をクリックします。

注
• 通常、スマート検索2は、映像を分析して検証するために対象がカメラの視野から外れてか

ら数秒を要します。たとえば、赤い車の検出をトリガーとするアクションルールを設定し
た場合、その車がカメラの視野から外れてから数秒後にスマート検索によって赤い車であ
ると判定されてから、そのアクションがトリガーされます。

• [[VViissuuaall ssiimmiillaarriittyy ((映映像像のの類類似似性性))]] は、スマート検索2のトリガーオプションとして使用で
きません。

• カメラのトリガーを作成すると、そのカメラで [[EEnnaabbllee bbaacckkggrroouunndd pprroocceessssiinngg ((ババッックク
ググララウウンンドド処処理理をを有有効効ににすするる))]] をオフにしていても、サーバーが対象の検出を処理できま
す。

• [[DDeellaayyeedd ddeetteeccttiioonn ppeerriiooddss ((検検出出遅遅延延時時間間))]] は、アクションルールのトリガーを遅延させ
る、高処理遅延の時間を指します。これが頻繁に発生する場合は、トリガーフィルターを
再設定し、カメラ数を減らし、ライン横断、エリア、サイズ、時間などのカメラのフィル
ターを使用して問題に対応できます。

アクションルールでスマート検索2のトリガーを使用するには、スマート検索2のトリガーを作成
する, on page 101を参照してください。

System Health MonitoringBETAの設定

注
• 複数の AXIS Camera Station Proサーバーに接続している場合は、接続されている任意の

サーバーでSystem Health Monitoringを設定できます。そのためには、[SSeelleecctteedd sseerrvveerr ((選選
択択ししたたササーーババーー))] ドロップダウンメニューからサーバーを選択します。

• 別のネットワーク上のシステムを管理している場合、My Systemsのサーバー監視は、クラ
ウド経由で同じ機能を提供します。
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設設定定

ククララウウドド接接続続 サーバーを組織に登録している場合は、どこか
らでもシステムのヘルスデータを表示できま
す。まだクラウド接続がない場合は、
[MMaannaaggee ((管管理理))] をクリックし、画面の指示に
従ってください。

DDaattaa rreettrriieevvaall ffrreeqquueennccyy ((デデーータタ取取得得頻頻度度)) 古いデータに関する警告やシステムの全般的な
パフォーマンスの問題を解決するには、データ
頻度を下げるように選択します。マルチシステ
ム設定では、サブシステムに親システムと同じ
かそれ以上の設定を使用することをお勧めしま
す。

• LLooww ((低低)) - 装置が100台を超えるシステ
ム向け。

• MMeeddiiuumm ((中中)) - 装置が25～100台のシス
テム向け。

• HHiigghh ((高高)) - 装置が25台未満のシステム
向け。

通通知知

電子メール通知を送信するには:

1. 通知の送信に使用するSMTPサーバーと電子メールアドレスを設定します。サーバーの設定,
on page 125を参照してください

2. 通知を受信する電子メールアドレスを設定します。電子メール送信先の設定, on page 175
を参照してください。

3. 通知ルールを設定します。通知ルールの設定, on page 175を参照してください。

電電子子メメーールル送送信信先先のの設設定定

1. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[SSyysstteemm HHeeaalltthh MMoonniittoorriinngg]] >> [[NNoottiiffiiccaattiioonnss ((通通知知))]] に移動し
ます。

2. [EEmmaaiill rreecciippiieennttss ((電電子子メメーールル送送信信先先))] で、電子メールアドレスを入力し、[SSaavvee ((保保存存))]
をクリックします。同じ手順を繰り返して、複数の電子メール送信先を追加します。

3. SMTPサーバーをテストするには、[SSeenndd tteesstt eemmaaiill ((テテスストト電電子子メメーールルをを送送信信))] をクリッ
クします。テスト電子メールが送信されたことを示すメッセージが表示されます。

通通知知ルルーールルのの設設定定

デフォルトでは、次の2つの通知ルールが有効になっています。

シシスステテムムののダダウウンン -- 単一システム設定のシステムまたはマルチシステム設定のいずれかのシステ
ムが通常よりも長くダウンしている場合に通知を送信します。

デデババイイススののダダウウンン -- System Health Monitoringに一覧表示されている装置が通常よりも長くダウン
している場合に通知を送信します。

1. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[SSyysstteemm HHeeaalltthh MMoonniittoorriinngg]] >> [[NNoottiiffiiccaattiioonnss ((通通知知))]] に移動し
ます。

2. [NNoottiiffiiccaattiioonn rruulleess ((通通知知ルルーールル))] で、通知ルールをオンまたはオフにします。
3. [AApppplliieedd rruulleess ((適適用用さされれたたルルーールル))] で、通知ルールが適用されたシステムと装置のリスト

を閲覧できます。
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ママルルチチシシスステテムム

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

System Health Monitoringを使用すると、1つのメインシステムから複数のセカンダリシステムの
ヘルスデータを監視できます。

1. セカンダリシステムで、システム設定を生成します。システム設定を生成, on page 176を
参照してください。

2. メインシステムで、システム設定をアップロードします。他のシステムからデータを取得
する, on page 176を参照してください。

3. 他のセカンダリシステムでも、前の手順を繰り返します。
4. メインシステムから複数のシステムのヘルスデータを監視します。System Health

MonitoringBETA, on page 191を参照してください。

シシスステテムム設設定定をを生生成成

1. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[SSyysstteemm HHeeaalltthh MMoonniittoorriinngg]] >> [[MMuullttiissyysstteemm ((ママルルチチシシスステテムム))]]
に移動します。

2. [GGeenneerraattee ((生生成成))] をクリックします。
3. [CCooppyy ((ココピピーー))] をクリックして、コピーをメインシステムにアップロードできるようにし

ます。
4. システム設定の詳細を表示するには、[SShhooww ddeettaaiillss ((詳詳細細をを表表示示))] をクリックします。
5. システム設定を再生成するには、[DDeelleettee ((削削除除))] をクリックして、最初に既存の設定を削

除します。
システム設定がメインシステムにアップロードされると、メインシステム情報が [SSyysstteemmss wwiitthh
aacccceessss ((アアククセセスス可可能能ななシシスステテムム))] の下に表示されます。

他他ののシシスステテムムかかららデデーータタをを取取得得すするる

セカンダリシステムのシステム設定を生成してコピーした後、そのコピーをメインシステムに
アップロードできます。

1. メインシステムで、[[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[SSyysstteemm HHeeaalltthh MMoonniittoorriinngg]] >>
[[MMuullttiissyysstteemm ((ママルルチチシシスステテムム))]] に移動します。

2. [PPaassttee ((貼貼りり付付けけ))] をクリックして、セカンダリシステムからコピーした情報を入力しま
す。

3. ホストのIPアドレスを確認し、[AAdddd ((追追加加))] をクリックします。
セカンダリシステムは [AAvvaaiillaabbllee ssyysstteemmss ((利利用用可可能能ななシシスステテムム))] に表示されます。

分析機能を設定する

AAXXIISS DDaattaa IInnssiigghhttss DDaasshhbbooaarrdd

AXIS Data Insights Dashboardには、装置からの分析データがグラフやチャート形式で表示されま
す。AXIS Data Insights Dashboardの設定ページには、システム内の装置でサポートされているす
べてのアプリケーションと設定済みのシナリオが表示されます。[AAnnaallyyttiiccss ((分分析析機機能能))] > [ DDaattaa
IInnssiigghhttss DDaasshhbbooaarrdd] に移動すると以下の操作を実行できます。
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• サポートされているアプリケーションを実行しているカメラとデータソースのリストを表
示する。

• 各装置またはデータソースでサポートされているアプリケーションとシナリオのリストを
表示する。以下をサポートしています。
– AXIS Object Analytics:クロスラインカウントおよびエリアの混雑状況
– AXIS Audio Analytics
– AXIS Image Health Analytics
– AXIS People Counter
– AXIS P8815-2 3Dカウンタ
– AXIS Air Quality Sensor (空気質モニター)

注
最大100 MBのデータを保存可能です。ただし、ストレージの保存期間には制限があります。例
えば、12種類のデータタイプすべてを監視する空気質センサーの場合、保持期間は約430日間
となります。
• ダッシュボードに含めるシナリオを選択する。
• シナリオにタグを付けて、ダッシュボード内のデータをフィルタリングできるようにする

(同じ場所にあるカメラをグループ化する場合など)。

注
AXIS Object Analyticsのクロスラインカウントデータを [IInn aanndd OOuutt ccoouunnttiinngg（（送送受受信信カカウウンン
トト））] ダッシュボードに表示するには、[DDiirreeccttiioonn ((方方向向))] フィールドで [IInn ((受受信信))] または [OOuutt
((送送信信))] を選択して、シナリオの方向を選択します。
• シナリオのステータスを表示します。

検検知知対対象象 [IInncclluuddee ((含含めめるる))] 列のスイッチをオンにする
と、ダッシュボードにシナリオのデータが表示
されます。

タタググ [TTaaggss ((タタググ))] 列のドロップダウンメニューか
らタグを選択して、シナリオに追加します。

新しいタグを追加するには:

1. [TTaaggss ((タタググ))] タブを開きます。

2. タグの名前を入力します。
3. 矢印をクリックします。

注
• AXIS Data Insights Dashboardを使用するには、Windowsサーバー上で暗号化接続プロトコ

ルTLSバージョン1.2以上が必要です。
• AXIS Data Insights Dashboardでは、次の場合にカメラの既存のMQTT設定が上書きされま

す。
– カメラに設定済みMQTTクライアントがない場合。
– 別の AXIS Camera Station Proサーバーに接続されているカメラのシナリオを手動で

有効にする場合。
• AXIS Data Insights Dashboardに接続している間、カメラのMQTTクライアントはData

Insights Dashboard専用です。
• カメラと AXIS Camera Station Proサーバーは同じネットワーク上にある必要があります。
• 最適なパフォーマンスを得るには、AXIS Camera Station ProでAXIS Data Insights

Dashboardを実行するために、16 GB以上のRAMを搭載したサーバーをお勧めします。
• 保存できるデータは最大100 MBであるため、ストレージ期間は制限されます。例:
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– 4台のカメラが設置され、それぞれが車や自転車など5つの車両サブクラスを24時間
365日検知するように設定された駐車場で混雑率を推定する場合、保存期間は260日
になります。

– 8台のカメラが設置され、12時間にわたって人の流れが継続する小売店舗で人数計測
を行う場合、保存期間は約1,270日になります。

– 6つのクラスでクロスラインカウントシナリオを実行するカメラで、計測のフローが
24時間安定している場合、保存期間は約860日になります。

分割ビューにダッシュボードを追加する方法については、分割ビューのAXIS Data Insights
Dashboard, on page 19を参照してください。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

AXIS Data Insights Dashboardを有効にする方法

LLiicceennssee PPllaattee VVeerriiffiieerr

AXIS License Plate Verifier ACAPのステータスは、License plate verifierページでナンバープレート
を管理しやすくするため、個人のカメラとグループカメラで確認できます。

[[CCaammeerraass ((カカメメララ))]] タブには、AXIS License Plate Verifierがインストールされたすべての接続済み
デバイスのリストが表示されます。

• カカメメララ:カメラ名。
• VVeerrssiioonn ((ババーージジョョンン)):カメラにインストールされているAXIS License Plate Verifierのバー

ジョン。
• SSttaattuuss ((スステテーータタスス)):AXIS License Plate Verifierの現在のステータス。
• LLaatteesstt eevveenntt ((最最新新イイベベンントト)):カメラが捉えた最新イベントの時刻。
• AAlllloowweedd ((許許可可)):カメラの許可リストに含まれるナンバープレートの数。
• BBlloocckkeedd ((ブブロロッックク)):カメラのブロックリストに含まれるナンバープレートの数。
• カカススタタムム:カメラのカスタムリストに含まれるナンバープレートの数。
• ググルルーーププ :カメラが属するグループ。

[[GGrroouupp ((ググルルーーププ))]] タブには、すべてのカメラグループのリストと、各グループに含まれるカメ
ラのサブリストが表示されます。このタブでは次の操作ができます。

• [[NNeeww...... ((新新規規))]] をクリックして新しいグループを追加します。
• [[DDeelleettee ((削削除除))]] をクリックして既存のグループを削除します。
• [[GGrroouupp nnaammee ((ググルルーーププ名名))]] のフィールドで、選択したグループ名を変更します。
• [[AAdddd...... ((追追加加))]] をクリックして選択したグループにカメラを追加します。
• [[RReemmoovvee ((削削除除))]]をクリックしてグループからカメラを削除します。

グループ化されたカメラの共有リストを作成できます。詳細については、ナンバープレート管理,
on page 200を参照してください。
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アクセス管理

[Access management (アクセス管理)] タブでは、システムのカード所持者、グループ、アクセス
ルールの設定や管理ができます。

AXIS Camera Station ProでAxisネットワークドアコントローラーを設定する手順の詳細について
は、「Axisネットワークドアコントローラーを設定する」を参照してください。

アクセス管理のワークフロー

アクセス管理の構造には柔軟性があり、ニーズに合わせてワークフローを開発することができま
す。以下はワークフローの例です。

1. グループを追加するワークフローについては、「グループの追加」, on page 184を参照し
てください。

2. カード所持者を追加するワークフローについては、カード所持者の追加, on page 179を参
照してください。

3. カード所持者とグループの追加。
4. アクションルールを追加するワークフローについては、「アクセスルールの追加」, on

page 185を参照してください。

5. アクセスルールへのグループの適用。
6. アクセスルールへのゾーンの適用。
7. アクセスルールへのドアの適用。

カード所持者の追加

カード所持者とは、システムに登録された一意のIDを持つ人物です。カード所持者に、個人を識別
する認証情報と、その個人にドアへのアクセスを許可するタイミングと方法を設定します。

また、Active Directoryデータベース内のユーザーをカード所持者としてマッピングすることもで
きます。Active Directory設定BETA, on page 171を参照してください。

1. [ Access Management (アクセス管理)] タブを開きます。
2. [CCaarrddhhoollddeerr mmaannaaggeemmeenntt ((カカーードド所所持持者者))] > [CCaarrddhhoollddeerrss ((カカーードド所所持持者者))] に移動し、

[++ AAdddd ((追追加加))] をクリックします。
3. カード所持者の名と姓を入力し、[NNeexxtt ((次次へへ))] をクリックします。
4. オプションとして [AAddvvaanncceedd ((詳詳細細設設定定))] をクリックし、任意のオプションを選択しま

す。
5. カード所持者に認証情報を追加します。認証情報の追加, on page 180を参照してください
6. [保保存存] をクリックします。
7. グループにカード所持者を追加します。
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7.1. [GGrroouuppss ((ググルルーーププ))] でカード所持者を追加するグループを選択し、[EEddiitt ((編編集集))] を
クリックします。

7.2. [++ AAdddd ((追追加加))] をクリックし、グループに追加するカード所持者を選択します。複
数のカード所持者を選択できます。

7.3. [追追加加] をクリックします。
7.4. [保保存存] をクリックします。

高高度度

長長いいアアククセセスス時時間間 ドアモニターが設置されていて、カード所持者
に長いアクセス時間と長い長時間のドア開放を
許可する場合に選択します。

カカーードド所所持持者者のの停停止止 カード所持者を停止する場合に選択します。

AAllllooww ddoouubbllee--sswwiippee ((ダダブブルルススワワイイププをを許許可可
すするる))

カード所有者がドアの現在の状態を上書きでき
るようにする場合に選択します。たとえば、通
常のスケジュール外にドアのロックを解除する
ために使用できます。

閉閉鎖鎖のの対対象象外外 閉鎖中にカード所持者がアクセスできるように
する場合に選択します。

EExxeemmpptt ffrroomm aannttii--ppaassssbbaacckk ((不不正正通通行行防防止止かか
ららのの免免除除))

カード所持者に不正通行防止ルールからの免除
を与える場合に選択します。不正通行防止は、
カード所持者が自分より前にそのエリアに入っ
た人と同じ認証情報を使用することを防ぎま
す。最初の人は、認証情報を再度使用する前
に、まずそのエリアから退出する必要がありま
す。

ググロローーババルルカカーードド所所持持者者 サブサーバーでカード所持者を表示および監視
できるようにする場合に選択します。このオプ
ションは、メインサーバーで作成されたカード
所持者にのみ使用できます。マルチサーバー
BETA, on page 170を参照してください。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

カード所持者とグループの追加

認証情報の追加

カード所持者には、次のタイプの認証情報を追加できます。

• PIN
• カード
• ナンバープレート
• QR Code
• 携帯電話

カカーードド所所持持者者ににモモババイイルル認認証証情情報報をを追追加加すするるににはは：：
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1. [CCrreeddeennttiiaallss ((認認証証情情報報))] で [++ AAdddd ((追追加加))] をクリックし、[MMoobbiillee ccrreeddeennttiiaall ((モモババイイルル
認認証証情情報報))] を選択します。

2. 認証情報の名前を入力します。
3. 認証情報の開始日と終了日を設定します。
4. [保保存存後後ににモモババイイルル認認証証情情報報ををカカーードド所所持持者者にに送送信信すするる] を選択します。カード所持者

に、ペアリングの手順が記載された電子メールが送信されます。
5. [追追加加] をクリックします。

AXIS Mobile CredentialアプリをBluetooth認証情報として使用する, on page 183の例を参照してく
ださい。

カカーードド所所持持者者ににナナンンババーーププレレーートト認認証証情情報報をを追追加加すするるににはは：：

1. [CCrreeddeennttiiaallss ((認認証証情情報報))] で [++ AAdddd ((追追加加))] をクリックし、[LLiicceennssee ppllaattee ((ナナンンババーーププ
レレーートト))] を選択します。

2. 車両を表す認証情報名を入力します。
3. 車両のナンバープレート番号を入力します。
4. 認証情報の開始日と終了日を設定します。
5. [追追加加] をクリックします。

認証情報としてナンバープレート番号を使用する, on page 182の例を参照してください。

カード所持者にPIN認証情報を追加するには：

1. [CCrreeddeennttiiaallss ((認認証証情情報報))] で [++ AAdddd ((追追加加))] をクリックし、[PPIINN] を選択します。
2. PINを入力します。
3. 強制PINを使用して無音アラームをトリガーするには、[DDuurreessss PPIINN ((強強制制PPIINN))] をオンにし

て強制PINを入力します。
4. [追追加加] をクリックします。

PINの認証情報は常に有効です。ドアを開けてシステム内で無音アラームをトリガーする強制PIN
を設定することもできます。

カード所持者にカード認証情報を追加するには：

1. [CCrreeddeennttiiaallss ((認認証証情情報報))] で [++ AAdddd ((追追加加))] をクリックし、[CCaarrdd ((カカーードド))] を選択します。
2. カードデータを手動で入力するには、カード名、カード番号、ビット長を入力します。

注
ビット長は、システムに存在しない特殊なビット長のカードフォーマットを作成する場合にの
み設定可能です。
3. 前回読み取られたカードのカードデータを自動的に取得するには:

3.1. [SSeelleecctt rreeaaddeerr ((リリーーダダーーのの選選択択))] のドロップダウンメニューからドアを選択しま
す。

3.2. そのドアに接続されているリーダーにカードを読み取らせます。
3.3. [GGeett llaasstt sswwiippeedd ccaarrdd ddaattaa ffrroomm tthhee ddoooorr''ss rreeaaddeerr((ss)) ((ドドアアののリリーーダダーーかからら前前回回

読読みみ取取っったたカカーードドデデーータタをを取取得得))] をクリックします。

注
2NデスクトップUSBカードリーダーを使用して、カードデータを取得できます。詳細について
は、「2NデスクトップUSBカードリーダーの設定」を参照してください。
4. 設備コードを入力します。このフィールドは、[[AAcccceessss mmaannaaggeemmeenntt ((アアククセセスス管管理理))]] >>

[[SSeettttiinnggss ((設設定定))]] で [[FFaacciilliittyy ccooddee ((設設備備ココーードド))]] を有効にしている場合のみ使用できま
す。

5. 認証情報の開始日と終了日を設定します。
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6. [追追加加] をクリックします。
カード所持者にQR認証情報を追加するには：

注
QRコードを認証情報として使用するには、システムコントローラーの時刻とAXIS Barcode
Reader搭載カメラの時刻が同期されている必要があります。完全な時刻同期のためには、両方
の装置で同じタイムソースを使用することをお勧めします。
1. [CCrreeddeennttiiaallss ((認認証証情情報報))] で [++ AAdddd ((追追加加))] をクリックし、[QQRR--ccooddee ((QQRRココーードド))] を選択

します。
2. 認証情報の名前を入力します。
3. [DDyynnaammiicc QQRR ((動動的的QQRR))] はデフォルトで有効になっています。動的QRとPIN認証情報と共

に使用する必要があります。
4. 認証情報の開始日と終了日を設定します。
5. カード所持者を保存した後にQRコードを自動的に電子メールで送信するには、[SSeenndd QQRR

ccooddee ttoo ccaarrddhhoollddeerr wwhheenn ccrreeddeennttiiaall iiss ssaavveedd ((認認証証情情報報のの保保存存時時ににカカーードド所所持持者者ににQQRR
ココーードドをを送送信信すするる))] を選択します。

6. [追追加加] をクリックします。

有有効効期期限限

発発効効日日 認証情報が有効になる日時を設定します。

失失効効日日 ドロップダウンメニューからオプションを選択
します。

失失効効日日

終終了了日日ががあありりまませせんん 認証情報に有効期限を設けません。

日日付付 認証情報が失効する日時を設定します。

最最初初のの使使用用かからら 認証情報を初めて使用してから失効するまでの
期間を選択します。最初に使用してからの日
数、月数、年数、または回数を選択します。

最最後後のの使使用用かからら 認証情報を最後に使用してから失効するまでの
期間を選択します。最後に使用してからの日
数、月数、または年数を選択します。

認認証証情情報報ととししててナナンンババーーププレレーートト番番号号をを使使用用すするる

この例では、ドアコントローラーと共に、AXIS License Plate Verifierをインストールしたカメラを
利用することで、車両のナンバープレート番号を認証情報として使用してアクセスを許可する方
法を示します。

1. ドアコントローラーとカメラを AXIS Camera Station Proに追加します。デバイスの追加, on
page 5を参照してください

2. [SSyynncchhrroonniizzee wwiitthh sseerrvveerr ccoommppuutteerr ttiimmee ((ササーーババーーココンンピピュューータターーのの時時刻刻とと同同期期))] を使
用して、新しい装置の日付と時刻を設定します。日付と時刻の設定, on page 67を参照して
ください。

3. 新しい装置のファームウェアを利用可能な最新バージョンにアップグレードします。
ファームウェアのアップグレード, on page 66を参照してください。

4. ドアコントローラーに接続された新しいドアを追加します。ドアの追加, on page 149を参
照してください。
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4.1. [SSiiddee AA ((側側面面AA))] にリーダーを追加します。「リーダーの追加」, on page 158を参照
してください。

4.2. [DDoooorr sseettttiinnggss ((ドドアア設設定定))] で、[RReeaaddeerr ttyyppee ((リリーーダダーータタイイププ))] として [AAXXIISS
LLiicceennssee PPllaattee VVeerriiffiieerr] を選択し、リーダーの名前を入力します。

4.3. 必要に応じて、[SSiiddee BB ((側側面面BB))] にリーダーまたはREX装置を追加します。
4.4. [OOkk] をクリックします。

5. AXIS License Plate Verifierをカメラにインストールしてアクティブ化します。AXIS License
Plate Verifierユーザーマニュアルを参照してください。

6. AXIS License Plate Verifierを起動します。
7. AXIS License Plate Verifierを設定します。

7.1. [CCoonnffiigguurraattiioonn >> AAcccceessss ccoonnttrrooll >> EEnnccrryypptteedd ccoommmmuunniiccaattiioonn ((設設定定 >> アアククセセスス
ココンントトロローールル >> 暗暗号号化化通通信信))] に移動します。

7.2. [EExxtteerrnnaall PPeerriipphheerraall AAuutthheennttiiccaattiioonn KKeeyy ((外外部部周周辺辺機機器器認認証証))] キーで [SShhooww
aauutthheennttiiccaattiioonn kkeeyy ((認認証証キキーーのの表表示示))]、[CCooppyy kkeeyy ((キキーーののココピピーー))] の順にクリッ
クします。

7.3. カメラのwebインターフェースからAXIS License Plate Verifierを開きます。
7.4. 設定は行わないでください。
7.5. [SSeettttiinnggss ((設設定定))] に移動します。

7.6. [AAcccceessss ccoonnttrrooll ((アアククセセススココンントトロローールル))] で、[TTyyppee ((タタイイププ))] に [SSeeccuurree EEnnttrryy] を
選択します。

7.7. [IIPP aaddddrreessss ((IIPPアアドドレレスス))] に、ドアコントローラーのIPアドレスを入力します。
7.8. [AAuutthheennttiiccaattiioonn kkeeyy ((認認証証キキーー))] に、先ほどコピーした認証キーを貼り付けます。
7.9. [接接続続] をクリックします。
7.10. [DDoooorr ccoonnttrroolllleerr nnaammee ((ドドアアココンントトロローーララーー名名))] で、使用するドアコントローラー

を選択します。
7.11. [RReeaaddeerr nnaammee ((リリーーダダーー名名))] で、先ほど追加したリーダーを選択します。
7.12. 統合をオンにします。

8. アクセス権を付与するカード所持者を追加します。カード所持者の追加, on page 179を参
照してください

9. 新しいカード所持者にナンバープレートの認証情報を追加します。認証情報の追加, on
page 180を参照してください

10. アクセスルールを追加します。「アクセスルールの追加」, on page 185を参照してくださ
い。
10.1. スケジュールを追加します。
10.2. ナンバープレートへのアクセス権を付与するカード所持者を追加します。
10.3. AXIS License Plate Verifierリーダーのあるドアを追加します。

AAXXIISS MMoobbiillee CCrreeddeennttiiaallアアププリリををBBlluueettooootthh認認証証情情報報ととししてて使使用用すするる

この例では、AXIS A4612 Bluetooth Readerをシステムに追加して、カード所持者がAXIS Mobile
Credentialアプリを使用してドアを解錠できるようにする方法を示します。

1. Bluetoothリーダーを取り付け、ドアコントローラーに接続します。
2. ドアコントローラーのWebインターフェースでBluetoothリーダーを追加します。

2.1. ドアコントローラーにアクセスし、[PPeerriipphheerraallss ((周周辺辺機機器器))] > [RReeaaddeerrss ((リリーー
ダダーー))] に移動します。

2.2. [AAdddd rreeaaddeerr ((リリーーダダーーのの追追加加))] をクリックします。
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2.3. [AAdddd BBlluueettooootthh rreeaaddeerr ((BBlluueettooootthhリリーーダダーーのの追追加加))] ダイアログに必要な情報を入
力します。

2.4. [追追加加] をクリックします。
3. AXIS Camera Station ProでBluetoothリーダーをドアに追加します。

3.1. [CCoonnffiigguurraattiioonn ((設設定定))] > [AAcccceessss ccoonnttrrooll ((アアククセセススココンントトロローールル))] > [DDoooorrss aanndd
zzoonneess ((ドドアアととゾゾーーンン))] に移動します。

3.2. Bluetoothリーダーを追加するドアを選択し、[EEddiitt ((編編集集))] をクリックします。
3.3. Bluetoothリーダーが取り付けられているドアの側で [++ AAdddd ((追追加加))] をクリックしま

す。
3.4. [CCaarrdd rreeaaddeerr ((カカーードドリリーーダダーー))] を選択します。
3.5. [AAdddd IIPP rreeaaddeerr ((IIPPリリーーダダーーのの追追加加))] で、[IIPP rreeaaddeerr ((IIPPリリーーダダーー))] を選択します。
3.6. [SSeelleecctt IIPP rreeaaddeerr ((IIPPリリーーダダーーのの選選択択))] で、追加するBluetoothリーダーを選択しま

す。
3.7. [追追加加] をクリックします。

4. ペアリングするBluetoothリーダーを選択します。システム内の1台以上のBluetoothリー
ダーに対して、この手順を実行する必要があります。
4.1. 先ほど追加したBluetoothリーダーを選択します。
4.2. [[EEddiitt]] ((編編集集)) をクリックします。
4.3. [EEddiitt bblluueettooootthh rreeaaddeerr ((BBlluueettooootthhリリーーダダーーのの編編集集))] で、[UUssee tthhiiss rreeaaddeerr ffoorr

ppaaiirriinngg ((ペペアアリリンンググににここののリリーーダダーーをを使使用用すするる))] を選択します。
4.4. [適適用用] をクリックします。

5. [TTaapp iinn aapppp ((アアププリリででタタッッププ))] または [TToouucchh rreeaaddeerr ((リリーーダダーーににタタッッチチ))] のいずれかの識
別プロファイルを選択します。詳細については、識別プロファイル, on page 164を参照し
てください。

6. カード所持者にモバイル認証情報を追加します。認証情報の追加, on page 180を参照して
ください。

7. モバイル認証情報とペアリングリーダーをペアリングします。
7.1. ペアリングが有効になったBluetoothリーダーにカード所持者の携帯電話を近づけま

す。
7.2. カード所持者に送信された電子メールに記載されている手順に従います。

「グループの追加」

グループを使用すると、カード所持者とそのアクセスルールをまとめて効率的に管理することが
できます。

1. [ Access Management (アクセス管理)] タブを開きます。

2. [CCaarrddhhoollddeerr mmaannaaggeemmeenntt ((カカーードド所所持持者者))] > [GGrroouuppss ((ググルルーーププ))] に移動し、[++ AAdddd ((追追
加加))] をクリックします。

3. グループ名と、オプションとしてグループのイニシャルを入力します。
4. [GGlloobbaall ggrroouupp ((ググロローーババルルググルルーーププ))] を選択すると、サブサーバーでカード所持者を表示

および監視できるようになります。このオプションは、メインサーバーで作成されたカー
ド所持者にのみ使用できます。マルチサーバーBETA, on page 170を参照してください。

5. 以下の手順に従ってグループにカード所持者を追加します。
5.1. [追追加加] をクリックします。
5.2. 追加するカード所持者を選択し、[AAdddd ((追追加加))] をクリックします。

6. [保保存存] をクリックします。
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「アクセスルールの追加」

アクセスルールによって、アクセス権を付与されるための条件が定義されます。

アクセスルールの構成要素は以下のとおりです。

カカーードド所所持持者者ととカカーードド所所持持者者ググルルーーププ:: -- アクセス権が付与される人です。

ドドアアととゾゾーーンン -- アクセス権が適用される場所です。

ススケケジジュューールル -- アクセス権が付与される期間です。

アクセスルールを追加するには:

1. [ Access Management (アクセス管理)] タブを開きます。
2. [CCaarrddhhoollddeerr mmaannaaggeemmeenntt ((カカーードド所所持持者者のの管管理理))] に移動します。
3. [AAcccceessss rruulleess ((アアククセセススルルーールル))] で [++ AAdddd ((追追加加))] をクリックします。
4. アクセスルール名を入力し、[NNeexxtt ((次次へへ))] をクリックします。
5. カード所持者とグループを設定する:

5.1. [[CCaarrddhhoollddeerrss ((カカーードド所所持持者者))]] か [[GGrroouuppss ((ググルルーーププ))]] で [++ AAdddd ((追追加加))] をクリッ
クします。

5.2. カード所持者またはグループを選択し、[AAdddd ((追追加加))] をクリックします。
6. ドアとゾーンを設定する:

6.1. [DDoooorrss ((ドドアア))] か [ZZoonneess ((ゾゾーーンン))] で [++ AAdddd ((追追加加))] をクリックします。
6.2. ドアまたはゾーンを選択し、[AAdddd ((追追加加))] をクリックします。

7. スケジュールを設定する:
7.1. [SScchheedduulleess ((ススケケジジュューールル))] で、[++ AAdddd ((追追加加))] をクリックします。
7.2. 1つ以上のスケジュールを選択し、[AAdddd ((追追加加))] をクリックします。

8. [保保存存] をクリックします。
上記の構成要素の1つ以上が欠けているアクセスルールは、不完全です。すべての不完全なアクセ
スルールは、[IInnccoommpplleettee ((不不完完全全))] タブで確認することができます。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

ドア

ドアの手動ロック解除などの手動アクションについては、「 手動アクション, on page 163」を参
照してください。

ゾーン

ゾーンの手動ロック解除などの手動アクションについては、「 手動アクション, on page 163」を
参照してください。
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システム設定レポートをエクスポートする

システムに関するさまざまな種類の情報を含むレポートをエクスポートできます。AXIS Camera
Station ProはレポートをCSV (カンマ区切り値) ファイルとしてエクスポートし、デフォルトのダウ
ンロードフォルダーに保存します。レポートをエクスポートするには:

1. [ Access Management (アクセス管理)] タブを開きます。
2. [RReeppoorrttss ((レレポポーートト))] > [SSyysstteemm ccoonnffiigguurraattiioonn ((シシスステテムム設設定定))] に移動します。

3. エクスポートするレポートを選択し、[DDoowwnnllooaadd ((ダダウウンンロローードド))] をクリックします。

カカーードド所所持持者者のの詳詳細細レレポポーートト カード所持者、認証情報、カードの有効性、前
回の利用状況についての情報が記載されていま
す。

カカーードド所所持持者者ののアアククセセススレレポポーートト カード所持者の情報と、カード所持者に関連す
るカード所持者グループ、アクセスルール、ド
ア、ゾーンについての情報が記載されていま
す。

カカーードド所所持持者者ググルルーーププののアアククセセススレレポポーートト カード所持者グループ名と、カード所持者グ
ループに関連するカード所持者、アクセスルー
ル、ドア、ゾーンについての情報が記載されて
います。

アアククセセススルルーールルレレポポーートト アクセスルール名と、アクセスルールに関連す
るカード所持者、カード所持者グループ、ド
ア、ゾーンについての情報が記載されていま
す。

ドドアアののアアククセセススレレポポーートト ドアの名前と、ドアに関連するカード所持者、
カード所持者グループ、アクセスルール、ゾー
ンについての情報が記載されています。

ゾゾーーンンののアアククセセススレレポポーートト ゾーンの名前と、ゾーンに関連するカード所持
者、カード所持者グループ、アクセスルール、
ドアについての情報が記載されています。

カード所持者活動レポートの作成

点呼レポートは、指定されたゾーン内のカード所持者のリストを表示し、特定の時点にそこにい
る人を特定するのに役立ちます。

集合レポートは、指定されたゾーン内のカード所持者のリストを表示し、緊急時に安全が確認さ
れた人と行方不明者の確認に役立ちます。建物の管理者が避難後にスタッフや訪問者の所在を確
認する際に役立ちます。集合場所は、緊急時に職員が安否を報告し、現場にいる人と現場にいな
い人のリストを作成するために設けられたリーダーです。システムは、カード所持者が集合場所
でチェックインするか、誰かが手動で安全であるとマークするまで、カード所持者を行方不明と
してマークします。

点呼レポートと集合レポートはどちらも、カード所持者を追跡するためのゾーンを必要としま
す。

点呼または集合レポートを作成して実行するには、以下の手順に従います。

1. [ Access Management (アクセス管理)] タブを開きます。
2. [RReeppoorrttss ((レレポポーートト))] > [CCaarrddhhoollddeerr aaccttiivviittyy ((カカーードド所所持持者者のの活活動動))] に移動します。
3. [++ AAdddd ((追追加加))] をクリックし、[RRoollll ccaallll // MMuusstteerriinngg ((点点呼呼//集集合合))] を選択します。
4. レポート名を入力します。
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5. レポートに含めるゾーンを選択します。
6. レポートに含めるグループを選択します。
7. 集合レポートが必要な場合は、[MMuusstteerriinngg ppooiinntt ((集集合合場場所所))] と集合場所のリーダーを選択

します。
8. レポートのタイムフレームを選択します。
9. [保保存存] をクリックします。
10. レポートを選択し、[RRuunn ((実実行行))] をクリックします。

点呼レポートのステータス 説明

在在席席 カード所持者が指定ゾーンに入り、レポートを
実行するまでに退出しなかった場合。

不不在在 カード所持者が指定ゾーンを退出し、レポート
を実行するまでに再度入らなかった場合。

集合レポートのステータス 説明

安安全全 カード所持者が集合場所でカードをスワイプし
た場合。

行行方方不不明明 カード所持者が集合場所でカードをスワイプし
なかった場合。

インポートとエクスポート

カカーードド所所持持者者ののイインンポポーートト

このオプションでは、CSVファイルからカード所持者、カード所持者グループ、認証情報、カード
所持者の写真がインポートされます。カード所持者の写真をインポートするには、サーバーが写
真にアクセスできることを確認してください。

カード所持者をインポートすると、アクセス管理システムは、すべてのハードウェア設定を含む
システム設定を自動的に保存し、以前に保存したものは削除します。

また、Active Directoryデータベース内のユーザーをカード所持者としてマッピングすることもで
きます。Active Directory設定BETA, on page 171を参照してください。

インポートオプション

新新規規 このオプションを選択すると、既存のカード所
有者が削除されてから、新しいカード所有者が
追加されます。

更更新新 このオプションを選択すると、既存のカード所
持者が更新され、新規のカード所持者が追加さ
れます。

追追加加 このオプションを選択すると、既存のカード所
持者が保持されたうえで、新しいカード所持者
が追加されます。カード番号とカード所持者ID
は一意であり、一度しか使用できません。

1. [AAcccceessss MMaannaaggeemmeenntt ((アアククセセスス管管理理))] タブで、[IImmppoorrtt aanndd eexxppoorrtt ((イインンポポーートトととエエクク
ススポポーートト))] をクリックします。

2. [IImmppoorrtt ccaarrddhhoollddeerrss ((カカーードド所所持持者者ををイインンポポーートトすするる))] をクリックします。
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3. [NNeeww ((新新規規))]、[UUppddaattee ((更更新新))]、または [AAdddd ((追追加加))] を選択します。
4. [[NNeexxtt ((次次へへ))]] をクリックします。
5. [CChhoooossee aa ffiillee ((フファァイイルルをを選選択択すするる))] をクリックし、CSVファイルに移動します。[[OOppeenn]]

((開開くく)) をクリックします。
6. 列区切り文字を入力し、一意の識別子を選択して [NNeexxtt ((次次へへ))] をクリックします。
7. 各列に見出しを割り当てます。
8. [IImmppoorrtt ((イインンポポーートト))] をクリックします。

インポート設定

最最初初のの行行ははヘヘッッダダーー CSVファイルに列ヘッダーが含まれている場合
に選択します。

列列区区切切りり記記号号 CSVファイルの列区切り形式を入力します。

一一意意のの識識別別子子 システムでは、デフォルトでCCaarrddhhoollddeerr IIDD
((カカーードド所所持持者者IIDD)) を使用してカード所持者が
識別されます。姓と名、またはメールアドレス
を使用することもできます。一意の識別子によ
り、重複するカード所持者レコードのインポー
トが防止されます。

カカーードド番番号号のの形形式式 デフォルトでは [AAllllooww bbootthh hheexxaaddeecciimmaall
aanndd nnuummbbeerr ((1166進進数数とと数数字字のの両両方方をを有有効効にに
すするる))] が選択されています。

:: カカーードド所所持持者者ををエエククススポポーートトすするる

このオプションを実行すると、システム内のカード所持者データがCSVファイルにエクスポートさ
れます。

1. [AAcccceessss MMaannaaggeemmeenntt ((アアククセセスス管管理理))] タブで、[IImmppoorrtt aanndd eexxppoorrtt ((イインンポポーートトととエエクク
ススポポーートト))] をクリックします。

2. [EExxppoorrtt ccaarrddhhoollddeerrss ((カカーードド所所持持者者ををエエククススポポーートトすするる))] をクリックします。

3. ダウンロード先を選択し、[SSaavvee ((保保存存))] をクリックします。
AXIS Camera Station Proは設定が変更されるたびに、C:\ProgramData\Axis Communications
\AXIS Camera Station\Components\AXIS Secure Entry\Cardholder photosのカード会
員写真を更新します。

イインンポポーートトのの取取りり消消しし

カード所持者をインポートすると、設定が自動的に保存されます。[UUnnddoo iimmppoorrtt ((イインンポポーートトのの
取取りり消消しし))] オプションを選択すると、カード所持者データとすべてのハードウェア設定が、最後
にカード所持者をインポートした前の状態にリセットされます。

1. [AAcccceessss MMaannaaggeemmeenntt ((アアククセセスス管管理理))] タブで、[IImmppoorrtt aanndd eexxppoorrtt ((イインンポポーートトととエエクク
ススポポーートト))] をクリックします。

2. [UUnnddoo iimmppoorrtt ((イインンポポーートトのの取取りり消消しし))] をクリックします。
3. [YYeess ((ははいい))] をクリックします。

アクセス管理の設定

アクセス管理ダッシュボードで使用するカード所持者フィールドをカスタマイズする手順は、以
下のとおりです。
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1. [AAcccceessss MMaannaaggeemmeenntt ((アアククセセスス管管理理))] タブで、[SSeettttiinnggss ((設設定定))] > [CCuussttoomm ccaarrddhhoollddeerr
ffiieellddss ((カカーードド所所持持者者フフィィーールルドドををカカススタタママイイズズ))] をクリックします。

2. [++ AAdddd ((追追加加))] をクリックして名前を入力します。カスタムフィールドは最大6つまで追加
できます。

3. [追追加加] をクリックします。
設備コードを使用してアクセスコントロールシステムを検証するには:

1. [AAcccceessss MMaannaaggeemmeenntt ((アアククセセスス管管理理))] タブで、[SSeettttiinnggss ((設設定定))] > [FFaacciilliittyy ccooddee ((設設備備
ココーードド))] をクリックします。

2. [FFaacciilliittyy ccooddee oonn ((設設備備ココーードドオオンン))] を選択します。

注
識別プロファイルを設定するときは、[IInncclluuddee ffaacciilliittyy ccooddee ffoorr ccaarrdd vvaalliiddaattiioonn ((カカーードド検検証証
用用のの設設備備ココーードドをを含含めめるる))] も選択する必要があります。識別プロファイル, on page 164を参照
してください。

QRまたはモバイル認証情報を送信するための電子メールテンプレートを編集するには：

1. [AAcccceessss MMaannaaggeemmeenntt ((アアククセセスス管管理理))] タブで、[SSeettttiinnggss ((設設定定))] > [EEmmaaiill tteemmppllaatteess ((電電
子子メメーールルテテンンププレレーートト))] をクリックします。

2. テンプレートを編集し、[UUppddaattee ((更更新新))] をクリックします。

ババッッジジののテテンンププレレーートト BBEETTAA

バッジのテンプレートは、カード所持者の情報、写真、ロゴ、およびカスタムブランディングで
カスタマイズできます。新規テンプレートの作成方法:

1. [[AAcccceessss mmaannaaggeemmeenntt ((アアククセセスス管管理理))]] >> [[SSeettttiinnggss ((設設定定))]] >> [[BBaaddggee tteemmppllaatteess ((ババッッジジ
ののテテンンププレレーートト)) BETA] に移動します。

2. [[CCrreeaattee nneeww tteemmppllaattee ((テテンンププレレーートトのの新新規規作作成成))]] をクリックします。
3. [[TTeemmppllaattee nnaammee ((テテンンププレレーートト名名))]] のフィールドに名前を入力します。
4. デフォルトの印刷テンプレートとして使用するには、[[UUssee aass ddeeffaauulltt tteemmppllaattee ffoorr

pprriinnttiinngg ((デデフフォォルルトトのの印印刷刷テテンンププレレーートトととししてて使使用用))]] を選択します。

5. 以下の手順に従って、バッジのデザインをカスタマイズします。
– 表面に表示するテキストフィールド (作成したカスタムフィールドも含む) を最大5つ

選択します。印刷時には、入力済みのフィールドのみバッジに表示されます。
– テキストのフォントとカラーを選択します。
– 背景カラーまたは背景画像を追加します。
– 組織のロゴをアップロードします。
– 裏面に背景カラーまたは背景画像のいずれかを追加します。

6. [[SSaavvee ((保保存存))]] をクリックして変更を保存するか、[[SSaavvee aass ((名名前前をを付付けけてて保保存存))]] をクリッ
クして新規テンプレートとて保存します。

注
テンプレートはいったん作成すると編集できません。名前の変更のみ可能です。

ババッッジジのの印印刷刷 BBEETTAA

設定済みのバッジテンプレートを使用して、カード所持者のIDバッジを印刷できます。開始する前
に、以下をご確認ください。

• カード所持者が少なくとも1つのカード認証情報を保持していることを確認します。認証情
報がないカード所持者のバッジを印刷することはできません。

• CR80カードサイズと厚手のカード用紙などの印刷材料に対応するプリンターが必要です。
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• ブラウザの印刷設定を以下のように設定します。
– 用紙サイズをCR80またはカード寸法に合わせたカスタムサイズに設定します。
– 縦向きに設定します。
– 余白をオフにするか、最小に設定します。

以下の手順に従って、バッジを印刷します。

1. [[AAcccceessss mmaannaaggeemmeenntt ((アアククセセスス管管理理))]] >> [[CCaarrddhhoollddeerr mmaannaaggeemmeenntt ((カカーードド所所持持者者のの管管
理理))]] >> [[CCaarrddhhoollddeerrss ((カカーードド所所持持者者))]] に移動します。

2. 1名または複数のカード所持者を選択します。
3. [[PPrriinntt bbaaddggee ((ババッッジジのの印印刷刷)) BETA] をクリックします。

4. [[SSeelleecctt tteemmppllaattee ((テテンンププレレーートトのの選選択択))]] をクリックし、[[TTeemmppllaattee ((テテンンププレレーートト))]] のド
ロップダウンメニューから使用するバッジテンプレートを選択します。

5. カード所持者が複数のカード認証情報を持っている場合、[[CCaarrdd ((カカーードド))]] のドロップダウ
ンメニューから1つ選択します。

6. [PPrriinntt ((印印刷刷))] をクリックします。

注
お使いのプリンターが両面印刷に対応していない場合、まず表面のページをすべて印刷した
後、カードの束を裏返してトレイに再びセットし、裏面のページを印刷してください。
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System Health MonitoringBETA

[System Health Monitoring (システムの健全性監視)]タブで、同じネットワーク上の1つ以上の
AXIS Camera Station Proシステムからの健全性データを監視できます。

別のネットワーク上のシステムを管理している場合、My Systemsのサーバー監視は、クラウド経
由で同じ機能を提供します。

アクセスできる装置とシステムの概要を表示し
ます。在庫, on page 191を参照してください。

監視対象システムからの各カメラのストレージ
の概要と録画の詳細を表示します。ストレー
ジ, on page 192を参照してください。

監視対象システムからのSystem Health
Monitoringログを表示します。通知, on page
193を参照してください。

制限事項

• AXIS S3008 Recorderでは、録画用のストレージ容量を監視することはできません。
• 通知設定はローカルのSystem Health Monitoringサーバーにのみ影響します。

• 連続録画または動きをトリガーとした録画を除く録画には、録画タイプとして [NNoonnee ((なな
しし))] のフラグが付けられます。

ワークフロー

1. System Health MonitoringBETAの設定, on page 174
1.1. 通知を設定する。通知, on page 175を参照してください。
1.2. マルチシステムを設定します。マルチシステム, on page 176を参照してください。

2. AXIS Camera Station Proシステムからのヘルスデータを監視します。
2.1. 在庫, on page 191
2.2. ストレージ, on page 192
2.3. 通知, on page 193

在庫

インベントリページには、アクセスできる装置とシステムの概要が表示されます。

1. [[SSyysstteemm HHeeaalltthh MMoonniittoorriinngg ((シシスステテムムのの健健全全性性監監視視))BBEETTAA]]タブで、 をクリックしま
す。

2. システムの概要を表示するには、[AAXXIISS CCaammeerraa SSttaattiioonn] をクリックします。
右側のパネルに、システムとサーバーの詳細を含む情報が表示されます。

3. システム内の装置の概要を表示するには、リスト内の装置をクリックします。
右側のパネルに、装置の詳細とストレージの情報 (ビデオソースが含まれている場合) が表
示されます。

4. システムレポートをダウンロードするには、[CCrreeaattee rreeppoorrtt ((レレポポーートトのの作作成成))] ドロップダ
ウンメニューから [AAXXIISS CCaammeerraa SSttaattiioonn ssyysstteemm rreeppoorrtt ((AAXXIISS CCaammeerraa SSttaattiioonnシシスステテムムレレ
ポポーートト))] を選択します。システムレポート, on page 205を参照してください。

5. System Health Monitoringレポートをダウンロードするには:
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5.1. [CCrreeaattee rreeppoorrtt ((レレポポーートトのの作作成成))] ドロップダウンメニューから、[SSyysstteemm HHeeaalltthh
MMoonniittoorriinngg rreeppoorrtt ((SSyysstteemm HHeeaalltthh MMoonniittoorriinnggレレポポーートト))] を選択します。

5.2. レポートにデータベースを含めるには、[IInncclluuddee aallll ddaattaabbaasseess ((すすべべててののデデーータタ
ベベーーススをを含含めめるる))] を選択し、[DDoowwnnllooaadd ((ダダウウンンロローードド))] をクリックします。

5.3. レポートが生成されたら、クリックして保存します。

ストレージ

ストレージページには、監視対象システムからの各カメラのストレージの概要と録画の詳細が表
示されます。列見出しをクリックすると、列の値を基準にしてデータが並べ替えられます。

1. [[SSyysstteemm HHeeaalltthh MMoonniittoorriinngg ((シシスステテムムのの健健全全性性監監視視))BBEETTAA]]タブで、 をクリックしま
す。

2. マルチシステムヘルスデータを監視するときは、ドロップダウンメニューからシステムを
選択します。

概概要要

ステータス ストレージのステータス。ストレージの設定, on page 74を参照して
ください。

場所 ストレージのパスと名前。

合計 ストレージ容量の合計です。これは、保存先のWindowsプロパティ
で表示される [合計サイズ] と同じです。

割り当て済み 録画に割り当てられた最大ストレージ容量。

使用中 現在録画データが使用しているストレージ容量。

最終更新日 情報が最後に更新された時刻。

カカメメララ

ステータス (空白):標準状態。

警告アイコン:保存期間を満たしていません。

情報アイコン:カメラの録画が短すぎるため、保存期間が満たされて
いません

名称 カメラ名。

録画タイプ カメラに適用される録画タイプ。

保存期間の設定 [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[SSttoorraaggee ((スストトレレーージジ))]] >> [[SSeelleeccttiioonn ((選選
択択))]] でカメラに設定された保存期間。

現在の保存期間 カメラからストレージに録画が保存されている日数。

最も古い録画 カメラからストレージに保存されている最も古い録画の時刻。

最新の録画 カメラからストレージに保存されている最も新しい録画の時刻。

場所 カメラが使用するストレージの場所。

使用済みストレージ このカメラが録画に使用するストレージの量。

最終更新日 情報が最後に更新された時刻。
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通知

通知ページには、監視対象システムからのSystem Health Monitoringログが表示されます。列見出
しをクリックすると、列の値を基準にしてデータが並べ替えられます。

[[SSyysstteemm HHeeaalltthh MMoonniittoorriinngg ((シシスステテムムのの健健全全性性監監視視))BBEETTAA]]タブで、 をクリックします。

検検出出認認識識時時間間

通知を送信しました 通知が送信された時刻。

アイテム device downによってトリガーされた通知の場合はデバイス名が表
示され、system downによってトリガーされた場合はsystemが表
示されます。

システム イベントが発生するシステムの名前。

ルール 通知をトリガーしたルール。System downまたはDevice down

検出 問題が検出された時刻。

解決 問題が解決された時刻。
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ホットキー

[ホットキー] タブには、使用可能なホットキーが表示されます。ホットキーのタイプは、AXIS
Camera Station Proの制御に何を使用するかによって異なります。

• キーボードのキーの組み合わせ
• キーパッドのキーの組み合わせ
• ジョイスティックボタン
• ジョグダイアルボタン

接続済みのサーバーからカメラまたはビューが切断されると、関連付けられているホットキーも
削除されます。

システムではホットキーは次のカテゴリに分類されます。

• カメラ
• デバイスの管理
• カメラに移動する
• ビューに移動する
• ナビゲーション
• PTZプリセット
• 録画
• シーケンス
• 分割ビュー
• タブ
• その他

[Navigate to cameras (カメラに移動)] および [Navigate to views (ビューに移動)] カテゴリのアク
ションに手動で割り当てる必要があります。

注
• ホットキーを追加または編集するときに、そのホットキーが別のアクションですでに使用

されている場合、警告アイコンが表示されます。マウスを警告アイコンに合わせると、競
合するアクションが表示されます。キャンセルするには、ESCキーを押します。ENTERキー
を押すと、そのホットキーが使用されるようになり、競合するホットキーが自動的に削除
されます。

• 複数のサーバーに接続している場合、[カメラに移動] カテゴリと [ビューに移動] カテゴリ
には、接続済みのサーバー上のカメラとビューも一覧表示されます。
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ホホッットトキキーーのの割割りり当当てて アクションのキーボード値がない場合は、その
空の値をクリックすると、ホットキーをこのア
クションで追加できます。

• キーボードでホットキーを追加するに
は、CTRLキー1つ以上のキー、または
ファンクションキーF2～F12を押しま
す。

• キーパッドのホットキーを追加する場
合は、数値キーの組み合わせを押す
か、F1～F5のいずれかのファンクショ
ンキーを押します。

• ジョイスティックまたはジョグダイア
ルでホットキーを追加する場合は、ア
クションに割り当てるジョイスティッ
クまたはジョグダイアルボタンを押し
ます。

ホホッットトキキーーのの編編集集 アクションのキーボード値をクリックし、値を
編集します。

ホホッットトキキーーのの削削除除 アクションのキーボード値をクリックし、値を
削除します。

をクリックすると、ホットキー表を印刷できま
す。

をクリックすると、すべてのホットキーが元の
設定にリセットされます。

Video Surveillance Control Boardのキー

ホット
キーマッ
ピング -
ジョイス
ティック

デフォルトのアクション AXIS TU9002 AXIS T8311

ボタン1 プリセット1に移動 J1 J1

ボタン2 プリセット2に移動 J2 J2

ボタン3 プリセット3に移動 J3 J3

ボタン4 プリセット4に移動 J4 J4

ボタン5 左マウスボタンをシミュ
レートする

J5 L

ボタン6 左右ボタンをシミュレート J6 R

ボタン7 分割ビュー内の前のセルを
選択

左上 -

ボタン8 分割ビュー内の次のセルを
選択

右上 -

ボタン9 前の録画に戻る -

ボタン
10

再生/一時停止 -
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ホット
キーマッ
ピング -
ジョイス
ティック

デフォルトのアクション AXIS TU9002 AXIS T8311

ボタン
11

次の録画に進む -

ボタン
12

ブックマークを追加 -

ボタン
13

ズームリング機能をデジタ
ルズームと再生速度コント
ロールとで切り替える

M1 -

ボタン
14

ライブ/録画の切り替え M2 -

ボタン
15

前のフレームに戻る 左上の切り替え -

ボタン
16

次のフレームに進める 右上の切り替え -

ホット
キーマッ
ピング -
キーパッ
ド

デフォルトのアクション AXIS TU9003 AXIS T8312

A ビューを開く

B 次のカメラ/ビューに移動
する

ALT+B 前のカメラ/ビューに移動
する

Alt+ -

タブ 次のタブに移動する -

ALT
+TAB

前のタブに移動する Alt+ -

C - -

D - -

E - -

プラス
(+)

より遠くにフォーカスする ++ -

マイナス
(-)

より近くにフォーカスする -- -

F2 ホットキーを開く F2 F2

F4 ログを開く F4 F4

F5 バージョン F5 F5

F10 オートフォーカス F10 -
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ホットキー
マッピング -
ジョグ

デフォルトのアクション AXIS T8313

ジョグ1 エクスポートマーカーを表示または非
表示にする

L

ジョグ2 ブックマークを追加

ジョグ3 前の録画に戻る

ジョグ4 再生/一時停止

ジョグ5 次の録画に進む

ジョグ6 ライブ/録画の切り替え R

注
AXIS T8311 Video Surveillance Joystickは、ジョイスティックボタン7～10をサポートしていませ
ん。
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ログ

[Logs (ログ)] タブには、デフォルトで、ライブアラーム、イベント、監査ログなどのライブログが
表示されます。以前のログも検索できます。ログを保存する日数は、[CCoonnffiigguurraattiioonn >> SSeerrvveerr >>
sseettttiinnggss ((設設定定 >> ササーーババーー >> 設設定定))] で設定できます。

時時間間 操作の日付と時刻。

タタイイププ 操作のタイプで、アラーム、イベント、または監査です。

カカテテゴゴリリーー 操作のカテゴリー。

メメッッセセーージジ 操作の簡単な説明。

ユユーーザザーー AXIS Camera Station Pro アクションを実行するユーザー。

ココンンピピュューータターー AXIS Camera Station Proがインストールされているコンピューター
(Windowsドメイン名)。

WWiinnddoowwssユユーー
ザザーー

AXIS Camera Station Proを管理するWindowsユーザー。

ササーーババーー 複数のサーバーに接続する場合にのみ表示されます。

操作を実行するサーバーです。

ココンンポポーーネネンントト ログが生成されるコンポーネントです。

ロロググをを検検索索

1. [ログ] タブの [LLoogg sseeaarrcchh ((ロロググ検検索索))] で [SSeeaarrcchh ((検検索索))] をクリックします。
2. フィルターボックスにキーワードを入力します。AXIS Camera Station ProはTTiimmee ((時時間間)) を

除くログリストを検索し、すべてのキーワードを含む検索結果を表示します。サポート対
象の検索演算子については、検索の最適化, on page 43を参照してください。

3. [FFiilltteerr ((フフィィルルタターー))] で、[AAllaarrmmss ((アアララーームム))]、[AAuuddiittss ((監監査査))] 、または [EEvveennttss ((イイベベンン
トト))] を選択します。

4. カレンダーから日付または日付の範囲を選択します。
5. ドロップダウンメニューから [SSttaarrtt ttiimmee ((開開始始時時刻刻))]、[EEnndd ttiimmee ((終終了了時時刻刻))] を選択しま

す。
6. [検検索索] をクリックします。

アアララーームムロロググ

アラームログでは、システムアラームと、ルールや動体検知によって生成されたアラームがリス
トに表示されます。リストには、アラームの日付と時刻、アラームのカテゴリ、アラームのメッ
セージも示されます。アラームを参照してください。

アラームを選択し、 をクリックすると、
[Recordings (録画)]タブが開き、アラームに録
画が含まれている場合は再生が開始されます。

アラームを選択し、 をクリックすると、ア
ラームにアラーム手順が含まれている場合にア
ラーム手順が開きます。
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アラームを選択し、 をクリックすると、他
のクライアントにアラームが対応されたことが
通知されます。

アラームを選択し、 をクリックすると、ロ
グがテキストファイルにエクスポートされま
す。

イイベベンントトロロググ

イベントログでは、録画、トリガー、アラーム、エラー、システムメッセージなど、カメラと
サーバーのイベントがリストに表示されます。リストには、イベントの日付と時刻、イベントの

カテゴリ、イベントのメッセージも示されます。イベントを選択してツールバーの をクリッ
クすると、イベントがテキストファイルとしてエクスポートされます。

監監査査ロロググ

監査ログでは、手動録画、ビデオストリームの開始と停止、アクションルール、作成済みのド
ア、作成済みのカード所持者など、すべてのユーザー操作を閲覧できます。監査を選択してツー

ルバーの をクリックすると、監査がテキストファイルとしてエクスポートされます。
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ナンバープレート管理

AXIS Camera Station Proでナンバープレートリストを管理するには、[[LLiicceennssee ppllaattee
mmaannaaggeemmeenntt ((ナナンンババーーププレレーートト管管理理))]] タブを開きます。

このタブでは、個々のカメラまたはカメラグループごとに、3つのナンバープレートリストを編集
できます。

1. [[GGrroouuppss ((ググルルーーププ))]] と [[CCaammeerraass ((カカメメララ))]] のリストからグループまたはカメラを選択し
ます。

2. 編集するリストを選択します。編集可能な3つのリストは、デフォルトでAAllllooww ((許許可可)) リリスス
トト、BBlloocckk ((ブブロロッックク)) リリスストト、CCuussttoomm ((カカススタタムム)) リリスストトの名前が付けられています。

3. リスト名を変更するには、[[EEddiitt lliisstt nnaammee ((リリスストト名名のの編編集集))]] をクリックします。
4. [License plate (ナンバープレート)] の欄に新しいナンバープレートを入力し、説明がある場

合は [Description (説明)] の欄に入力します。[[AAdddd ((追追加加))]] をクリックしてリストに保存し
ます。

5. [[AAppppllyy ((適適用用))]] をクリックして変更を保存します。

リストに追加したナンバープレートを編集または削除するには、該当するナンバープレートを選
択し、[[EEddiitt ((編編集集))]] または [[RReemmoovvee ((削削除除))]] をクリックします。
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AXIS Audio Manager Pro

[AXIS Audio Manager Pro] タブでは、AXIS Camera Station Proから直接AXIS Audio Manager Pro
サーバーインターフェースにアクセスすることが可能です。サーバーインターフェースについて
詳しくは、AXIS Audio Manager Proユーザーマニュアルを参照してください。

このタブは、AXIS Camera Station ProでAXIS Audio Manager Proサーバーに接続した後に表示され
ます。詳しくは、AXIS Audio Manager Proを設定する, on page 172を参照してください。

重要
Secure Remote Access v2では、AXIS Audio Manager Proサーバーインターフェースにアクセス
することはできません。

統合により、以下のことも可能です。

• Audio Managerのトリガーを作成する, on page 101
• Audio Managerのアクションを作成する, on page 112

• マップに音声ゾーンを追加する。マップ, on page 21を参照してください。

• 分割ビューでページングインターフェースを使用する, on page 20
• AXIS Camera Station ProでAXIS Audio Manager Pro関連のユーザー権限を設定する。ユー

ザーまたはグループの権限, on page 139を参照してください。

• AXIS Audio Manager Proサーバーから音声デバイスを選択し、カメラに関連付けられた音
声デバイスとして設定する。ストリームプロファイルの編集, on page 53を参照してくださ
い。
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アラーム

[Alarms (アラーム)] タブは AXIS Camera Station Proクライアントの下部にあり、トリガーされたイ
ベントとシステムアラームが表示されます。アラームの作成方法については、「 アクションルー
ル」を参照してください。「データベースのメンテナンスが必要です。」というアラームの詳細
については、「 データベースのメンテナンス, on page 225」を参照してください。

時時間間 アラームが発生した時刻。

カカテテゴゴリリーー トリガーされたアラームのカテゴリー。

説説明明 アラームの簡単な説明。

ササーーババーー アラームを送信する AXIS Camera Station Pro
サーバー。複数のサーバーに接続している場合
に使用できます。

ココンンポポーーネネンントト アラームをトリガーするコンポーネントです。

アラーム手順を表示します。アラームにアラー
ム手順が含まれている場合にのみ使用できま
す。

録画に移動します。アラームに録画が含まれて
いる場合にのみ使用できます。

選択したアラームを確認する

アラームを削除します。アラームを削除する前
に確認しない場合、アラームは一時的に削除さ
れるだけです。

特定のアラームに対処するには:

1. AXIS Camera Station Proクライアントの下部にある [[AAllaarrmmss aanndd TTaasskkss ((アアララーームムととタタ
ススクク))]]をクリックして[[AAllaarrmmss ((アアララーームム))]]タブを開きます。

2. 録画のあるアラームの場合は、アラームを選択し、 をクリックして、[[RReeccoorrddiinngg
aalleerrttss ((録録画画アアララーートト))]]タブで録画に移動します。

3. 録画のないアラームの場合は、ライブビューのタブを開き、アラームをダブルクリックし
て、[RReeccoorrddiinngg aalleerrttss ((録録画画アアララーートト))] タブでアラーム時刻に対応する録画を表示しま
す。

4. アラーム手順のあるアラームの場合は、アラームを選択し、 をクリックすると、アラー
ム手順が開きます。

5. アラームが対応されたことを他のクライアントに通知するには、アラームを選択し、 を
クリックします。

6. リストからアラームを削除するには、アラームを選択し、 をクリックします。
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タスク

[Tasks (タスク)] タブは AXIS Camera Station Proクライアントの下部にあります。

以下のタスクは個人用であり、管理者と、タスクを開始したユーザーにのみ表示されます。

• システムレポート
• 事故レポートを作成
• 録画のエクスポート

管理者は、個人用タスクを含めて、ユーザーによって開始されたすべてのタスクを閲覧および操
作できます。

オペレーターまたは閲覧者は、以下の操作を行うことができます。

• 自分が開始したすべてのタスクと、他のユーザーによって開始された個人用以外のタスク
を閲覧する。

• 自分が開始したタスクをキャンセルまたは再試行する。再試行できるのは、事故レポート
タスクと録画のエクスポートタスクのみです。

• リスト内のすべてのタスクの結果を閲覧する。
• 完了したタスクをリストから削除する。これはローカルクライアントにのみ影響します。

名名称称 タスクの名前。

開開始始 タスクの開始時刻。

メメッッセセーージジ タスクに関するステータスまたは情報を表示します。

考えられるステータス:
• CCaanncceelliinngg ((キキャャンンセセルル中中)):タスクをキャンセルする前のクリーン

アップ処理中。
• CCaanncceelleedd ((キキャャンンセセルル済済みみ)):クリーンアップ処理が完了し、タス

クがキャンセルされました。
• EErrrroorr ((エエララーー)):タスクは完了しましたがエラーが含まれています。

たとえば、いくつかのカメラでタスクが完了していません。
• FFiinniisshheedd ((完完了了)):タスクは完了しました。
• FFiinniisshheedd dduurriinngg lloosstt ccoonnnneeccttiioonn ((接接続続のの切切断断中中にに完完了了)):サー

バー接続のダウン中にタスクが完了した場合に表示されます。タ
スクのステータスを確認できません。

• LLoosstt ccoonnnneeccttiioonn ((接接続続のの切切断断)):タスクの実行中にクライアントと
サーバーの接続が切断された場合に表示されます。タスクのス
テータスを確認できません。

• RRuunnnniinngg ((実実行行中中)):タスクを実行しています。
• PPeennddiinngg ((保保留留中中)):サーバーの他のタスクが完了するのを待ってい

ます。

オオーーナナーー タスクを開始したユーザー。

進進行行状状況況 タスクの進行状況を表示します。

ササーーババーー 複数のサーバーに接続している場合に使用できます。タスクを実行する
AXIS Camera Station Proサーバーを表示します。

1つ以上のタスクに対処するには:
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1. AXIS Camera Station Proクライアントの下部にある [[AAllaarrmmss aanndd TTaasskkss ((アアララーームムととタタ
ススクク))]]をクリックし、[[TTaasskkss ((タタススクク))]]タブをクリックします。

2. タスクを選択し、いずれかのアクションをクリックします。

クリックして、[Task result (タスクの結果)] ダ
イアログを表示します。

クリックして、タスクをキャンセルします。

クリックして、リストからタスクを削除しま
す。

録画のエクスポートまたはインシデントレポー
トの作成時にタスクが失敗した場合にクリック
して、失敗したタスクを再試行します。

タタススククのの結結果果

タスクが複数のデバイスで実行された場合、ダイアログは個々のデバイスについて、結果を表示
します。エラーの発生したオペレーションは、手動で確認し、設定する必要があります。

ほとんどのタスクについて詳細情報が一覧表示されます。録画のエクスポートやシステムレポー
トなどのタスクについては、タスクをダブルクリックして、ファイルが保存されているフォル
ダーを開きます。

MMAACCアアドドレレスス 更新されたデバイスのMACアドレス。

AAddddrreessss ((アアドドレレスス)) 更新されたデバイスのIPアドレス。

メメッッセセーージジ タスクの実行状況に関する情報:
• FFiinniisshheedd ((完完了了)):正常に終了したタスク。
• EErrrroorr ((エエララーー)):完了に失敗した装置のタスク。
• CCaanncceelleedd ((キキャャンンセセルル済済みみ)):完了前にキャンセルされたタスク。

説説明明 タスクに関する情報。

実行したタスクのタイプに応じて、次の詳細情報が一覧表示されます。

新新ししいいアアドドレレスス デバイスに新たに割り当てられたIPアドレス。

アアククシショョンンルルーールル デバイスのファームウェアバージョンと製品名。

詳詳細細 元のデバイスのシリアル番号とIPアドレス、および、新しいデバイスの
シリアル番号とIPアドレス。

参参照照IIDD 事故レポートの参照ID。
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レポートの作成

クライアント用設定シート

クライアント用設定シートは、トラブルシューティングの実行やサポートへの連絡時に役立ちま
す。

クライアントシステム設定の概要を含むHTML形式のレポートを表示するには、以下の手順に従い
ます。

1. [CCoonnffiigguurraattiioonn ((設設定定))] > [SSeerrvveerr ((ササーーババーー))] > [DDiiaaggnnoossttiiccss ((診診断断))] に移動します。
2. [VViieeww cclliieenntt ccoonnffiigguurraattiioonn sshheeeett ((ククラライイアアンントト用用設設定定シシーートトのの表表示示))] をクリックしま

す。

サーバー用設定シート

このサーバー用設定シートには、一般的な設定情報のほか、アクションルール、スケジュール、
録画ストレージ、補助デバイス、ライセンスを含むカメラの設定に関する情報が含まれます。サ
ポートに連絡する際、このシートがトラブルシューティングに役立ちます。

サーバーシステム設定の概要を含むHTML形式のレポートを表示するには、以下の手順に従いま
す。

1. [CCoonnffiigguurraattiioonn ((設設定定))] > [SSeerrvveerr ((ササーーババーー))] > [DDiiaaggnnoossttiiccss ((診診断断))] に移動します。
2. [VViieeww sseerrvveerr ccoonnffiigguurraattiioonn sshheeeett ((ササーーババーー用用設設定定シシーートトのの表表示示))] をクリックします。

システムレポート

システムレポートは、ご使用のシステムをAxisのカスタマーサポートが分析するとき役立つ、各種
パラメーターやログファイルの入った.zipファイルです。

カスタマーサポートにお問い合わせの際は、必ずシステムレポートを作成しておいてください。

システムレポートを生成するには:

1. 右上のメニューに移動します。
2. [HHeellpp ((ヘヘルルププ))] > [SSyysstteemm rreeppoorrtt ((シシスステテムムレレポポーートト))] をクリックします。
3. 自動生成されたファイル名を変更する場合は、ファイル名を編集します。
4. [参参照照] をクリックしてシステムレポートの保存先を選択します。
5. 希望の設定を選択します。

– すぐに表示する場合は、AAuuttoommaattiiccaallllyy ooppeenn ffoollddeerr wwhheenn rreeppoorrtt iiss rreeaaddyy ((レレポポーー
トトがが生生成成さされれたたらら保保存存先先ののフフォォルルダダーーをを自自動動的的にに開開くく)) を選択します。

– 録画やシステムデータの詳細情報を追加する場合は、IInncclluuddee aallll ddaattaabbaasseess ((すすべべてて
ののデデーータタベベーーススをを含含むむ)) を選択します。

– システムレポートの分析を簡易化する場合は、IInncclluuddee ssccrreeeennsshhoottss ooff aallll mmoonniittoorrss
((すすべべててののモモニニタターーののススククリリーーンンシショョッットトをを含含むむ)) を選択します。

6. [[OOKK]]をクリックします。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。
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システムレポートを生成する

AXIS Installation Verifier

AXIS Installation Verifierは、システム内のすべての装置が完全に機能することを検証するインス
トール後のパフォーマンステストを開始します。テストの実行は約20分かかります。

テスト

NNoorrmmaall ccoonnddiittiioonnss ((通通常常のの状状態態)) AXIS Camera Station Proでの現在のシステム設
定を使用したデータストリーミングとデータス
トレージのテストです。出力:合格もしくは不
合格

低低光光量量条条件件 ゲイン設定などの、標準の低光量の状態のため
に最適化された設定を使用したデータストリー
ミングとデータストレージのテストです。出
力:合格もしくは不合格

スストトレレスステテスストト システムが最大制限に達するまで、データスト
リーミングとデータストレージを段階的に増加
するテストです。出力:最大システムパフォー
マンスに関する情報

注
• AXIS Camera Application Platform 2 (ACAP 2) 以降をサポートする装置のみテストできま

す。
• テスト中、AXIS Camera Station Proはメンテナンスモードになり、すべての監視活動は一時

的に使用できなくなります。
テストを開始するには:

1. [CCoonnffiigguurraattiioonn ((設設定定))] > [SSeerrvveerr ((ササーーババーー))] > [DDiiaaggnnoossttiiccss ((診診断断))] に移動します。
2. [OOppeenn AAXXIISS iinnssttaallllaattiioonn vveerriiffiieerr...... ((AAXXIISS iinnssttaallllaattiioonn vveerriiffiieerrをを開開くく......))] をクリックしま

す。
3. [開開始始] をクリックします。
4. テスト終了後、[VViieeww rreeppoorrtt ((レレポポーートトのの表表示示))] をクリックするとレポートを表示でき、

[SSaavvee rreeppoorrtt ((レレポポーートトのの保保存存))] をクリックすると保存できます。

資産の一覧

ビデオ管理システムの資産の一覧をエクスポートできます。資産の一覧には、次の名前、タイ
プ、モデル、ステータス、およびシリアル番号が含まれます。

• 接続されているすべてのサーバー
• 接続されているすべての装置
• 複数のターミナルへの接続時に資産の一覧をエクスポートするクライアントターミナル

資産の一覧をエクスポートするには:

1. >> [[OOtthheerr ((そそのの他他))]] >> [[AAsssseett lliisstt ((資資産産のの一一覧覧))]]に移動します。
2. [エエククススポポーートト] をクリックします。
3. ファイルの場所を選択し、[保保存存] をクリックします。
4. [LLaatteesstt eexxppoorrtt ((最最新新ののエエククススポポーートト))] で、ファイルへのリンクが表示または更新されま

す。
5. リンクをクリックして、ファイルの場所に移動します。
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装着式の設定

装着式システムと接続するには、接続ファイルを作成する必要があります。Axis装着式システムの
設定を参照してください。

注
接続ファイルを作成する前に、サーバーのIPアドレスが変更された場合、またはAXIS Camera
Stationが5.33より前のバージョンからアップグレードされた場合は、サーバー証明書を更新し
てください。証明書の更新方法については、証明書, on page 141を参照してください。

接続ファイルを作成するには:

1. >> [[OOtthheerr ((そそのの他他))]] >> [[BBooddyy wwoorrnn sseettttiinnggss ((装装着着式式のの設設定定))]]に移動します。

2. 装着式システムに表示されているデフォルトのサイト名を変更するには、新しい名前を入
力します。

3. [エエククススポポーートト] をクリックします。
4. [LLaatteesstt eexxppoorrtt ((最最新新ののエエククススポポーートト))] で、ファイルへのリンクが表示または更新されま

す。
5. リンクをクリックして、ファイルの場所に移動します。

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

Axis装着式システムの設定

このビデオを見るには、このドキュメントのWebバージョンにアク
セスしてください。

AXIS Body Worn Cameraの録画の再生とエクスポート

Axisサービスのステータス

Axisオンラインサービスのステータスを表示するには、以下の手順に従います。

1. [CCoonnffiigguurraattiioonn ((設設定定))] > [SSeerrvveerr ((ササーーババーー))] > [DDiiaaggnnoossttiiccss ((診診断断))] に移動します。
2. [VViieeww ssttaattuuss ooff AAxxiiss sseerrvviicceess ((AAxxiissササーービビススののスステテーータタススのの表表示示))] をクリックします。

AXIS Camera Station Pro
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AXIS Camera Station Pro Service Control

サーバーは、AXIS Camera Station Pro Service Controlを使用して開始と停止、設定の変更を行いま
す。これは、設置が完了した後で自動的に起動します。サーバーコンピューターが再起動した場
合、Service Controlは約2分以内に自動的に再起動します。Windowsの通知エリアにあるアイコン
がサービスのステータスを示します。

アイコンを右クリックし、[OOppeenn AAXXIISS CCaammeerraa SSttaattiioonn SSeerrvviiccee CCoonnttrrooll ((AAXXIISS CCaammeerraa SSttaattiioonn
SSeerrvviiccee CCoonnttrroollをを開開くく))]、[SSttaarrtt SSeerrvviiccee ((ササーービビススのの開開始始))]、[SSttoopp SSeerrvviiccee ((ササーービビススのの停停止止))]、
[RReessttaarrtt SSeerrvviiccee ((ササーービビススのの再再起起動動))]、または [EExxiitt ((終終了了))] を選択します。

[スタート] メニューからService Controlを開くには:

[SSttaarrtt ((ススタターートト))] メニューに移動し、[AAllll PPrrooggrraammss >> TToooollss >> SSeerrvviiccee CCoonnttrrooll ((すすべべててののププロロググ
ララムム >> ツツーールル >> SSeerrvviiccee CCoonnttrrooll))] を選択します。
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動作中

起動中

停止
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MMooddiiffyy SSeettttiinnggss ((設設定定のの変変更更)) サーバー設定を変更できるようにする場合に選
択します。

RReessttoorree DDeeffaauulltt SSeettttiinnggss ((デデフフォォルルトト設設定定にに
戻戻すす))

クリックすると、すべての設定が元のデフォル
ト設定に戻ります。

開開始始 クリックして、サーバーのステータスを変更し
ます。

停停止止

再再起起動動 クリックして、サーバーを再起動します。

概要

AXIS Camera Station Pro Service Controlで、[MMooddiiffyy sseettttiinnggss ((設設定定をを変変更更))] を選択し、[GGeenneerraall
((全全般般))] タブをクリックして、全般サーバー設定を変更します。

ササーーババーーのの設設定定

ササーーババーー名名 サーバーの名前。サーバー名はソフトウェアク
ライアントに表示されます。デフォルトのサー
バー名は、コンピューター名です。コンピュー
ター名を変えても名前は変わりません。

WWeebb cclliieenntt ppoorrtt ((WWeebbククラライイアアンントトポポーートト)) AXIS Camera Station Webクライアントはこの
ポートを使用します。

PPoorrttss rraannggee ((ポポーートト範範囲囲)) ポートの範囲を指定します。その他のポートは
自動的に変更されます。

AAllllooww AAXXIISS CCaammeerraa SSttaattiioonn PPrroo ttoo aadddd
eexxcceeppttiioonnss ttoo tthhee WWiinnddoowwss FFiirreewwaallll ((にに
WWiinnddoowwss FFiirreewwaallllへへのの例例外外のの追追加加をを許許可可すす
るる))

ユーザーがポート範囲を変更したときに、AXIS
Camera Station ProがWindows Firewallに例外
を自動的に追加できるようにする場合は、この
オプションを選択します。

注
• サーバーとクライアントの間にNATやファイアウォールなどが存在する場合は、これらの

ポートの通過を許可するようにNATやファイアウォールを設定します。
• ポート番号は1024～65534の範囲内にあることが必要です。

ポポーートトリリスストト

次の表に、AXIS Camera Station Proが使用するポートとプロトコルを示します。最適なパフォーマ
ンスと使いやすさのために、以下のポートをファイアウォールで許可することが必要になる場合
があります。ポート番号はHTTPメインポート29200に基づいて計算しています。

AXIS Camera Station Pro サーバーは、装置の次のポートにデータを送信します。

ポポーートト 番番号号 ププロロトトココルル 入入出出力力 説説明明

メインHTTPおよ
びHTTPSポート

80および443 TCP 送信 ビデオストリー
ムと装置データ
に使用されま
す。

デフォルト
bonjourポート

5353 UDP マルチキャスト
(受信+送信)

mDNS Discovery
(Bonjour) により
装置を検知する
ために使用され
ます。マルチ
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キャスト
224.0.0.251。

デフォルトポー
トにバインドで
きない場合は、
別のアプリケー
ションがその
ポートを使用し
ており、共有を
拒否している可
能性がありま
す。その場合
は、ランダムな
ポートが使用さ
れます。ランダ
ムポートを使用
する場合、
Bonjourはリンク
ローカルアドレ
スを使用する装
置を検知しませ
ん。

デフォルトSSDP
ポート

1900 UDP マルチキャスト
(受信+送信)

SSDP (UPNP) に
より装置を検知
するために使用
されます。

マルチキャスト
239.255.255.25-
0。

デフォルトWS-
Discoveryポート

3702 UDP マルチキャスト
(受信+送信)

Onvif装置の検知
に使用されるWS-
Discovery Web
サービス検知。

マルチキャスト
239.255.255.25-
0。

Secure Remote Access v2使用時のドメインと必要なポート:

名名前前ままたたははタタイイ
ププ

AAddddrreessss ((アアドドレレ
スス))

ポポーートト番番号号 ププロロトトココルル DDiirreeccttiioonn ((方方向向))

SRA v2 - MyAxis
サインイン

https://eu.login.
connect.axis.com

443 TCP 受信および送信

SRA v2 - クラウド
サービス通信

https://eu.cs.
connect.axis.com

443 TCP 受信および送信

SRA v2 - クラウド
サービスAPI通信

https://api.vms.
axis.cloud

443 TCP 受信および送信

P2Pプロキシおよ
びWebRTCコン
ポーネント通信

wss://signaling.
prod.webrtc.
connect.axis.com

443 TCP 受信および送信
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P2Pプロキシおよ
びWebRTCコン
ポーネント通信

https://*.turn.
prod.webrtc.
connect.axis.com

* は動的です。地
域と非静的な
サーバーIDの組
み合わせで構成
されます。

443, 3478, 5349,
49152-65535

TCP 受信および送信

EdgeHostコン
ポーネント

75.2.119.140 443, 8443 - 受信および送信

EdgeHostコン
ポーネント

99.83.133.42 443, 8443 - 受信および送信

EdgeHostコン
ポーネント

cep.connect.axis.
com

443, 8443 - 受信および送信

AXIS Camera Station Pro サーバーは、次のポートでクライアントからデータを受信します。

ポポーートト 番番号号 ププロロトトココルル 入入出出力力 通通信信 説説明明

HTTPストリー
ミングポート

29200 TCP 受信 サーバーとク
ライアント

ビデオ、音
声、メタデー
タストリーム
(AES暗号化)
に使用されま
す。

メインTCP
ポート

29202 TCP 受信 サーバーとク
ライアント

HTTPストリー
ミングポート
から+2オフ
セット。

アプリケー
ションデータ
に使用されま
す (TLS 1.2暗
号化)。

API Webサー
バーポート

29204 TCP 受信 サーバーとモ
バイルアプリ

HTTPストリー
ミングポート
から+4オフ
セット。

MP4 over
HTTPSを利用
するアプリ
ケーション
データおよび
ビデオスト
リームに使用
されます。

APIメディア
ポート

29205 TCP 受信 サーバーとモ
バイルアプリ

HTTPストリー
ミングポート
から+5オフ
セット。
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RTSP over
HTTPを利用す
るビデオスト
リームに使用
されます。

ローカルプロ
キシHTTPポー
ト

29206 TCP 受信 サーバーの内
部通信

HTTPストリー
ミングポート
から+6オフ
セット
(-
ServerPortPar-
ser)。

API Webサー
バーポート
(-
RemoteFaca-
deBinder) か
ら+2オフセッ
ト。

AXIS Camera
Station Pro
サーバーコン
ピューターで
内部でのみア
クセス可能で
す。

不明な問題に
対する回避策
ポート。モバ
イルアプリは
SRAモジュー
ルを呼び出し
ます。SRAモ
ジュールは
HTTPSを受信
し、HTTPに変
換して、ロー
カルプロキシ
のHTTPポート
とAPIメディ
アポートに再
送信します。

Webプロキシ
エンドポイン
トポート

29207 TCP 受信 サーバーとコ
ンポーネント

HTTPストリー
ミングポート
から+7オフ
セット。

コンポーネン
トと装置間の
安全な通信に
使用されま
す。

その他のポート
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ポポーートト 番番号号 ププロロトトココルル 入入出出力力 通通信信 説説明明

インターネッ
トHTTPS

80および443 TCP 送信 クライアント
とサーバーか
らインター
ネットへ

ライセンスの
アクティブ
化、ファーム
ウェアのダウ
ンロード、接
続中のサービ
スなどに使用
されます。

サーバーTCP
ストリーミン
グポート

29198 TCP 受信 サーバーと装
置

HTTPストリー
ミングポート
から-2オフ
セット。

アップグレー
ドステータス
UDPポート

15156 UDP 受信+送信 サーバーと
Service
Control

AXIS Camera
Station Pro
Service
Controlはこの
ポートで待ち
受け、サー
バーは進行中
のアップグ
レードのス
テータスをブ
ロードキャス
トします。

コンポーネント用に予約されたポート

ココンンポポーー
ネネンントト

イインンタターー
フフェェーースス
ででリリッッスス
ンン

ポポーートト 番番号号 ププロロトトココ
ルル

入入出出力力 通通信信 説説明明

Secure
Entry

Localhost
(127.0.0.1)

Webサー
バーポー
ト

29214 HTTPS 受信 クライア
ント
([Access
manage-
ment (ア
クセス管
理)] タブ)
とコン
ポーネン
ト

HTTPスト
リーミン
グポート
から+14
オフセッ
ト。

古いイン
ストール
ではポー
ト8081が
使用され
ていまし
た。

Secure
Entry

すべて
(0.0.0.0/
INADDR_
ANY)

Webサー
バーポー
ト

29215 HTTPS 受信 メイン
サーバー
とサブ
サーバー

HTTPスト
リーミン
グポート
から+15
オフセッ
ト。

マルチ
サーバー
設定でメ
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ココンンポポーー
ネネンントト

イインンタターー
フフェェーースス
ででリリッッスス
ンン

ポポーートト 番番号号 ププロロトトココ
ルル

入入出出力力 通通信信 説説明明

インサー
バーとサ
ブサー
バー間の
通信に使
用しま
す。

システム
の健全性
監視

すべて
(0.0.0.0/
INADDR_
ANY)

Webサー
バーポー
ト

29216 HTTPS 受信 クライア
ント
([System
Health
Monitori-
ng] タブ)
とコン
ポーネン
ト

HTTPスト
リーミン
グポート
から+16
オフセッ
ト。

System
Health
Monitori-
ng Web
ページを
ホスト
し、マル
チシステ
ム設定で
データを
共有する
ために使
用されま
す。

System
Health
Monitori-
ngクラウ
ドサービ
ス

localhost Webサー
バーポー
ト

29217 HTTPS 受信 AXIS
Camera
Station
Pro (Web
ページ) お
よび
CloudSer-
viceバッ
クエンド
(プラグイ
ン)

HTTPスト
リーミン
グポート
から+17
オフセッ
ト。

システム
健全性の
監視クラ
ウドサー
ビスに使
用され
て、シス
テムの健
全性監視
を有効に
します。

スマート
検索2

localhost Webサー
バーポー
ト

29218 HTTPS 受信 クライア
ント ([ス
マート検
索] タブ)
とコン
ポーネン
ト

HTTPスト
リーミン
グポート
から+18
オフセッ
ト。
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ココンンポポーー
ネネンントト

イインンタターー
フフェェーースス
ででリリッッスス
ンン

ポポーートト 番番号号 ププロロトトココ
ルル

入入出出力力 通通信信 説説明明

Smart
Search
APIをホス
トし、ク
ライアン
トにWeb
ページを
提供する
ために使
用されま
す。

VMS API
コア

127.0.0.1,
::1

GraphQL
API

29219 GraphQL 受信 VMS API
および
GraphQL
クライア
ント

HTTPスト
リーミン
グポート
から+19
オフセッ
ト。ACS
を
GraphQL
APIとして
クライア
ントに公
開するた
めに使用
されま
す。

VMS API
認証

127.0.0.1 認証 29220 gRPC 受信 VMS API
コアおよ
び認証

HTTPスト
リーミン
グポート
から+20
オフセッ
ト。VMS
APIコアに
よってク
ライアン
トを認証
するため
に使用さ
れます。

VMS API
acsリゾル
バー

127.0.0.1 ACSリゾ
ルバー

29221 gRPC 受信 VMS API
コアおよ
びACSリ
ゾルバー

HTTPスト
リーミン
グポート
から+21
オフセッ
ト。VMS
APIコアに
よってカ
メラ情報
を取得す
るために
使用され
ます。
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ココンンポポーー
ネネンントト

イインンタターー
フフェェーースス
ででリリッッスス
ンン

ポポーートト 番番号号 ププロロトトココ
ルル

入入出出力力 通通信信 説説明明

29222 将来の使
用のため
に予約。

Webクラ
イアント

localhost Webサー
バーポー
ト

29223 HTTPS 受信 WebClie-
ntから
VMS API/
組み込み
可能クラ
イアント
へ

HTTPスト
リーミン
グポート
から+23
オフセッ
ト。バッ
クエンド
はVMS
APIの前で
プロキシ
として機
能しま
す。設定
可能。

埋め込み
可能クラ
イアント

localhost Webサー
バーポー
ト

29224 HTTPS 受信 組み込み
可能クラ
イアント
からVMS
API/
WebRTC
Streamer/
Signaling
Serverへ

HTTPスト
リーミン
グポート
から+24
オフセッ
ト。バッ
クエンド
はVMS
APIの前で
プロキシ
として機
能しま
す。

Webクラ
イアント
の設定

localhost Webサー
バーポー
ト

29225 HTTPS 受信 AXIS
Camera
Station
Pro クラ
イアント
(Webペー
ジ)

HTTPスト
リーミン
グポート
から+25
オフセッ
ト。Web
クライア
ント設定
Webペー
ジとバッ
クエンド
をホスト
するため
に使用さ
れます。

埋め込み
可能クラ
イアント
の設定

localhost Webサー
バーポー
ト

29226 HTTPS 受信 AXIS
Camera
Station
Pro クラ
イアント
(Webペー
ジ)

HTTPスト
リーミン
グポート
から+26
オフセッ
ト。組み
込み可能
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ココンンポポーー
ネネンントト

イインンタターー
フフェェーースス
ででリリッッスス
ンン

ポポーートト 番番号号 ププロロトトココ
ルル

入入出出力力 通通信信 説説明明

クライア
ント設定
Webペー
ジとバッ
クエンド
をホスト
するため
に使用さ
れます。

29227 将来の使
用のため
に予約。

ローカル
ICE設定生
成プログ
ラム

localhost Webサー
バーポー
ト

29228 HTTPS 受信 Signaling
Serverか
らICE設定
生成プロ
グラムへ

HTTPスト
リーミン
グポート
から+28
オフセッ
ト。オン
プレミス
の
WebRTC
コンポー
ネントの
一部。

ローカル
WebRTC
設定

localhost Webサー
バーポー
ト

29229 HTTPS 受信 AXIS
Camera
Station
Pro クラ
イアント
(Webペー
ジ)

HTTPスト
リーミン
グポート
から+29
オフセッ
ト。
WebRTC
設定Web
ページと
バックエ
ンドをホ
ストする
ために使
用されま
す。オン
プレミス
の
WebRTC
コンポー
ネントの
一部。

ローカル
TURNサー
バー

localhost coturn
サーバー
ポート

29230 UDP 受信/送信 組み込み
可能なク
ライアン
ト/
WebClie-
nt ↔

HTTPスト
リーミン
グポート
から+30
オフセッ
ト。ACS
オンプレ

AXIS Camera Station Pro



219

ココンンポポーー
ネネンントト

イインンタターー
フフェェーースス
ででリリッッスス
ンン

ポポーートト 番番号号 ププロロトトココ
ルル

入入出出力力 通通信信 説説明明

TURNサー
バー

ミスの
「シング
ルポート
WebRT-
C」に使
用されま
す。

29231 将来の使
用のため
に予約。

ローカル
IAM (IDP)

0.0.0.0 IDP_OIDC
(公開)

29232 HTTPS 受信 リバース
プロキシ
とローカ
ルIAM

HTTPスト
リーミン
グポート
から+32
オフセッ
ト。

公開ポー
ト。

ローカル
IAM (IDP)

0.0.0.0 MTLS (管
理者)

29233 HTTPS 受信 サード
パーティ
サービス

HTTPスト
リーミン
グポート
から+33
オフセッ
ト。

管理者
ポート。

ローカル
IAM (IDP)

127.0.0.1 トークナ
イザー

29234 HTTPS 受信 サード
パーティ
サービス

HTTPスト
リーミン
グポート
から+34
オフセッ
ト。

トークナ
イザー
ポート。

WebRTC localhost オンボー
ドAPI

29235 HTTPS 受信 クラウド
コンポー
ネント

HTTPスト
リーミン
グポート
から+35
オフセッ
ト。オン
ボーディ
ングに
よって
webrtcク
ラウド接
続を設定
するため
に使用さ
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ココンンポポーー
ネネンントト

イインンタターー
フフェェーースス
ででリリッッスス
ンン

ポポーートト 番番号号 ププロロトトココ
ルル

入入出出力力 通通信信 説説明明

れます。
WebRTC
コンポー
ネントの
一部。

オープン
テレメト
リ

127.0.0.1 gRPC
ポート

29236 gRPC 受信 サード
パーティ
サービス

HTTPスト
リーミン
グポート
から+36
オフセッ
ト。

オープン
テレメト
リ

127.0.0.1 HTTPポー
ト

29237 HTTPS 受信 サード
パーティ
サービス

HTTPスト
リーミン
グポート
から+37
オフセッ
ト。

Audio
Manager
Pro

Webサー
バーポー
ト

29238 HTTPS 受信 サード
パーティ
統合サー
ビスおよ
びコン
ポーネン
ト

HTTPスト
リーミン
グポート
から+38
オフセッ
ト。

29239 将来の使
用のため
に予約。

29240 将来の使
用のため
に予約。

Data
Insights
Dashboa-
rd

localhost 2dpc/
3dpcプッ
シュ

レシー
バー

29241 HTTPS インバウ
ンド (外
部)

2dpcおよ
び3dpcか
らのカウ
ントデー
タを含む
プッシュ
(ポスト)
メッセー
ジの受信
者。

内部: デー
タベー
ス、
Mosquitto
ブロー
カー

HTTPスト
リーミン
グポート
から+41
オフセッ
ト。

Data
Insights

0.0.0.0 Mosquitto
ブロー
カー

29242 MQTTS インバウ
ンド (外
部)

カメライ
ベント
メッセー

HTTPスト
リーミン
グポート
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ココンンポポーー
ネネンントト

イインンタターー
フフェェーースス
ででリリッッスス
ンン

ポポーートト 番番号号 ププロロトトココ
ルル

入入出出力力 通通信信 説説明明

Dashboa-
rd

アウトバ
ウンド (外
部)

ジの受信
者。必要
に応じ
て、
MQTTブ
ローカー
のブリッ
ジ接続が
可能です
(トピック
を使用し
た多対1接
続など。
サイト設
定時に
は、プロ
サービス
でデータ
ベースの
「複製」
や負荷分
散も利用
できま
す)。

内部:レ
シーバー

から+42
オフセッ
ト。

29243 将来の使
用のため
に予約。

NATSブ
ローカー

127.0.0.1 NATS 29244 NATS 受信 AXIS
Camera
Station
Proとコン
ポーネン
ト間、お
よびコン
ポーネン
ト間

HTTPスト
リーミン
グポート
から+44
オフセッ
ト。
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ココンンポポーー
ネネンントト

イインンタターー
フフェェーースス
ででリリッッスス
ンン

ポポーートト 番番号号 ププロロトトココ
ルル

入入出出力力 通通信信 説説明明

オープン
テレメト
リ

127.0.0.1 HTTPポー
ト

29245 HTTP 受信 オープン
テレメト
リコレク
ターから
メトリッ
クを取得
するため
の監視エ
ンドポイ
ント

HTTPスト
リーミン
グポート
から+45
オフセッ
ト。

リバース
プロキシ
(Reverse-
ProxyPor-
tInternal)

すべて
(0.0.0.0/
INADDR_
ANY)

エッジホ
ストで使
用される
リバース
プロキシ
のフォー
ルバック
ポート

29248 HTTPS 受信 エッジホ
ストとリ
バースプ
ロキシ

HTTPスト
リーミン
グポート
から+48
オフセッ
ト。

データベース

デデーータタベベーーススフファァイイルル

ココアアデデーータタベベーーススフファァイイルル

AXIS Camera Station Proは、C:\ProgramData\AXIS Communications\AXIS Camera
Station Server下にコアデータベースファイルを保存します。

AXIS Camera Stationバージョン5.13より前の場合、データベースファイルは1つのみです。AACCSS..
FFDDBB。

AXIS Camera Stationバージョン5.13以降の場合、次の3つのデータベースファイルがあります。

• AACCSS..FFDDBB:このメインデータベースファイルには、装置、ビュー、権限、イベント、スト
リームプロファイルなどのシステム設定が含まれています。

• AACCSS__LLOOGGSS..FFDDBB:このログデータベースファイルにはログへの参照が含まれています。
• AACCSS__RREECCOORRDDIINNGGSS..FFDDBB:この録画データベースファイルには、メタデータと、

[CCoonnffiigguurraattiioonn >> SSttoorraaggee ((設設定定 >> スストトレレーージジ))] で指定した場所に保存されている録画へ
の参照が含まれています。AXIS Camera Station Proでは、再生中にタイムラインに録画を表
示するためにこのファイルが必要です。

ココンンポポーーネネンントトデデーータタベベーーススフファァイイルル

SSeeccuurreeEEnnttrryy..ddbb -- AXIS Secure Entryデータベースファイルには、カード所持者の写真を除くすべ
てのアクセスコントロールデータが含まれています。保存先はC:\ProgramData\Axis
Communications\AXIS Camera Station\Components\AXIS Secure Entry\INTERNAL
\main_dbです。

ssmmaarrttSSeeaarrcchh..ssqqlliittee33 -- スマート検索データベースファイルには、カメラの設定と保存された検索
フィルターが含まれています。保存先はC:\ProgramData\Axis Communications\AXIS
Smart Search\dataです。
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デデーータタベベーーススのの設設定定

データベースのバックアップは毎晩および各システムアップグレードの前に作成されます。AXIS
Camera Station Pro Service Controlで、[MMooddiiffyy sseettttiinnggss ((設設定定をを変変更更))] を選択し、[DDaattaabbaassee
((デデーータタベベーースス))] をクリックして、バックアップ設定を変更します。

BBaacckkuupp ffoollddeerr ((ババッッククアアッッププフフォォルルダダーー)) [BBrroowwssee ((参参照照))] をクリックし、データベース
のバックアップを保存する場所を選択します。
AXIS Camera Station Proサーバーを再起動し
て、変更を適用します。

バックアップフォルダーのパスが正しくない場
合、または AXIS Camera Station Proがネット
ワーク共有にアクセスできない場合、バック
アップはC:\ProgramData\Axis
Communications\AXIS Camera Station
Server\backupに保存されます。

DDaayyss ttoo kkeeeepp bbaacckkuuppss ((ババッッククアアッッププのの保保存存
日日数数))

バックアップを保存する日数を設定します。1
～30の数値を使用できます。デフォルトは14
日です。

アアッッププググレレーードドのの進進捗捗状状況況 [VViieeww ddeettaaiillss ((詳詳細細のの表表示示))] をクリックして、
最新のデータベースアップグレードに関する詳
細を表示します。この詳細には、AXIS Camera
Station Pro Service Controlの最後の再起動以降
に発生したイベントが含まれます。

デデーータタベベーーススののババッッククアアッッププ

データベースには、録画やメタデータなどシステムが正常に動作するために必要な情報が格納さ
れています。

重要
• データベースに録画が保存されません。代わりに、[CCoonnffiigguurraattiioonn >> SSttoorraaggee ((設設定定 >> スス

トトレレーージジ))] で録画を保存する場所を指定します。録画を個別にバックアップします。
• AXIS Camera Station Pro Service Controlのサーバー設定とデータベース設定は保存されま

せん。

シシスステテムムババッッククアアッッププ

システムは [DDaattaabbaassee ((デデーータタベベーースス))] タブで指定されたフォルダーにシステムバックアップを自
動的に保存します。「 データベースの設定, on page 223」を参照してください。システムバック
アップには、コアデータベースファイルとコンポーネントデータベースファイルの両方が含まれ
ます。データベースファイル, on page 222を参照してください。

バックアップファイル

System_YYYY-MM-DD-HH-mm-SSSS.zip バックアップは夜間にトリガーされます。

PreUpgrade_YYYY-MM-DD-HH-mm-SSSS.
zip

バックアップはデータベース更新の前にトリ
ガーされます。

User_YYYY-MM-DD-HH-mm-SSSS.zip バックアップはストレージが取り外される前に
トリガーされます。

zipファイルには、以下のファイルがあります。
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AACCSS このフォルダーには、コアデータベースファイ
ルであるACS.FDB、ACS_LOGS.FDB、ACS_
RECORDINGS.FDBが含まれています。

ココンンポポーーネネンントト このフォルダーは、コンポーネントを使用する
場合にのみ利用できます。例えば、AXIS
Camera Station Secure Entryやスマート検索が
あります。

• wweebbrrttcc:このフォルダーにはWebRTC設
定ファイルが含まれています。

• AACCMMSSMM:このフォルダーには、AXIS
Camera Station Secure Entryデータベー
スファイルであるSecureEntry.dbや
カード所持者の写真が含まれていま
す。

• ススママーートト検検索索:このフォルダーには、ス
マート検索データベースファイルであ
るsmartSearch-backup-
yyyyMMddHHmmssfff.sqlite3が含
まれています。

Backup_Summary.txt このファイルには、バックアップに関する詳細
情報が含まれています。

メメンンテテナナンンススババッッククアアッッププ

[DDaattaabbaassee ((デデーータタベベーースス))] タブで、メンテナンスバックアップを保存するバックアップフォル
ダーを指定します。データベースの設定, on page 223を参照してください。メンテナンスバック
アップには、コアデータベースファイルが含まれ、各データベースファイルは個別のフォルダー
PreMaintenance_YYYY-MM-DD-HH-mm-SSSSに格納されます。

異なる方法でトリガーできます。

• AXIS Camera Station Proを更新すると自動的に。
• AXIS Camera Station Pro Service Controlからデータベースメンテナンスを手動で実行する

と。データベースのメンテナンス, on page 225を参照してください。

• Windowsタスクスケジューラーで設定された、スケジュールされたデータベースメンテナ
ンスタスクによって自動的に。ツール, on page 227を参照してください。

手手動動ババッッククアアッッププ

注
手動バックアップでは、コアデータベースファイルのみをバックアップできます。スマート検
索データベースファイルなど、コンポーネントデータベースファイルはバックアップされませ
ん。

手動バックアップには2つの方法があります。

• C:\ProgramData\AXIS Communications\AXIS Camera Station Serverに移動し、
データベースファイルのコピーを作成します。

• すべてのデータベースを含むシステムレポートを生成し、データベースのバックアップ
ファイルをコピーします。必ず [IInncclluuddee aallll ddaattaabbaasseess ((すすべべててののデデーータタベベーーススをを含含めめるる))]
を選択してください。システムレポート, on page 205を参照してください。
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デデーータタベベーーススのの復復元元

ハードウェア障害などの問題によってデータベースが失われた場合は、保存済みのバックアップ
のいずれかからデータベースをリストアできます。デフォルトでは、バックアップファイルは14
日間保存されます。データベースのバックアップの詳細については、データベースのバックアッ
プ, on page 223を参照してください。

注
データベースに録画が保存されません。代わりに、[CCoonnffiigguurraattiioonn >> SSttoorraaggee ((設設定定 >> スストト
レレーージジ))] で録画を保存する場所を指定します。録画を個別にバックアップします。

データベースを復元するには:

1. AXIS Camera Station Pro Service Controlに移動し、[SSttoopp ((停停止止))] をクリックしてサービス
を停止します。

2. データベースバックアップファイルに移動します。データベースのバックアップ, on page
223を参照してください。

3. ファイルを抽出します。
4. 解答されたフォルダー内で、AACCSS下の次のデータベースファイルをC:\ProgramData

\AXIS Communications\AXIS Camera Station Server\に保存します。
– AACCSS..FFDDBB - データベースを復元するには、このファイルをコピーする必要がありま

す。
– AACCSS__LLOOGGSS..FFDDBB - ログを復元する場合は、このファイルをコピーしてください。
– AACCSS__RREECCOORRDDIINNGGSS..FFDDBB - 録画を復元する場合は、このファイルをコピーしてくだ

さい。
5. AXIS Camera Station Secure Entryを使用する場合は、C:\ProgramData\Axis

Communications\AXIS Camera Station\Components\AXIS Secure Entryにある
RESTORE_INSTRUCTIONS.txtの手順に従ってください。

6. スマート検索を使用する場合は、smartsearchのssmmaarrttSSeeaarrcchh--bbaacckkuupp--
yyyyyyyyMMMMddddHHHHmmmmssssffffff..ssqqlliittee33をC:\ProgramData\Axis Communications\AXIS
Camera Station\Components\AXIS Smart Search\dataにコピーし、ssmmaarrttSSeeaarrcchh..
ssqqlliittee33に名前を変更します。

7. VMSウェブクライアントを使用する場合は、webrtcのすべてのファイルをC:
\ProgramData\Axis Communications\AXIS Camera Station\Components
\WebRTCにコピーしてください。

8. AXIS Camera Station Pro Service Controlに戻り、[SSttaarrtt ((開開始始))] をクリックしてサービスを
開始します。

デデーータタベベーーススののメメンンテテナナンンスス

「Database maintenance is required」というアラームが表示された場合、または停電後な
どシステムが予期せずシャットダウンした場合は、データベースのメンテナンスを実行してくだ
さい。

データベースのメンテナンスを開始するには、ツール, on page 227を参照してください。

注
AXIS Camera Station Secure Entryは、DB Janitorを使用してデータベースファイルを監視し、必
要に応じて縮小します。アクセスコントロールシステムは、まれに強制縮小が行われる場合に
一時的に利用できなくなります。

デデーータタベベーーススにに関関すするるベベスストトププララククテティィスス

問題を回避するには、以下に注意してください。
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デディィススククエエララーーののチチェェッックク -- ディスクエラーが原因で、データベースが破損するおそれがありま
す。chkdsk (Check disk、別名Error checking) などのツールを利用して、データベースに使用され
ているハードドライブで破損したセクターを探します。chkdskは定期的に実行してください。

ウウイイルルスス対対策策ソソフフトトウウェェアアとと外外部部ババッッククアアッッププ -- 一部のウイルス対策ソフトウェアはデータベー
スを破損する可能性があるため、データベースに対してウイルススキャンを実行しないでくださ
い。外部バックアップシステムを使用する場合は、現在およびアクティブなデータベースをバッ
クアップしないでください。代わりに、バックアップフォルダー内のファイルからバックアップ
を作成してください。

停停電電 -- 停電などのため予期しないシャットダウンが発生すると、データベースが破損するおそれが
あります。重要なシステムでは、UPS (無停電電源装置) を使用してください。

空空きき容容量量のの不不足足 -- ハードドライブの空き容量が不足すると、データベースが破損する場合があり
ます。この問題を回避するには、十分なメモリーを搭載したコンピューターに AXIS Camera
Station Proサーバーをインストールします。ハードウェア要件については、axis.com/products/
axis-camera-station/hardware-guidelinesを参照してください。

RRAAMMメメモモリリーーのの破破損損 -- Windowsのメモリー診断を定期的に実行し、RAMメモリーでエラーを探し
てください。

証明書

証証明明書書タブでは、AXIS Camera Station Proのサーバー証明書を管理できます。現在のサーバー証明
書に関する情報を表示したり、有効期限を確認したり、新しいサーバー証明書を生成してイン
ポートしたり、現在のサーバー証明書をエクスポートしたりできます。サーバー証明書はC:
\ProgramData\Axis Communications\AXIS Camera Station Server\certsに保存されます。

ササーーババーー証証明明書書

生生成成 新しい自己署名サーバー証明書を作成します。
これにより、サーバーで使用されていた以前の
証明書が置き換えられ、有効にするにはサー
バーの再起動が必要になります。

イインンポポーートト...... サーバー証明書をファイルからインポートしま
す。対応ファイル形式はPEMとPFX/PKCS12で
す。また、サポートは2048ビット以上の鍵を
持つRSAに限定されます。

注
PEM 形式の中間証明書を含む証明書をインポートする場合、すべての中間証明書が .cer ファイ
ルに含まれている必要があります。独自の証明書を作成する場合は、インポート用の中間証明
書を準備する, on page 227を参照してください。

現現在在のの証証明明書書

クライアントが正しいサーバーに接続したことを手動で確認するために使用される、現在のサー
バー証明書に関する情報を一覧表示します。

表表示示 サーバー証明書の詳細を表示します。

エエククススポポーートト...... サーバー証明書をPFXファイルとしてエクス
ポートします。

新新規規ササーーババーー証証明明書書のの生生成成

• Windows キー + S を押して、AXIS Camera Station Pro サービス コントロールを検索して開
きます。

• 証証明明書書タブで、生生成成 をクリックし、新規サーバー証明書を生成します。
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• サーバーを再起動して、新規サーバー証明書を適用します。

イインンポポーートト用用のの中中間間証証明明書書をを準準備備すするる

中間証明書を含む証明書をAXIS Camera Station Proにインポートするには、サーバー証明書と中間
証明書を 1 つのファイルに結合します。

1. サーバー証明書の 1 つと中間証明書をノートパッドで開きます。内容は以下のように構成
されています：
cert.cer
———BEGIN CERTIFICATE———
MIIFTDCCB....
———END CERTIFICATE———

2. 1つの証明書の内容を別の証明書にコピーして貼り付け、最初の行をcombined_cert.cerに
変更します。
combined_cert.cer
———BEGIN CERTIFICATE———
MIIFTDCCB....
———END CERTIFICATE———
———BEGIN CERTIFICATE———
MIIE+zCCA+OgA.....
———END CERTIFICATE———

3. ファイルを保存します。

ツール

AXIS Camera Station Pro Service Controlで [MMooddiiffyy sseettttiinnggss ((設設定定をを変変更更))] を選択して [TToooollss
((ツツーールル))] タブをクリックすると、データベースのメンテナンスを開始したり、部分的システムレ
ポートを作成したりできます。

デデーータタベベーーススメメンンテテナナンンスス

• AXIS Camera Station Pro Service Controlを開きます。
• [TToooollss ((ツツーールル))] をクリックします。
• [DDaattaabbaassee mmaaiinnttaaiinneerr ((デデーータタベベーーススメメンンテテナナンンスス))] で、[RRuunn ((実実行行))] をクリックしま

す。
• 推定ダウンタイムが表示されます。続行するには、[ははいい] をクリックします。このプロセ

スを開始すると、キャンセルすることはできません。

注
• AXIS Camera Station Pro メンテナンス中は、サーバーと進行中のすべての録画が停止しま

す。メンテナンスが終わると、サーバーが自動的に起動します。
• メンテナンス中はコンピューターの電源を切らないでください。
• データベースのメンテナンスを実行するには、Windowsコンピューターの管理者権限が必

要です。
• データベースのメンテナンスを実行してもデータベースを回復できない場合は、Axisの技術

サポートにご連絡ください。
「Database maintenance is required (データベースのメンテナンスが必要です)」というアラーム
が表示された場合、または停電後などシステムが予期せずシャットダウンした場合は、必ずデー
タベースのメンテナンスを実行してください。

また、Windowsタスクスケジューラの AXIS Camera Station Proデータベースメンテナンスタスク
をオンにすると、データベースメンテナンスを自動で実行するようスケジュールを設定すること
もできます。トリガーを編集して、データベースメンテナンスを実行するタイミングと頻度をカ
スタマイズできます。

シシスステテムムレレポポーートト
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部分的システムレポートは、ご使用のシステムをAxisのカスタマーサポートが分析するときに役立
つ、各種パラメーターやログファイルが含まれる.zipファイルです。カスタマーサポートにお問い
合わせの際は、必ずシステムレポートを作成しておいてください。完全なシステムレポートを生

成するには、AXIS Camera Station Proクライアントで >> [[HHeellpp ((ヘヘルルププ))]] >> [[SSyysstteemm rreeppoorrtt ((シシ
スステテムムレレポポーートト))]]に移動します。

部分的システムレポートを生成するには:

1. [実実行行] をクリックします。
2. ダイアログで求められた情報を選択し、入力します。
3. [レレポポーートトをを生生成成すするる] をクリックします。

システムレポートツール

フファァイイルル名名 システムレポートのファイル名を入力します。

フフォォルルダダーー システムレポートの保存先を選択します。

AAuuttoommaattiiccaallllyy ooppeenn ffoollddeerr wwhheenn rreeppoorrtt iiss
rreeaaddyy ((レレポポーートトがが生生成成さされれたたらら保保存存先先ののフフォォ
ルルダダーーをを自自動動的的にに開開くく))

選択すると、システムレポートの準備ができた
ら自動的にフォルダーが開くようになりま
す。

IInncclluuddee ddaattaabbaassee ffiillee iinn rreeppoorrtt ((ササーーババーーレレ
ポポーートトににデデーータタベベーーススフファァイイルルをを含含めめるる))

選択すると、システムレポートにデータベース
が含まれるようになります。AXIS Camera
Station Proデータベースには、システムが正常
に動作するために必要な録画とデータに関する
情報が保存されています。

ネネッットトワワーーククののロロググ作作成成

• リンクをクリックして、ネットワークプロトコルアナライザアプリケーションをダウン
ロードします。

• インストールが完了したら、[SSttaarrtt ((開開始始))] をクリックしてアプリケーションを起動しま
す。
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トラブルシューティング

本ガイドについて

このガイドは、AXIS Camera Station Proに関連する問題とトラブルシューティング方法をまとめた
ものです。問題は関連するトピックの下に保存されており、探しているものを見つけやすくなっ
ています。トピックは、たとえば音声やライブビューなどです。問題ごとに解決策が説明されて
います。

詳詳細細情情報報

axis.com/supportにアクセスしてください。

• よく寄せられる質問
• ハードウェア要件
• ソフトウェアのアップグレード
• チュートリアル、トレーニング資料、その他の有益な情報

サーバーサービスを再起動する

AXIS Camera Station Proサーバーサービスを再起動すると、一部の一般的な問題が解決する場合が
あります。

注
• サーバーサービスの再起動にはしばらく時間がかかる場合があり、再起動をキャンセルす

る方法はありません。
• サーバーサービスの再起動中は、サーバーは利用できません。
• サーバーサービスの再起動中は、接続されているすべての装置がサーバーへの接続を失い

ます。
サーバーサービスを再起動するには、以下の手順に従います。

1. [CCoonnffiigguurraattiioonn ((設設定定))] > [SSeerrvveerr ((ササーーババーー))] > [DDiiaaggnnoossttiiccss ((診診断断))] に移動します。
2. [RReessttaarrtt AAXXIISS CCaammeerraa SSttaattiioonn sseerrvveerr sseerrvviiccee......((AAXXIISS CCaammeerraa SSttaattiioonnササーーババーーササーービビススのの

再再起起動動))] をクリックします。

AXIS Camera Station Proサービス

AAXXIISS CCaammeerraa SSttaattiioonn PPrrooササーーババーーがが頻頻繁繁にに再再起起動動すするる

サーバーが過負荷になると、タスクキューが長くなり、データベースが破損することがありま
す。

• システムのリソース管理で、AXIS Camera Station Proまたは他のアプリケーションが大量の
リソースを使用しているかどうかを確認します。

• データベースメンテナンスを実行します。ユーザーマニュアルの「データベースメンテナ
ンス AXIS Camera Station Pro」を参照してください。

上記のいずれでも問題が解決しない場合は、Axisサポートに連絡してください。報告手順, on page
246に移動します。
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ビデオ管理システムの装置

一一般般的的なな問問題題

カメラに接続できない

VMSがカメラに接続できません。一覧表示され
たカメラは追加されませんでした。

1. カメラがネットワークに接続されてお
り、電源が供給されており、カメラが
動作していることを確認してくださ
い。

2. [CCoonnffiigguurraattiioonn >> AAdddd ddeevviicceess ((設設定定 >>
デデババイイススのの追追加加))] を選択して、もう一
度カメラを追加してください。

インストールがキャンセルされました

ユーザーがインストールをキャンセルしまし
た。一覧表示されたカメラは追加されませんで
した。

カメラを追加するには、[[設設定定]] -- [[デデババイイススのの
追追加加]] を選択します。

カメラのパスワードの設定に失敗した

一覧表示されたカメラに、パスワードを設定で
きませんでした。

1. パスワードを手動で設定するには、
[[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[DDeevviicceess ((デデ
ババイイスス))]] >> [[MMaannaaggeemmeenntt ((管管理理))]] に移
動します。

2. カメラを右クリックし、[UUsseerr
MMaannaaggeemmeenntt >> SSeett ppaasssswwoorrdd ((ユユーー
ザザーー管管理理 >> パパススワワーードドをを設設定定))] を選択
します。

装装置置をを追追加加ででききなないい

装装置置がが AAXXIISS CCaammeerraa SSttaattiioonn PPrrooにに追追加加すするる前前にに別別ののシシスステテムムでで使使用用さされれてていいたた場場合合::

• 装置を工場出荷時の設定に戻します。
装置をビデオ管理システムに追加できない場合、AXIS Device Managerへの追加を試してみてくだ
さい。

追追加加すするる装装置置モモデデルルととはは別別のの装装置置モモデデルルをを追追加加ででききまますす。。

• 装置が新製品の場合や、ファームウェアが新しくリリースされたものである場合、互換性
の問題である可能性があります。必ず最新の AXIS Camera Station Proソフトウェアバー
ジョンを使用してください。

別別のの装装置置モモデデルルをを追追加加ででききなないい場場合合::

• カメラのトラブルシューティングを行い、axis.com/support/troubleshootingにアクセスし
てください。

AAXXIISS CCaammeerraa SSttaattiioonn PPrrooをを通通じじてて装装置置ののフファァーームムウウェェアアをを更更新新ででききなないい

wweebbイインンタターーフフェェーーススかかららカカメメララののアアッッププググレレーードドががででききなないい場場合合::

• カメラのトラブルシューティングを行い、axis.com/support/troubleshootingにアクセスし
てください。

すすべべててのの装装置置ででフファァーームムウウェェアアががアアッッププググレレーードドででききなないい

AXIS Camera Station Pro
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• ネットワーク接続があることを確認します。
• ネットワーク関連の問題でない場合は、AXISサポートに連絡してください。報告手順, on

page 246に移動します。

特特定定ののモモデデルルででフファァーームムウウェェアアががアアッッププググレレーードドででききなないい。。

• 互換性の問題である可能性があります。Axisサポートに連絡してください。報告手順, on
page 246に移動します。

デデババイイススがが検検出出さされれなないい

ビデオ管理システムは、ネットワークを自動的に検索して、接続済みのカメラとビデオエンコー
ダを検出しますが、カメラが見つかりません。

• カメラがネットワークに接続されており、電源が供給されていることを確認します。
• クライアント、サーバー、またはカメラが別のネットワーク上にある場合は、プロキシと

ファイアウォールの設定を行います。
– クライアントとサーバーの間にプロキシサーバーがある場合は、クライアントのプ

ロキシ設定を変更します。ユーザーマニュアルの「クライアントプロキシ設定 AXIS
Camera Station Pro」を参照してください。

– クライアントとサーバーの間にNATやセキュリティシステムがある場合は、NATや
セキュリティシステムを変更します。AXIS Camera StationのService Controlで指定
されたHTTPポート、TCP（通信制御プロトコル）ポート、ストリーミングポートが
セキュリティシステムまたはNATを通過できるようにしてください。完全なポート
リストを確認するには、AXIS Camera Station Proユーザーマニュアルのポートリス
トを参照してください。

– サーバーと装置の間にプロキシサーバーがある場合は、サーバーのプロキシ設定を
変更します。ユーザーマニュアルの「Service Control全般 AXIS Camera Station
Pro」で「プロキシ設定」セクションを参照してください。

• カメラを手動で追加するには、ユーザーマニュアルの「デバイスの追加 AXIS Camera
Station Pro」を参照してください。

「「1155秒秒後後ににカカメメララにに再再接接続続」」メメッッセセーージジのの頻頻発発

考考ええらられれるる問問題題::

• ネットワークの過負荷。
• カメラにアクセス不可能です。カメラがネットワークに接続されており、電源が供給され

ていることを確認します。
• グラフィックカードに問題があります。

ググララフフィィッッククカカーードドのの問問題題のの考考ええらられれるる対対処処法法::

• 最新のグラフィックカードドライバーをインストールします。
• より大容量のビデオメモリーを搭載した高性能なグラフィックカードにアップグレードし

ます。
• ビデオレンダリングにCPUを使用します。
• プロファイル設定を低帯域幅用に最適化するなど、映像と音声の設定を変更します。

録画

録画や再生に影響する可能性のあるパフォーマンスの問題については、ライブビュー, on page
234を参照してください。

AXIS Camera Station Pro

https://help.axis.com/axis-camera-station-pro#client-proxy-settings
https://help.axis.com/axis-camera-station-pro#port-list
https://help.axis.com/axis-camera-station-pro#port-list
https://help.axis.com/axis-camera-station-pro#service-control-general
https://help.axis.com/axis-camera-station-pro#get-started-add-devices


232

一一般般的的なな問問題題

連続録画が有効にならない

一覧表示されたカメラで連続録画がオンになっ
ていません。

1. 連続録画をオンにするには、
[CCoonnffiigguurraattiioonn >> RReeccoorrddiinngg aanndd
eevveennttss >> RReeccoorrddiinngg mmeetthhoodd ((設設定定 >>
録録画画ととイイベベンントト >> 録録画画方方法法))] に移動し
ます。

2. カメラを選択し、[CCoonnttiinnuuoouuss ((連連続続))]
をオンにします。

指定したドライブで録画できない

システムが録画ストレージを設定できません。 1. 別のストレージを使用するには、[[設設定定]]
-- [[スストトレレーージジ]] -- [[管管理理]] を選択します。

2. ストレージを追加し、カメラのスト
レージ設定を行います。

AXIS Video Content Streamアプリケーションのインストールに失敗する

AXIS Video Content Streamをサポートするカ
メラに、AXIS Video Content Streamをインス
トールできない場合、このエラーメッセージが
表示されます。

1. アプリがを手動でインストールするに
は、[CCoonnffiigguurraattiioonn >> DDeevviicceess >>
MMaannaaggeemmeenntt ((設設定定 >> デデババイイスス >> 管管
理理))] に移動します。

2. カメラを選択し、 をクリックしま
す。

録録画画がが開開始始さされれなないい

数秒経っても録画が開始または停止しない場合は、ディスクがいっぱいであるか、割り込みデー
タが多すぎることを示しています。

• サーバーの設定シートの [RReeccoorrddiinngg SSttoorraaggee ((録録画画スストトレレーージジ))] で、空き容量があり、割
り込みデータがないことを確認してください。

• ビデオ管理システムのストレージの上限を増やします。
• ストレージプールにさらにストレージを割り当てます。ユーザーマニュアルの「ストレー

ジの設定 AXIS Camera Station Pro」を参照してください。

連連続続録録画画中中のの録録画画抜抜けけ

録画抜けがあり、「RReeccoorrddiinngg eerrrroorrss ((録録画画エエララーー))」というラベルの付いたアラームが表示され
ます。以下のような原因でギャップが発生することがあります。

• サーバーの過負荷
• ネットワークの問題
• カメラの過負荷
• ディスクの過負荷

すべてのカメラで録画抜けが発生するかどうかを確認してください。一部のカメラでのみこの問
題が発生する場合は、そのカメラの過負荷が原因である可能性があります。原因を見つけるため
に、次の質問を自問してください。

• 録画抜けが発生する頻度は、毎時か毎日か?

AXIS Camera Station Pro
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• 録画抜けの時間は、数秒か数時間か?
• 録画抜けは、何時に発生するか?

考考ええらられれるる対対処処法法::

• サーバータスクマネージャーで、システムがいずれかのハードウェアリソースを通常より
多く使用しているかどうかを確認します。ディスクに過剰使用の兆候がある場合は、ディ
スクを追加し、いくつかのカメラの録画先を新しいディスクにしてください。

• ディスクに書き込まれるデータ量を削減します (ビデオ設定、ZIPストリーム、フレーム/
秒、解像度など)。AXIS Site Designerにより推定されるスループットにも留意してくださ
い。axis.com/support/tools/axis-site-designerを参照してください。

詳細については、ライブビューと再生のパフォーマンス, on page 234を参照してください。

エエククススポポーートトししたた録録画画をを再再生生ででききなないい

Windows Media Playerでエクスポートした録画が再生されない場合は、ファイル形式を確認して
ください。エクスポートした録画を再生するには、Windows Media Player (.asf) またはAXIS File
Player (.asf、.mp4、.mkv) を使用します。

詳細については、ユーザーマニュアルの「エクスポートした録画の再生と検証 AXIS Camera
Station Pro」を参照してください。

注
AXIS File Playerは、プレーヤーと同じフォルダーにあるすべての録画を自動的に開きます。

録録画画がが消消ええるる

録画は指定した日数のみ保存されます。保管期間を変更するには、[[設設定定]] -- [[スストトレレーージジ]] -- [[選選択択]]
に移動します。

ストレージが一杯になると、指定した日数が過ぎていなくても録画が削除されます。
ストレージがいっぱいになるのを避けるために、以下の方法を試してください。

• ストレージを追加します。[[設設定定]] -- [[スストトレレーージジ]] -- [[管管理理]] を選択します。
• AXIS Camera Station Proに割り当てられたストレージ容量を変更します。[[設設定定]] -- [[スストト

レレーージジ]] -- [[管管理理]] を選択します。
• 解像度やフレームレートなどを変更して、録画ファイルのサイズを小さくしてください。

[[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[DDeevviicceess ((デデババイイスス))]] >> [[SSttrreeaamm pprrooffiilleess ((スストトリリーームムププロロフファァ
イイルル))]] に移動します。
– 録画にはH.264ビデオ形式を使用してください。M-JPEG形式にはより多くのスト

レージ容量が必要です。
– Zipstreamを使用して、録画のサイズをさらに小さくしてください。

フフェェイイルルオオーーババーーにによよるる録録画画のの問問題題

接続が回復した後、フェイルオーバーによる録画がサーバーに記録されていません。

AXIS Camera Station Pro
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原因 解決策

カメラとサーバー間に、録画の転送に必要な十
分な帯域幅がない。

帯域幅を改善する

切断中にカメラがSDカードに録画しなかっ
た。

• カメラのサーバーレポートを確認して
ください。axis.com/support/
troubleshootingにアクセスしてくださ
い。

• SDカードが動作し、録画があることを
確認してください。

接続が切れた後、カメラの時刻が変更された。 • 今後の録画のために、必ずNTPを同期さ
せてください。

• カメラの時刻をサーバーと同期させる
か、カメラにサーバーと同じNTPサー
バーを設定してください。

AXIS Camera Station Proでのフェイルオーバーによる録画は次のシナリオでは機能しません。

• 制御されたサーバーシャットダウン。
• 10秒未満の短い接続中断。

ライブビュー

ラライイブブビビュューーとと再再生生ののパパフフォォーーママンンスス

このセクションでは、AXIS Camera Station Proクライアントでフレームの欠落やグラフィックの問
題が発生した場合に考えられる解決策について説明します。

クライアントハードウェア

グラフィックカードまたは
ネットワークアダプターのド
ライバーが最新であることを
確認します。

1. DirectX診断ツールを開きます (コンピューターで
「dxdiag」を検索します)。

2. メーカーのWebサイトで、お使いのOSに対してドライ
バーが最新かどうかを確認します。

3. クライアントとサーバーが同じマシン上で実行されてい
ることを確認します。

4. 専用コンピューター上で、クライアントを実行してみま
す。

モニターの数を確認する 内蔵グラフィックカードの場合、グラフィックカード1枚につき
2台を超えるモニターはお勧めしません。

1. DirectX診断ツールを開きます (コンピューターでdxdiagを
検索します)。

2. AXIS Camera Station Proが専用グラフィックカードをサ
ポートしていることを確認します。

注
仮想マシン上でクライアントを実行することはできません。

AXIS Camera Station Pro
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接続中のデバイス

同時に多数のクライアントが
接続されています。

一般的な使用事例に基づいて、システムが要件を満たし、ハー
ドウェアガイドラインに従っていることを確認します。「AXIS
Camera Station Pro - インストールと移行ガイド」の「サーバー
要件」を参照してください。

カメラが AXIS Camera
Station Pro以外のビデオ管理
システムに接続されている

カメラを他のクライアントから切断し、AXIS Camera Station Pro
に接続する前にカメラをデフォルト設定に戻します。

1台のカメラがさまざまなス
トリーム、特に高解像度のス
トリームを使用している

Mラインカメラにおいて特に問題になる場合があります。

• ストリームを同じストリーミングプロファイル、または
より低い解像度に変更します。ユーザーマニュアルの
「ストリーミングプロファイル AXIS Camera Station
Pro」を参照してください。

• ストリームを同じストリーミングプロファイル、または
より低い解像度に変更します。ユーザーマニュアルの
「ストリーミングプロファイル AXIS Camera Station
Pro」を参照してください。

サーバーの過負荷

問題の発生と同じ時間に異常
なCPU/RAMの使用がある

CPU/RAMを消費する他のアプリケーションが同時に実行されて
いないことを確認します。

ネットワークの問題

問題の発生と同じ時間に異常
な帯域幅の使用がある

帯域幅を消費する他のアプリケーションが同時に実行されてい
ないことを確認します。

十分な帯域幅/リモートまた
はローカルネットワーク

• ネットワークトポロジを確認します。
• カメラ、サーバー、クライアント間で使用されているス

イッチ、ルーター、ネットワークアダプター、ケーブル
などのネットワーク装置の健全性チェックを行います。

ラライイブブビビュューーででビビデデオオがが表表示示さされれなないい

ライブビューで、既知のカメラからのビデオが表示されません。

• ハードウェアデコーディングをオフにします。ハードウェアデコーディングはデフォルト
でオンになっています。ユーザーマニュアルの「ストリーミング AXIS Camera Station
Pro」でハードウェアデコーディングを参照してください。

考考ええらられれるるそそのの他他のの対対処処法法::

• webインターフェースでライブビューが表示されない場合、またはwebインターフェース
が機能しない場合は、カメラのトラブルシューティングを行ってください。axis.com/
support/troubleshootingにアクセスしてください。

• カメラサーバーレポートを作成し、axis.com/support/troubleshootingにアクセスしてくだ
さい。

• ウイルス対策ソフトウェアがインストールされている場合は、ライブストリームがブロッ
クされる可能性があります。

• AXIS Camera Station Proのフォルダーとプロセスを許可します。「FAQ」を参照してくだ
さい。
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• ファイアウォールが特定のポートでの接続をブロックしていないことを確認します。ユー
ザーマニュアルの「Service Control全般 AXIS Camera Station Pro」を参照してください。

• サポートされているWindowsサーバーOSバージョンに対応するデスクトップエクスペリエ
ンスがインストールされていることを確認します。ユーザーマニュアルの「スケジュール
されたエクスポート AXIS Camera Station Pro」を参照してください。

• 低解像度のストリームが機能するかどうかを確認します。
上記のいずれでも問題が解決しない場合は、Axisサポートに連絡するか、報告手順, on page 246に
アクセスしてください。

ストレージ

ネネッットトワワーーククスストトレレーージジににアアククセセススででききなないい

ローカルシステムアカウントを使用して AXIS Camera Station Pro Service Controlにログインする
場合、他のコンピューターの共有フォルダーにリンクしているネットワークストレージを追加す
ることはできません。

以下の手順で、サービスのログオンアカウントを変更してください。

1. Windowsの [ココンントトロローールルパパネネルル] を開きます。
2. 「サービス」を検索します。
3. [VViieeww llooccaall sseerrvviicceess ((ロローーカカルルササーービビススをを表表示示))] をクリックします。
4. AXIS Camera Station Proを右クリックし、[PPrrooppeerrttiieess ((ププロロパパテティィ))] を選択します。
5. [LLoogg oonn ((ロロググオオンン))] タブに移動します。
6. [ロローーカカルルシシスステテムムアアカカウウンントト] から [ここののアアカカウウンントト] に変更します。
7. Windows Active Directoryへのアクセス権を持つユーザーを選択します。

ネネッットトワワーーククスストトレレーージジがが利利用用ででききなないい

ビデオ管理ソフトウェアを実行するコンピューターとサーバーがネットワークストレージと同じ
ドメインに属していることを確認してください。

新新ししいいユユーーザザーー名名ととパパススワワーードドをを使使用用ししててネネッットトワワーーククスストトレレーージジにに再再接接続続ででききなないい

認証が必要なネットワークストレージの場合、ユーザー名とパスワードを変更する前に進行中の
すべての接続からネットワークストレージを切断することが重要です。

ネットワークストレージのユーザー名とパスワードを変更して再接続する手順は、以下のとおり
です。

1. 進行中のすべての接続からネットワークストレージを切断します。
2. ユーザー名とパスワードを変更します。
3. [CCoonnffiigguurraattiioonn >> SSttoorraaggee >> MMaannaaggeemmeenntt ((設設定定 >> スストトレレーージジ >> 管管理理))] を選択し、新し

いユーザー名とパスワードを使用してネットワークストレージに再接続します。

動体検知

一一般般的的なな問問題題

AXIS Video Motion Detection アプリケーションのインストールに失敗する

AXIS Video Motion Detection 2または4をイン
ストールできません。このカメラは動きの録画
に内蔵の動体検知を使用しています。

アプリケーションを手動でインストールするに
は、ユーザーマニュアルの「カメラアプリケー
ションのインストール AXIS Camera Station
Pro」を参照してください。
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現在の動体検知の取得に失敗する

ビデオ管理システムがカメラから動体検知パラ
メーターを取得できません。このカメラは動き
の録画に内蔵の動体検知を使用しています。

アプリケーションを手動でインストールするに
は、ユーザーマニュアルの「カメラアプリケー
ションのインストール AXIS Camera Station
Pro」を参照してください。

動体検知が設定されていません

一覧表示されたカメラで動体検知を設定できま
せん。

1. 動体検知を手動で設定するには、[[設設定定]]
-- [[録録画画ととイイベベンントト]] -- [[録録画画方方法法]] を選択
します。

2. カメラを選択し、[MMoottiioonn SSeettttiinnggss ((動動
体体設設定定))] をクリックして動体検知を設
定します。

動体検知が有効にならない

一覧表示されたカメラで動体録画がオンになっ
ていません。

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[録録画画方方法法]]
を選択します。

2. カメラを選択し、[MMoottiioonn ddeetteeccttiioonn
((動動作作検検知知))] をオンにして動体検知をオ
ンにします。

動動体体検検知知にによよっってて検検知知さされれるる動動くく物物体体がが多多すすぎぎるるかか少少ななすすぎぎるる

このセクションでは、ビデオ動体検知関連の録画で検知数が多いまたは少ない場合に考えられる
解決策について説明します。

動動体体設設定定のの調調整整

動きの設定を選択して、動く物体を検知する範囲を調整できます。

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[録録画画方方法法]] を選択します。
2. カメラを選択して [動動体体設設定定] をクリックします。
3. カメラのファームウェアに合わせて設定を選択します。

AAXXIISS VViiddeeoo MMoottiioonn DDeetteeccttiioonn 22おおよよびび44 対象範囲を設定できます。ユーザーマニュアル
の「AXIS Video Motion Detection 2および4の
編集 AXIS Camera Station Pro」を参照してくだ
さい。

カカメメララ内内蔵蔵のの動動体体検検知知機機能能 対象範囲と除外範囲を設定できます。ユーザー
マニュアルの「内蔵動体検知の編集 AXIS
Camera Station Pro」を参照してください。

トトリリガガーー時時間間のの調調整整

トリガー期間は2つの連続するトリガー間の間隔であり、この設定は連続する録画の回数を減らす
ために使用します。この間隔中に別のトリガーが発生しても録画は継続されます。別のトリガー
が発生した場合、トリガー時間はその時点から再度カウントされます。

トリガー時間を変更するには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[録録画画方方法法]] を選択します。
2. カメラを選択します。

AXIS Camera Station Pro
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3. [AAddvvaanncceedd ((詳詳細細設設定定))] で、[TTrriiggggeerr ppeerriioodd ((トトリリガガーー期期間間))] を秒単位で調整します。

アクションルール

予予期期せせぬぬII//OOトトリリガガーーイイベベンントト

午前1:15頃に予期せぬ入力/出力イベントが発生する場合は、既存のI/Oトリガーをデバイスイベン
トトリガーに置き換えてください。

音声

ラライイブブビビュューーでで音音声声がが聞聞ここええなないい

ライブビューで音声が聞こえない場合は、次の操作を行ってください。

• カメラが音声対応であることを確認します。
• コンピューターにサウンドカードが装着されていて、使用可能になっていることを確認し

ます。
• 使用中のプロファイルが音声用に設定されていることを確認します。
• ユーザーが音声に対するアクセス権があることを確認します。

音音声声対対応応ププロロフファァイイルルをを設設定定すするる

1. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[DDeevviicceess ((デデババイイスス))]] >> [[SSttrreeaamm pprrooffiilleess ((スストトリリーームムププロロフファァ
イイルル))]] に移動します。

2. カメラを選択します。
3. ビデオプロファイル設定の [FFoorrmmaatt ((形形式式))] で [MMPPEEGG--44] または [HH..226644] を選択します。
4. [AAuuddiioo ((音音声声))] で、[MMiiccrroopphhoonnee ((ママイイクク))] ドロップダウンメニューからマイクを選択しま

す。
5. [UUssee mmiiccrroopphhoonnee ffoorr ((ママイイククのの使使用用目目的的))] ドロップダウンメニューで、音声をいつ使用す

るかを選択します。
6. 必要に応じて、[SSppeeaakkeerr ((ススピピーーカカーー))] ドロップダウンメニューでスピーカーを選択しま

す。
7. [OOKK] をクリックします。

ユユーーザザーーののアアククセセスス権権をを確確認認おおよよびび変変更更すするる

注
以下の設定の確認は、AXIS Camera Station Proで設定した管理者権限を持つユーザーがログオ
ンして行ってください。
1. [CCoonnffiigguurraattiioonn >> SSeeccuurriittyy >> UUsseerr ppeerrmmiissssiioonnss ((設設定定 >> セセキキュュリリテティィ >> ユユーーザザーー権権限限))]

に移動します。
2. ユーザーまたはグループを選択します。
3. 特定の装置に対して [AAuuddiioo lliisstteenn ((音音声声をを聞聞くく))] または [AAuuddiioo ssppeeaakk ((音音声声をを話話すす))] を選

択します。
4. [適適用用] をクリックします。

シシーーケケンンススでで音音声声がが聞聞ここええなないい

ストリームプロファイルで音声をオンまたはオフにできます。詳細については、ユーザーマニュ
アルの「ストリームプロファイル AXIS Camera Station Pro」を参照してください。

AXIS Camera Station Pro
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再再生生中中にに音音声声がが聞聞ここええなないい

録画用のプロファイルで音声を有効にしていない場合、音声は録音されません。

注
M-JPEGビデオでは音声は使用できません。別のビデオフォーマットを選択してください。

録画で音声を使用にするには:

1. [CCoonnffiigguurraattiioonn >> DDeevviicceess >> SSttrreeaamm pprrooffiilleess ((設設定定 >> デデババイイスス >> スストトリリーームムププロロフファァイイ
ルル))] に移動して、使用するビデオプロファイルのビデオ形式を設定します。

2. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[録録画画方方法法]] を選択します。
3. カメラを選択します。
4. [PPrrooffiillee ((ププロロフファァイイルル))] ドロップダウンメニューから設定したプロファイルを選択しま

す。
5. [適適用用] をクリックします。

ルルーールルトトリリガガーー録録画画

既存のルールで音声を有効にするには:

1. [[設設定定]] -- [[録録画画ととイイベベンントト]] -- [[アアククシショョンンルルーールル]] を選択します。
2. ルールを選択し、[編編集集] をクリックします。
3. [NNeexxtt ((次次へへ))] をクリックして [AAccttiioonnss ((アアククシショョンン))] に進みます。
4. [RReeccoorrdd ((録録画画))] アクションを選択し、[EEddiitt ((編編集集))] をクリックします。
5. 音声を使用するプロファイルを選択します。
6. [完完了了] をクリックして設定を保存します。

ログイン

ササーーババーーににロロググイインンままたたはは接接続続ででききなないい

このセクションでは、単一サーバーへの接続時に発生するログインおよび接続の問題について説
明します。複数のサーバーにログインした場合は、クライアントが起動し、ステータスバーに接
続状態が表示されます。接続ステータスの詳細については、ユーザーマニュアルの「接続ステー
タス AXIS Camera Station Pro」を参照してください。

AXIS Camera Station Pro
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ユーザー名またはパ
スワードが正しくあ
りません

指定のサーバーにログイ
ンするためのユーザー名
とパスワードの組み合わ
せが有効ではありませ
ん。

• 正しく入力しているか、別のアカウン
トのユーザー名とパスワードを使用し
ていないかを確認してください。

• ユーザーが AXIS Camera Station Pro
サーバーへのアクセス権を持っている
ことを確認します。

• AXIS Camera Station Proサーバーとク
ライアントのクロックを同期する必要
があります。ドメインユーザーの場
合、ドメインサーバーのクロックを
サーバーおよびクライアントと同期す
る必要があります。

• サーバーに追加されていないが、ロー
カルの管理者グループのメンバーであ
るユーザーは、管理者としてクライア
ントを実行する必要があります。

• ユーザーアクセス権については、ユー
ザーマニュアルの「ユーザー権限の設
定 AXIS Camera Station Pro」を参照し
てください。

ユーザーにサーバー
にログインする権限
がありません

ユーザーは指定したサー
バーで AXIS Camera
Station Proを使用できま
せん。

[ユーザー権限] ダイアログでユーザーを追加
します。

メッセージのセキュ
リティを確認できま
せん

サーバーへの安全な接続
の設定中に発生するエ
ラーは、ほとんどの場
合、クライアントとサー
バーの時刻の非同期が原
因です。

サーバーとクライアントのUTC時刻は適切に
同期されている必要があります。クライアン
トとサーバーの時刻の差が3時間以内になる
よう、調整してください。

サーバーコンピュー
ターに接続できませ
ん

クライアントはサーバー
との接続を確立できませ
んでした。

• サーバーコンピューターがネットワー
クに接続されていることを確認しま
す。

• サーバーコンピューターが動作してい
るかを確認してください。

• ファイアウォールが適切に設定されて
いるかを確認してください。

• サーバーアドレスが正しく入力されて
いるかを確認してください。

• クライアントのプロキシ設定を確認し
てください。

サーバーから応答が
ありません。

クライアントはサーバー
コンピューターに接続で
きますが、AXIS Camera
Station Proサーバーが実
行されていません。

正しいコンピューターに接続していること、
AXIS Camera Station Proサーバーが実行中で
あることを確認します。

クライアントがサー
バーに接続できない

クライアントがサーバー
に接続できず、エラー
メッセージが表示されま
す。

ネットワークが適切に設定されていることを
確認します。

• ご使用のOSがサポートされていること
を確認してください。サポートされて
いるOSの完全なリストについては、

AXIS Camera Station Pro
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「リリースノート」を参照してくださ
い。

• Service Controlから、AXIS Camera
Station Proサーバーが実行中であるこ
とを確認するか、必要に応じてサー
バーを起動します。

• クライアントとサーバーが同じネット
ワークに接続されていることを確認し
てください。
– そうでない場合、クライアント

はサーバーの外部IPアドレスを
使用する必要があります。

• サーバーとクライアント間にプロキシ
サーバーがあるかどうかを調査してく
ださい。
– Service Controlでサーバーのプ

ロキシを設定します。
– ログインページでクライアント

プロキシ設定を行い、[CChhaannggee
pprrooxxyy sseettttiinnggss ((ププロロキキシシ設設定定
のの変変更更))] を選択します。

– Windowsのインターネットオプ
ションでクライアントプロキシ
設定を行い、[CChhaannggee PPrrooxxyy
sseettttiinnggss ((ププロロキキシシ設設定定をを変変
更更))] でデフォルトオプションの
使用を選択します。

サーバーに接続でき
ません

サーバーへの接続中に不
明なエラーが発生しまし
た。

• AXIS Camera Station Proサーバーのア
ドレスとポートが正しいことを確認し
ます。

• NAT、ファイアウォール、またはウイ
ルス対策ソフトウェアがサーバーへの
接続をブロックしていないことを確認
します。詳しくは、「Axis Secure
Remote Accessへのアクセスを許可す
るようにファイアウォールを設定す
る」を参照してください。

• AXIS Camera Station ProService
Controlを使用して、サーバーが実行
中であることを確認します。
– AXIS Camera Station Pro

Service Controlを開きます。
ユーザーマニュアルの「AXIS
Camera Station Service Control
AXIS Camera Station Pro」を参
照してください。

– [GGeenneerraall ((全全般般))] タブでサー
バーのステータスを表示しま
す。ステータスが [SSttooppppeedd
((停停止止))] の場合、[SSttaarrtt ((開開始始))]
をクリックしてサーバーを起動
します。
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サーバーを検出でき
ません

クライアントが、入力さ
れたIPアドレスを解決で
きませんでした。

• サーバーコンピューターがネットワー
クに接続されていることを確認しま
す。

• AXIS Camera Station Proサーバーのア
ドレスとポートが正しいことを確認し
ます。

• NAT、ファイアウォール、またはウイ
ルス対策ソフトウェアがサーバーへの
接続をブロックしていないことを確認
します。詳しくは、「Axis Secure
Remote Accessへのアクセスを許可す
るようにファイアウォールを設定す
る」を参照してください。

サーバーとクライア
ントのバージョンが
異なります

クライアントはサーバー
よりも新しいバージョン
の AXIS Camera Station
Proを実行しています。

サーバーをアップグレードして、クライアン
トと同じバージョンを実行してください。

サーバーはクライアント
よりも新しいバージョン
の AXIS Camera Station
Proを実行しています。

クライアントをアップグレードして、サー
バーと同じバージョンを実行してください。

サーバーに接続でき
ません。サーバーが
ビジー状態で応答で
きません。

パフォーマンスの問題に
より、サーバーが応答で
きません。

サーバーコンピューターとネットワークが過
負荷になっていないかどうかを確認します。

ローカルの AXIS
Camera Station Pro
サーバーが実行され
ていません

[TThhiiss ccoommppuutteerr ((ここののココ
ンンピピュューータターー))] を使用し
て接続しますが、インス
トールされている AXIS
Camera Station Proサー
バーが実行されていませ
ん。

Service Controlを使用して AXIS Camera
Station Proを起動するか、ログインするリ
モートサーバーを選択します。

このコンピューター
に AXIS Camera
Station Proサーバー
がインストールされ
ていません

[TThhiiss ccoommppuutteerr ((ここののココ
ンンピピュューータターー))] を使用し
て接続しようとしました
が、このコンピューター
にはサーバーがインス
トールされていません。

AXIS Camera Station Proサーバーをインス
トールするか、別のサーバーを選択します。

選択したサーバーリ
ストは空です

ログインするために選択
したサーバーリストが空
でした。

サーバーリストにサーバーを追加するには、
サーバーリスト選択の横にある [EEddiitt ((編編集集))]
をクリックします。

ライセンス

ラライイセセンンスス登登録録のの問問題題

自動登録でエラーが発生した場合、以下のように対処してください。

• システムが組織に登録されていることを確認します。
• [[CCoonnffiigguurraattiioonn ((設設定定))]] に移動して [[AAuuttoommaattiicc lliicceennssiinngg ((自自動動ラライイセセンンスス))]] がオンになっ

ていることを確認します。ユーザーマニュアルの「ライセンスの管理 AXIS Camera Station
Pro」を参照してください。

• サーバーの時刻が正しいことを確認します。
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詳しくは、AXIS Camera Station Proのインストールと移行ガイドを参照してください。

ユーザー

ドドメメイインンユユーーザザがが見見つつかかりりまませせんん

ドメインユーザーの検索が失敗する場合、以下の手順でサービスログオンアカウントを変更して
ください。

1. Windowsの [ココンントトロローールルパパネネルル] を開きます。
2. 「サービス」を検索します。
3. [VViieeww llooccaall sseerrvviicceess ((ロローーカカルルササーービビススをを表表示示))] をクリックします。
4. AXIS Camera Station Proを右クリックし、[PPrrooppeerrttiieess ((ププロロパパテティィ))] を選択します。
5. [LLoogg oonn ((ロロググオオンン))] タブをクリックします。
6. [ロローーカカルルシシスステテムムアアカカウウンントト] から [ここののアアカカウウンントト] に変更します。
7. Windows Active Directoryへのアクセス権を持つユーザーを選択します。

証明書エラー

AXIS Camera Station Pro 証明書エラーを解決するまで、は装置と通信できません。

考えられるエラー

証証明明書書がが見見つつかかりりまませせんん 装置の証明書が削除された場
合。

理由がわかっている場合は、
[RReeppaaiirr ((修修復復))] をクリックし
ます。不正アクセスの疑いが
ある場合は、証明書をリスト
アする前に問題を調査してく
ださい。[AAddvvaanncceedd ((詳詳細細設設
定定))] をクリックすると、証明
書の詳細情報が表示されま
す。証明書を削除する理由と
して考えられること:

• デバイスが工場出荷時
の状態にリセットされ
た。

• 安全なHTTPS通信が無
効になった。

• 権限のない第三者が装
置に不正アクセスし、
変更を行った。

信信頼頼ででききなないい証証明明書書 装置証明書が AXIS Camera
Station Proの外部で変更され
た。権限のない第三者が装置
に不正アクセスし、変更を
行った可能性があります。

理由がわかっている場合は、
[TTrruusstt TThhiiss DDeevviiccee ((ここののデデババ
イイススをを信信頼頼すするる))] をクリック
します。わかっていない場合
は、証明書を信頼する前に問
題を調査してください。
[AAddvvaanncceedd ((詳詳細細設設定定))] をク
リックすると、証明書の詳細
情報が表示されます。

AXIS Camera Station Pro
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認認証証局局ののパパススワワーードドががなないい

パスワードが保存されていない認証局が AXIS Camera Station Proにある場合は、以下のアラーム
が表示されます。

認認証証局局のの認認証証ににはは、、パパススワワーードドのの入入力力がが必必要要でですす。。RReeaadd tthhee uusseerr mmaannuuaall ffoorr mmoorree
iinnffoorrmmaattiioonn.. ((詳詳細細ににつついいててはは、、ユユーーザザーーママニニュュアアルルををおお読読みみくくだだささいい。。))

この問題は、次の3つの方法で解決できます。

• 装置でHTTPSをオンにする
• 既存の認証局をインポートする
• 新しい認証局を生成する

装置でHTTPSをオンにするには:

1. [[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択します。
2. リスト内で右クリックし、装置を選択して、[SSeeccuurriittyy >> HHTTTTPPSS >> EEnnaabbllee//UUppddaattee ((セセキキュュ

リリテティィ >> HHTTTTPPSS >> 有有効効化化//更更新新))] を選択します。
3. [[ははいい] をクリックして確認します。
4. 認証局のパスワードを入力します。
5. [OOKK] をクリックします。

既存の認証局をインポートするには:

1. [CCoonnffiigguurraattiioonn >> SSeeccuurriittyy >> CCeerrttiiffiiccaatteess >> HHTTTTPPSS ((設設定定 >> セセキキュュリリテティィ >> 証証明明書書 >>
HHTTTTPPSS))] に移動します。

2. [TTeemmppoorraarriillyy iiggnnoorree cceerrttiiffiiccaattee vvaalliiddaattiioonn ((証証明明書書のの検検証証をを一一時時的的にに無無視視すするる))] をオンに
します。

3. [CCeerrttiiffiiccaattee aauutthhoorriittyy ((認認証証局局))] で、[IImmppoorrtt ((イインンポポーートト))] をクリックします。

4. パスワードを入力し、[OOKK] をクリックします。
5. 署名入りのクライアント/サーバー証明書の有効日数を選択します。
6. [[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択します。
7. 装置を右クリックし、[[SSeeccuurriittyy ((セセキキュュリリテティィ))]] >> [[HHTTTTPPSS]] >> [[EEnnaabbllee//UUppddaattee ((有有効効ににすす

るる//更更新新すするる))]] を選択します。
8. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[SSeeccuurriittyy ((セセキキュュリリテティィ))]] >> [[CCeerrttiiffiiccaatteess ((証証明明書書))]] >> [[HHTTTTPPSS]]

に移動し、[TTeemmppoorraarriillyy iiggnnoorree cceerrttiiffiiccaattee vvaalliiddaattiioonn ((証証明明書書のの検検証証をを一一時時的的にに無無視視すす
るる))] をオフにします。

注
AXIS Camera Station Pro は装置との接続を失い、一部のシステムコンポーネントが再起動しま
す。

AXIS Camera Station Proで新しい認証局が生成されるようにするには:

1. [CCoonnffiigguurraattiioonn >> SSeeccuurriittyy >> CCeerrttiiffiiccaatteess >> HHTTTTPPSS ((設設定定 >> セセキキュュリリテティィ >> 証証明明書書 >>
HHTTTTPPSS))] に移動します。

2. [TTeemmppoorraarriillyy iiggnnoorree cceerrttiiffiiccaattee vvaalliiddaattiioonn ((証証明明書書のの検検証証をを一一時時的的にに無無視視すするる))] をオンに
します。

3. [CCeerrttiiffiiccaattee aauutthhoorriittyy ((認認証証局局))] で、[GGeenneerraattee ((生生成成))] をクリックします。

4. パスワードを入力し、[OOKK] をクリックします。
5. 署名入りのクライアント/サーバー証明書の有効日数を選択します。
6. [[設設定定]] -- [[デデババイイスス]] -- [[管管理理]] を選択します。

AXIS Camera Station Pro
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7. 装置を右クリックし、[[SSeeccuurriittyy ((セセキキュュリリテティィ))]] >> [[HHTTTTPPSS]] >> [[EEnnaabbllee//UUppddaattee ((有有効効ににすす
るる//更更新新すするる))]] を選択します。

8. [[CCoonnffiigguurraattiioonn ((設設定定))]] >> [[SSeeccuurriittyy ((セセキキュュリリテティィ))]] >> [[CCeerrttiiffiiccaatteess ((証証明明書書))]] >> [[HHTTTTPPSS]]
に移動し、[TTeemmppoorraarriillyy iiggnnoorree cceerrttiiffiiccaattee vvaalliiddaattiioonn ((証証明明書書のの検検証証をを一一時時的的にに無無視視すす
るる))] をオフにします。

注
AXIS Camera Station Pro は装置との接続を失い、一部のシステムコンポーネントが再起動しま
す。

時刻同期

WWiinnddoowwssタタイイムムササーービビススがが実実行行さされれてていいなないい

Windows TimeサービスとNTPサーバーが同期していません。これは、Windows Timeサービスが
NTPサーバーに到達できないためです。

• NTPサーバーがオンラインであることを確認してください。
• ファイアウォールの設定が正しいことを確認してください。
• 装置はNTPサーバーと通信できるネットワーク上にあることを確認してください。

サポートについては、システム管理者にお問い合わせください。

DDeetteecctteedd ttiimmee ddiiffffeerreennccee oonn aa ddeevviiccee ((デデババイイススでで時時差差がが検検出出さされれままししたた))

装置がサーバー時間と同期していません。録画のタイムスタンプは、装置が録画した時刻ではな
く、サーバーが録画を受信した時刻に付きます。

1. [CCoonnffiigguurraattiioonn >> DDeevviicceess >> TTiimmee ssyynncchhrroonniizzaattiioonn ((設設定定 >> デデババイイスス >> 時時刻刻同同期期))] に移動
し、サーバー時間オフセットを確認します。

2. サーバーの時間オフセットが2秒を超える場合:
2.1. [EEnnaabbllee ttiimmee ssyynncchhrroonniizzaattiioonn ((時時刻刻同同期期をを有有効効ににすするる))] を選択します。

2.2. 装置が指定されたNTPサーバーと通信可能であることを確認します。
2.3. [CCoonnffiigguurraattiioonn >> DDeevviicceess >> MMaannaaggeemmeenntt ((設設定定>> 装装置置 >> 管管理理))] で装置を再読み込

みします。
3. サーバーのタイムオフセットが2秒未満の場合、装置が時刻同期のために十分なデータを送

信しない可能性があります。
3.1. [SSeenndd aallaarrmm wwhheenn tthhee ttiimmee ddiiffffeerreennccee bbeettwweeeenn sseerrvveerr aanndd ddeevviiccee iiss llaarrggeerr tthhaann

22 sseeccoonnddss ((ササーーババーーとと装装置置のの時時差差がが22秒秒をを超超ええるる場場合合ににアアララーームムをを送送信信すするる))] を
オフにしてアラームを無効にします。

ヘルプが必要な場合は、Axisサポートにお問い合わせください。

技術サポート

AXIS Camera Station Proのライセンスバージョンをお持ちのお客様は、技術サポートをご利用いた

だけます。技術サポートに連絡するには、 >> [[HHeellpp ((ヘヘルルププ))]] >> [[OOnnlliinnee SSuuppppoorrtt ((オオンンラライインン
ササポポーートト))]]を選択するか、axis.com/supportにアクセスします。

技術サポートにシステムレポートとスクリーンショットを送付されることをお勧めします。

システムレポートを作成するには、 >> [[HHeellpp ((ヘヘルルププ))]] >> [[SSyysstteemm rreeppoorrtt ((シシスステテムムレレポポーートト))]]
に移動します。
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報報告告手手順順

このガイドを使用しても解決できない問題がある場合は、Axisオンラインヘルプデスクに問題を連
絡してください。Axisオンラインヘルプデスクを参照してください。弊社のサポートチームが問題
を理解し、解決できるようにするために、以下の情報を含める必要があります。

• 問題の再現方法または問題の発生状況に関する明確な説明。
• 問題が発生する時刻および関係するカメラ名やIPアドレス。
• AXIS Camera Station Pro 問題が発生した直後に生成されたシステムレポート。問題を再現

できたクライアントまたはサーバーからシステムレポートを生成してください。
• 問題を示すすべてのモニターからのスクリーンショットまたは録画 (オプション)。スクリー

ンショットを撮ったり録画したりするときは、デバッグオーバーレイ機能をオンにしてく
ださい。

• 必要に応じて、データベースファイルを含めてください。アップロードを速めるには、こ
れらを除外してください。

問題によっては、サポートチームが必要に応じて要求する追加情報を含めてください。

注
たとえば、ネットワークトレースやデータベースファイルなど、ファイルが100 MBを超える場
合は、信頼できる安全なファイル共有サービスを使用してファイルを送信してください。

補足情報

デデババッッググレレベベルルののロロググ より多くの情報を収集するためにデバッグレベ
ルでのログ作成を使用する場合があります。こ
の作業は、Axisサポートエンジニアから要求が
あった場合にのみ行います。手順は、Axisオン
ラインヘルプデスクで確認できます。

ラライイブブビビュューーデデババッッググオオーーババーーレレイイ 場合によっては、オーバーレイ情報のスクリー
ンショットや、対象時間帯の値の変化を示すビ
デオを提供することが役立ちます。オーバーレ
イ情報を追加するには、次のようにします。

• CTRLキーとIキーを同時に1回押すと、
ライブビューでオーバーレイ情報が表
示されます。

• CTRLキーとIキーを同時に2回押すと、
デバッグ情報が追加されます。

• CTRLキーとIキーを同時に3回押すと、
オーバーレイが非表示になります。

ネネッットトワワーーククトトレレーースス サポートエンジニアから要求された場合は、シ
ステムレポートを作成する際にネットワークト
レースを生成してください。問題が再現可能で
あれば、問題が発生したときのネットワークト
レースを取得してください。これには以下が含
まれます。

• カメラで取得された60秒のネットワー
クトレース (カメラファームウェア5.20
以降でのみ適用可能)
必要に応じて、次のVAPIXコマンドを使
用して、ログイン、IPアドレス、および
期間 (秒) を変更してください。
http://root:
pass@192.168.0.90/axis-cgi/
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補足情報

debug/debug.tgz?cmd=
pcapdump&duration=60

• サーバーとカメラ間での通信を示す
サーバーで取得された10～30秒のネッ
トワークトレース。

デデーータタベベーーススフファァイイルル データベースを調査または手動で修復する必要
がある場合。システムレポートを生成する前
に、[IInncclluuddee ddaattaabbaassee iinn tthhee rreeppoorrtt ((レレポポーー
トトににデデーータタベベーーススをを含含めめるる))] を選択します。

ススククリリーーンンシショョッットト UIに関連するライブビューの問題の場合は、ス
クリーンショットを使用してください。たとえ
ば、録画のタイムラインの表示が必要な場合や
説明が難しい場合です。

画画面面のの録録画画 問題を言葉で説明するのが難しい場合、たとえ
ば問題の再現に多くのUI操作が関わる場合は、
画面録画を使用してください。

AXIS Camera Station Pro
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