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AXIS Optimizer proporciona las funciones de Axis directamente en XProtect o Siemens Siveillance Video. La
aplicacion optimiza el rendimiento de los dispositivos Axis en estos sistemas de gestion de video, lo que le
permite ahorrar tiempo y esfuerzo al configurar sistemas o durante su funcionamiento diario. La aplicacion es
gratuita.

Requisitos del sistema

AXIS Optimizer es totalmente compatible con las siguientes plataformas:

e  XProtect Essential+

e  XProtect Express+

e  XProtect Professional+

e  XProtect Expert

e  XProtect Corporate

® Siemens Siveillance Video Pro

e Siemens Siveillance Video Advanced
® Siemens Siveillance Video Core Plus
® Siemens Siveillance Video Core

Recomendamos utilizar las ultimas versiones de Management Client y Smart Client. La ultima version de AXIS
Optimizer esta siempre verificada y es compatible con la version mas reciente de VMS. Para mas informacion,
consulte .

Nota
Plataforma compatible minima
® Version 2019 R3 del VMS.

Cuando se hace referencia a Smart Client en la ayuda, nos referimos tanto a XProtect Smart Client como a
Video Client en un sistema Siemens.

Compatibilidad

En la pagina de informacion sobre compatibilidad puede verificar qué funciones de AXIS Optimizer son
compatibles con su version de VMS.

En Management Client

1. Vaya a Site Navigation > Basics > AXIS Optimizer (Navegacion del sitio > Aspectos basicos > AXIS
Optimizer).

2. Haga clic en Show compatibility info (Mostrar informacion sobre compatibilidad).
En Smart Client

1. Vaya a Settings > Axis general options (Configuracion > Opciones generales de Axis).

2. Haga clic en Show compatibility info (Mostrar informacion sobre compatibilidad).
Compatibilidad con sistemas federados
AXIS Optimizer es totalmente compatible con los sistemas federados.
Compatibilidad con sistemas interconectados

AXIS Optimizer es totalmente compatible con los sistemas interconectados.



AXIS Optimizer

Nota
Requisitos
e Version 2022 R3 o posterior de VMS.

Notas de la version

Para ver las notas de la version mas reciente, vaya a axis.com/ftp/pub_soft/cam_srv/optimizer_milestone/latest/
relnote.txt.


https://www.axis.com/ftp/pub_soft/cam_srv/optimizer_milestone/latest/relnote.txt
https://www.axis.com/ftp/pub_soft/cam_srv/optimizer_milestone/latest/relnote.txt

Instalacion de AXIS Optimizer

Para ver este video, vaya a la version web de este documento.

Nota
Para actualizar AXIS Optimizer, debe tener derechos de administrador.

1. Asegurese de que cuenta con la versidn cliente correcta del VMS.
2. Inicie sesion en su cuenta MyAxis.

3. Desde axis.com/products/axis-optimizer-for-milestone-xprotect, descargue AXIS Optimizer en cada
dispositivo en el que se ejecute el cliente de gestion o Smart Client.

4. Ejecute el archivo descargado y siga las instrucciones de la guia paso a paso.
¢ Qué versiones estdn instaladas en mi sistema?

En System overview (Descripcion del sistema) puede ver qué versiones de AXIS Optimizer y AXIS Optimizer Body
Worn Extension estan instaladas en los diferentes servidores y clientes de su sistema.

Nota

Para ver los clientes o servidores en System overview (Informacion general del sistema), estos deben contar
con la version 3.7.17.0 de AXIS Optimizer y la version 1.1.11.0 o posterior de AXIS Optimizer Body Worn
Extension.

Para ver servidores y clientes activos:

1. En Cliente de gestion, vaya a Site Navigation > AXIS Optimizer > System overview (Navegacion del
sitio > AXIS Optimizer > Informacion general del sistema).

Para actualizar un servidor o cliente determinado:

1. Vaya a ese servidor o cliente y actualicelo localmente.
Opciones avanzadas de instalacion

Para instalar AXIS Optimizer en varios dispositivos a la vez y sin interaccion del usuario:

1. Haga clic con el botdn derecho en el menu Start (Inicio).

2. Haga clic en Ejecutar.
3. Busque el archivo de instalacion descargado y haga clic en Open (Abrir).
4. Agregue parametros al final de la ruta.
Parametro Descripcion
/SILENT Durante una instalacion silenciosa, no aparecen ni la
guia paso a paso ni la ventana de fondo. Sin embargo,
si se muestra la ventana de progreso de la instalacion.
/VERYSILENT Durante una instalacion muy silenciosa, no aparecen
ni la guia paso a paso ni la ventana de fondo ni la
ventana de progreso de la instalacion.



https://www.axis.com/products/axis-optimizer-for-milestone-xprotect

/FULL Instale todos los componentes, por ejemplo, el
complemento de servidor de eventos opcional y el
complemento Secure Entry. Resulta util combinado
con /VERYSILENT.

/SUPPRESSMSGBOXES Suprimir todos los cuadros de mensaje. Se suele
combinar con /VERYSILENT.

/log=<filename> Crea un archivo de registro.

/NORESTART Impide que el equipo se reinicie durante la
instalacion.

/EVENTSERVERPLUGIN Instale el complemento del servidor de eventos si el

equipo de destino es el servidor de eventos.

/SECUREENTRY Instale el servicio de control de acceso Secure Entry si
el equipo de destino es el servidor de eventos.

5. Presione Enter (Intro).

Instalacion verysilent, que se registra en output.txt, sin reiniciar el ordenador

.\AxisOptimizerXProtectSetup.exe /VERYSILENT /log=output.txt /NORESTART
Notificaciones de actualizacion

AXIS Optimizer comprueba periédicamente si hay nuevas versiones y notifica cuando hay actualizaciones. Si
tiene conexion a la red, va a recibir notificaciones de actualizacién en Smart Client.

Nota
Para actualizar AXIS Optimizer, debe tener derechos de administrador.

Para cambiar el tipo de notificaciones que recibe:

1. En Smart Client, vaya a Settings > Axis general options > Notification preference (Configuracion >
Opciones generales Axis > Preferencias de notificacion).

2. Seleccione All (Todas), Major (Principales) o None (Ninguna).

Para configurar las notificaciones de actualizacion para todos los clientes en el VMS, vaya a Management Client.

e Vaya a Site Navigation > AXIS Optimizer > System overview (Navegacion de instalaciones) > AXIS
Optimizer > Informacion general del sistema).

e Haga clic en System upgrade settings (Configuracion de actualizacion del sistema).
e Activar o desactivar Show upgrade notifications on all clients (Mostrar notificaciones de actualizacion
en todos los clientes).

Actualizacion manual

Puede actualizar manualmente AXIS Optimizer desde Management Client y Smart Client.
Nota
Para actualizar AXIS Optimizer, debe tener derechos de administrador.

En Management Client

1. Vaya a Site Navigation > Basics > AXIS Optimizer (Navegacion del sitio > Aspectos basicos > AXIS
Optimizer).

2. Haga clic en Update (Actualizar).
En Smart Client



1. Vaya a Settings > Axis general options (Configuracion > Opciones generales de Axis).

2. Haga clic en Update (Actualizar).
Actualizar sistema automaticamente

Desde el servidor de gestion VMS, puede publicar una version local de AXIS Optimizer en el sistema. Cuando lo
haga, AXIS Optimizer se actualizara automaticamente en todos los equipos cliente. La actualizacion automatica
nunca interrumpe el trabajo del operador. Las instalaciones de los equipos se realizan mientras el equipo o el
cliente VMS se reinician. La actualizacion automatica también es compatible cuando el cliente no esta
conectado a Internet.

Nota
La actualizacion automatica es compatible con los clientes que ejecutan AXIS Optimizer 4.4 o una version
superior.

Activar actualizacion automatica

Para ver este video, vaya a la version web de este documento.

Nota
Requisitos
® Un sistema donde Management Client se ejecuta en la misma maquina que el servidor de administracion
VMS.

e  Derechos de administrador de PC en el servidor de administracion de VMS.

Para activar la actualizacion automatica, debe publicar una version especifica de AXIS Optimizer en el sistema:

1. En el servidor de gestion VMS, instale la version de AXIS Optimizer que desea publicar en todo el
sistema.

2. Enla maquina del servidor de administracion de VMS, abra Management Client.

3. Vaya a Site Navigation > AXIS Optimizer > System overview (Navegacion de instalaciones) > AXIS
Optimizer > Informacion general del sistema).

4. Haga clic en System upgrade settings (Configuracion de actualizacion del sistema).

Asegurese de que la Local version (Version local) es correcta y haga clic en Publish (Publicar).
Si ya existe otra version de AXIS Optimizer publicada, se sustituye por la nueva version.

Nota
Los equipos cliente con una version anterior de AXIS Optimizer 4.4 deben actualizarse manualmente.

Desactivar la actualizacion automatica

Para desactivar la actualizacion automatica, debe restablecer la version publicada:

1. En la maquina del servidor de administracion de VMS, abra Management Client.

2. Vaya a Site Navigation > AXIS Optimizer > System overview (Navegacion de instalaciones) > AXIS
Optimizer > Informacion general del sistema).

3. Haga clic en configuracion de actualizacion > restablecer la version publicada .
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Descubrir mas

Los Smart Clients sin AXIS Optimizer pueden acceder al archivo de instalacion publicado en la pagina
web del servidor de gestion (http.//[serveradress]/instalacion/) aunque no estén conectados a Internet.

El paquete de instalacion de AXIS Optimizer esta disponible y es configurable en gestor de descargas del
VMS.

En sistemas federados o interconectados, debe publicar AXIS Optimizer en cada servidor de
administracion.

Después de publicar una nueva version de AXIS Optimizer, puede supervisar qué clientes se han
actualizado a la version publicada. Los equipos de la pagina Informacion general del sistema mostraran
un simbolo de comprobacion verde cuando estén ejecutando la version publicada.

La actualizacion automatica esta desactivada en los equipos que ejecutan un servidor de gestion VMS.

Privilegios de usuario

AXIS Optimizer incluye una funcion de usuario especifica de Axis Optimizer. El objetivo es facilitarle la tarea de
asignar a los usuarios los privilegios Smart Client necesarios para utilizar las funciones y capacidades de AXIS
Optimizer.

Si ejecuta XProtect 2018 R3 o una versidn anterior, esta funcion solo esta disponible en XProtect Corporate.

Si ejecuta XProtect 2019 R1 o posterior, esta funcidn va a esta disponible para las siguientes ediciones de
XProtect:

Corporativo
Experto
Professional+
Essential+

Express+

Si prefiere configurar los privilegios manualmente, utilice esta configuracion para que un operador de Smart
Client pueda usar todas las funcionalidades incluidas en AXIS Optimizer:

Nota

Hardware: comandos del controlador

Camaras: comandos AUX

Para una gestion mas avanzada de las funciones de los usuarios, consulte .

11


http://[serveradress]/installation/

Asistente de dispositivo

Utilice el Asistente de dispositivos para acceder facilmente a todos los ajustes de los dispositivos de Axis
directamente en VMS Management Client. Puede encontrar y acceder facilmente al sitio web de su dispositivo
Axis en el VMS a fin de modificar los diferentes ajustes del mismo. También puede configurar las aplicaciones
instaladas en sus diferentes dispositivos.

Importante
Para que se pueda utilizar el asistente del dispositivo, el equipo Axis debe estar conectado a la misma red que
el cliente de gestion.

Configurar un dispositivo Axis
1. En Management Client (Cliente de gestion), vaya a Site Navigation > AXIS Optimizer > Device
Assistant (Navegacion del sitio > Optimizador AXIS > Asistente del dispositivo).

2. Seleccione un dispositivo y vaya a Device settings (Configuracion del dispositivo). Se abrira la pagina
web del dispositivo

3. Configure los ajustes que desee.

Instalacion de aplicaciones en un dispositivo Axis
1. En Management Client (Cliente de gestion), vaya a Site Navigation > AXIS Optimizer > Device
Assistant (Navegacion del sitio > Optimizador AXIS > Asistente del dispositivo).

2. Seleccione un dispositivo y vaya a Device settings (Configuracion del dispositivo). Se abrira la pagina
web del dispositivo

3. Vaya a Apps (Aplicaciones). La ubicacion de la funcion Apps (Aplicaciones) depende de la version de
software del dispositivo. Para mas informacion, consulte la ayuda de su dispositivo.

4. Instale las aplicaciones que desee.

Configuracion de aplicaciones en un dispositivo Axis
1. En Management Client (Cliente de gestion), vaya a Site Navigation > AXIS Optimizer > Device
Assistant (Navegacion del sitio > Optimizador AXIS > Asistente del dispositivo).

2. Seleccione un dispositivo y vaya a Applications (Aplicaciones). Si hay aplicaciones instaladas en el
dispositivo, las ve aqui.

3. Vaya a la aplicacion correspondiente, por ejemplo, AXIS Object Analytics.

4. Configure la aplicacion para que se adapte a sus necesidades.

Actualizar aplicaciones en un dispositivo Axis
1. En Management Client (Cliente de gestion), vaya a Site Navigation > AXIS Optimizer > Device
Assistant (Navegacion del sitio > Optimizador AXIS > Asistente del dispositivo).

2. Haga clic con el boton derecho en un dispositivo y seleccione Show updates (Mostrar actualizaciones).
Si se puede actualizar alguna aplicacion, va a ver una lista de las actualizaciones disponibles.

Descargue el archivo de actualizacion.

4. Haga clic en How to update (Como actualizar) y siga las instrucciones.
Reiniciar un dispositivo Axis

1. En Management Client (Cliente de gestion), vaya a Site Navigation > AXIS Optimizer > Device
Assistant (Navegacion del sitio > Optimizador AXIS > Asistente del dispositivo).
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2. Haga clic con el botdn derecho en un dispositivo y seleccione Restart device (Reiniciar dispositivo).

Copiar la direccion IP de un dispositivo Axis

1. En Management Client (Cliente de gestion), vaya a Site Navigation > AXIS Optimizer > Device
Assistant (Navegacion del sitio > Optimizador AXIS > Asistente del dispositivo).

2. Haga clic con el boton derecho en un dispositivo y seleccione Copy device address (Copiar direccion del
dispositivo).
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Creacion de acciones para dispositivos Axis
Complemento del servidor de eventos

El complemento del servidor de eventos de AXIS Optimizer le permite crear acciones personalizadas para
dispositivos Axis. Cuando utiliza el motor de reglas XProtect y el complemento del servidor de eventos, puede,
por ejemplo:

®  Realizar una accion personalizada cuando el operador haga clic en un boton de Smart Client. Para ver un
ejemplo de configuracion, consulte .

e Realice acciones sin interaccion humana (automatizacion). Para ver un ejemplo de configuracion,
consulte .

El complemento del servidor de eventos consta de dos partes:

* Un complemento independiente que se ejecuta en el servidor de eventos. Este rellena el motor de reglas
con nuevas actions (acciones).

e Una pagina denominada Axis actions (Acciones Axis) en el servidor de gestion, donde se pueden crear
nuevas action presets (Preconfiguraciones de accion).

Las acciones personalizadas para los dispositivos de Axis son: Ejecucion del control del operador, encendido/
apagado del radar, inicio de una llamada en el intercomunicador y el secado de la camara (SpeedDry/escobilla de
limpieza).

El plugin del servidor de eventos esta incluido en AXIS Optimizer. En un sistema con varios ordenadores, debe
instalar AXIS Optimizer tanto en el equipo del Cliente de administracion como en el equipo del servidor de
eventos.

Instalacion del complemento del servidor de eventos

El complemento del servidor de eventos es un componente opcional que se incluye en el instalador de AXIS
Optimizer. Solo se puede instalar en un servidor de eventos del sistema de gestion de video (VMS). Si se cumplen
los requisitos, se le presenta la opcion de instalar el complemento del servidor de eventos cuando ejecute el
instalador de AXIS Optimizer.

Nota

El servidor de eventos VMS requiere un breve reinicio durante la instalacion y, a veces, durante la
actualizacion de AXIS Optimizer. En ese caso, recibira una notificacion.

Seque varias camaras con un solo clic
Con el complemento del servidor de eventos se pueden establecer reglas personalizadas que faciliten el trabajo

de los operadores. En este ejemplo vamos a mostrar como secar todas las camaras de un area especifica
haciendo clic en un boton de superposicion.

Para ver este video, vaya a la version web de este documento.

Nota
Requisitos
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4.

AXIS Optimizer version 4.0 o posterior en el servidor de eventos y con Management Client

Una o varias camaras compatibles con SpeedDry o con las escobillas de limpieza; por ejemplo, las series
AXIS @86, Q87 0 Q61.

Agregar un evento definido por el usuario:

1.1.  Vaya a Site Navigation > Rules and Events (Navegacion de instalaciones > Reglas y eventos) y
haga clic derecho en User-defined Event (Evento definido por el usuario).

1.2.  Seleccione Add User-defined Event (Agregar evento definido por el usuario) e introduzca un
nombre, en este ejemplo: “Secar todas las camaras"”.

Crear una nueva regla:

2.1.  Vaya a Site Navigation > Rules and Events (Navegacion del sitio > Reglas y eventos) y haga
clic con el boton derecho en Rules (Reglas).

2.2.  Seleccione Add Rule (Agregar regla) e introduzca un nombre, en este ejemplo: “Regla de secado
de todas las camaras”.

2.3.  Seleccione Perform an action on <event> (Realizar una accion al <evento>).

2.4.  En el campo Edit the rule description (Editar la descripcion de la regla), haga clic en event
(evento).

2.5. Vaya a Events > External Events > User-defined Events (Eventos > Eventos externos >
Eventos definidos por el usuario) y seleccione Dry all cameras (Secar todas las camaras).

2.6.  Haga clic en Next (Siguiente) hasta llegar a Step 3: Actions (Paso 3: Acciones).
2.7. Seleccione la accion: Axis: Dry <camera> (Axis: Secar <camara>).

2.8.  En el campo Edit the rule description (Editar la descripcion de la regla), haga clic en Axis: Dry
camera (Axis: Secar camara).

2.9.  Enlaventana Select Triggering Devices (Seleccionar dispositivos de activacion), elija Select
devices (Seleccionar dispositivos) y haga clic en OK (Aceptar).

2.10. Seleccione en qué dispositivos desea activar la accion y haga clic en OK (Aceptar)) y, a
continuacion, en Finish (Finalizar).

En Smart Client, afada el evento definido por el usuario como botdn superpuesto en la vista de mapa o
de video.

Haga clic en el boton de superposicion y asegurese de que la regla funciona como desea.

Activacion del enfoque automatico para varias camaras con un solo clic

Con el complemento del servidor de eventos se pueden establecer reglas personalizadas que faciliten el trabajo
de los operadores. En este ejemplo mostramos cdmo activar el enfoque automatico para todas las camaras con
un solo clic.

Nota

Requisitos

1.

AXIS Optimizer versidn 4.1 o posterior en el servidor de eventos y con Management Client
Una o varias camaras compatibles con el enfoque automatico

Agregar un evento definido por el usuario:
1.1.  Vaya a Site Navigation > Rules and Events (Navegacion de instalaciones > Reglas y eventos) y
haga clic derecho en User-defined Event (Evento definido por el usuario).

1.2.  Seleccione Add User-defined Event (Agregar evento definido por el usuario) e introduzca un
nombre, en este ejemplo, “Enfoque automatico”.

Crear una nueva regla:

2.1.  Vaya a Site Navigation > Rules and Events (Navegacion del sitio > Reglas y eventos) y haga
clic con el boton derecho en Rules (Reglas).

15



2.2.  Seleccione Add Rule (Agregar regla) e introduzca un nombre, en este ejemplo “Realizar enfoque
automatico”.

2.3.  Seleccione Perform an action on <event> (Realizar una accion al <evento>).

2.4.  En el campo Edit the rule description (Editar la descripcion de la regla), haga clic en event
(evento).

2.5. Vaya a Events > External Events > User-defined Events (Eventos > Eventos externos >
Eventos definidos por el usuario) y seleccione Autofocus (Enfoque automatico). Haga clic en
OK.

2.6. Haga clic en Next (Siguiente) hasta llegar a Step 3: Actions (Paso 3: Acciones).

2.7.  Seleccione la accion Axis: Run autofocus on <camera> (Axis: Ejecutar enfoque automatico en
<camara>).

2.8.  Enel campo Edit the rule description (Editar la descripcion de la regla), haga clic en Axis: Run
autofocus on camera (Axis: Ejecutar enfoque automatico en camara).

2.9. En la ventana Select Triggering Devices (Seleccionar dispositivos de activacion), elija Select
devices (Seleccionar dispositivos) y haga clic en OK (Aceptar).

2.10. Seleccione en qué dispositivos desea activar la accion y haga clic en OK (Aceptar)) y, a
continuacion, en Finish (Finalizar).

3. EnSmart Client, afiada el evento definido por el usuario “enfoque automatico” como botdn superpuesto
en la vista de mapa o de video.

4. Haga clic en el botdn de superposicion y asegurese de que la regla funciona como desea.
Activar varias sirenas estroboscopicas con un solo clic

Con el complemento del servidor de eventos se pueden establecer reglas personalizadas que faciliten el trabajo
de los operadores. En este ejemplo se indica como activar varias sirenas estroboscopicas con un solo clic en
Smart Client.

Nota
Requisitos
e AXIS Optimizer version 4.4 o posterior en el servidor de eventos y con Management Client

® Una o varias sirenas estroboscopicas de Axis

e Salida 1 de la sirena estroboscdpica de Axis habilitada y agregada a los dispositivos de salida en
Management Client

1. Cree un evento definido por el usuario:

1.1.  Vaya a Site Navigation > Rules and Events (Navegacion de instalaciones > Reglas y eventos) y
haga clic derecho en User-defined Event (Evento definido por el usuario).

1.2.  Seleccione Add User-defined Event (Agregar evento definido por el usuario) y escriba un
nombre, por ejemplo "Activar todas las sirenas estroboscdpicas”.

2. En el asistente de dispositivos, cree perfiles de sirena estroboscopica:

2.1.  Vaya a Site Navigation > AXIS Optimizer > Device assistant (Navegacion de instalaciones >
AXIS Optimizer > Asistente de dispositivos).

2.2.  Seleccione una sirena estroboscdpica. Se abre la pagina web de la sirena.
2.3.  Vaya a Profiles (Perfiles) y haga clic en Add profile (Agregar perfil).

2.4, Configure las acciones que debe realizar la sirena estroboscépica cuando el operador active las
sirenas estroboscopicas en Smart Client.

2.5.  Cree los mismos perfiles en las demas sirenas estroboscopicas. Debe utilizar el mismo nombre de
perfil en todos los dispositivos

3. Enacciones de Axis, cree una accion predefinida:

16



3.1.

3.2.
3.3.

3.4.

3.5.

3.6.

Vaya a Site Navigation > Rules and Events > Axis actions (Navegacion de instalaciones >
Reglas y eventos > Acciones de Axis).

Haga clic en Add new preset (Afiadir nueva posicion predefinida).

Vaya a Select strobe siren (Seleccionar una sirena estroboscdpica) y haga clic en Strobe siren
(Sirena estroboscopica).

Seleccione las sirenas estroboscopicas que quiera utilizar y haga clic en OK (Aceptar).
Vera una lista con los perfiles de sirenas estroboscopicas

Seleccione el perfil de sirena estroboscopica que ha creado en el paso anterior. La accion
predefinida se guarda automaticamente

Pulse F5 para actualizar la configuracién del servidor. Ya puede empezar a usar la nueva accion
predefinida de accion que ha creado.

4. Crear una regla:

4.1.

4.2.

4.3.
4.4.

4.5.

4.6.

4.7.

4.8.

4.9.
4.10.

Vaya a Site Navigation > Rules and Events (Navegacion del sitio > Reglas y eventos) y haga
clic con el boton derecho en Rules (Reglas).

Seleccione Add Rule (Agregar regla) y escriba un nombre, por ejemplo “Regla de activacion de
todas las sirenas estroboscopicas”.

Seleccione Perform an action on <event> (Realizar una accion al <evento>).

En el campo Edit the rule description (Editar la descripcion de la regla), haga clic en event
(evento).

Vaya a Events > External Events > User-defined Events (Eventos > Eventos externos >
Eventos definidos por el usuario) y seleccione Trigger all strobe sirens (Activar todas las
sirenas estroboscopicas).

Haga clic en Next (Siguiente) hasta llegar a Step 3: Actions (Paso 3: Acciones).

Seleccione la accion Axis: Run a profile on a strobe siren <preset> (Axis: Ejecutar un perfil al
activarse una sirena estroboscopica <posicion predefinida>).

En el campo Edit the rule description (Editar la descripcion de la regla), haga clic en preset
(preajustar).

Seleccione la accion predefinida que quiera usar.

Haga clic en Next (Siguiente) y, a continuacion, en Finish (Finalizar).

5. En Smart Client, afiada el evento definido por el usuario como boton superpuesto en la vista de mapa o
de video.

6. Haga clic en el boton de superposicion y asegurese de que la regla funciona como desea.

Apagado automatico de las mascaras de privacidad en varias camaras

Con el complemento del servidor de eventos puede automatizar ciertas acciones. En este ejemplo se muestra
como desactivar automaticamente las mascaras de privacidad en varias camaras cuando se produce un evento
de analisis. El evento del ejemplo consiste en que las personas o los vehiculos entren en una zona en la que no
deberian estar normalmente. Por lo tanto, queremos desactivar automaticamente las mascaras de privacidad
para obtener una mejor vision de lo que esta sucediendo.

Para ver este video, vaya a la version web de este documento.

El flujo de trabajo esta:

1. en AXIS Object Analytics (u otra aplicacion de analisis de su eleccion)
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2
3
4.
5
6. yasegurese de que todo funciona como usted quiere.

Nota
Requisitos
e AXIS Optimizer version 4.0 o posterior en el servidor de eventos y con Management Client
e  (Camaras con AXIS OS 7.40 o posterior

e (Camaras que puedan generar eventos, en este caso una camara con AXIS Object Analytics
Configurar un escenario de analitica

1. Vaya a Site Navigation > AXIS Optimizer > Device assistant (Navegacion del sitio > AXIS Optimizer >
Asistente del dispositivo y encuentre el dispositivo con las analiticas que desea utilizar.

2. Haga clic en Applications (Aplicaciones) y cree un escenario de analiticas que activen la accion.

3. Vaya a Devices > Cameras (Dispositivos > Camaras) y encuentre la camara en la que ha creado el
escenario de analiticas.

4. Enla ventana Properties (Propiedades), haga clic en Events > Add (Eventos > Agregar).

5. Seleccione un evento del controlador; en este ejemplo, "Analiticas de objetos: prueba de evento de
subida" y haga clic en OK (Aceptar).

6. Haga clic en Add (Agregar) y seleccione el evento de controlador “Analitica de objetos: Prueba de

evento Caida". A continuacion, haga clic en OK (Aceptar).

7. Haga clic en Save (Guardar).
Afadir controles de operador a las camaras pertinentes

1. Vaya a AXIS Optimizer > Operator controls (AXIS Optimizer > Controles del operador) y abra la
biblioteca de controles.

2. Enla ventana Configuration (Configuracion), seleccione la carpeta correspondiente y active tanto Turn
off privacy mask (Activar mascara de privacidad) como Turn on privacy mask (Desactivar mascara de
privacidad).

Crear acciones predefinidas

1. Vaya a Rules and Events > Axis actions (Reglas y eventos > acciones de Axis) y haga clic en Add new
preset (Agregar nuevo preajuste).

2. Haga clic en Cameras (Camaras) y seleccione las camaras pertinentes. En este ejemplo: AXIS P1375y
AXIS Q6075-E. A continuacion, seleccione el control TURN on privacy mask (Activar mascara de
privacidad).

3. Haga clic en Add new preset > Cameras (Agregar nueva configuracion predefinida > Camaras) y
seleccione las camaras relevantes. En este ejemplo: AXIS P1375 y AXIS Q6075-E. A continuacién,
seleccione el control TURN off privacy mask (Desactivar mascara de privacidad).

Crear una regla para desactivar las mascaras de privacidad cuando se produce un evento de analisis

1. Vaya a Site Navigation > Rules and Events (Navegacion del sitio > Reglas y eventos) y haga clic con el
boton derecho en Rules (Reglas).

2. Seleccione Add Rule (Afadir regla) e introduzca un nombre, en este ejemplo; "Desactivar la mascara de
privacidad en analiticas"”.

3. Seleccione Perform an action on <event> (Realizar una accion al <evento>).
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9.

En el campo Edit the rule description (Editar la descripcion de la regla), haga clic en event (evento).
Vaya a Devices (Dispositivos) > Configurable Events (Eventos configurables) y seleccione Object
Analytics: Event test Rising (Analiticas de objetos: prueba de evento Elevacion).

En el campo Edit the rule description (Editar la descripcion de la regla), seleccione un dispositivo, en
este ejemplo el modelo AXIS P1375.

Haga clic en Next (Siguiente) hasta llegar a Step 3: Actions (Paso 3: Acciones).

Seleccione la accion Axis: Run operator control: <preset> (Axis: Ejecutar control del operador:
<posicion predefinida>).

En el campo Edit the rule description (Editar la descripcion de la regla), haga clic en preset
(preajustar). A continuacion, afiada el objetivo Turn off privacy mask on 2 cameras (Desactivar
mascara de privacidad en 2 camaras) y haga clic en OK (Aceptar).

Haga clic en Finish (Finalizar).

Crear una regla para volver a activar las mascaras de privacidad

1.

8.

Seleccione Add Rule (Agregar regla) e introduzca un nombre, en este ejemplo; "Activar la mascara de
privacidad en la parada analitica”.

Seleccione Perform an action on <event> (Realizar una accion al <evento>).

En la seccion Edit the rule description (Editar la descripcion de la regla), haga clic en event (evento).
Vaya a Devices (Dispositivos) > Configurable Events (Eventos configurables) y seleccione Object
Analytics: Event test Failing (Analiticas de objetos: prueba de evento Caida).

En Edit the rule description (Editar la descripcion de la regla), seleccione un dispositivo, en este
ejemplo el modelo AXIS P1375.

Haga clic en Next (Siguiente) hasta llegar a Step 3: Actions (Paso 3: Acciones).

Seleccione la accion Axis: Run operator control: <preset> (Axis: Ejecutar control del operador:
<posicion predefinida>).

En la seccion Edit the rule description (Editar la descripcion de la regla), haga clic en preset
(predefinido). A continuacion, afiada el objetivo Turn on privacy mask on 2 cameras (Activar mascara
de privacidad en 2 camaras) y haga clic en OK (Aceptar).

Haga clic en Finish (Finalizar).

Comprobacion de la regla

1.

2.

Vaya a AXIS Optimizer > Device Assistant (AXIS Optimizer > Asistente de dispositivos) y encuentre el
dispositivo con la analitica que ha utilizado para crear la automatizacion. En este ejemplo; el modelo
AXIS P1375.

Abra el escenario correspondiente y haga clic en Test alarm (Comprobar la alarma).

Activacion de una sirena estroboscopica si una camara detecta movimiento

Mediante el complemento de servidor de eventos, puede configurar reglas personalizadas para automatizar las
acciones. En este ejemplo se muestra como activar sirenas estroboscdpicas automaticamente si una camara
detecta movimiento.

Nota

Requisitos
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AXIS Optimizer version 4.4 o posterior en el servidor de eventos y con Management Client

Una o varias sirenas estroboscopicas de Axis

Salida 1 de la sirena estroboscopica de Axis habilitada y agregada a los dispositivos de salida en
Management Client.

En versiones del VMS anteriores a 2022 R2, las acciones de Axis no estan disponibles como acciones de
deteccidon. En las versiones anteriores es necesario crear dos reglas independientes para ejecutar y
detener la sirena estroboscopica.

Cree perfiles de sirena estroboscopica:

1.1.

1.2.

1.3.
1.4.
1.5.

Vaya a Site Navigation > AXIS Optimizer > Device assistant (Navegacion de instalaciones >
AXIS Optimizer > Asistente de dispositivos).

Vaya a Axis output devices (Dispositivos de salida Axis) y seleccione una sirena estroboscopica.
Se abre la pagina web de la sirena.

Vaya a Profiles (Perfiles) y haga clic en Add profile (Agregar perfil).
Debe elegir el mismo nombre de perfil para todas las sirenas.

Configure el comportamiento de la sirena estroboscopica cuando se detecte movimiento.

Cree acciones de inicio y deteccion predefinidas:

2.1.

2.2.

2.3.

2.4.
2.5.

2.6.

2.7.

2.8.

2.9.
2.10.

2.11.

Vaya a Site Navigation > Rules and Events > Axis actions (Navegacion de instalaciones >
Reglas y eventos > Acciones de Axis).

Para crear una accion de inicio predefinida, vaya a Strobe siren (Sirena estroboscopica) y haga
clic en Add new preset (Agregar nueva accion predefinida).

Vaya a Select strobe siren (Seleccionar una sirena estroboscdpica) y haga clic en Strobe siren
(Sirena estroboscopica).

Seleccione sirenas estroboscopicas en la lista.

Seleccione en la lista el perfil de sirena que ha creado. La accion predefinida se guarda
automaticamente

Para crear una accion de detencion predefinida, haga clic en Add new preset (Agregar nueva
accion predefinida).

Vaya a Select strobe siren (Seleccionar una sirena estroboscdpica) y haga clic en Strobe siren
(Sirena estroboscopica).

En la lista, seleccione las mismas sirenas estroboscopicas que selecciono para la accion de inicio
predefinida.

Vaya a Select action (Seleccionar accion) y seleccione Stop (Detener).

Seleccione el perfil de sirena que cred para la accion de inicio. La accion predefinida se guarda
automaticamente

Haga clic en click to refresh (Haga clic para actualizar) o presione F5 para actualizar la
configuracion del servidor.

Crear una regla:

3.1.

3.2

3.3.
3.4.

3.5.

3.6.

Vaya a Site Navigation > Rules and Events > Rules (Navegacion de instalaciones > Reglas y
eventos > Reglas).

Haga clic con el boton derecho del raton en Rules (Reglas), seleccione Add Rule (Agregar regla)
y escriba un nombre.

En Edit the rule description (Editar descripcion de regla), haga clic en event (evento).

Vaya a Devices > Predefined Events (Dispositivos > Eventos predefinidos) y seleccione Motion
Started (Se inicia por movimiento).

En Edit the rule description (Editar descripcion de regla), haga clic en devices/recording_
server/management_server.

Seleccione la camara que debe activar las sirenas estroboscépicas.

20



3.7.  Haga clic en Next (Siguiente) hasta llegar a Step 3: Actions (Paso 3: Acciones).

3.8.  Seleccione la accion Axis: Start or stop a profile on a strobe siren: <preset> (Axis: Iniciar o
detener un perfil al activarse una sirena estroboscopica: <posicion predefinida>).

3.9.  En Edit the rule description (Editar descripcion de regla), haga clic en preset (accion
predefinida).

3.10. Seleccione la opcion de inicio predefinida que ha creado anteriormente.

3.11.  Haga clic en Next (Siguiente) y active Perform stop action on <event> (Realizar accion de
deteccion al <evento>).

3.12. Haga clic en Next (Siguiente) y seleccione Axis: Start or stop a profile on strobe siren:
<event> (Axis: Iniciar o detener un perfil al activarse una sirena estroboscopica: <evento>).

3.13.  En Edit the rule description (Editar descripcion de regla), haga clic en preset (accion
predefinida).

3.14.  Seleccione la opcion de deteccion predefinida que ha creado anteriormente.
3.15.  Seleccione Finish (Finalizar).

4. Compruebe que las sirenas estroboscépicas funcionan correctamente cuando la camara detecta
movimiento.

Reproduce los clips de audio en altavoces o en una zona de altavoz cuando una camara detecta
movimiento

Para ver este video, vaya a la version web de este documento.

Mediante el complemento de servidor de eventos, puede configurar reglas personalizadas para automatizar las
acciones, los llamados preajustes de accion. En este ejemplo, le mostramos como puede reproducir
automaticamente un clip de audio en un altavoz de audio o en una zona de altavoz, cuando una camara detecta
movimiento.

Nota
Requisitos
e AXIS Optimizer version 4.6 o posterior en el servidor de eventos y con Management Client

® Uno o varios altavoces Axis dedicados o dispositivos Axis con altavoces integrados

®  Para reproducir un clip de audio en una zona de altavoz se necesita una configuracion correcta del
sistema de audio AXIS Audio Manager Edge. Para obtener mas informacion, vea
1. Cargar un clip de audio:
1.1.  Ponga el clip de audio que desee cargar en los altavoces dentro de la carpeta predeterminada C:
\Users\Public\Documents\AXIS Optimizer for Milestone XProtect - Audio Clips\.

1.2. En Management Client, vaya a Site Navigation > AXIS Optimizer > Speaker manager
(Navegacion de instalaciones > AXIS Optimizer > Gestor de altavoces) y seleccione un altavoz,
un grupo de dispositivos o una zona de altavoz de la lista.

Nota
Para obtener mas informacion sobre como activar el modo AXIS Audio Manager Edge, consulte .

1.3.  Vaya a Audio clips (Clips de audio) y haga clic en + junto al clip de audio que desea cargar.

1.4.  Sin el modo AXIS Audio Manager Edge, repita los pasos 1.2-1.3 para cada altavoz desde el que
desee reproducir el clip de audio. Asegurese de cargar el mismo archivo de audio en cada
altavoz.
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2. Crear preajustes de accion para reproducir un clip de audio en un altavoz o en una zona de altavoz:

2.1.  Vaya a Site Navigation > Rules and Events > Axis actions (Navegacion de instalaciones >
Reglas y eventos > Acciones de Axis).

2.2.  Para crear una accion de inicio predefinida, vaya a Audio clips (clips de audio) y haga clic
en Add new preset (Agregar nueva posicion predefinida).

2.3.  Con el modo AXIS Audio Manager Edge, vaya a Select playback destination (Seleccionar
destino de reproduccion).
Sin el modo AXIS Audio Manager Edge, vaya a Select speaker (Seleccionar altavoz).

2.4, Seleccione un altavoz o una zona de altavoz.

2.5. En la lista, seleccione el clip de audio que ha cargado en el paso 1. La accion predefinida se
guarda automaticamente.

2.6. Haga clic en click to refresh (Haga clic para actualizar) o presione F5 para actualizar la
configuracion del servidor.

3. Crear una regla:

3.1.  Vaya a Site Navigation > Rules and Events > Rules (Navegacion de instalaciones > Reglas y
eventos > Reglas).

3.2.  Haga clic con el boton derecho del raton en Rules (Reglas), seleccione Add Rule (Agregar regla)
y escriba un nombre.

3.3.  En Edit the rule description (Editar descripcion de regla), haga clic en event (evento).

3.4.  Vaya a Devices > Predefined Events (Dispositivos > Eventos predefinidos) y seleccione Motion
Started (Se inicia por movimiento).

3.5. En Edit the rule description (Editar descripcion de regla), haga clic en devices/recording_
server/management_server.

3.6.  Seleccione la camara que deberia activar la accion predefinida o el clip de audio.
3.7.  Haga clic en Next (Siguiente) hasta llegar a Step 3: Actions (Paso 3: Acciones).

3.8.  Seleccione la accion Axis: Play audio clip: <preset> (Axis: reproducir clip de audio: <posicion
predefinida>)

3.9. En Edit the rule description (Editar descripcion de regla), haga clic en preset (posicion
predefinida).

3.10. Seleccione la accién predefinida que ha creado en el paso anterior.
3.11. Seleccione Finish (Finalizar).

4.  Compruebe que el clip de audio se reproduce correctamente cuando la camara detecta movimiento.
Solucion de problemas de una regla

Si una regla no funciona, compruebe los mensajes del servidor de eventos para ver si el servicio de eventos esta
en funcionamiento.

También puede comprobar los registros de AXIS Optimizer en el servidor de eventos. Si el estan disponibles
Management Client y Smart Client, uselos para habilitar y guardar los registros.

Gestidn centralizada de listas de matriculas

Si usa el gestor de listas AXIS Optimizer, puede administrar de forma centralizada las listas de matriculas de
todas las camaras a la vez. Puede crear y gestionar listas de permitidos y bloqueados vy listas personalizadas
directamente desde el VMS. El sistema admite listas de combinacion. Esto significa que puede tener una lista
global que se aplique a todas las camaras del sistema vy listas locales que se apliquen a camaras especificas.

La gestion centralizada de listas resulta util, por ejemplo para automatizar la entrada y salida de aparcamientos
0 para recibir una alarma cuando el sistema registra una matricula determinada.
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Debe ser un administrador para crear y editar listas. Es posible dar derechos de lectura y edicion a otros perfiles,
consulte la seccion .

Crear una lista

Nota

Requisitos

1.

AXIS License Plate Verifier 1.8 o posterior instalado en las camaras
Si quiere crear listas personalizadas, necesita AXIS License Plate Verifier 2.0 o posterior

En Management Client, vaya a Site Navigation > AXIS Optimizer > License plate lists (Navegacion de
instalaciones > AXIS Optimizer > Listas de matriculas).

Seleccione las camaras a las que desea enviar la lista de permitidos, |a lista de bloqueados y la lista
personalizada.

(Opcional) Afiada funciones de usuario que pueden ver y editar |a lista de permitidos, la lista de
bloqueados vy las listas personalizadas.

Agregue matriculas a la lista de permitidos o bloqueados y la lista personalizada.

También puede importar las listas de matriculas existentes.

Cuando la lista presenta el estado de Synchronized (Sincronizada), se ha transmitido a las camaras que
ha seleccionado.

Configurar permisos de las listas

Puede configurar qué perfiles de usuario pueden editar las listas de permitidos y bloqueados y la lista
personalizada. Esto es util, por ejemplo, cuando el administrador ha configurado las listas pero usted quiere que
el operador afiada visitantes en funcion de las necesidades diarias.

En Management Client

Todos los permisos para ver y editar listas se pueden seleccionar individualmente para cada lista.

1.
2.
3.

Vaya a Security > Roles (Seguridad > Funciones) y seleccione una funcion.
Vaya a la pestafia AXIS Optimizer.

Vaya a Role settings (Configuracion de roles) > AXIS Optimizer (Optimizador AXIS) > License plate
lists (Listas de matriculas).

Seleccione Read (Leer) en el campo License plate lists (Listas de matriculas) (nodo).

Seleccione una lista en License plate lists (Listas de matriculas) y seleccione Edit License plates (Editar
matriculas).

- En versiones anteriores a XProtect 2023 R2, vaya a MIP > AXIS Optimizer > AXIS Optimizer
Security > License lists (MIP > AXIS Optimizer > Sequridad de AXIS Optimizer > Listas de
matriculas) y seleccione Edit license plate lists (Editar listas de matriculas).

Edicion de una lista

En Management Client

1.

Vaya a Site Navigation > AXIS Optimizer > License plates (Navegacion de instalaciones > AXIS
Optimizer > Matriculas).

Seleccione la instalacion que quiera editar.

Actualice las Cameras (camaras) o License plates (matriculas) seqgun sea necesario.
Cuando la lista presenta el estado Synchronized (Sincronizada), los cambios se han transferido a las
camaras seleccionadas.

En Smart Client

1.

Vaya a y haga clic en Listas de matriculas.
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Si no aparece en la pestafa, vaya a Settings > Axis search options (Configuracion > Opciones de
busqueda de Axis) y seleccione Show license plate search tab (Mostrar la pestaiia de busqueda de
matriculas).

Seleccione la instalacion que quiera editar.

Agregue matriculas a la lista de permitidos o bloqueados y la lista personalizada.

También puede importar listas de matriculas existentes.

Cuando la lista presenta el estado de Synchronized (Sincronizada), se ha transmitido a las camaras que
ha seleccionado.

Importacion de una lista

Puede importar listas en varios formatos de texto o CSV.

Formato de texto permitido: una matricula en cada linea

Formatos CSV permitidos:
- una matricula por linea

- Dos campos: matricula y fecha
- Tres campos: matricula, propietario y comentario

- Cuatro campos: matricula, propietario, comentario y la cadena «Activo» o «Inactivon. (Mismo
formato que cuando se exporta una lista).

En Management Client

1.

Vaya a Site Navigation > AXIS Optimizer > License plates (Navegacion de instalaciones > AXIS
Optimizer > Matriculas).

Seleccione la instalacion que quiera editar.

Vaya a Allowed (Permitido), Blocked (Bloqueado) o Custom (Personalizado).

Haga clic en . y active Import to allow list (Importar en lista de permitidos), Import to block list

(Importar en lista de bloqueados) o Import to custom list (Importar en lista personalizada).

En el cuadro de didlogo Reset list (Restablecer lista):

- Haga clic en Yes (Si) para eliminar todas las matriculas existentes y agregar a la lista solo las
matriculas importadas recientemente.

- Haga clic en No para fusionar las nuevas matriculas importadas con las matriculas existentes en
la lista.

En Smart Client

1.

Vaya a y haga clic en Listas de matriculas.

Si no aparece en la pestafa, vaya a Settings > Axis search options (Configuracion > Opciones de
busqueda de Axis) y seleccione Show license plate search tab (Mostrar la pestaia de busqueda de
matriculas).

Seleccione la instalacion que quiera editar.

Vaya a Allowed (Permitido), Blocked (Bloqueado) o Custom (Personalizado).

Haga clic en . y active Import to allow list (Importar en lista de permitidos), Import to block list
(Importar en lista de bloqueados) o Import to custom list (Importar en lista personalizada).

En el cuadro de didlogo Reset list (Restablecer lista):

- Haga clic en Yes (Si) para eliminar todas las matriculas existentes y agregar a la lista solo las
matriculas importadas recientemente.

- Haga clic en No para fusionar las nuevas matriculas importadas con las matriculas existentes en
la lista.
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Exportacion de una lista

Nota
Para exportar listas de matriculas, debe tener derechos de administrador.

En Management Client

1. Vaya a Site Navigation > AXIS Optimizer > License plates (Navegacion de instalaciones > AXIS
Optimizer > Matriculas).

2. Seleccione la instalacion que quiera editar.

3. Vaya a Allowed (Permitido), Blocked (Bloqueado) o Custom (Personalizado).

4. Hagaclicen . y seleccione Export allow list (Exportar lista de permitidos), Export block list
(Exportar lista de bloqueados o Export custom list (Exportar lista personalizada).
La lista exportada estara en formato CSV con cuatro campos: matricula, propietario, comentario y
estado Activo o Inactivo.

En Smart Client

1. Vaya a y haga clic en Listas de matriculas.
Si no aparece en la pestafa, vaya a Settings > Axis search options (Configuracion > Opciones de
busqueda de Axis) y seleccione Show license plate search tab (Mostrar la pestaiia de busqueda de
matriculas).

2. Seleccione la instalacion que quiera editar.

3. Vaya a Allowed (Permitido), Blocked (Bloqueado) o Custom (Personalizado).

4. Hagaclic en . y seleccione Export allow list (Exportar lista de permitidos), Export block list
(Exportar lista de bloqueados o Export custom list (Exportar lista personalizada).
La lista exportada estara en formato CSV con cuatro campos: matricula, propietario, comentario y
estado Activo o Inactivo.

Mas informacion sobre las listas

® Puede crear varias instalaciones.
® (Cada instalacidn se asocia a una o varias camaras que tienen instalado AXIS License Plate Verifier.

e (Cada instalacion se asocia a una o varias funciones de usuario del VMS. La funcidn de usuario define
quién tiene permiso para leer y editar las listas de matriculas.

® Todas las listas se guardan en la base de datos del VMS.
e Al agregar la camara a una instalacion, se sobrescriben las matriculas ya existentes en la camara.
® Sjla misma camara esta presente en varias instalaciones, la cdmara recibira la suma de todas las listas.

® Sila misma matricula esta en varias listas, la de bloqueados tiene la mayor prioridad, la de permitidos
tiene prioridad media y personalizada la mas baja.

® Para cada matricula, puede agregar informacion sobre el propietario del vehiculo. Sin embargo, esta
informacion no esta sincronizada con las camaras.
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Usar los controles de dispositivo
Controles del operador

Los controles del operador dan acceso a las caracteristicas concretas de una camara Axis directamente desde
Smart Client. Las funciones a las que tiene acceso dependen de las camaras de su sistema y de las caracteristicas
que presentan. Ademas de los controles de operador preinstalados, es posible crear otros personalizados.
También puede configurar a qué controles tiene acceso un operador.

Algunos ejemplos de los controles de operador son:

® Encendido o apagado de las escobillas de limpieza

® Encendido o apagado del calefactor

® Encendido o apagado de IR

e Recuerdo de enfoque

® Encendido o apagado de WDR

e Encendido o apagado de la estabilizacion electronica de imagen (EIS)
® Encendido o apagado de las mascaras de privacidad.

Para obtener mas informacion sobre los controles especificos del operador de su camara, consulte la hoja de
datos.

Acceso a los controles de operador

Nota
Requisitos
e Dispositivos Axis con AXIS 0S 7.10, 7.40 o posterior (las versiones 7.20 y 7.30 no admiten los controles
del operador).

1. En Smart Client, haga clic en Live (En directo) y vaya a la camara Axis.

2. Haga clic en B y seleccione la funcion que desea utilizar.
Guarde un area de enfoque para una camara PTZ
La funcién de recuerdo de enfoque le permite guardar areas de enfoque a las que la camara PTZ vuelve

automaticamente cuando se desplaza hacia esa zona de la escena. Esto es especialmente util en condiciones de
poca luz, cuando la camara puede tener problemas para encontrar el enfoque correcto.

Para ver este video, vaya a la version web de este documento.

1. En Smart Client, mueva la camara hacia la zona que desea enfocar.

Nota
Las condiciones de luz deben ser buenas cuando se ajusta el area de enfoque.

2. Enfoque de la camara.

3. Seleccione Add Focus Recall Zone (Anadir area de recuerdo de enfoque).
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Mas tarde, al desplazar o inclinar la camara y mover la vista a un area determinada, la camara recupera
automaticamente el enfoque preestablecido para dicha vista. La camara va a mantener la misma posicion de
enfoque aunque se acerque o se aleje el zoom.

Si la zona no esta configurada correctamente, seleccione Remove Focus Recall Zone (Eliminar area de recuerdo
de enfoque).

Enfoque automatico de la camara

Para ver este video, vaya a la version web de este documento.

Las camaras con enfoque automatico pueden ajustar el objetivo de forma mecanica y automatica para que la
imagen permanezca focalizada en el area de interés cuando cambia la vista.

Enfoque automatico en camaras PTZ

1. En Smart Client, seleccione la vista de una camara.

2. Hagaclic en By vaya a Set Focus > AF (Ajustar enfoque > AF).
Focus Control (Control de enfoque) permite acercar o alejar el punto de enfoque:

- Para un paso grande, haga clic en la barra grande.
- Para un paso pequefio, haga clic en la barra pequefa.
Camaras de caja fija y domo fijo con enfoque automatico
1. En Smart Client, seleccione la vista de una camara.

2. Haga clic en By vaya a Autofocus (Enfoque automatico).

Activacion de Speed Dry o de las escobillas de limpieza

Para ver este video, vaya a la version web de este documento.

La funcién Speed Dry permite que el domo vibre a alta frecuencia al mojarse. Cuando el domo vibra a alta
frecuencia, la tension superficial del agua se rompe y elimina las gotas. Esto permite que la camara ofrezca
imagenes nitidas incluso con tiempo lluvioso.

Para activar la funcion Speed Dry

1. En Smart Client, seleccione la vista de una camara.

2. Hagaclicen By vaya a PTZ > Speed Dry.

Importante
La funcién Speed Dry solo esta disponible en las camaras de la serie AXIS Q61.

Activacion de la funcion de limpieza con escobillas
Las escobillas eliminan el exceso de agua y lluvia del objetivo de las camaras de posicionamiento Axis.

1. En Smart Client, seleccione la vista de una camara.
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2. Hagaclicen\.

Importante
La funcion de limpieza mediante escobillas solo esta disponible en las camaras de la serie AXIS Q86.

Medir la temperatura de un punto

Para ver este video, vaya a la version web de este documento.

Si dispone de una camara integrada con lectura de temperatura localizada en el sistema, puede medir la
temperatura directamente en la vista de camara. Las camaras AXIS con lectura de temperatura localizada son la
AXIS Q1961-TE, AXIS Q2101-E y AXIS Q2901-E.

1. En Smart Client, abra una vista de camara en una camara integrada con lectura de temperatura
localizada.

2. Para medir la temperatura localizada, haga clic en By seleccione:
- Medicion puntual de la temperatura para AXIS Q2901-E.

- Enable temperature spot meter (Habilitar medidor puntual de temperatura) para AXIS Q1961-
TE y AXIS Q2101-E.

3. Haga clic en cualquier area de la vista y vera la temperatura puntual actual.
Para Q1961-TE y AXIS Q2101-E, haga clic en Done (Hecho).

4. Para AXIS Q1961-TE y AXIS Q2101-E, la temperatura puntual permanecera en la imagen hasta que se
desactive:

- Seleccione B4 > Disable temperature spot meter (Desactivar el medidor de temperatura
puntual).

Nota
Si se utiliza un zoom digital, las mediciones de temperatura pueden dar resultados incorrectos.

Amplia y sigue automaticamente un objeto en movimiento
Autotracking

Gracias al autotracking, la camara hace zoom automaticamente en los objetos en movimiento y los sigue. Por
ejemplo, puede tratarse de un vehiculo o una persona. El objeto cuyo seqguimiento se quiere hacer se puede
seleccionar manualmente. También se pueden crear areas de activacion para que la camara detecte los objetos
en movimiento. Cuando la camara no sigue a un objeto, vuelve a su posicion de inicio después de 5 sequndos.

e (Configure las areas de activacion en la interfaz web de la camara PTZ.

e  En Smart Client puede ver lo siguiente:
- Recuadro rojo: el objeto rastreado.

- Zonas azules: objetos que no se rastrean, pero que pueden seguirse si acceden a una zona de
activacion o se hace clic con el botén derecho.

Configuracion de autotracking

Nota
Requisitos
e AXIS0S 120

e (Camaras Axis compatibles con Autotracking 2, como la AXIS Q6075 PTZ Dome Network Camera
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1. Compruebe que la camara y los dispositivos de metadatos estan habilitados.

2. Seleccione Metadatos 1 en su camara y haga clic en Settings (Configuracion).

3. Vaya a Metadata stream > Event data (Flujo de metadatos > Datos de eventos) y seleccione Yes (Si).
4. Haga clic en Save (Guardar).
5

Configure Autotracking en la interfaz web de la camara PTZ.
Encender o apagar autotracking

1. En Smart Client, haga clic en K.

2. Seleccione Turn on autotracking (Encender autotracking) o Turn off autotracking (Apagar
autotracking).

Nota
Si hay varias opciones para activar o desactivar el autotracking, utilice la ultima de la lista.

Iniciar autotracking manualmente

Si se pasa el raton por encima de un objeto, se rellena la superposicion. Al hacer clic con el boton derecho del
raton sobre un objeto, este se convierte en un objetivo y la camara comienza a seguirlo. La camara se restablece
después de 5 segundos si el objeto ya no se puede sequir.

Al hacer clic con el boton derecho fuera de los cuadros azules, se detiene el autotracking.
Crear controles de operador personalizados
1. En Management Client, vaya a Site Navigation > AXIS Optimizer > Operator controls (Navegacion de
instalaciones > AXIS Optimizer > Controles de operador).
Seleccione un dispositivo o un grupo de dispositivos.
Haga clic en Add new control (ARadir nuevo control).

Introduzca un Nombre y una Descripcion.

o N

Seleccione Administrator (Administrador) si desea que el control del operador solo esté disponible para
usuarios con derechos de administrador.

6. Agregue la URL de VAPIX para el control especifico.
Ejemplo: Para afiadir un control de Defog (Desempafiado) en el control del operador, introduzca esta
URL: /axis—-cgi/param.cgi?action=update&imageSource.IO0.Sensor.Defog=on.
Para obtener mas informacion sobre las APl de dispositivos de red de Axis, consulte la .

7. Vaya a Smart Client y compruebe que el control del operador funciona de la forma esperada.
Configuracion del acceso a los controles del operador

Puede determinar los controles de operador a los que tiene acceso un operador en Smart Client.

1. En Management Client, vaya a Site Navigation > AXIS Optimizer > Operator controls (Navegacion de
instalaciones > AXIS Optimizer > Controles de operador).

2. Seleccione un dispositivo 0 un grupo de dispositivos.

3. Seleccione los controles de operador a los que quiere que los operadores tengan acceso en Smart Client.
Interactiie a través de los altavoces
Gestor de altavoces

El gestor de altavoces integra los productos de audio de Axis en VMS para que disponga de todas las funciones
de los dispositivos Axis.

e Acceder a los altavoces vinculados a la camara
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Conectar las camaras a altavoces y acceder a ellos desde |a visualizacion en directo. Ya no es necesario
encontrar los altavoces manualmente.

e  Enviar audio a un grupo de altavoces
Envie audio a muchos altavoces con un solo clic. Utilice los grupos ya definidos en su sistema.

® Gestion de fragmentos de audio
Configure su biblioteca local de fragmentos de audio y carguelos en los altavoces con un solo clic.

® Interactuar inmediatamente con sus interlocutores
Responda rapidamente a una alarma sin salir del gestor de alarmas.

® Sincronizar audio entre altavoces
Si desea utilizar su sistema de audio como hilo musical, el gestor de altavoces puede ayudarle a
configurar zonas para sincronizar el audio entre los altavoces.

Modo de AXIS Audio Manager Edge

El modo de AXIS Audio Manager Edge permite usar todas las caracteristicas del gestor de altavoces con un
sistema de audio AXIS Audio Manager Edge. Gracias al modo AXIS Audio Manager Edge puede mezclar avisos en
directo o pregrabados con anuncios publicitarios y musica de fondo. También se puede usar para programary
configurar contenido semanal.

Nota

En el modo AXIS Audio Manager Edge no se pueden utilizar salidas de audio integradas en camaras ni otros
dispositivos de audio que no sean compatibles.

Acceder a AXIS Audio Manager Edge mode

En Management Client, puede activar el modo AXIS Audio Manager Edge en el gestor de altavoces.

1. Vaya a Site Navigation > AXIS Optimizer > Speaker manager (Navegacion de instalaciones > AXIS
Optimizer > Gestor de altavoces).

2. Encienda el AXIS Audio Manager Edge mode (modo de AXIS Audio Manager Edge).

Para obtener mas informacion sobre AXIS Audio Manager Edge, consulte el manual del usuario de AXIS Audio
Manger Edge.

Nota

Puede activar y desactivar el modo de AXIS Audio Manager Edge en cualquier momento. Los ajustes se
mantienen cuando se pasa de un modo a otro.

Todos los cambios realizados en AXIS Audio Manager Edge en la vista web requieren que actualice la lista de
instalaciones.

e Vaya a Site Navigation > AXIS Optimizer > Speaker manager (Navegacion de instalaciones > AXIS

Optimizer > Gestor de altavoces) y seleccione G .

Configuracion de los altavoces
Como funciona

Para empezar a usar altavoces Axis o configurar altavoces en modo AXIS Audio Manager Edge, configure
primero el sistema en funcion del modo que desee:

® Para configurar altavoces y acceder a ellos:
- Si usa el modo AXIS Audio Manager Edge, consulte .
- Si no lo usa, consulte .
® Para acceder a altavoces directamente desde vistas de camara del VMS, consulte .

® Para reproducir clips de audio desde los altavoces, consulte .

30


https://www.axis.com/products/axis-audio-manager-edge
https://help.axis.com/axis-audio-manager-edge#what-is-axis-audio-manager-edge
https://help.axis.com/axis-audio-manager-edge#what-is-axis-audio-manager-edge

Configurar altavoces y zonas en el modo de AXIS Audio Manager Edge

Para ver este video, vaya a la version web de este documento.

Nota

Solo es necesario agregar al VMS los lideres de las instalaciones, los destinatarios de la megafonia, los
dispositivos intermediarios para fuentes de megafonia y altavoces auténomos para que el modo de AXIS
Audio Manager Edge funcione de forma correcta.

Para reproducir clips de audio y hablar en directo, primero debe encender la megafonia de las zonas.
1. En Management Client, vaya a Site Navigation > Devices > Speakers (Navegacion de instalaciones >
Dispositivos > Altavoces) y agregue grupos de dispositivos 0 agregue y elimine altavoces de los grupos
de dispositivos.

2. Vaya a Site Navigation > AXIS Optimizer > Speaker manager (Navegacion de instalaciones > AXIS
Optimizer > Gestor de altavoces) y compruebe que AXIS Audio Manager Edge mode (Modo de AXIS
Audio Manager Edge) esta activado.

A continuacion, el gestor de altavoces buscara todos los altavoces del sistema del VMS y mostrara todas
las instalaciones y zonas de AXIS Audio Manager Edge que se pueden utilizar en Smart Client.

3. Enlalista de instalaciones, seleccione una zona con la megafonia desactivada.

4. Seleccione Turn on paging for the zone (Encender megafonia para la zona).

Nota
Si la configuracion no es correcta, compruebe la configuracion de AXIS Audio Manager Edge e inténtelo de
nuevo.

Configurar altavoces sin el modo de AXIS Audio Manager Edge

1. En Management Client, vaya a Site Navigation > Devices > Speakers (Navegacion de instalaciones >
Dispositivos > Altavoces) y agregue grupos de dispositivos 0 agregue y elimine altavoces de los grupos
de dispositivos.

2. Vaya a Site Navigation > AXIS Optimizer > Speaker manager (Navegacion de instalaciones > AXIS

Optimizer > Gestion de altavoces) y haga clic en ™=

2.1.  Enla ventana Manage Side Panel (Panel lateral de gestion), seleccione los altavoces que quiera
mostrar en Smart Client.

2.2.  Haga clic en Add (Agregar) y en OK.
Los altavoces del panel Visible (Visibles) se muestran ahora en Smart Client para todos los
usuarios que tengan acceso al altavoz.

3. Para eliminar altavoces:
3.1.  Vaya a Site Navigation > AXIS Optimizer > Speaker manager (Navegacion de instalaciones >

AXIS Optimizer > Gestion de altavoces) y haga clic en ™=

3.2.  Enlaventana Manage Side Panel (Panel lateral de gestion), seleccione los altavoces que quiera
eliminar.

3.3. Haga clic en Remove (Eliminar) y en OK (Aceptar).
Vinculacion de una camara a un altavoz o a un grupo de dispositivos

Para usar un altavoz, un grupo de dispositivos o una zona directamente en la vista de camara de Smart Client
puede asociarlos a una camara.
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En Management Client, vaya a Site Navigation > AXIS Optimizer > Speaker manager (Navegacion de
instalaciones > AXIS Optimizer > Gestor de altavoces) y seleccione un altavoz, un grupo de dispositivos

0 uUha zona.

En la ventana Associated cameras (Camaras asociadas), haga clic en + y seleccione las camaras a las
que desea asociar el altavoz, el grupo de dispositivos o la zona.

Cuando una camara esta asociada a un altavoz, un grupo de dispositivos o una zona, Y se muestra en la barra
de herramientas de la vista de camara de Smart Client.

Cargar clips de audio en altavoces

Para ver este video, vaya a la version web de este documento.

Para reproducir clips de audio en un altavoz, un grupo de dispositivos o una zona desde Smart Client, primero
debe cargar los en los altavoces en Management Client.

1.

3.

Ponga los clips de audio que desee cargar en los altavoces dentro de la carpeta predeterminada C:\Users
\Public\Documents\AXIS Optimizer for Milestone XProtect - Audio Clips\.

En Management Client, vaya a Site Navigation > AXIS Optimizer > Speaker manager (Navegacion de
instalaciones > AXIS Optimizer > Gestor de altavoces) y seleccione un altavoz, un grupo de dispositivos

0 una zona.
Vaya a Audio clips (Clips de audio) y haga clic en + junto a los clips que desea cargar en los altavoces.

Cambiar el volumen

Para cambiar el volumen de los altavoces.

1.

Si utiliza AXIS Audio Manager Edge, haga lo siguiente:

1.1. En Management Client, vaya a Site Navigation > Speaker Manager (Navegacion de
instalaciones > Gestor de altavoces) y asegurese de que el AXIS Audio Manager Edge mode
(modo de AXIS Audio Manager Edge) este activado.

1.2. Seleccione una instalacion.

1.3. Use AXIS Audio Manager Edge para administrar los ajustes de sonido de los dispositivos.
Para obtener mas informacion sobre como cambiar el volumen de los dispositivos en AXIS Audio
Manager Edge, consulte el manual del usuario de AXIS Audio Manager Edge.

Si no lo utiliza:

2.1.  En Management Client, vaya a Site Navigation > Speaker manager (Navegacion de
instalaciones > Gestor de altavoces) y seleccione un altavoz, un grupo de dispositivos o una
zona.

2.2.  Vaya a Volume (Volumen) y ajuste al volumen deseado.

Para ver este video, vaya a la version web de este documento.

32


https://help.axis.com/axis-audio-manager-edge#adjust-volumes

Reproducir audio en altavoces

1. En Smart Client, vaya a Live > MIP plug-ins > Axis speaker control (En directo > Complementos de
MIP > Control de altavoces Axis) y seleccione un altavoz, un grupo de dispositivos o una zona en la
lista desplegable.

2. Permita que el micro6fono envie audio al altavoz:

U
2.1. Mantenga pulsado ¥ a la vez que habla.
Compruebe que en el indicador de nivel del microfono se indica que hay actividad de voz.

3. Reproduzca un clip de audio en el altavoz:

3.1.  Vaya a Media clip (Fragmentos de medios) y seleccione un fragmento de audio de la lista
desplegable.

3.2. Para comenzar a reproducir el fragmento de audio en el altavoz seleccionado, haga clic en
Reproducir.

Reproducir audio en altavoces en la vista de la camara
1. En Smart Client, vaya a una vista de camara.

2. Sihay una asociacion con un altavoz, grupo de dispositivos o zona, ¥ se ve en la barra de
herramientas.

3. Hagaclicen \ para abrir la ventana Axis speaker control (Control de altavoz de Axis).

4. Permita que el microfono envie audio al altavoz:

4.1.  Mantenga pulsado $ a la vez que habla.
Compruebe que en el indicador de nivel del micréfono se indica que hay actividad de voz.

5. Reproduzca un clip de audio en el altavoz:

5.1.  Vaya a Media clip (Fragmentos de medios) y seleccione un fragmento de audio de la lista
desplegable.

5.2. Para comenzar a reproducir el fragmento de audio en el altavoz seleccionado, haga clic en
Reproducir.

Se guarda automaticamente un marcador con informacién sobre quién y qué dispositivo reprodujo el clip de
audio. Para buscar marcadores de clips de audio:

1. En Smart Client, vaya a Search (Buscar).
2. Seleccione un intervalo de tiempo y una o varias camaras.

3. Haga clic en Search for (Buscar) > Bookmarks (Marcadores) > New search (Nueva busqueda).
Gestion de visitantes

Complemento de intercomunicacion

Los intercomunicadores de red Axis combinan comunicacion, videovigilancia y control remoto de entradas en un
solo dispositivo. AXIS Optimizer facilita la configuracién y el uso de los intercomunicadores de Axis junto con el
VMS. Por ejemplo, puede recibir Ilamadas y abrir puertas.
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Configuracion de un intercomunicador

Para ver este video, vaya a la version web de este documento.

La cerradura de la puerta deberia conectarse por lo general al primer relé del intercomunicador. AXIS Optimizer
determina qué puerto de salida utilizar en funcion de la informacion de Usage (Uso). Se utiliza el primer puerto
que tenga Usage = Door (Uso = Puerta) (RELAY1 de forma predeterminada).

Nota

Requisitos

Nota

Un intercomunicador Axis
Un microfono instalado en el PC que recibe las llamadas

Smart Client listo y en funcionamiento

A partir de la version 5.0.X.X, AXIS Optimizer configura los intercomunicadores en el VMS mediante un
método de configuracion distinto al de versiones anteriores. Se puede utilizar el dispositivo de metadatos
para la deteccion de llamadas en lugar de utilizar la entrada 1. Sequimos siendo compatibles con el método
de configuracion antiguo, pero recomendamos el nuevo método de configuracion para las instalaciones
nuevas.

1.

© © N o

Instale la version mas reciente de AXIS Optimizer en cada cliente desde el que desee recibir Ilamadas y
controlar la puerta.

Inicie sesion en Management Client.
Agregue el intercomunicador Axis al servidor de grabacion.

En Management Client, habilite todos los dispositivos que necesite. Para poder recibir llamadas, en
Smart Client necesita:

- Camara 1

- Microfono

- Altavoz

- Metadatos

- Entrada 2 (opcional si tiene un relé de sequridad conectado al intercomunicador en el puerto 2)

- Salida conectada a la puerta. Si sabe qué salida esta conectada a la puerta, seleccionela. Si no,
seleccione todas las salidas.

Vaya a Site Navigation > Devices > Metadata (Navegacion de instalaciones > Dispositivos >
Metadatos) para seleccionar el dispositivo de metadatos para el intercomunicador que esta instalando.

Haga clic en Settings (Ajustes).
Configure Event data (Datos del evento) en Yes (Si).
Haga clic en Save (Guardar).

Si ha activado la Entrada 2, también debe configurarla.

9.1.  Vaya a Site Navigation > Devices > Input (Navegacion de instalaciones > Dispositivos >
Entrada) y seleccione la entrada 2.

9.2. Haga clic en Events (Eventos) y, a continuacion, en Add (Agregar).

9.3.  Seleccione Input Falling event (Evento de bajada de entrada) y anadalo a las entradas
habilitadas. Repitalo para Input Rising event (Evento de subida de entrada).
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9.4.  Haga clic en Save (Guardar).

10. Para configurar permisos para roles determinados, consulte .
1. .

Configuracion de permisos para intercomunicador

Para gestionar [lamadas es necesario habilitar los permisos.

1.

> N

Vaya a Site Navigation > Security > Roles (Navegacion de instalaciones > Seguridad > Funciones).
Elija una funcion.
Vaya a Overall Security (Seqguridad general).

Asegurese de que los permisos necesarios para cada grupo de sequridad estan establecidos. Vaya a
Hardware y seleccione Driver commands (Comandos de controlador).

Para definir permisos en el nivel del sistema, vaya Overall Security (Seqguridad general).
Para definir permisos en el nivel del dispositivo, vaya a Device (Dispositivo).

Configuracion de permisos para los grupos de sequridad:
6.1.  Vaya a Cameras (Camaras). Seleccione Read (Leer) y View live (Visualizacion en directo).

6.2.  Vaya a Microphones (Micrafonos). Seleccione Read (Leer) y Listen (Escuchar).

6.3.  Para obtener informacion sobre la Overall Security (Seqguridad general), vaya a Speakers
(Altavoces). Seleccione Read (Leer) y Speak (Hablar).
En Device (Dispositivo), vaya a Speakers (Altavoces) y seleccione Read (Leer). A continuacion,
vaya a la pestaiia Speech (Voz) y seleccione Speak (Hablar).

6.4. Vaya a Metadata (Metadatos). Seleccione Read (Lectura) y Live (Directo).
6.5.  Vaya a Input (Entrada). Seleccione Read (Lectura).
6.6.  Vaya a Output (Salida). Seleccione Read (Lectura) y seleccione Activate (Activar).

Para asignar permisos para controlar qué operadores gestionan las [lamadas desde un intercomunicador
determinado:

1.
2.

Seleccione el permiso Read (Lectura) para el dispositivo de metadatos 1 del intercomunicador concreto.

Borre este permiso para las demas funciones. Los usuarios que no tienen permiso no podran recibir
llamadas.

Para ver el historial de llamadas, se necesitan permisos adicionales.

1.

Para definir permisos en el nivel del sistema, vaya Overall Security (Seguridad general).

Para definir permisos en el nivel del dispositivo, vaya a Device (Dispositivo).

Seleccione estos permisos para los grupos de seguridad:

2.1.  Vaya a Cameras (Camaras). Seleccione Playback (Reproduccion) y Read sequences (Lectura de
secuencias).

2.2.  Vaya a Microphones (Microfonos). Seleccione Playback (Reproduccion) y Read sequences
(Lectura de secuencias).

2.3.  Vaya a Speakers (Altavoces). Seleccione Listen (Escuchar), Playback (Reproducir) y Read
sequences (Lectura de secuencias).

Realizar una llamada de prueba

1.

En Smart Client, vaya a Settings > Axis intercom options (Configuracion > Opciones de
intercomunicador Axis).

Haga clic en Test call (Llamada de prueba).

Seleccione un intercomunicador y haga clic en Make call (Realizar llamada).
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AXIS Optimizer

Evitar eco durante las llamadas

Con la funcion pulsar para hablar, solo se envia audio en una direccion cada vez a través del intercomunicador.
Puede activar pulsar para hablar cuando haya eco en una llamada.

Para activar Pulsar para hablar:

e En Smart Client, vaya a Settings (Ajustes) > Axis intercom options (Opciones de intercomunicador de
Axis).

e Vaya a Call (Llamada) y seleccione Push-to-talk (Pulsar para hablar).
Control del intercomunicador desde la visualizacion en directo

Para cada vista de intercomunicador, haga clic en

para controlar rapidamente el dispositivo.
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AXIS Optimizer

¢Como se hace?

Instrucciones

Comentario

Abrir el bloqueo

Haga clic en

> Access (Acceso) o Extended
access (Acceso ampliado).

Cuando el bloqueo esté
desbloqueado, no va a poder hacer
clic en Access (Acceso) o en
Extended access (Acceso
ampliado).

Saber si una puerta esta bloqueada
o desbloqueada

Haga clic

y lea su estado en la parte inferior
del menu.

37




AXIS Optimizer

¢Como se hace?

Instrucciones

Comentario

Hablar con una persona frente al
intercomunicador

Haga clic en

> Start call (Iniciar llamada).

La ventana de Ilamada se abre e
inicia la comunicacion
bidireccional con el
intercomunicador.

Descubra quién llamo ayer

Haga clic en

> Call history (Historial de
[lamadas).

Va a ver una lista de llamadas
realizadas con el intercomunicador
actual.

Responder a una llamada desde la visualizacion en directo

Cuando un visitante pulsa el boton de llamada en el intercomunicador, aparece una ventana de llamada en cada
Smart Client que se encuentre en funcionamiento. La ventana de llamada selecciona automaticamente la vista
de camara adecuada al redimensionar la ventana, por ejemplo, vista de pasillo o panoramica.

¢;Como se hace?

Instrucciones

Comentario

Responder a una Ilamada

Haga clic en Accept (Aceptar)

Se abre un canal de audio
bidireccional entre el operador y la
persona junto al intercomunicador.

Envio de la llamada a otro
operador por encontrarse ocupado

Cierre la ventana haciendo clic en
X

Cuando se rechace una llamada,
un operador diferente puede
atenderla en otro cliente

El intercomunicador continta
sonando y parpadeando hasta que
alguien responde a la [lamada. Si
nadie responde, la llamada pasa al
estado de missed (perdida) en el
historial de llamadas.

Rechazo de la llamada porque ya
se ha abierto la puerta tras una
confirmacion visual y no es
necesario hablar con la persona

Haga clic en Decline (Rechazar)

Cuando se rechaza una llamada,
las ventanas de Ilamada se cierran
automaticamente en los demas

38




¢Coémo se hace?

Instrucciones

Comentario

Rechazo de la [lamada porque no
se desea hablar con un visitante
determinado

clientes. Ningun otro operador
puede atender la Ilamada.

El intercomunicador deja de sonar
y parpadear, y la ventana de
llamada se cierra. La llamada
adopta el estado de answered
(respondida) en el historial de
llamadas.

Apertura de la puerta

Haga clic en Access (Acceso).

La cerradura del intercomunicador
se abre durante 7 s. Para
configurar el tiempo que
permanece abierta la puerta:

1. En Smart Client, vaya a
Settings > Axis intercom
options > Door access
(Configuracion >
Opciones de
intercomunicador Axis >
Acceso a puerta).

2. Cambiar Access time
(Hora de acceso).

Detencion temporal del audio del
operador en el intercomunicador.

Haga clic en Mute (Silenciar)

Hable con el visitante cuando esté
habilitada la funcion pulsar para
hablar.

Haga clic en Talk (Hablar)

Suelte el boton de conversacion
para escuchar al visitante cuando
hable.

Finalizar la llamada.

Haga clic en Hang up (Colgar)

El ajuste de cierre automatico
predeterminado consiste en que la
ventana de llamada se cierra
cuando se rechaza o cuelga una
llamada.

Para cambiar el comportamiento
predeterminado de la ventana de
llamada:

1. En Smart Client, vaya a
Settings > Axis intercom
options > Call
(Configuracion >
Opciones de
intercomunicador Axis >
Llamada).

2. Eliminar Auto-close
window (Cierre
automatico de ventana).

Mostrar varias camaras en la ventana de llamada

Puede mostrar hasta tres camaras al mismo tiempo en la ventana de llamada. Esto significa que puede ver el
flujo de video del intercomunicador y los flujos de video de otras dos camaras dentro de la misma ventana de
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llamada. Esto es util, por ejemplo, cuando se quiere ver al repartidor y el entorno de la puerta de entrega al
mismo tiempo.

Para configurar varias camaras en la ventana de Ilamada:

1. En Smart Client, vaya a Settings > Axis intercom options (Configuracion > Opciones de
intercomunicador Axis). Vaya a Call > Intercom settings (Llamada > Ajustes del intercomunicador).

2. Vaya a Selected device (Dispositivo seleccionado) y seleccione qué dispositivo desea configurar.

3. Vaya a Multiple cameras (Varias camaras). Seleccione el intercomunicador que quiere ver como camera
1 (cdmara 1) en la ventana de llamada.

4. Determine qué camaras asociadas quiere ver como camera 2 (camara 2) y camera 3 (camara 3) en la
ventana de llamada al recibir llamadas del intercomunicador.

5. Cierra la ventana Intercom settings (Ajustes del intercomunicador).
Acciones de la ventana de llamada

Con las acciones de la ventana de llamada, puede configurar eventos definidos por el usuario que estan
vinculados a reglas en el motor de reglas XProtect. Los eventos que puede configurar y utilizar dependen de su
funcion.

Para configurar acciones de |la ventana de Ilamada:

1. En Smart Client, vaya a Settings > Axis intercom options (Configuracion > Opciones de
intercomunicador Axis).

2. Vaya a Call > Intercom settings (Llamada > Ajustes del intercomunicador).
Vaya a Selected device (Dispositivo seleccionado) y seleccione qué dispositivo desea configurar.

4, Vaya a Call window actions (Acciones de la ventana de llamada) para seleccionar las acciones de |a
ventana de llamada que desea utilizar.

Hay dos tipos de acciones de ventana de Ilamada:

e Access button action (Accion del boton de acceso): Cuando configura una accion del boton de acceso,
anula la accion predeterminada del botdn Access (Acceso). Por ejemplo, puede configurar para abrir un
conjunto de puertas con el boton Access (Acceso).

e Custom action (Accion personalizada): Cuando configura una accion personalizada, se muestra un
boton en la ventana de Ilamada. Puede activar la accidn personalizada haciendo clic en este botén. Una
accion personalizada es una accién que no necesariamente se relaciona con el acceso a la puerta, por
ejemplo, enviar correos electronicos, activar alarmas o iniciar grabaciones continuas.

Mostrar una pagina en la ventana de llamada

Puede mostrar paginas en la ventana de llamada cuando utilice AXIS 18307-VE Network Intercom. Esto resulta
util para mostrar informacion, por ejemplo, un mapa o el horario de apertura, a quien se encuentre frente al
intercomunicador.

En primer lugar, configure estas paginas en el interfaz web de su intercomunicador. Consulte AXIS 18307-VE
Network Intercom.

Cuando reciba una llamada del intercomunicador:

1. Haga clic en Show page (Mostrar pagina) para ver un cuadro de dialogo con todas las paginas
configuradas en su dispositivo.

2. Haga clic en Load previews (Cargar vistas previas) para obtener una vista previa de todas las paginas.
Para consultar una vista previa de una pagina configurada, coloque el cursor sobre la pagina y haga clic
en el icono de la imagen.

3. Haga clic en una pagina configurada para mostrarla en el intercomunicador.
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Puede configurar la ventana de llamada para que muestre tanto la imagen de la camara del intercomunicador
como la pagina empleando distinta camaras asociadas; es decir, la camara 1 para la imagen y la camara 2 para
la visualizacion de la pagina. Consulte .

Recuerde que la pagina se cerrara al finalizar la llamada. Repita los pasos anteriores para visualizar una pagina
para una nueva llamada.

Filtrar por extension de llamada

De forma predeterminada, todos los ordenadores conectados a un intercomunicador reciben las llamadas. Al
afiadir extensiones de llamada y filtrarlas en el VMS, puede configurar los intercomunicadores para redirigir las
llamadas a ciertos Smart Clients en su sistema VMS. Puede configurar programaciones para el enrutamiento de
llamadas y agregar contactos de reserva. También puede enrutar llamadas a contactos basados en SIP y
afadirlas como contactos de reserva.

En la interfaz web del intercomunicador
1. Vaya a Communication (Comunicacion) > SIP.
2. Seleccione Enable SIP (Habilitar SIP).
3. Haga clic en Save (Guardar).
4. Vaya a Communication > VMS Calls (Llamadas VMS).
5

Asegurese de que la opcion Allow calls in the video management system (VMS) (Permitir llamadas en
el sistema de gestion de video (VMS)) esta activada.

6. Vaya a Communication (Comunicacion) > Contact list (Lista de contacto).

7. En Recipients (Destinatarios), haga clic en | para agregar un nuevo contacto. Introduzca la
informacion del nuevo contacto y haga clic en Save (Guardar). Se pueden agregar varios contactos.
- En SIP address (Direccion SIP) introduzca VMS CALL:<extension>. Sustituya
<extension> por el nombre de la extension de llamada para su contacto, por ejemplo
ReceptionA.

- Si desea configurar una programacion para el contacto, seleccione la disponibilidad o
Availability del contacto.

- Puede agregar un contacto de reserva que recibira la llamada si ninguno de los contactos
originales responde, por ejemplo ReceptionB.

8. Vaya a Communication (Comunicacion) > Calls (Llamadas).

9. Para dispositivos con el sistema operativo AXIS anterior a la version 11.6, desactive la opcion Make calls
in the video management system (VMS) (Realizar llamadas en el sistema de gestion de video (VMS)).

10. En Recipients (Destinatarios), elimine el contacto VMS y aiada el nuevo contacto que ha creado.

En Management Client

Recomendamos configurar los intercomunicadores en el VMS para utilizar un dispositivo de metadatos para la
deteccion de llamadas. Vea .

En Smart Client

Configure la extension de llamada para todos los usuarios que deban recibir las llamadas. El ajuste se guarda en

el nivel del usuario. Esto significa que el usuario recibira las llamadas independientes en las que se utilice el PC.
1. Inicie sesion en Smart Client como el usuario que debe recibir las llamadas.

2. Vaya a Settings > Axis intercom options (Configuracion > Opciones de intercomunicador de Axis).

3. En Call > Call extension (Llamada > Extension de [lamada), introduzca el nombre de la extension de
llamada del contacto, por ejemplo ReceptionA. Ahora, el usuario solo recibira llamadas si la
extension de llamada coincide con el valor del filtro.

Si desea afadir varios nombres de extension de llamada, separelos con punto y coma, por ejemplo:
ReceptionA;ReceptionC
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AXIS Optimizer

Ver el historial de llamadas

En Call History (Historial de llamadas) se muestran las llamadas contestadas y perdidas, y si la puerta se ha
desbloqueado. Puede seleccionar entre las distintas Ilamadas y ver el video de reproduccién correspondiente si
esta disponible.

1. En Smart Client, vaya a la vista del intercomunicador.

2. Hagaclicen

> Call history (Historial de llamadas).

Nota

El historial de Ilamadas esta limitado a 39 Ilamadas y 1.000 registros de acceso. El nimero limitado de
llamadas puede ser menor si se silencian las conversaciones con frecuencia.

Para registrar cuando se ha desbloqueado una puerta, debe establecer el tiempo de retencion (dias) para el
intercomunicador Axis:

1. En Management Cliente, vaya a Tools > Options > Alarm and Events > Event retention (Herramientas
> Opciones > Alarma y eventos > Retencion de eventos).

2. Defina el tiempo para Output Activated (Salida activada) y Output Deactivated (Salida desactivada).
Desactivacion del micréfono cuando no hay una llamada activa
Es posible apagar el micréfono cuando no entran llamadas en intercomunicador Axis. El microfono se enciende

cuando hay una llamada activa.
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Nota
Necesita derechos de administrador para apagar el microéfono.

1. En Smart Client, vaya a Settings (Ajustes) > Axis intercom options (Opciones de intercomunicador de
Axis).

2. Seleccione Turn off intercom microphone when no active call (Apagar micréfono de
intercomunicador cuando no hay ninguna llamada activa).

Recepcion de una alarma si se fuerza la apertura de una puerta

Si una puerta dispone de un relé de seguridad (Entrada 2), la superposicion de la puerta en la ventana de
llamada Smart Client muestra cuando la puerta esta abierta o cerrada. Esto significa que si alguien abre una
puerta por la fuerza mientras esta cerrada, usted puede recibir una alarma.

Nota
Para recibir una alarma, debe haber al menos un Smart Client en ejecucion.

Para configurar la alarma:

1. En Smart Client, vaya a Settings > Axis intercom options > Administrator options (Configuracion >
Opciones de intercomunicador Axis > Opciones de administrador).

2. Seleccione Trigger an alarm when a door has been forced open (Activar la alarma cuando se ha
forzado la apertura de una puerta).

Recibir una alarma si una puerta permanece abierta demasiado tiempo

Si una puerta dispone de un relé de sequridad (Entrada 2), la superposicion de la puerta en la ventana de
llamada Smart Client muestra cuando la puerta esta abierta o cerrada. Esto significa que si alguien abre la
puerta y la puerta permanece abierta durante demasiado tiempo, puede recibir una alarma.

Nota
Para recibir una alarma, debe haber al menos un Smart Client en ejecucion.

Para configurar la alarma:

1. En Smart Client, vaya a Settings > Axis intercom options > Administrator options (Configuracion >
Opciones de intercomunicador Axis > Opciones de administrador).

2. Seleccionar Trigger an alarm when a door has been open longer than (s) (Activar una alarma cuando
una puerta se esté abierta durante mas de [s]).

3. Introduzca el tiempo que la puerta puede permanecer abierta antes de que salte la alarma.
Impedir que un cliente reciba llamadas

Puede configurar para que un cliente no reciba ninguna llamada. Esto significa que cuando alguien hace una
llamada, no se abre ninguna ventana de llamada en el cliente especificado.

1. En Smart Client, vaya a Settings > Axis intercom options > Call (Configuracion > Opciones de
intercomunicador Axis > Llamada).

2. Eliminar Receive calls on this client (Recibir llamadas en este cliente).
Visualizacion de audio
Vista de micréfono
Puede visualizar audio en su sistema agregando una o varias vistas de micréfono a Smart Client. A continuacion,
puede supervisar el audio en la visualizacion en directo y en la reproduccion. Puede ver cuando los niveles de

audio superan un nivel determinado mediante la deteccion de audio integrada en el dispositivo Axis. Los casos
que suelen usarse son:
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Nota

Requisitos

Version del VMS Smart Client 2020 R2 o posterior.

Configurar VMS para la vista de micréfono

1.

Defina los niveles de deteccion:

1.1.  En Management Client, vaya a Navegacion del sitio > AXIS Optimizer > Asistente de
dispositivos y seleccione su dispositivo.

1.2.  Abra la configuracion de detectores . El modo de abrir estos ajustes depende de la version de
software del dispositivo.

1.3.  Vaya a Deteccidn de audio y modifique el nivel de sonido de entrada 1 para adaptarlo a sus
necesidades.

Consultar eventos de la camara en el VMS:
2.1.  En Management Client, vaya a Navegacidon del sitio > Dispositivos > Micréfonos.

2.2. Haga clic en el micréfono y a continuacion, en Eventos .
2.3.  Agregue eventos Audio Falling y Audio Rising.

Configure durante cuanto tiempo el sistema conserva los metadatos sobre el audio detectado:
3.1.  Vaya a Herramientas > Opciones > Alarma y eventos > Eventos del dispositivo .

3.2. Encuentra Audio Falling y establece el tiempo de retencion.
3.3. Busque Audio Raising y establezca el tiempo de retencion.

Compruebe que ha configurado la grabacion de audio. Puede, por ejemplo, grabar audio continuamente
o0 crear una regla de grabacion basada en la generacion de audio o la caida de audio en eventos.

Para cada microfono que desee usar con la vista de microfono, repita los pasos anteriores.

En Smart Client, vaya a Configuracion > Linea temporal > Datos adicionales y seleccione Mostrar.

Agregar la vista de micréfono a Smart Client

N o g k& D

Abra Smart Client y haga clic en Setup (Configuracion).

Vaya a Views (Vistas).

Haga clic en Create new view (Crear nueva vista) y seleccione un formato.

Vaya a System overview > AXIS Optimizer (Informacion general del sistema > AXIS Optimizer).
Haga clic en la vista Microfono y arrastrelo a la vista.

Seleccione un micréfono.

Haga clic en Setup (Configuracion).

Usar vista de microfono

Vista en vivo

- Los niveles de audio se muestran como un grafico de barras con el nivel actual a la derecha y el
historial de audio de hasta 60 s moviéndose a la izquierda.

- Haga clic en la vista para escuchar el audio del micréfono.

- En cada vista de microfono hay un icono de auriculares. Haga clic en el icono para silenciar o
activar el sonido de cada vista sin tener que seleccionar la vista. De este modo, podra escuchar
varios microfonos al mismo tiempo.

Reproduccion
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- Se resaltara un icono cuando haya audio detectado disponible para el micréfono.

- Las barras amarillas indican que el audio se ha detectado segun los niveles de deteccidn
establecidos en el dispositivo.

- Haga clic en la vista para escuchar el audio del micréfono.

- En cada vista de microfono hay un icono de auriculares. Haga clic en el icono para silenciar o
activar el sonido de cada vista sin tener que seleccionar la vista. De este modo, podra escuchar
varios microfonos al mismo tiempo.

Escuchar varios microfonos al mismo tiempo

La vista del microfono le permite escuchar varios micréfonos al mismo tiempo, tanto en vista en vivo como en
reproduccion.

1.

Abra Smart Client y haga clic en Setup (Configuracion).

Vaya a Views (Vistas).

Haga clic en Create new view (Crear nueva vista) y seleccione una vista dividida.

Vaya a System overview > AXIS Optimizer (Informacion general del sistema > AXIS Optimizer).

o ok~ Wb

Para cada micréfono que desee escuchar:
6.1.  Haga clic en la vista Micréfono y arrastrelo a la vista.

6.2. Seleccione un microfono.

7. Haga clic en Setup (Configuracion).

8. Para cada micrdéfono, decida si desea silenciar o desactivarlo haciendo clic en el icono de auriculares en
cada vista de microfono. Ahora puede escuchar todos los microfonos no silenciados al mismo tiempo.

Detectar incidentes con audio

Es posible que desee monitorear acciones desde areas donde no se le permite instalar camaras, por ejemplo,
bafos. En la vista de micréfono puede ver rapidamente cuando se produce un incidente, es decir, cuando el nivel
de sonido supera los niveles de deteccion.

1. . Recuerde que debe establecer los niveles de deteccidn relevantes para el dispositivo y el area que desee
supervisar.

2. Agregue una vista de micréfono con el dispositivo a la visualizacion en directo en Smart Client, consulte

Investigar incidentes después de que sucedieron

Después de que ocurra un incidente, puede identificar rapidamente los periodos en la linea de tiempo de
reproduccién cuando sus microfonos detectaron audio.

1.

2. Adada una o varias vistas de micréfono con los dispositivos relevantes para reproducirio en Smart Client,
consulte .
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AXIS Optimizer ofrece cuatro categorias de busqueda para los dispositivos Axis en la busqueda centralizada:
e  (Busqueda de objetos)
[ ]
[ ]

[ ]
También puede aiadir una pestafia de busqueda de matriculas independiente a Smart Client. Consulte .

Puede configurar estas categorias de busqueda en un panel centralizado, consulte .
Basqueda forense

Las camaras Axis con AXIS 0S 9.50 o posterior generan metadatos que describen todos los objetos en
movimiento en el campo de vision de una camara. El VMS puede grabar estos datos junto con el video y el audio
correspondientes. La funcién de busqueda forense de AXIS Optimizer le permite analizar y buscar estos datos.
Utilice la busqueda forense para obtener una vision general de toda la actividad de la escena o encontrar
rapidamente un objeto o evento de interés especifico.

Antes de empezar

1. Asegurese de que la cAmara tiene la version de AXIS OS mas reciente.

2. Asegurese de que el VMS tiene la version correcta:
- Corporate 2019 R3 o mas reciente o Expert 2019 R3 o mas reciente
- Professional+ 2022 R3 o mas reciente o Express+ 2022 R3 o mas reciente
La hora de la camara debe estar sincronizada con NTP.

4. Para filtrar por tipos de objeto Human (Humano), Vehicle (Vehiculo), Bike (Bicicleta), Bus (Autobus),
Car (Coche) o Truck (Camion):

4.1.  utilice un dispositivo Axis compatible con AXIS Object Analytics. Consulte el filtro analiticas en
el Selector de producto.

4.2.  Vaya a System > Analytics metadata (Sistema > Metadatos de analiticas) y habilite Analytics
Scene Description (Descripcion de la escena de analiticas) en la pagina web de la camara.

5. Para filtrar por Vehicle color (Color del vehiculo), Upper body clothing color (Color de la prenda
superior) o Lower body clothing color (Color de la prenda inferior):
5.1.  utilice un dispositivo Axis compatible con AXIS Object Analytics. Consulte el filtro analiticas en
el Selector de producto.

5.2.  Utilice un dispositivo Axis con ARTPEC-8 o CV25. Consulte el filtro System-on-chip en el
Selector de productos.

Configurar la busqueda forense

Para ver este video, vaya a la version web de este documento.

1. En Management Client, asegurese de que el dispositivo de metadatos esta habilitado para las camaras.

2. Asegurese de que el dispositivo de metadatos esté relacionado con la camara:
- Vaya a Devices (Dispositivos) > Camera (Camara) y seleccione el dispositivo.
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- Vaya a la pestafia Client (Cliente) y asegurese de que el dispositivo de metadatos de la cdmara
esta seleccionado en Related metadata (Metadatos relacionados).

Vaya a Site Navigation > Devices > Metadata (Navegacion de instalaciones > Dispositivos >
Metadatos).

Seleccione su dispositivo y haga clic en Record (Grabar). Asegurese de que Recording (Grabacion) esta
activada.

De manera predeterminada, los metadatos solo se graban cuando el VMS detecta movimiento en una
escena. Por lo tanto, recomendamos ajustar el umbral de movimiento al entorno para que no se pierda el
movimiento de ningun objeto.

Haga clic en Settings (Configuracion) y asegurese de que los Analytics data (Datos de analiticas) estan
habilitados.

Abra la visualizacion en directo de Smart Client y compruebe que hay cuadros limitadores sobre los
objetos y que se muestran correctamente.
El reloj puede tardar un tiempo en adaptarse a la hora NTP.

Espere al menos 15 min para que el sistema grabe el video y los metadatos. A continuacion, puede
empezar a buscar, consulte .

Active Consolidated metadata (Metadatos consolidados) para mejorar la velocidad de busqueda en
dispositivos con AXIS OS 11.10 o superior. Consulte .

Realizar una busqueda

Nota

Para ver este video, vaya a la version web de este documento.

Antes de poder utilizar esta funcion de busqueda, es necesario configurarla en Management Client. Para
saber como hacerlo, consulte .

1.
2.
3.

En Smart Client, vaya a Search (Buscar).
Seleccione un intervalo de tiempo y una o varias camaras.

Haga clic en Search for > Forensic search > New search (Buscar > Busqueda forense > Nueva
busqueda). Para cada resultado de la busqueda, va a ver el objeto y la trayectoria del objeto en la
miniatura.

- La miniatura muestra el fotograma de video en el que el objeto ha sido mas visible.
- El punto verde marca la ubicacion en la que la camara ha detectado por primera vez el objeto.
- El punto rojo marca el lugar donde la camara ha detectado por ultima vez el objeto.

- Para ver la secuencia de video completa del resultado de una busqueda, seleccionelo y haga clic
en Play forward (Reproducir hacia delante) en el panel de vista previa.

- Para ocultar las superposiciones graficas, vaya a Bounding Boxes (Cuadros limitadores) y
seleccione Hide (Ocultar).

Nota

Las aplicaciones de analisis que se ejecutan en la camara, por ejemplo, AXIS Object Analytics y AXIS Loitering
Guard, también podrian grabar superposiciones en el video. Para eliminar estas superposiciones, vaya a la
pagina de configuracion web de la aplicacion.

4,

Seleccione los filtros de busqueda para reducir el numero de resultados.
Para obtener mas informacion sobre cdmo utilizar los distintos filtros, consulte .
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5.

Seleccione los resultados de la busqueda que desee examinar mas de cerca. Puede, por ejemplo,
marcarlos como favoritos o .

Afinar una busqueda

Para limitar los resultados de una busqueda, puede utilizar uno o varios filtros de busqueda.

Nota

Region of interest (Region de interés)
Detecta objetos que se han movido en un area especifica.

Direccion de objeto
Detectar objetos que se han movido a lo largo de una ruta especifica en una escena: a la izquierda, a la
derecha, hacia abajo o hacia arriba.

Tipo de objeto
Detecta objetos de un tipo determinado: personas, vehiculos, bicicletas, autobuses, coches o camiones.

La velocidad (km/h o mph) y matricula solo se admiten en AXIS Q1686-DLE Radar-Video Fusion Camera.

Debe activar las funciones de velocidad (km/h o mph) y matricula antes de poder utilizarlas. Para ello,
consulte .

Velocidad (km/h o mph)
Detectar vehiculos que se mueven a una velocidad determinada.

Matricula
Detectar vehiculos que tienen una matricula especifica. También puede utilizarlo para buscar matriculas
que incluyan ciertas letras o numeros.

Color del vehiculo
Detecta vehiculos de los colores elegidos.

Color de la prenda superior
Detecta ropa de los colores elegidos en la parte superior del cuerpo de una persona.

Color de la prenda inferior
Detecta ropa de los colores elegidos en la parte inferior del cuerpo de una persona.

Time-of-day (Hora del dia)

Detecta objetos detectados durante una parte concreta del dia. Este filtro es util cuando se busca a lo
largo de varios dias, pero solo interesan los objetos identificados a una hora concreta de cada dia, por
ejemplo, por la tarde.

Tiempo minimo en la escena (s)

Detecta objetos que se han detectado y rastreado durante un numero minimo de segundos. Este filtro
elimina los objetos poco interesantes, por ejemplo, los que estan lejos y los que son falsos (efectos de
iluminacion). El valor predeterminado es 1 sequndo. Por lo tanto, cuando el filtro no esta configurado, se
excluyen los objetos con una duracion inferior a 1 sequndo.

Objetos con balanceo (% de imagen)

Excluye los objetos que solo se mueven en un area de restriccidn, por ejemplo, una bandera o un arbol
que se mueve con el viento. El valor predeterminado es de 5 al 100 %. Esto significa que cuando el filtro
no esta configurado, excluye los objetos que no se han movido mas alla del 5 % del area de la imagen.

Limitations (Limitaciones)

A fin de obtener las secuencias de video correctas para los resultados de la busqueda, es importante que
el reloj esté adecuadamente sincronizado.

Los datos analizados en la busqueda forense no tienen en cuenta la perspectiva de la escena. Esto
significa que el tamafo y la velocidad de un objeto difieren en funcion de su proximidad a la camara.

Las condiciones meteoroldgicas, como la lluvia intensa o la nieve, pueden afectar a la precision de la
deteccion.

Si hay un buen contraste con el objeto en escenas de poca luz, la analitica es mas precisa.
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En ciertas circunstancias, un tnico objeto puede generar varios resultados. Por ejemplo, cuando se
pierde el sequimiento porque un objeto queda temporalmente oculto por otro.

Las superposiciones pueden variar en funcion de la version de XProtect. Por ejemplo, las superposiciones
en la vista previa de video requieren XProtect 2020 R3 y los colores de superposicion requieren XProtect
2020 R2.

Para que la busqueda forense funcione en flujos de video que se han girado 180 grados, debe:
- utilizar AXIS OS 10.6 o posterior en las camaras, o bien

- utilizar Device Pack 11.0 o posterior en el servidor de grabacion

La configuracion del balance de blancos de la camara debe ser precisa para conseguir una buena
deteccion de color

Bisqueda de vehiculos

Si utiliza AXIS Optimizer junto con determinadas aplicaciones instaladas en la camara, es posible buscar,
identificar y compartir datos de video sobre vehiculos. La busqueda de vehiculos es compatible con los datos de
las matriculas de las aplicaciones siguientes:

AXIS License Plate Verifier de Axis Communications
CAMMRA Al de FF Group (se requiere la version 1.3 o superior)
VaxALPR On Camera de Vaxtor Recognition Technologies

VaxALPR On Camera MMC de Vaxtor Recognition Technologies

Los filtros de busqueda que puede utilizar dependen de la aplicacion que ha instalado en las camaras, consulte
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Configurar la busqueda de vehiculos

Nota
Requisitos
e Sistema de VMS
- Corporate, Expert 2019 R3 o posterior
- Professional+ o Express+ 2022 R3 o posterior
® lahora de la camara esta sincronizada con NTP
® Una de las aplicaciones mostradas en
1. En Management Client, agreque la camara en la que se ejecuta la aplicacion elegida.
2. Habilite todos los dispositivos que necesite. Para poder utilizar AXIS Licence Plate Verifier, es necesario
tener Cdmara 1y Metadatos 1.
3. Asegurese de que el dispositivo de metadatos esté relacionado con la camara:
- Vaya a Devices (Dispositivos) > Camera (Camara) y seleccione el dispositivo.
- Vaya a la pestaia Client (Cliente) y asegurese de que el dispositivo de metadatos de la camara
esta seleccionado en Related metadata (Metadatos relacionados).
4. Configuracion de los metadatos:
4.1.  vaya a Site Navigation > Recording Server (Navegacion del sitio > Servidor de grabacion) y
encuentre el dispositivo.
4.2.  Seleccione Metadatos 1y haga clic en Settings (Ajustes).
43. Vaya a Metadata stream > Event data (Flujo de metadatos > Datos de eventos) y seleccione
Yes (Si).
5. Vaya a la pestaiia Record settings (Ajustes de grabacion) y compruebe que la grabacion de los
metadatos esta habilitada.
6. Haga clic en Save (Guardar).
7. Configure la aplicacion de forma que funcione para un usuario estandar:

7.1.  Anada derechos de lectura y reproduccion a la camara y al usuario especificos.

7.2.  Anada derechos de lectura y reproduccion de los metadatos a la camara y al usuario especificos.

Busqueda de un vehiculo

> N

En Smart Client, vaya a Search (Buscar).
Seleccione un intervalo de tiempo y una o varias camaras.
Haga clic en Search for > Vehicle search > New search (Buscar > Buscar vehiculo > Nueva busqueda).

Seleccione los filtros de busqueda para reducir el numero de resultados.
Para obtener mas informacion sobre los distintos filtros, consulte .

Seleccione los resultados de la busqueda que desee examinar mas de cerca. Puede, por ejemplo,
marcarlos como favoritos o .

Afinar una busqueda

Para limitar los resultados de una busqueda, puede utilizar uno o varios filtros de busqueda. Las distintas
aplicaciones le ofrecen diferentes opciones de filtrado.

Matricula

Encuentre un numero de matricula especifico.

Aplicacion; AXIS License Plate Verifier, VaxALPR On Camera, CAMMRA Al o VaxALPR On Camera MMC.
Region

Encuentre vehiculos de una region determinada.
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Aplicacion: AXIS License Plate Verifier 2.9.19.

Nota
Establezca la ubicacion de la camara en los ajustes de AXIS License Plate Verifier para un reconocimiento de
region optimo.
* Pais
Encuentra vehiculos de un pais determinado.
Aplicacion: Axis License Plate Verifier 2.9.19, VaxALPR On Camera, CAMMRA Al o VaxALPR On Camera
MMC.

e Color
Encuentre vehiculos con un color especifico.
Aplicacion: Axis License Plate Verifier 2.9.19, CAMMRA Al o VaxALPR On Camera MMC.
® Direccion
Encuentre vehiculos que se mueven en una direccion especifica.
Aplicacion: Axis License Plate Verifier 2.9.19, VaxALPR On Camera, CAMMRA Al o VaxALPR On Camera
MMC.

* Tipo de vehiculo
Encuentra un tipo de vehiculo especifico.
Aplicacion: Axis License Plate Verifier 2.9.19, CAMMRA Al o VaxALPR On Camera MMC.

* Marca
Encuentra una marca de vehiculo especifica.
Aplicacion: CAMMRA Al o VaxALPR On Camera MMC.

* Modelo
Encuentra un modelo de vehiculo especifico.
Aplicacion: CAMMRA Al o VaxALPR On Camera MMC.

Bisqueda de velocidad de zona

En AXIS Optimizer, puede utilizar la busqueda de velocidad de zona para buscar la velocidad de vehiculos que se
hayan detectado al entrar en una zona predeterminada en la vista de una camara. La busqueda de velocidad de
zona funciona junto con la aplicacion AXIS Speed Monitor para visualizar la velocidad de los vehiculos en una
zona de deteccion por radar en la visualizacion en directo de la camara. Con la busqueda de velocidad de zona
de Axis puede configurar filtros especificos para limitar la busqueda y exportar y compartir pruebas en video
durante las investigaciones.

Configurar busqueda de velocidad de zona

Nota
Requisitos
e Sistema de VMS
- Corporate, Expert 2019 R3 o posterior

- Professional+ o Express+ 2022 R3 o posterior
® lahora de la camara esta sincronizada con NTP
1. En Management Client, agreque la camara en la que se ejecuta la aplicacion elegida.

2. Habilite todos los dispositivos que necesite. Para poder utilizar la busqueda de velocidad en una zona de
AXIS, es necesario tener Camara 1y Metadatos 1.

3. Asegurese de que el dispositivo de metadatos esté relacionado con la camara:
- Vaya a Devices (Dispositivos) > Camera (Camara) y seleccione el dispositivo.

- Vaya a la pestafia Client (Cliente) y asegurese de que el dispositivo de metadatos de la cdmara
esta seleccionado en Related metadata (Metadatos relacionados).

4. Como configurar los metadatos:
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4.1.  vaya a Site Navigation > Recording Server (Navegacion del sitio > Servidor de grabacion) y
encuentre el dispositivo.

4.2.  Seleccione Metadatos 1y haga clic en Settings (Ajustes).

4.3. Vaya a Metadata stream > Event data (Flujo de metadatos > Datos de eventos) y seleccione
Yes (Si).

Vaya a la pestaiia Record settings (Ajustes de grabacion) y compruebe que la grabacion de los
metadatos esta habilitada.

Haga clic en Save (Guardar).

Coémo configurar la aplicacion de forma que funcione para un usuario estandar:
7.1.  Afada derechos de lectura y reproduccion a la camara y al usuario especificos.

7.2.  Afada derechos de lectura y reproduccion de los metadatos a la camara y al usuario especificos.

Buscar por eventos de velocidad de zona

Para ver este video, vaya a la version web de este documento.

En Smart Client, vaya a Search (Buscar).
Seleccione un intervalo de tiempo y una o varias camaras.

Haga clic en Search for > Zone speed search > New search (Buscar > Buscar velocidad de zona >
Nueva busqueda).

Seleccione los filtros de busqueda para reducir el numero de resultados.
Para obtener mas informacion sobre los distintos filtros, consulte .

Seleccione los resultados de la busqueda que desee examinar mas de cerca. Puede, por ejemplo,
marcarlos como favoritos o .

Afinar una busqueda

Para limitar los resultados de la busqueda de los eventos de exceso de velocidad, puede utilizar uno o varios
filtros de busqueda.

Velocidad max.
Filtre la velocidad maxima de cualquier objeto en la zona durante la duracion del evento. Puede definir
un limite inferior y uno superior para la velocidad maxima.

Tipo de objeto
Si se selecciona vehiculo, la busqueda solo mostrara los eventos de exceso de velocidad en los que el
objeto mas rapido de la zona se haya clasificado como vehiculo.

Nombre de zona
Buscar y filtrar zonas por nombre.

Basqueda de contenedores

Si utiliza AXIS Optimizer junto con determinadas aplicaciones, podra buscar, identificar y compartir datos de
video sobre contenedores. La busqueda de contenedores admite datos de la siguiente aplicacion:

VaxOCR Containers de Vaxtor Recognition Technologies
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Configuracion de busqueda de contenedores

Nota
Requisitos
e Sistema de VMS
- Corporate, Expert 2019 R3 o posterior
- Professional+ o Express+ 2022 R3 o posterior
® lahora de la camara esta sincronizada con NTP
® Laaplicacion aparece en
1. En Management Client, agreque la camara en la que se ejecuta la aplicacion elegida.
2. Habilite todos los dispositivos que necesite.
3. Asegurese de que el dispositivo de metadatos esté relacionado con la camara:
- Vaya a Devices (Dispositivos) > Camera (Camara) y seleccione el dispositivo.
- Vaya a la pestaia Client (Cliente) y asegurese de que el dispositivo de metadatos de la camara
esta seleccionado en Related metadata (Metadatos relacionados).
4. Configuracion de los metadatos:
4.1.  vaya a Site Navigation > Recording Server (Navegacion del sitio > Servidor de grabacion) y
encuentre el dispositivo.
4.2.  Seleccione Metadatos 1y haga clic en Settings (Ajustes).
43. Vaya a Metadata stream > Event data (Flujo de metadatos > Datos de eventos) y seleccione
Yes (Si).
5. Vaya a la pestaiia Record settings (Ajustes de grabacion) y compruebe que la grabacion de los
metadatos esta habilitada.
6. Haga clic en Save (Guardar).
7. Configure la aplicacion de forma que funcione para un usuario estandar:

7.1.  Afada derechos de lectura y reproduccion a la camara y al usuario especificos.

7.2.  Afada derechos de lectura y reproduccion de los metadatos a la camara y al usuario especificos.

Busqueda de un contenedor

En Smart Client, vaya a Search (Buscar).
Seleccione un intervalo de tiempo y una o varias camaras.

Haga clic en Search for > Container search > New search (Buscar > Busqueda de contenedor > Nueva
busqueda).

Seleccione los filtros de busqueda para reducir el numero de resultados.
Para obtener mas informacion sobre los distintos filtros, consulte .

Seleccione los resultados de la busqueda que desee examinar mas de cerca. Puede, por ejemplo,
marcarlos como favoritos o .

Afinar una busqueda

Para limitar los resultados de una busqueda, puede utilizar uno o varios filtros de busqueda. Todas las opciones
de filtro proceden de la aplicacion VaxOCR Containers.

Cadigo de contenedor
Encuentre un codigo de contenedor especifico.

Propietario
Encuentre los contenedores que pertenecen a un determinado propietario.

Cadigo de propietario
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Encuentre los contenedores que pertenecen a un determinado propietario.

Tamaio
Encuentre contenedores de un tamaiio y tipo determinados.

Cadigo de tamaiio
Encuentre contenedores de un tamafo y tipo determinados.

City or country (Ciudad o pais)

Encuentre contenedores de una ciudad o un pais determinados.

Validacion

Encuentre contenedores que se hayan validado mediante su codigo de propietario o digito de control.

Crear un informe en PDF de alta calidad

Para ver este video, vaya a la version web de este documento.

Cree un informe en funcion de los resultados de busqueda. Puede utilizar esta funcion para incluir imagenes de
alta resolucion en el resultado.

1.

En Smart Client, haga una busqueda.

2. Seleccione los resultados de la busqueda que desee incluir en el informe.

3. Haga clic en P,255mm,sfx)="graphics:graphic305824015B26 C2803B1EF8AE822B2107" 5
Create high quality PDF report (Crear informe en PDF de alta calidad).

4. (Opcional) Introduzca el Report name (Nombre del informe), el Report destination (Destino del
informe) y las Notes (Notas).

5. Para cada resultado de busqueda, seleccione el fotograma que desee incluir en el informe. Para ampliar
una imagen, haga doble clic.

6. Haga clic en Create (Crear). Cuando el informe esté listo, se le envia una notificacion.

Matriculas de Axis

Puede afadir una pestaiia independiente para la busqueda y gestion de matriculas en Smart Client. En esta
pestafia se centralizan todas las tareas del operador relacionadas con la gestidn, la busqueda y la exportacion de
matriculas en funcion de la informacion proporcionada por las camaras Axis habilitadas para LPR.

Para ver este video, vaya a la version web de este documento.

Antes de empezar

Asegurese de que tiene la version VMS 2018 R3 o posterior
Asegurese de que tiene VMS Pack 10.1 o mas posterior
La hora de la camara debe estar sincronizada con NTP

Use una de las aplicaciones mostradas en
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Configurar matriculas de Axis

6.

En Management Client, agregue la camara en la que se ejecuta la aplicacion elegida.

Habilite todos los dispositivos que necesite. Para poder utilizar AXIS Licence Plate Verifier, es necesario
tener Cdmara 1y Metadatos 1.

Asegurese de que el dispositivo de metadatos esté relacionado con la camara:
- Vaya a Devices (Dispositivos) > Camera (Camara) y seleccione el dispositivo.

- Vaya a la pestaia Client (Cliente) y asegurese de que el dispositivo de metadatos de la camara
esta seleccionado en Related metadata (Metadatos relacionados).

Configuracion de los metadatos:

4.1.  vaya a Site Navigation > Recording Server (Navegacion del sitio > Servidor de grabacion) y
encuentre el dispositivo.

4.2.  Seleccione Metadatos 1y haga clic en Settings (Ajustes).

4.3. Vaya a Metadata stream > Event data (Flujo de metadatos > Datos de eventos) y seleccione
Yes (Si).

Vaya a la pestaiia Record settings (Ajustes de grabacion) y compruebe que la grabacion de los
metadatos esta habilitada.

Haga clic en Save (Guardar).

Buscar una matricula

1.

En Smart Client, vaya a Axis license plates (Matriculas de Axis).

Si no aparece en la pestafa, vaya a Settings > Axis search options (Configuracion > Opciones de
busqueda de Axis) y seleccione Show license plate search tab (Mostrar la pestaia de busqueda de
matriculas).

Haga clic en Add camera... (Agregar camara...), seleccione las camaras que corresponda y haga clic en
Close (Cerrar).

Para agregar camaras al sistema debe tener funciones de administrador. Cuando la camara detecta
matriculas, estas aparecen en directo en la lista, incluyendo imagenes recortadas de las matriculas
tomadas por la camara. El resultado de la busqueda no mostrara mas de 5000 resultados.

Introduzca una matricula y un intervalo de tiempo para filtrar los resultados de la busqueda.

- Introduzca un intervalo de tiempo personalizado entre las dos fechas elegidas para filtrar el
resultado de la busqueda.

Buscar una matricula en directo

1.

En Smart Client, vaya a Axis license plates (Matriculas de Axis).

Si no aparece en la pestafa, vaya a Settings > Axis search options (Configuracion > Opciones de
busqueda de Axis) y seleccione Show license plate search tab (Mostrar la pestaia de busqueda de
matriculas).

Haga clic en Add camera... (Agregar camara...), seleccione las camaras que corresponda y haga clic en
Close (Cerrar).

Para agregar camaras al sistema debe tener funciones de administrador. Cuando la camara detecta
matriculas, estas aparecen en directo en la lista, incluyendo imagenes recortadas de las matriculas
tomadas por la camara. El resultado de la busqueda no mostrara mas de 5000 resultados.

Introduzca una matricula y seleccione Time interval (Intervalo de tiempo) > Live (Directo) para filtrar
el resultado de la busqueda.

Afinar una busqueda

Para limitar los resultados de una busqueda, puede utilizar uno o varios filtros de busqueda.

Intervalo de tiempo
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Los resultados de la busqueda se limitan un periodo de tiempo.

® Matricula
Los resultados se filtran por el texto de la matricula, parcial o completo.

e (Camaras
Los resultados de la busqueda se limitan a los detectados por camaras concretas.

e Direccion
Los resultados se limitan a los vehiculos que se mueven en una direccion determinada.

e Listas
Los resultados de la busqueda se limitan a determinadas instalaciones y por listas de permitidos,
bloqueados y listas personalizadas. Para obtener mas informacion sobre la creacion de listas, consulte .

Exportar una busqueda de matricula como informe en PDF

Utilice esta funcion para recopilar los resultados de busqueda que le interesen como un informe en PDF con
imagenes de alta calidad.

1. Haga clic en Export... (Exportar...).
2. Seleccione PDF....

3. (Opcional) Introduzca el Report name (Nombre del informe), el Report destination (Destino del
informe) y las Notes (Notas).

4. Para cada resultado de busqueda, seleccione el fotograma que desee incluir en el informe. Para ampliar
una imagen, haga doble clic en ella.

5. Haga clic en Create (Crear). Cuando el informe esté listo, se le envia una notificacion.
Exportar una busqueda de matricula como informe en CSV

Utilice esta funcion para recopilar un gran nimero de resultados de busqueda como un informe en formato CSV.

1. Haga clic en Export... (Exportar...).
2. Seleccione CSV....

3. Elija un destino al que desea exportar el archivo.
Informacion de Axis

La informacion de Axis proporciona informacion general de los datos de los dispositivos mediante graficos y
paneles. De esta forma, se visualizan los metadatos de todos los dispositivos. Se pueden consultar datos sobre
objetos detectados, vehiculos identificados y alarmas. También puede crear nuevos paneles y compartirlos con
otros usuarios.

La Informacion de Axis esta disponible en las vistas predeterminadas de administrador y operador. La vista de
administrador predeterminada en Axis Insights solo esta disponible para usuarios con derechos de administrador,
mientras que la vista de operador predeterminada esta disponible para todos los operadores con los permisos
correspondientes. Consulte . La vista de operador facilita datos especificos de las vistas de camara seleccionadas
que haya configurado, mientras que la vista de administrador ofrece una visidn general de todo el sistema.

Acceso a Axis Insights

e Vaya a Smart Client y haga clic en Axis Insights.

e Dashboard (Panel de control): Seleccione un panel de control de la lista desplegable.

e \Vista de camara: Seleccione una vista de camara especifica para obtener una vision general de los datos.
® Intervalo de tiempo: Seleccione un intervalo de tiempo especifico.

® Actualizacion automatica: activar para actualizar los datos automaticamente.
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LJ -
El menu contextual contiene:

e Edit dashboard (Editar panel): Editar, compartir o eliminar el panel de control.
e Add chart (Aniadir grafico): Cree un nuevo grafico en el panel de control.

e About Axis Insights (Acerca de Axis Insights): Mas datos sobre Axis Insights.

* El menu contextual de cada grafico contiene:
e Maximize chart (Maximizar el grafico): Haga clic para ampliar el grafico.
e Copy as image (Copiar como imagen): Haga clic para copiar el grafico en el portapapeles.

e Exportar: Haga clic para exportar el grafico como PNG o CSV.

Edit chart (Editar grafico): Haga clic para editar el grafico.
e Remove chart (Retirar el grafico): Haga clic para retirar el grafico.

Nota
Puede hacer clic en la cifra de algunos graficos para obtener mas informacion.

T: Muestra las selecciones especificas que se aplican a cada grafico de su panel.
Crear un nuevo panel de control

Nota
Solo podra ver los paneles de mando que haya creado.

e Dashboard (Panel de control): Seleccione Add dashboard (Afiadir panel de control) en Ia lista
desplegable.

e Name (Nombre): Introduzca un nombre para su panel de control.

e Allow other users to view this dashboard (Permitir a otros usuarios ver este panel de control): Haga
clic para compartir su panel con otros usuarios en modo de solo lectura.

® Haga clic en Aplicar.

e Add chart (Ahadir grafico): Haga clic para aiadir un nuevo grafico.

- Select chart type (Seleccionar tipo de grafico): Seleccione el tipo de grafico que desee y haga
clic en Next (Siguiente). Puede buscar un tipo de grafico mediante etiquetas o titulos, como
analisis de video, vehiculos, graficos de lineas, etc.

- Modify data selections (Modificar selecciones de datos): Seleccionar filtros aplicables en cada
categoria.

- Adjust appearance (Ajustar aspecto): Edite los y seleccione el tamafo del grafico.

e Para abrir la informacion de Axis para la vista de una camara concreta:
- Vaya a Smart Client y abra una vista.

- Haga clic Show insights (Mostrar informacion).

Nota

Para ver todos los datos disponibles de la informacion de Axis, debe habilitar el analisis de escena en las
camaras.

Para afiadir un nuevo grafico a un panel de control, consulte .
Configurar la informacion de Axis

1. Compruebe si la camara es compatible con Axis Object Analytics. Consulte las analiticas en el selector
de productos de Axis.

2. Compruebe que la fecha y hora de la camara estan configuradas correctamente.
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3. Asegurese de que el dispositivo de metadatos esta habilitado para las camaras en el cliente de gestion.

4. Asegurese de que el dispositivo de metadatos esté relacionado con la camara:
- Vaya a Devices (Dispositivos) > Camera (Camara) y seleccione el dispositivo.

- Vaya a la pestaia Client (Cliente) y asegurese de que el dispositivo de metadatos de la camara
esta seleccionado en Related metadata (Metadatos relacionados).

5. Para habilitar el analisis de escena mediante AXIS Scene Metadata:
5.1.  Vaya a Devices (Dispositivos) > Metadata (Metadatos) y seleccione el dispositivo.
- Haga clic en Record (Grabar) y asegurese de que Recording (Grabacion) esta habilitado.

- Haga clic en Settings (Configuracion) y asegurese de que los Analytics data (Datos de
analiticas) estan habilitados.

5.1.  Siesta disponible, active Consolidated metadata (Metadatos consolidados) para que la carga
mas rapida. Consulte .

6. Para habilitar los datos para tipos de graficos utilizando AXIS Object Analytics o Environmental sensors
(Sensores ambientales):

- Vaya a Devices (Dispositivos) > Metadata (Metadatos) y seleccione el dispositivo.
- Haga clic en Record (Grabar) y asegurese de que Recording (Grabacion) esta habilitado.

- Haga clic en Settings (Ajustes) y asegurese de que los Event data (Datos de eventos) estén
habilitados.

- Le recomendamos crear una regla en el VMS para grabar siempre metadatos de este dispositivo.

7. Configuracion de permisos para los grupos de seguridad:

7.1.  Vaya a Site Navigation (Navegacion de instalaciones) > Security (Seguridad) > Roles
(Funciones).

7.2. Seleccionar una funcion.
7.3.  Vaya a Cameras (Camaras). Seleccione Read (Lectura).

7.4.  Vaya a Metadata (Metadatos). Seleccione Read (Lectura), Live (Directo) y Playback
(Reproduccion).

8. Para agregar metadatos de matriculas a la informacion de Axis, consulte

Solucion de problemas en Axis Insights

Problema Solucidn
Los graficos se muestran "sin datos". Debe configurar la informacion de Axis. Consulte .
La vista del operador tarda mucho en cargarse. ® Reduzca el intervalo de tiempo.

e  (Cree y utilice una vista de camara con menos
camaras de analisis de escena.

e Active los metadatos consolidados. Consulte .
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La correccion esférica corrige la perspectiva de una imagen distorsionada geométricamente cuando se usa un
objetivo gran angular u ojo de pez. La correccion esférica de Axis en el sistema de gestion de video (VMS) se
puede utilizar con cualquier cdmara panoramica Axis de 360°. La correccion esférica se lleva a cabo
directamente en la camara o en Smart Client.

Mas detalles sobre la correccion esférica:

Cuando se utiliza la correccion esférica de cliente, se obtiene una correccion suave tanto en los videos
en directo como durante las grabaciones.

Cuando regresa a una vista, va automaticamente a la ultima ubicacidn con correccion esférica.
La correccion esférica se incluye al exportar videos.
Puede guardar una posicion de inicio; consulte .

Es posible la configuracion si los operadores tienen permiso para controlar y editar las vistas con
correccion esférica, consulte .

Crear una vista con correccion esférica

Nota

Para ver este video, vaya a la version web de este documento.

Para optimizar la correccidn esférica en el flujo, seleccione la resolucion maxima disponible para Video
stream 1 (Flujo de video 1) de la Camera 1 (Camara 1) en Management Client (Management Client). Para
obtener mas informacion, vea .

1.

N o g k& DN

Abra Smart Client y haga clic en Setup (Configuracion).

Vaya a Views (Vistas).

Haga clic en Create new view (Crear nueva vista) y seleccione un formato.

Vaya a System overview > AXIS Optimizer (Informacion general del sistema > AXIS Optimizer).
Haga clic en Dewarping view (Vista con correccion esférica) y arrastrela a la vista.

Seleccione una camara y su posicion de montaje actual.

Haga clic en Setup (Configuracion).
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8. Vaya a la nueva vista con correccion esférica y haga clic en

9. Haga clic en Set view type (Establecer tipo de vista) y seleccione una opcion. En funcion de como se
monte la camara, puede seleccionar entre Quad, Normal, Normal with overview (Normal con vista
general) o Panorama (Panoramica).

Nota

Se recomienda usar un valor de DPI del 100 %. Si la resolucién es distinta del 100 %, es posible que la
correccion esférica Axis no sea del todo visible en el sequndo monitor.

Si utiliza otra configuracion de DPI, es posible que las ventanas con correccion esférica solo sean visibles
parcialmente. Siga las instrucciones de estos articulos externos para solucionar el problema:

®  Problemas con XProtect en monitores de alta resolucién (4K y superiores)

e  [Escalado de la interfaz grdfica de usuario en monitores con alta densidad de DP/

Crear una vista con correccion esférica para camaras panordmicas multisensor

Puede utilizar vistas con correccion esférica con camaras panoramicas multisensor, por ejemplo, con camaras
AXIS P3807-PVE Network Camera y AXIS Q3819-PVE Panoramic Camera.
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e Puntos de union de cliente. Si la camara esta configurada en modo de captura client dewarp (correccion
esférica de cliente), AXIS Optimizer realiza la union de las cuatro imagenes en una Unica panoramica sin
cortes (solo AXIS P3807-PVE).

® Ajuste del horizonte. Es posible ajustar el horizonte de |la panoramica. Esto puede ser aconsejable si la
camara esta inclinada hacia el suelo y el horizonte terrestre esta curvado. La accion también permite
que el control virtual PTZ sea mas intuitivo.

e Control PTZ. Permite hacer zoom y desplazarse por la imagen como si fuera una camara PTZ.

Para ver este video, vaya a la version web de este documento.

Nota
Requisitos
® Usuarios con alguno de los siguientes derechos de usuario:
- Funcion de optimizacion
- Hardware > Driver commands = Allow (Hardware > Comandos del controlador = Permitir)
® Una camara panoramica multisensor Axis

1. Si procede, configure el modo de captura Client Dewarp (Correccion esférica de cliente) durante la
configuracion inicial del dispositivo.

Abra Smart Client y haga clic en Setup (Configuracion).

Vaya a Views (Vistas).

Haga clic en Create new view (Crear nueva vista) y seleccione un formato.

Vaya a System overview > AXIS Optimizer (Informacion general del sistema > AXIS Optimizer).

Haga clic en Dewarping view (Vista con correccion esférica) y arrastrela a la vista.

N o o bk WD

Seleccione una camara panoramica multisensor.
La primera vez que afiada la camara panoramica multisensor a una vista con correccion esférica, va a
aparecer una ventana de calibracion del horizonte sobre la vista.

8. Haga clic en las flechas para que la linea roja se alinee con el horizonte terrestre.

9. Haga clic en Done (Hecho) para guardar los ajustes y salir del modo de calibracion.
Gran angular
La vista gran angular es un tipo de vista para camaras panoramicas multisensor. Active wide view (gran
angular) si el campo de vision normal de 120° no es suficiente. Con gran angular, la imagen siempre tendra
correccion de distorsion. Apagiewide view (gran angular) para obtener una transicion a la vista normal cuando
se aleja por completo.

Definir una posicion de inicio

1. En Smart Client, abra una vista con correccion esférica.

2. Vaya a la posicion que desee guardar como posicion de inicio.
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3. Hagaclicen

y, a continuacion, en Set home position (Establecer posicion de inicio).
Permitir a los operadores controlar y editar vistas con correccion esférica

Es posible la configuracion si los operadores pueden tener permiso para controlar y editar las vistas con
correccion esférica, consulte .

Rendimiento y solucion de problemas

Consideraciones sobre el rendimiento

® |a correccion esférica de video de Axis se lleva a cabo en la GPU, cuando es posible, pero también
supone una importante carga para la CPU.

® Para evitar que la velocidad de los fotogramas caiga en el caso de imagenes amplias que demanden
mucha correccion esférica, tenga en cuenta lo siguiente:

- resolucion de la camara. Una camara con una alta resolucion, por ejemplo de 2880 x 2880,
demanda una gran cantidad de recursos por parte del ordenador en comparacion con, por
ejemplo, una resolucion de 1920 x 1920.

- Velocidad de fotogramas de la camara. Si no necesita una velocidad de fotogramas alta, cambiar
a una velocidad mas baja puede evitar tirones en la vista de correccion esférica y en otras.
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- Supervision de la resolucion. Los monitores de alta resolucion, por ejemplo 4K, demandan
muchos recursos al reproducir videos. Si no es necesaria la resolucion mas alta, una resolucion
de monitor mas baja permite ejecutar un mayor numero de vistas con correccion esférica sin
sufrir tirones.

Resolucion dinamica

® FEl flujo de video se reduce automaticamente, cuando es posible, sin disminucion de la calidad de video.
Esto puede mejorar el rendimiento de las vistas con correccion esférica.

e Siexperimenta parpadeos al hacer zoom desde la vista general, puede ayudar el hecho que se desactive
la resolucion dinamica.

e  Para encender o apagar la resolucion dinamica: en Smart Client, vaya a Settings (Ajustes) > Axis
dewarping options (Opciones de correccion esférica de Axis) > Rendering options (Opciones de
renderizado) y seleccione o borre Dynamic resolution (Resolucion dinamica).

e Laresolucion dinamica esta activada de forma predeterminada.

Renderizado de compatibilidad

® Sihay algun error visual en |a vista con correccion esférica, por ejemplo, imagen negra, o el rendimiento
parece peor de lo esperado, active el renderizado de compatibilidad. Tenga en cuenta que un efecto
negativo del renderizado de compatibilidad es que las transiciones entre las vistas y el desplazamiento
durante la reproduccion pueden parpadear.

e  Para activar o desactivar el renderizado de compatibilidad: abra Smart Client y vaya a Settings (Ajustes)
> Axis dewarping options (Opciones de correccion esférica de Axis) > Rendering options (Opciones de
renderizado) y seleccione o borre Use compatibility rendering (Usar renderizado de compatibilidad).

® Usar renderizado de compatibilidad esta desactivado de forma predeterminada.

Qué esperar

En un sistema de referencia equipado con un procesador Intel i7 8700, una tarjeta NVIDIA Gefore 1050 GTX y
tres monitores de 1920x1080 puede esperar:

® |aejecucion de 7 vistas con correccion esférica a una resolucion de 1920 x 1920 y 25 imagenes por
segundo, sin caida de fotogramas, o

® 4 vistas con correccion esférica a una resolucion de 2880 x 2880 y 25 imagenes por segundo

Si uno de los tres monitores se ejecuta en resolucion 4K en lugar de 1920 x 1080, puede esperar:

® |a ejecucion de 5 vistas con correccion esférica, a una resolucion de 1920 x 1920 y 25 imagenes por
segundo sin caida de fotogramas, o

® 3 vistas con correccion esférica, a una resolucion de 2880 x 2880 y 25 imagenes por segundo. Una vista
con correccion esférica en cada monitor.

Las escalas de velocidad de fotogramas y de resolucion son lineales. Un ordenador que puede ejecutar 5 vistas
con correccion esférica a 30 imagenes por sequndo, puede ejecutar 10 vistas si se reduce la velocidad de
fotogramas a 15 imagenes por segundo.
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Integracién para uso en el cuerpo

AXIS Optimizer Body Worn Extension permite a los usuarios de camaras desplazados sobre el terreno grabar,
etiquetar y compartir video con investigadores en la oficina, que pueden buscar y gestionar pruebas de video
mediante el VMS. El servicio habilita de forma segura la conexion y transferencia entre el sistema corporal de
Axis y el VMS. AXIS Body Worn Extension es un servicio independiente gratuito que debe instalar en el servidor
de grabacion.

Nota
Las versiones compatibles son:
® Version del VMS 2020 R1 Corporate o versiones posteriores

® Version del VMS 2020 R1 Professional+ o versiones posteriores
e Version del VMS 2020 R1 Expert o versiones posteriores

Utilice siempre las ultimas revisiones del VMS y los instaladores de parches acumulativos.

Descubrir mds

® Para descargar el servicio o leer la guia de implementacién y la nota informativa, vaya a axis.com.

®  Para consultar el manual del usuario, vaya a axis.help.com.
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El control de acceso es una soluciéon que combina el control de acceso fisico con la videovigilancia. Esta
integracion permite configurar un sistema de control de acceso Axis directamente desde Management Client. El
sistema se integra perfectamente con XProtect, permitiendo a los operadores supervisar el acceso y realizar
acciones de control de acceso en Smart Client.

Nota
Requisitos
e Version de VMS 2024 R1 o posterior.

e Licencias de acceso a XProtect; consulte access licenses (licencias de acceso).
® Instale AXIS Optimizer en el servidor de eventos y en Management Client.
Los puertos 53459 y 53461 se abriran al trafico entrante (TCP) durante la instalacion de AXIS Optimizer a
través de AXIS Secure Entry.
Configuracion de control de acceso

Nota
Antes de empezar, haga lo siguiente:
®  Actualice el software del controlador de puerta. Consulte en la siguiente tabla la version minima y
recomendada de AXIS OS para su version de VMS.

® Asegurese de que la fecha y la hora sean correctas.

Version de AXIS Optimizer Version minima de AXIS 0S Version recomendada de AXIS 0S

5.6 12.6.94.1 12.6.94.1

Para anadir un controlador de puerta de red Axis a su sistema:

1. Vaya a Site Navigation (Navegacion de instalaciones) > Axis Optimizer > Access control (Control de
acceso).

2. En Configuration (Configuracion), seleccione Devices (Dispositivos).

3. Seleccione Discovered devices (Dispositivos detectados) para consultar la lista de unidades que puede
afiadir al sistema.

4. Seleccione las unidades que desee afadir.
5. Haga clic en + Add (+ Anadir) en la ventana emergente y facilite las credenciales del controlador.

Nota
Deberia ver los controladores anadidos en la pestaiia Management (Gestion).

Para afiadir manualmente un controlador al sistema, haga clic en + Add (+Afadir) en la pestafia
Management (Gestion).

Para integrar la actualizacion en el VMS al afiadir, eliminar o editar el nombre de un controlador de puerta:

e Vaya a Site Navigation (Navegacion de instalaciones) > Access control (Control de acceso) y haga clic
en la integracion del Control de acceso.

e Haga clic en Refresh Configuration (Actualizar configuracion) en la pestaiia General settings (Ajustes
generales)

Flujo de trabajo para configurar el Control de acceso

1. Vaya a Site Navigation (Navegacion de instalaciones) > Axis Optimizer > Access control (Control de
acceso).

2. Para editar los perfiles de identificacion predefinidos o crear un nuevo perfil de identificacion, consulte .

3. Para utilizar una configuracion personalizada para los formatos de tarjeta y la longitud del PIN, consulte
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4.
5.

Agregue una puerta y aplique un perfil de identificacion a la puerta. Vea .

Agregue una zona y agregue puertas a la zona. Vea .

Compatibilidad de software de dispositivos para controladores de puerta

Importante
Tenga en cuenta lo siguiente cuando actualice el sistema operativo AXIS OS en su controlador de puerta:

Versiones de AXIS OS compatibles: Las versiones de AXIS OS compatibles enumeradas mas arriba solo
se aplican cuando se actualiza desde su version original recomendada de VMS y cuando el sistema tiene
una puerta. Si el sistema no retne estas condiciones, debe actualizarse a la version de AXIS 0S
recomendada para la version especifica de VMS.

Version minima compatible de AXIS OS: La version de AXIS OS mas antigua instalada en el sistema
determina la version de AXIS OS minima compatible, con un limite de dos versiones anteriores.

Actualizar mas alla de la version recomendada de AXIS OS: Supongamos que actualiza a una version de
AXIS OS superior a la recomendada para una version concreta de VMS. Después, siempre

puede regresar a la version de AXIS OS recomendada sin ninguin problema, siempre y cuando esté dentro
de los limites de soporte técnico establecidos para la version de VMS.

Futuras recomendaciones de AXIS OS: Siga siempre la version de AXIS OS recomendada para la version
correspondiente de VMS con el fin de garantizar la estabilidad del sistema y una compatibilidad total.

Integracion del control de acceso

Para integrar el control de acceso en el VMS:

1.

Vaya a Site Navigation (Navegacion de instalaciones) > Access control (Control de acceso).

2. Haga clic con el boton derecho en Access control (Control de acceso) y haga clic en Create new...
(Crear nuevo...).
3. Enel cuadro de didlogo Create Access Control System Integration (Crear integracion de sistemas de
control de acceso):
- Introduzca un nombre para la integracion.
- Seleccione AXIS Secure Entry en el menu desplegable de Integration plug-in (Complemento
de integracion).
- Haga clic en Next (Siguiente) hasta que observe el cuadro de diadlogo Associate cameras
(Asociar camaras).
Para asociar camaras a puntos de acceso de puertas:
- Haga clic en Cameras (Camaras) en su dispositivo para consultar la lista de camaras
configuradas en el sistema XProtect.
- Seleccionar y arrastrar una camara al punto de acceso al que desea asociarla.
- Haga clic en Close (Cerrar) para cerrar el cuadro de dialogo.
Nota
® Para obtener mas informacion sobre la integracion del control de acceso en XProtect, consulte Using
access control in XProtect Smart Client (Usar el control de acceso en XProtect Smart Client).
® Para obtener mas informacion sobre las propiedades de control de acceso, como la configuracion
general, las puertas y las camaras asociadas, los eventos de control de acceso, etc., consulte Access
control properties (Propiedades del control de acceso).
Puertas y zonas

Vaya a Site Navigation (Navegacion de instalaciones) > Axis Optimizer >Access control (Control de acceso) >
Doors and zones (Puertas y zonas) para obtener una vision general y configurar puertas y zonas.

67


doc.milestonesys.com/bundle/doc1039_2025r1/page/content/add-ons/add-on_access/access_controllingaccess.htm
doc.milestonesys.com/bundle/doc1039_2025r1/page/content/add-ons/add-on_access/access_controllingaccess.htm
https://doc.milestonesys.com/bundle/doc1040_2025r1/page/content/add-ons/add-on_access/access_accesscontrolpropintro.htm
https://doc.milestonesys.com/bundle/doc1040_2025r1/page/content/add-ons/add-on_access/access_accesscontrolpropintro.htm

AXIS Optimizer

(¥ Grafico de PIN

Ver el grafico de pines del controlador asociado a una
puerta. Si desea imprimir el grafico de pines, haga clic
en Print (Imprimir).

(B3 Perfil de identificacion Cambie el perfil de identificacion en las puertas.

Canal seguro

Active o desactive OSDP Secure Channel para un
lector especifico.

Puertas

Nombre

El nombre de la puerta.

Controlador de puerta

El controlador de puerta conectado a la puerta.

Lado A

La zona en la que esta el lado A de la puerta.

Cara B

La zona en la que esta el lado B de la puerta.

Perfil de identificacion

Perfil de identificacion aplicado a la puerta.

Formatos de tarjeta y
PIN

Muestra el tipo de formatos de tarjeta o la longitud del PIN.

Estado Estado de la puerta.
e  Online (En linea): La puerta esta en linea y funciona correctamente.
e Lector sin conexion: El lector de la configuracion de puerta no tiene
conexion.
®  Error del lector: El lector de la configuracion de puerta no admite canal
seguro o el canal seguro no esta activado para el lector.
Zonas
Nombre Nombre de la zona.

Numero de puertas

El numero de puertas incluidas en la zona.
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Ejemplo de puertas y zonas

|""‘”

i

®  Hay dos zonas: zona verde y zona azul.

® Hay tres puertas: puerta verde, puerta azul y puerta marron.

® |a puerta verde es una puerta interna de la zona verde.

® |a puerta azul es una puerta perimetral solo para la zona azul.

® la puerta azul es una puerta perimetral para la zona verde y la zona azul.
Agregar una puerta

Nota
®  Puede configurar un controlador de puerta con una puerta que tenga dos cerraduras o dos puertas que
tengan una cerradura cada una.

® Sjun controlador de puerta no tiene puertas y esta utilizando una nueva version de Axis Optimizer con
un software mas antiguo en el controlador de la puerta, el sistema le impedira afiadir una puerta. Sin
embargo, el sistema admite puertas nuevas en los controladores del sistema con software anterior si ya
hay una puerta existente.

Cree una nueva configuracion de puerta para agregar una puerta:

1. Vaya a Site Navigation (Navegacion de instalaciones) > Axis Optimizer > Access control (Control de
acceso) > Doors and zones (Puertas y zonas).

2. Hagaclicen + Add door (Agregar puerta).
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3. Escriba un nombre de puerta.

En el menu desplegable Controller (Controlador), seleccione un controlador de puerta. El controlador
aparece en gris cuando no se puede agregar otra puerta, cuando esta sin conexion o si HTTPS no esta
activo.

En el menu desplegable Door type (Tipo de puerta), seleccione el tipo de puerta que desee crear.
Haga clic en Next (Siguiente) para ir a la pagina de configuracion de la puerta.

En el menu desplegable Primary lock (Cerradura principal), seleccione un puerto de relé.

© N o v

Para configurar dos cerraduras en la puerta, seleccione un puerto de relé del menu desplegable
Secondary lock (Cerradura secundaria).

9. Seleccione un perfil de identificacion. Vea .

10. Configure los ajustes de puerta. Consulte .

11. Configure una puerta de supervision. Consulte .
12. Haga clic en Save (Guardar).

Copie una configuracion de puerta existente para agregar una puerta:

1. Vaya a Site Navigation (Navegacion de instalaciones) > Axis Optimizer > Access control (Control de
acceso) > Doors and zones (Puertas y zonas).

Haga clic en + Add door (Agregar puerta).
Escriba un nombre de puerta.

En el menu desplegable Controller (Controlador), seleccione un controlador de puerta.

Haga clic en Next (Siguiente).

SR L T e

En el menu desplegable Copy configuration (Copiar configuracion), seleccione una configuracion de
puerta existente. Muestra las puertas conectadas y el controlador aparece en gris si se ha configurado
con dos puertas o una puerta con dos cerraduras.

7. Cambie los ajustes si lo desea.
8. Haga clic en Save (Guardar).

Para editar una puerta:

1. Vaya a Site Navigation (Navegacion de instalaciones) > Axis Optimizer > Access control (Control de
acceso) > Doors and zones (Puertas y zonas) > Doors (Puertas).

2. Seleccione una puerta en la lista.

3. Hagaclicen 7 Edit (Modificar).
4. Cambie los ajustes y haga clic en Save (Guardar).

Para eliminar una puerta:

1. Vaya a Site Navigation (Navegacion de instalaciones) > Axis Optimizer > Access control (Control de
acceso) > Doors and zones (Puertas y zonas) > Doors (Puertas).

2. Seleccione una puerta en la lista.

3. Hagaclicen ¥ Remove (Eliminar).
4. Haga clic en Yes (Si).

Para integrar la actualizacion en el VMS al afiadir, eliminar o editar el nombre de una puerta:

1. Vaya a Site Navigation (Navegacion de instalaciones) > Access control (Control de acceso) y haga clic
en la integracion del Control de acceso.

2. Haga clic en Refresh Configuration (Actualizar configuracion) en la pestaiia General settings (Ajustes
generales)
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Ajustes de puerta

1. Vaya a Site Navigation (Navegacion de instalaciones) > Axis Optimizer > Access control (Control de
acceso) > Doors and zones (Puertas y zonas).

2. Seleccione la puerta que desea editar.

3. Hagaclicen 7 Edit (Modificar).

Tiempo de acceso (s) Establece el numero de segundos que la puerta
permanece desbloqueada una vez se concedio
permiso de acceso. La puerta permanece
desbloqueada hasta que la puerta se abra o hasta que
termine el tiempo establecido. La puerta se bloquea
cuando se cierra aunque haya tiempo de acceso.

Open-too-long time (sec) [Tiempo de apertura Solo es valido si ha configurado un monitor de
demasiado largo (s)] puerta. Defina el numero de sequndos que permanece
abierta la puerta. Si la puerta esta abierta cuando
termina el tiempo establecido, activa la alarma de
puerta abierta durante demasiado tiempo. Configure
una regla de accion para determinar qué accion
activa el evento de puerta abierta durante demasiado
tiempo.

Tiempo de acceso largo (seg) Establece el numero de segundos que la puerta
permanece desbloqueada una vez se concedio
permiso de acceso. El tiempo de acceso largo anula el
tiempo de acceso para los titulares de tarjeta que
tienen estos ajustes activados.

Long open-too-long time (sec) [Tiempo largo de Solo es valido si ha configurado un monitor de
apertura demasiado larga (s)] puerta. Defina el numero de sequndos que permanece
abierta la puerta. Si la puerta esta abierta cuando
termina el tiempo establecido, activa el evento de
puerta abierta durante demasiado tiempo. El tiempo
de apertura demasiado largo sobrescribe el tiempo de
apertura demasiado largo ya establecido para los
titulares de tarjeta si activa los ajustes de Tiempo de
acceso largo.

Tiempo antes de nuevo bloqueo (ms) Defina el tiempo, en milisegundos, durante el que la
puerta debe permanecer desbloqueada después de
abrirse o cerrarse.

Volver a bloquear e  After opening (Después de abrirse): Solo es
valido si ha agregado un monitor de puerta.

e  After closing (Después de cerrarse): Solo es
valido si ha agregado un monitor de puerta.

Nivel de sequridad de puerta

Puede agregar las siguientes caracteristicas de sequridad a la puerta:

Regla de dos personas - La regla de dos personas requiere que dos personas utilicen una credencial valida para
acceder.

Doble deslizamiento - El doble deslizamiento permite que un titular de tarjeta invalide el estado actual de una
puerta. Por ejemplo, pueden utilizarla para bloquear o desbloquear una puerta fuera de la programacion
habitual, lo que es mas comodo que entrar en el sistema para desbloquear la puerta. El barrido doble no afecta a
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una programacion ya existente. Por ejemplo, si una puerta se va a bloquear a la hora de cierre y los empleados
se van a un receso para el almuerzo, la puerta se seguira bloqueando segun la programacion.

Puede configurar el nivel de sequridad mientras agrega una zona puerta o puede hacerlo en una puerta
existente.

Para agregar una regla de dos personas a una puerta existente:

1.

o ok~ W

Vaya a Site Navigation (Navegacion de instalaciones) > Axis Optimizer > Access control (Control de
acceso) > Doors and zones (Puertas y zonas).

Seleccione la puerta para la que desea configurar un nivel de seguridad.
Haga clic en Edit (Modificar).

Haga clic en Security level (Nivel de seguridad).

Active la regla de dos personas.

Haga clic en Aplicar.

Regla de dos personas

Lateral Ay Lateral B Seleccione los lados de la puerta en los que utilizar la
regla.

Horarios Seleccione cuando esta activa la regla.

Tiempo de espera (segundos) El tiempo de espera es el tiempo maximo permitido
entre los barridos de tarjeta u otro tipo de credencial
valida.

Para afadir un doble deslizamiento a una puerta existente:

1.

N o g & D

Vaya a Site Navigation (Navegacion de instalaciones) > Axis Optimizer > Access control (Control de
acceso) > Doors and zones (Puertas y zonas).

Seleccione la puerta para la que desea configurar un nivel de seguridad.

Haga clic en Edit (Modificar).

Haga clic en Security level (Nivel de seguridad).

Active el barrido doble.

Haga clic en Aplicar.

Aplique un barrido doble al titular de la tarjeta.

7.1.  Vaya a Cardholder management (Gestion de titulares de tarjeta).

7.2. Haga clic i en el titular de tarjeta que desee editar y haga clic en Edit (Editar).
7.3.  Haga clic en Mas.

7.4.  Seleccione Allow double-swipe (Permitir doble barrido).

7.5. Haga clic en Aplicar.

Doble deslizamiento

Tiempo de espera (segundos) El tiempo de espera es el tiempo maximo permitido

entre los barridos de tarjeta u otro tipo de credencial
valida.
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Opciones de hora

® ®

o ® B
NS
: ®
1 Acceso concedido: desbloquea las cerraduras
2 Tiempo de acceso
3 Ninguna accion realizada: bloquea las cerraduras
4 Accion realizada (puerta abierta): bloquea las cerraduras o las mantiene desbloqueadas
hasta que se cierre la puerta
5 Tiempo de apertura demasiado largo
6 Laalarma de tiempo de apertura demasiado largo se desactiva
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Acceso concedido: desbloquea las cerraduras

Tiempo de acceso

2+3: Tiempo de acceso largo

Ninguna accion realizada: bloquea las cerraduras

Accion realizada (puerta abierta): bloquea las cerraduras o las mantiene desbloqueadas
hasta que se cierre la puerta

Tiempo de apertura demasiado largo

6+7: Tiempo de apertura demasiado largo

8 La alarma de tiempo de apertura demasiado largo se desactiva

GNWN -
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Agregar un monitor de puerta
Un monitor de puerta es un interruptor de posicion de puerta que supervisa el estado fisico de una puerta. Puede
agregar un monitor de puerta a la puerta y configurar como conectar el monitor de puerta.

1. Vaya a la pagina de configuracion de la puerta. Consulte

2. En Sensors (Sensores), haga clic en Add (Agregar).

3. Seleccione el Door monitor sensor (Sensor de monitor de puerta).

4

Seleccione el puerto de E/S al que desea conectar el monitor de puerta.
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5. En Door open if (Abrir puerta si), seleccione como estan conectados los circuitos del monitor de puerta.

6. Paraignorar los cambios de estado antes de entrar en un nuevo estado estable, establezca un Debounce
time (Tiempo antirrebote).

7. Para activar un evento cuando se produce una interrupcion en la conexion entre el controlador de
puerta y el monitor de puerta, active Supervised input (Entrada supervisada). Consulte .

Puerta abierta si

Circuito abierto El circuito de monitor de puerta esta normalmente
cerrado. El monitor de puerta envia la sefial de una
puerta abierta cuando el circuito esta abierto. El
monitor de puerta envia la sefial de una puerta
cerrada cuando el circuito esta cerrado.

Circuito cerrado El circuito de monitor de puerta esta normalmente
abierto. El monitor de puerta envia la sefial de una
puerta abierta cuando el circuito esta cerrado. El
monitor de puerta envia la sefial de una puerta
cerrada cuando el circuito esta abierto.

Agregar una puerta de supervision

Una puerta de supervision es un tipo de puerta que muestra si esta abierto o cerrado. Por ejemplo, puede utilizar
esta opcion en una puerta de seguridad contra incendios que no requiere un bloqueo pero en la que debe saber
si la puerta esta abierta.

Una puerta de supervision es distinta de una puerta regular con un monitor de puerta. Una puerta regular con
un monitor de puerta admite bloqueos y lectores, pero requiere un controlador de puerta. Una puerta de
supervision admite un sensor de posicion de puerta pero solo requiere un maddulo de relé de E/S de red
conectado a un controlador de puerta. Puede conectar hasta cinco sensores de posicion de puerta a un modulo
de relé de E/S de red.

Nota

Una puerta de supervision requiere un AXIS A9210 Network /O Relay Module con el software mas reciente
como la aplicacion de la ACAP de la puerta de supervision de AXIS.

Para configurar una puerta de supervision:

1. Instale AXIS A9210 y actualicelo con la versién mas reciente de AXIS OS.

2. Instale los sensores de posicion de puerta.

w

En el VMS, vaya a Site Navigation (Navegacion de instalaciones) > AXIS Optimizer > Access control
(Control de acceso) > Doors and zones (Puertas y zonas).

Haga clic en Add door (Agregar puerta).

Introduzca un nombre.

En Type (Tipo), seleccione Monitoring door (Puerta de supervision).
En Device (Dispositivo), seleccione el modulo de relé de E/S de red.

Haga clic en Next (Siguiente).

© © N o o &

En Sensors (Sensores), haga clic en + Add (+ Agregar) y seleccione Door position sensor (Sensor de
posicion de puerta).

10. Seleccione la E/S que esta conectada al sensor de posicion de puerta.

11. Haga clic en Ahadir.
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Agregar un lector

Puede configurar un controlador de puerta para utilizar dos lectores cableados. Seleccione agregar un lector a
un lado o0 a ambos lados de una puerta.

Si aplica una configuracion personalizada de formatos de tarjeta o longitud de PIN a un lector, puede verlo en
Card formats (Formatos de tarjeta) en Configuration > Access control > Doors and zones (Configuracion >
Control de acceso > Puertas y zonas). Consulte .

1.

2
3
4,
5

7.
8.

Vaya a la pagina de configuracion de la puerta. Consulte .
En un lado de la puerta, haga clic en Add (Agregar).
Seleccione Card reader (Lector de tarjetas).

Seleccione el Reader type (Tipo de lector).

Para utilizar una configuracion de longitud de PIN personalizada para este lector.
5.1. Haga clic en Avanzado.

5.2.  Active Custom PIN length (Longitud de PIN personalizada).

5.3.  Establezca Min PIN length (Longitud minima de PIN), Max PIN length (Longitud maxima de
PIN) y End of PIN character (Caracter final de PIN).

Para utilizar un formato de tarjeta personalizado para este lector.
6.1. Haga clic en Avanzado.

6.2.  Active Custom card formats (Formatos de tarjeta personalizados).

6.3.  Seleccione los formatos de tarjeta que desee utilizar para el lector. Si ya se esta utilizando un
formato de tarjeta con la misma longitud de bits, debe desactivarlo primero. Un icono de
advertencia se muestra en el cliente cuando la configuracion del formato de tarjeta es distinta
de la configuracion del sistema configurada.

Haga clic en Anadir.

Para agregar un lector al otro lado de la puerta, vuelva a realizar este procedimiento.

Tipo de lector

OSDP RS485 half-duplex Para lectores RS485, seleccione OSDP RS485 half
duplex (OSDP RS485 half-duplex) y un puerto de
lector.

Wiegand Para lectores que utilizan protocolos Wiegand,

seleccione Wiegand (Wiegand) y un puerto de lector.

Wiegand

Control de LED Seleccione Single wire (Cable simple) o Cable dual
(R/G). Los lectores con control de led dual utilizan
diferentes cables para los LED rojo y verde.

Alerta de manipulacion Seleccione si la entrada de manipulacion del lector

esta activa.

e Open circuit (Circuito abierto): El lector
envia la sefial de manipulacién de puerta
cuando el circuito esta abierto.

®  (Circuito cerrado: El lector envia la sefial de
manipulacion de puerta cuando el circuito
esta cerrado.
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Tiempo de rebote de manipulacion Para ignorar los cambios de estado de la entrada de
manipulacion del lector antes de que entre en un
nuevo estado estable, defina un Tamper debounce
time (Tiempo antirrebote en manipulacion).

Entrada supervisada Active para desencadenar un evento cuando se
interrumpe la conexion entre el controlador de puerta
y el lector. Consulte .

Agregar un dispositivo REX

Puede seleccionar agregar una solicitud al dispositivo de solicitud de salida (REX) en un lado o a ambos lados de
la puerta. Un dispositivo REX puede ser un sensor PIR, un boton REX o una barra pulsadora.

1. Vaya a la pagina de configuracion de la puerta. Consulte .

2. Enun lado de la puerta, haga clic en Add (Agregar).

3. Seleccione dispositivo de solicitud de salida (REX).

4. Seleccione el puerto de E/S en el que desea conectar el dispositivo REX. Si solo hay un puerto disponible,
se seleccionara automaticamente.

5. Seleccione qué Action (Accion) activar cuando la puerta recibe la sefial REX.

6. En REX active (REX activo), seleccione la conexion de circuito de monitor de puerta.

7. Paraignorar los cambios de estado antes de entrar en un nuevo estado estable, establezca un Debounce
time (ms) [Tiempo antirrebote (ms)].

8. Para activar un evento cuando se produce una interrupcion en la conexion entre el controlador de
puerta y el dispositivo de solicitud de salida (REX), active Supervised input (Entrada supervisada).

Consulte .

Accion

Abrir puerta Seleccione para desbloquear la puerta cuando recibe
la sefal REX.

Ninguno Seleccione si no desea activar ninguna accion cuando
la puerta recibe la sefial REX.

REX activo:

Circuito abierto Seleccione si el circuito REX esta normalmente
cerrado. El dispositivo de solicitud de salida (REX)
envia la sefial cuando el circuito esté abierto.

Circuito cerrado Seleccione si el circuito REX esta normalmente
abierto. El dispositivo de solicitud de salida (REX)
envia la sefial cuando el circuito se cierra.

Agregar una zona

Una zona es un area fisica especifica con un grupo de puertas. Puede crear zonas y agregar puertas a las zonas.
Existen dos tipos de puertas:

e Perimeter door (Puerta de perimetro): Los titulares de tarjeta entran o salen de la zona por esta puerta.
e Internal door (Puerta interna): Una puerta interna dentro de la zona.

Nota
Una puerta perimetral puede pertenecer a dos zonas. Una puerta interna solo puede pertenecer a una zona.
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1. Vaya a Site Navigation (Navegacion de instalaciones) > AXIS Optimizer > Access control (Control de
acceso) > Doors and zones (Puertas y zonas) > Zones (Zonas).

Haga clic en + Add zone (Agregar zona).
Escriba un nombre de zona.
Haga clic en Add door (Agregar puerta).

Seleccione las puertas que desee agregar a la zona y haga clic en Add (Agregar).

o o &~ W DN

De forma predeterminada, la puerta se establece como puerta perimetral. Para cambiarlo, seleccione
Internal door (Puerta interna) en el menu desplegable.

7. De forma predeterminada, una puerta perimetral utiliza el lado A de la puerta como entrada a la zona.
Para cambiarlo, seleccione Leave (Abandonar) en el menu desplegable.

8. Para eliminar una puerta de la zona, seleccionela y haga clic en Remove (Eliminar).
9. Haga clic en Save (Guardar).

Para editar una zona:

1. Vaya a Site Navigation (Navegacion de instalaciones) > AXIS Optimizer > Access control (Control de
acceso) > Doors and zones (Puertas y zonas) > Zones (Zonas).

2. Seleccione una zona en la lista.

3. Hagaclicen 4 Edit (Modificar).
4. Cambie los ajustes y haga clic en Save (Guardar).
Para eliminar una zona:
1. Vaya a Site Navigation (Navegacion de instalaciones) > AXIS Optimizer > Access control (Control de
acceso) > Doors and zones (Puertas y zonas) > Zones (Zonas).

2. Seleccione una zona en la lista.

3. Hagaclicen B Remove (Eliminar).
4. Haga clic en Yes (Si).

Nivel de sequridad de zona

Puede agregar la siguiente caracteristica de sequridad a una zona:

Proteccion contra dobles entradas - Impide que los usuarios utilicen las mismas credenciales que otra persona
que ha entrado en una zona antes. Es obligatorio que una persona salga de la zona antes de sus credenciales se
puedan volver a usar.

Nota

o  (Con antipassback, recomendamos el uso de sensores de posicion de puerta en todas las puertas de la
zona para asegurarse de el sistema pueda registrar que un usuario la ha abierto tras haber pasado la
tarjeta.

® Siun controlador de puerta no tiene conexion, anti passback funciona siempre que todas las puertas de
la zona pertenezcan al mismo controlador de puerta. No obstante, si las puertas de la zona pertenecen a
distintos controladores de puerta sin conexion, anti passback deja de funcionar.

Puede configurar el nivel de seguridad mientras agrega una zona nueva o puede hacerlo en una zona existente.
Para agregar un nivel de seguridad a una zona existente:

1. Vaya a Site Navigation (Navegacion de instalaciones) > AXIS Optimizer > Access control (Control de
acceso) > Doors and zones (Puertas y zonas).

2. Seleccione la zona para la que desea configurar el nivel de sequridad.
3. Haga clic en Edit (Modificar).
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4. Haga clic en Security level (Nivel de seguridad).
5. Active las caracteristicas de sequridad que desee agregar a la puerta.

6. Haga clic en Aplicar.

Proteccion contra dobles entradas

Solo registro de infracciones (suave) Utilice esta opcidn si desea permitir que una segunda
persona entre por la puerta con las mismas
credenciales que la primera persona. Esta opcion solo
genera una alarma del sistema.

Denegar acceso (exigente) Utilice esta opcidn si desea evitar que el sequndo
usuario entre por la puerta si utiliza las mismas
credenciales que la primera persona. Esta opcion
también genera una alarma del sistema.

Tiempo de espera (segundos) El tiempo que se debe esperar hasta que el sistema
permita la entrada de nuevo de un usuario.
Introduzca O si no desea que se agote el tiempo de
espera, lo que significa que la zona tiene
antipassback hasta que el usuario sale de la zona.
Utilice solo O tiempo de espera con Denegar acceso
(exigente) si todas las puertas de la zona tienen
lectores en ambos lados.

Entradas con supervision

Las entradas supervisadas pueden activar un evento cuando se interrumpe la conexion con un controlador de
puerta.

e (Conexidn entre el controlador de puerta y el monitor de puerta. Consulte .
e  (Conexidn entre el controlador de puerta y el lector que utiliza protocolos Wiegand. Consulte .
® (Conexidn entre el controlador de puerta y el dispositivo REX. Consulte .

Para utilizar entradas supervisadas:

1. Instale las resistencias de final de linea lo mas cerca posible del dispositivo periférico segun el diagrama
de conexion.

2. Vaya a la pagina de configuracion de un lector, un monitor de puerta o un dispositivo de solicitud de
salida (REX), active Supervised input (Entrada supervisada).

3. Si haseguido el diagrama de primera conexidn en paralelo, seleccione Parallel first connection with a
22 KQ parallel resistor and a 4.7 KQ serial resistor (Primera conexion en paralelo con una resistencia
de 22 KQ en paralelo y una resistencia de 4,7 KQ en serie).

4. Siha sequido el diagrama de primera conexion en serie, seleccione Serial first connection (Primera
conexion en serie) y seleccione los valores de la resistencia en el menu desplegable Resistor values
(Valores de resistencia).

Diagramas de conexion
Parallel first connection (Primera conexion en paralelo)

Los valores de la resistencia deben ser de 4,7 KQ y 22 KQ.
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GND @ 1

4.7kQ

Primera conexion en serie

/0 @

Los valores de las resistencias deben ser iguales y situarse en el rango 1-10 KQ.

GND @

10 @

Acciones manuales

Puede realizar las siguientes acciones manuales en puertas y zonas:

Reiniciar - Regresa a las reglas del sistema configuradas.

Autorizar acceso - Desbloquea una puerta o zona durante 7 sequndos y vuelve a bloquearla.
Desbloquear - Mantiene la puerta desbloqueada hasta que el usuario la reinicia.

Cerradura - Mantiene la puerta blogqueada hasta que el sistema concede acceso a un titular de tarjeta.
Bloqueo - Nadie entra o sale hasta que el usuario reinicia o desbloquea.

Para realizar una accion manual:

1. Vaya a Site Navigation (Navegacion de instalaciones) > AXIS Optimizer > Access control (Control de
acceso) > Doors and zones (Puertas y zonas).

2. Seleccione la puerta o zona en la que desea realizar una accién manual.

3. Haga clic en cualquiera de las acciones manuales.
Formatos de tarjeta y PIN

Un formato de tarjeta define como una tarjeta almacena datos. Es una tabla de traduccion entre los datos
entrantes y los datos validados en el sistema. Cada formato de tarjeta incluye un conjunto de reglas diferentes
para como organizar la informacion almacenada. Al definir un formato de tarjeta, se indica al sistema cdmo se
debe interpretar la informacion que el controlador recibe del lector de tarjeta.

Hay formatos de tarjeta de uso comun predefinidos disponibles para que los utilice tal como estan o los edite
segun sea necesario. También se pueden crear formatos de tarjeta personalizados.

Vaya a Site Navigation (Navegacion de instalaciones) > AXIS Optimizer > Access control (Control de acceso)
> Card formats and PIN (Formatos de tarjeta y PIN) para crear, editar o activar formatos de tarjeta. También
puede configurar el PIN.

Los formatos de tarjeta personalizados pueden contener los siguientes campos de datos utilizados para la
validacion de credenciales.

Numero de tarjeta - Un subconjunto de los datos binarios de credenciales codificados como nimeros decimales
0 hexadecimales. Use el numero de tarjeta para identificar una tarjeta o titular de tarjeta especifico.
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Codigo de instalacion - Un subconjunto de los datos binarios de credenciales codificados como nimeros
decimales o hexadecimales. Use el cddigo de instalacion para identificar a un cliente final o instalacion
especificos.

Para crear un formato de tarjeta:

1. Vaya a Site Navigation (Navegacion de instalaciones) > AXIS Optimizer > Access control (Control de
acceso) > Card formats and PIN (Formatos de tarjeta y PIN).

Haga clic en Add card format (Afadir formato de tarjeta).
Introduzca un nombre de formato de tarjeta.

En el campo de Bit length (Longitud de bits), escriba una longitud de bits entre 1y 256.

SAREE I

Seleccione Invert bit order (Invertir orden de bits) si desea invertir el orden de bits de los datos
recibidos desde el lector de tarjetas.

6. Seleccione Invert byte order (Invertir orden de bytes) si desea invertir el orden de bytes de los datos
recibidos del lector de tarjetas. Esta opcion solo esta disponible si se especifica una longitud de bits que
pueda dividir por ocho.

7. Seleccione y configure los campos de datos para que se activen en el formato de tarjeta. El Card number
(Namero de tarjeta) o el Facility code (Codigo de instalacion) deben estar activos en el formato de
tarjeta.

8. Haga clic en OK.

9. Para activar el formato de tarjeta, seleccione la casilla delante del nombre del formato de tarjeta.

* No pueden estar activos simultaneamente dos formatos de tarjeta con la misma longitud de bits. Por
ejemplo, si ha definido dos formatos de tarjeta de 32 bits, solo podra activar uno de ellos. Desactive el
formato de tarjeta para activar el otro.

e Solo se pueden activar y desactivar formatos de tarjeta si el controlador de puerta se ha configurado con
al menos un lector.

® Haga clic en ® para ver un ejemplo de la salida
después de invertir el orden de bits.

Gama Defina el rango de bits de los datos para el campo de
datos. El intervalo debe estar dentro de lo
especificado para Bit length (Longitud de bits).

Formato de salida Seleccione el formato de salida de los datos para el
campo de datos.

Decimal: También conocido como sistema numeral
posicional base 10, consta de los numeros 0-9.

Hexadecimal: también conocido como sistema
numeérico posicional de base 16, consta de 16
simbolos unicos: los numeros 0-9 y las letras a-f.

Orden de bits del subrango Seleccione el orden de bits.

Little endian: EI primer bit es el mas pequefio (el
menos significativo).

Big endian: El primer bit es el mas grande (el mas
significativo).

Para editar un formato de tarjeta:
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1. Vaya a Site Navigation (Navegacion de instalaciones) > AXIS Optimizer > Access control (Control de
acceso) > Card formats and PIN (Formatos de tarjeta y PIN).
2. Seleccione un formato de tarjeta y haga clic en 7

3. Siedita un formato de tarjeta predefinido, solo puede editar Invert bit order (Invertir orden de bits) e
Invert byte order (Invertir orden de bytes).

4. Haga clic en OK.

Solo puede eliminar los formatos de tarjeta personalizados. Para eliminar un formato de tarjeta personalizado:

1. Vaya a Site Navigation (Navegacion de instalaciones) > AXIS Optimizer > Access control (Control de
acceso) > Card formats and PIN (Formatos de tarjeta y PIN).

2. Seleccione un formato de tarjeta personalizado, haga clicen ® y en Yes (Si).

Para restablecer un formato de tarjeta predefinido:

1. Vaya a Site Navigation (Navegacion de instalaciones) > AXIS Optimizer > Access control (Control de
acceso) > Card formats and PIN (Formatos de tarjeta y PIN).

2. Hagaclicen 2, para restablecer un formato de tarjeta al mapa de campos predeterminado.

Para configurar la longitud de PIN:

1. Vaya a Site Navigation (Navegacion de instalaciones) > AXIS Optimizer > Access control (Control de
acceso) > Card formats and PIN (Formatos de tarjeta y PIN).

2. En PIN configuration (Configuracion de PIN), haga clic en 7

3. Especifique Min PIN length (Longitud minima de PIN), Max PIN length (Longitud maxima de PIN) y
End of PIN character (Caracter final de PIN).

4. Haga clicen OK.
Configuracion del formato de tarjeta

Descripcion general

64332 —> i o eas32

4CFB > »64332

64332

AXIS A1610

4CFB

64332 —> i

®  El numero de tarjeta en decimal es 64332.

® Un lector transfiere el numero de tarjeta al nimero hexadecimal FB4C. El otro lector lo transfiere al
numero hexadecimal 4CFB.
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e AXIS A1610 Network Door Controller recibe FBAC y lo transfiere al numero decimal 64332 de acuerdo
con los ajustes de formato de tarjeta en el lector.

e AXIS A1610 Network Door Controller recibe 4CFB, lo convierte en FB4C invirtiendo el orden de bytes y
lo transfiere al nimero decimal 64332 de acuerdo con los ajustes de formato de tarjeta en el lector.

Invertir orden de bits

Después de invertir el orden de bits, los datos de la tarjeta que recibe el lector se leen de derecha a izquierda, bit
a bit.

64332 = 1111 1011 2100 1100 0011 0077 1101 1111 = 13023

Invertir orden de bytes

Un grupo de ocho bits es un byte. Después de invertir el orden de bytes, los datos de la tarjeta que recibe el
lector se leen de derecha a izquierda, byte a byte.

64 332 = 1111 1100 1100 1111 = 19707
F C C F

Formato de tarjeta Wiegand estandar de 26 bits

© @ ® @

1 Paridad lider

2 C(Cddigo de instalacion
3 Numero de tarjeta

4 Paridad de cola

Perfiles de identificacion

Un perfil de identificacion es una combinacion de tipos de identificacion y programaciones. Puede aplicar un
perfil de identificacion a una o mas puertas para definir cdmo y cuando puede acceder un titular de tarjeta a
una puerta.

Los tipos de identificacion son portadores de la informacion de la credencial necesaria para acceder a una
puerta. Los tipos de identificacion comunes son tokens, numeros de identificacion personal (PIN), huellas, mapas
faciales y dispositivos de solicitud de salida (REX). Un tipo de identificacion puede tener uno o mas tipos de
informacion.

Las programaciones, también conocidas como Time profiles (Perfiles de tiempo), se crean en Management
Client. Para configurar perfiles de tiempo, consulte Time profiles (explained) (Perfiles de tiempo (explicacion)).

Tipos de identificacion compatibles: Tarjeta, PIN y REX.

Vaya a Site Navigation (Navegacion de instalaciones) > AXIS Optimizer >Access control (Control de acceso) >
Identification profiles (Perfiles de identificacion).

Hay cinco perfiles de identificacion predeterminados disponibles para su uso tal y como estan o editar segun sea
necesario.

Tarjeta - Los titulares de tarjeta deben pasar la tarjeta para acceder a la puerta.
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Tarjeta y PIN - Los titulares de tarjeta deben pasar la tarjeta e introducir el PIN para acceder a la puerta.

Numero de identificacion personal (PIN) - Los titulares de tarjeta deben introducir el PIN para acceder a la
puerta.

Tarjeta o PIN - Los titulares de tarjeta deben pasar la tarjeta o introducir el PIN para acceder a la puerta.

Matricula - Los titulares de tarjeta deben conducir hacia la cdmara en un vehiculo con una matricula aprobada.

Para crear perfil de identificacion:

1. Vaya a Site Navigation (Navegacion de instalaciones) > AXIS Optimizer >Access control (Control de
acceso) > Identification profiles (Perfiles de identificacion).

2. Haga clic en Create identification profile (Crear perfil de identificacion).
Introduzca un nombre de perfil de identificacion.

4. Seleccione Include facility code for card validation (Incluir codigo de instalacion para la validacion de
la tarjeta) para usar el codigo de instalacion como uno de los campos de validacion de credenciales. Este
campo solo esta disponible si ha activado Facility code (Codigo de instalacion) en Access management
> Settings (Gestion de acceso > Ajustes).

5. Configure el perfil de identificacion para un lado de la puerta.
6. En el otro lado de la puerta, realice de nuevo los pasos anteriores.
7. Haga clic en OK.

Para editar un perfil de identificacion:

1. Vaya a Site Navigation (Navegacion de instalaciones) > AXIS Optimizer >Access control (Control de
acceso) > ldentification profiles (Perfiles de identificacion).

4

2. Seleccione un perfil de identificacion y haga clicen ¢ .
3. Para cambiar el nombre del perfil de identificacidn, introduzca un nuevo nombre.
4. Realice los cambios en el lateral de la puerta.
5

Para editar el perfil de identificacion en el otro lado de la puerta, realice de nuevo los pasos anteriores.
6. Haga clic en OK.

Para eliminar un perfil de identificacion:

1. Vaya a Site Navigation (Navegacion de instalaciones) > AXIS Optimizer >Access control (Control de
acceso) > ldentification profiles (Perfiles de identificacion).

2. Seleccione un perfil de identificacion y haga clic en [ | .

3. Sise ha usado el perfil de identificacion en una puerta, seleccione otro perfil de identificacion para la
puerta.

4, Haga clic en OK.

Editar perfil de identificacion

X Para eliminar un tipo de identificacion y la
correspondiente programacion.

Tipo de identificacion Para cambiar un tipo de identificacion, seleccione
uno o varios tipos en el menu desplegable
Identification type (Tipo de identificacion).
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Horario Para cambiar una programacion, seleccione una o
varias programaciones en el menu desplegable
Schedule (Programacion).

Agregue un tipo de identificacion y la
correspondiente programacion, haga clic en Add
(Agregar) y establezca los tipos de identificacion y
las programaciones.

+ Agregar

Comunicacion cifrada
Canal sequro OSDP

Secure Entry admite el canal sequro OSDP (Protocolo abierto de dispositivos supervisados) para activar el cifrado
de la linea entre el controlador y los lectores de Axis.

Para activar OSDP Secure Channel en todo un sistema:

1. Vaya a Site Navigation (Navegacion de instalaciones) > AXIS Optimizer >Access control (Control de
acceso) > Encrypted communication (Comunicacion cifrada).

2. Introduzca la clave de cifrado principal y haga clic en OK (Aceptar).

3. Active OSDP Secure Channel (Canal sequro OSDP). Esta opcion solo esta disponible una vez que haya
introducido la clave de cifrado principal.

4. De forma predeterminada, la clave de cifrado principal genera una clave de canal sequro OSDP. Para
configurar manualmente la clave de canal sequro OSDP:

4.1. En OSDP Secure Channel (Canal sequro OSDP), haga clic en / .

4.2. Elimine Use main encryption key to generate OSDP Secure Channel key (Utilice la clave de
cifrado principal para generar la clave de canal seguro OSDP).

4.3. Introduzca la clave de canal sequro OSDP y haga clic en OK (Aceptar).
Para encender o apagar el canal seguro OSDP para un lector especifico, consulte Doors and zones (Puertas y
zonas).

BETA de varios servidores

Los servidores secundarios conectados pueden, con varios servidores, usar los titulares de tarjeta globales y
grupos de titulares de tarjeta del servidor principal.

Nota
® Unsistema puede admitir hasta 64 subservidores.
® Requiere que el servidor principal y los servidores secundarios estén en la misma red.

® Enlos servidores principales y servidores secundarios, asegurese de configurar el Firewall de Windows
para permitir las conexiones TCP entrantes en el puerto Secure Entry. El puerto predeterminado es
53461.

Flujo de trabajo

1. Configure un servidor como un servidor secundario y genere el archivo de configuracion. Consulte .

2. Configure un servidor como servidor principal e importe el archivo de configuracién de los servidores
secundarios. Consulte .

Configure los grupos de titulares de tarjeta y de titulares globales en el servidor principal. Consulte y .

4. Consulte y supervise los titulares de tarjeta y los grupos de titulares de tarjeta globales desde el servidor
secundario. Consulte .
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Generar el archivo de configuracion desde el servidor secundario

1. Desde el servidor secundario, vaya a AXIS Optimizer > Access control (Control de acceso) > Multi
server (Multiservidor).

2. Haga clic en Sub server (servidor secundario).
Haga clic en Generate (generar). Se genera un archivo de configuracion en formato .json.

4. Haga clic en Download (Descargar) y elija una ubicacion para guardar el archivo.
Importar el archivo de configuracion al servidor principal

1. Desde el servidor principal, vaya a AXIS Optimizer > Access control (Control de acceso) > Multi server
(Multiservidor).

2. Haga clic en Main server (Servidor principal).

Haga clic en + Add (Agregar) y vaya al archivo de configuracion generado del servidor secundario.

3
4. Introduzca el nombre del servidor, la direccion IP y el numero de puerto del servidor secundario.
5. Haga clic en Import (Importar) para agregar el servidor secundario.

6

El estado del servidor secundario es Connected.

Revocar un servidor secundario

Solo puede revocar un servidor secundario antes de importar su archivo de configuracion a un servidor principal.

1. Desde el servidor principal, vaya a AXIS Optimizer > Access control (Control de acceso) > Multi server
(Multiservidor).

2. Haga clic en Sub server (servidor secundario) y haga clic en Revoke server (Revocar servidor).
Ahora puede configurar este servidor como servidor principal o servidor secundario.

Eliminar un servidor secundario

Después de importar el archivo de configuracion de un servidor secundario, se conecta el servidor secundario al
servidor principal.

Para eliminar un servidor secundario:

1. Desde el servidor principal:

1.1.  Vaya a Access management (Gestion de acceso) > Dashboard (Panel de control).
1.2. Cambie los titulares de tarjeta y los grupos globales por los titulares de tarjeta y los grupos
locales.

1.3.  Vaya a AXIS Optimizer > Access control (Control de acceso) > Multi server (Multiservidor).
1.4, Haga clic en Main server (Servidor principal) para mostrar la lista de servidores secundarios.
1.5.  Seleccione el servidor secundario y haga clic en Delete (Eliminar).

2. Desde el servidor secundario:
- Vaya a AXIS Optimizer > Access control (Control de acceso) > Multi server (Multiservidor).

- Haga clic en Sub server (Servidor secundario) y Revoke server (Revocar servidor).

Gestion de acceso

La pestafia de gestion de acceso permite configurar y gestionar los titulares de tarjeta, grupos y reglas de acceso
del sistema.
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Flujo de trabajo de gestion de acceso

La estructura de gestion de accesos es flexible, esto permite desarrollar un flujo de trabajo que se adapte a sus
necesidades. El siguiente es un ejemplo de flujo de trabajo:

N o g k& 0D

Agregar grupos. Vea .

Agregar titulares de tarjeta. Vea .

Agregar titulares de tarjeta a grupos.

Agregar reglas de acceso. Vea .

Aplicar grupos a reglas de acceso.

Aplicar zonas a las reglas de acceso.

Aplicar puertas a reglas de acceso.

Agregar un titular de tarjeta

Un titular de tarjeta es una persona con un identificador unico registrado en el sistema. Configure un titular de
tarjeta con credenciales que identifica a la persona y cuando y como conceder acceso a las puertas.

1.

N o o k& b

Vaya a Site Navigation (Navegacion de instalaciones) > AXIS Optimizer >Access control (Control de
acceso) > Cardholder management (Gestion de titulares de tarjeta).

Vaya a Cardholders (Titulares) y haga clic en + Add (+ Afadir).

Introduzca el nombre y apellidos del titular de tarjeta y haga clic en Next (Siguiente).

Si lo desea, haga clic en Advanced (Avanzado) y seleccione las opciones que desee.

Agregar una credencial al titular de tarjeta. Vea

Haga clic en Save (Guardar).

Agregar el titular de tarjeta a un grupo.

7.1.

7.2.

7.3.
7.4.

En Groups (Grupos), seleccione el grupo al que desea agregar el titular de tarjeta y haga clic en
Edit (Editar).

Haga clic en + Add (ARadir) y seleccione el titular de tarjeta que desea agregar al grupo. Puede
seleccionar varios titulares de tarjeta.

Haga clic en Aiadir.

Haga clic en Save (Guardar).
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Avanzada

Tiempo de acceso largo Seleccione esta opcion para permitir que el titular de
la tarjeta tenga un tiempo de acceso largo y un
tiempo de apertura demasiado largo cuando haya un
monitor de puerta instalado.

Suspender titular Seleccione esta opcion para suspender el titular de la
tarjeta.
Allow double-swipe (Permitir doble barrido) Seleccione esta opcion para permitir que un titular de

tarjeta anule el estado actual de una puerta. Por
ejemplo, pueden usarla para desbloquear una puerta
fuera de la programacion normal.

Exento de bloqueo Seleccione esta opcion para permitir el acceso al
titular de tarjeta durante el bloqueo.

Exento de antipassback Seleccione para proporcionar a un titular de tarjeta
una exencion de una regla antipassback. La funcion
antipassback impide que los usuarios utilicen las
mismas credenciales que otra persona que ha entrado
en una zona antes. Primero debe salir de la zona la
primera persona antes de poder volver a utilizar las
credenciales.

Titular de tarjeta global Seleccione para poder ver y supervisar al titular de
tarjeta en los servidores secundarios. Esta opcion solo
esta disponible para los titulares de tarjeta creados en
el servidor principal. Vea .

Agregar credenciales

Puede agregar los siguientes tipos de credenciales a un titular de tarjeta:

e Numero de identificacion personal (PIN)
® Tarjeta
® Matricula
e Teléfono movil
Para agregar una matricula a un titular de tarjeta:
1. En Credentials (Credenciales), haga clic en + Add (Agregar) y seleccione License plate (Matricula).

Introduzca un nombre de credencial que describa el vehiculo.

Introduzca el numero de matricula del vehiculo.

> LN

Establezca la fecha de inicio y fin para la credencial.
5. Haga clic en Anadir.

Consulte el ejemplo en .
Para agregar una credencial de PIN a un titular de tarjeta:

1. En Credentials (Credenciales), haga clic en + Add (Agregar) y seleccione PIN.
2. Introduzca un PIN.

3. Para utilizar un PIN de coaccion que active una alarma silenciosa, active Duress PIN (PIN de coaccion) e
introduzca un PIN de coaccion.

4. Haga clic en Anadir.
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Una credencial de PIN siempre es valida. También puede configurar un PIN de coaccidn que abre la puerta y
activa una alarma silenciosa en el sistema.

Para agregar una credencial de tarjeta a un titular de tarjeta:

1. En Credentials (Credenciales), haga clic en + Add (Agregar) y seleccione Card (Tarjeta).

2. Para introducir manualmente los datos de la tarjeta, introduzca el nombre de |a tarjeta, el nimero de
tarjeta y la longitud de bits.

Nota

La longitud de bits solo es configurable cuando se crea un formato de tarjeta con una longitud de bits
especifica que no esta en el sistema.

3. Para obtener automaticamente los datos de la tarjeta de la ultima tarjeta que se ha pasado:
3.1.  Seleccione una puerta en el menu desplegable Select reader (Seleccionar lector).

3.2. Pase la tarjeta por el lector conectado a esa puerta.

3.3. Haga clic en Get last swiped card data from the selected reader (Obtener datos de la tltima
tarjeta que se ha pasado desde los lectores de la puerta).

4. Introduzca un codigo de instalacion. Este campo solo esta disponible si ha habilitado Facility code
(Cadigo de instalacion) en Access management > Settings (Gestion de acceso > Ajustes).

5. Establezca la fecha de inicio y fin para la credencial.

6. Haga clic en Aiadir.

Fecha de caducidad

Valido desde Establezca una fecha y hora para el momento en que
la credencial debe ser valida.

Valido hasta Seleccione una opcién en el menu desplegable.

Valido hasta

Sin fecha de finalizacion La credencial nunca caduca.

Fecha Establezca una fecha y hora en la que caduca la
credencial.

Desde el primer uso Seleccione cuando caduca la credencial después del

primer uso. Seleccione dias, meses, afios or numero de
veces después del primer uso.

Desde el dltimo uso Seleccione cuando caduca la credencial después del
ultimo uso. Seleccione dias, meses o afios después del
ultimo uso.

Utilizar el numero de matricula como credencial

En este ejemplo se muestra como usar un controlador de puerta, una camara con AXIS License Plate Verifier y el
numero de matricula de un vehiculo como credenciales para conceder acceso.

1. Agreque el controlador de puerta y la camara a AXIS Optimizer.

2. Defina la fecha y la hora para los nuevos dispositivos con Synchronize with server computer time
(Sincronizar con hora del equipo del servidor).

Actualice el software de los dispositivos nuevos a la version mas reciente disponible.

4. Agregue una puerta nueva conectada al controlador de puerta. Vea .
4.1.  Afada un lector en Side A (Lado A). Consulte .
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10.

4.2.  En Door settings (Ajustes de puerta), seleccione AXIS License Plate Verifier como Reader type
(Tipo de lector) e introduzca un nombre para el lector.

4.3.  Silo desea, puede agregar un lector o dispositivo de solicitud de salida (REX) al Lado B.
4.4.  Haga clic en Ok (Aceptar).

Instale y active AXIS License Plate Verifier en la camara. Consulte el manual del usuario de AXIS License
Plate Verifier.

Iniciar AXIS License Plate Verifier.

Configurar AXIS License Plate Verifier.

7.1.  Vaya a Configuration > Access control > Encrypted communication (Configuracion > Control
de acceso > Comunicacion cifrada).

7.2.  En External Peripheral Authentication Key (Clave de autenticacion periférica externa), haga
clic en Show authentication key (Mostrar clave de autenticacion) y Copy key (Copiar clave).

7.3. Abra AXIS License Plate Verifier desde la interfaz web de |la camara.
7.4, No realice la configuracion.
7.5.  Vaya a Settings (Ajustes).

7.6. En Access control (Control de acceso), seleccione Secure Entry (Entrada segura) como Type
(Tipo).

7.7. En IP address (Direccion IP), introduzca la direccion IP para el controlador de puerta.

7.8. En Authentication key (Clave de autenticacion), peque la clave de autenticacion que copio
anteriormente.

7.9. Haga clic en Connect (Conectar).

7.10.  En Door controller name (Nombre del controlador de puerta), seleccione el controlador de
puerta.

7.11.  En Reader name (Nombre del lector), seleccione el lector que agrego anteriormente.
7.12.  Active la integracion.

Agregue el titular de tarjeta al que desee acceder. Vea .

Agregue las credenciales de la matricula al nuevo titular de la tarjeta. Vea .

Agregar una regla de acceso. Vea .
10.1.  Agregue una programacion.

10.2.  Agregue el titular de la tarjeta al que desee conceder acceso a la matricula.

10.3. Agregue la puerta con el lector AXIS License Plate Verifier.

Agregar un grupo

Los grupos le permiten gestionar de forma colectiva y eficiente los titulares de tarjeta y sus reglas de acceso.

1.

Vaya a Site Navigation (Navegacion de instalaciones) > AXIS Optimizer >Access control (Control de
acceso) > Cardholder management (Gestion de titulares de tarjeta).

Vaya a Groups (Grupos) y haga clic en + Add (+ Afiadir).
Introduzca un nombre vy, si lo desea, las iniciales del grupo.

Seleccione Global group (Grupo global) para poder visualizar y supervisar en los servidores secundarios.
Esta opcion solo esta disponible para los titulares de tarjeta creados en el servidor principal. Consulte .

Agregar titulares de tarjeta al grupo:
5.1. Haga clic en + Agregar.

5.2.  Seleccione los titulares de tarjeta que desee afiadir y haga clic en Add (Agregar).

Haga clic en Save (Guardar).
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Agregar una regla de acceso

Una regla de acceso define las condiciones que deben cumplirse para conceder acceso.
Una regla de acceso consta de:

Titulares de tarjeta y grupos de titulares - a quién conceder acceso.

Puertas y zonas - donde se aplica el acceso.

Horarios - cuando conceder acceso.

Para agregar una regla de acceso:

1. Vaya a Access control (Control de acceso) > Cardholder management (Gestion de titulares de tarjeta).
En Access rules (Reglas de acceso), haga clic en + Add (Agregar).

Introduzca un nombre para la regla de acceso y haga clic en Next (Siguiente).

> 0N

Configure los titulares de tarjeta y los grupos:
4.1. En Cardholders (Titulares de tarjeta) o Groups (Grupos), haga clic en + Add (Agregar).

4.2.  Seleccione los titulares de tarjeta o grupos y haga clic en Add (Agregar).

5. Configure las puertas y zonas:
5.1.  En Doors (Puertas) o Zones (Zonas), haga clic en + Add (Agregar).

5.2.  Seleccione las puertas o zonas y haga clic en Add (Agregar).

6. Configure las programaciones:
6.1.  En Schedules (Programaciones), haga clic en + Add (Agregar).

6.2.  Seleccione una o mas programaciones y haga clic en Add (Agregar).
7. Haga clic en Save (Guardar).

Una regla de acceso en la que le falten uno o mas de los componentes descritos anteriormente esta incompleta.
Puede ver todas las reglas de acceso incompletas en la pestaiia Incomplete (Incompletas).

Desbloquear puertas y zonas manualmente

Para obtener informacién sobre acciones manuales, como desbloquear manualmente una puerta, consulte .

Para obtener informacidn sobre acciones manuales, como desbloquear manualmente una zona, consulte .
Exportar informes de configuracion del sistema

Puede exportar informes que contengan diferentes tipos de informacion acerca del sistema. AXIS Optimizer
exporta el informe como un archivo de valores separados por comas (CSV) y lo guarda en la carpeta de descargas
predeterminada. Para exportar un informe:

1. Vaya a Reports (Informes) > System configuration (Configuracion del sistema).

2. Seleccione los informes que desea exportar y haga clic en Download (Descargar).

Datos del titular de tarjeta Incluye informacion sobre los titulares de tarjetas,
credenciales, validacion de tarjetas y ultima
operacion.

Acceso para titulares de tarjeta Incluye informacion sobre titulares de tarjetas y sobre

grupos de titulares de tarjetas, reglas de acceso,
puertas y zonas con las que esta relacionado el titular
de tarjeta.

Acceso de grupo de titulares de tarjeta Incluye el nombre del grupo de titulares de tarjetas e
informacion sobre titulares de tarjetas, reglas de
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acceso, puertas y zonas con las que esta relacionado
el grupo de titulares de tarjetas.

Regla de acceso Incluye el nombre de la regla de acceso e informacion
sobre titulares de tarjetas, grupos de titulares de
tarjetas, puertas y zonas con las que esta relacionada
la regla de acceso.

Acceso a puerta Incluye el nombre de la puerta e informacion sobre
titulares de tarjetas, grupos de titulares de tarjetas,
reglas de acceso y zonas con las que esta relacionada
la puerta.

Acceso de zona Incluye el nombre de la zona e informacién sobre
titulares de tarjetas, grupos de titulares de tarjetas,
reglas de acceso y puertas con las que esta
relacionada la zona.

Crear informes de actividad de titulares de tarjeta

En un informe de pase de lista se enumeran los titulares de tarjeta dentro de una zona especifica, lo que ayuda a
identificar quién esta presente en un momento dado.

En un informe de agrupamiento se enumera a los titulares de tarjeta dentro de una zona especifica, lo que
ayuda a identificar quién esta a salvo y quién ha desaparecido en una situacion de emergencia. Ayuda a los
gestores de edificios a localizar al personal y a los visitantes después de una evacuacion. Un punto de
agrupamiento es un lector designado donde el personal se presenta durante las emergencias, y se genera un
informe de personas dentro y fuera de las instalaciones. El sistema marca a los titulares de tarjeta como
desaparecidos hasta que se registran en un punto de agrupamiento o hasta que alguien los marca manualmente
como fuera de peligro.

Tanto los informes de pase de lista como los de agrupamiento requieren zonas para el sequimiento de los
titulares de tarjeta.

Para crear y ejecutar un informe de pase de lista o agrupamiento:

1. Vaya a Reports (Informes) > Cardholder activity (Actividad de los titulares de tarjeta).

Haga clic en + Add (Agregar) y seleccione Roll call / Mustering (Pase de lista / Agrupamiento).
Introduzca un nombre para el informe.

Seleccione las zonas que desee incluir en el informe.

Seleccione los grupos que desee incluir en el informe.

o o & W DN

Si desea obtener un informe de agrupamiento, seleccione Mustering point (Punto de agrupamiento) y
un lector para el punto de agrupamiento.

~

Seleccione un marco temporal para el informe.
8. Haga clic en Save (Guardar).

9. Seleccione el informe y haga clic en Run (Ejecutar).

Estado del informe de pase de lista Descripcion

Presente El titular de tarjeta accedio a la zona especificada y
no salio antes de que usted ejecutara el informe.

Ausente El titular de tarjeta salié de la zona especificada y no
volvio a entrar antes de que usted ejecutara el
informe.
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Estado del informe de agrupamiento Descripcion

A salvo El titular de tarjeta pasé esta ultima en el punto de
agrupamiento.

Ausente El titular de tarjeta no paso esta ultima en el punto
de agrupamiento.

Configuracion de gestion de acceso

Para personalizar los campos de titular de tarjeta utilizados en el panel de gestion de acceso:

1. Enla pestafia Access management (Gestion de acceso), haga clic en Settings (Ajustes) > Custom
cardholder fields (Campos personalizados del titular de tarjeta).

2. Haga clic en + Add (Agregar) e introduzca un nombre. Puede aiadir hasta 6 campos personalizados.
3. Haga clic en Anadir.

Para usar el cddigo de la instalacion para verificar el sistema de control de acceso:

1. Enla pestafia Access management (Gestion de acceso), haga clic en Settings (Ajustes) > Facility code
(Codigo de la instalacion).

2. Seleccione Facility code on (Cddigo de instalacion activado).

Nota
También debe seleccionar Include facility code for card validation (Incluir codigo de instalacion para
validacion de la tarjeta) al configurar perfiles de identificacion. Vea .

Importacion y exportacion
Importar titulares de tarjetas

Esta opcion importa titulares de tarjeta, grupos de titulares de tarjetas, credenciales y fotografias de titulares de
tarjeta desde un archivo CSV. Para importar las fotos del titular de la tarjeta, asegurese de que el servidor
dispone de acceso a las fotos.

Al importar titulares de tarjeta, el sistema de gestion de acceso guarda automaticamente la configuracion del
sistema, incluida toda la configuracion de hardware y elimina cualquiera guardada anteriormente.

Importar opciones

Nuevo Esta opcion elimina los titulares de las tarjetas
existentes y afiade nuevos titulares.

Actualizar Esta opcidn actualiza los titulares de las tarjetas
existentes y agrega nuevos titulares de tarjeta.

Agregar Esta opcion mantiene a los titulares de las tarjetas
existentes y afiade nuevos titulares. Los numeros de
tarjeta y los identificadores de titular de tarjeta son
exclusivos y solo pueden utilizarse una vez.

1. En la pestafia Access management (Gestion de acceso), haga clic en Import and export (Importar y
exportar).

Haga clic en Import cardholders (Importar titulares de tarjeta).
Seleccione New (Nuevo), Update (Actualizar) o Add (Agregar).
Haga clic en Next (Siguiente).

o & N

Haga clic en Choose a file (Seleccionar un archivo) y vaya al archivo CSV. Haga clic en Abrir.
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6. Introduzca un delimitador de columna, seleccione un identificador Unico y haga clic en Next
(Siguiente).

7. Asigne un encabezado a cada columna.

8. Haga clic en Importar.

Importar ajustes

La primera fila es un encabezado Seleccione si el archivo CSV contiene un encabezado
de columna.
Delimitador de columnas Introduzca un formato de delimitador de columnas

para el archivo CSV.

Identificador tnico El sistema utiliza un ID de titular de tarjeta para
identificar a un titular de forma predeterminada.
También puede utilizar el nombre y el apellido o la
direccion de correo electronico. El identificador unico
impide la importacion de registros de personal
duplicados.

Formato de niimero de tarjeta Se ha seleccionado Allow both hexadecimal and
number (Permitir hexadecimal y nimero) de forma
predeterminada.

Exportar titulares de tarjetas

Esta opcion exporta los datos de titulares de tarjeta del sistema a un archivo CSV.

1. Enla pestafia Access management (Gestion de acceso), haga clic en Import and export (Importar y
exportar).

2. Haga clic en Export cardholders (Exportar titulares de tarjeta).
3. Elija una ubicacion de descarga y haga clic en Save (Guardar).

AXIS Optimizer actualiza las fotos de los titulares de tarjetas en C: \ProgramData\Axis
Communications\AXIS Camera Station\Components\AXIS Secure Entry\Cardholder
photos cada vez que cambia la configuracion.

Undo import (Deshacer importacion)

El sistema guarda automaticamente su configuracion al importar titulares de tarjeta. La opcion Undo import
(Deshacer importacion) restablece los datos de titular de tarjeta y toda la configuracion de hardware al estado
en que se encontraron antes de la ultima importacion de titulares de tarjeta.

1. Enla pestafia Access management (Gestion de acceso), haga clic en Import and export (Importar y
exportar).

2. Haga clic en Undo import (Deshacer importacion).
3. Haga clic en Yes (Si).

Copia de seguridad y restauracion

Todas las noches se realizan copias de sequridad automaticas. Los tres archivos de copia de sequridad mas
recientes se almacenan en C:\ProgramData\Axis Communications\AXIS Optimizer Secure Entry\backup. Para
restaurar estos archivos:

1. Traslade el archivo de copia de seguridad a C:\ProgramData\Axis Communications\AXIS Optimizer Secure
Entry\restore.

2. Reinicie AXIS Secure Entry empleando uno de estos métodos:
- Inicie el programa MSC (servicios), busque "AXIS Optimizer Secure Entry Service' y reinicie.
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AXIS Optimizer

- Reinicie el ordenador.
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Personalizar el acceso a caracteristicas de los operadores

Ajustes de funcion

De forma predeterminada, un operador tiene acceso a todas las funciones de AXIS Optimizer en Smart Client si
también tiene acceso al dispositivo en el VMS. Sin embargo, en Management Client, es posible configurar a qué
funciones tiene acceso un operador a través de Role settings (Ajustes de funciones).

Configuracion de los ajustes de funcion

Activar Role settings (Ajustes de funcion):

1. En Management Client, vaya a Site Navigation > Security > AXIS Optimizer Security (Navegacion de
instalaciones > Seguridad > AXIS Optimizer Security).

2. Seleccione Enable Role settings (Habilitar ajustes de funcion).

3. Reinicie Management Client.

Configuracion de los Role settings (Ajustes de funcion):

1. En Management Client, vaya a Site Navigation > Security > Roles (Navegacion de instalaciones >
Seguridad > Funciones).

2. Seleccione una funcion y vaya a Overall security (Seguridad general).

3. Haga clic en AXIS Optimizer Security.

4. Seleccione las caracteristicas a las que la funcidn debe tener acceso o no.

Full control (Control total)Proporciona al operador acceso completo a todas las funciones de
AXIS Optimizer.

Editar (no aplicable)Se trata de una funcion del VMS que no se aplica a los ajustes de funcion
de AXIS Optimizer.

Acceder a AXIS Optimizer en el cliente de gestionLos operadores pueden usar todas las
funciones de administracion de AXIS Optimizer en Management Client.

Gestionar la sequridad de AXIS OptimizerLos operadores pueden modificar los ajustes desde
Site Navigation > Security > AXIS Optimizer Security.

Controles de operador de camaras dinamicaslLos operadores tienen acceso a todas las funciones
preinstaladas que el sistema encuentra en un dispositivo.

Control del operador de enfoque remotolLos operadores pueden ajustar el enfoque remoto en
camaras domo fijas.

Controles del operador de PTZLos operadores pueden acceder a determinados controles PTZ del
operador: control del enfoque, preajustes de PTZ, controles del operador para Autotracking 2,
limpieza y boton SpeedDry/Limpiaparabrisas.

Temperature spot measurement control.El operador puede medir la temperatura puntual con el
modelo AXIS Q2901-E.

Control del operador de altavozLos operadores tienen acceso a todas las funciones de gestion
de altavoces en Smart Client.

Acceder a la gestion de visitantesEl operador tiene acceso a todo lo relacionado con la gestion
de visitantes, por ejemplo, respuesta a las llamadas y a la apertura de puertas en directo.

Acceder al historial de llamadasEl operador puede acceder al historial de Ilamadas de un
intercomunicador. Debe permitir que Access visitor management (Gestion de acceso de
visitantes) pueda utilizar esta configuracion.
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- Funciones de busqueda ampliadasSi selecciona Deny, la pestaiia AXIS License Plate Verifier
queda oculta en Smart Client. Ademas, no se puede utilizar la busqueda de vehiculos y
contenedores dentro de la busqueda centralizada.

- Controlar la vista de correccion de la aberracion esféricalLos operadores pueden moverse por las
vistas con correccion esférica.

- Editar la posicion de inicio de una vista con correccion de la aberracion esféricalos operadores
pueden editar la posicion de inicio de una camara.

- Pagina WebLos operadores pueden crear una vista con un navegador web.

- Panel de informacion de datos de Axis
La funcion de operador se acceso al panel de informacion de Axis.

5. Haga clic en Save (Guardar).
6. Reinicie todos los Smart Clients que se estén ejecutando en su sistema.
Apagar ajustes de funcion
1. En Management Client, vaya a Site Navigation > Security > AXIS Optimizer Security (Navegacion de
instalaciones > Seguridad > AXIS Optimizer Security).
2. Elimine Enable Role settings (Activar configuracion de funciones).
Reinicie Management Client.

4. Reinicie todos los Smart Clients que se estén ejecutando en su sistema.
Gestion de dispositivos
AXIS Device Manager Extend

En AXIS Optimizer, puede utilizar AXIS Device Manager Extend para gestionar dispositivos de varias
instalaciones. Al configurar hosts en el extremo en los servidores de grabacion, AXIS Device Manager Extend
puede conectar sus dispositivos en el VMS. Permite revisar facilmente la informacién sobre la garantia y realizar
actualizaciones de software en varios dispositivos e instalaciones desde una sola interfaz de usuario.

Para obtener mas informacion sobre AXIS Device Manager Extend, consulte el manual del usuario.

Nota
Requisitos
® |[nicie sesion en una cuenta MyAxis.

® |os servidores de grabacion deben tener acceso a Internet.
® Solo se admite con dispositivos que ejecuten AXIS OS 6.50. Para saber qué dispositivos son compatibles,
consulte las preguntas frecuentes.

Instalar el host en el extremo

El host en el extremo es un servicio de gestion local que permite a AXIS Device Manager Extend comunicarse
con los dispositivos locales en el VMS.

Para utilizar AXIS Device Manager Extend en el VMS, es necesario instalar el host local y el cliente de sobremesa.
Tanto el host local como el cliente de sobremesa se incluyen en el programa de instalacion de AXIS Device
Manager Extend.

1. Descargue el instalador de AXIS Device Manager Extend.
El host en el extremo se debe instalar en los servidores de grabacion del VMS.

2. Ejecute el instalador en el servidor de grabacion y seleccione instalar solo el host en el extremo.

Consulte el manual del usuario de Axis Device Manager Extend para obtener mas informacion sobre puertos de
red abiertos y otros requisitos.

96


https://help.axis.com/axis-device-manager-extend#about
https://axis.com/my-axis/login
https://www.axis.com/support/faq/Tools/AXIS+Device+Manager+Extend/FAQ116529
https://www.axis.com/products/axis-device-manager-extend#download-block
https://help.axis.com/axis-device-manager-extend#prerequisites

Reclamar el host en el extremo y sincronizar dispositivos

Para ver este video, vaya a la version web de este documento.

1. Abra Management Client.

2. Vaya a Site Navigation > AXIS Optimizer > System overview (Navegacion de instalaciones) > AXIS
Optimizer > Informacion general del sistema).

Seleccione ® e inicie sesion en MyAxis.

4. Haga clic en un mosaico del servidor de grabacidn con un host en el extremo instalado listo para que lo
reclamen.

5. Enla barra lateral, cree una nueva organizacion o seleccione una organizacion creada anteriormente.
6. Haga clicy reclame el host en el extremo.

7. Espere hasta que la pagina se haya vuelto a cargar y haga clic en Synchronize (Sincronizar).
Todos los dispositivos Axis del servidor de grabacion se agregaran al host en el extremo y perteneceran a
la organizacion que haya seleccionado

Nota
AXIS Device Manager Extend debe poder acceder al hardware de Axis en el VMS. Para obtener mas
informacion sobre los dispositivos compatibles, consulte .

8. Siagrega nuevos dispositivos a un servidor de grabacion o cambia la informacion de un dispositivo,
debera realizar el paso 7 de nuevo para sincronizar los cambios con el sistema AXIS Device Manager
Extend.

9. Repita los pasos 4 a 7 para todos los servidores de grabacion con los dispositivos que desea agregar a
AXIS Device Manager Extend.

Estado del host en el extremo

En cada servidor de grabacion de System overview (Informacion general del sistema), puede ver si el host del
extremo se ha instalado o si ya se ha reclamado. Puede activar Show machines that need edge host action
(Mostrar las maquinas que necesiten una accion de host en el extremo) para filtrar la vista.

. - No se ha detectado ningun host en el extremo en el servidor de grabacion.
- Si no se ha instalado ningun host en el extremo, descargue e instale el host en el extremo en el
servidor de grabacion. Vea .

- Si se instala el host en el extremo, significa que debe iniciar sesion en la cuenta MyAxis para
poder detectar dicho host.

. - El host en el extremo se ha instalado pero no se ha reclamado. Reclame el host en el extremo
creando una nueva organizacion o seleccione una organizacion creada anteriormente. Vea .

. ;H - El host en el extremo se ha instalado y reclamado pero no se puede comunicar con él. Compruebe
si el servidor de grabacion dispone de acceso a Internet.

. - El host en el extremo esta sincronizado.
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[
- El host en el extremo necesita sincronizacién. Pueden ser dispositivos nuevos del VMS que se
pueden agregar al host local o informacidn actualizada del dispositivo que hay que sincronizar.

Utilizar AXIS Device Manager Extend para configurar dispositivos

Una vez que los dispositivos se han sincronizado con el host en el extremo, puede configurar los dispositivos en
AXIS Device Manager Extend. Puede hacerlo desde cualquier PC conectado a Internet.

Nota

Si también desea gestionar dispositivos a través de una conexion remota, tiene que encender el acceso
remoto en cada host en el extremo.

1.
2.
3.

Instale y abra la aplicacidn de escritorio AXIS Device Manager Extend.
Seleccione la organizacion utilizada para reclamar el host en el extremo.

Los dispositivos sincronizados se pueden encontrar en una instalacion con el mismo nombre que el
servidor de grabacion del VMS.

Solucion de problemas para agregar dispositivos al host en el extremo

Si tiene problemas para agregar dispositivos al host en el extremo, asegurese de hacer lo siguiente:

AXIS Optimizer solo agregara el hardware habilitado desde el VMS.
Compruebe que la conexidn con el hardware no esta rota en el VMS.
Asegurese de que el dispositivo tiene la version AXIS 0S 6.50 o superior.

Asegurese de que el dispositivo esta configurado para autenticacion Digest. De forma predeterminada,
AXIS Device Management no admite autenticacion basica.

Intente agregar dispositivos directamente desde la aplicacion de AXIS Device Manager Extend.

Recopile registros de AXIS Device Manager Extend y pongase en contacto con el servicio de asistencia
técnica de Axis.

1. En la aplicacion de AXIS Device Manager Extend, vaya a la instalacion especifica, en el servidor
de grabacion, donde esta instalada la camara.

2. Vaya a Settings (Configuracion) y haga clic en Download sitelog (Descargar registro de la
instalacion).

Importar AXIS Site Designer

En AXIS Optimizer, puede importar el proyecto de disefio de AXIS Site Designer y aplicar la configuracion a VMS
en un proceso de importacion sencillo. Utilice AXIS Site Designer para disefiar y configurar el sistema. Una vez
finalizado el proyecto, puede importar los ajustes de todas las camaras y otros dispositivos desde AXIS Site
Designer a Management Client mediante AXIS Optimizer.

Para obtener mas informacion sobre AXIS Site Designer, consulte el manual del usuario.

Nota

Requisitos

Version 2020 R2 o posterior de VMS

Importar un proyecto de disefio

Para ver este video, vaya a la version web de este documento.
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En AXIS Site Designer

1.
2.
Nota

Cree un proyecto y configure los dispositivos.

Cuando haya finalizado el proyecto, genere un codigo o descargue el archivo de ajustes.

Si realiza actualizaciones en el proyecto de disefio, debera generar un cédigo nuevo o descargar un archivo
de ajustes nuevo.

En Management Client

1.
2.

Asegurese de que se agregan los dispositivos relevantes a VMS.

Vaya a Site Navigation > AXIS Optimizer > Import design project (Navegacion por el sitio > AXIS
Optimizer > Importar proyecto de disefio).

Se abre una guia paso a paso. Seleccione el proyecto que desee importar introduciendo el cédigo de
acceso o seleccionando el archivo de ajustes del proyecto. Haga clic en Next (Siguiente).

En Project overview (Informacion general del proyecto) puede ver informacion sobre cuantos
dispositivos se encuentran en el proyecto de AXIS Site Designer y cuantos dispositivos se encuentran en
VMS. Haga clic en Next (Siguiente).

En el siguiente paso, los dispositivos de VMS coincidiran con los del proyecto de disefio de AXIS Site
Designer. Los dispositivos que solo tienen una coincidencia posible se seleccionan automaticamente.
Solo se importaran los dispositivos que coincidan. Cuando haya finalizado la coincidencia, haga clic en
Next (Siguiente).

Los ajustes de todos los dispositivos emparejados se importan y se aplican a su VMS. Esta accion puede
tardar varios minutos dependiendo del tamafio del proyecto de disefio. Haga clic en Next (Siguiente).

En Results of import (Resultados de la importacion) puede encontrar detalles sobre los distintos pasos
del proceso de importacion. Si no se han podido importar algunos ajustes, arregle los problemas y vuelva
a ejecutar la importacion. Haga clic en Export... (Exportar...) si desea quardar la lista de resultados
como un archivo. Haga clic en Done (Listo) para cerrar la guia paso a paso.

Ajustes importados

Solo forman parte de la importacion dispositivos coincidentes entre VMS y el proyecto de disefio. Los siguientes
ajustes se importaran y aplicaran a VMS para todos los tipos de dispositivo:

Nombre del dispositivo utilizado en el proyecto de disefio
Descripcion del dispositivo utilizado en el proyecto de disefio

Ajustes de geolocalizacion, si el dispositivo esta colocado en un mapa

Si el dispositivo esta habilitado para video, también se aplicaran los siguientes ajustes:

Uno o dos flujos de video configurados en VMS (resolucion, velocidad de fotogramas, codec, compresion
y ajustes de Zipstream)

- El flujo de video 1 esta configurado para la visualizacion en directo y la grabacion.

- El flujo de video 2 esta configurada para la grabacion, si los ajustes de transmision del proyecto
de disefo difieren entre la visualizacion en directo y la grabacion.

Las reglas para la deteccion de movimiento o la grabacion continua se configuran segun el proyecto de
disefio. Se utiliza la deteccion de movimiento integrada del VMS, se crean perfiles de tiempo para las
reglas y se crean perfiles de almacenamiento para distintos tiempos de retencion en los servidores de
grabacion.

El microfono esta encendido o apagado segun los ajustes de audio del proyecto de disefio.

Limitations (Limitaciones)

Existen limitaciones en el VMS al importar proyectos de disefio de AXIS Site Designer.
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La regla de grabacion de movimiento predeterminada de VMS puede invalidar las reglas de grabacion
creadas mediante la importacion. Desactive las reglas conflictivas o excluya los dispositivos afectados de
las reglas.

Las estimaciones de grabacion pueden ser imprecisas para las grabaciones desencadenadas por
movimiento del VMS.

Los planos de planta no son compatibles con la version actual.

Si tanto las grabaciones desencadenadas por movimiento como las continuas se configuran
simultaneamente en el proyecto de disefio, solo se utilizaran los ajustes de flujo de los ajustes de
grabacion desencadenados por movimiento.

No puede configurar la velocidad de fotogramas minima para Zipstream en el VMS.

Administracion de cuentas

La gestion de cuentas le ayuda a administrar las cuentas y contrasefas en todos los dispositivos Axis utilizados
por XProtect.

Segun las pautas de Axis, no debe utilizar una cuenta raiz para conectarse a dispositivos. Con Gestion de
cuentas puede crear una cuenta de servicio XProtect. Se crean contrasefias Unicas de 16 caracteres para cada
dispositivo. Los dispositivos que ya tienen la cuenta XProtect obtienen nuevas contrasefas.

Conéctese a dispositivos con cuenta de servicio XProtect

1.

Nota

Vaya aSite Navigation > AXIS Optimizer > Account management (Navegacion del sitio > AXIS
Optimizer > Gestion de cuentas).

El grafico muestra cuantos dispositivos estan en linea, cuantos de estos tienen la cuenta de servicio
XProtect y cuantos no tienen la cuenta de servicio XProtect.

Haga clic en Show device details (Mostrar detalles del dispositivo) para ver mas informacion sobre los
dispositivos. Los dispositivos que estan en linea se muestran en la parte superior de la lista. Puede
seleccionar dispositivos especificos para generar contrasefias. Si no se selecciona ninguno, todos los
dispositivos que estén en linea obtendran nuevas contrasefias. Haga clic en OK.

Si selecciona HTTP en la configuracion del hardware, las contrasefias se enviaran en texto sin formato entre
el servidor de grabacion y el dispositivo Axis. Le recomendamos que configure HTTPS para asequrar la
comunicacion entre el VMS y su dispositivo.

3. Haga clicen Generate passwords (Generar contrasefas). La contraseiia generada incluye un texto
aleatorio de 16 caracteres ASCIl que varian de 32 a 126.

Haga clic en Show device details (Mostrar detalles del dispositivo) para ver actualizaciones de estado
en directo del proceso. Durante el proceso, vera una breve interrupcion de las visualizaciones en directo
activas y de las grabaciones pendientes.

4. Los dispositivos que estan en linea obtienen la cuenta del servicio XProtect y nuevas contrasefas. Los
dispositivos que estan en linea y ya tenian la cuenta del servicio XProtect solo obtienen contrasefas
nuevas.

Eventos de Axis

La funcion de eventos de Axis ofrece informacion general de los eventos disponibles para los dispositivos Axis de
su VMS. Puede probar eventos en un dispositivo especifico, ver detalles sobre los eventos y agregar eventos a
varios dispositivos.

En Site Navigation (Navegacion de instalaciones), vaya a Rules and Events > Axis events (Reglas y eventos >
Eventos de Axis). En la ventana Configuration (Configuration) se muestra una lista de todos los eventos
disponibles. Puede ver qué eventos estan activos en el sistema y qué eventos no estan activos.

Para cada evento, puede ver el nombre de dispositivo de los dispositivos a los que se agrega el evento. También
puede ver el nombre para mostrar del evento, el estado del evento y la ultima vez que se activo.
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Nota
Requisitos
e Version 2023 R2 o posterior de VMS.

Configurar un evento para varios dispositivos

1. Vaya a Configuration (Configuracion) y seleccione un evento.
2. Haga clic en Add devices.

3. Laventana Add devices (Agregar dispositivos) muestra una lista de dispositivos a los que se puede
agregar el evento. Seleccione uno o mas dispositivos y haga clic en Add devices (Agregar dispositivos).

Para eliminar un evento de un dispositivo, haga clic en Remove (Eliminar).
Informacion de eventos

En los eventos de Axis, puede ver la ultima aparicion, el estado de los eventos y las actualizaciones en tiempo
real conocidas en la interfaz de usuario. Para ello, debe establecer el tiempo de retencién en el cliente de
gestion.

1. Vaya a Tools > Options > Alarm and Events > Event retention (Herramientas > Opciones > Alarma y
eventos > Retencion de eventos).

2. Defina el tiempo de retencion de todo el grupo de eventos del dispositivo o de los eventos especificos del
grupo.

Metadata and search

Metadatos y busqueda ofrece un informacion general de todos los dispositivos que ha afiadido en su VMS, sus
capacidades de metadatos y las categorias de busqueda Axis visibles para sus operadores.

Metadatos y busqueda le permiten activar caracteristicas especificas para estos dispositivos, es decir, puede
activar datos de eventos, datos de analiticas y datos consolidados para varios dispositivos, asi como ver las
caracteristicas de analiticas compatibles con sus dispositivos. Con las categorias de busqueda de Axis, puede
controlar las opciones de busqueda de todos los operadores para que reflejen las funciones analiticas disponibles
en su VMS. El soporte para categorias de busqueda y filtros varia seguin los modelos de camara y las aplicaciones
analiticas instaladas.

Configurar los ajustes de metadatos

1. Vaya a Management Client (Cliente de gestion) > Site Navigation (Navegacion de instalaciones) >
AXIS Optimizer > Metadata and search (Metadatos y busqueda).

- Datos de eventos: Active el VMS para recuperar los datos de eventos del dispositivo. Necesita
esto para varias caracteristicas de AXIS Optimizer.

- Analytics data (Datos de analiticas): Active esta opcion para utilizar la funcion de busqueda
forense y mostrar los cuadros limitadores en la reproduccion y la visualizacion en directo.

- Caracteristicas de analiticas: Vea las caracteristicas de analiticas de video que admite
actualmente el dispositivo, como el tipo de objeto (humanos, coches) y el color del objeto. Una
actualizacion del software del dispositivo puede proporcionar mas funciones de analiticas.

- Metadatos consolidados: Activelos para una busqueda forense mas rapida y un tiempo de carga
menor en investigaciones de Axis.
Nota
Requisitos de metadatos contrastados
® Dispositivos Axis con AXIS OS 11.10 o versiones posteriores.

Limitaciones de metadatos consolidadas

® Los cuadros limitadores de la visualizacion en directo y la grabacién, y las opciones de busqueda
integradas en VMS no estan disponibles.
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: Haga clic para volver a cargar después de realizar cambios en la configuracion de su
dispositivo.

Configurar categorias de busqueda de Axis
1. Vaya a Management Client (Cliente de gestion) > Site Navigation (Navegacion de instalaciones) >

AXIS Optimizer > Metadata and search (Metadatos y busqueda).

2. Active las categorias de busqueda que desee utilizar en el cuadro de dialogo Axis search categories
(Categorias de busqueda de Axis):

- Busqueda forense

- Busqueda de vehiculos

Busqueda de velocidad de zona

Busqueda de contenedores
3. Seleccionar filtros aplicables en cada categoria de busqueda.

Nota
Requisitos de categorias de busqueda de Axis
e  AXIS Optimizer version 5.3 o posterior en Smart Client.
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Preguntas frecuentes

Pregunta Respuesta

¢Cémo puedo actualizar AXIS Optimizer cuando el PC | Publicacién de la nueva version en el servidor de
cliente no tiene acceso a Internet? gestion VMS, consulte .

¢Debo realizar una copia de sequridad de los ajustes | No, no necesita hacer una copia de seqguridad. Nada
antes de actualizar a una version mas reciente de va a cambiar al actualizar a la version mas reciente.
AXIS Optimizer?

Si tengo mas de 30 ordenadores clientes con AXIS Puede actualizar las clientes individualmente.

Optimizer, ;tengo que actualizarlos uno por uno? . . o
También puede impulsar la actualizacion

automaticamente publicando una version local de
AXIS Optimizer en su sistema, consulte .

¢Puedo activar o desactivar cada complemento No, pero no consumen recursos si no se utilizan
dentro de AXIS Optimizer por separado? activamente.
¢Qué puertos utiliza AXIS Optimizer? Los puertos 80 y 443 son necesarios para

comunicarse con axis.com a fin de que su sistema
pueda obtener informacién sobre nuevas versiones y
descargar actualizaciones.

Los puertos 53459 y 53461 se abren al trafico
entrante (TCP) durante la instalacion de AXIS
Optimizer a través de AXIS Secure Entry.

Localizacion de problemas

Si surgen problemas técnicos, active el registro de depuracion, copie el problema y comparta los registros con el
servicio de asistencia técnica de Axis. Puede activar el registro de depuracion en Management Client o Smart
Client.

En Management Client:

1. Vaya a Site Navigation (Navegacion del sitio) > Basics (Ajustes basicos) > AXIS Optimizer.

2. Seleccione Turn on debug logging (Activar registro de depuracion).

3. Haz clic en Save report (Guardar informe) para guardar los registros en su dispositivo.
En Smart Client:

1. Vaya a Settings (Ajustes) > Axis general options (Opciones generales de Axis).

2. Seleccione Turn on debug logging (Activar registro de depuracion).

3. Haz clic en Save report (Guardar informe) para guardar los registros en su dispositivo.
También puede comprobar qué funciones de AXIS Optimizer admite su cliente.

En Smart Client:

1. Vaya a Settings (Ajustes) > Axis general options (Opciones generales de Axis).

2. Seleccione Show compatibility info (Mostrar informacion sobre compatibilidad).
Contactar con la asistencia técnica

Si necesita mas ayuda, vaya a axis.com/support.
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Agregar una pagina web en una vista Smart Client

AXIS Optimizer puede mostrar casi todas las paginas web directamente en Smart Client, no solo las paginas
html. Este modo de vista web funciona con un moderno motor de navegacion y es compatible con la mayoria de
las paginas web. Esto es util, por ejemplo, cuando desea acceder a AXIS Body Worn Manager desde Smart Client
0 mostrar un tablero de AXIS Store Reporter junto a sus vistas en vivo.

1. En Smart Client, haga clic en Setup (Configuracion).

Vaya a Views (Vistas).

Cree una nueva vista o seleccione una existente.

Vaya a System overview > AXIS Optimizer (Informacion general del sistema > AXIS Optimizer).
Haga clic en Web view (Vista Web) y arrastrela a la vista.

Introduzca una direccion y haga clic en OK (Aceptar).

N o g k& D

Haga clic en Setup (Configuracion).
Exportar videos con funciones de basqueda integradas
Exportar videos en formato XProtect

Para ver videos con funciones de busqueda integradas de AXIS Optimizer y/o correccion de distorsion esférica de
Axis, asegurese de exportar videos en formato XProtect. Esto puede resultar util, por ejemplo, para fines de
demostracion.

Nota
Comience desde el paso 3 para AXIS Optimizer version 5.3 o posteriores.
1. En Smart Client, vaya a Settings (Ajustes) > Axis search options (Opciones de busqueda de Axis).
2. Active Include search plugins in exports (Incluir complementos de busqueda en exportaciones).

3. Seleccione XProtect format (Formato XProtect) al crear la exportacion en Smart Client.
Desbloquear exportaciones en ordenadores receptores

Para utilizar correctamente la exportacion en otro ordenador, asegurese de desbloquear el archivo de
exportacion.

1. En el ordenador receptor, haga clic con el boton derecho en el archivo de exportacion (zip) y
seleccione Propiedades.

2. En General (General), haga clic en Unblock (Desbloquear) > OK.

3. Extraiga la exportacion y abra el archivo "SmartClient-Player.exe”.

Reproduccion de la vista de correccion de distorsion esférica de Axis exportada

1. Abrir el proyecto exportado.

2. Seleccionar la vista que incluye la vista de correccion de distorsion esférica de Axis.
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