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Aplikacja AXIS Optimizer pozwala korzystac¢ z funkcji Axis bezposrednio w oprogramowaniu XProtect i Siemens
Siveillance Video. Optymalizuje ona dziatanie urzgdzen Axis w tych systemach zarzagdzania materiatem
wizyjnym, ograniczajgc czaso- i pracochtonnos¢ przy konfigurowaniu systemow i podczas codziennej
eksploatacji. Aplikacja jest bezpfatna.

Wymagania systemowe

Aplikacja AXIS Optimizer jest w petni obstugiwana na nastepujacych platformach:

e  XProtect Essential+

e  XProtect Express+

e  XProtect Professional+

e  XProtect Expert

e  XProtect Corporate

® Siemens Siveillance Video Pro

e Siemens Siveillance Video Advanced
® Siemens Siveillance Video Core Plus
® Siemens Siveillance Video Core

Zalecamy uzywanie najnowszych wersji klienta zarzgdzania i Smart Client. Najnowsza wersja aplikacji AXIS
Optimizer jest zawsze przetestowana na zgodnos¢ z najnowszg wersja platformy VMS. Aby uzyskac wiece]
informacji, p. .

Uwaga
Minimalna obstugiwana platforma
e VMS w wersji 2019 R3.

Nawigzania do narzedzia Smart Client w pomocy dotycza zarowno aplikacji XProtect Smart Client, jak i
aplikacji Video Client w systemie Siemens.

Zgodnos¢

Na stronie Compatibility information (Informacje o zgodnosci) mozna sprawdzi¢, ktore funkcje aplikacji AXIS
Optimizer sg obstugiwane w uzywanej wersji systemu VMS.

W aplikacji Management Client

1. Wybierz kolejno opcje Site Navigation > Basics > AXIS Optimizer (Nawigacja po witrynie > Podstawy
> AXIS Optimizer).

2. Kliknij przycisk Show compatibility info (Pokaz informacje o zgodnosci).

W aplikacji Smart Client

1. Wybierz kolejno opcje Settings > Axis general options (Ustawienia > Ogolne opcje Axis).

2. Kliknij przycisk Show compatibility info (Pokaz informacje o zgodnosci).
Obstuga systemow sfederowanych
Aplikacja AXIS Optimizer jest w petni obstugiwana w systemach sfederowanych.
Obstuga systemoéw kompleksowych

Aplikacja AXIS Optimizer w petnym zakresie wspofpracuje z systemami kompleksowymi.



AXIS Optimizer

Uwaga
Wymagania
e Wersja VMS 2022 R3 lub nowsza.

Uwagi dot. wersji

Aby zapoznac sie z najnowszymi informacjami o wersji, przejdz do strony axis.com/ftp/pub_soft/cam_srv/
optimizer_milestone/latest/relnote.txt.


https://www.axis.com/ftp/pub_soft/cam_srv/optimizer_milestone/latest/relnote.txt
https://www.axis.com/ftp/pub_soft/cam_srv/optimizer_milestone/latest/relnote.txt

Instalowanie programu AXIS Optimizer

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Uwaga
Aby zaktualizowa¢ aplikacje AXIS Optimizer, trzeba mie¢ uprawnienia administratora.

1. Upewnij si¢, ze masz poprawng wersje aplikacji klienckiej systemu VMS.
2. Zaloguj sie na swoje konto MyAxis.

3. Ze strony axis.com/products/axis-optimizer-for-milestone-xprotect pobierz aplikacje AXIS Optimizer do
kazdego urzadzenia, na ktérym jest uruchomione oprogramowanie klienta zarzgdzania lub Smart Client.

4. Uruchom pobrany plik i postepuj zgodnie z instrukcjami krok po kroku.
Ktore wersje sq zainstalowane w moim systemie?

W oknie System overview (Przeglad systemu) mozna zobaczy¢, ktore wersje aplikacji AXIS Optimizer i AXIS
Optimizer Body Worn Extension sg zainstalowane na roznych serwerach i klientach w systemie.

Uwaga

Aby klienty i serwery byly wyswietlane w oknie System overview (Przeglad systemu), musi by¢ na nich
zainstalowane oprogramowanie AXIS Optimizer w wersji 3.7.17.0 lub nowszej albo oprogramowanie AXIS
Optimizer Body Worn Extension w wersji 1.1.11.0 lub nowsze;j.

Aby wyswietli¢ aktywne serwery i klienty:

1. W kliencie zarzagdzania wybierz kolejno opcje Site Navigation > AXIS Optimizer > System overview
(Nawigacja po witrynie > AXIS Optimizer > Przeglad systemu).

Aby uaktualni¢ okreslony serwer lub klienta:

1. Przejdz do tego konkretnego serwera lub klienta i uaktualnij jego oprogramowanie lokalnie.
Zaawansowdane opcje instalaciji

Jezeli chcesz zainstalowac¢ aplikacje AXIS Optimizer na kilku urzagdzeniach jednoczes$nie bez udziatu
uzytkownika:

1. Kliknij prawym przyciskiem myszy menu Start.

2. Kliknij przycisk Run (Uruchom).
3. Przejdz do pobranego pliku instalacyjnego i kliknij przycisk Otwarz.
4. Na koncu Sciezki dodaj jeden parametr lub wiecej parametrow.
Parametr Opis
/SILENT Podczas instalacji dyskretnej nie jest wyswietlana
instrukcja krok po kroku i okno tta. Widac¢ jednak
okno postepu instalacji.
/VERYSILENT Podczas instalacji bardzo dyskretnej nie jest
wyswietlana instrukcja krok po korku, okno tta ani
okno postepu instalacji.
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/FULL Zainstaluj wszystkie komponenty, na przykfad
opcjonalng wtyczke serwera zdarzen i wtyczke Secure
Entry. Funkcja ta jest uzyteczna w potaczeniu z
parametrem /VERYSILENT.

/SUPPRESSMSGBOXES Wyfgcz wszystkie okna komunikatow. W wiekszosci
przypadkow funkcja ta jest stosowana w pofgczeniu z
parametrem /VERYSILENT.

/log=<filename> Utworz plik dziennika.

/NORESTART Zapobiega ponownemu uruchomieniu komputera
podczas instalacji.

/EVENTSERVERPLUGIN Zainstaluj wtyczke serwera zdarzen, jezeli komputer
docelowy jest serwerem zdarzen.

/SECUREENTRY Zainstaluj ustuge kontroli dostepu Secure Entry, jezeli
komputer docelowy jest serwerem zdarzen.

5. Nacisnij klawisz Enter.

Instalacja Verysilent, zalogowanie do output.txt, bez ponownego uruchamiania komputera

.\AxisOptimizerXProtectSetup.exe /VERYSILENT /log=output.txt /NORESTART
Powiadomienia o aktualizacjach

Aplikacja AXIS Optimizer regularnie sprawdza dostepnos¢ swoich nowszych wersji i powiadamia o ich
znalezieniu. Jezeli Twoje urzgdzenie ma pofgczenie z siecig, powiadomienia o aktualizacjach otrzymasz w
narzedziu Smart Client.

Uwaga
At?y zaktualizowac aplikacje AXIS Optimizer, trzeba mie¢ uprawnienia administratora.
Aby zmieni¢ rodzaj otrzymywanych powiadomien:
1. W narzedziu Smart Client wybierz kolejno opcje Settings > Axis general options > Notification
preference (Ustawienia > Ogolne opcje Axis > Preferencje powiadomien).
2. Zaznacz opcje All (Wszystkie), Major (Gtowne) lub None (Brak).

Aby skonfigurowac¢ powiadomienia o aktualizacjach dla wszystkich klientow w systemie VMS, przejdz na stron¢
Management Client.

e Wybierz kolejno opcje Site Navigation > AXIS Optimizer > System overview (Nawigacja po witrynie >
AXIS Optimizer > Przeglad systemu).

e Kliknij opcje System upgrade settings (Ustawienia aktualizacji systemu).
e Wigcz lub wytaez opcje Show upgrade notifications on all clients (Pokazuj powiadomienia o
uaktualnieniu na wszystkich klientach).

Reczna aktualizacja

Aplikacje AXIS Optimizer mozna aktualizowaé¢ recznie z klienta zarzadzania i Smart Client.

Uwaga
Aby zaktualizowa¢ aplikacje AXIS Optimizer, trzeba mie¢ uprawnienia administratora.

W aplikacji Management Client

1. Wybierz kolejno opcje Site Navigation > Basics > AXIS Optimizer (Nawigacja po witrynie > Podstawy
> AXIS Optimizer).



2. Kliknij przycisk Aktualizuj.
W aplikacji Smart Client
1. Wybierz kolejno opcje Settings > Axis general options (Ustawienia > Ogdlne opcje Axis).

2. Kliknij przycisk Aktualizuj.
Automatyczne uaktualnianie systemu

Z serwera zarzadzania systemu VMS mozna opublikowa¢ lokalng wersje aplikacji AXIS Optimizer do swojego
systemu. Wykonanie tych czynnosci umozliwi automatyczne uaktualnianie programu AXIS Optimizer na
wszystkich urzgdzeniach klienckich. Proces automatycznego uaktualnienia nigdy nie powoduje przerwania pracy
operatora. Dyskretne instalacje s3 wykonywane podczas ponownego uruchamiania maszyny lub klienta VMS.
Automatyczne uaktualnienie jest obstugiwane rowniez wtedy, gdy klient nie ma pofgczenia z Internetem.

Uwaga
Funkcja automatycznego uaktualniania jest obstugiwana w przypadku klientéw korzystajgcych z programu
AXIS Optimizer w wersji 4,4 lub nowszej.

Wiaczanie uaktualniania automatycznego

Aby obejrzec¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Uwaga
Wymagania
e  System, w ktorym klient zarzgdzania dziata na tym samym komputerze, co serwer zarzgdzania VMS.

e Uprawnienia administratora komputera na serwerze zarzadzania VMS.

Aby wigczy¢ funkcje automatycznego uaktualniania, nalezy opublikowa¢ w systemie okre$long wersje programu
AXIS Optimizer:

1. Na serwerze zarzadzania systemu VMS zainstaluj wersje aplikacji AXIS Optimizer, ktorg chcesz
opublikowa¢ w catym systemie.

2. Na komputerze serwera zarzgdzania systemu VMS otworz aplikacje Management Client.

3. Wybierz kolejno opcje Site Navigation > AXIS Optimizer > System overview (Nawigacja po witrynie >
AXIS Optimizer > Przeglad systemu).

4, Kliknij opcje System upgrade settings (Ustawienia aktualizacji systemu).

5. Sprawdz, czy wersja w polu Local version (Wersja lokalna) jest poprawna, a nastepnie kliknij przycisk
Publish (Publikacja).
Jezeli jest juz opublikowana jakas wersja pakietu AXIS Optimizer, zostanie zastgpiona nowa wersja.

Uwaga
Urzadzenia klienckie z wersjami AXIS Optimizer w wersjach wcze$niejszych niz 4.4 trzeba uaktualni¢ recznie.

Wylaczanie automatycznego uaktualniania

Aby wytaczy¢ automatyczne uaktualnianie, nalezy zresetowa¢ opublikowang wersje:

1. Na komputerze serwera zarzadzania systemu VMS otworz aplikacje Management Client.

2. Wybierz kolejno opcje Site Navigation > AXIS Optimizer > System overview (Nawigacja po witrynie >
AXIS Optimizer > Przeglad systemu).
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3.

Kliknij opcje System upgrade settings > Reset published version (Ustawienia aktualizacji systemu >
Resetuj opublikowang wersje).

Wiecej informacji

Inteligentne klienty bez aplikacji AXIS Optimizer mogg uzyska¢ dostep do pliku instalacyjnego
opublikowanego na stronie internetowej serwera zarzadzania (http://[adresserwera]/installation/), nawet

jesli nie majg potagczenia z Internetem.

Pakiet instalacyjny aplikacji AXIS Optimizer jest dostepny w menedzerze pobierania systemu VMS i
mozna go tam konfigurowac.

W systemach sfederowanych i kompleksowych aplikacje AXIS Optimizer nalezy opublikowa¢ na kazdym
serwerze zarzadzania.

Po opublikowaniu nowej wersji aplikacji AXIS Optimizer mozna monitorowaé, ktére oprogramowanie
klienckie zostato uaktualnione do opublikowanej wersji. Obok urzadzen korzystajgcych z opublikowane;]
wersji na stronie System overview (Przeglad systemu) bedzie widoczny zielony symbol zaznaczenia.

Funkcja automatycznego uaktualniania jest wytgczona w urzadzeniach, w ktdrych uruchomiono serwer
zarzgdzania systemu VMS.

Uprawnienia uzytkownikow

Aplikacja AXIS Optimizer ma specjalng rolg uzytkownika aplikacji Axis Optimizer. Ma ona utatwiaé
administratorowi nadawanie uzytkownikom uprawnien na inteligentnym kliencie wymaganych do uzywania
funkgji i narzedzi aplikacji AXIS Optimizer.

W systemie XProtect 2018 R3 i starszych rola jest dostepna tylko w wersji XProtect Corporate.

W systemie XProtect 2019 R1 i nowszych rola jest dostepna w nastepujacych wersjach:

Firmowe
Expert
Professional+
Essential+

Express+

Jezeli wolisz konfigurowa¢ uprawnienia recznie, uzyj ponizszej konfiguracji, aby umozliwi¢ operatorowi
narzedzia Smart Client korzystanie ze wszystkich funkceji aplikacji AXIS Optimizer:

Uwaga

Sprzet: Polecenia sterujgce

Kamery: polecenia AUX

Opis bardziej zaawansowanej obstugi rél uzytkownikdéw znajduje sie w temacie .
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Asystent urzqdzen

Asystent urzadzen umozliwia fatwy dostep do wszystkich ustawien urzgdzenia Axis bezposrednio w kliencie do
zarzadzania systemami VMS. Wewnatrz systemu VMS mozna tatwo odszuka¢ strone WWW urzgdzenia Axis,

przejs¢ do niej i tam zmieni¢ rozne ustawienia urzadzenia. Mozna réwniez konfigurowac¢ aplikacje zainstalowane
na urzadzeniach.

Wazne

Aby mozna byto uzywac Asystenta urzadzen, urzagdzenie Axis musi by¢ podfgczone do tej samej sieci, co
klient zarzadzania.

Konfigurowanie urzgdzenia Axis

1.

3.

W kliencie zarzadzania wybierz kolejno opcje Site Navigation > AXIS Optimizer > Device assistant
(Nawigacja po witrynie > AXIS Optimizer > Asystent urzadzen).

Wybierz urzadzenie i przejdz do ustawienia Device settings (Ustawienia urzagdzenia). Zostanie otwarta
strona webowa urzadzenia.

Skonfiguruj zgdane ustawienia.

Instalowanie aplikacji na urzgdzeniu Axis

1.

4.

W kliencie zarzadzania wybierz kolejno opcje Site Navigation > AXIS Optimizer > Device assistant
(Nawigacja po witrynie > AXIS Optimizer > Asystent urzadzen).

Wybierz urzadzenie i przejdz do ustawienia Device settings (Ustawienia urzadzenia). Zostanie otwarta
strona webowa urzgdzenia.

Przejdz do menu Apps (Aplikacje). Umiejscowienie menu Apps (Aplikacje) zalezy od wersji
oprogramowania urzadzenia. Wigcej informacji mozna znalez¢ w pomocy urzadzenia.

Zainstaluj zadane aplikacje.

Konfigurowanie aplikacji w urzgdzeniu Axis

1.

4.

W kliencie zarzadzania wybierz kolejno opcje Site Navigation > AXIS Optimizer > Device assistant
(Nawigacja po witrynie > AXIS Optimizer > Asystent urzadzen).

Zaznacz urzadzenie i przejdz do sekcji Applications (Aplikacje). Jezeli w urzadzeniu sg zainstalowane
jakiekolwiek aplikacje, zobaczysz je tutaj.

Przejdz do odpowiedniej aplikacji, na przyktad AXIS Object Analytics.

Skonfiguruj aplikacje zgodnie z wtasnymi potrzebami.

Aktualizowanie aplikacji na urzgdzeniu Axis

1.

4.

W kliencie zarzadzania wybierz kolejno opcje Site Navigation > AXIS Optimizer > Device assistant
(Nawigacja po witrynie > AXIS Optimizer > Asystent urzadzen).

Kliknij prawym przyciskiem myszy urzadzenie i wybierz polecenie Show updates (Pokaz aktualizacje).
Jezeli ktorekolwiek aplikacje moga zosta¢ zaktualizowane, zostanie wyswietlona lista dostepnych
aktualizacji.

Pobierz plik aktualizacji.

Kliknij opcje How to update (Procedura aktualizacji) i postepuj zgodnie z instrukcjami.

Ponowne uruchamianie urzqdzenia Axis

1.

W kliencie zarzadzania wybierz kolejno opcje Site Navigation > AXIS Optimizer > Device assistant
(Nawigacja po witrynie > AXIS Optimizer > Asystent urzgdzen).
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2. Kliknij prawym przyciskiem myszy urzadzenie i wybierz polecenie Restart device (Uruchom ponownie

urzadzenie).

Kopiowanie adresu IP urzgdzenia Axis

1. W kliencie zarzadzania wybierz kolejno opcje Site Navigation > AXIS Optimizer > Device assistant

(Nawigacja po witrynie > AXIS Optimizer > Asystent urzgdzen).

Kliknij prawym przyciskiem myszy urzadzenie i wybierz polecenie Copy device address (Kopiuj adres
urzadzenia).
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Tworzenie akciji dla urzadzen Axis
Wtyczka serwera zdarzen

Wtyczka serwera zdarzen w aplikacji AXIS Optimizer pozwala tworzy¢ niestandardowe zdarzenia dla urzagdzen
Axis. Uzywanie wspdlnie silnika requt systemu XProtect i wtyczki Serwer zdarzen otwiera na przyktad
nastepujgce mozliwosci:

* Wykonywanie niestandardowe] akcji, gdy operator kliknie przycisk w aplikacji Smart Client. Przyktad
konfiguracji pokazano w temacie .

e Wykonywanie czynnosci bez udziatu cztowieka (automatyzacja). Przyktad konfiguracji pokazano w
temacie .

Wtyczka Serwer zdarzen skfada sie z dwéch czesci:

* (Osobna wtyczka dziatajgca na serwerze zdarzen. Powoduje ona wypetnianie silnika regut nowymi
akcjami.

e Strona zatytutowana Axis actions (Akcje Axis) na serwerze zarzgdzania, gdzie mozna tworzy¢ nowe
predefiniowane ustawienia akgji.

Niestandardowe akcje dostepne dla urzgdzen Axis: Uruchamianie elementu sterujgcego operatora, Wtgczanie/
wytgczanie radaru, Uruchamianie wywotania interkomu i Osuszanie kamery (szybkie osuszanie/wycieraczka).

Wtyczka Serwer zdarzen jest dofgczona w aplikacji AXIS Optimizer. W systemie wielokomputerowym nalezy
zainstalowac aplikacje AXIS Optimizer na komputerach klienta zarzadzania i serwera zdarzen.

Instalowanie wtyczki Serwer zdarzen

Wtyczka Serwer zdarzen to opcjonalny sktadnik zawarty w pakiecie instalatora programu AXIS Optimizer. Mozna
jg instalowa¢ tylko na serwerze zdarzen systemu zarzgdzania materiatem wizyjnym (VMS). Jezeli wymogi sg
spetnione, monit o zainstalowanie wtyczki Serwer zdarzen zostanie wyswietlony podczas pracy instalatora
aplikacji AXIS Optimizer.

Uwaga
Serwer zdarzen systemu VMS bedzie wymagat krétkiego ponownego uruchomienia podczas instalacji, a
czasem rowniez podczas aktualizowania aplikacji AXIS Optimizer. Zostanie wysSwietlone odpowiednie
powiadomienie.

Osuszanie wielu kamer jednym kliknigciem
Wtyczka Serwer zdarzen umozliwia konfigurowanie niestandardowych regut, ktore bardzo utatwiajg prace

operatorom. W tym przyktadzie pokazemy, jak osuszy¢ wszystkie kamery w danym obszarze poprzez klikniecie
naktadkowego przycisku.

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Uwaga
Wymagania
e Aplikacja AXIS Optimizer w wersji 4.0 lub nowszej na serwerze zdarzen oraz aplikacja Management
Client

® (o najmniej jedng kamere z funkcjg szybkiego osuszania lub wycieraczka, np. AXIS z serii Q86, Q87 lub
Q61
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4.

Dodaj zdarzenie zdefiniowane przez uzytkownika:

1.1.  Wybierz kolejno opcje Site Navigation > Rules and Events (Nawigacja po witrynie > Reguly i
zdarzenia), a nastepnie prawym przyciskiem myszy kliknij opcje User-defined Event (Zdarzenie
zdefiniowane przez uzytkownika).

1.2. Wybierz opcje Add User-defined Event (Dodaj zdarzenie zdefiniowane przez uzytkownika) i
wprowadz nazwe¢, w tym przykfadzie ,Osuszanie wszystkich kamer".

Utworz nowg regute:

2.1.  Wybierz kolejno opcje Site Navigation > Rules and Events (Nawigacja po witrynie > Reguly i
zdarzenia) i kliknij prawym przyciskiem myszy opcje Rules (Reguty).

2.2.  Kliknij przycisk Add Rule (Dodaj regute) i wprowadz nazwe, w tym przyktadzie ,Reguta
Osuszanie wszystkich kamer".

2.3. Wybierz Perform an action on <event> (Wykonaj dziatanie po wystgpieniu zdarzenia).
2.4. W polu Edit the rule description (Edytuj opis requty) kliknij opcje event (zdarzenie).

2.5.  Wybierz kolejno opcje Events > External Events > User-defined Events (Zdarzenia > Zdarzenia
zewnetrzne > Zdarzenia zdefiniowane przez uzytkownika) i kliknij pozycje Osuszanie
wszystkich kamer.

2.6.  Klikaj Dalej, az dotrzesz do punktu Step 3: Actions (Krok 3: dziatania).
2.7.  Wybierz dziatanie Axis: Dry <camera> (Axis: osusz kamere).

2.8. W polu Edit the rule description (Edytuj opis requty) kliknij opcje Axis: Dry camera (Axis: osusz
kamere).

2.9. W oknie Select Triggering Devices (Wybierz urzadzenia wyzwalajace) zaznacz opcje Select
devices (Wybierz urzadzenia) i kliknij przycisk OK.

2.10. Zaznacz urzadzenia, ktdre maja wyzwalaé¢ akcje, a nastepnie kliknij kolejno przyciski OK i Finish
(Zakoncz).

W aplikacji Smart Client dodaj zdarzenie zdefiniowane przez uzytkownika jako naktadkowy przycisk w
widoku mapy lub obrazu filmowego.

Kliknij naktadkowy przycisk i sprawdz, czy requta dziata zgodnie z oczekiwany sposob.

Wiaczanie automatycznego regulowania ostrosci jednym kliknieciem dla wielu kamer

Wtyczka Serwer zdarzen umozliwia konfigurowanie niestandardowych regut, ktére bardzo utatwiajg prace
operatorom. W tym przyktadzie pokazemy sposob wtgczania automatycznej reqgulacji ostrosci jednym kliknieciem
dla wszystkich kamer.

Uwaga

Wymagania

1.

Aplikacje AXIS Optimizer w wersji 4.1 lub nowszej na serwerze zdarzen i kliencie zarzgdzania
Jedna lub kilka kamer obstugujgcych automatyczne ustawianie ostrosci

Dodaj zdarzenie zdefiniowane przez uzytkownika:

1.1.  Wybierz kolejno opcje Site Navigation > Rules and Events (Nawigacja po witrynie > Reguly i
zdarzenia), a nastepnie prawym przyciskiem myszy kliknij opcje User-defined Event (Zdarzenie
zdefiniowane przez uzytkownika).

1.2.  Wybierz opcje Add User-defined Event (Dodaj zdarzenie zdefiniowane przez uzytkownika) i
wprowadz nazwe, w tym przypadku ,Automatyczna regulacja ostrosci”.

Utwdrz nowg regufe:
2.1.  Wybierz kolejno opcje Site Navigation > Rules and Events (Nawigacja po witrynie > Reguly i
zdarzenia) i kliknij prawym przyciskiem myszy opcje Rules (Reguty).

2.2.  Wybierz opcje Add Rule (Dodaj regute) i wprowadz nazwe, w tym przyktadzie ,Przeprowadzenie
automatycznej requlacji ostrosci”.
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4,

2.3.  Wybierz Perform an action on <event> (Wykonaj dziatanie po wystgpieniu zdarzenia).
2.4. W polu Edit the rule description (Edytuj opis reguty) kliknij opcje event (zdarzenie).

2.5.  Wybierz kolejno opcje Events > External Events > User-defined Events (Zdarzenia > Zdarzenia
zewnetrzne > Zdarzenia zdefiniowane przez uzytkownika) i kliknij pozycje Automatyczna
regulacja ostrosci. Kliknij OK.

2.6.  Klikaj Dalej, az dotrzesz do punktu Step 3: Actions (Krok 3: dziatania).

2.7.  Wybierz dziatanie Axis: Run autofocus on <camera> (Axis: uruchom automatyczne
ogniskowanie w kamerze).

2.8. W polu Edit the rule description (Edytuj opis reguty) kliknij opcje Axis: Run autofocus on
camera (Axis: uruchom automatyczne ogniskowanie w kamerze).

29. W oknie Select Triggering Devices (Wybierz urzadzenia wyzwalajgce) zaznacz opcj¢ Select
devices (Wybierz urzadzenia) i kliknij przycisk OK.

2.10. Zaznacz urzadzenia, ktore majg wyzwala¢ akeje, a nastepnie kliknij kolejno przyciski OK i Finish
(Zakoncz).

W aplikacji Smart Client dodaj zdarzenie zdefiniowane przez uzytkownika ,Automatyczna regulacja
ostrosci” jako naktadkowy przycisk w widoku mapy lub obrazu filmowego.

Kliknij naktadkowy przycisk i sprawdz, czy requta dziata zgodnie z oczekiwany sposob.

Wyzwalanie kilku syren stroboskopowych za pomocg jednego kliknigcia

Wtyczka Serwer zdarzen umozliwia konfigurowanie niestandardowych regut, ktére bardzo utatwiajg prace
operatorom. W tym przyktadzie znajdujg si¢ instrukcje aktywacji kilku syren stroboskopowych jednym
kliknigciem w programie Smart Client.

Uwaga

Wymagania

Aplikacje AXIS Optimizer w wersji 4.4 lub nowszej na serwerze zdarzen i kliencie zarzgdzania

Co najmniej jedng syrene stroboskopowg Axis

Wyjscie 1 sygnalizatora akustyczno-optycznego Axis wigczone i dodane do urzadzen wyjsciowych w
aplikacji Management Client (Klient zarzgdzania).

Utworz zdarzenie zdefiniowane przez uzytkownika:

1.1.  Wybierz kolejno opcje Site Navigation > Rules and Events (Nawigacja po witrynie > Reguly i
zdarzenia), a nastepnie prawym przyciskiem myszy kliknij opcje User-defined Event (Zdarzenie
zdefiniowane przez uzytkownika).

1.2.  Wybierz Add User-defined Event (Dodaj zdarzenie zdefiniowane przez uzytkownika i
wprowadz nazwe, na przyktad ,Trigger all strobe sirens" (,Wyzwalanie wszystkich syren
stroboskopowych”).

Witacz funkcje Device assistant (Asystent urzadzenia) i utworz profile syreny stroboskopowej:

2.1.  Otwdrz menu Site Navigation > AXIS Optimizer > Device assistant (Nawigacja po witrynie >
AXIS Optimizer > Asystent urzadzenia).

2.2.  Wybierz syrene stroboskopowg. Zostanie wySwietlona strona internetowa syreny
stroboskopowej.

2.3. Przejdz do menu Profiles (Profile) i kliknij Add profile (Dodaj profil).

2.4, Ustaw reakcje syreny stroboskopowej na wyzwolenie przez operatora syren stroboskopowych w
aplikacji Smart Client.

2.5. Utworz te same profile w pozostatych syrenach stroboskopowych. W przypadku kazdego
urzadzenia trzeba uzy¢ tej samej nazwy profilu.

W menu Axis actions (Akcje Axis) utworz prepozycje akcji:

3.1.  Otwodrz menu Site Navigation > Rules and Events > Axis actions (Nawigacja po witrynie >
Reguly i zdarzenia > Akcje Axis).
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3.2.
3.3.

3.4.

3.5.

3.6.

Kliknij polecenie Add new preset (Dodaj nowg prepozycje).

Otworz menu Select strobe siren (Wybierz syrene stroboskopowg) i kliknij opcje Strobe siren
(Syrena stroboskopowa).

Wybierz syreny stroboskopowe, ktorych chcesz uzywaé, i kliknij przycisk OK.
Zostanie wySwietlona lista profili syren stroboskopowych.

Wybierz profil syreny stroboskopowej utworzony przez siebie w poprzednim kroku. Gotowe
ustawienia dziatania zostang automatycznie zapisane.

Nacisnij klawisz F5, aby odSwiezy¢ konfiguracje serwera. Teraz mozesz rozpocza¢ korzystanie z
utworzonej przez siebie nowej prepozycji akcji.

4. Create a rule (Utworz requte):

4.1.

4.2.

4.3.
4.4.
4.5.

4.6.
4.7.

4.8.
4.9.
4.10.

Wybierz kolejno opcje Site Navigation > Rules and Events (Nawigacja po witrynie > Reguly i
zdarzenia) i kliknij prawym przyciskiem myszy opcje Rules (Reguty).

Wybierz opcje Add Rule (Dodaj regute) i wprowadz nazwe, np. ,Trigger all strobe sirens rule”
(,Reguta wyzwalania wszystkich syren stroboskopowych”).

Wybierz Perform an action on <event> (Wykonaj dziatanie po wystgpieniu zdarzenia).
W polu Edit the rule description (Edytuj opis reguty) kliknij opcje event (zdarzenie).

Wybierz kolejno opcje Events > External Events > User-defined Events (Zdarzenia > Zdarzenia
zewnetrzne > Zdarzenia zdefiniowane przez uzytkownika) i kliknij pozycje Trigger all strobe
sirens (Wyzwalaj wszystkie syreny stroboskopowe).

Klikaj Dalej, az dotrzesz do punktu Step 3: Actions (Krok 3: dziatania).

Wybierz dziatanie Axis: Run a profile on a strobe siren: <preset> (Axis: uruchom profil w
sygnalizatorze akustyczno-optycznym: gotowe ustawienie).

W polu Edit the rule description (Edytuj opis reguty) kliknij opcje preset (prepozycja).
Wybierz prepozycje, ktérych checesz uzywac.
Kliknij przycisk Next (Dalej) i Finish (Zakoncz).

5. W aplikacji Smart Client dodaj zdarzenie zdefiniowane przez uzytkownika jako naktadkowy przycisk w
widoku mapy lub obrazu filmowego.

6. Kliknij naktadkowy przycisk i sprawdz, czy reguta dziata zgodnie z oczekiwany sposadb.

Automatyczne wytgczanie masek prywatnosci w wielu kamerach

Wtyczka Serwer zdarzen umozliwia automatyzacje pewnych dziatan. W tym przyktadzie pokazemy, jak
spowodowac automatyczne wytgczanie masek prywatnosci w wielu kamerach w reakcji na wystgpienie
zdarzenia analitycznego. W przyktadzie zdarzenie polega na tym, ze ludzie lub pojazdy wkraczajg do obszaru, w
ktérym normalnie nie powinni si¢ znajdowaé¢. Chcemy automatycznego wytgczania masek prywatnosci, aby
lepiej poznac obraz sytuacji.

Proces:

—_

> N

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

w aplikacji AXIS Object Analytics (lub innej preferowanej aplikacji analitycznej)
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5.
6. isprawdz, czy wszystko dziata zgodnie z oczekiwaniami.

Uwaga
Wymagania

e  Aplikacja AXIS Optimizer w wersji 4.0 lub nowszej na serwerze zdarzen oraz aplikacja Management
Client

®  Kamery z systemem operacyjnym AXIS OS 7.40 lub nowszym
® Kamery zdolne generowac zdarzenia, w tym przyktadzie kamera z oprogramowaniem AXIS Object
Analytics

Konfigurowanie scenariusza analizy

1. Wybierz kolejno opcje Site Navigation > AXIS Optimizer > Device assistant (Nawigacja po witrynie >
AXIS Optimizer > Asystent urzadzen) i odszukaj urzadzenie z funkcjami analitycznymi, ktorych cheesz
uzyc.

2. Kliknij przycisk Applications (Aplikacje) i utworz scenariusz analizy, ktory bedzie inicjowat akcje.

3. Wybierz kolejno opcje Devices > Cameras (Urzadzenia > Kamery) i znajdz kamere, dla ktorej utworzono
scenariusz analizy.

4. W oknie Properties (Wtasciwosci) kliknij kolejno opcje Events > Add (Zdarzenia > Dodaj).

Wybierz zdarzenie sterujgce, w tym przyktadzie ,Object Analytics: Event test Rising (Analiza obiektow:
Test zdarzenia narastajgco)"”, i kliknij przycisk OK.

6. Kliknij przycisk Add (Dodaj) i wybierz zdarzenie sterujace ,Object Analytics: Test zdarzenia opadajgcy”.
Nastepnie kliknij OK.

7. Kliknij przycisk Zapisz.
Dodawanie elementow sterujgcych operatora do odpowiednich kamer
1. Wybierz kolejno opcje AXIS Optimizer > Operator controls (AXIS Optimizer > Elementy sterujgce

operatora) i otworz biblioteke elementow sterujacych.

2. W oknie Configuration (Konfiguracja) zaznacz odpowiedni folder oraz aktywuj elementy sterujgce Turn
off privacy mask (Wytaczanie maski prywatnosci) i Turn on privacy mask (Wtgczanie maski
prywatnosci).

Tworzenie gotowych ustawien dziatan
1. Wybierz kolejno opcje Rules and Events > Axis actions (Reguty i zdarzenia > Akcje Axis) i kliknij
przycisk Add new preset (Dodaj nowg prepozycje).

2. Kliknij pozycje Cameras (Kamery) i wybierz odpowiednie kamery. W tym przyktadzie: AXIS P1375 i AXIS
Q6075-E. Nastepnie wybierz element Turn on privacy mask (Wtacz maske prywatnosci).

3. Kliknij kolejno opcje Add new preset > Cameras (Dodaj nowg prepozycje > Kamery) i wybierz
odpowiednie kamery. W tym przyktadzie: AXIS P1375 i AXIS Q6075-E. Nastepnie wybierz element Turn
off privacy mask (Wytgcz maske prywatnosci).

Tworzenie reguty wylgczania masek prywatnosci w reakceji na wystapienie zdarzenia analitycznego

1. Wybierz kolejno opcje Site Navigation > Rules and Events (Nawigacja po witrynie > Reguly i
zdarzenia) i kliknij prawym przyciskiem myszy opcje Rules (Reguty).

2. Kliknij przycisk Add Rule (Dodaj regute) i wprowadz nazwe, w tym przyktadzie ,Wytgczanie maski
prywatnosci przy analizie".

3.  Wybierz Perform an action on <event> (Wykonaj dziatanie po wystapieniu zdarzenia).
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4. W polu Edit the rule description (Edytuj opis reguty) kliknij opcje event (zdarzenie). Kliknij kolejno
Devices > Configurable Events (Urzadzenia > Konfigurowane zdarzenia) i wybierz Object Analytics:
Event test Rising (Analiza obiektow: test zdarzenia wznoszacy).

5. W polu Edit the rule description (Edytuj opis reguty) zaznacz urzgdzenie, w tym przyktadzie AXIS
P1375.

6. Klikaj Dalej, az dotrzesz do punktu Step 3: Actions (Krok 3: dziatania).

7. Wybierz dziatanie Axis: Run operator control: <preset> (Axis: uruchom sterowanie przez operatora:
gotowe ustawienie).

8. W polu Edit the rule description (Edytuj opis reguty) kliknij opcje preset (prepozycja). Nastepnie dodaj
docelowa akcje Turn on privacy mask on 2 cameras (Wytgczanie maski prywatnosci w 2 kamerach) i
kliknij przycisk OK.

9.  Kliknij przycisk Finish (Zakoncz).
Tworzenie reguty ponownego wiaczania masek prywatnosci
1. Kliknij przycisk Add Rule (Dodaj regute) i wprowadz nazwe, w tym przyktadzie ,Wtgczanie maski
prywatnosci po zakonczeniu analizy”.

2. Wybierz Perform an action on <event> (Wykonaj dziatanie po wystapieniu zdarzenia).

3. W sekgji Edit the rule description (Edytuj opis reguty) kliknij opcje event (zdarzenie). Kliknij kolejno
Devices > Configurable Events (Urzadzenia > Konfigurowane zdarzenia) i wybierz Object Analytics:
Event test Falling (Analiza obiektow: test zdarzenia opadajacy).

4. W sekeji Edit the rule description (Edytuj opis reguty) zaznacz urzgdzenie, w tym przyktadzie AXIS
P1375.

5. Klikaj Dalej, az dotrzesz do punktu Step 3: Actions (Krok 3: dziatania).

6. Wybierz dziatanie Axis: Run operator control: <preset> (Axis: uruchom sterowanie przez operatora:
gotowe ustawienie).

7. W sekgcji Edit the rule description (Edytuj opis requly) kliknij opcje preset (prepozycja). Nastepnie dodaj
docelowg akcje Turn on privacy mask on 2 cameras (Wtgczanie maski prywatnosci w 2 kamerach) i
kliknij przycisk OK.

8.  Kliknij przycisk Finish (Zakoncz).
Testowanie requty

1. Wybierz kolejno opcje AXIS Optimizer > Device assistant (AXIS Optimizer > Asystent urzadzen) i
odszukaj urzgdzenie z funkcjami analitycznymi uzytymi do utworzenia automatyzacji. W tym przykfadzie
jest to AXIS P1375.

2. Otworz odnosny scenariusz i kliknij przycisk Test alarm (Testuj alarm).
Aktywowanie syreny stroboskopowej po wykryciu ruchu przez kamerg

Za pomocg wtyczki serwera mozna konfigurowa¢ niestandardowe reguty automatyzujgce dziatania. W tym
przyktadzie zostaty przedstawione instrukcje konfiguracji automatycznego uruchamiania syren stroboskopowych
po wykryciu ruchu przez kamere.

Uwaga
Wymagania
® Aplikacje AXIS Optimizer w wersji 4.4 lub nowszej na serwerze zdarzen i kliencie zarzgdzania
® Co najmniej jedng syrene stroboskopowg Axis

o Wyjscie 1 sygnalizatora akustyczno-optycznego Axis wigczone i dodane do urzadzen wyjsciowych w
aplikacji Management Client.

® W wersjach starszych niz VMS 2022 R2 akcje Axis nie mogg stuzy¢ do zatrzymywania. W takich
wersjach nalezy utworzy¢ dwie osobne reguty do uruchamiania i zatrzymywania syreny stroboskopowe;.
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Utworz
1.1.

1.2

1.3.
1.4.
1.5.

Utworz
2.1.

2.2.

2.3.

2.4.
2.5.

2.6.

2.7.

2.8.

2.9.
2.10.

2.11.

profile syreny stroboskopowe;j:

Otwadrz menu Site Navigation > AXIS Optimizer > Device assistant (Nawigacja po witrynie >
AXIS Optimizer > Asystent urzadzenia).

Przejdz do sekcji Axis output devices (Urzgdzenia wyjsciowe Axis) i wybierz syrene
stroboskopowa. Zostanie wyswietlona strona internetowa syreny stroboskopowe;.

Przejdz do menu Profiles (Profile) i kliknij Add profile (Dodaj profil).
Dla wszystkich syren koniecznie wybierz te samg nazwe profilu.
Ustaw reakcje syreny stroboskopowej po wykryciu ruchu.

predefiniowane akcje uruchamiania i zatrzymywania:

Otwadrz menu Site Navigation > Rules and Events > Axis actions (Nawigacja po witrynie >
Reguty i zdarzenia > Akcje Axis).

Aby utworzy¢ predefiniowang akcje uruchamiania, przejdz do sekcji Strobe siren (Syrena
stroboskopowa) i kliknij przycisk Add new preset (Dodaj nowa prepozycje).

Otworz menu Select strobe siren (Wybierz syrene stroboskopowg) i kliknij opcje Strobe siren
(Syrena stroboskopowa).

Wybierz z listy jedng lub kilka syren stroboskopowych.

Z listy wybierz utworzony wczesniej profil syreny. Gotowe ustawienia dziatania zostang
automatycznie zapisane.

Aby utworzy¢ predefiniowang akcje zatrzymywania, kliknij przycisk Add new preset (Dodaj
nowa prepozycje).

Otworz menu Select strobe siren (Wybierz syrene stroboskopowg) i kliknij opcje Strobe siren
(Syrena stroboskopowa).

Z listy wybierz te same syreny stroboskopowe, jak wybrane dla predefiniowanej akgji
uruchamiania.

Przejdz do sekcji Select action (Wybierz akcj¢) i zaznacz wartos¢ Stop (Zatrzymanie).

Zaznacz ten sam profil syreny, jak utworzony dla akgcji uruchamiania. Gotowe ustawienia
dziatania zostang automatycznie zapisane.

Kliknij opcje click to refresh (kliknij, aby od$wiezy¢) lub nacisnij klawisz F5, aby od$wiezy¢
konfiguracje serwera.

Create a rule (Utworz regute):

3.1.

3.2

3.3.
3.4.

3.5.

3.6.
3.7.
3.8.

3.9.
3.10.
3.11.

Otworz menu Site Navigation > Rules and Events > Reguly (Nawigacja po witrynie > Reguly i
zdarzenia > Reguly).

Kliknij prawym przyciskiem myszy pozycje Rules (Reguty), wybierz polecenie Add Rule (Dodaj
regute) i wprowadz nazwe.

W polu Edit the rule description (Edytuj opis reguty) kliknij opcje event (zdarzenie).

Otwodrz menu Devices > Predefined Events (Urzadzenia > Wstepnie zdefiniowane zdarzenia) i
wybierz Motion Started (Aktywowane przez ruch).

W polu Edit the rule description (Edytuj opis requly) kliknij devices/recording_server/
management_server.

Wybierz kamerg, ktora bedzie wigczata syreny stroboskopowe.
Klikaj Dalej, az dotrzesz do punktu Step 3: Actions (Krok 3: dziatania).

Wybierz dziatanie Axis: Start or stop a profile on a strobe siren: <preset> (Axis: uruchom lub
zatrzymaj profil w sygnalizatorze akustyczno-optycznym: gotowe ustawienie).

W polu Edit the rule description (Edytuj opis reguty) kliknij opcje preset (prepozycja).
Zaznacz utworzong wczesniej predefiniowang akcje uruchamiania.

Kliknij przycisk Dalej i wybierz opcje Perform stop action on <event> (Wykonaj dziatanie
zatrzymania po zdarzeniu).
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3.12.

3.13.
3.14.
3.15.

Kliknij przycisk Dalej i wybierz opcje Axis: Start or stop a profile on strobe siren: <event> (Axis:
uruchom lub zatrzymaj profil w sygnalizatorze akustyczno-optycznym: zdarzenie).

W polu Edit the rule description (Edytuj opis reguty) kliknij opcje preset (prepozycja).
Zaznacz utworzong wezesniej predefiniowang akcje zatrzymywania.

Kliknij przycisk Finish (Zakoncz).

4. Sprawdz, czy syreny stroboskopowe dziatajg poprawnie po wykryciu ruchu przez kamerg.

Odtwarzanie klipow audio na gtosnikach lub w strefie gtosnika, gdy kamera wykryje ruch

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Za pomocg wtyczki serwera mozna konfigurowaé niestandardowe reguty automatyzujgce dziatania zwane
predefiniowanymi akcjami. W tym przyktadzie zostaty przedstawione instrukcje automatycznego odtwarzania
klipu dzwigekowego z gtosnika lub w strefie gtosnikéw, gdy kamera wykryje ruch.

Uwaga

Wymagania

e  Aplikacja AXIS Optimizer w wersji 4.6 lub nowszej na serwerze zdarzen oraz aplikacja Management

Client

® (o najmniej jeden dedykowany gtosnik Axis lub co najmniej jednio urzagdzenie Axis wyposazone we
wbudowane gtosniki

e (QOdtworzenie klipu audio w strefie gtosnikow wymaga prawidtowo skonfigurowanego systemu audio
AXIS Audio Manager Edge. Wiecej informacji znajduje sie w rozdziale

1. Przesyfanie klipu audio:

1.1.

1.2

Uwaga

Klipy audio, ktdre chcesz przesta¢ do gtosnikow, umiesé¢ w domysinym folderze C:\Users\Public
\Documents\AXIS Optimizer for Milestone XProtect - Audio Clips\.

W aplikacji Management Client wybierz kolejno opcje Site Navigation > AXIS Optimizer >
Speaker manager (Nawigacja po witrynie > AXIS Optimizer > Menedzer gtosnikow) i zaznacz
gtosnik, grupe urzadzen lub strefe gtosnikéw na liscie.

Aby uzyska¢ wigcej informacji o wigczaniu trybu AXIS Audio Manager Edge, zobacz .

1.3.
1.4.

PrzejdZ do menu Audio clips (Klipy audio) i kliknij + przed klipem, ktory chcesz przestac.

Bez trybu AXIS Audio Manager Edge powtorz czynnosci 1.2-1.3 dla kazdego gtosnika, z ktérego
chcesz odtwarza¢ klip audio. Upewnij si¢, ze do kazdego gtosnika przestany jest ten sam plik
audio.

2. Aby utworzy¢ predefiniowane ustawienia akcji umozliwiajgce odtworzenie klipu audio na gfosniku lub w
strefie gtosnika:

2.1.

2.2.

2.3.

Otworz menu Site Navigation > Rules and Events > Axis actions (Nawigacja po witrynie >
Requty i zdarzenia > Dziatania Axis).

Aby utworzy¢ predefiniowane dziatanie, przejdz do sekcji Audio clips (Klipy audio) i kliknij Add
new preset (Dodaj nowe gotowe ustawienie).

W trybie AXIS Audio Manager Edge przejdz do menu Select playback destination (Wybierz
miejsce docelowe odtwarzania).

Jezeli nie korzystasz z trybu AXIS Audio Manager Edge, przejdz do obszaru Select speaker
(Wybierz gtosnik).
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2.4, Wybierz gtosnik lub strefe gfosnika.

2.5.  Wybierz z listy klip audio przestany w kroku 1. Predefiniowane ustawienie akcji zostanie
zapisane automatycznie.

2.6. Kliknij opcje click to refresh (kliknij, aby od$wiezyc) lub nacisnij klawisz F5, aby odswiezy¢
konfiguracje serwera.

3. Aby utworzy¢ regufe:
3.1.  Otwdrz menu Site Navigation > Rules and Events > Rules (Nawigacja po witrynie > Reguty i
zdarzenia > Reguty).

3.2. Kliknij prawym przyciskiem myszy pozycje Rules (Reguty), wybierz polecenie Add Rule (Dodaj
regute) i wprowadz nazwe.

3.3. W polu Edit the rule description (Edytuj opis requty) kliknij opcje event (zdarzenie).

3.4.  Otwdrz menu Devices > Predefined Events (Urzadzenia > Wstepnie zdefiniowane zdarzenia) i
wybierz Motion Started (Aktywowane przez ruch).

3.5. W polu Edit the rule description (Edytuj opis requty) kliknij opcje devices/recording_server/
management_server.

3.6.  Wybierz kamere, ktéra ma wyzwala¢ prepozycje lub klip audio.
3.7.  Klikaj przycisk Dalej, az dotrzesz do punktu Step 3: Actions (Krok 3: dziatania).

3.8.  Wybierz dziatanie Axis: Play audio clip: <preset> (Axis: odtwarzaj klip audio: gotowe
ustawienie).

3.9. W polu Edit the rule description (Edytuj opis reguty) kliknij opcje preset (gotowe ustawienie).
3.10. Wybierz prepozycje utworzong przez siebie w poprzednim kroku.
3.11.  Kliknij przycisk Zakoncz.

4. Sprawdz, po wykryciu ruchu przez kamere jest prawidtowo odtwarzany klip audio.

Rozwigzywanie problemow z regutg

Jezeli regufa nie dziata, najpierw w komunikatach serwera zdarzen sprawdz, czy w ogole jest uruchomiona
ustuga zdarzen.

Mozna rowniez sprawdzi¢ dzienniki aplikacji AXIS Optimizer na serwerze zdarzen. Jezeli jest dostepna aplikacja
Management Client lub Smart Client, to wtasnie w nich mozna wigczy¢ dzienniki i je zapisywac.

Centralnie zarzgdzanie listami tablic rejestracyjnych

Funkcja menedzera list w programie AXIS Optimizer umozliwia centralne zarzadzanie listami tablic
rejestracyjnych wszystkich kamer réwnoczesnie. Listy elementéw dozwolonych, blokowanych i
niestandardowych mozna tworzy¢ bezposrednio w systemie VMS i tam nimi zarzgdza¢. System obstuguje
faczenie list. Oznacza to, ze mozna miec¢ globalng liste majgcg zastosowanie do wszystkich kamer w systemie
oraz listy lokalne, ktore dotyczg konkretnych kamer.

Centralne zarzgdzanie listami przydaje sie na przyktad wtedy, gdy trzeba zautomatyzowa¢ wjezdzanie na parking
i wyjezdzanie z parkingu albo otrzymywac alarm, gdy system zarejestruje okreslong tablice rejestracyjna.

Aby tworzy¢ i edytowac listy, trzeba by¢ administratorem. Uprawnienia odczytu i edycji mozna przyznac rdwniez
innym rolom — patrz rozdziat .

Tworzenie listy

Uwaga
Wymagania
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Aplikacja AXIS License Plate Verifier w wersji 1.8 lub nowszej uruchomiona na kamerach

a jesli chcesz utworzy¢ listy niestandardowe, potrzebujesz aplikacji AXIS License Plate Verifier w wersji
2.0 lub nowszej

W aplikacji Management Client wybierz kolejno opcje Site Navigation > AXIS Optimizer > License plate
lists (Nawigacja po witrynie > AXIS Optimizer > Listy tablic rejestracyjnych).

Zaznacz kamery, ktore chcesz dodac do list elementéw dozwolonych, blokowanych i niestandardowych.

(Opcjonalnie) Dodaj role uzytkownikow uprawnione do wyswietlania i edytowania list dozwolonych,
blokowanych i niestandardowych.

Dodaj tablice rejestracyjne do listy dozwolonych, blokowanych i niestandardowych.

Mozna réwniez zaimportowac istniejace listy tablic rejestracyjnych.

Zmiana statusu listy na Synchronized (Zsynchronizowana) oznacza, ze lista zostata wystana do
wybranych kamer.

Konfigurowanie uprawnien do list

Mozna wskazac¢ role uzytkownikoéw uprawnione do edytowania list elementow dozwolonych, blokowanych i
niestandardowych. Przydaje sie to na przyktad w sytuacjach, gdy administrator utworzyt listy, ale operatorzy
powinni mie¢ mozliwos¢ dodawania gosci zgodnie z biezagcymi potrzebami.

W aplikacji Management Client

Wszystkie uprawnienia do wyswietlania i edytowania list mozna konfigurowa¢ indywidualnie dla kazde;j listy.

1.
2.
3.

Przejdz do menu Security > Roles (Zabezpieczenia > Role) i wybierz role.
Przejdz do karty AXIS Optimizer.

Przejdz do pozycji Role settings > AXIS Optimizer > License plate lists (Ustawienia rdl > AXIS Optimizer
> Listy tablic rejestracyjnych).

Zaznacz opcje Read (Odczyt) w polu License plate lists (node) (Listy tablic rejestracyjnych) (wezet).

Wybierz liste w pozycji License plate lists (Listy tablic rejestracyjnych) i zaznacz Edit license plates

(Edytuj tablice rejestracyjne).

- Wersje starsze niz XProtect 2023 R2 mozna uzyska¢, przechodzac do menu MIP > AXIS
Optimizer > AXIS Optimizer Security > License plate lists (MIP > AXIS Optimizer >
Zabezpieczenia aplikacji AXIS Optimizer > Listy tablic rejestracyjnych) i wybierajgc polecenie
Edit license plate lists (Edytuj tablic rejestracyjnych).

Edytowanie listy

W aplikacji Management Client

1.

Wybierz kolejno opcje Site Navigation > AXIS Optimizer > License plate lists (Nawigacja po witrynie >
AXIS Optimizer > Listy tablic rejestracyjnych).

Zaznacz lokalizacje, ktorg chcesz edytowac.

Odpowiednio zaktualizuj liste Cameras (Kamery) lub License plates (Tablice rejestracyjne).
Zmiana statusu listy na Synchronized (Zsynchronizowana) oznacza, ze zmiany zostaty wystane do
wybranych kamer.

W aplikacji Smart Client

1.

Przejdz do aplikacji i kliknij przycisk License plate lists (Listy tablic rejestracyjnych).
Jesli nie widzisz karty, wybierz kolejno opcje Settings > Axis search options (Ustawienia > Opcje
wyszukiwania Axis) i kliknij opcje Show license plate tab (Pokaz karte tablic rejestracyjnych).

Zaznacz lokalizacje, ktorg chcesz edytowac.

Dodaj tablice rejestracyjne do listy dozwolonych, blokowanych i niestandardowych.
Mozna réwniez zaimportowac istniejgce listy tablic rejestracyjnych.
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Zmiana statusu listy na Synchronized (Zsynchronizowana) oznacza, ze lista zostata wystana do
wybranych kamer.

Importowanie listy

Listy mozna importowa¢ w kilka formatach tekstowych lub CSV.

®  Dozwolony format tekstowy: jedna tablica rejestracyjna w kazdym wierszu

® Dozwolone formaty CSV:
- Jedna tablica rejestracyjna w kazdym wierszu

- Dwa pola: tablica rejestracyjna i data
- Trzy pola: tablica rejestracyjna, wtasciciel i komentarz

- Cztery pola: tablica rejestracyjna, wtasciciel, komentarz i cigg ,Active” (Aktywny) lub ,Inactive”
(Nieaktywny) (taki sam format jak w przypadku eksportowania listy).

W aplikacji Management Client

1. Wybierz kolejno opcje Site Navigation > AXIS Optimizer > License plate lists (Nawigacja po witrynie >
AXIS Optimizer > Listy tablic rejestracyjnych).

2. Zaznacz lokalizacje, ktorg chcesz edytowac.

3. Przejdz do sekcji Allowed (Dozwolone), Blocked (Zablokowane) lub Custom (Niestandardowe).

4. Kliknij pozycje © a nastepnie wybierz opcje Import to allow list (Importuj do listy dozwolonych),
Import to block list (Importuj do listy blokowanych) lub Import to custom list (Importuj do listy
niestandardowych).

5. W oknie dialogowym Reset list (Resetuj liste):

- Kliknij Yes (Tak), aby usunag¢ wszystkie istniejgce tablice rejestracyjne i dodac do listy tylko
nowo zaimportowane tablice rejestracyjne.
- Kliknij No (Nie), aby scali¢ nowo zaimportowane tablice rejestracyjne z istniejgcymi tablicami
rejestracyjnymi na liscie.
W aplikacji Smart Client

1. Przejdz do aplikacji i kliknij przycisk License plate lists (Listy tablic rejestracyjnych).

Jesli nie widzisz karty, wybierz kolejno opcje Settings > Axis search options (Ustawienia > Opcje
wyszukiwania Axis) i kliknij opcje Show license plate tab (Pokaz karte tablic rejestracyjnych).

2. Zaznacz lokalizacje, ktorg chcesz edytowac.

3. Przejdz do sekcji Allowed (Dozwolone), Blocked (Zablokowane) lub Custom (Niestandardowe).

4. Kliknij pozycje © .a nastepnie wybierz opcje Import to allow list (Importuj do listy dozwolonych),
Import to block list (Importuj do listy blokowanych) lub Import to custom list (Importuj do listy
niestandardowych).

5. W oknie dialogowym Reset list (Resetuj liste):

- Kliknij Yes (Tak), aby usuna¢ wszystkie istniejgce tablice rejestracyjne i dodac do listy tylko
nowo zaimportowane tablice rejestracyjne.

- Kliknij No (Nie), aby scali¢ nowo zaimportowane tablice rejestracyjne z istniejgcymi tablicami
rejestracyjnymi na liscie.

Eksportowanie listy

Uwaga
Aby wyeksportowa¢ listy tablic rejestracyjnych, trzeba mie¢ uprawnienia administratora.

W aplikacji Management Client
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1. Wybierz kolejno opcje Site Navigation > AXIS Optimizer > License plate lists (Nawigacja po witrynie >
AXIS Optimizer > Listy tablic rejestracyjnych).

2. Zaznacz lokalizacje, ktorg chcesz edytowad.

3. Przejdz do sekcji Allowed (Dozwolone), Blocked (Zablokowane) lub Custom (Niestandardowe).

4. Kliknij pozycje © ,a nastepnie wybierz opcje Export to allow list (Eksportuj do listy dozwolonych),
Export to block list (Eksportuj do listy blokowanych) lub Export to custom list (Eksportuj do listy
niestandardowych).

Wyeksportowana lista ma format CSV z czterema polami: tablica rejestracyjna, wtasciciel, komentarz i
status Active (Aktywny) lub Inactive (Nieaktywny).

W aplikacji Smart Client
1. Przejdz do aplikacji i kliknij przycisk License plate lists (Listy tablic rejestracyjnych).

Jesli nie widzisz karty, wybierz kolejno opcje Settings > Axis search options (Ustawienia > Opcje
wyszukiwania Axis) i kliknij opcje Show license plate tab (Pokaz karte tablic rejestracyjnych).

2. Zaznacz lokalizacje, ktorg cheesz edytowad.

3. Przejdz do sekcji Allowed (Dozwolone), Blocked (Zablokowane) lub Custom (Niestandardowe).

4. Kliknij pozycje © a nastepnie wybierz opcje Export to allow list (Eksportuj do listy dozwolonych),
Export to block list (Eksportuj do listy blokowanych) lub Export to custom list (Eksportuj do listy
niestandardowych).

Wyeksportowana lista ma format CSV z czterema polami: tablica rejestracyjna, wtasciciel, komentarz i
status Active (Aktywny) lub Inactive (Nieaktywny).

Tu si¢ dowiesz wigcej o listach

* W programie mozna utworzy¢ kilka lokalizacji.

e Kazda lokalizacja jest powigzana z jedng lub kilkoma kamerami, na ktérych zainstalowano aplikacje AXIS
License Plate Verifier.

e Kazda lokalizacja jest skojarzona z jedng lub kilkoma rolami uzytkownikéw w systemie VMS. Rola
uzytkownika decyduje, kto moze czyta¢ i edytowac listy tablic rejestracyjnych.

o Wszystkie listy sg przechowywane w bazie danych VMS.
® Dodanie kamery do lokalizacji powoduje zastgpienie tablic rejestracyjnych juz istniejgcych w kamerze.
e Jezeli ta sama kamera wystepuje w kilku lokalizacjach, kamera otrzyma sume wszystkich list.

e Jezeli ta sama tablica rejestracyjna znajduje sie na kilku listach, obecno$¢ na liscie ,zablokowane" ma
najwyzszy priorytet, na liscie ,dozwolone" Sredni priorytet, a na liscie ,niestandardowe" najnizszy
priorytet.

* Dla kazdej tablicy rejestracyjnej mozna doda¢ informacje o wiascicielu pojazdu. Informacje te nie sg
jednak synchronizowane z kamerami.
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Uzywanie elementow sterujgcych urzqdzenia
Elementy sterujace operatora

Elementy sterujgce operatora umozliwiajg korzystanie z funkcji specyficznych dla kamery Axis bezposrednio z
aplikacji Smart Client. Dostepnos¢ funkcji zalezy od modeli kamer w systemie oraz od ich parametrow
technicznych. Oprécz elementéw sterujgcych instalowanych fabrycznie mozna tworzy¢ wtasne. Mozna réwniez
wskazag, ktorych elementdw operator bedzie miat prawo uzywac.

Oto kilka przyktadoéw elementéw sterujgcych operatora:

® Wiaczanie i wytgczanie wycieraczki

* Wiaczanie i wytaczanie ogrzewacza

* Wiaczanie i wytgczanie promiennika podczerwieni

*  Focus recall

* Wigczanie i wytaczanie trybu WDR

e Wigczanie i wytgczanie elektronicznej stabilizacji obrazu (EIS)

* Wigczanie i wytgczanie masek prywatnosci
Wigdcei informacji o elementach sterujacych operatora specyficznych dla kamery mozna znalez¢ w opisie
produktu.

Dostep do elementow sterujacych operatora

Uwaga
Wymagania
e Urzadzenia Axis z systemem operacyjnym AXIS OS w wersji 7.10, 7.40 lub nowszej (wersje 7.20 i 7.30 nie
obstuguja elementdw sterujgcych operatora).

1. W aplikacji Smart Client kliknij opcje Live (Na zywo) i przejdz do kamery Axis.
2. Kliknij przycisk B i wybierz funkcje, ktdrej cheesz uzywac.
Zapisywanie obszaru ostrosci kamery PTZ
Funkcja przywracania ostrosci umozliwia zapisywanie obszaréw ostrosci, do ktorych kamera PTZ bedzie wracac

automatycznie po dotarciu do danego fragmentu sceny. Jest to szczegdlnie przydatne w warunkach stabego
oSwietlenia, gdzie kamera normalnie miataby problemy z wyostrzeniem.

Aby obejrzec¢ ten film wideo, przejdz do internetowej wersji dokumentu.

1. W aplikacji Smart Client przesun kamere w miejsce, na ktore chcesz ustawi¢ ostrosc.

Uwaga
Podczas ustawiania obszaru ostrosci warunki oswietleniowe muszg by¢ dobre.

2. Wyostrz kamere.
3. Wybierz opcje Add Focus Recall Zone (Dodaj strefe przywracania ostrosci).
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Gdy pozniej obracisz lub pochylisz kamere, po czym przesuniesz widok na dany obszar, kamera automatycznie
przywrdci ostros¢ skonfigurowang wezesniej dla tego widoku. Nawet po przyblizeniu lub oddaleniu widoku
kamera zachowa t¢ samg pozycj¢ ostrosci.

Jezeli strefa jest niepoprawnie skonfigurowana, wybierz opcje Remove Focus Recall Zone (Usun strefe
przywracania ostrosci).

Automatyczne ustawianie ostrosci w kamerze

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

W kamerach z funkcjg autofokusu ostros¢ mozna regulowac recznie i mechanicznie, tak aby obraz pozostawat
zawsze wyostrzony na obszar zainteresowania mimo zmiany widoku.

Ustawianie autofokusa kamery PTZ

1. W aplikacji Smart Client wybierz widok kamery.

2. Kliknij przycisk B4, a nastepnie wybierz kolejno opcje Set Focus > AF (Ustaw ogniskowanie >
Automatyczne ogniskowanie).
Funkcja Focus Control (Sterowanie ostroscig) umozliwia przyblizanie i oddalanie punktu ostrosci:

- Aby wykonac duzy krok, kliknij duzy pasek.
- Aby dokona¢ niewielkiej zmiany, kliknij maty pasek.

Ustawianie autofokusa statopozycyjnej kamery typu box lub koputkowe;j

1. W aplikacji Smart Client wybierz widok kamery.

2. Kliknij przycisk B i wybierz opcje Autofocus (Automatyczne ogniskowanie).

Wiaczanie szybkiego osuszania lub wycieraczki

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Funkcja szybkiego osuszania pozwala koputce strzgsngc¢ z siebie nadmiar wilgoci. Koputka wpada w drgania o
wysokiej czestotliwosci, co powoduje przerwanie napiecia powierzchniowego wody i odpadniecie kropel. Dzieki
temu kamera moze rejestrowac ostre obrazy nawet w deszczowej pogodzie.

Aby wigczy¢ funkceje szybkiego osuszania
1. W aplikacji Smart Client wybierz widok kamery.
2. Kliknij przycisk B4, a nastepnie wybierz kolejno opcje PTZ > Speed Dry (PTZ > Szybkie osuszanie).

Wazne
Funkcja szybkiego osuszania jest dostepna tylko w kamerach AXIS z serii Q61.

Aby wiaczy¢ funkcje wycieraczki
Wycieraczka usuwa nadmiar wody i opad deszczu z obiektywdw kamer pozycjonujgcych Axis.

1. W aplikacji Smart Client wybierz widok kamery.
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2. Kliknij K.

Wazne
Funkcja wycieraczki jest dostepna tylko w kamerach AXIS z serii Q86.

Pomiar temperatury punktowe;j

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Jezeli w systemie znajduje sie kamera wyposazona w funkcje punktowego odczytu temperatury, mozna zmierzy¢
temperature bezposrednio w widoku kamery. Kamery AXIS z funkcjg punktowego odczytu temperatury to AXIS
Q1961-TE, AXIS Q2101-E oraz AXIS Q2901-E.

1. Przejdz do aplikacji Smart Client i otworz widok kamery wyposazonej w funkcj¢ punktowego odczytu
temperatury.

2. Aby zmierzy¢ temperature punktowa, kliknij i wybierz K:
- Measure spot temperature (Pomiar temperatury w punkcie) w przypadku AXIS Q2901-E.

- Enable temperature spot meter (Wtgcz termometr w punkcie) w przypadku AXIS Q1961-TE i
AXIS Q2101-E.

3. Kliknij dowolny obszar w widoku, a zobaczysz aktualng temperature w punkcie.
W przypadku modeli Q1961-TE i AXIS Q2101-E kliknij przycisk Done (Gotowe).

4. W przypadku modeli AXIS Q1961-TE oraz AXIS Q2101-E temperatura zmierzona w punkcie bedzie
wyswietlana na obrazie, chyba ze ustawienie to zostanie wytgczone:

- Wybierz 4 > Disable temperature spot meter (Wytgcz termometr w punkcie).

Uwaga
W przypadku stosowania zoomu cyfrowego wyniki pomiaréw temperatury mogg by¢ btedne.

Automatyczne przyblizanie i sledzenie ruchomego obiektu
Automatyczne sledzenie ruchu

Po wiaczeniu automatycznego sledzenia ruchu kamera automatycznie przybliza i Sledzi poruszajgce si¢ obiekty,

na przyktad pojazd lub osobe. Mozna wybra¢ obiekt do $ledzenia recznie lub skonfigurowa¢ obszary wyzwalania,
w ktdrych kamera bedzie wykrywata poruszajace sie obiekty. Kiedy kamera nie Sledzi obiektu, po 5 s powraca do
potozenia wyjsciowego.

e  Skonfiguruj obszary wyzwalajgce w interfejsie sieciowym kamery PTZ.

* W aplikacji Smart Client wida¢ nast¢pujgce elementy:
- Czerwony kwadrat: Sledzony obiekt.

- Niebieskie strefy: obiekty, ktdre nie sg Sledzone, ale mogg by¢, o ile wejdg do strefy wyzwalania
lub zostang kliknigte prawym przyciskiem myszy.

Konfigurowanie automatycznego sledzenia

Uwaga
Wymagania
e AXIS0S 120

® (o najmniej jedna kamera Axis obstugujaca funkcje Autotracking 2, na przyktad sieciowa kamera
koputkowa AXIS Q6075 PTZ Dome Network Camera
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1. Upewnij sie, ze kamera i urzagdzenia dostarczajgce metadane sa wtgczone.
2. Wybierz dla kamery opcje Metadata 1 (Metadane 1) i kliknij przycisk Settings (Ustawienia).

3. Wybierz kolejno opcje Metadata stream > Event data (Strumien metadanych > Dane zdarzen) i kliknij
przycisk Yes (Tak).

4. Kliknij przycisk Zapisz.

5. Skonfiguruj funkcje automatycznego $ledzenia w interfejsie sieciowym kamery PTZ.
Wiaczanie i wytaczanie automatycznego sledzenia

1. W aplikacji Smart Client kliknij przycisk K.

2. Wybierz opcj¢ Turn on autotracking (Wkgcz automatyczne sledzenie) lub Turn off autotracking
(Wytaez automatyczne $ledzenie).

Uwaga
Jezeli jest kilka opcji wtgczania [ wytgczania automatycznego $ledzenia, uzyj ostatniej opcji na liscie.

Reczne uruchamianie automatycznego sledzenia

Umieszczenie kursora myszy nad obiektem spowoduje wypetnienie nakfadki. Nastepnie kliknigcie prawym
przyciskiem myszy spowoduje ustawienie tego obiektu jako celu i kamera zacznie go $Sledzic. Jezeli obiektu nie
bedzie mozna juz $ledzi¢, kamera zresetuje sie po 5 s.

Kliknigecie prawym przyciskiem myszy poza niebieskimi polami zatrzymuje automatyczne $ledzenie.
Tworzenie niestandardowych elementow sterujacych operatora

1. W aplikacji Management Client wybierz kolejno opcje Site Navigation > AXIS Optimizer > Operator
controls (Nawigacja po witrynie > AXIS Optimizer > Elementy sterujace operatora).
Wybierz urzadzenie lub grupe urzadzen.

Kliknij polecenie Add new control (Dodaj nowy element sterujgcy).

Wypetnij pola Name (Nazwa) i Description (Opis).

o & L

Jezeli elementy sterujgce operatora maja by¢ dostepne tylko dla uzytkownikow z uprawnieniami
administracyjnymi, zaznacz opcje Administrator.

6. Dodaj adres URL oprogramowania VAPIX dla wybranego elementu sterujgcego.
Przyktad: Aby doda¢ do elementdw sterujgcych operatora funkcje Defog on (Wt kompensacja mgty),
wpisz adres URL: /axis-cgi/param.cgi?action=update&imageSource.IO.Sensor.
Defog=on.
Wiecej informacji na temat interfejsow APl urzadzen sieciowych Axis mozna znalez¢ .

7. Przejdz do aplikacji Smart Client i sprawdz, czy element sterujacy operatora dziata w oczekiwany sposob.
Konfigurowanie dostepu do elementow sterujacych operatora

Mozna wskaza¢ elementy sterujgce operatora, do ktérych operator bedzie miat dostep w aplikacji Smart Client.

1. W aplikacji Management Client wybierz kolejno opcje Site Navigation > AXIS Optimizer > Operator
controls (Nawigacja po witrynie > AXIS Optimizer > Elementy sterujace operatora).

2. Wybierz urzadzenie lub grupe urzadzen.

3. Zaznacz elementy sterujgce operatora, ktorych operatorzy bedg mogli uzywaé¢ w aplikacji Smart Client.
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Interakcja za poSrednictwem glosnikow
Menedzer gtosnikow

Menedzer gfosnikow integruje urzadzenia audio Axis z systemem VMS, umozliwiajgc w ten sposob dostep do
wszystkich funkcji tych urzadzen.

®  Dostep do gtosnikow wspotpracujgcych z kamerg
Podtgczanie kamer do gtosnikow lub grup gtosnikow oraz dostep do gtosnikow z okna podgladu na zywo.
Nie trzeba juz szuka¢ gtosnikdw recznie.

*  Wysytanie dzwieku do grupy gtosnikéw
Wystanie dzwieku do wielu gtosnikow jednym kliknieciem. Uzywanie grup juz zdefiniowanych w
systemie.

® Zarzadzanie klipami audio
Konfigurowanie lokalnej biblioteki klipéw audio oraz przesytanie klipéw audio do gfosnikow jednym
kliknieciem.

®  Bfyskawiczne interweniowanie w razie problemow z gfosnikami
Szybkie reagowanie na alarmy bez opuszczania Menedzera alarmow.

® Synchronizowanie dzwieku miedzy gto$nikami
Aby uzywa¢ systemu audio do odtwarzania muzyki w tle, warto skorzysta¢ z Menedzera gtosnikow,
poniewaz pomoze on skonfigurowac strefy na potrzeby synchronizowania dzwieku pomiedzy gtosnikami.

Tryb AXIS Audio Manager Edge

Tryb AXIS Audio Manager Edge umozliwia korzystanie ze wszystkich funkcji Menedzera gtosnikow w systemie
dzwiekowym AXIS Audio Manager Edge. W trybie AXIS Audio Manager Edge mozna fgczy¢ komunikaty
emitowane na zywo lub nagrane wczesniej z reklamami i muzyka w tle. tatwo jest tez zaplanowac¢ i
konfigurowa¢ cotygodniowe tresci.

Uwaga
W trybie AXIS Audio Manager Edge nie mozna uzywa¢ wbudowanych wyjs¢ audio kamery ani innych
niezgodnych urzgdzen dzwigkowych.

Tryb Access AXIS Audio Manager Edge

W aplikacji Management Client w Menedzerze gtosnikéw mozna wigczy¢ tryb AXIS Audio Manager Edge.

1. Wybierz kolejno opcje Site Navigation > AXIS Optimizer > Speaker manager (Nawigacja po witrynie >
AXIS Optimizer > Menedzer gtosnikow).

2. Wiacz tryb AXIS Audio Manager Edge.
Wiecej informacji o aplikacji AXIS Audio Manager Edge znajduje sie w jej instrukcji obstugi.
Uwaga

Tryb AXIS Audio Manager Edge mozna dowolnie wtaczac i wytaczac. Przetgczanie miedzy trybami nie
powoduje kasowania ustawien.

Wszystkie zmiany wprowadzone w AXIS Audio Manager Edge w widoku sieciowym wymagajg odswiezenia
listy lokalizacji.

e Wybierz kolejno opcje Site Navigation > AXIS Optimizer > Speaker manager (Nawigacja po witrynie >
AXIS Optimizer > Menedzer gtosnikdw) i kliknij G
Konfigurowanie gtosnikow
Od czego zacza¢

Aby rozpocza¢ uzywanie gfosnikow albo je skonfigurowac w trybie AXIS Audio Manager Edge, najpierw
skonfiguruj system odpowiednio do zgdanego trybu:
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®  Aby skonfigurowac gtosniki i przejs¢ do ich ustawien:
- Jezeli korzystasz z trybu AXIS Audio Manager Edge, patrz .
- W przeciwnym razie zobacz .
®  Aby przejs¢ do ustawien gtosnikow bezposrednio z widokow kamery w systemie VMS, patrz .

e Aby odtwarzac klipy audio z gtosnikéw, patrz .

Konfigurowanie gtosnikow i stref w trybie AXIS Audio Manager Edge

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Uwaga
Aby tryb AXIS Audio Manager Edge dziatat prawidtowo, do systemu VMS nalezy dodaé tylko lideréw
lokalizacji, urzgdzenia posredniczace dla zrodet przywotywania, odbiorcdw przywotan i autonomiczne
gtosniki.
Aby odtwarzac klipy dzwiekowe i mowi¢ na zywo, trzeba najpierw wtgczy¢ funkcje przywotywania w strefach.
1. W aplikacji Management Client wybierz kolejno opcje Site Navigation > Devices > Speakers (Nawigacja
po witrynie > Urzgdzenia > Glosniki), a nastepnie dodaj grupy urzadzen albo dodaj i usun gtosniki z
grup urzadzen.

2. Wybierz kolejno opcje Site Navigation > AXIS Optimizer > Speaker manager (Nawigacja po witrynie >
AXIS Optimizer > Menedzer gtosnikow) i wtgcz ustawienie AXIS Audio Manager Edge mode (Tryb
AXIS Audio Manager Edge).

Menedzer gtosnikdw wyszuka wszystkie gtosniki istniejgce w systemie VMS oraz wyswietli wszystkie
lokalizacje i strefy znane programowi AXIS Audio Manager Edge, ktérych mozna uzywaé w aplikacji
Smart Client.

3. Nalliscie lokalizacji zaznacz strefe z wytgczong funkcjg przywotywania.
4. Wybierz opcje Turn on paging for the zone (Wtacz przywotywanie w strefie).

Uwaga
Jezeli konfiguracja nie uda sie, sprawdz konfiguracje AXIS Audio Manager Edge i sprobuj ponownie.

Konfigurowanie gtosnikow bez uzywania trybu AXIS Audio Manager Edge

1. W aplikacji Management Client wybierz kolejno opcje Site Navigation > Devices > Speakers (Nawigacja
po witrynie > Urzgdzenia > Glosniki), a nastepnie dodaj grupy urzadzen albo dodaj i usun gtosniki z
grup urzadzen.

2. Wybierz kolejno opcje Site Navigation > AXIS Optimizer > Speaker manager (Nawigacja po witrynie >
AXIS Optimizer > Menedzer gtosnikow) i kliknij przycisk & .

2.1. W oknie Manage Side Panel (Zarzagdzaj panelem bocznym) zaznacz gtosniki, ktére majg by¢
wyswietlane w aplikacji Smart Client.

2.2.  Kliknij kolejno przyciski Add (Dodaj) i OK.
Gtosniki znajdujgce sie w panelu Visible (Widoczne) beda teraz wyswietlane w aplikacji Smart
Client wszystkim uzytkownikom majacym dostep do gfosnika.

3. Aby usung¢ gtosniki:
3.1.  Wybierz kolejno opcje Site Navigation > AXIS Optimizer > Speaker manager (Nawigacja po
witrynie > AXIS Optimizer > Menedzer gtosnikow) i kliknij przycisk &= .

3.2. W oknie Manage Side Panel (Zarzadzaj panelem bocznym) zaznacz gtosniki, ktére chcesz
usungc.
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3.3.  Kliknij kolejno przyciski Remove (Usun) i OK.

Kojarzenie kamery z gtosnikiem lub grupg urzadzen

Aby w aplikacji Smart Client w widoku kamery byt uzywany konkretny gtosnik, grupa urzadzen lub strefa, mozna
powigzac te obiekty z kamera.

1.

W aplikacji Management Client wybierz kolejno opcje Site Navigation > AXIS Optimizer > Speaker
manager (Nawigacja po witrynie > AXIS Optimizer > Menedzer gtosnikow) i zaznacz gtosnik, grupe
urzadzen lub strefe.

W oknie Associated cameras (Powigzane kamery) kliknij przycisk + i zaznacz kamery, z ktorymi chcesz
powigzac gtosnik, grupe urzadzen lub strefe.

Gdy kamera zostanie powigzana z gtosnikiem, grupg urzadzen lub strefg, w aplikacji Smart Client w widoku

kamery na pasku narzedzi pojawi sie ikona ¥ .

Przesytanie klipow audio do gtosnikow

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Aby odtwarzaé klipy audio z aplikacji Smart Client w gtosniku, grupie urzadzen lub strefie, trzeba najpierw
przesta¢ klipy do gtosnikdw za pomocg aplikacji Management Client.

1.

Klipy audio, ktdre chcesz przesta¢ do gtosnikow, umiesé¢ w domysinym folderze C:\Users\Public
\Documents\AXIS Optimizer for Milestone XProtect - Audio Clips\.

W aplikacji Management Client wybierz kolejno opcje Site Navigation > AXIS Optimizer > Speaker
manager (Nawigacja po witrynie > AXIS Optimizer > Menedzer gtosnikow) i zaznacz gtosnik, grupe
urzadzen lub strefe.

Przejdz do obszaru Audio clips (Klipy audio) i kliknij symbol + przed klipami, ktére chcesz przesta¢ do
gtosnikow.

Zmiana glosnosci

Tu opisano, jak zmieni¢ natezenie dzwigku emitowanego przez gtosniki.

1.

Jezeli uzywasz aplikacji AXIS Audio Manager Edge, wykonaj nastepujace czynnosci:

1.1. W aplikacji Management Client wybierz kolejno opcje Site Navigation > Speaker manager
(Nawigacja po witrynie > Menedzer gtosnikow) i upewnij sie, ze jest wtgczony tryb AXIS Audio
Manager Edge.

1.2. Wybierz lokalizacjg.

1.3. W aplikacji AXIS Audio Manager Edge skonfiguruj ustawienia dzwieku dla swoich urzadzen.
Wiecej informacji o zmianie gtosnosci urzadzen za pomoca oprogramowania AXIS Audio
Manager Edge znajdziesz w instrukcji obstugi aplikacji AXIS Audio Manager Edge.

W przeciwnym razie:

2.1. W aplikacji Management Client wybierz kolejno opcje Site Navigation > Speaker manager
(Nawigacja po witrynie > Menedzer gtosnikow) i zaznacz gtosnik, grupe urzadzen lub strefe.

2.2.  Przejdz do ustawienia Volume (Gtosnosc) i ustaw zgdany poziom gtosnosci.
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Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Odtwarzanie dzwigku przez gtosniki

1.

W aplikacji Smart Client wybierz kolejno opcje Live > MIP plug-ins > Axis speaker control (Na zywo >
Wtyczki kamer MIP > Sterowanie gtosnikami Axis), a nastepnie z listy rozwijanej wybierz gtosnik,
grupe urzadzen lub strefe.

Wysytanie dzwigku z mikrofonu do gtosnika:

2.1. W trakcie mowienia trzymaj wcisniety przycisk ¥ .
Upewnij sig, ze wskaznik gtosnosci mikrofonu pokazuje aktywnos¢ gtosowa.

Odtwarzanie klipu audio przez gtosnik:
3.1. Przejdz do obszaru Media clip (Klip multimedialny) i wybierz klip audio z listy rozwijane;.

3.2.  Aby rozpocza¢ odtwarzanie klipu audio przez wybrany gtosnik, kliknij polecenie Play (Odtworz).

Odtwarzanie dzwigku przez gtosniki w widoku kamery

W aplikacji Smart Client przejdz do widoku kamery.
Jezeli istnieje powigzanie z gfosnikiem, grupg urzadzen lub strefg, na pasku narzedzi bedzie widoczna

ikona \!’

Kliknij przycisk \!’ , aby otworzy¢ okno Axis speaker control (Sterowanie gtosnikami Axis).
Wysytanie dzwieku z mikrofonu do gtosnika:
4.1. W trakcie méwienia trzymaj wcisniety przycisk \!’
Upewnij sig, ze wskaznik gtosnosci mikrofonu pokazuje aktywnos¢ gtosowa.
Odtwarzanie klipu audio przez gtosnik:
5.1. Przejdz do obszaru Media clip (Klip multimedialny) i wybierz klip audio z listy rozwijane;.

5.2.  Aby rozpoczg¢ odtwarzanie klipu audio przez wybrany gtosnik, kliknij polecenie Play (Odtworz).

Automatycznie zapisze on zaktadke z informacjg o tym, kto i z jakiego urzgdzenia odtwarzat dane nagranie
foniczne. Aby wyszuka¢ zaktadki nagran fonicznych:

1.
2.
3.

W aplikacji Smart Client kliknij przycisk Search (Szukaj).
Wybierz przedziat czasu oraz jedng lub kilka kamer.

Kliknij przycisk Search for > Bookmarks > New search (Szukaj > Zaktadki > Nowe wyszukiwanie).

Zarzgdzanie osobami odwiedzajgcymi

Wtyczka interkomu

Domofony sieciowe Axis faczg w jednym urzadzeniu funkcje komunikacyjne, dozoru wizyjnego i zdalnej kontroli
wejscia. Aplikacja AXIS Optimizer utatwia konfiguracje i korzystanie z domofonow Axis we wspotpracy z
systemem VMS. Umozliwia na przyktad odbieranie potgczen i otwieranie drzwi.
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Konfigurowanie interkomu

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Rygiel drzwiowy zwykle dofgcza sie do pierwszego przekaznika w domofonie. Aplikacja AXIS Optimizer okresdla
port wyjsciowy na podstawie informacji Usage (Wykorzystanie). Bedzie to pierwszy port, w ktérym ustawienie
Usage = Door (Zastosowanie = Drzwi) (domysinie przekaznik RELAY1).

Uwaga

Wymagania

Uwaga

Interkom Axis
Mikrofon podtgczony do komputera odbierajgcego potaczenia

Inteligentny klient skonfigurowany i uruchomiony

W wersji 5.0.X.X i nowszych aplikacji AXIS Optimizer stosowana jest inna metoda konfiguracji interkomow w
VMS niz we wczesniejszych wersjach. Urzadzenia metadanych mozna uzywac¢ do wykrywania pofgczen
zamiast wejscia 1. Starsza metoda konfiguracji jest nadal obstugiwana, jednak w przypadku nowych instalacji
zalecamy uzywanie nowszej metody.

1.

© © N o

Zainstaluj najnowszg wersje aplikacji AXIS Optimizer na wszystkich urzadzeniach klienckich, na ktérych
majg by¢ odbierane potgczenia i kontrolowane drzwi.

Zaloguj sie w aplikacji Management Client.
Dodaj interkom Axis do serwera zapisu.

W aplikacji Management Client wigcz wszystkie potrzebne urzagdzenia. Aby madc odbiera¢ pofgczenia w
aplikacji Smart Client, potrzebujesz nastepujgcych elementow:

- Kamera 1

- Mikrofon

- Gtosnik

- Metadane

- Wejscie 2 (opcjonalne, jesli interkom na porcie 2 ma podtgczony przekaznik zabezpieczajacy)

- Wyjscie podtgczone do drzwi. Jesli wiesz, ktdre wyjscie jest potgczone z drzwiami, wybierz
wiasnie je. Jezeli nie wiesz, wybierz wszystkie wyjscia.

Przejdz do menu Site Navigation > Devices > Metadata (Nawigacja po witrynie > Urzgdzenia >
Metadane), a nastepnie wybierz urzgdzenie metadanych dla instalowanego interkomu.

Kliknij przycisk Settings (Ustawienia).

Ustaw w opcji Event data (Dane zdarzenia) wartos¢ Yes (Tak).
Kliknij przycisk Zapisz.

Jesli wejscie 2 zostato wigczone, trzeba je takze skonfigurowac.

9.1. Przejdz do menu Site Navigation > Devices > Input (Nawigacja po witrynie > Urzadzenia >
Wejscie) i wybierz Input 2 (Wejscie 2).

9.2.  Kiliknij kolejno opcje Events (Zdarzenia) i Add (Dodaj).

9.3.  Zaznacz opcje Input Falling event (Zdarzenie Spadek sygnatu wejscia) i dodaj to wejscie do
wigczonych wejsé. Powtorz te czynnosci dla opcji Input Rising event (Zdarzenie Wzrost sygnatu
wejscia).
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9.4.  Kliknij przycisk Zapisz.
10. Aby skonfigurowa¢ uprawnienia dla okreslonych rol, zobacz .
1. .

Ustawianie uprawnien dla interkomu

Aby mozna byto obstugiwac potgczenia, trzeba najpierw wigczy¢ uprawnienia.

1. Wybierz kolejno opcje Site Navigation > Security > Roles (Nawigacja po witrynie > Zabezpieczenia >
Role).

2. Wybierz role.
3. Przejdz do okna Overall Security (Ogdlna ochrona).

4. Upewnij sie, ze kazda grupa zabezpieczen ma ustawione wymagane uprawnienia. Przejdz do okna
Hardware (Sprzet) i wybierz opcje Driver commands (Polecenia sterujace).

5. Aby ustawi¢ uprawnienia na poziomie systemu, przejdz do okna Overall Security (Ogdlna ochrona).
Aby ustawi¢ uprawnienia na poziomie urzgdzenia, przejdz do okna Device (Urzadzenie).

6. Ustaw uprawnienia dla grup zabezpieczen:

6.1.  Przejdz do okna Cameras (Kamery). Wybierz kolejno Read (Odczyt) i View live (Podglad na
zywo).

6.2. Przejdz do okna Microphones (Mikrofony). Wybierz kolejno Read (Odczyt) i Listen (Stuchanie).

6.3. W sekcji Overall Security (Ogolna ochrona) przejdz do okna Speakers (Gtosniki). Wybierz opcje
Read (Odczyt) i Speak (Mowienie).
W oknie Device (Urzadzenie) przejdz do ustawienia Speakers (Gtosniki) i zaznacz wartos¢ Read
(Odczyt). Nastepnie przejdz na karte Speech (Mowa) i wybierz Speak (Mowienie).

6.4. PrzejdZ do okna Metadata (Metadane). Wybierz opcje Read (Odczyt) i Live (Na zywo).
6.5.  Przejdz do okna Input (Wejscie). Wybierz opcje Read (Odczyt).
6.6.  Przejdz do opcji Output (Wyjscie). Wybierz opcje Read (Odczyt) i Activate (Aktywacja).

Aby przypisa¢ uprawnienia kontrolujgce, ktérzy operatorzy moga obstugiwac potaczenia z konkretnych
interkomow:

1. Dla urzagdzenia metadanych 1 konkretnego interkomu wybierz opcje Read (Odczyt).

2. Wyczys¢ to uprawnienie dla wszystkich pozostatych rol. Uzytkownicy niemajgcy uprawnien nie beda
mogli odbiera¢ potgczen.

Aby przegladac¢ histori¢ potaczen, potrzebujesz dodatkowych uprawnien.

1. Aby ustawi¢ uprawnienia na poziomie systemu, przejdz do okna Overall Security (Ogolna ochrona).
Aby ustawi¢ uprawnienia na poziomie urzadzenia, przejdz do okna Device (Urzadzenie).

2. Wybierz ponizsze uprawnienia dla grup zabezpieczen:

2.1.  Przejdz do okna Cameras (Kamery). Wybierz opcje Playback (Odtwarzanie) i Read sequences
(Odczyt sekwencji).

2.2.  Przejdz do okna Microphones (Mikrofony). Wybierz opcje Playback (Odtwarzanie) i Read
sequences (Odczyt sekwencji).

2.3.  Przejdz do okna Speakers (Gtosniki). Wybierz opcje Listen (Stuchanie), Playback (Odtwarzanie)
i Read sequences (Odczyt sekwencji).

Wykonywanie pofaczenia testowego

1. W aplikacji Smart Client wybierz kolejno opcje Settings > Axis intercom options (Ustawienia > Opcje
interkomu Axis).

2. Kliknij przycisk Pofaczenie testowe.
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AXIS Optimizer

3. Wybierz interkom i kliknij Make call (Wykonaj potgczenie).

Eliminacja echa w trakcie potaczen

Funkcja push-to-talk umozliwia przesytanie dzwieku przez interkom tylko w jednym kierunku naraz. Jezeli
stucha¢ echo w trakcie potgczenia, mozesz wigczy¢ funkcje push-to-talk.

Aby wtaczy¢ Push-to-talk:

e W aplikacji Smart Client wybierz kolejno opcje Settings (Ustawienia) > Axis intercom options (Opcje
interkomu Axis).

®  Przejdz do menu Call (Potaczenie) i wybierz Push-to-talk.
Sterowanie interkomem za pomocg podgladu na zywo

Dla kazdego domofonu i widoku domofonu kliknij opcje

, aby szybko przeja¢ kontrole nad urzagdzeniem.
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Jak...?

Instrukcje

Uwagi

Otwieranie zamka

Kliknij kolejno opcje

> Access (Dostep) lub Extended
access (Rozszerzony dostep).

Po odblokowaniu zamka nie mozna
klikng¢ polecenia Access (Dostep)
ani Extended access (Dostep
rozszerzony).

Sprawdzanie, czy drzwi sg
zablokowane, czy odblokowane

Kliknij opcje

i przeczytaj status na dole menu.
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Jak...?

Instrukcje

Uwagi

Porozmawiac z osobg stojaca
przed interkomem

Kliknij

> Start call (Rozpocznij
potaczenie).

Zostanie otwarte okno potgczenia i
system nawigze dwukierunkowg
komunikacje z interkomem.

Sprawdzanie, kto fgczyt sie wczoraj

Kliknij

> Call history (Historia potgczen).

Zostanie wyswietlona lista
potaczen wykonanych z biezgcym
interkomem.

Odbieranie potaczenia z okna podgladu na zywo

Gdy osoba odwiedzajgca nacisnie przycisk potgczenia na interkomie, na kazdym uruchomionym inteligentnym
kliencie zostanie wyswietlone okno pofgczenia. Zmiana rozmiaru okna pofgczenia automatycznie spowoduje
wybor odpowiedniego widoku z kamery, na przyktad widoku korytarza lub widoku poziomego.

Jak...?

Instrukcje

Uwagi

Odebra¢ potgczenie

Kliknij przycisk Akceptuj

Zostanie otwarty dwukierunkowy
kanat audio miedzy operatorem a
osobg przy interkomie.

Przekierowac pofgczenie do innego
operatora, poniewaz jestem
zajety/-a

Zamknij okno, klikajac przycisk X

Gdy odrzucisz pofaczenie, inny
operator moze je odebrac¢ na
innym urzadzeniu klienckim

Interkom bedzie emitowat sygnaty
dzwiekowe i Swietlne do momentu,
az ktos odbierze pofgczenie. Jezeli
przez dtuzszy czas potaczenie nie
zostanie odebrane, w historii
potaczen otrzyma status
nieodebrane.

Odrzuci¢ potaczenie, poniewaz
drzwi zostaty juz otwarte po

Kliknij przycisk Odrzu¢

Odrzucenie pofgczenia powoduje
automatyczne zamkniecie jego
okna na innych urzadzeniach
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Jak...?

Instrukcje

Uwagi

wizualnym potwierdzeniu i nie
musz¢ rozmawiac z tg osobg

Odrzuci¢ potaczenie, poniewaz nie
chce rozmawiac z niepozagdanym
gosciem

klienckich. Zaden inny operator nie
moze odebra¢ potaczenia.

Interkom przestaje wysyta¢ sygnaty
dzwiekowe i Swietlne, po czym
okno potaczenia sie zamyka. W
historii pofgczen potaczenie
otrzymuje status odebrane.

Otwieranie drzwi

Kliknij opcje Dostep

Zamek interkomu zostanie otwarty
na 7 s. Aby okresli¢ czas, przez jaki
drzwi pozostajg otwarte:

1. W aplikacji Smart Client
wybierz kolejno opcje
Settings > Axis intercom
options > Door access
(Ustawienia > Opcje
interkomu Axis > Dostep
przez drzwi).

2. Zmien warto$¢ w polu Czas
dostepu.

Tymczasowo zatrzymac
przekazywanie dzwieku od
operatora do interkomu.

Kliknij polecenie Wycisz

Rozmowa z gosciem, gdy wtgczona
jest funkcja push-to-talk.

Kliknij Talk (Rozmawiaj)

Zwolnij przycisk rozmowy, aby
stucha¢ goscia.

Zakoncz potaczenie.

Kliknij przycisk Roztgcz

Zgodnie z domysinym ustawieniem
automatycznego zamykania okno
potgczenia zamyka si¢ po
odrzuceniu lub roztgczeniu
potaczenia.

Aby zmieni¢ domysine zachowanie
okna pofaczenia:

1. W aplikacji Smart Client
wybierz kolejno opcje
Settings > Axis intercom
options > Call (Ustawienia
> Opcje interkomu Axis >
Potaczenie).

2. Wyczys¢ opcje Auto-close
window (Automatycznie
zamknij okno).

Wyswietlanie wielu kamer w oknie potaczenia

W oknie potgczenia mogg by¢ wyswietlane rdwnoczesnie nawet trzy kamery. Oznacza to, ze w jednym oknie
potaczenia mozna widzie¢ strumien wideo z interkomu oraz dodatkowo strumienie wideo z dwoch innych kamer.
Jest to przydatne na przyktad wtedy, gdy chcesz widzie¢ doreczyciela i jednoczesnie obszar wokot drzwi, przy

ktorych stoi ta osoba.

Aby skonfigurowa¢ wyswietlanie wielu kamer w oknie pofgczenia:
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1. W aplikacji Smart Client wybierz kolejno opcje Settings > Axis intercom options (Ustawienia > Opcje
interkomu Axis). Otwdrz menu Call > Intercom settings (Potgczenie > Ustawienia interkomu).

2. Otworz menu Selected device (Wybrane urzadzenie) i wybierz urzadzenie, ktore cheesz skonfigurowac.

3. Przejdz do pozycji Multiple cameras (Wiele kamer). Wybierz, ktory interkom ma by¢ widoczny w oknie
potgczenia jako camera 1 (kamera 1).

4. Wybierz skojarzone kamery, ktore majg by¢ widoczne jako camera 2 (kamera 2) i camera 3 (kamera 3)
w oknie potgczenia, gdy zadzwoni interkom.

5. Zamknij okno Intercom settings (Ustawienia interkomu).
Akcje okna wywotania

Akcje okna pofgczenia umozliwiajg konfigurowanie zdarzen zdefiniowanych przez uzytkownika, ktore sg
powigzane z requtami w silniku requt XProtect. To, ktore zdarzenia uzytkownik moze konfigurowa¢ i z ktérych
moze korzystac¢, zalezy od roli.

Aby skonfigurowac akcje w oknie potaczenia:

1. W aplikacji Smart Client wybierz kolejno opcje Settings > Axis intercom options (Ustawienia > Opcje
interkomu Axis).

2. Otworz menu Call > Intercom settings (Potaczenie > Ustawienia interkomu).
Otworz menu Selected device (Wybrane urzadzenie) i wybierz urzadzenie, ktére chcesz skonfigurowad.

4. Przejdz do menu Call window actions (Akcje okna potaczenia), aby wybra¢ akcje okna potgczenia,
ktorych chcesz uzywac.

Istniejg dwa typy akcji okna potaczenia:
e Access button action (Akcja przycisku dostepu): Skonfigurowanie akgji przycisku dostepu umozliwia

zastapienie domysinej akcji przycisku Access (Dostep). Mozna na przyktad skonfigurowaé otwieranie
zestawu drzwi za pomoca przycisku Access (Dostep).

e Custom action (Akcja niestandardowa): Po skonfigurowaniu akeji niestandardowej w oknie wywotania
wyswietlany jest przycisk. Klikajgc ten przycisk, mozesz uruchomi¢ akcje niestandardowa. Akcja
niestandardowa to akcja, ktora niekoniecznie jest zwigzana z dostepem do drzwi, np. wysyfanie
wiadomosci e-mail, wyzwalanie alarmow lub rozpoczynanie ciggtego nagrywania.

Wyswietlanie strony w oknie potgczenia

Podczas korzystania z urzagdzenia AXIS 18307-VE Network Intercom mozna wyswietla¢ strony w oknie

potaczenia. Jest to przydatne do wyswietlania informacji, na przyktad mapy lub godzin otwarcia, osobie stojacej
przed interkomem.

Najpierw skonfiguruj te strony w interfejsie WWW interkomu, patrz AXIS 18307-VE Network Intercom.
W przypadku potgczenia przychodzacego z interkomu:

1. Kliknij Show page (Pokaz strone), aby wyswietli¢ okno dialogowe zawierajgce wszystkie skonfigurowane
strony w urzadzeniu.

2. Kliknij Load previews (Zataduj podglady), aby wyswietli¢ podglad wszystkich stron.
Aby wyswietli¢ podglad jednej skonfigurowanej strony, najedz kursorem na strone i kliknij ikong obrazu.

3. Kliknij skonfigurowang strone, aby wyswietli¢ jg na interkomie.

Mozna ustawi¢ okno potaczenia tak, aby wyswietlato zaréwno obraz z kamery interkomu, jak i strone przy uzyciu
réznych powigzanych kamer, tj. kamera 1 bedzie wyswietla¢ obraz z kamery, a kamera 2 bedzie wyswietla¢
strone, patrz .

Pamietaj, ze po zakoniczeniu potgczenia strona zostanie zamkni¢ta. Powtorz powyzsze kroki, aby wyswietli¢
stron¢ podczas nowego potaczenia.

40


https://help.axis.com/axis-i8307-ve#display-configuration

Filtrowanie wedtug numeréw wewngtrznych

Domyslinie wszystkie komputery podfgczone do interkomu odbierajg potgczenia. Dodajac rozszerzenia potaczen i
filtrujgc je w VMS, mozna skonfigurowac interkomy tak, aby kierowaty pofgczenia do okreslonych klientéw
Smart Client w VMS. Mozna konfigurowa¢ harmonogramy przekierowywania pofgczen i dodawa¢ kontakty
rezerwowe. Mozna rowniez przekierowywac pofgczenia do kontaktow opartych na protokole SIP i dodawac je
jako kontakty rezerwowe.

W interfejsie WWW interkomu
1. Przejdz do pozycji Communication > SIP (Komunikacja > SIP).

2. Wybierz opcje Enable SIP (Wigcz SIP).

3. Kliknij przycisk Zapisz.

4. Przejdz do pozycji Communication > VMS Calls (Komunikacja > Pofgczenia VMS).
5

Sprawdz, czy jest wtgczona opcja Allow calls in the video management system (VMS) (Zezwalaj na
potgczenia w systemie zarzgdzania obrazem (VMS)).

6. Przejdz do pozycji Communication > Contact list (Komunikacja > Lista kontaktow).

7. W obszarze Recipients (Odbiorcy) kliknij —I_ , aby doda¢ nowy kontakt. Wprowadz informacje o
nowym kontakcie i kliknij przycisk Save (Zapisz). Mozna dodac kilka kontaktow.
- W polu SIP address (Adres SIP) wprowadz VMS CALL:<extension> (VMS_CALL: nr_
wewnetrzny). Zastap element <extension> (nr_wewnetrzny) nazwg numeru wewnetrznego
kontaktu, na przyktad ReceptionA.

- Aby skonfigurowac harmonogram dla kontaktu, wybierz jego Availability (Dostepnosc).

- Mozesz dodac kontakt rezerwowy, ktory odbierze potaczenie, jezeli zaden z pierwotnych
kontaktow nie odpowiada, na przyktad ReceptionB.

8. Przejdz do pozycji Communication > Calls (Komunikacja > Potaczenia).

9. W przypadku urzadzen z oprogramowaniem uktadowym AXIS OS w wersji wczesniejszej niz 11.6 wytacz
opcje Make calls in the video management system (VMS) (Wykonuj potgczenia w systemie zarzadzania
obrazem (VMS)).

10. W polu Recipients (Odbiorcy) usun kontakt VMS i dodaj kontakt nowo utworzony.
W aplikacji Management Client

Zalecamy skonfigurowanie interkoméw w VMS do korzystania z urzgdzenia metadanych do wykrywania
potgczen. Patrz .

W aplikacji Smart Client
Skonfiguruj rozszerzenie potgczenia dla kazdego uzytkownika, ktéry powinien odbiera¢ pofgczenia. Ustawienie
jest przechowywane na poziomie uzytkownika. Oznacza to, ze uzytkownik bedzie odbierat potgczenia niezaleznie
od uzywanego komputera.

1. Zaloguj si¢ do Smart Client jako uzytkownik, ktéry ma odbiera¢ potgczenia.

2. Wybierz kolejno opcje Settings > Axis intercom options (Ustawienia > Opcje interkomu Axis).

3. W obszarze Call > Call extension (Potgczenie > Nr wewnetrzny) wprowadz nazwe numeru
wewnetrznego kontaktu, na przyktad ReceptionA. Od tej chwili uzytkownik bedzie teraz odbierat
potgczenia tylko wtedy, gdy nr wewnetrzny bedzie zgodny z wartoscig filtra.

Jezeli chcesz dodac¢ kilka nazw numerow wewnetrznych, oddziel je srednikiem, na przykfad
ReceptionA;ReceptionC

Wyswietlanie historii potgczen

W historii potagczen mozna przejrze¢ odebrane i nieodebrane potgczenia oraz zdarzenia odryglowania drzwi.
Mozna wybiera¢ sposrod potgczen oraz oglgda¢ odnosny film przeznaczony do odtwarzania, jesli jest dostepny.

1. Na inteligentnym kliencie przejdz do widoku interkomu.
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2. Kliknij

> Call history (Historia potgczen).

Uwaga
Historia potaczen zawiera maksymalnie 39 potgczen i 1000 rekordow dziennika dostepu. Limit liczby
potaczen moze by¢ jeszcze obnizony, jesli rozmowa jest czesto wyciszana.

Aby rejestrowac zdarzenia odblokowania drzwi, nalezy ustawi¢ czas przechowywania (w dniach) dla
interkomu Axis:

1. W aplikacji Management Client wybierz kolejno opcje Tools > Options > Alarm and Events > Event
retention (Narzgdzia > Opcje > Alarmy i zdarzenia > Przechowywanie zdarzen).

2. Ustaw czas w opcjach Output Activated (Wyjscie aktywowane) i Output Deactivated (Wyjscie
dezaktywowane).

Wyfaczanie mikrofonu przy braku aktywnego pofaczenia

Gdy nie przychodzg zadne pofgczenia do interkomu Axis, mozna wyfgczy¢ mikrofon. Mikrofon wigczy sie po
zaistnieniu aktywnego pofgczenia.

Uwaga
Do wytgczenia mikrofonu trzeba mie¢ uprawnienia administratora.

1. W aplikacji Smart Client wybierz kolejno opcje Settings (Ustawienia) > Axis intercom options (Opcje
interkomu Axis).
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2. Zaznacz opcje Turn off intercom microphone when no active call (Wytacz mikrofon interkomu w razie
braku aktywnych potgczen).

Generowanie alarmu po sitowym otwarciu drzwi

Jezeli drzwi majg przekaznik zabezpieczajgcy (wejscie 2), naktadka drzwi w oknie potgczenia na inteligentnym
kliencie pokazuje moment otwarcia lub zamknigcia drzwi. Oznacza to, ze gdy ktos otworzy drzwi sitg w czasie,
gdy sg one zablokowane, mozna otrzymac o tym alarm.

Uwaga
Aby mozna byto odebra¢ taki alarm, musi by¢ uruchomiony przynajmniej jeden inteligentny klient.

Aby skonfigurowa¢ alarm:

1. W aplikacji Smart Client wybierz kolejno opcje Settings > Axis intercom options > Administrator
options (Ustawienia > Opcje interkomu Axis > Opcje administratora).

2. Zaznacz opcje Trigger an alarm when a door has been forced open (Wyzwalaj alarm po sitowym
otwarciu drzwi).

Wiaczanie alarmu w przypadku zbyt dtugiego otwarcia drzwi

Jezeli drzwi majg przekaznik zabezpieczajacy (wejscie 2), naktadka drzwi w oknie potaczenia na inteligentnym
kliencie pokazuje moment otwarcia lub zamknigcia drzwi. Oznacza to, ze gdy kto$ otworzy drzwi i zbyt dfugo
pozostang one otwarte, zostanie wygenerowany alarm.

Uwaga
Aby mozna byto odebra¢ taki alarm, musi by¢ uruchomiony przynajmniej jeden inteligentny klient.

Aby skonfigurowa¢ alarm:

1. W aplikacji Smart Client wybierz kolejno opcje Settings > Axis intercom options > Administrator
options (Ustawienia > Opcje interkomu Axis > Opcje administratora).

2. Wybierz opcje Trigger an alarm when a door has been open longer than (s) (Wyzwalaj alarm, gdy
drzwi pozostajg otwarte dtuzej niz (s)).

3. Wpisz, po jakim czasie otwarcia drzwi ma by¢ emitowany alarm.
Blokowanie odbierania potaczen w aplikacjach klienckich

Administrator moze okresli¢, ze klienty nie bedg odbieraty zadnych potaczen. Wtedy gdy ktos wykonuje
potaczenie, na danym kliencie nie otworzy sie okno pofgczenia.

1. W aplikacji Smart Client wybierz kolejno opcje Settings > Axis intercom options > Call (Ustawienia >
Opcje interkomu Axis > Pofaczenie).

2. Wyczysé pole wyboru Receive calls on this client (Odbieraj potaczenia na tym kliencie).
Wizualizacja dzwieku
Widok mikrofonu

W systemie mozna wizualizowa¢ dzwiek, dodajac jeden lub kilka widokéw mikrofonu do Smart Client. Nastepnie
mozna monitorowa¢ dzwiek zarowno w podgladzie na zywo, jak i z odtworzenia. Za pomocg funkcji wykrywania
dzwieku w urzgdzeniu Axis mozna sprawdzi¢, kiedy poziomy dzwigeku podnoszg sie powyzej okreslonego
poziomu. Typowe przypadki uzycia tej funkcjonalnosci obejmuja:
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Uwaga
Wymagania
e VMS Smart Client w wersji 2020 R2 lub nowsze;j.

Konfiguracja VMS dla widoku mikrofonu

1. Ustaw poziomy detekg;ji:

1.1 Na kliencie zarzgdzania wybierz kolejno opcje Site Navigation > AXIS Optimizer > Device
assistant (Nawigacja po witrynie > AXIS Optimizer > Asystent urzadzen) i wybierz urzadzenie.

1.2. Otwarz ustawienia opcji Detectors (Detektory). Sposdb otwierania tych ustawien zalezy od
wersji oprogramowania urzadzenia.

1.3. Przejdz do menu Audio detection (Wykrywanie dzwigku) i dostosuj Input 1 sound level
(Poziom sygnatu dzwigkowego 1) do swoich potrzeb.

2. Pobieranie zdarzen z kamery do systemu VMS:

2.1. W kliencie zarzadzania wybierz kolejno opcje Site Navigation > Devices > Microphones
(Nawigacja po witrynie > Urzgdzenia > Mikrofony).

2.2. Kliknij swdj mikrofon, a nastepnie kliknij opcje Events (Zdarzenia).
2.3.  Dodaj zdarzenia Audio Falling (Opadanie dzwigku) i Audio Rising (Wznoszenie dzwigku).

3. Ustaw okres przechowywania w systemie metadanych dotyczacych wykrytych dzwigkow:

3.1. Przejdz do menu Tools > Options > Alarm and Events > Device events (Narzedzia > Opcje >
Alarm i zdarzenia > Zdarzenia urzadzenia).

3.2.  Znajdz Audio Falling (Opadanie dzwigku) i ustaw czas przechowywania.
3.3. Znajdz Audio Raising (Wznoszenie dzwigku) i ustaw czas przechowywania.

4. Sprawdz, czy zapis dzwigku zostat skonfigurowany. Mozna ustawi¢ ciggte nagrywanie dzwigku lub
utworzy¢ reguty nagrywania na podstawie zdarzen opadania lub wznoszenia dzwigku.

5. Powtorz kroki opisane wyzej dla kazdego mikrofonu, ktérego chcesz uzywa¢ z widokiem mikrofonu.
6. W narzgdziu Smart Client przejdz do Settings > Timeline > Additional data (Ustawienia > O$ czasu >
Dodatkowe dane) i wybierz opcje Show (Pokaz).
Dodawanie widoku mikrofonu do aplikacji Smart Client

1. Otworz narzedzie Smart Client i kliknij opcje Setup (Ustawienia).

Przejdz do obszaru Views (Widoki).

Kliknij polecenie Create new view (Utwadrz nowy widok) i wybierz format.

Przejdz do menu System overview > AXIS Optimizer (Przeglad systemu > AXIS Optimizer).
Kliknij opcje Microphone view (Widok mikrofonu) i przeciagnij jg do widoku.

Wybierz mikrofon.

N o o k& D

Kliknij opcje Setup (Ustawienia).
Korzystanie z widoku mikrofonu

® Podglad na zywo
- Poziomy dzwieku sg wyswietlane w formie wykresu stupkowego; po prawej stronie jest widoczny
biezacy poziom, a po lewej — do 60 sekund historii.

- Kliknij w widoku, aby stucha¢ dzwieku z mikrofonu.

- W kazdym z widokdw mikrofonu jest widoczna ikona stuchawki. Klikniecie tej ikony umozliwia
wyciszenie lub ponowne wigczenie dzwieku w kazdym widoku — bez wybierania samego widoku.
Dzieki temu mozna stuchac¢ dzwieku z kilku mikrofonéw naraz.

e (QOdtwarzanie
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- W przypadku wykrycia dzwigku dostepnego dla mikrofonu nastgpi podswietlenie ikony.

- Z6tte paski oznaczaja, ze dzwiek zostat wykryty zgodnie z poziomami wykrywania ustawionymi
w urzadzeniu.

- Kliknij w widoku, aby stucha¢ dzwieku z mikrofonu.

- W kazdym z widokdw mikrofonu jest widoczna ikona stuchawki. Klikniecie tej ikony umozliwia
wyciszenie lub ponowne wigczenie dzwieku w kazdym widoku — bez wybierania samego widoku.
Dzieki temu mozna stuchac¢ dzwieku z kilku mikrofonoéw naraz.

Jednoczesne stuchanie dzwigku z kilku mikrofonow

Widok mikrofonu umozliwia jednoczesne stuchanie dzwieku z kilku mikrofondw, za zardwno w trybie podgladu
na zywo, jak i odtwarzania.

1.

Otworz narzedzie Smart Client i kliknij opcje Setup (Ustawienia).

Przejdz do obszaru Views (Widoki).

Kliknij polecenie Create new view (Utworz nowy widok) i wybierz widok podzielony.

Przejdz do menu System overview > AXIS Optimizer (Przeglad systemu > AXIS Optimizer).

o ok WD

W przypadku kazdego mikrofonu, z ktérego dzwigku chcesz stucha¢:

6.1. Kliknij opcje Microphone view (Widok mikrofonu) i przeciggnij jg do widoku.
6.2.  Wybierz mikrofon.

7. Kliknij opcje Setup (Ustawienia).

8. W przypadku kazdego mikrofonu okresl, czy chcesz go wyciszy¢ lub wigczy¢. W tym celu klikaj ikony
stuchawek w widokach mikrofonu. Teraz mozliwe jest jednoczesne stuchanie dzwigku ze wszystkich
niewyciszonych mikrofonow.

Wykrywanie zdarzen z dzwigkiem

Moze by¢ konieczne monitorowanie dziatan w miejscach, w ktérych nie wolno instalowac¢ kamer, np. w
toaletach. W widoku mikrofonu mozna szybko sprawdzi¢, kiedy poziom dzwieku przekroczy poziomy detekcji.

1. . Nalezy pamietac o ustawieniu odpowiednich poziomow detekcji dla urzagdzenia i obszaru, ktéry ma by¢
monitorowany.

2. Dodaj widok mikrofonu z urzgdzeniem do podgladu na zywo w narz¢dziu Smart Client, zob. .
Analizowanie zdarzen

Po wystapieniu zdarzenia na osi czasu mozna szybko zidentyfikowac¢ okresy odtwarzania, w ktdrych dzwick byt
wykrywany przez mikrofony.

1.

2. Mozna dodac jeden lub kilka widokow mikrofonu z odpowiednimi urzadzeniami do odtwarzania przy
uzyciu Smart Client, zob. .
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Aplikacja AXIS Optimizer oferuje cztery kategorie centralnego wyszukiwania urzadzen Axis:
®  (wyszukiwanie obiektow)
L]
[ ]

[ )
W aplikacji Smart Client mozna réwniez doda¢ osobng karte wyszukiwania tablic rejestracyjnych — zobacz .

Te kategorie wyszukiwania mozna skonfigurowa¢ w centralnym panelu, zobacz .
Prace wyjasniajace

Kamery Axis z systemem AXIS OS 9.50 lub nowszym generujg metadane opisujgce wszystkie aktualnie
poruszajgce sie obiekty w polu widzenia kamery. System VMS moze rejestrowac te dane wraz z odpowiadajgcym
im obrazem i dzwiekiem. Funkcja Wyszukiwanie do celéw dochodzeniowych dostepna w aplikacji AXIS Optimizer
pozwala analizowac¢ i przeszukiwac te dane. Za pomocg tej funkcji mozna uzyska¢ catosciowy obraz aktywnosci
w scenie albo szybko znalez¢ konkretny obiekt lub zdarzenie.

Zanim rozpoczniesz

1. Upewnij sie, ze w kamerze jest zainstalowana najnowsza wersja systemu AXIS OS.

2. Upewnij sie, ze uzywasz prawidtowej wersji systemu VMS:
- Corporate 2019 R3 lub nowsze albo Expert 2019 R3 lub nowsze

- Professional+ 2022 R3 lub nowsze albo Express+ 2022 R3 lub nowsze
Czas kamery musi by¢ zsynchronizowany z ustugg NTP.

4. Aby filtrowac obiekty wedtug typow Cztowiek, Pojazd, Rower, Autobus, Samochdd osobowy lub
Samochdd cigzarowy:
4.1. korzystaj z urzadzenia Axis z obstugg AXIS Object Analytics. Patrz Filtr analityczny w Selektorze
produktow.

4.2.  Przejdz do menu System > Analytics metadata (System > Metadane analityczne) i wigcz
Analytics Scene Description (Opis sceny analityki) na stronie internetowej kamery.

5. Aby filtrowa¢ wedtug koloru pojazdu, koloru gdrnej czesci ubioru lub koloru dolnej czesci ubioru:

5.1. korzystaj z urzadzenia Axis z obstugg AXIS Object Analytics. Patrz Filtr analityczny w Selektorze
produktow.

5.2. Uzyj urzadzenia Axis z ARTPEC-8 lub CV25. P. filtr System-on-chip w narzedziu wyboru
produktéw Product selector.

Konfigurowanie wyszukiwania do celow dochodzeniowych

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

1. W aplikacji Management Client upewnij sie, ze urzadzenie dostarczajgce metadane jest wigczone dla
kamer.

2. Sprawdz, czy urzadzenie generujgce metadane jest powigzane z kamerg:
- Przejdz do pozycji Devices > Camera (Urzgdzenia > Kamera) i wybierz urzgdzenie.
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- Przejdz do karty Client (Klient) i sprawdz, czy w obszarze Related metadata (Powigzane
metadane) wybrane jest urzgdzenie generujgce metadane kamery.

3. Wybierz kolejno opcje Site Navigation > Devices > Metadata (Nawigacja po witrynie > Urzadzenia >
Metadane).

4. Zaznacz swoje urzadzenie i kliknij przycisk Record (Rejestruj). Upewnij sie, ze funkcja Recording (Zapis)
jest wigczona.
Domyslnie metadane sg rejestrowane tylko wtedy, gdy system VMS wykryje ruch w scenie. Dlatego
zalecamy takie wyregulowanie progu ruchu w srodowisku, aby nie oming¢ zadnego ruchu obiektu.

5. Kliknij Settings (Ustawienia) i upewnij sie, ze jest zaznaczona opcja Analytics data (Dane analityczne).

6. W aplikacji Smart Client otw6rz podglad na zywo i upewnij sig, ze wida¢ ramki wokot obiektow i czy sg
one wyswietlane poprawnie.
Przystosowanie sie zegara do czasu NTP moze nieco potrwad.

7. Zaczekaj co najmniej 15 minut, az system zarejestruje wideo i metadane. Nast¢pnie mozna rozpocza¢
korzystanie z funkcji wyszukiwania, patrz .

8. Wigcz Consolidated metadata (Skonsolidowane metadane), aby zwiekszy¢ szybkos¢ wyszukiwania na
urzadzeniach z systemem AXIS OS 11.10 lub nowszym. Patrz .

Wyszukiwanie materiatu

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Uwaga
Korzystanie z funkcji wyszukiwania wymaga jej skonfigurowania w aplikacji Management Client. Instrukcje
konfiguracji mozna znalez¢ tutaj: .

1. W aplikacji Smart Client kliknij przycisk Search (Szukaj).
2. Wybierz przedziat czasu oraz jedng lub kilka kamer.

3. Kliknij kolejno opcje Search for > Forensic search > New search (Wyszukaj > Wyszukiwanie do celow
dochodzeniowych > Nowe wyszukiwanie). Dla kazdego wyniku wyszukiwania zobaczysz obiekt oraz
jego sciezke ruchu w miniaturze.

- Miniatura wyswietla klatke wideo, w ktdrej obiekt byt najbardziej widoczny.
- Zielony punkt wskazuje miejsce, w ktorym kamera po raz pierwszy wykryfa obiekt.
- Czerwony punkt wskazuje miejsce, w ktérym kamera po raz ostatni wykryta obiekt.

- Aby zobaczy¢ petng sekwencje wideo dla wynikéw wyszukiwania, zaznacz jg i kliknij Play
forward (Odtworz do przodu) w panelu podgladu.

- Aby ukry¢ naktadki graficzne, przejdz do ustawienia Bounding boxes (Obwaddki) i wybierz opcje
Hide (Ukryj).
Uwaga
Aplikacje analityczne dziatajace w kamerze, takie jak AXIS Object Analytics i AXIS Loitering Guard, mogg

rowniez wypala¢ naktadki na obrazie wizyjnym. Aby usung¢ te naktadki, przejdz na strong¢ internetowg
konfiguracji aplikacji.

4. Zaznacz filtry wyszukiwania, aby zawezi¢ liste zwracanych wynikow.
Aby dowiedziec sie wiecej na temat stosowania roznych filtréw, zobacz .

5. Zaznacz wyniki wyszukiwania, ktdrym chcesz sie doktadniej przyjrze¢. Mozna na przyktad doda¢ je do
zaktadek albo wykona¢ operacje opisane w temacie .
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Zawezanie wyszukiwania

Aby zawezi¢ wyniki wyszukiwania, mozna zastosowac jeden lub kilka filtrow wyszukiwania.

Uwaga

Region of interest (Obszar zainteresowania)
Detekcja obiektow, ktore sie poruszyty w granicach okreslonego obszaru.

Object direction (Kierunek obiektu)
Detekcja obiektow, ktore przemiescity si¢ po okreslonej trasie w danej scenie: w lewo, w prawo, w dot
lub w gore.

Typ obiektu
Detekcja obiektow okreslonego rodzaju: cztowiek, pojazd, motocykl, rower, autobus, samochod osobowy
lub ciezarowy.

Predkos¢ (km/h lub mph) i tablica rejestracyjna sg obstugiwane tylko przez kamere AXIS Q1686-DLE
Radar-Video Fusion Camera.

Aby korzystac z tych funkcji, trzeba wigczy¢ predkosé (km/h lub mph) i tablice rejestracyjna. Instrukcje
znajdziesz w temacie .

Predkos¢ (km/h lub mph)
Pozwala wykrywac pojazdy poruszajgce sie z okreslong predkoscia.

Tablica rejestracyjna
Pozwala wykrywa¢ pojazdy z konkretng tablicg rejestracyjna. Tej funkcji mozna tez uzywa¢ do
wyszukiwania tablic rejestracyjnych zawierajacych okreslone litery lub cyfry.

Kolor pojazdu
Detekcja pojazdow o wybranym kolorze.

Upper body clothing color (Kolor gdrnej czes¢ ubioru)
Detekcja ubrania w okreslonym kolorze na gdérnej czesci ciata.

Lower body clothing color (Kolor dolnej cze$¢ ubioru)
Detekcja ubrania w okreslonym kolorze na dolnej ciata.

Godzina dnia
Detekcja obiektow wykrytych w okreslonej porze dnia. Ten filtr przydaje sie przy wyszukiwaniu w okresie
kilku dni, ale tylko w okreslonej porze, na przyktad po potudniu.

Minimum time in scene (s) (Minimalny czas w scenie (s))

Detekcja obiektow wykrytych i Sledzonych przez ustawiong minimalng liczbg sekund. Ten filtr odsiewa
obiekty nieinteresujace dla uzytkownika, na przyktad znajdujgce sie obiekty i pozorne (efekty
oswietleniowe). Warto$¢ domysina to 1 s. Oznacza to, ze kiedy filtr jest ustawiony, wyklucza obiekty o
czasie trwania przekraczajgcym 1 s.

Swaying objects (% of image) (Kotyszace si¢ obiekty (% obrazu))

Wykluczanie obiektow, ktore sie poruszyty tylko w ograniczonym obszarze, na przykfad flag lub drzew
poruszajgcych sie na wietrze. Warto$¢ domysina 5-100%. Oznacza to, ze gdy filtr jest ustawiony,
wyklucza obiekty, ktorych zakres ruchu nie przekroczyt 5% powierzchni obrazu.

Ograniczenia

Uzyskanie prawidtowego materiatu wideo w wynikach wyszukiwania wymaga odpowiedniej
synchronizacji zegara.

Informacje analizowane przez funkcje wyszukiwania do celow dochodzeniowych nie uwzgledniajg
perspektywy sceny. W zwigzku z tym wielkos¢ i predkos¢ poruszajacego sie obiektu roznig sie w
zaleznosci od jego odlegtosci od kamery.

Na doktadno$¢ wykrywania mogg mie¢ wptyw warunki atmosferyczne, takie jak ulewny deszcz lub $nieg.
Analizy sg tym doktadniejsze, im lepszy jest kontrast obiektu w scenach ze stabym oswietleniem.

Czasami jeden obiekt moze generowac kilka wynikow. Moze sie tak zdarzyé, np. wtedy, gdy $ledzenie
obiektu zostanie przerwane z powodu zasfoniecia go przez inny obiekt.
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Naktadki moga sie rozni¢ w zaleznosci od wersji oprogramowania XProtect. Przyktad: obstuga naktadek
w podgladzie obrazu wymaga oprogramowania XProtect 2020 R3, a obstuga koloréw nakfadek wymaga
oprogramowania XProtect 2020 R2.

Aby funkcja wyszukiwania do celdw dochodzeniowych dziatata na strumieniach wideo obréconych o 180
stopni, nalezy:

- zainstalowa¢ w kamerach system AXIS OS 10.6 lub nowszy, albo
- zainstalowac¢ na serwerze zapisu oprogramowanie Device Pack 11.0 lub nowsze

Warunkiem skutecznego wykrywania koloréw jest prawidtowe ustawienie balansu bieli w kamerze.

Wyszukiwanie pojazdow

Uzywajac aplikacji AXIS Optimizer wspdlnie z niektorymi innymi aplikacjami zainstalowanymi w kamerze, mozna
wyszukiwag, identyfikowac i udostepnia¢ wizyjny materiat dowodowy o pojazdach. Funkcja wyszukiwania
pojazdow obstuguje dane tablic rejestracyjnych pochodzace z nastepujacych aplikacji:

AXIS License Plate Verifier firmy Axis Communications
CAMMRA Al firmy FF Group (wymagana wersja 1.3 lub nowsza)
VaxALPR On Camera firmy Vaxtor Recognition Technologies

VaxALPR On Camera MMC firmy Vaxtor Recognition Technologies

Dostepnosc filtrow wyszukiwania zalezy od aplikacji zainstalowanych w kamerach, p.
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Konfigurowanie wyszukiwania pojazdow

Uwaga

Wymagania

System VMS:
- Corporate lub Expert w wersji 2019 R3 lub nowszej

- Professional+ lub Express+ w wersji 2022 R3 lub nowszej

Czas kamery zsynchronizowany z NTP

Jedna z aplikacji wymienionych w sekgji

W aplikacji Management Client dodaj kamere, na ktorej jest uruchomiona wybrana aplikacja.

Witacz wszystkie potrzebne urzadzenia. Aby mozna byto korzystaé¢ z aplikacji AXIS License Plate Verifier,
muszg by¢ wtgczone pozycje Camera 1 i Metadata 1.

Sprawdz, czy urzgdzenie generujace metadane jest powigzane z kamerg:
- Przejdz do pozycji Devices > Camera (Urzadzenia > Kamera) i wybierz urzadzenie.

- Przejdz do karty Client (Klient) i sprawdz, czy w obszarze Related metadata (Powigzane
metadane) wybrane jest urzgdzenie generujace metadane kamery.

Konfigurowanie metadanych:

4.1. Wybierz kolejno opcje Site Navigation > Recording Server (Nawigacja po witrynie > Serwer
zapisu) i odszukaj urzadzenie.

4.2.  Wybierz pozycje Metadata 1 (Metadane 1) i kliknij przycisk Settings (Ustawienia).

4.3.  Wybierz kolejno opcje Metadata stream > Event data (Strumien metadanych > Dane zdarzen) i
kliknij przycisk Yes (Tak).

Przejdz do karty Record settings (Ustawienia zapisu) i upewnij sie, ze wtgczono zapis metadanych.
Kliknij przycisk Zapisz.

Konfigurowanie aplikacji dla standardowego uzytkownika:

7.1. Dodaj uprawnienia odczytu i odtwarzania do konkretnej kamery i uzytkownika.

7.2. Dodaj uprawnienia odczytu i odtwarzania metadanych do konkretnej kamery i uzytkownika.

Wyszukiwanie pojazdu

W aplikacji Smart Client kliknij przycisk Search (Szukaj).
Wybierz przedziat czasu oraz jedng lub kilka kamer.

Kliknij kolejno opcje Search for > Vehicle search > New search (Wyszukaj > Wyszukiwanie pojazdu >
Nowe wyszukiwanie).

Zaznacz filtry wyszukiwania, aby zawezi¢ liste zwracanych wynikow.
Aby dowiedziec si¢ wiecej o roznych filtrach, zobacz .

Zaznacz wyniki wyszukiwania, ktorym chcesz sie dokfadniej przyjrze¢. Mozna na przyktad dodac je do
zaktadek albo wykona¢ operacje opisane w temacie .

Zawezanie wyszukiwania

Aby zawezi¢ wyniki wyszukiwania, mozna zastosowac jeden lub kilka filtrow wyszukiwania. Rozne aplikacje

oferujg

rozne opcje filtrowania.

Tablica rejestracyjna

Znajdowanie konkretnego numeru tablicy rejestracyjnej.

Aplikacja: AXIS License Plate Verifier, VaxALPR On Camera, CAMMRA Al lub VaxALPR On Camera MMC.
Region

Znajdowanie pojazdéw z okreslonego regionu.
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Aplikacja: AXIS License Plate Verifier 2.9.19.

Uwaga
Okresl lokalizacje kamery w ustawieniach aplikacji AXIS License Plate Verifier, aby uzyska¢ optymalne
rozpoznawanie regionu.

* Kraj
Znajdowanie pojazddw z pewnego kraju.
Aplikacja: AXIS License Plate Verifier 2.9.19, VaxALPR On Camera, CAMMRA Al lub VaxALPR On Camera
MMC.

e Kolor
Znajdowanie pojazdow w okreslonym kolorze.
Aplikacja: AXIS License Plate Verifier 2.9.19, CAMMRA Al lub VaxALPR On Camera MMC.

* Kierunek
Znajdowanie pojazddw poruszajacych sie w okreslonym kierunku.
Aplikacja: AXIS License Plate Verifier 2.9.19, VaxALPR On Camera, CAMMRA Al lub VaxALPR On Camera
MMC.

* Typ pojazdu
Znajdowanie okreslonego typu pojazdu.
Aplikacja: AXIS License Plate Verifier 2.9.19, CAMMRA Al lub VaxALPR On Camera MMC.

* Marka
Znajdowanie okreslonej marki pojazdu.
Aplikacja: CAMMRA Al lub VaxALPR On Camera MMC.

*  Model
Znajdowanie okreslonego modelu pojazdu.
Aplikacja: CAMMRA Al lub VaxALPR On Camera MMC.

Zone speed search (Wyszukiwanie predkosci w strefie)

W programie AXIS Optimizer mozna uzy¢ funkeji wyszukiwania predkosci w strefie do wyszukiwania pojazdow
przekraczajgcych predkos¢ wykrytych podczas wjazdu do wezesniej okreslonej strefy w widoku kamery. Strefowe
wyszukiwanie predkosci dziata razem z aplikacjg AXIS Speed monitor w celu wizualizacji predkosci pojazdow w
strefie detekcji radarowej w podgladzie na zywo kamery. Dzigki funkcji AXIS Zone speed search mozna ustawic¢
okreslone filtry w celu zawezenia wynikow, a takze eksportowac i udostepnia¢ dowody wideo podczas
dochodzen.

Konfiguracja wyszukiwania predkosci w strefie

Uwaga
Wymagania
e System VMS:
- Corporate lub Expert w wersji 2019 R3 lub nowszej

- Professional+ lub Express+ w wersji 2022 R3 lub nowszej
e (Czas kamery zsynchronizowany z NTP
1. W aplikacji Management Client dodaj kamere, na ktorej jest uruchomiona wybrana aplikacja.

2. Wriacz wszystkie potrzebne urzadzenia. Aby mozna byto korzysta¢ z funkcji wyszukiwania predkosci w
strefie dostepnej w rozwigzaniu AXIS, muszg by¢ wtgczone pozycje Camera 1 i Metadata 1.

3. Sprawdz, czy urzadzenie generujgce metadane jest powigzane z kamera:
- Przejdz do pozycji Devices > Camera (Urzadzenia > Kamera) i wybierz urzadzenie.

- Przejdz do karty Client (Klient) i sprawdz, czy w obszarze Related metadata (Powigzane
metadane) wybrane jest urzgdzenie generujgce metadane kamery.

4. Aby skonfigurowa¢ metadane:
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4.1.  Wybierz kolejno opcje Site Navigation > Recording Server (Nawigacja po witrynie > Serwer
zapisu) i odszukaj urzadzenie.

4.2.  Wybierz pozycje Metadata 1 (Metadane 1) i kliknij przycisk Settings (Ustawienia).

4.3.  Wybierz kolejno opcje Metadata stream > Event data (Strumien metadanych > Dane zdarzen) i
kliknij przycisk Yes (Tak).

5. Przejdz do karty Record settings (Ustawienia zapisu) i upewnij sie, ze wigczono zapis metadanych.
6. Kliknij przycisk Zapisz.
7. Aby skonfigurowac aplikacj¢ dla standardowego uzytkownika:

7.1. Dodaj uprawnienia odczytu i odtwarzania do konkretnej kamery i uzytkownika.

7.2. Dodaj uprawnienia odczytu i odtwarzania metadanych do konkretnej kamery i uzytkownika.

Wyszukiwanie zdarzen zwigzanych z predkoscig w strefie

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

1. W aplikacji Smart Client kliknij przycisk Search (Szukaj).
2. Wybierz przedziat czasu oraz jedng lub kilka kamer.

3. Kliknij kolejno opcje Search for > Zone speed search > New search (Wyszukaj > Wyszukiwanie
predkosci w strefie > Nowe wyszukiwanie).

4. Zaznacz filtry wyszukiwania, aby zawezi¢ liste zwracanych wynikow.
Aby dowiedziec¢ sie wiecej o roznych filtrach, zobacz .

5. Zaznacz wyniki wyszukiwania, ktorym chcesz sie doktadniej przyjrze¢. Mozna na przyktad dodac¢ je do
zakfadek albo wykona¢ operacje opisane w temacie .

Zawezanie wyszukiwania

Aby zawezi¢ wyniki wyszukiwania zdarzen przekroczenia predkosci, mozna zastosowac jeden lub kilka filtrow
wyszukiwania.

e Max Speed (Predkos¢ maksymalna)
Filtrowanie maksymalnej predkosci dowolnego obiektu w strefie w czasie trwania zdarzenia. Mozna
ustawi¢ zardwno dolng, jak i gorng granice predkosci.

*  Typ obiektu
W przypadku wybrania obiektu Vehicle (Pojazd) narzedzie wyszukiwania pokaze tylko te zdarzenia
przekroczenia predkosci, w ktérych najszybszy obiekt w strefie zostat sklasyfikowany jako pojazd.

e Nazwa strefy
Wyszukiwanie i filtrowanie stref wedtug nazw.

Wyszukiwanie kontenerow
Uzywajac aplikacji AXIS Optimizer wspdlnie z niektérymi innymi aplikacjami, mozna wyszukiwa¢, identyfikowac i

udostepnia¢ wizyjny materiat dowodowy o kontenerach. Funkcja wyszukiwania konteneréw obstuguje dane z
nastepujacej aplikacji:

®  VaxOCR Containers firmy Vaxtor Recognition Technologies
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Konfig

Uwaga

urowanie wyszukiwania kontenerow

Wymagania

System VMS:
- Corporate lub Expert w wersji 2019 R3 lub nowszej

- Professional+ lub Express+ w wersji 2022 R3 lub nowszej

Czas kamery zsynchronizowany z NTP

Aplikacja wymieniona w sekgji

W aplikacji Management Client dodaj kamere, na ktorej jest uruchomiona wybrana aplikacja.
Wiacz wszystkie potrzebne urzgdzenia.

Sprawdz, czy urzadzenie generujace metadane jest powigzane z kamerg:
- Przejdz do pozycji Devices > Camera (Urzadzenia > Kamera) i wybierz urzadzenie.

- Przejdz do karty Client (Klient) i sprawdz, czy w obszarze Related metadata (Powigzane
metadane) wybrane jest urzgdzenie generujgce metadane kamery.

Konfigurowanie metadanych:

4.1.  Wybierz kolejno opcje Site Navigation > Recording Server (Nawigacja po witrynie > Serwer
zapisu) i odszukaj urzadzenie.

4.2.  Wybierz pozycje Metadata 1 (Metadane 1) i kliknij przycisk Settings (Ustawienia).

4.3.  Wybierz kolejno opcje Metadata stream > Event data (Strumienn metadanych > Dane zdarzen) i
kliknij przycisk Yes (Tak).

Przejdz do karty Record settings (Ustawienia zapisu) i upewnij sie, ze wtgczono zapis metadanych.
Kliknij przycisk Zapisz.

Konfigurowanie aplikacji dla standardowego uzytkownika:

7.1. Dodaj uprawnienia odczytu i odtwarzania do konkretnej kamery i uzytkownika.

7.2. Dodaj uprawnienia odczytu i odtwarzania metadanych do konkretnej kamery i uzytkownika.

Wyszukiwanie kontenerow

W aplikacji Smart Client kliknij przycisk Search (Szukaj).
Wybierz przedziat czasu oraz jedng lub kilka kamer.

Kliknij kolejno opcje Search for > Container search > New search (Wyszukaj > Wyszukiwanie
kontenerow > Nowe wyszukiwanie).

Zaznacz filtry wyszukiwania, aby zawezi¢ liste zwracanych wynikow.
Aby dowiedziec¢ sie wiecej o roznych filtrach, zobacz .

Zaznacz wyniki wyszukiwania, ktorym chcesz sie doktadniej przyjrze¢. Mozna na przyktad doda¢ je do
zakfadek albo wykona¢ operacje opisane w temacie .

Zawezanie wyszukiwania

Aby zawezi¢ wyniki wyszukiwania, mozna zastosowac¢ jeden lub kilka filtrow wyszukiwania. Wszystkie opcje
filtrowania pochodza z aplikacji VaxOCR Containers.

Kod kontenera
Znajdowanie okres$lonego kodu kontenera.

Wiasciciel
Znajdowanie kontenerow nalezgcych do okreslonego wtasciciela.

Owner code (Kod wtasciciela)
Znajdowanie kontenerow nalezgcych do okreslonego wtasciciela.
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Rozmiar
Znajdowanie kontenerow o okreslonej wielkosci i konkretnym typie.

Size code (Kod rozmiaru)
Znajdowanie kontenerow o okres$lonej wielkosci i konkretnym typie.

City or country (Miejscowos¢ lub kraj)
Znajdowanie kontenerow z okreslonej miejscowosci lub kraju.

Sprawdzanie
Znajdowanie kontenerow, ktore zostaty juz zweryfikowane na podstawie kodu wtasciciela lub cyfry
kontrolnej.

Tworzenie raportu PDF o wysokiej jakosci

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Utworz raport na podstawie wynikdw wyszukiwania. Funkcja pozwala dotgczy¢ obrazy o wysokiej rozdzielczosci
do wyniku.

1.

W aplikacji Smart Client wykonaj wyszukiwanie.

2. Zaznacz wyniki wyszukiwania, ktore chcesz uwzgledni¢ w raporcie.

3. Kliknij kolejno opcje
p,255mm,sfx)="graphics:graphic31C04315FFFOEAF80D7635B0BC04192F " 5 Create high
quality PDF report (Utworz raport PDF w wysokiej jakosci).

4. (Opcjonalnie) Wypetnij pola Report name (Nazwa raportu), Report destination (Lokalizacja docelowa
raportu) i Notes (Uwagi).

5. Dla kazdego wyniku wyszukiwania wybierz ramke, jakg chcesz dofgczy¢ do raportu. Aby powiekszy¢
obraz, kliknij go dwukrotnie.

6. Kliknij polecenie Create (Utworz). Kiedy raport bedzie gotowy, otrzymasz powiadomienie.

Axis license plates

W aplikacji Smart Client mozna doda¢ osobng karte z funkcjami wyszukiwania tablic rejestracyjnych i
zarzadzania nimi. Karta centralizuje wszystkie zadania wykonywane przez operatora w zakresie zarzadzania
tablicami rejestracyjnymi, ich wyszukiwania i eksportowania na podstawie informacji dostarczanych przez
kamery Axis wyposazone w funkcjonalnos¢ rozpoznawania tablic rejestracyjnych (LPR).

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Zanim rozpoczniesz

Upewnij sie, ze uzywasz systemu VMS w wersji 2018 R3 lub nowszej
Upewnij sie, ze uzywasz VMS Device Pack w wersji 10.1 lub nowszej

Czas kamery musi by¢ zsynchronizowany z ustugg NTP
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Uzyj jednej z aplikacji wymienionych w sekgji

Konfigurowanie aplikacji Axis do tablic rejestracyjnych

5.
6.

W aplikacji Management Client dodaj kamere, na ktorej jest uruchomiona wybrana aplikacja.

Wtacz wszystkie potrzebne urzadzenia. Aby mozna byto korzystaé¢ z aplikacji AXIS License Plate Verifier,
muszg by¢ wtgczone pozycje Camera 1 i Metadata 1.

Sprawdz, czy urzadzenie generujgce metadane jest powigzane z kamerg:
- Przejdz do pozycji Devices > Camera (Urzgdzenia > Kamera) i wybierz urzgdzenie.

- Przejdz do karty Client (Klient) i sprawdz, czy w obszarze Related metadata (Powigzane
metadane) wybrane jest urzgdzenie generujace metadane kamery.

Konfigurowanie metadanych:

4.1.  Wybierz kolejno opcje Site Navigation > Recording Server (Nawigacja po witrynie > Serwer
zapisu) i odszukaj urzadzenie.

4.2.  Wybierz pozycje Metadata 1 (Metadane 1) i kliknij przycisk Settings (Ustawienia).

4.3.  Wybierz kolejno opcje Metadata stream > Event data (Strumien metadanych > Dane zdarzen) i
kliknij przycisk Yes (Tak).

Przejdz do karty Record settings (Ustawienia zapisu) i upewnij sie, ze wtgczono zapis metadanych.

Kliknij przycisk Zapisz.

Wyszukiwanie tablicy rejestracyjnej

1.

W aplikacji Smart Client przejdz do aplikacji Axis license plates.
Jesli nie widzisz karty, wybierz kolejno opcje Settings > Axis search options (Ustawienia > Opcje
wyszukiwania Axis) i kliknij opcje Show license plate tab (Pokaz karte tablic rejestracyjnych).

Kliknij przycisk Add camera... (Dodaj kamere) i wybierz odpowiednie kamery > kliknij Close (Zamknij).
Tylko administrator moze dodawa¢ kamery do systemu. Gdy kamera wykryje tablice rejestracyjne, od
razu pojawig si¢ na liscie wraz z przycietymi obrazami tablic rejestracyjnych przechwyconych przez
kamere. Wynik wyszukiwania bedzie zawierat maksymalnie 5000 pozycji.

Wprowadz numer rejestracyjny i kliknij przycisk Time interval (Przedziat czasowy), aby wyfiltrowaé
wynik wyszukiwania.

- W polu Time interval (Przedziat czasowy) wprowadz niestandardowg wartos¢ z ustawionego
zakresu, aby wyfiltrowac wynik wyszukiwania.

Wyszukiwanie tablicy rejestracyjnej na zywo

1.

W aplikacji Smart Client przejdz do aplikacji Axis license plates.
Jesli nie widzisz karty, wybierz kolejno opcje Settings > Axis search options (Ustawienia > Opcje
wyszukiwania Axis) i kliknij opcje Show license plate tab (Pokaz karte tablic rejestracyjnych).

Kliknij przycisk Add camera... (Dodaj kamere) i wybierz odpowiednie kamery > kliknij Close (Zamknij).
Tylko administrator moze dodawa¢ kamery do systemu. Gdy kamera wykryje tablice rejestracyjne, od
razu pojawig sie na liscie wraz z przycietymi obrazami tablic rejestracyjnych przechwyconych przez
kamere. Wynik wyszukiwania bedzie zawierat maksymalnie 5000 pozycji.

Wprowadz numer rejestracyjny i kliknij kolejno opcje Time interval (Przedziat czasowy) > Live (Na
zywo), aby filtrowac¢ wynik wyszukiwania.

Zawezanie wyszukiwania

Aby zawezi¢ wyniki wyszukiwania, mozna zastosowac jeden lub kilka filtrow wyszukiwania.

Przedziat czasowy
Filtrowanie na podstawie trafien wyszukiwania w okre$lonym przedziale czasowym.

Tablica rejestracyjna
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Filtrowanie czesciowe lub petne tekstu na tablicy rejestracyjne;.

e Kamery
Filtrowanie na podstawie trafien wyszukiwania wykrytych przez okreslone kamery.

* Kierunek
Filtrowanie wedtug pojazdéw poruszajacych si¢ w okreslonym kierunku.

o Listy
Filtrowanie trafien wyszukiwania w okreslonych lokalizacjach oraz filtrowanie trafien wyszukiwania na
listach obiektow dozwolonych, blokowanych i niestandardowych. Aby uzyska¢ wigcej informacji na
temat konfigurowania list, zob. .

Eksportowanie wynikow wyszukiwania tablic rejestracyjnych w formie raportu PDF
Ta funkcja umozliwia skompilowanie wybranych wynikow wyszukiwania w postaci raportu PDF zawierajagcego
obrazy o wysokiej jakosci.

1. Kliknij przycisk Export... (Eksportuj).

2. Zaznacz opcje PDF....

3.  (Opcjonalnie) Wypetnij pola Report name (Nazwa raportu), Report destination (Lokalizacja docelowa
raportu) i Notes (Uwagi).

4. Dla kazdego wyniku wyszukiwania wybierz ramke, jaka chcesz dotaczy¢ do raportu. Aby powigkszy¢
obraz, kliknij go dwukrotnie.

5. Kliknij polecenie Create (Utworz). Kiedy raport bedzie gotowy, otrzymasz powiadomienie.
Eksportowanie wynikow wyszukiwania tablic rejestracyjnych w formie raportu CSV

Ta funkcja umozliwia skompilowanie duzej liczby wynikow wyszukiwania w postaci raportu CSV.
1. Kliknij przycisk Export... (Eksportuj).
2. Zaznacz opcje CSV....

3.  Woybierz lokalizacje docelowg dla eksportowanego pliku.
Funkcje analityczne Axis

Funkcje analityczne Axis zapewniajg przeglad danych z urzadzen za pomocg wykresow i pulpitow
nawigacyjnych. Mozesz dzieki temu przeglagda¢ metadane wszystkich posiadanych urzadzen. Mozesz przegladac
dane o wykrytych obiektach, zidentyfikowanych pojazdach i alarmach. Mozesz réwniez tworzy¢ nowe pulpity
nawigacyjne i udostepniac je innym uzytkownikom.

Funkcje analityczne Axis sg dostgpne w domysinych widokach administratora i operatora. W aplikacji Axis
insights domysiny widok administratora jest dostepny wytgcznie dla uzytkownikow z uprawnieniami
administratora, natomiast domysiny widok operatora - dla wszystkich operatoréw posiadajgcych odpowiednie
uprawnienia. Zobacz . Widok operatora udostepnia okreslone dane z wybranych skonfigurowanych widokow
kamer, natomiast widok administratora udostepnia przeglad catego systemu.

Dostep do aplikacji Axis insights

®  Przejdz do aplikacji Smart Client i kliknij Axis insights.

e Dashboard (Pulpit nawigacyjny): Wybierz pulpit nawigacyjny z listy rozwijalne;j.

e (Camera view (Widok kamery): Wybierz okreslony widok z kamery w celu uzyskania przegladu danych.
e Time range (Zakres czasu): Wybierz okreslony zakres czasu.

e  Auto-update (Aktualizacja automatyczna): Wigcz, aby automatycznie odswieza¢ dane.

* Menu kontekstowe zawiera opcje:
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Uwaga

Edit dashboard (Edytuj pulpit nawigacyjny): Edytuj, udostepnij lub usun pulpit nawigacyjny.
Add chart (Dodaj wykres): Utworz nowy wykres na pulpicie.

About Axis insights (Informacje o Axis insights): Zapoznaj sie w informacjami o aplikacji Axis insights.

* Menu kontekstowe kazdego wykresu zawiera nastepujgce pozycje:

Maximize chart (Zmaksymalizuj wykres): Kliknij, aby powigkszy¢ wykres.

Copy as image (Kopiuj jako obraz): Kliknij, aby skopiowa¢ wykres do schowka.
Export (Eksportuj): Kliknij, aby wyeksportowa¢ wykres w formacie PNG lub CSV.
Edit chart (Edytuj wykres): Kliknij, aby edytowaé¢ wykres.

Remove chart (Usun wykres): Kliknij, aby usungé¢ wykres.

W przypadku niektérych wykresow mozna klikna¢ ilustracje, aby wyswietli¢ dodatkowe informacje.

T: przedstawia wybrane zaznaczenia dotyczace kazdego wykresu na pulpicie nawigacyjnym.

Utwarz nowy pulpit nawigacyjny

Uwaga

Widoczne sg tylko utworzone pulpity nawigacyjne.

Uwaga

Dashboard (Pulpit nawigacyjny): Wybierz Add dashboard (Pulpit nawigacyjny) z listy rozwijalne;.
Nazwa: Wpisz nazwe pulpitu nawigacyjnego.

Allow other users to view this dashboard (Zezwal innym uzytkownikom na wyswietlanie tego pulpitu
nawigacyjnego): Kliknij, aby udostepni¢ swoj pulpit nawigacyjny innym uzytkownikom w trybie tylko do
odczytu.

Kliknij przycisk Apply (Zastosuj).
Add chart (Dodaj wykres): Kliknij, aby doda¢ nowy wykres.

- Select chart type (Wybierz rodzaj wykresu): Wybierz potrzebny rodzaj wykresu i kliknij Next
(Dalej). Rodzaj wykresu mozna wyszuka¢ za pomoca znacznikow lub nazw wykresow, takich jak
analiza obrazu, pojazdy, wykresy liniowe itp.

- Modify data selections (Zmien wybor danych): Wybierz odpowiednie filtry w kazdej kategorii.
- Adjust appearance (Dostosuj wyglad): Edytuj teksty i wybierz wielkos¢ wykresu.

Aby otworzyc Axis Insights dla konkretnego obszaru obserwacji kamery:
- Przejdz do Smart Client i otworz obszar obserwacji.

- Kliknij Show insights (Pokaz statystyki).

Aby wyswietli¢ wszystkie dane dostepne za posrednictwem funkcji analitycznych Axis, musisz wigczy¢ w
kamerach analiz¢ sceny.

Aby dodac¢ nowy wykres do pulpitu nawigacyjnego, p. sekcja .

Konfigurowanie funkcji analitycznych Axis

1.

4.

Sprawdz, czy kamera obstuguje oprogramowanie Axis Object Analytics. Zobacz funkcje analityczne w
Selektorze produktow Axis.

Sprawdz, czy data i godzina w kamerze sg ustawione prawidtowo.

W aplikacji Management Client upewnij sie, ze urzadzenie dostarczajgce metadane jest wtgczone dla
kamer.

Sprawdz, czy urzadzenie generujace metadane jest powigzane z kamerg:
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Przejdz do pozycji Devices > Camera (Urzadzenia > Kamera) i wybierz urzadzenie.

Przejdz do karty Client (Klient) i sprawdz, czy w obszarze Related metadata (Powigzane
metadane) wybrane jest urzgdzenie generujgce metadane kamery.

5. Aby wigczy¢ analize scen przy uzyciu AXIS Scene Metadata:

5.1.

5.1.

Otworz menu Devices (Urzgdzenia) > Metadata (Metadane) i wybierz odpowiednie urzgdzenie.

- Kliknij polecenie Record (Nagrywaj) i upewnij sie, ze jest aktywna funkcja Recording
(Nagrywanie).

- Kliknij Settings (Ustawienia) i upewnij sie, ze jest zaznaczona opcja Analytics data
(Dane analityczne).

Witgcz Consolidated metadata (Skonsolidowane metadane), aby skrdci¢ czas tadowania, jesli
opcja ta jest dostepna. Patrz .

6. Aby wigczy¢ dane dla rodzajow wykresow przy uzyciu aplikacji AXIS Object Analytics lub funkcji
Environmental sensors (Czujniki $Srodowiskowe):

Otworz menu Devices (Urzadzenia) > Metadata (Metadane) i wybierz odpowiednie urzgdzenie.

Kliknij polecenie Record (Nagrywaj) i upewnij si¢, ze jest aktywna funkcja Recording
(Nagrywanie).

Kliknij Settings (Ustawienia) i upewnij sie, ze jest zaznaczona opcja Event data (Dane
zdarzenia).

Zaleca si¢ utworzenie requty w systemie VMS, aby zawsze zapisywaé metadane z tego
urzadzenia.

7. Ustaw uprawnienia dla grup zabezpieczen:

7.1.

7.2.
7.3.
7.4.

Wybierz kolejno opcje Site Navigation (Nawigacja w lokalizacji) > Security (Zabezpieczenia) >
Roles (Role).

Wybierz role.
Przejdz do okna Cameras (Kamery). Wybierz opcje Read (Odczyt).

PrzejdZ do okna Metadata (Metadane). Wybierz opcje Read (Odczyt), Live (Na zywo) i Playback
(Odtwarzanie).

8. Aby dowiedzie¢ si¢, jak doda¢ metadane tablicy rejestracyjnej do statystyk Axis, zob.

Rozwigzywanie problemow z aplikacja Axis insights

Problem Rozwigzanie
Na wykresach widac ,brak danych”. Nalezy skonfigurowac¢ aplikacje Axis Insights. Patrz .
Wezytywanie widoku operatora trwa bardzo dfugo. ®  7Zmniejsz zakres czasu.

® Utworz obszar obserwacji kamery z mniejszg
iloscig liczbg kamer do analizy scen.

®  Aby wigczy¢ skonsolidowane metadane,
patrz:.
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Funkcja korekcji znieksztatcen sptaszcza i koryguje perspektywe geometrycznie znieksztatconego obrazu
powstatego wskutek uzycia obiektywu szerokokatnego lub typu ,rybie oko". Funkcja korekcji znieksztatcen Axis
w systemie VMS moze wspdtpracowac¢ z dowolng kamerg panoramiczng Axis o kacie widzenia 360°. Usuwanie
znieksztatcen odbywa si¢ bezposrednio w kamerze lub w aplikacji Smart Client.

Wiecej informacji o usuwaniu znieksztatcen:

e Stosowanie korekeji znieksztatcen po stronie klienta pozwala uzyskaé ptynne usuwanie znieksztatcen w
obrazie filmowym na zywo i nagrywanym.

®  Powrot do widoku powoduje automatyczne przejscie do ostatniej lokalizacji korygowania znieksztatcen.
®  Korekcja znieksztatcen jest uruchamiana automatycznie podczas eksportowania materiatu filmowego.

®  Aby zapisa¢ pozycje domowa, skorzystaj z informacji w temacie .

®  Mozna pozwoli¢ lub zabroni¢ operatorom kontrolowania i edytowania widokéw korekgji znieksztatcen —

patrz .

Tworzenie widoku z korekcjq krzywizn

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Uwaga

Aby zoptymalizowa¢ strumien stuzacy usuwaniu znieksztatcen obrazu, wybierz maksymalng dostepna
rozdzielczo$¢ w ustawieniu Video stream 1 (Strumien wideo 1) w obszarze Camera 1 (Kamera 1) w aplikacji
Management Client. Wiecej informacji znajduje si¢ w rozdziale .

1. Otworz narzedzie Smart Client i kliknij opcje Setup (Ustawienia).

Przejdz do obszaru Views (Widoki).

Kliknij polecenie Create new view (Utwdrz nowy widok) i wybierz format.

Przejdz do menu System overview > AXIS Optimizer (Przeglad systemu > AXIS Optimizer).
Kliknij opcje Dewarping view (Widok korekcji znieksztatcen) i przeciggnij j3 do widoku.

Wybierz kamere i obecng pozycje montazowg kamery.

N o g k& b

Kliknij opcje Setup (Ustawienia).
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8. Przejdz do nowego widoku skorygowanego i kliknij opcje

9. Kliknij przycisk Set view type (Ustaw typ widoku) i wybierz jedng z opcji. Zaleznie od sposobu
zamontowania kamery mozna wybra¢ ustawienie Quad (Poczwarny), Normal (Normalny), Normal with
overview (Normalny z catosciowym podgladem) lub Panorama.

Uwaga

Zaleca si¢ stosowanie rozdzielczosci 100% DPI. Przy rozdzielczosci innej niz 100% widok skorygowany Axis
na drugim monitorze moze nie by¢ w petni widoczny.

W przypadku uzywania innych ustawien DPI okno usuwania znieksztatcen moze by¢ widoczne tylko
czesciowo. Aby rozwigzac ten problem, postepuj zgodnie z instrukcjami zawartymi w tych zewnetrznych
artykutach:

®  Problemy z systemem XProtect na ekranach o wysokiej rozdzielczosci (4K i wyzszej)

®  Skalowanie interfejsu GUI urzgdzenia klienckiego na ekranach o duzej wartosci DPI

Tworzenie widoku z korekcjq krzywizn w przypadku wieloprzetwornikowych
kamer panoramicznych

Widoki korekeji znieksztatcen mozna tworzy¢ dla wieloprzetwornikowych kamer panoramicznych, takich jak
AXIS P3807-PVE Network Camera i AXIS Q3819-PVE Panoramic Camera.
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® taczenie obrazow po stronie klienta. Jezeli w kamerze zostanie wigczony tryb rejestracji Client Dewarp
(Korekcja po stronie klienta), aplikacja AXIS Optimizer potaczy wszystkie cztery obrazy w jedng ptynng
panorame (tylko w kamerach AXIS P3807-PVE).

®  Korekta horyzontu. Istnieje mozliwos¢ korygowania horyzontu panoramy. Moze to by¢ przydatne, jezeli
kamera jest pochylona w strong¢ podfoza, a ziemski horyzont ma zakrzywienie. Korekta pozwoli rowniez
bardziej intuicyjnie sterowa¢ wirtualnymi ustawieniami PTZ.

e Sterowanie PTZ. Umozliwia przyblizanie/oddalanie widoku i poruszanie sie po nim analogicznie jak w
prawdziwej kamerze PTZ.

Aby obejrzec¢ ten film wideo, przejdz do internetowej wersji dokumentu.

Uwaga
Wymagania
®  Uzytkownicy posiadajacy jedno z nastepujgcych uprawnien:
- Rola optymalizatora
- Hardware > Driver commands = Allow (Sprzet > Polecenia sterujgce = Zezwalaj)
*  Wieloprzetwornikowa kamera panoramiczna Axis

1. W razie potrzeby w trakcie poczgtkowego konfigurowania urzgdzenia ustaw tryb rejestrowania Client
Dewarp (Korekceja po stronie klienta).

Otworz narzedzie Smart Client i kliknij opcje Setup (Ustawienia).

Przejdz do obszaru Views (Widoki).

Kliknij polecenie Create new view (Utwdrz nowy widok) i wybierz format.

Przejdz do menu System overview > AXIS Optimizer (Przeglad systemu > AXIS Optimizer).
Kliknij opcje Dewarping view (Widok korekcji znieksztatcen) i przeciggnij jg do widoku.

A L L o

Wybierz wieloprzetwornikowg kamere panoramiczna.
Gdy wieloprzetwornikowa kamera panoramiczna jest dodawana do widoku korekcji znieksztatcen po raz
pierwszy, nad widokiem pojawia sie okno kalibracji horyzontu.

8. Kliknij strzatki, aby wyréwna¢ czerwong linie do ziemskiego horyzontu.

9.  Kliknij przycisk Done (Gotowe), aby zapisa¢ ustawienia i wyjs¢ z trybu kalibracji.
Widok szeroki
Widok szeroki jest przeznaczony do wieloprzetwornikowych kamer panoramicznych. Wtgcz wide view (widok
szeroki), jesli normalne pole widzenia 120° nie wystarczy. W przypadku widoku szerokiego obraz bedzie zawsze
pozbawiony znieksztatcen. Wytgcz wide view (widok szeroki), aby przejs¢ do normalnego widoku po catkowitym
pomniejszeniu.

Ustawianie pozycji domowej

1. W aplikacji Smart Client otworz widok korekeji znieksztatcen.

2. Przejdz do potozenia, ktore chcesz zapisac jako pozycje domowa.
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3. Kliknij

, a nastepnie Set home position (Ustaw pozycje domowg).

Zezwalanie operatorom na kontrolowanie i edytowanie widokow z korekcjq
krzywizn

Mozna pozwoli¢ lub zabroni¢ operatorom kontrolowania i edytowania widokdw korekcji znieksztatcen — patrz .
Wydajnosé i rozwigqzywanie problemow
Kwestie wydajnosci

* W miare mozliwosci korekcja znieksztatcen obrazu filmowego Axis odbywa sie w procesorze graficznym
(GPU), ale w pewnym stopniu obcigza rowniez gtéwny procesor komputera (CPU).

®  Aby poklatkowos¢ nie spadata w duzym widoku z wieloma widokami korekcji znieksztatcen, nalezy wzig¢
pod uwage nastepujace kwestie:
- Rozdzielczos¢ kamery. Wysoka rozdzielczos¢ kamery, na przyktad 2880 x 2880, wymaga znacznie
wiecej mocy obliczeniowej niz na przyktad rozdzielczo$¢ 1920 x 1920.

- Poklatkowos$¢ kamery. Jezeli nie potrzebujesz wysokiej poklatkowosci, ustaw nizszg, co
zapobiegnie zacinaniu sie obrazu w widoku korekcji znieksztatcen i innych widokach.
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- Rozdzielczo$¢ monitora. Monitory o wysokiej rozdzielczosci, na przyktad 4K, potrzebujg duzo
zasobow do wyswietlania obrazu filmowego. Jezeli nie potrzebujesz tak wysokiej rozdzielczosci,
lepiej uzywa¢ mniejszej, poniewaz wigcej widokow z korekcjg znieksztatcen bedzie
wyswietlanych bez zacinania.

Rozdzielczos¢ dynamiczna

W miare mozliwosci strumien wideo bedzie przesytany w nizszej rozdzielczosci bez pogarszania jakosci
obrazu. Moze to usprawni¢ wyswietlanie widokow korekcji znieksztatcen.

Jezeli podczas przyblizania z widoku ogdlnego wystepuje migotanie, warto sprobowac wytgczy¢
rozdzielczos¢ dynamiczng.

Aby wigczy¢ lub wytgezy¢ rozdzielczos¢ dynamiczng: w aplikacji Smart Client przejdz do Settings > Axis
dewarping options > Rendering options (Ustawienia > Opcje widoku skorygowanego Axis > Opcje
renderowania) i wybierz lub usun zaznaczenie Dynamic resolution (Rozdzielczo$¢ dynamiczna).

Domyslnie opcja Dynamic resolution (Rozdzielczosé dynamiczna) jest wigczona.

Renderowanie w zgodnosci

Jezeli na obrazie poddanym korekcji znieksztatcen wystepujg jakie$ problemy wizualne, na przyktad okno
jest cate czarne, lub jesli korekcja trwa dtuzej niz oczekiwano, mozna wtaczyc¢ funkcje renderowania w
zgodnosci. Nalezy pamigta¢, ze funkcja ta moze rowniez powodowac efekt negatywny polegajacy na
migotaniu przy przechodzeniu miedzy widokami oraz szybkim podgladzie podczas odtwarzania.

Aby wigczy¢ lub wytgczy¢ renderowanie w zgodnosci: w aplikacji Smart Client przejdz do Settings >
Axis dewarping options > Rendering options (Ustawienia > Opcje widoku skorygowanego Axis > Opcje
renderowania) i wybierz lub usun zaznaczenie Use compatibility rendering (Uzyj renderowania w
zgodnosci).

Domyslnie funkcja Use compatibility rendering (Uzyj renderowania w zgodnosci) jest wytgczona.

Czego sie spodziewaé

W systemie referencyjnym zawierajgcym procesor Intel i7 8700, karte graficzng NVIDIA Geforce 1050 GTX i trzy
monitory o rozdzielczosci 1920x1080 mozna oczekiwac nastepujgcych zachowan:

7 widokow korekcji znieksztatcen przy rozdzielczosci 1920x1920 i klatkazu 25 kl./s moze by¢
generowanych bez gubienia klatek, lub

4 widoki korekcji znieksztatcen przy rozdzielczosci 2880x2880 i klatkazu 25 kl./s

Jezeli jeden z trzech monitorow pracuje w rozdzielczosci 4K zamiast 1920x1080, mozna si¢ spodziewac
nastepujacych zachowan:

5 widokow korekeji znieksztatcen przy rozdzielczosci 1920x1920 i klatkazu 25 kl./s moze by¢
generowanych bez gubienia klatek, lub

3 widoki korekeji znieksztatcen przy rozdzielczosci 2880x2880 i klatkazu 25 kl./s Jeden widok korekcji
znieksztatcen na kazdym monitorze.

Skale poklatkowosci i rozdzielczosci sg liniowe. Komputer zdolny obstuzy¢ 5 widokow korekeji znieksztatcen z
klatkazem 30 kl./s obstuzy 10 widokdw po zmniejszeniu klatkazu do 15 kl./s.
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Integracja urzqdzen nasobnych

Aplikacja AXIS Optimizer Body Worn Extension umozliwia uzytkownikom kamer w terenie zapis, oznaczanie i
udostepnianie materiatow wizyjnych $ledczym, ktorzy mogg szuka¢ dowodoéw w materiale i zarzadza¢ nim za
pomocg systemu VMS. Ustuga umozliwia bezpieczne potgczenie i przesytanie danych miedzy systemem
nasobnym Axis a systemem VMS. AXIS Body Worn Extension to bezptatna, samodzielna ustuga, ktérg nalezy
zainstalowac na serwerze zapisu.

Uwaga
Obstugiwane wersje:
® VMS w wersji 2020 R1 Corporate lub nowszej

o VMS w wersji 2020 R1 Professional+ lub nowszej
e VMS w wersji 2020 R1 Expert lub nowszej

Zawsze uzywaj najnowszych poprawek technicznych VMS i zbiorczych instalatorow poprawek.
Wiecej informacii

®  Aby pobra¢ samg ustuge lub przeczyta¢ przewodnik po integracji i uwagi do rozwigzania, przejdz do
witryny axis.com.

®  Aby przeczytac podrecznik uzytkownika, przejdz do witryny axis.help.com.
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Kontrola dostepu to rozwigzanie tgczace fizyczng kontrole dostepu z dozorem wizyjnym. Takie potgczenie
umozliwia skonfigurowanie systemu kontroli dostepu Axis bezposrednio z poziomu aplikacji Management Client.
System bezproblemowo integruje sie z oprogramowaniem XProtect, dzieki czemu operatorzy majg mozliwos¢
monitorowania dostepu i wykonywania dziatan zwigzanych z kontrolg dostepu w aplikacji Smart Client.

Uwaga
Wymagania
*  Wersja systemu VMS 2024 R1 lub nowsza.

® Licencje dostepowe do oprogramowaniem XProtect, p. pkt Licencje dostepowe.
®  Zainstaluj aplikacje AXIS Optimizer na serwerze zdarzen i kliencie Management Client.

Porty 53459 i 53461 zostang otwarte dla ruchu przychodzgcego (TCP) przy instalacji aplikacji AXIS Optimizer
poprzez aplikacje AXIS Secure Entry.

Konfiguracja kontroli dostepu

Uwaga
Na poczatek wykonaj nastepujgce czynnosci:
e  Zaktualizuj oprogramowanie uktadowe kontrolera drzwiowego. W ponizszej tabeli przedstawiono
minimalng i zalecang wersje oprogramowania uktadowego AXIS OS dla danej wersji programu VMS.

® Sprawdz, czy data i godzina s prawidtowe.

AXIS Optimizer w wersji Minimalna wersja systemu AXIS Zalecana wersja systemu AXIS 0S
0S
5.6 12.6.94.1 12.6.94.1

Aby doda¢ sieciowy kontroler drzwiowy Axis do systemu:

1. Przejdz do Site Navigation > Axis Optimizer > Access control (Nawigacja po obiekcie > Axis Optimizer
> Kontrola dostepu).

2. W sekeji Configuration (Konfiguracja) wybierz Devices (Urzadzenia).

3.  Wybierz Discovered devices (Wykryte urzgdzenia), aby wyswietli¢ liste urzadzen, ktére mozna doda¢ do
systemu.

4.  Wybierz urzadzenia, ktére chcesz dodac.

5. Kliknij + Add (Dodaj) w wyskakujacym okienku i podaj dane uwierzytelniajace dla kontrolera.

Uwaga
Dodane kontrolery powinny by¢ widoczne na karcie Management (Zarzadzanie).

Aby recznie dodac kontroler do systemu, kliknij przycisk + Add (Dodaj) na karcie Management (Zarzgdzanie).

Aby uwzgledni¢ zmiany w systemie VMS za kazdym razem, gdy dodajesz, usuwasz lub edytujesz nazwe
kontrolera drzwiowego:

e  Przejdz do Site Navigation > Access control (Nawigacja po obiekcie > Kontrola dostepu) i kliknij Access
Control integration (Integracja kontroli dostepu).

e Kliknij Refresh Configuration (Od$wiez konfiguracje) na karcie General settings (Ustawienia ogolne).

Proces konfigurowania kontroli dostgpu

1. Przejdz do Site Navigation > Axis Optimizer > Access control (Nawigacja po obiekcie > Axis Optimizer
> Kontrola dostepu).

2. Aby zmodyfikowa¢ predefiniowane profile identyfikacji lub utworzy¢ nowy profil identyfikacji, patrz .

3. Aby uzywa¢ niestandardowej konfiguracji formatow kart i dtugosci kodu PIN, patrz .
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4. Dodaj drzwi i zastosuj do nich profil identyfikacji. Patrz .
5. Dodaj strefe, a nastepnie drzwi do strefy. Patrz .

Zgodnos¢ oprogramowania urzadzenia w przypadku kontrolerow drzwi

Wazne

W przypadku aktualizowania systemu AXIS OS w kontrolerze drzwi nalezy pamieta¢ o nastepujacych
kwestiach:

® Obstugiwane wersje systemu AXIS OS: Wymienione powyzej obstugiwane wersje systemu
(oprogramowania uktadowego) AXIS OS majg zastosowanie tylko w przypadku wykonywania aktualizacji
z oryginalnej zalecanej wersji systemu VMS i gdy system zawiera drzwi. Jezeli system nie spetnia tych
warunkow, nalezy dokona¢ aktualizacji do wersji systemu AXIS OS zalecanej dla konkretnej wersji
systemu VMS.

* Minimalna obstugiwana wersja systemu AXIS OS: Najstarsza wersja systemu AXIS OS zainstalowana
w systemie okresla minimalng obstugiwang wersje AXIS OS — z ograniczeniem do dwdch wczesniejszych
wersji.

* Aktualizacja przekraczajgca zalecang wersje systemu AXIS OS: Zat6zmy, ze wykonasz aktualizacje do
wersji oprogramowania AXIS OS przekraczajacej wersje zalecang dla danej wersji systemu VMS. Bedziesz
madgt zawsze bez problemow obnizy¢ wersje z powrotem do zalecanej wersji oprogramowania AXIS 0S, o
ile bedzie sie ona miesci¢ w limitach obstugi okreslonych dla danej wersji systemu VMS.

®  Przyszte zalecenia dotyczace systemu AXIS OS: Aby zapewni¢ stabilnos$¢ systemu i petng zgodnosc,
nalezy zawsze przestrzega¢ wersji oprogramowania AXIS OS zalecanej dla danej wersji systemu VMS.

Integracja systemu kontroli dostepu

Aby zintegrowa¢ system kontroli dostepu z systemem VMS:

1. Przejdz do Site Navigation > Access Control (Nawigacja po obiekcie > Kontrola dostepu).

2. Kliknij prawym przyciskiem myszy Access Control (Kontrola dostepu) i kliknij Create new... (Utworz
nowa...).

3. W oknie dialogowym Create Access Control System Integration (Utworz integracje systemu kontroli
dostepu):

- Wpisz nazwg integracji.

- Z rozwijalnego menu w pozycji Integration plug-in (Wtyczka integracji) wybierz AXIS Secure
Entry.

- Klikaj Next (Dalej), az pojawi sie okno dialogowe Associate cameras (Powigz kamery).
Aby powigza¢ kamery z punktami dostgpowymi drzwi:

- Kliknij urzadzenie w sekcji Cameras (Kamery), aby wyswietli¢ liste kamer
skonfigurowanych w systemie XProtect.

- Zaznacz kamere i przeciggnij jg do punktu dostepowego, z ktorym chcesz jg powigzac.
- Kliknij Close (Zamknij), aby zamkna¢ okno dialogowe.

Uwaga
*  Wiecej informacji na temat integracji systemu kontroli dostepu w oprogramowaniu XProtect znajduje si¢
w sekcji Korzystanie z systemu kontroli dostepu w kliencie XProtect Smart Client.

*  Wiecej informacji na temat wtasciwosci systemu kontroli dostepu, takich jak ustawienia ogolne, drzwi i
powigzane kamery, zdarzenia kontroli dost¢pu itp., znajduje sie w sekeji Wfasciwosci kontroli dostepu.

Drzwi i strefy

Przejdz do Site Navigation > Axis Optimizer >Access control > Doors and zones (Nawigacja po obiekcie > Axis
Optimizer > Kontrola dostepu > Drzwi i strefy), aby uzyska¢ przeglad oraz skonfigurowa¢ drzwi i strefy.
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EE] Przypnij wykres

Wyswietli¢ schemat stykow kontrolera drzwi. Jezeli
chcesz wydrukowaé schemat stykow, kliknij
przycisk Print (Drukuj).

83 Profil identyfikacji

Zmien profil identyfikacji w drzwiach.

Bezpieczny kanat

Wtacz lub wytgcez bezpieczny kanat OSDP dla
konkretnego czytnika.

Drzwi

Nazwa

Nazwa drzwi.

Kontroler drzwi

Kontroler drzwi, z ktorym sg pofgczone drzwi.

Strona A

Strefa, w ktorej znajduje sie strona A drzwi.

Strona B

Strefa, w ktorej znajduje sie strona B drzwi.

Profil identyfikacji

Profil identyfikacji przypisany do drzwi.

Formaty kart i kod PIN

Pokazuje typ formatéw kart lub dtugos¢ kodu PIN.

Status Status drzwi.
® Online: Drzwi s3 w trybie online i dziatajg prawidtowo.
®  Czytnik offline: Czytnik podany w konfiguracji drzwi jest w trybie offline.
®  Btad czytnika: Czytnik podany w konfiguracji drzwi nie obstuguje
bezpiecznego kanatu albo dla czytnika nie wtgczono bezpiecznego kanatu.
Strefy
Nazwa Nazwa strefy.
Liczba drzwi Liczba drzwi nalezacych do strefy.
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Przyktad drzwi i stref

® |stniejg dwie strefy: zielona i niebieska.

® [stnieje troje drzwi: zielone, niebieskie i brgzowe.

e Zielone drzwi s wewnetrznymi drzwiami w zielonej strefie.

® Niebieskie drzwi sg drzwiami obwodowymi wytgcznie niebieskiej strefy.

® Brgzowe drzwi sg drzwiami obwodowymi stref zielonej i niebieskiej.
Dodawanie drzwi

Uwaga
e Kontroler drzwi mozna skonfigurowac z jednymi drzwiami wyposazonymi w dwa zamki lub z dwoma
drzwiami majacymi po jednym zamku.

e Jezeli kontroler drzwiowy nie ma drzwi, a Ty uzywasz nowej wersji aplikacji Axis Optimizer ze starszym
oprogramowaniem w kontrolerze drzwiowym, system uniemozliwi dodanie drzwi. System zezwala jednak
na tworzenie nowych drzwi na kontrolerach systemu ze starszym oprogramowaniem, jezeli drzwi juz
istnieja.

Aby doda¢ drzwi poprzez utworzenie nowej konfiguracji drzwi:

1. Przejdz do Site Navigation > Axis Optimizer > Access control > Doors and zones (Nawigacja po
obiekcie > Axis Optimizer > Kontrola dostepu > Drzwi i strefy).

2. Kliknij + Add door (Dodaj drzwi).
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9.

10.
11.
12.

Wprowadz nazwe drzwi.

Z rozwijalnego menu Controller (Kontroler) wybierz kontroler drzwi. Kontroler jest wyszarzony, gdy nie
mozna dodac¢ kolejnych drzwi, gdy jest offline lub serwer HTTPS nie jest aktywny.

W rozwijalnym menu Door type (Typ drzwi) wybierz typ drzwi, ktore chcesz utworzyc.
Kliknij przycisk Next (Dalej), aby przejs¢ do strony konfiguracyjnej drzwi.
W rozwijalnym menu Primary lock (Zamek gtowny) wybierz port przekaznika.

Aby skonfigurowaé dwa zamki w drzwiach, wybierz port przekaznika z rozwijalnego menu Secondary
lock (Drugi zamek).

Wybierz profil identyfikacji. Patrz .
Skonfiguruj ustawienia drzwi. P. sekcja .
Skonfiguruj drzwi dozorujace. P. sekcja .

Kliknij przycisk Zapisz.

Aby doda¢ drzwi poprzez skopiowanie istniejgcej konfiguracji drzwi:

1.

Przejdz do Site Navigation > Axis Optimizer > Access control > Doors and zones (Nawigacja po
obiekcie > Axis Optimizer > Kontrola dostepu > Drzwi i strefy).

Kliknij + Add door (Dodaj drzwi).

2.

3. Wprowadz nazwe drzwi.

4. Zrozwijalnego menu Controller (Kontroler) wybierz kontroler drzwi.

5. Kliknij Next (Dalej).

6. Zrozwijalnego menu Copy configuration (Kopiuj konfiguracje) wybierz istniejgcg konfiguracje drzwi.
Pokazuje podfgczone drzwi, a kontroler jest wyszarzony, jesli zostat skonfigurowany z dwoma drzwiami
lub jednymi drzwiami z dwoma zamkami.

7. W razie potrzeby zmien ustawienia.

8.  Kliknij przycisk Zapisz.

Aby zmodyfikowa¢ drzwi:

1. Przejdz do Site Navigation > Axis Optimizer > Access control > Doors and zones > Doors (Nawigacja
po obiekcie > Axis Optimizer > Kontrola dostepu > Drzwi i strefy > Drzwi).

2.  Wybierz drzwi z listy.

3. Kiiknij ¢ Edit (Edytuj).

4. Zmien ustawienia i kliknij przycisk Save (Zapisz).

Aby usung¢ drzwi:

1. Przejdz do Site Navigation > Axis Optimizer > Access control > Doors and zones > Doors (Nawigacja
po obiekcie > Axis Optimizer > Kontrola dostepu > Drzwi i strefy > Drzwi).

2. Wybierz drzwi z listy.

3. Kliknij i Remove (Usun).

4. Kliknij Tak.

Aby uwzgledni¢ zmiany w systemie VMS za kazdym razem, gdy dodajesz, usuwasz lub edytujesz nazwe drzwi:

1.

2.

Przejdz do Site Navigation > Access control (Nawigacja po obiekcie > Kontrola dostepu) i kliknij Access
Control integration (Integracja kontroli dostepu).

Kliknij Refresh Configuration (Od$wiez konfiguracje) na karcie General settings (Ustawienia ogolne).
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Ustawienia drzwi

1. Przejdz do Site Navigation > Axis Optimizer > Access control > Doors and zones (Nawigacja po
obiekcie > Axis Optimizer > Kontrola dostepu > Drzwi i strefy).

2. Wybierz drzwi, ktdre chcesz edytowad.

3. Kliknij Z Edit (Edytuj).

Czas dostepu (s)

Podaj czas (w sekundach) odblokowania drzwi po
uzyskaniu dostepu. Drzwi pozostajg odblokowane do
momentu ich otwarcia lub przez okreslony czas.
Drzwi blokuja sie po zamknigciu, nawet jesli nie
uptynat limit czasu dostepu.

Open-too-long time (sec) (Przekroczony czas
otwarcia drzwi (s))

Prawidtowy tylko w przypadku, gdy monitor drzwi jest
skonfigurowany. Okresl czas otwarcia drzwi w
sekundach. Jesli drzwi s otwarte po uptywie
ustawionego czasu, zostaje wtgczony alarm zbyt
dtugiego otwarcia drzwi. Ustaw regute akcji, aby
skonfigurowa¢ akcje¢, ktorg powinno wyzwoli¢
zdarzenie zbyt dtugiego otwarcia drzwi.

Dtugi czas dostepu (s)

Podaj czas (w sekundach) odblokowania drzwi po
uzyskaniu dostepu. Po wtaczeniu tego ustawienia
zastepuje ono czas dostepu obecnie ustawiony dla
posiadaczy kart.

Long open-too-long time (sec) (Dtugi czas
przekroczenia otwarcia drzwi (s))

Prawidfowy tylko w przypadku, gdy monitor drzwi jest
skonfigurowany. Okresl czas otwarcia drzwi w
sekundach. Jesli drzwi sg otwarte po uptywie
ustawionego czasu, zostaje wtgczone zdarzenie zbyt
dtugiego otwarcia drzwi. Dtugi czas przekroczenia
otwarcia drzwi zastepuje juz ustawiony czas otwarcia
dla posiadaczy kart, jesli wigczona jest opcja Long
access time (Dtugi czas dostepu).

Czas opdznienia do ponownego zablokowania (ms)

Ustaw czas w milisekundach, przez jaki drzwi
pozostajg odblokowane po ich otwarciu lub
zamknieciu.

Ponowne zablokowanie

e After opening: (Po otwarciu) Dotyczy tylko
scenariuszy z dodanym monitorem drzwi.

e After closing: (Po zamknigciu) Dotyczy tylko
scenariuszy z dodanym monitorem drzwi.

Poziom zabezpieczen drzwi

Do drzwi mozna doda¢ nastepujace zabezpieczenia:

Reguta dwoch osdb - Reguta dwoch osob wymaga, aby dwie osoby uzyty prawidtowych poswiadczen w celu

uzyskania dostepu.

Dwukrotne przeciggnigcie - Dwukrotne przeciggniecie karty pozwala posiadaczowi karty zmieni¢ biezgcy stan

drzwi. Moze to stuzy¢ na przykfad do blokowania lub odblokowywania drzwi poza regularnym harmonogramem,
co jest wygodniejsze niz wchodzenie do systemu w celu odblokowania drzwi. Przeciggnigcie dwoch kart nie ma
wptywu na istniejgcy harmonogram. Jesli na przykfad drzwi majg zosta¢ zablokowane o godzinie zamknigcia, a

pracownik wyjdzie na przerwe obiadowg, drzwi nadal zostang zablokowane zgodnie z harmonogramem.
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Poziom zabezpieczen mozna skonfigurowa¢ podczas dodawania nowych drzwi lub mozna to zrobi¢ dla juz
istniejgcych drzwi.

Aby doda¢ regute dwadch osdb do istniejgcych drzwi:

1.

o ok~ WD

Przejdz do Site Navigation > Axis Optimizer > Access control > Doors and zones (Nawigacja po
obiekcie > Axis Optimizer > Kontrola dostepu > Drzwi i strefy).

Wybierz drzwi, dla ktorych chcesz skonfigurowaé¢ poziom zabezpieczen.
Kliknij Edit (Edycja).

Kliknij Security level (Poziom zabezpieczen).

Wtacz Two-person rule (Reguta dwadch osab).

Kliknij przycisk Apply (Zastosuj).

Reguta dwoch osdb

Side A (Strona A) i Side B (Strona B) Wybierz, po ktdrych stronach drzwi ma by¢ uzywana
regufa.

Harmonogramy Wybierz, kiedy requta jest aktywna.

Limit czasu (w sekundach) Limit czasu to maksymalny dozwolony czas migedzy
przeciggnieciami kart lub innego rodzaju
prawidfowymi poswiadczeniami dostepu.

Aby doda¢ przeciggniecie dwoch kart do istniejgcych drzwi:

1.

N o o k& D

Przejdz do Site Navigation > Axis Optimizer > Access control > Doors and zones (Nawigacja po
obiekcie > Axis Optimizer > Kontrola dostepu > Drzwi i strefy).

Wybierz drzwi, dla ktorych chcesz skonfigurowaé¢ poziom zabezpieczen.

Kliknij Edit (Edycja).

Kliknij Security level (Poziom zabezpieczen).

Wtacz Double-swipe (Przeciggnigcie dwoch kart).

Kliknij przycisk Apply (Zastosuj).

Zastosuj opcje Double-swipe (Przeciggniecie dwoch kart) do posiadacza karty.

7.1.  Przejdz do obszaru Cardholder management (Zarzgdzanie posiadaczami kart).

7.2.  Kliknij ¢ przy posiadaczu karty, ktérego chcesz edytowaé, a nastepnie kliknij Edit (Edytuj).
7.3.  Kliknij More (Wigcej).

7.4.  Wybierz Allow double-swipe (Zezwdl na przeciggnigcie dwoch kart).

7.5.  Kliknij przycisk Apply (Zastosuj).

Dwukrotne przeciggniecie

Limit czasu (w sekundach) Limit czasu to maksymalny dozwolony czas miedzy

przeciggnieciami kart lub innego rodzaju
prawidfowymi poswiadczeniami dostepu.
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Opcje czasu
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Dostep przyznany - zamek odblokowany

Czas dostepu

Nie podjeto zadnych dziafari - zamek zablokowany

Podjeto dziatanie (otwarto drzwi) - zamek zablokowany lub pozostaje odblokowany do
momentu zamkniecia drzwi

Przekroczony czas otwarcia drzwi

Otwarte zbyt dtugo - uruchamiany jest alarm
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Dostep przyznany - zamek odblokowany

Czas dostepu

2+3: Dtugi czas dostepu

Nie podjeto zadnych dziafari - zamek zablokowany

Podjeto dziatanie (otwarto drzwi) - zamek zablokowany lub pozostaje odblokowany do
momentu zamkniecia drzwi

Przekroczony czas otwarcia drzwi

6+7: Dtugi czas przekroczenia otwarcia drzwi

Otwarte zbyt dtugo - uruchamiany jest alarm

Dodawanie monitora drzwi

Monitor drzwi to przetgcznik potozenia drzwi, ktory monitoruje fizyczny stan drzwi. Po dodaniu monitora do
drzwi mozna okresli¢ sposob podtgczenia jego obwodow.

1.

2
3.
4

Przejdz do strony konfiguracyjnej drzwi. P. sekcja
W obszarze Sensors (Czujniki) kliknij Add (Dodaj).

Wybierz opcje Door monitor sensor (Czujnik monitora drzwi).

Zaznacz port we/wy, do ktdrego chcesz podtgczy¢ monitor drzwi.
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5. W obszarze Door open if (Otworz drzwi, jesli), wybierz sposob podtgczenia obwodéw monitora drzwi.

6. Aby zmiany stanu cyfrowego wejscia byty ignorowane, zanim wejdzie ono w nowy stabilny stan, okresl
wartos¢ w polu Debounce time (Czas odbicia).

7. Aby przerwanie potgczenia miedzy kontrolerem drzwi i monitorem drzwi powodowato zainicjowanie
zdarzenia, wtgcz opcje Supervised input (Nadzorowane wejscie). P. sekcja .

Drzwi otwarte, jesli

Obwod jest otwarty Obwad monitora drzwi jest rozwierny (NC). Monitor
drzwi wysyta sygnat odblokowanych drzwi, kiedy
obwod jest otwarty. Monitor drzwi wysyta sygnat
zablokowanych drzwi, kiedy obwdd jest zamkniety.

Obwad jest zamkniety Obwad monitora drzwi jest zwierny (NO). Monitor
drzwi wysyta sygnat odblokowanych drzwi, kiedy
obwad jest zamkniety. Monitor drzwi wysyta sygnat
zablokowanych drzwi, kiedy obwdd jest otwarty.

Dodawanie drzwi dozorujacych

Drzwi dozorujgce to typ drzwi, ktdre mogg sygnalizowaé, czy sg otwarte, czy zamknigte. Technologii tej mozna
uzywac na przyktad w przypadku drzwi przeciwpozarowych, ktére nie wymagajg zamka, ale w ktorych przypadku
warto wiedzie¢, czy sg otwarte.

Drzwi dozorujgce roznig sie od zwyktych drzwi z monitorem drzwi. Zwykte drzwi z monitorem drzwi obstuguja
zamki i czytniki, ale wymagajg kontrolera drzwi. Drzwi dozorujgce obstuguja jeden czujnik potozenia drzwi, ale
wymagajg tylko sieciowego modutu przekaznikowego WE/WY podtgczonego do kontrolera drzwi. Do jednego
sieciowego modutu przekaznikowego WE/WY mozna podtgczy¢ do pigciu czujnikdw potozenia drzwi.

Uwaga
Drzwi dozorujgce wymagajg modutu przekaznikowego AXIS A9210 Network 1/0 Relay Module z najnowszym
oprogramowaniem, w tym z aplikacjg AXIS Monitoring Door ACAP.

Aby skonfigurowa¢ drzwi dozorujace:
1. Zainstaluj modut AXIS A9210 i uaktualnij jego system AXIS OS do najnowszej wersji.

2. Zainstaluj czujniki potozenia drzwi.

3. W systemie VMS przejdz do Site Navigation > AXIS Optimizer > Access control > Doors and zones
(Nawigacja po obiekcie > AXIS Optimizer > Kontrola dostepu > Drzwi i strefy).

4. Kliknij Add door (Dodaj drzwi).

5. Wprowadz nazwe.

6. W sekeji Type (Typ) wybierz Monitoring door (Drzwi dozorujace).

7. W sekeji Device (Urzgdzenie) wybierz sieciowy modut przekaznikowy WE/WY.

8. Kliknij Next (Dalej).

9. W sekeji Sensors (Czujniki) kliknij + Add (Dodaj) i wybierz Door position sensor (Czujnik potozenia

drzwi).
10. Wybierz WE/WY podtaczone do czujnika potozenia drzwi.
11. Kliknij Dodaj.

Dodawanie czytnika

Kontroler drzwiowy mozna skonfigurowa¢ tak, aby wykorzystywat dwa czytniki przewodowe. Czytniki mozna
dodac po jednej lub obu stronach drzwi.
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Jezeli do czytnika zastosujesz niestandardowg konfiguracje formatow kart lub dtugosci numerow PIN, bedzie to
wyraznie zaznaczone w kolumnie Card formats (Formaty kart) w oknie Configuration > Access control > Doors
and zones (Konfiguracja > Kontrola dostepu > Drzwi i strefy). P. sekcja .

1. Przejdz do strony konfiguracyjnej drzwi. P. sekcja .
2. Pod jedng strong drzwi kliknij przycisk Add (Dodaj).
3. Wybierz Card reader (Czytnik kart).
4. Wybierz Reader type (Typ czytnika).
5. Aby uzy¢ niestandardowej konfiguracji dtugosci kodu PIN tego czytnika.
5.1.  Kliknij przycisk Advanced (Zaawansowane).
5.2.  Witacz opcje Custom PIN length (Niestandardowa dtugos¢ kodu PIN).

5.3.  Wypetnij pola Min PIN length (Min. dtugos¢ kodu PIN), Max PIN length (Maks. dtugos¢ kodu
PIN) i End of PIN character (Koniec znaku kodu PIN).

6. Aby uzy¢ niestandardowego formatu karty tego czytnika.
6.1.  Kliknij przycisk Advanced (Zaawansowane).
6.2.  Wiacz opcje Custom card formats (Niestandardowe formaty kart).

6.3.  Wybierz formaty karty na takie, ktorych chcesz uzywa¢ w czytniku. Jezeli format karty o tej
samej liczbie bitow jest juz uzywany, nalezy go najpierw zdezaktywowaé. Gdy konfiguracja
formatu karty rézni sie od skonfigurowanej konfiguracji systemu, w aplikacji klienckiej
wyswietlana jest lkona ostrzezenia.

7. Kliknij Dodaj.

8. Aby dodac¢ czytnik po drugiej stronie drzwi, wykonaj te procedure ponownie.

Typ czytnika

OSDP RS485 half duplex Dla czytnikéw RS485 nalezy wybra¢ OSDP RS485
half duplex i port czytnika.

Wiegand W przypadku czytnikow uzywajacych protokotow
Wiegand zaznacz opcje Wiegand oraz w sekcji
Ogdlne wybierz port dla czytnika.

Wiegand

Sterowanie LED Wybierz opcje Single wire (Pojedynczy przewadd) lub
Dual wire (R/G) (Podwajny przewdd (R/G)). Czytniki
z podwojnymi kontrolkami LED majg rozne przewody
dla czerwonych i zielonych diod LED.

Powiadomienie o sabotazu Okresl, kiedy wejscie wykrywania sabotazu w czytniku

ma by¢ aktywne.

e Open circuit (Obwaod otwarty): Czytnik
wysyfa sygnat proby sabotazu, kiedy obwod
zostanie otwarty.

e Closed circuit (Obwod zamkniety): Czytnik
wysyfa sygnat proby sabotazu, kiedy obwaod
zostanie zamknigty.
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Tamper debounce time (Czas odbicia zabezpieczenia | Aby zmiany stanu wejscia wykrywania sabotazu w
sabotazowego) czytniku byty ignorowane, zanim wejdzie ono w nowy

stabilny stan, okre$l wartos¢ w polu Tamper
debounce time (Czas odbicia zabezp. przeciwsab.).

Nadzorowane wejscie Witacz, aby wyzwoli¢ zdarzenie, gdy wystepuje

przerwa w potgczeniu miedzy kontrolerem drzwi i
czytnikiem. P. sekcja .

Dodawanie urzadzenia REX

Urzadzenie REX (zadanie wyjscia) mozna dodac¢ z jednej lub obu stron drzwi. Role urzadzenia REX moze petni¢
czujnik PIR, przycisk REX lub zamkniecie drgzkowe.

1.

Przejdz do strony konfiguracyjnej drzwi. P. sekcja .

2. Pod jedng strong drzwi kliknij przycisk Add (Dodaj).
3. Wybierz REX device (Urzgdzenie REX).
4. Zaznacz port we/wy, na ktorym chcesz potgczy¢ urzgdzenie REX. Jezeli jest dostepny tylko jeden port,
zostanie on wybrany automatycznie.
5. Wybierz Action (Akcja), ktéra ma by¢ wyzwalana po odebraniu sygnatu REX przez drzwi.
6. W obszarze REX active (Aktywne REX) wybierz potgczenie obwodu monitora drzwi.
7. Aby zmiany stanu wejscia cyfrowego byty ignorowane przed wejsciem w nowy stan stabilny, ustaw
Debounce time (ms) (Czas odbicia) (ms).
8. Aby przerwanie potaczenia miedzy kontrolerem drzwi i urzagdzeniem REX powodowato zainicjowanie
zdarzenia, wtgcz opcje Supervised input (Nadzorowane wejscie). P. sekcja .
Akcja
Odblokuj drzwi Wybierz t¢ opcje, aby odblokowa¢ drzwi po odebraniu
sygnatu REX.
Brak Wybierz, jesli po odebraniu przez drzwi sygnatu REX
nie ma by¢ wykonywane zadne dziatanie.

Urzadzenie REX aktywne

Obwad jest otwarty Wybierz, jezeli obwod REX jest rozwierny. Urzadzenie

REX wysyta sygnat po otwarciu obwodu.

Obwad jest zamkniety Wybierz, jezeli obwéd REX jest zwierny. Urzadzenie

REX wysyfa sygnat po zamknigeciu obwodu.

Dodawanie strefy

Strefa to konkretny fizyczny obszar zawierajacy grupe drzwi. Mozna tworzy¢ strefy oraz dodawaé do nich drzwi.
Istniejg dwa rodzaje drzwi:

Uwaga

Perimeter door: (Drzwi na obwodzie) Posiadacze kart wchodzg do strefy i wychodzg ze strefy przez te
drzwi.

Drzwi wewnetrzne: Wewnetrzne drzwi w strefie.

Drzwi obwodowe mogg naleze¢ do dwoch stref. Drzwi wewngtrzne mogg naleze¢ tylko do jednej strefy.
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1. Przejdz do Site Navigation > AXIS Optimizer > Access control > Doors and zones > Zones (Nawigacja
po obiekcie > AXIS Optimizer > Kontrola dostepu > Drzwi i strefy > Strefy).

Kliknij + Add zone (Dodaj strefe).

Wprowadz nazwe strefy.

Kliknij Add door (Dodaj drzwi).

Zaznacz drzwi, ktore chcesz dodac do strefy, i kliknij przycisk Add (Dodaj).

ISR L T

Domyslnie drzwi zostang ustawione jako obwodowe. Aby to zmienic, z menu rozwijanego wybierz
pozycje Internal door (Drzwi wewnetrzne).

7. Drzwi obwodowe domysinie jako wejscia do strefy uzywajg drzwi A. Aby to zmieni¢, z menu rozwijanego
wybierz opcje Leave (Opusé).

8. Aby usungc¢ drzwi ze strefy, zaznacz jg i kliknij przycisk Remove (Usun).
9.  Kliknij przycisk Zapisz.
Aby zmodyfikowa¢ strefe:

1. Przejdz do Site Navigation > AXIS Optimizer > Access control > Doors and zones > Zones (Nawigacja
po obiekcie > AXIS Optimizer > Kontrola dostepu > Drzwi i strefy > Strefy).

2. Wybierz strefe z listy.

3. Kiiknij Z Edit (Edytuj).
4. Zmien ustawienia i kliknij przycisk Save (Zapisz).
Aby usung¢ strefe:

1. Przejdz do Site Navigation > AXIS Optimizer > Access control > Doors and zones > Zones (Nawigacja
po obiekcie > AXIS Optimizer > Kontrola dostepu > Drzwi i strefy > Strefy).

2. Wybierz strefe z listy.

Kiiknij @ Remove (Usun).
4. Kliknij Tak.

Poziom zabezpieczen strefy

Do strefy mozna doda¢ nastepujgce funkcje zabezpieczen:

Anti-passback - Uniemozliwia uzycie tych samych danych uwierzytelniajgcych, ktore zostaty uzyte osoby, ktore
weszty na obszar wezesniej. Wymusza on, ze dana osoba musi najpierw opusci¢ obszar, zanim bedzie mogta
ponownie uzy¢ swoich poswiadczen.

Uwaga
* W przypadku korzystania z funkcji anti-passback wszystkie drzwi w strefie muszg by¢ wyposazone w
czujniki potozenia drzwi, aby system byt w stanie zarejestrowac, ze uzytkownik otworzyt drzwi po
przeciggnieciu karty.

o  Jesli kontroler drzwi przejdzie w tryb offline, funkcja anti-passback bedzie nadal dziata¢, pod warunkiem,
ze wszystkie drzwi w strefie nalezg do tego samego kontrolera drzwi. Jesli jednak drzwi w strefie nalezg
do roznych kontrolerow drzwi, ktére przejdg w tryb offline, funkcja anti-passback przestanie dziatac.

Poziom zabezpieczen mozna skonfigurowa¢ podczas dodawania nowej strefy lub w istniejgcej strefie. Aby doda¢
poziom zabezpieczen do istniejgcej strefy:

1. Przejdz do Site Navigation > AXIS Optimizer > Access control > Doors and zones (Nawigacja po
obiekcie > AXIS Optimizer > Kontrola dostepu > Drzwi i strefy).

2. Wybierz strefe, dla ktorych chcesz skonfigurowac poziom zabezpieczen.
3. Kliknij Edit (Edycja).
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4.  Kliknij Security level (Poziom zabezpieczen).
5. Wriacz zabezpieczenia, ktére cheesz dodac do drzwi.

6. Kliknij przycisk Apply (Zastosuj).

Anti-passback

Log violation only (Soft) (Tylko rejestrowanie Uzyj tej opcji, jesli chcesz, aby druga osoba mogta
naruszen (wersja miekka)) wejS¢ przez drzwi przy uzyciu tych samych
poswiadczen, co pierwsza osoba. Ta opcja powoduje
tylko wywotanie alarmu systemowego.

Deny access (Hard) (Odmowa dostepu (wersja Uzyj tej opcji, jesli chcesz uniemozliwi¢ drugiej osobie
twarda)) wejscie przez drzwi, jesli uzywa on tych samych
poswiadczen, co pierwsza osoba. Ta opcja powoduje
takze wywofanie alarmu systemowego.

Limit czasu (w sekundach) Czas, po ktorym system zezwoli uzytkownikowi na
ponowne wejscie. Wprowadz 0, jesli nie chcesz
ustawia¢ limitu czasu. Oznacza to, ze w strefie
obowigzuje zasada anti-passback do momentu
opuszczenia jej przez uzytkownika. Uzyj limitu czasu
0 z opcjg Deny access (Hard) (Odmowa dostepu (w
wersji twardej) tylko wtedy, gdy wszystkie drzwi w
strefie majg czytniki po obu stronach.

Nadzorowane wejscia

Nadzorowane wejscia moga wyzwalac¢ zdarzenie w przypadku przerwy w potgczeniu z kontrolerem drzwi.

e Podtaczenie miedzy kontrolerem drzwi a monitorem drzwi. P. sekcja .
® Potaczenie pomigedzy kontrolerem drzwi a czytnikiem uzywajacym protokotow Wiegand. Zobacz .
® Podtgczenie miedzy kontrolerem drzwi a urzagdzeniem REX. P. sekcja .
Aby uzy¢ nadzorowanych wejs¢:
1. Zamontuj rezystory konca linii zgodnie ze schematem potaczen jak najblizej urzadzen peryferyjnych.

2. Przejdz do strony konfiguracyjnej czytnika, monitora drzwi lub urzagdzenia REX i wtgcz opcje Supervised
input (Nadzorowane wejscie).

3. Jezeli zastosowano schemat pierwszego potgczenia réwnolegtego, wybierz opcje Parallel first
connection with a 22 KQ parallel resistor and a 4.7 KQ serial resistor (Pierwsze potaczenie rownolegte
z 22 kQ opornikiem rownolegtym i 4,7 kQ opornikiem szeregowym).

4. Jezeli zastosowano schemat pierwszego potgczenia szeregowego, zaznacz opcje Serial first connection
(Pierwsze potaczenie szeregowe), a nastepnie z rozwijalnego menu Resistor values (Wartosci
opornikow) wybierz wartos¢ rezystora.

Schematy potaczen
Pierwsze potaczenie rownolegte

Oporniki muszg mie¢ wartosci 4,7 kQ i 22 kQ.

GND @ I
4.7kQ

22kQ

/0 @
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Pierwsze potgczenie szeregowe

Oporniki muszg mie¢ takie same wartosci w przedziale 1-10 kQ.

d

Akcje wykonywane recznie

GND @

R
/10 @

W stosunku do drzwi i stref mozna wykonywac nastepujgce czynnosci reczne:

Resetuj - Powoduje powrot do skonfigurowanych regut systemowych.

Przyznawanie dost¢pu - Odblokowuje drzwi lub strefe na 7 sekund, a nastepnie ponownie je blokuje.
Odblokuj - Utrzymuje drzwi w stanie odblokowania do momentu zresetowania.

Blokada - Utrzymuje drzwi w stanie zablokowania do czasu, az system przyzna dostep posiadaczowi karty.
Odcinanie obszaru - Nikt nie moze wej$¢ ani wyj$¢ do czasu zresetowania lub odblokowania.

Aby wykona¢ akcje recznie:

1. Przejdz do Site Navigation > AXIS Optimizer > Access control > Doors and zones (Nawigacja po
obiekcie > AXIS Optimizer > Kontrola dostepu > Drzwi i strefy).
2. Wybierz drzwi lub strefe, dla ktérych chcesz wykona¢ akcje recznie.

3. Kliknij dowolng akcje wykonywang recznie.
Formaty kart i kod PIN

Format karty decyduje o sposobie przechowywania danych na karcie. Jest to tabela translacji miedzy danymi
przychodzacymi a zweryfikowanymi danymi w systemie. Kazdy format karty ma inny zestaw regut i sposob
uporzadkowania informacji przechowywanych na karcie. Dzieki zdefiniowaniu formatu karty system bedzie
wiedziat, jak interpretowac informacje, ktore kontroler pobiera z czytnika kart.

Istnieje kilka predefiniowanych powszechnie uzywanych schematow kart, ktérych mozna uzywac w istniejgcej
postaci lub zmodyfikowa¢. Mozna réwniez tworzy¢ niestandardowe formaty kart.

Przejdz do Site Navigation > AXIS Optimizer > Access control > Card formats and PIN (Nawigacja po obiekcie
> AXIS Optimizer > Kontrola dostepu > Formaty kart i kod PIN), aby utworzy¢, edytowac lub uaktywni¢ formaty
kart. Mozna réwniez skonfigurowa¢ numer PIN.

Niestandardowe formaty kart mogg zawiera¢ nastepujgce pola danych stuzgce do weryfikowania poswiadczen:

Numer karty - Podzbidr binarnych danych poswiadczenia, ktére sa zakodowane jako liczby dziesigtne lub
szesnastkowe. Numer karty stuzy do identyfikowania konkretnej karty lub jej posiadacza.

Kod obiektu - Podzbior binarnych danych poswiadczenia, ktére sg zakodowane jako liczby dziesietne lub
szesnastkowe. Kod obiektu stuzy do identyfikowania okreslonego klienta koncowego lub lokalizacji.

Aby utworzy¢ format karty:

1. Przejdz do Site Navigation > AXIS Optimizer > Access control > Card formats and PIN (Nawigacja po
obiekcie > AXIS Optimizer > Kontrola dostepu > Formaty kart i kod PIN).

2. Kliknij polecenie Add card format (Dodaj format karty).
Whprowadz nazwe formatu karty.

4. W polu Bit length (Liczba bitow) wpisz liczbe bitow miedzy 1 i 256.
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5. Zaznacz opcje Invert bit order (Odwrd¢ kolejnosc bitow), jezeli chcesz odwracaé kolejnosé bitow w
danych odbieranych z czytnika kart.

6. Zaznacz opcje Invert byte order (Odwrd¢ kolejnos¢ bajtow), jezeli cheesz odwraca¢ kolejnosé bajtow w
danych odbieranych z czytnika kart. Ta opcja jest dostepna tylko w przypadku okreslenia liczby bitow,
ktorg mozna podzieli¢ przez osiem.

7.  Wybierz i skonfiguruj pola danych, ktére majg by¢ aktywne w formacie karty. W formacie karty
koniecznie musi by¢ aktywne pole Card number (Numer karty) lub Facility code (Kod obiektu).

8. Kliknij OK.
9. Aby aktywowac format karty, zaznacz pole wyboru przed jego nazwa.
Uwaga
® Dwa formaty kart o tej samej dtugosci bitow nie mogg by¢ aktywne w tym samym czasie. Na przyktad,

jesli zdefiniowano dwa formaty kart 32-bitowych, tylko jeden z nich moze by¢ aktywny. Dezaktywuj
jeden format karty, aby aktywowa¢ drugi.

®  Mozesz aktywowac i dezaktywowac formaty kart tylko wtedy, gdy kontroler drzwi w systemie zostat
skonfigurowany z przynajmniej jednym czytnikiem.

® Kliknij @ aby zobaczy¢ przykfad rezultatu
odwrdcenia kolejnosci bitow.

Zasieg Ustaw zakres bitow danych dla pola danych. Musi sie
on miesci¢ w przedziale okreslonym w polu Bit length
(Liczba bitow).

Format wyjsciowy Wybierz format wyjsciowy danych dla pola danych.

Decimal (Dziesigtny): Nazywany jest rowniez
«pozycyjnym systemem liczbowym o podstawie 10",
sg uzywane cyfry 0-9.

Hexadecimal (Szesnastkowy): nazywany rowniez
pozycyjnym systemem liczbowym o podstawie 16 -
sktada sie z 16 unikatowych symboli: cyfr 0-9 i liter
a-f.

Kolejnos¢ bitow podzakresu Wybierz kolejnos¢ bitow.

Little endian: Pierwszy bit jest najmniejszy (najmniej
znaczacy).

Big endian: Pierwszy bit jest najwiekszy (najbardziej
znaczacy).

Aby edytowa¢ format karty:

1. Przejdz do Site Navigation > AXIS Optimizer > Access control > Card formats and PIN (Nawigacja po
obiekcie > AXIS Optimizer > Kontrola dostepu > Formaty kart i kod PIN).
2. Wybierz format karty i kliknij ¢ .

3. W przypadku edytowania wstepnie zdefiniowanego formatu karty mozna edytowac tylko opcje Invert bit
order (Odwracanie kolejnosci bitow) i Invert byte order (Odwrac¢ kolejnosc).

4. Kliknij OK.

Usuwac¢ mozna tylko niestandardowe formaty kart. Aby usuna¢ niestandardowy format karty:

1. Przejdz do Site Navigation > AXIS Optimizer > Access control > Card formats and PIN (Nawigacja po
obiekcie > AXIS Optimizer > Kontrola dostepu > Formaty kart i kod PIN).

2. Zaznacz niestandardowy format karty, a nastepnie kliknij ® i Yes (Tak).
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AXIS Optimizer

Aby zresetowa¢ wstepnie zdefiniowany format karty:

1. Przejdz do Site Navigation > AXIS Optimizer > Access control > Card formats and PIN (Nawigacja po
obiekcie > AXIS Optimizer > Kontrola dostepu > Formaty kart i kod PIN).

2. Kliknij O aby w formacie karty przywroci¢ domysing mapg pol.
Aby skonfigurowa¢ dfugos¢ numeru PIN:

1. Przejdz do Site Navigation > AXIS Optimizer > Access control > Card formats and PIN (Nawigacja po
obiekcie > AXIS Optimizer > Kontrola dostepu > Formaty kart i kod PIN).

2. W obszarze PIN configuration (Konfiguracja kodu PIN) kliknij 7
3. Wypetnij pola Min. dtugos¢ kodu PIN, Maks. dtugosé¢ kodu PIN i Koniec znaku kodu PIN.
4. Kliknij OK.

Ustawienia formatu karty

Informacje ogolne

64332 =—> i - +64332

4CFB > >64332

64332

AXIS A1610

4CFB

64332 —> i

®  Numer karty w zapisie dziesietnym ma wartos¢ 64332.

® Jeden czytnik przeksztatca numer karty na liczbe szesnastkowag FB4C. Drugi czytnik przeksztatca go na
liczbe szesnastkowa 4CFB.

®  Kontroler AXIS A1610 Network Door Controller odbiera warto$¢ FBAC i przeksztatca jg na wartosé
dziesietng 64332 zgodnie z ustawieniami formatu karty skonfigurowanymi dla czytnika.

e Kontroler AXIS A1610 Network Door Controller odbiera wartos¢ 4CFB, zmienia jg na FBAC, odwracajgc
porzadek bajtow, i przeksztatca na wartos¢ dziesietng 64332 zgodnie z ustawieniami formatu karty
skonfigurowanymi dla czytnika.

Odwro¢ kolejnosé bitow

Po odwrocenia kolejnosci bitow dane karty odebrane od czytnika sg odczytywane bit po bicie od prawej do
lewe;.
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64332 = 1111 1011 1100 1100 0011 0010 1101 1111 = 13023

Odwro¢ kolejnosé bajtow

Grupa o$miu bitdw tworzy bajt. Po odwrdcenia kolejnosci bajtow dane karty odebrane od czytnika sg
odczytywane bajt po bajcie od prawej do lewe;j.

64332 = 1111 1100 1100 1111 = 19707
F C C F

26-bitowy standardowy format karty Wiegand

© @ ® ®

Parzystos¢ wiodgca
Kod obiektu
Numer karty
Parzystosc koricowa

N WN —

Profile identyfikaciji

Profil identyfikacji to potgczenie typow i harmonogramow identyfikacji. Do jednych lub wiekszej liczby drzwi
mozna zastosowac profil identyfikacji, aby okresli¢, jak i kiedy posiadacz karty moze uzyska¢ dostep do drzwi.

Typy identyfikacji to nosniki informacji o poswiadczeniach niezbednych do uzyskania dost¢pu do drzwi. Typowe
typy identyfikacji to tokeny, osobiste numery identyfikacyjne (PIN), linie papilarne, skany twarzy oraz urzgdzenia
REX. Typ identyfikacji moze zawierac jeden lub wigcej typow informacji.

Harmonogramy, noszgce rowniez nazwe Time profiles (Profile czasowe), tworzone sg w aplikacji Management
Client. Aby skonfigurowac profile czasowe, p. Profile czasowe (wyjasnienie).

Obstugiwane typy identyfikacji: Karta, kod PIN i urzagdzenie REX.

Przejdz do Site Navigation > AXIS Optimizer > Access control > Identification profiles (Nawigacja po obiekcie
> AXIS Optimizer > Kontrola dostepu > Profile identyfikacji).

Istnieje pie¢ domysinych profili identyfikacji, ktorych mozna uzywac w niezmienionej lub zmodyfikowane;j
postaci.

Karta - Aby uzyska¢ dostep do drzwi, posiadacz karty musi przeciggna¢ kart¢ przez czytnik.
Karta i PIN - Aby uzyskac¢ dostep do drzwi, posiadacz karty musi przeciggna¢ karte i wpisa¢ numer PIN.
PIN - Aby uzyskac¢ dostep do drzwi, posiadacz karty musi wpisa¢ kod PIN.

Karta lub kod PIN - Aby uzyska¢ dostep do drzwi, posiadacz karty musi przeciggna¢ karte lub wpisa¢ numer
PIN.

Tablica rejestracyjna - Posiadacz karty musi jechaé¢ w kierunku kamery pojazdem z zatwierdzong tablicg
rejestracyjna.

Aby utworzy¢ profil identyfikacji:
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1. Przejdz do Site Navigation > AXIS Optimizer > Access control > Identification profiles (Nawigacja po
obiekcie > AXIS Optimizer > Kontrola dostepu > Profile identyfikacji).

2. Kliknij Create identification profile (Utworz profil identyfikacji).
3. Nadaj nazwe profilowi identyfikacji.

4. Zaznacz opcje Include facility code for card validation (Uwzglednij kod obiektu w celu weryfikacji
karty), aby uzywac kodu obiektu jako jednego z pol stuzgcych do weryfikacji poswiadczen. To pole jest
dostepne tylko po wtgczeniu ustawienia Facility code (Kod obiektu) w obszarze Access management >
Settings (Zarzagdzanie dostgpem > Ustawienia).

5. Skonfiguruj profil identyfikacji po jednej stronie drzwi.
6. Po drugiej stronie drzwi powtorz poprzednie kroki.
7. Kliknij OK.

Aby zmodyfikowac profil identyfikacji:

1. Przejdz do Site Navigation > AXIS Optimizer > Access control > Identification profiles (Nawigacja po
obiekcie > AXIS Optimizer > Kontrola dostepu > Profile identyfikacji).

Zaznacz profil identyfikacji i kliknij 7

Aby zmieni¢ nazwe profilu identyfikacji, wpisz nowg nazwe.

Wprowadz zmiany z boku drzwi.

Aby zmodyfikowac profil identyfikacji po drugiej stronie drzwi, powtdrz poprzednie kroki.

Kliknij OK.

Aby usuna¢ profil identyfikacji:

o o k&~ WD

1. Przejdz do Site Navigation > AXIS Optimizer > Access control > Identification profiles (Nawigacja po
obiekcie > AXIS Optimizer > Kontrola dostepu > Profile identyfikacji).

2. Zaznacz profil identyfikacji i kliknij i.

3. Jezeli profil identyfikacji zostat zastosowany do drzwi, wybierz dla nich inny profil identyfikacji.

4. Kliknij OK.

Edytuj profil identyfikacji

X Aby usungc¢ typ identyfikacji i powigzany z nim
harmonogram.
Typ identyfikacji Aby zmieni¢ typy identyfikacji, zaznacz je na liscie

rozwijanej ldentification type (Typ identyfikacji).

Schedule Aby zmieni¢ harmonogramy, zaznacz je z menu
rozwijanego Schedule (Harmonogram).

Dodaj typ identyfikacji i powigzany z nim
harmonogram, kliknij przycisk Add (Dodaj), a
nastepnie skonfiguruj zadane typy identyfikacji i
harmonogramy.

+ Dodaj

Szyfrowana komunikacija
Bezpieczny kanat OSDP

Aplikacja Secure Entry obstuguje bezpieczny kanat OSDP (Open Supervised Device Protocol), ktory umozliwia
szyfrowanie komunikacji pomiedzy kontrolerem i czytnikami Axis.

Wigczanie bezpiecznego kanatu OSDP dla catego systemu:
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1. Przejdz do Site Navigation > AXIS Optimizer > Access control > Encrypted communication (Nawigacja
po obiekcie > AXIS Optimizer > Kontrola dostepu > Szyfrowana komunikacja).

2. Podaj gtéwny klucz szyfrowania i kliknij OK.

3. Wtgcz OSDP Secure Channel (Bezpieczny kanat OSDP). Opcja ta jest dostepna tylko po wprowadzeniu
gtéwnego klucza szyfrowania.

4. Domyslnie gtéwny klucz szyfrowania generuje klucz bezpiecznego kanatu OSDP. Aby recznie ustawic
klucz bezpiecznego kanatu OSDP:

.

4.1. W obszarze OSDP Secure Channel (Bezpieczny kanat OSDP) kliknij /.

4.2.  Wyczys¢ opcje Use main encryption key to generate OSDP Secure Channel key (Uzyj gtdwnego
klucza szyfrowania, aby wygenerowac klucz bezpiecznego kanatu OSDP).

43.  Wpisz klucz bezpiecznego kanatu OSDP, a nastepnie kliknij OK.
Aby wigczy¢ lub wytgczy¢ bezpieczny kanat OSDP dla konkretnego czytnika, zobacz Drzwi i strefy.

Multiserwer BETA

W konfiguracji wieloserwerowej globalni posiadacze kart i grupy posiadaczy kart zdefiniowane na serwerze
gtownym mogg by¢ wykorzystywane na potaczonych serwerach podrzednych.

Uwaga
® Jeden system moze obstugiwac¢ do 64 serweréw podrzednych.
® Serwer gtéwny i podrzedne muszg si¢ znajdowaé w tej samej sieci.
® Na serwerze gtownym i podrzednych koniecznie w Zaporze systemu Windows wtacz zezwalanie na
przychodzgce potgczenia TCP na porcie bezpiecznego wchodzenia. Domysiny port to 53461.

Proces

1. Skonfiguruj serwer jako podrzedny i wygeneruj plik konfiguracyjny. P. sekcja .
Skonfiguruj serwer jako gtowny i zaimportuj pliki konfiguracyjne serweréw podrzednych. P. sekcja .

Na serwerze gtownym skonfiguruj globalnych posiadaczy kart i grupy posiadaczy kart. P. sekcje i .

> 0N

Na serwerach podrzednych ogladaj i monitoruj globalnych posiadaczy kart i grupy posiadaczy kart. Patrz

Generowanie pliku konfiguracyjnego z serwera podrzednego
1. Na serwerze podrzednym przejdz do AXIS Optimizer > Access control > Multi server (AXIS Optimizer >
Kontrola dostepu > Multiserwer).
2. Kliknij opcje Sub server (Serwer podrzedny).
Kliknij przycisk Generate (Generuj). Generuje plik konfiguracyjny w formacie .json.

4.  Kliknij przycisk Download (Pobierz) i wybierz lokalizacje, w ktorej ma zosta¢ zapisany plik.
Importowanie pliku konfiguracyjnego do serwera gtownego

1. Na serwerze gtdwnym przejdz do AXIS Optimizer > Access control > Multi server (AXIS Optimizer >
Kontrola dostepu > Multiserwer).

2. Kliknij opcje Main server (Gtowny serwer).

3. Kliknij przycisk + Add (Dodaj) i przejdz do pliku konfiguracyjnego wygenerowanego na serwerze
podrzednym.

4. Wprowadz nazwe, adres IP i numer portu serwera podrzednego.

5. Kliknij przycisk Import (Importuj), aby dodac serwer podrzedny.
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6. Stan serwera podrzednego bedzie widoczny jako Connected (Potaczony).
Uniewaznianie serwera podrzednego
Serwer podrzedny mozna uniewaznic¢ tylko zanim jego plik konfiguracyjny zostanie zaimportowany do serwera
gtéwnego.

1. Na serwerze gtdwnym przejdz do AXIS Optimizer > Access control > Multi server (AXIS Optimizer >
Kontrola dostepu > Multiserwer).

2. Zaznacz opcje Serwer podrzedny i kliknij przycisk Uniewaznij serwer.
Teraz mozna skonfigurowac¢ ten serwer jako gtdwny lub podrzedny.
Usuwanie serwera podrzednego
Po zaimportowaniu pliku konfiguracyjnego serwera podrzednego 0w serwer zostanie potgczony z serwerem
gtownym.
Aby usung¢ serwer podrzedny:
1. Na serwerze gtéwnym:
1.1.  Przejdz do Access management > Dashboard (Zarzgdzanie dostepem > Pulpit nawigacyjny).
1.2. Zmien globalnych posiadaczy kart i grupy na lokalnych posiadaczy kart i grupy.

1.3. Przejdz do AXIS Optimizer > Access control > Multi server (AXIS Optimizer > Kontrola dostepu
> Multiserwer).

1.4. Kliknij Main server (Gtdwny serwer) w celu wyswietlenia listy serwerow podrzednych.
1.5.  Zaznacz serwer podrzedny i kliknij przycisk Delete (Usun).

2. Naserwerze podrzednym:

- Przejdz do AXIS Optimizer > Access control > Multi server (AXIS Optimizer > Kontrola dostepu
> Multiserwer).

- Kliknij polecenie Sub server (Serwer podrzedny) i kliknij przycisk Revoke server (Uniewaznij
serwer).

Zarzgdzanie dostepem

Karta Access management (Zarzadzanie dostepem) umozliwia konfigurowanie posiadaczy kart, grup i requt
dostepu w systemie oraz zarzadzanie nimi.

Proces zarzadzania dostepem

Struktura zarzadzania dostepem jest elastyczna i pozwala utworzy¢ przeptyw pracy, ktory najlepiej odpowiada
potrzebom uzytkownika. Oto przyktad przeptywu pracy:

1. Dodaj grupy. Patrz .
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Dodaj posiadaczy kart. Patrz .
Dodaj posiadaczy kart do grup.
Dodaj reguty dostepu. Patrz .
Przypisz grupy do reguf dostepu.
Przypisz strefy do reguf dostepu.
Przypisz drzwi do regut dostepu.

Dodawanie posiadacza karty

Posiadacz karty to osoba posiadajgca unikatowy identyfikator zarejestrowany w systemie. Skonfiguruj
posiadacza karty z poswiadczeniami osoby oraz czas i sposdb udzielania temu posiadaczowi karty dostepu do

drzwi.

1.

Przejdz do Site Navigation > AXIS Optimizer > Access control > Cardholder management (Nawigacja
po obiekcie > AXIS Optimizer > Kontrola dostepu > Zarzgdzanie posiadaczami kart).

2. Przejdz do Cardholders (Posiadacze kart) i kliknij + Add (Dodaj).
3. Wprowadz imie i nazwisko posiadacza karty i kliknij Next (Dalej).
4. Opcjonalnie kliknij Advanced (Zaawansowane) i wybierz dowolne opcje.
5. Dodaj poswiadczenie do posiadacza karty. Patrz
6. Kliknij przycisk Zapisz.
7. Dodaj posiadacza karty do grupy.
7.1. W obszarze Groups (Grupy) wybierz grupe, do ktorej chcesz dodac posiadacza karty, i kliknij Edit
(Edytuj).
7.2.  Kliknij + Add (+ Dodaj) i wybierz posiadacza karty, ktorego chcesz doda¢ do grupy. Mozna
wybra¢ wielu posiadaczy kart.
7.3.  Kliknij Dodaj.
7.4. Kliknij przycisk Zapisz.

Zaawansowane

Dtugi czas dostepu Wybierz te opcje, aby w sytuacji, gdy jest
zainstalowany monitor drzwi, posiadacz karty miat
dtugi czas dostepu oraz dtugi czas zbyt dfugiego
otwarcia drzwi.

Zawies posiadacza karty Wybierz, aby zawiesi¢ posiadacza karty.

Zezwdl na podwojne przeciggnigcie Wybierz, aby zezwoli¢ posiadaczowi karty na
zastgpienie biezgcego stanu drzwi. Mogg go na
przyktad uzy¢ do odblokowania drzwi poza
regularnym harmonogramem.

Zwolnienie z blokady ogdlnej Zaznacz, aby zezwoli¢ posiadaczowi karty na dostep
podczas blokady.
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Zaawansowane

Exempt from anti-passback (Zwolnienie z reguty
anti-passback)

Wybierz te opcje, aby przyzna¢ zwolni¢ posiadacza
karty z reqguty anti-passback. Reqguta Anti-passback
uniemozliwia uzycie tych samych danych
uwierzytelniajacych, ktdre zostaty uzyte osoby, ktore
weszty na obszar wczesniej. Zanim takie
poswiadczenia bedg mogty zostac uzyte ponownie,
posiadacz kart z tymi danymi musi najpierw opuscic¢
obszar.

Globalny posiadacz karty

Zaznacz t¢ opcje, aby mozliwe byto wyswietlanie i
monitorowanie posiadacza karty na serwerach
podrzednych. Ta opcja jest dostepna tylko dla
posiadaczy kart utworzonych na serwerze gtownym.
Patrz .

Dodaj poswiadczenia

Do posiadacza karty mozna doda¢ nastepujgce typy poswiadczen:

e PIN
o Karta
® Tablica rejestracyjna

e Tel. komorkowy

Aby doda¢ do posiadacza karty poswiadczenie w postaci tablicy rejestracyjne;j:

1. W obszarze Credentials (Poswiadczenia) kliknij + Add (+ Dodaj) i wybierz License plate (Tablica

rejestracyjna).

> N

5. Kliknij Dodaj.

Zobacz przykfad w temacie .

Wprowadz nazwe poswiadczenia opisujgcg dany pojazd.
Wprowadz numer tablic rejestracyjnych dla pojazdu.

Ustaw date poczatkowg i koncowg poswiadczenia.

Aby dodac¢ do posiadacza karty poswiadczenie w postaci numeru PIN:

1. W obszarze Credentials (Poswiadczenia) kliknij + Add (+ Dodaj) i wybierz PIN.

2. Wprowadz numer PIN.

3. Aby uzywac kodu PIN na wypadek zagrozenia w celu inicjowania cichego alarmu, wtacz opcje Duress
PIN (PIN na wypadek zagrozenia) i wprowadz odpowiedni numer PIN.

4. Kliknij Dodaj.

Poswiadczenia przez PIN jest zawsze wazne. Mozna rowniez skonfigurowa¢ PIN na wypadek zagrozenia, ktéry
otwiera drzwi oraz dodatkowo wyzwala cichy alarm w systemie.

Aby doda¢ do posiadacza karty poswiadczenie w postaci karty:

1. W obszarze Credentials (Poswiadczenia) kliknij + Add (+ Dodaj) i wybierz Card (Karta).

2. Aby recznie wprowadzi¢ dane karty, wprowadz nazwe karty, jej numer i liczbe bitow.

Uwaga

Liczbe bitow mozna okresli¢ tylko w przypadku tworzenia formatu karty o liczbie bitow, ktéra jeszcze nie

istnieje w systemie.

3. Aby nastepowato automatyczne pobieranie danych ostatnio przeciggnietej karty:
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3.1. W menu rozwijanym Select reader (Wybierz czytnik) zaznacz czytnik.
3.2. Przeciggnij karte w czytniku podfgczonym do tych drzwi.

3.3. Kliknij Get last swiped card data from the door's reader(s) (Odczytaj dane ostatnie;j
przeciggnietej karty z czytnika).

4.  Wprowadz kod obiektu. To pole jest dostepne tylko po wtgczeniu ustawienia Facility code (Kod obiektu)
w obszarze Access management > Settings (Zarzadzanie dostgpem > Ustawienia).

5. Ustaw date poczatkowgq i koncowa poswiadczenia.
6. Kliknij Dodaj.

Data wygasnigcia

Wazne od Ustaw date¢ i godzine waznosci poswiadczen.
Wazne do Wybierz opcje z menu rozwijanego.

Wazne do

Brak daty zakonczenia Poswiadczenie nigdy nie wygasa.

Data Ustaw date¢ i godzine wygasniecia poswiadczenia.
Od pierwszego uzycia Okresl, jak dfugo poswiadczenie bedzie wazne po

pierwszym uzyciu. Moze to by¢ liczba dni, miesiecy
lub lat albo liczba razy po pierwszym uzyciu.

Od ostatniego uzycia Okresl, jak dtugo poswiadczenie bedzie wazne po
ostatnim uzyciu. Wybierz dni, miesigce lub lata po
ostatnim uzyciu.

Uzywanie numeru rejestracyjnego jako poswiadczenia

W tym przyktadzie pokazano, jak uzy¢ kontrolera drzwi, kamery z AXIS License Plate Verifier i numeru
rejestracyjnego pojazdu jako danych uwierzytelniajgcych do przyznania dostepu.

1. Dodaj kontroler drzwi i kamere do AXIS Optimizer.

2. Ustaw date i godzine dla nowych urzadzen, wybierajgc polecenie Synchronize with server computer
time (Synchronizuj z czasem serwera).

Uaktualnij oprogramowanie w nowych urzgdzeniach do najnowszej dostepnej wersji.

4. Dodaj nowe drzwi pofgczone z kontrolerem drzwi. Patrz .
4.1.  Dodaj czytnik na Side A (Strona A). P. sekcja .

4.2, W obszarze Door settings (Ustawienia drzwi) wybierz AXIS License Plate Verifier jako Reader
type (Typ czytnika) i wpisz nazwe czytnika.

4.3.  Opcjonalnie dodaj czytnik lub urzgdzenie REX w obszarze Side B (Strona B).
4.4.  Kliknij OK.

5. Zainstaluj i wtgcz w kamerze aplikacje AXIS License Plate Verifier. Zobacz Podrecznik uzytkownika
oprogramowania AXIS License Plate Verifier.

6. Wiacz aplikacje AXIS License Plate Verifier.

7. Skonfiguruj aplikacje AXIS License Plate Verifier.

7.1.  Przejdz do Configuration > Access control > Encrypted communication (Konfiguracja >
Kontrola dostgpu > Komunikacja szyfrowana).
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10.

7.2. W obszarze External Peripheral Authentication Key (Klucz uwierzytelniania zewnetrznego
urzgdzenia peryferyjnego) kliknij polecenie Show authentication key (Pokaz klucz
uwierzytelniania) oraz Copy key (Kopiuj klucz).

7.3.  Otworz aplikacje AXIS License Plate Verifier z poziomu interfejsu WWW kamery.
7.4.  Nie przeprowadzaj konfiguracji.
7.5.  Przejdz do opcji Settings (Ustawienia).

7.6. W obszarze Access control (Kontrola dostepu) wybierz Secure Entry (Bezpieczne wejscie) jako
Type (Typ).

7.7. W obszarze IP address (Adres IP) wpisz adres IP kontrolera drzwi.

7.8. W obszarze Authentication key (Klucz uwierzytelniania) wklej skopiowany weczesniej klucz
uwierzytelniania.

7.9. Kliknij przycisk Potgcz.

7.10. W obszarze Door controller name (Nazwa kontrolera drzwi) wybierz kontroler drzwi.
7.11. W obszarze Reader name (Nazwa czytnika) wybierz czytnik dodany wczesniej.

7.12.  Wigcz integracje.

Dodaj posiadacza karty, ktéremu chcesz przyznac dostep. Patrz .

Dodaj poswiadczenia tablic rejestracyjnych do nowego posiadacza karty. Patrz .

Dodaj regute dostepu. Patrz .
10.1.  Dodaj harmonogram.

10.2.  Dodaj posiadacza karty, ktdremu chcesz przyzna¢ dostep do tablicy rejestracyjnej.

10.3.  Dodaj drzwi z czytnikiem AXIS License Plate Verifier.

Dodawanie grupy

Grupy pozwalajg zarzagdza¢ posiadaczami kart oraz regutami ich dostepu zbiorowo i skutecznie.

1.

6.

Przejdz do Site Navigation > AXIS Optimizer > Access control > Cardholder management (Nawigacja
po obiekcie > AXIS Optimizer > Kontrola dostepu > Zarzadzanie posiadaczami kart).

Przejdz do Groups (Grupy) i kliknij + Add (Dodaj).
Wprowadz nazwe i opcjonalnie inicjaty grupy.

Zaznacz opcje Global group (Grupa globalna), aby posiadaczy kart mozna byto wyswietlac i
monitorowa¢ na serwerach podrzednych. Ta opcja jest dostepna tylko dla posiadaczy kart utworzonych
na serwerze gtdéwnym. P. sekcja .

Dodawanie posiadaczy kart do grupy:
5.1.  Kliknij + Dodaj.

5.2.  Wybierz posiadaczy kart, ktorych cheesz dodaé, i kliknij Add (Dodaj).
Kliknij przycisk Zapisz.

Dodawanie reguty dostepu

Reguta dostepu okresla warunki, ktére musza zostac spetnione w celu udzielenia dostepu.

Reguta dostepu zawiera nastepujace elementy:

Posiadacze kart i ich grupy - komu ma zostac¢ przyznany dostep.

Drzwi i strefy - gdzie ma zostac¢ przyznany dostep.

Harmonogramy - kiedy ma zostac¢ przyznany dostep.

Aby dodac regute dostepu:

89



1. Przejdz do Access control > Cardholder management (Kontrola dostepu > Zarzgdzanie posiadaczami
kart).

2. W obszarze Access rules (Reguty dostepu) kliknij + Add (+ Dodaj).
3. Wprowadz nazwe reguty dostepu i kliknij Next (Dalej).

4. Skonfiguruj posiadaczy kart i grupy:
4.1. W obszarze Cardholders (Posiadacze kart) lub Groups (Grupy) kliknij + Add (+ Dodaj).

4.2.  Wybierz posiadaczy kart lub grupy i kliknij Add (Dodaj).

5. Konfiguracja drzwi i stref:
5.1. W obszarze Doors (Drzwi) lub Zones (Strefy) kliknij + Add (+ Dodaj).

5.2.  Wybierz drzwi lub strefy i kliknij Add (Dodaj).

6. Konfiguracja harmonograméw:
6.1. W obszarze Schedules (Harmonogramy) kliknij + Add (+ Dodaj).

6.2.  Wybierz jeden lub wigcej harmonogramow i kliknij Add (Dodaj).
7. Kliknij przycisk Zapisz.
Reguta dostepu, w ktorej brakuje co najmniej jednego z opisanych powyzej sktadnikéw, jest niekompletna.
Wszystkie niekompletne requty dostepu mozna obejrze¢ na karcie Incomplete (Niekompletne).

Reczne odblokowywanie drzwi i stref

Aby uzyska¢ informacje na temat czynnosci wykonywanych recznie, takich jak reczne odblokowywanie drzwi, p.
sekcja .

Aby uzyska¢ informacje na temat czynnosci wykonywanych recznie, takich jak reczne odblokowywanie strefy, p.
sekcja .

Eksportowanie raportow konfiguracji systemu

Mozna eksportowac raporty zawierajgce rézne rodzaje informacji o systemie. AXIS Optimizer eksportuje raport
jako plik CSV (zawierajacy wartosci rozdzielone przecinkami) i zapisuje go w domysinym folderze pobierania. Aby
wyeksportowa¢ raport:

1. Przejdz do obszaru Reports (Raporty) > System configuration (Konfiguracja systemu).

2. Wybierz raporty, ktore chcesz wyeksportowad, i kliknij Download (Pobierz).

Dane posiadaczy kart Zawiera informacje o posiadaczach kart,
poswiadczeniach, weryfikacjach kart i ostatnich
transakcjach.

Dostep posiadaczy kart Zawiera informacje o posiadaczu karty, grupach

posiadaczy kart, regutach dostepu, drzwiach i strefach
powigzanych z posiadaczami kart.

Dostep grupy posiadaczy kart Zawiera nazwe grupy posiadaczy kart oraz informacje
o posiadaczach kart, regutach dostepu, drzwiach i
strefach, z ktorymi jest powigzana grupa posiadaczy
kart.

Reguta dostepu Zawiera nazwe reguty dostepu oraz informacje o
posiadaczach kart, grupach posiadaczy kart, drzwiach
i strefach, z ktorymi jest powigzana reguta dostepu.
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Dostep do drzwi Zawiera nazwe drzwi oraz informacje o posiadaczach
kart, grupach posiadaczy kart, regutach dostepu i
strefach, z ktorymi sg powigzane drzwi.

Dostep do strefy Zawiera nazwe strefy oraz informacje o posiadaczach
kart, grupach posiadaczy kart, regutach dostepu i
drzwiach, z ktérymi jest powigzana strefa.

Tworzenie raportow aktywnosci posiadaczy kart

Raport imienny zawiera liste posiadaczy kart przebywajacych w okreslonej strefie, utatwiajgc ustalenie 0séb
obecnych w danym momencie.

Raport ze zbidrki zawiera liste posiadaczy kart obecnych w okreslonej strefie, utatwiajac ustalenie, kto jest
bezpieczny, a kto zaginaf w sytuacji awaryjnej. Pomaga on zarzgdcom budynkéw w odszukiwaniu pracownikow i
gosci po ewakuacji. Punkt zbiorki to wyznaczony czytnik, do ktérego pracownicy zgtaszaja sie w sytuacji
awaryjnej, umozliwiajac wygenerowanie raportu z listg 0s6b znajdujacych si¢ na miejscu i poza nim. System
oznacza posiadaczy kart jako zaginionych, dopdki nie zameldujg si¢ w punkcie zbidrki lub dopaki inna osoba nie
oznaczy ich recznie jako bezpiecznych.

Zarowno raporty imienne , jak i raporty ze zbiorek wymagajg stref do Sledzenia posiadaczy kart.
Aby utworzy¢ i uruchomic raport imienny lub ze zbiérki:

1. Przejdz do obszaru Reports (Raporty) > Cardholder activity (Aktywnosé¢ posiadaczy kart).

2. Kliknij + Add (+ Dodaj) i wybierz Roll call / Mustering (Imienny / Zbidrka).

3. Wprowadz nazwe raportu.

4.  Wybierz strefy do uwzglednienia w raporcie.

5. Wybierz grupy do uwzglednienia w raporcie.

6. Jesli chcesz otrzymac raport ze zbiorki, wybierz Mustering point (Punkt zbidrki) i czytnik
odpowiadajgcy punktowi zbidrki.

7. Wybierz ramy czasowe raportu.

8. Kliknij przycisk Zapisz.
9. Wybierz raport i kliknij Run (Uruchom).

Stan w raporcie imiennym Opis

Present (Obecny) Posiadacz karty wszedt do okreslonej strefy i nie
opuscit jej do czasu uruchomienia raportu.

Not present (Nieobecny) Posiadacz karty opuscit okreslong strefe i nie wszedt
do niej ponownie do czasu uruchomienia raportu.

Stan w rapocie ze zbiorki Opis

Safe (Bezpieczny) Posiadacz karty przeciggnat swojg karte w punkcie
zbiorki.

Missing (Zaginiony) Posiadacz karty nie przeciggnat swojej karty w

punkcie zbidrki.

Ustawienia zarzadzania dostepem

Aby dostosowac pola posiadacza karty uzywane na pulpicie nawigacyjnym dostepu:
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1. Na karcie Access management (Zarzgdzanie dostepem) kliknij Settings (Ustawienia) > Custom
cardholder fields (Niestandardowe pola posiadacza karty).

2. Kliknij + Add (+ Dodaj) i wprowadz nazwe¢. Mozna doda¢ maksymalnie 6 pdl niestandardowych.
3. Kliknij Dodaj.
Aby uzywa¢ kodu obiektu do weryfikowania systemu kontroli dostepu:

1. Na karcie Access management (Zarzgdzanie dostepem) kliknij Settings (Ustawienia) > Facility code
(Kod obiektu).

2. Wybierz Facility code on (Kod obiektu wtgczony).

Uwaga

Podczas konfigurowania profili identyfikacji nalezy rowniez zaznaczy¢ opcje Include facility code for card
validation (Dotgcz kod obiektu do sprawdzania poprawnosci karty). Patrz .

Import i eksport
Importuj posiadaczy kart

Ta opcja stuzy do importowania danych posiadaczy kart i grup posiadaczy karty, poswiadczen oraz zdjec
posiadaczy kart z pliku CSV. Aby mozna byto zaimportowa¢ zdjecia posiadaczy kart, serwer musi mie¢ dostep do
tych zdjec.

Po zaimportowaniu posiadaczy kart system zarzgdzania dostepem automatycznie zapisuje konfiguracje systemu,
w tym catg konfiguracje sprzetowg, i usuwa wszystkie wezesniejsze ustawienia.

Opcje importu

Nowos¢ Ta opcja powoduje usunigcie istniejgcych posiadaczy
kart i dodanie nowych.

Aktualizuj Opcja ta pozwala zaktualizowa¢ dane istniejgcych
posiadaczy kart i dodanie nowych posiadaczy kart.

Dodaj Ta opcja powoduje zachowanie istniejgcych
posiadaczy kart i dodanie nowych. Numery kart i
identyfikatory posiadaczy kart sg unikatowe i mozna
ich uzy¢ tylko raz.

1. Na karcie Access management (Zarzadzanie dostepem) kliknij Import and export (Import i eksport).
Kliknij Import cardholders (Importuj posiadaczy kart).

Kliknij przycisk New (Nowy), Update (Aktualizuj) lub Add (Dodaj).

Kliknij Next (Dalej).

Kliknij Choose a file (Wybierz plik) i przejdz do pliku CSV. Kliknij przycisk Otworz.

Wprowadz separator kolumn i wybierz unikatowy identyfikator, a nastepnie kliknij Next (Dalej).

Przypisz nagtowek do kazdej kolumny.

© N o o kDN

Kliknij przycisk Import (Importuj).

Ustawienia importu

Pierwszy wiersz to nagtowek Wybierz, czy plik CSV zawiera nagtéwek kolumny.

Ogranicznik kolumny Wprowadz format ogranicznika kolumn w pliku CSV.
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Ustawienia importu

Unikalny identyfikator Do identyfikowania posiadacza karty system
domysinie uzywa Cardholder ID (Identyfikatora
posiadacza karty). Mozesz rowniez uzy¢ imienia i
nazwiska lub adresu e-mail. Unikatowy identyfikator
zapobiega importowaniu duplikatow rekordow
personelu.

Format numeru karty Domyslnie jest zaznaczona opcja Allow both
hexadecimal and number (Zezwalaj na liczbe
szesnastkowq i liczbowq).

Eksportowanie danych posiadaczy kart

Ta opcja powoduje wyeksportowanie zapisanych w systemie danych posiadacza karty do pliku CSV.

1. Na karcie Access management (Zarzgdzanie dostepem) kliknij Import and export (Import i eksport).
2. Kliknij Export cardholders (Eksportuj posiadaczy kart).
3.  Wybierz lokalizacje pobierania i kliknij Save (Zapisz).

AXIS Optimizer aktualizuje zdjecia posiadaczy kart w katalogu C: \ProgramData\Axis
Communications\AXIS Camera Station\Components\AXIS Secure Entry\Cardholder
photos przy kazdej zmianie konfiguracji.

Cofanie importu

System automatycznie zapisuje wtasng konfiguracje w momencie importowania posiadaczy kart. Opcja Undo
import (Cofnij import) powoduje przywrocenie danych posiadaczy kart i catej konfiguracji sprzetowej do stanu
sprzed ostatniego importu posiadaczy kart.

1. Na karcie Access management (Zarzadzanie dostepem) kliknij Import and export (Import i eksport).
2. Kliknij Undo import (Cofnij import).
3. Kliknij Tak.

Kopia zapasowa i przywracanie

Automatyczne kopie zapasowe wykonywane sg co noc. Trzy najnowsze pliki kopii zapasowych sg
przechowywane w folderze C:\ProgramData\AXIS Communications\AXIS Optimizer Secure Entry\backup. Aby
przywrdcic¢ te pliki:

1. Przenies plik kopii zapasowej do katalogu C:\ProgramData\AXIS Communications\AXIS Optimizer Secure
Entry\restore.

2. Uruchom ponownie aplikacje AXIS Secure Entry, korzystajgc z jednej z ponizszych metod:

- Uruchom program MSC (Services), znajdz ,AXIS Optimizer Secure Entry Service" i uruchom
ponownie.

- Uruchom ponownie komputer.
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Dostep do ustawien funkciji dla operatorow

Ustawienia roli

Domyslnie operator ma dostep do wszystkich funkeji aplikacji AXIS Optimizer w aplikacji Smart Client, o ile ma
dostep do urzgdzenia w systemie VMS. Jednak w aplikacji Management Client (Klient zarzagdzania) mozna
skonfigurowac, do jakich funkcji operator ma dostep za pomoca funkcji Role settings (Ustawienia rol).

Konfigurowanie ustawien rol

Wiacz funkcje Role settings (Ustawienia rol):

1.

2.
3.

W aplikacji Management Client wybierz kolejno opcje Site Navigation > Security > AXIS Optimizer
Security (Nawigacja po witrynie > Zabezpieczenia > Zabezpieczenia w aplikacji AXIS Optimizer).

Wybierz opcje Enable Role settings (Wiacz ustawienia rdl).

Uruchom ponownie aplikacje Management Client.

Konfigurowanie opcji w oknie Role settings (Ustawienia rol):

1.

W aplikacji Management Client wybierz kolejno opcje Site Navigation > Security > Roles (Nawigacja
po witrynie > Zabezpieczenia > Role).

Zaznacz role i przejdz do okna Overall security (Ogolna ochrona).

Kliknij pozycje AXIS Optimizer Security (Zabezpieczenia w aplikacji AXIS Optimizer).

Zaznacz funkcje, do ktorych rola powinna mie¢ dostep.

Full control (Petna kontrola)Daje uzytkownikowi z rolg operatora petny dostep do wszystkich
funkgji aplikacji AXIS Optimizer.

Edit (not applicable) (Edycja (nie dotyczy))Funkcja systemu VMS, ktora nie ma zastosowania do
ustawien rél w aplikacji AXIS Optimizer.

Access AXIS Optimizer in Management Client (Dostep do aplikacji AXIS Optimizer w kliencie
zarzadzania)Rola operatora umozliwia korzystanie ze wszystkich funkcji administracyjnych
pakietu AXIS Optimizer w aplikacji Management Client.

Manage AXIS Optimizer security (Zarzadzanie zabezpieczeniami aplikacji AXIS Optimizer)
Operator moze zmienia¢ ustawienia w obszarze Site Navigation> Security > AXIS Optimizer
Security (Nawigacja po witrynie > Zabezpieczenia > Zabezpieczenia w aplikacji AXIS
Optimizer).

Dynamic camera operator controls (Dynamiczne elementy sterujgce operatora w kamerze)
Operator ma dostep do wszystkich preinstalowanych funkgji, ktore system znajdzie na
urzadzeniu.

Remote focus operator control (Elementy sterujace operatora do zdalnego ustawiania
ostrosci)Operator moze zdalnie requlowac ostros¢ statopozycyjnych kamer koputkowych.

PTZ operator controls (Elementy sterujgce operatora PTZ)Operator ma dostep do okrelonych
elementow sterujgcych kamery PTZ: sterowania ogniskowaniem, prepozycji PTZ, elementow
sterujgcych automatycznym sledzeniem (Autotracking 2), przycisku spryskiwacza i szybkiego
osuszania [ wycieraczki.

Temperature spot measurement control (Kontrola punktowego pomiaru temperatury)Operator
moze mierzy¢ temperature punktowg w kamerze AXIS Q2901-E.

Speaker operator control (Elementy sterujace operatora dla gtosnika)Operator ma dostep do
wszystkich funkcji menedzera gtosnikéw w aplikacji Smart Client.

Access visitor management (Zarzadzanie dostgpem gosci)Operator ma dostep do wszystkich
opcji zarzgdzania dostepem osob odwiedzajgcych, np. moze odebra¢ potgczenie i otworzy¢ drzwi
w podgladzie na zywo.
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- Access call history (Dostep do historii potaczen)Operator ma dostep do historii potgczen
interkomu. Aby uzywa¢ tego ustawienia, nalezy wtgczy¢ uprawnienie Access visitor
management (Zarzgdzanie dostepem gosci).

- Extended search functions (Rozszerzone funkcje wyszukiwania)W przypadku wybrania opcji
Deny karta aplikacji AXIS License Plate Verifier bedzie ukryta w aplikacji Smart Client. Ponadto
nie bedzie mozna uzywac funkcji wyszukiwania pojazdow ani kontenerow w mechanizmie
centralnego wyszukiwania.

- Control dewarping view (Kontrola widoku skorygowanego)Operator moze sie poruszac po
widokach z korekcjg krzywizn.

- Edit a dewarping view's home position (Edycja pozycji domowej widoku skorygowanego)Rola
operatora umozliwia edycje pozycji domowej kamery.

- Web page (Strona internetowa)Uzytkownik z rolg operatora moze utworzy¢ widok przy uzyciu
przegladarki internetowej.

- Axis insights dashboard (Pulpit nawigacyjny funkcji analitycznych Axis)
Osoba z rolg operatora ma dostep do pulpitu nawigacyjnego funkcji analitycznych Axis.

5. Kliknij przycisk Zapisz.
6. Zrestartuj wszystkie uruchomione inteligentne klienty w systemie.
Wytaczanie ustawien rol
1. W aplikacji Management Client wybierz kolejno opcje Site Navigation > Security > AXIS Optimizer
Security (Nawigacja po witrynie > Zabezpieczenia > Zabezpieczenia w aplikacji AXIS Optimizer).
2. Wyczysé pole wyboru Enable Role settings (Wtgcz ustawienia rol).

3. Uruchom ponownie aplikacje Management Client.

4. Zrestartuj wszystkie uruchomione inteligentne klienty w systemie.
Zarzqdzanie urzgdzeniami
AXIS Device Manager Extend

W narzedziu AXIS Optimizer mozna uzy¢ AXIS Device Manager Extend do zarzgdzania urzagdzeniami z wielu
lokalizacji. Dzieki skonfigurowaniu hostéw brzegowych w serwerach zapisu aplikacja AXIS Device Manager
Extend moze potgczy¢ sie z urzgdzeniami uzytkownika w systemie VMS. Utatwia to przeglagdanie informacji dot.
gwarancji i przeprowadzanie aktualizacji oprogramowania w wielu urzgdzeniach i lokalizacjach z poziomu
jednego interfejsu uzytkownika.

Wiecej informacji na temat AXIS Device Manager Extend znajduje sie w instrukcji obstugi.

Uwaga
Wymagania
e  Zaloguj sie na swoje konto MyAxis.
® Serwery zapis6w muszg mie¢ potgczenie z Internetem.
®  QObstugiwane tylko przez urzadzenia z systemem AXIS OS 6.50. Aby dowiedzie¢ sie, ktore urzgdzenia sg
obstugiwane, p. FAQ.

Instalowanie hosta brzegowego

Host na krawedzi systemu to ustuga zarzagdzania lokalnego, ktdra umozliwia AXIS Device Manager Extend
komunikacje z lokalnymi urzagdzeniami w systemie VMS.

Aby korzysta¢ z aplikacji AXIS Device Manager Extend w systemie VMS, nalezy zainstalowa¢ ustuge hosta
brzegowego i klienta stacjonarnego. Zaréwno ustuga hosta brzegowego, jak i klienta stacjonarnego sg zawarte w
instalatorze AXIS Device Manager Extend.
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1. Pobierz plik instalacyjny aplikacji AXIS Device Manager Extend.
Host na krawedzi systemu musi by¢ zainstalowany na serwerach zapiséw VMS.

2. Uruchom instalator na serwerze zapisu i wybierz instalacje tylko hosta na krawedzi systemu.
Przeczytaj instrukcje obstugi do Axis Device Manager Extend w celu uzyskania dodatkowych informacji o
otwartych portach sieciowych i innych wymaganiach.

Przypisanie hosta na krawedzi systemu i synchronizacja urzadzen

Aby obejrzec¢ ten film wideo, przejdz do internetowej wersji dokumentu.

1. Otwdrz aplikacje Management Client.

2. Wybierz kolejno opcje Site Navigation > AXIS Optimizer > System overview (Nawigacja po witrynie >
AXIS Optimizer > Przeglad systemu).

Wybierz @ i zaloguj sie w MyAxis.

4, KIiknij kaf_elek serwera zapisu z zainstalowanym hostem na krawedzi systemu, ktory jest gotowy do
przypisania.

5. Na pasku bocznym utwérz nowg organizacje lub wybierz weczesniej utworzong organizacje.

6. Kliknij i przypisz hosta na krawedzi systemu.

7. Poczekaj na ponowne wczytanie strony i kliknij Synchronize (Synchronizuj).
Wszystkie urzadzenia Axis na serwerze rejestrujgcym zostang teraz dodane do hosta brzegowego i beda
przynaleze¢ do wybranej organizacji.
Uwaga
Aplikacja AXIS Device Manager Extend musi mie¢ dostep do urzadzen Axis w systemie VMS. Wiecej
informacji na temat obstugiwanych urzadzen, p. .

8. W przypadku dodania nowych urzgdzen do serwera nagran lub zmiany informacji o urzagdzeniu wykonaj
ponownie krok 7, aby zsynchronizowa¢ zmiany z systemem AXIS Device Manager Extend.

9. Powtdrz kroki 4-7 dla wszystkich serweréw zapiséw z urzgdzeniami, ktére chcesz doda¢ do AXIS Device
Manager Extend.

Status hosta na krawedzi systemu

Na kazdym serwerze zapisow w oknie System overview (Przeglad systemu) mozna sprawdzi¢, czy host na
krawedzi systemu zostat juz zainstalowany lub przypisany. Mozna wtaczy¢ opcje Show machines that need edge
host action (Pokaz maszyny wymagajace akcji po stronie hosta na krawedzi systemu) w celu filtrowania
widoku.

. - nie znaleziono hosta na krawedzi systemu na serwerze zapisow.

- Jezeli host na krawedzi systemu nie zostaf zainstalowany, pobierz go i zainstaluj na serwerze
zapisow. Patrz .

- Jesli host na krawedzi systemu jest zainstalowany, musisz zalogowac si¢ na konto MyAxis, aby
go wykryc.
. — host na krawedzi systemu jest zainstalowany, ale nie zostat przypisany. Przypisz hosta na

krawedzi systemu, tworzac nowg organizacje lub wybierajgc wezesniej utworzong organizacje. Patrz .
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. rt‘ — host na krawedzi systemu zostat zainstalowany i przypisany, ale jest nieosiggalny. Sprawdz, czy
serwer nagrah ma dostep do Internetu.

] — host na krawedzi systemu jest zsynchronizowany.
([ J

. - host na krawedzi systemu wymaga synchronizacji. Mogg to by¢ nowe urzadzenia w VMS, ktore
mozna doda¢ do hosta na krawedzi systemu lub zaktualizowane informacje o urzadzeniu, ktdre nalezy
zsynchronizowac.

Uzywanie AXIS Device Manager Extend do konfigurowania urzadzen

Po zsynchronizowaniu urzadzen z hostem na krawedzi systemu mozna skonfigurowac te urzgdzenia w narzg¢dziu
AXIS Device Manager Extend. Mozna to zrobic¢ za pomocg dowolnego komputera potgczonego z Internetem.

Uwaga

Jesli cheesz rowniez zarzadzac urzadzeniami za pomocg potgczenia zdalnego, musisz wigczy¢ remote access
on each site controller (dostep zdalny na kazdym hoscie na krawedzi systemu).

1. Zainstaluj i otwdrz aplikacje komputerowg AXIS Device Manager Extend.
2.  Wybierz organizacje, ktora zostata uzyta do przypisania hosta na krawedzi systemu.

3. Zsynchronizowane urzadzenia mozna znalez¢ w lokalizacji o tej samej nazwie co serwer zapisow VMS.

Rozwigzywanie problemow dotyczacych dodawania urzadzen do hosta na krawedzi systemu

Jezeli masz problemy z dodawaniem urzgdzen do hosta na krawedzi systemu, upewnij si¢, ze:

e  AXIS Optimizer doda tylko wigczony sprzet z VMS.
® Pofaczenie ze sprzgtem nie jest zerwane w VMS.
®  Urzadzenie ma zainstalowany system AXIS OS 6.50 lub nowszy.

®  Urzadzenie jest ustawione na uwierzytelnianie szyfrowane. Domysinie AXIS Device Management nie
obstuguje uwierzytelniania podstawowego.

®  Sprdbuj dodac¢ urzadzenia bezposrednio z aplikacji AXIS Device Manager Extend.

e  /bierz dzienniki z AXIS Device Manager Extend i skontaktuj si¢ z dziatem pomocy technicznej Axis.

1. W aplikacji AXIS Device Manager Extend przejdz do wybranej lokalizacji na serwerze zapisow, na
ktorym zainstalowano kamere.

2. Przejdz do menu Settings (Ustawienia) i kliknij Download sitelog (Pobierz dziennik lokalizacji).
AXIS Site Designer: import

AXIS Optimizer umozliwia zaimportowanie projektu AXIS Site Designer i zastosowanie konfiguracji do systemu
VMS w jednym tatwym procesie importu. Zaprojektuj i skonfiguruj swdj system za pomocg aplikacji AXIS Site
Designer. Gdy projekt bedzie gotowy, uzywajgc aplikacji AXIS Optimizer, mozesz zaimportowac¢ ustawienia
wszystkich kamer i innych urzadzen z aplikacji AXIS Site Designer Management Client.

Aby dowiedziec si¢ wiecej na temat aplikacji AXIS Site Designer, przeczytaj instrukcje obstugi.

Uwaga
Wymagania
*  Wersja VMS 2020 R2 lub nowsza
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Importowanie projektu

Aby obejrze¢ ten film wideo, przejdz do internetowej wersji dokumentu.

W aplikacji AXIS Site Designer

1.
2.

Uwaga

Utworz projekt i skonfiguruj urzadzenia.

Po utworzeniu projektu wygeneruj kod lub pobierz plik ustawien.

Jezeli wprowadzisz jakiekolwiek zmiany w projekcie, wygeneruj nowy kod lub pobierz nowy plik ustawien.

W aplikacji Management Client

1.
2.

Upewnij sig, ze odpowiednie urzgdzenia zostaty dodane do systemu VMS.

Przejdz do menu Site Navigation > AXIS Optimizer > Import design project (Nawigacja po witrynie >
AXIS Optimizer > Importuj projekt).

Zostanie otwarty przewodnik krok po kroku. Wybierz projekt, ktéry chcesz zaimportowaé, wprowadzajac
kod dostepu lub zaznaczajac plik ustawien projektu. Kliknij Next (Dalej).

W obszarze Project overview (Przeglad projektu) wida¢ informacje o liczbie urzgdzen znalezionych w
projekcie AXIS Site Designer i liczbie urzgdzen znalezionych w systemie VMS. Kliknij przycisk Dalej.

W nastepnym kroku nastepuje dopasowanie urzagdzen w VMS do urzadzen w projekcie AXIS Site
Designer. Urzadzenia z tylko jednym mozliwym dopasowaniem sg wybierane automatycznie. Zostang
zaimportowane tylko dopasowane urzadzenia. Gdy dopasowywanie zostanie zakonczone, kliknij przycisk
Next (Dalej).

Ustawienia wszystkich dopasowanych urzadzen sg importowane i stosowane w systemie VMS. Moze to
zajg¢ kilka minut w zaleznosci od wielkosci projektu. Kliknij Next (Dalej).

W obszarze Results of import (Wyniki importu) mozna znalez¢ szczegétowe informacje o
poszczegdlnych krokach procesu importu. W przypadku braku mozliwosci zaimportowania niektérych
ustawien rozwigz problemy i uruchom importowanie ponownie. Aby zapisa¢ liste wynikow jako plik,
kliknij przycisk Export... (Eksportuj...). Aby zamkng¢ przewodnik krok po kroku, kliknij przycisk Done
(Gotowe).

Importowane ustawienia

Import obejmuje wytgcznie urzagdzenia dopasowane miedzy VMS i projektem. Nastepujgce ustawienia sg
importowane i stosowane do VMS dla wszystkich typow urzadzen:

Nazwa urzadzenia uzyta w projekcie
Opis urzadzenia uzytego w projekcie

Ustawienia geolokalizacji, jezeli urzadzenie jest umieszczone na mapie

W przypadku urzgdzen z obstugg wideo stosowane sg rowniez nastepujace ustawienia:

Jeden lub dwa strumienie wideo skonfigurowane w VMS (rozdzielczosé, poklatkowos¢, kodek, kompresja
i ustawienia Zipstream)

- Strumien wideo 1 jest skonfigurowany pod katem podgladu na zywo i nagrywania.

- Strumien wideo 2 jest skonfigurowany pod kagtem nagrywania, jesli ustawienia strumienia w
projekcie roznig si¢ w podgladzie na zywo i nagraniu.
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Zasady detekcji ruchu lub ciggtego nagrywania s ustawiane zgodnie z projektem. Wykorzystywana jest
wbudowana detekcja ruchu VMS, tworzone sg profile czasowe dla requt, a na serwerach nagran
tworzone sg profile zasobow dla rdznych czasdéw przechowywania.

Mikrofon jest wigczany lub wytgczany zgodnie z ustawieniami audio projektu.

Ograniczenia

W VMS

obowigzujg ograniczenia dotyczace importu projektow z AXIS Site Designer.

Domyslna regufa nagrywania ruchu w VMS moze zastapi¢ reguty nagrywania utworzone przez import.
Wytgcz wszystkie reguty powodujgce konflikty lub wyklucz z nich urzadzenia, ktérych one dotycza.

W przypadku nagran wyzwalanych ruchem w VMS ich oszacowania moga by¢ niedoktadne.
Biezaca wersja nie obstuguje planow pigter.

Jesli w projekcie skonfigurowano zarowno nagrywanie wyzwalane ruchem, jak i nagrywanie ciggte,
bedzie stosowana wytacznie konfiguracja przesytania strumieniowego z ustawien nagrywania
wyzwalanego ruchem.

W VMS nie ma mozliwosci ustawienia minimalnej poklatkowosci dla technologii Zipstream.

Zarzgdzanie kontami

Zarzadzanie kontami pomaga zarzadza¢ kontami i hastami na wszystkich urzgdzeniach Axis uzywanych przez
XProtect.

Zgodnie z wytycznymi Axis nie nalezy uzywac konta root do tgczenia si¢ z urzgdzeniami. Zarzadzanie kontem
pozwala utworzy¢ konto ustugi XProtect. Dla kazdego urzgdzenia tworzone sg unikalne hasta ztozone z 16

znakow
taczen

1.

Uwaga
Jesli

. Urzadzenia, ktore majg juz konto XProtect, otrzymaja nowe hasta.

ie si¢ z urzadzeniami za pomocg konta ustugi XProtect

Przejdz do menu Site Navigation > AXIS Optimizer > Account management (Nawigacja po witrynie >
Optymalizator AXIS > Menedzer kont).

Wykres pokazuje, ile urzagdzen jest w trybie online, ile z nich ma konto ustugi XProtect, a ile nie ma konta
ustugi XProtect.

Kliknij Show device details (Pokaz szczegdty urzadzenia), aby uzyska¢ wiecej informacji o urzadzeniach.
Urzadzenia bedgce w trybie online s3 wyswietlane na gorze listy. Mozesz wybra¢ urzadzenia, dla ktérych
chcesz wygenerowac hasta. Jesli nie zostanie wybrane zadne urzadzenie, nowe hasta otrzymaja
wszystkie urzadzenia bedace online. Kliknij OK.

w konfiguracji sprzetu zostanie wybrany protokot HTTP, hasta bedg przesytane miedzy serwerem

rejestrujgcym a urzadzeniem Axis w postaci zwyktego tekstu. Zalecamy skonfigurowanie protokotu HTTPS w

celu
3.

zabezpieczenia komunikacji miedzy systemem VMS a urzadzeniem.

Kliknij polecenie Generate passwords (Generuj hasta). Wygenerowane hasto zawiera losowy tekst
sktadajacy sie z 16 znakow ASCII z zakresu od 32 do 126.

Kliknij polecenie Show device details (Pokaz szczegdty urzadzenia), aby w czasie rzeczywistym
obserwowac aktualizacje statusu procesu. W trakcie tego procesu nastgpi krotka przerwa w dostepie do
aktywnych podgladdw na zywo i trwajgcych nagran.

Urzadzenia bedace online otrzymaja konto ustugi XProtect i nowe hasta. Urzadzenia online majace juz
konto ustugi XProtect otrzymujg tylko nowe hasta.

Axis events

Funkcja zdarzen Axis zapewnia przeglad dostepnych zdarzen dla urzadzen Axis w systemie VMS. Mozliwe jest
przetestowanie zdarzen w okresSlonym urzadzeniu, wyswietlenie szczegoétowych informacji o zdarzeniach oraz
dodanie zdarzenia do wielu urzadzen.
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Otworz menu Site Navigation (Nawigacja po witrynie) i przejdz kolejno do Rules and Events > Axis events
(Reguty i zdarzenia > Zdarzenia Axis). Lista wszystkich dostepnych zdarzen zostanie wyswietlona w oknie
Configuration (Konfiguracja). Widac, ktore zdarzenia sg aktywne w systemie, a ktore nie.

Dla kazdego zdarzenia mozna zobaczy¢ nazwy urzadzen, do ktorych zdarzenie zostato dodane. Mozna rowniez
sprawdzi¢ nazwe¢ wyswietlang zdarzenia, stan zdarzenia i czas jego ostatniego wyzwolenia.

Uwaga
Wymagania
e Wersja VMS 2023 R2 lub nowsza.

Konfigurowanie zdarzenia dla wielu urzagdzen

1. Przejdz do Configuration (Konfiguracja) i wybierz zdarzenie.

2. Kliknij opcje Add devices (Dodaj urzgdzenia).

3. W oknie Add devices (Dodaj urzadzenia) zostanie wyswietlona lista urzgdzen, do ktérych mozna doda¢
zdarzenie. Wybierz jedno lub wiecej urzadzen i kliknij Add devices (Dodaj urzgdzenia).

Aby usungc¢ zdarzenie z urzgdzenia, kliknij Remove (Usun).
Informacje o wydarzeniach

W obszarze Zdarzenia Axis mozna wyswietli¢ ostatnie znane wystgpienie, stan zdarzen i aktualizacje w czasie
rzeczywistym w interfejsie uzytkownika. W tym celu nalezy ustawi¢ czas przechowywania w aplikacji
Management Client.

1. Wybierz kolejno opcje Tools > Options > Alarm and Events > Event retention (Narzgdzia > Opcje >
Alarmy i zdarzenia > Przechowywanie zdarzen).

2. Ustaw czas przechowywania dla catej grupy zdarzen urzadzenia lub okreslonych zdarzen w grupie.
Metadane i wyszukiwanie

Metadane i wyszukiwanie zapewniajg przeglad wszystkich urzgdzen dodanych do systemu VMS, mozliwosci
metadanych oraz kategorii wyszukiwania Axis, ktdre sg widoczne dla operatorow.

Metadane i wyszukiwanie umozliwiajg wigczenie okreslonych funkcji dla tych urzadzen, tj. mozna wigczy¢ dane
zdarzen, dane analityczne i skonsolidowane dane dla wielu urzgdzen, a takze wyswietli¢ funkcje analityczne
obstugiwane przez urzadzenia. Dzigki kategoriom wyszukiwania Axis mozna kontrolowac¢ opcje wyszukiwania
przeznaczone dla wszystkich operatoréw, aby przedstawi¢ dostepne funkcje analityczne w systemie VMS.
Obstuga kategorii wyszukiwania i filtrow rézni sie w zaleznosci od modeli kamer i zainstalowanych aplikacji
analitycznych.

Konfiguracja ustawien metadanych

1. Wybierz kolejno opcje Management Client (Management Client) > Site Navigation (Nawigacja po
witrynie) > AXIS Optimizer (AXIS Optimizer) > Metadata and search (Metadane i wyszukiwanie).

- Event data (Dane o zdarzeniu): Wigcz te opcje, aby system VMS pobierat dane zdarzen z
urzadzenia. Jest to potrzebne do korzystania z roznych funkgji aplikacji AXIS Optimizer.

- Analytics data (Dane analityczne): Wtacz te opcje, aby korzysta¢ z funkeji wyszukiwania
materiatow dowodowych i wyswietla¢ obwodki w podgladzie na zywo i odtwarzaniu.

- Analytics features (Funkcje analizy): Wyswietl funkcje analizy wideo obstugiwane obecnie przez
urzadzenie, takie jak typ obiektu (ludzie, samochody) i kolor obiektu. Aktualizacja
oprogramowania urzgdzenia moze rozszerzy¢ dostep do kolejnych funkcji analitycznych.

- Consolidated metadata (Skonsolidowane metadane): Ta opcja pozwala przyspieszy¢
wyszukiwanie podczas postepowania wyjasniajgcego i skroci¢ czas tadowania w funkcjach
analitycznych Axis.
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Uwaga
Skonsolidowane wymogi dotyczgce metadanych
® Urzadzenia Axis z systemem AXIS OS 11.10 lub nowszym.

Ograniczenia skonsolidowanych metadanych
* (Obwodki w podgladzie na zywo i nagraniu oraz wbudowane opcje wyszukiwania VMS nie sg
dostepne.

: Kliknij, aby przetadowa¢ po wprowadzeniu zmian w konfiguracji urzagdzenia.

Konfiguracja kategorii wyszukiwania Axis

1. Wybierz kolejno opcje Management Client (Management Client) > Site Navigation (Nawigacja po
witrynie) > AXIS Optimizer (AXIS Optimizer) > Metadata and search (Metadane i wyszukiwanie).

2. W okni'e dialogowym Kategorie wyszukiwania Axis wigcz kategorie wyszukiwania, ktérych chcesz
uzywad:
- Prace wyjasniajace
- Wyszukiwanie pojazdow
- Zone speed search (Wyszukiwanie predkosci w strefie)
- Wyszukiwanie kontenerow

3. Woybierz odpowiednie filtry w kazdej kategorii wyszukiwania.
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AXIS Optimizer

Uwaga
Wymagania dotyczace kategorii wyszukiwania Axis
e AXIS Optimizer w wersji 5.3 lub nowszej w Smart Client.
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Czesto zadawane pytania

Pytanie

Odbierz

Jak zaktualizowa¢ aplikacje AXIS Optimizer, gdy
komputer kliencki nie ma dostepu do Internetu?

Opublikuj nowg wersje na serwerze zarzadzania
systemu VMS — patrz..

Czy przed aktualizacjg do nowej wersji aplikacji AXIS
Optimizer trzeba wykona¢ kopi¢ zapasowg ustawien?

Nie. Uaktualnienie do nowej wersji nie spowoduje
zmiany zadnych danych.

Mam ponad 30 komputerow klienckich z
oprogramowaniem AXIS Optimizer. Czy trzeba je
uaktualnia¢ jeden po drugim?

Oprogramowanie klienckie mozna uaktualniaé¢
osobno.

Mozna takze automatycznie wymusi¢ uaktualnienia
poprzez opublikowanie w systemie lokalnej wersji
AXIS Optimizer; zob. .

Czy mozna oddzielnie wigczac i wytgcza¢ wtyczki w
aplikacji AXIS Optimizer?

Nie, ale kiedy nie sg aktywnie uzywane, nie uzywaja
zadnych zasobow.

Ktorych portéw uzywa aplikacja AXIS Optimizer?

Porty 80 i 443 s3 niezbedne do komunikowania si¢ z
witryng axis.com. To za ich posrednictwem system
moze otrzymywac informacje o nowych wersjach i
pobiera¢ aktualizacje.

Porty 53459 i 53461 sg otwarte dla ruchu
przychodzacego (TCP) po zainstalowaniu aplikacji
AXIS Optimizer poprzez aplikacje AXIS Secure Entry.

Rozwigzywanie problemoéw -

W razie wystgpienia problemow technicznych wiacz rejestrowanie debugowania, odtworz problem, a nastepnie
udostepnij te dzienniki dziatowi pomocy technicznej Axis. Rejestrowanie debugowania mozna wtaczy¢ w

aplikacji Management Client lub Smart Client.

W aplikacji Management Client:

1. Wybierz kolejno Site Navigation (Nawigacja po witrynie) > Basics (Podstawy) > AXIS Optimizer.

2. Wybierz Turn on debug logging (Wtacz rejestrowanie debugowania).

3. Kliknij Save report (Zapisz raport), aby zapisa¢ dzienniki na urzadzeniu.

W aplikacji Smart Client:

1. Wybierz kolejno Settings (Ustawienia) > Axis general options (Ogdlne opcje Axis).

2. Wybierz Turn on debug logging (Wtacz rejestrowanie debugowania).

3. Kliknij Save report (Zapisz raport), aby zapisa¢ dzienniki na urzadzeniu.

Mozesz rowniez sprawdzi¢, ktdre funkcje wtyczki AXIS Optimizer obstuguje Twéj klient.

W aplikacji Smart Client:

1. Wybierz kolejno Settings (Ustawienia) > Axis general options (Ogdlne opcje Axis).

2. Wybierz Show compatibility info (Pokaz informacje o zgodnosci)

Kontakt z pomocq techniczng

Aby uzyska¢ pomoc, przejdz na strone axis.com/support.
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https://www.axis.com/support

Dodawanie strony internetowej w widoku klienta inteligentnego

Aplikacja AXIS Optimizer umozliwia wyswietlanie niemal kazdej strony internetowej, nie tylko w formacie HTML,
bezposrednio w narzedziu Smart Client. Ten widok WWW jest renderowany przez nowoczesny silnik przegladarki
i obstuguje wiekszos¢ stron internetowych. Przydaje si¢ to na przyktad wtedy, gdy chcesz uzyskac dostep do
aplikacji AXIS Body Worn Manager bezposrednio z narzedzia Smart Client albo wyswietla¢ pulpit z aplikacji AXIS
Store Reporter bezposrednio obok podglagdéw na zywo.

1. W narzedziu Smart Client kliknij opcje Setup (Ustawienia).

Przejdz do obszaru Views (Widoki).

Utworz nowy widok lub wybierz istniejgcy.

Przejdz do menu System overview > AXIS Optimizer (Przeglad systemu > AXIS Optimizer).
Kliknij opcje Web view (Widok WWW) i przeciagnij jg do widoku.

Wprowadz adres i kliknij przycisk OK.

A L A o o

Kliknij opcje Setup (Ustawienia).
Eksportowanie plikow wideo z osadzonymi funkcjami wyszukiwania
Eksportowanie filmow w formacie XProtect

Aby odtwarza¢ obraz z osadzonymi funkcjami wyszukiwania aplikacji AXIS Optimizer lub mozliwosciami korekty
obrazu Axis, nalezy wyeksportowac¢ pliki wizyjne w formacie XProtect. Moze to by¢ pomocne na przyktad do
demonstracji.

Uwaga
W przypadku aplikacji AXIS Optimizer w wersji 5.3 lub nowszej nalezy rozpocza¢ od kroku 3.

1. W aplikacji Smart Client wybierz kolejno opcje Settings (Ustawienia) > Axis search options (Opcje
wyszukiwania Axis).

2. Wfacz opcje Include search plugins in exports (Uwzgledniaj wtyczki wyszukiwania w eksportowanych
materiatach).

3. Jezeli tworzysz eksport w aplikacji Smart Client, zaznacz opcje XProtect format (Format XProtect).
Odblokowywanie eksportu na komputerach odbiorczych

Aby pomysinie uzywac eksportu na innym komputerze, trzeba koniecznie odblokowac archiwum plikdw eksportu.

1. Na komputerze odbiorczym kliknij prawym przyciskiem myszy plik eksportu (.zip) i wybierz polecenie
Properties (Wtasciwosci).

2. W oknie General (Ogolne) kliknij kolejno przyciski Unblock (Odblokuj) > OK.
3. Wyodrebnij plik eksportu ,SmartClient-Player.exe" i go otworz.

Odtwarzaj wyeksportowany widok skorygowany Axis

1. Otwdrz wyeksportowany projekt.

2. Wybierz widok, ktéry zawiera widok skorygowany Axis.
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